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UNITED STATES NORTHERN COMMAND

17 September2018

HQ USNORTHCOM/CS
250 Vandenberg Street, Suite B016
Peterson Air Force Base CO 80914-3801

The Black Vault
Mr. John Greenewald, Jr.

Dear Mr. Greenewald, Jr.

We received your Freedom of Information Act (FOIA) Appeal request dated 10
August 2018. Your request was assigned USNORTHCOM FOIA case number 18-R-
087. In the appeal, you requested the following: (FOIA request 1 8-R-052 appealed
(1 8-AC-0073)). A copy of records, electronic or otherwise, of the following: The 2009
United States Presidential Inauguration, 15-24 January 2009, Special Event
Assessment (SEA), dated 19 December 2008.

After performing a search of our systems of records we found one responsive
document. Upon review of the document (Attachment 1, is the declassified portion from
your original request and the releasable portions from the remaining pages of the
requested document.) we have determined that portions of this document are currently
and properly classified in accordance with Executive Order 13526, section 1 .4c and
should remain exempt from public disclosure under the FOIA exemption (b)(1). The
authority for these exemptions can be found in the United States Code, Title 5, Section
552(b)(1).

As a requester in the “All Others” fee category, you received the first two hours and
100 pages of records at no cost; therefore, there are no assessable fees for processing
your request. If you have any further questions concerning your request, please do not
hesitate to contact our FOIA Request Service Center at the above address.

If you are not satisfied with this action, you have the right to appeal to the appellate
authority, Ms. Joo Chung, Director of Oversight and Compliance (ODCMO), Office of
the Secretary of Defense (OSD). The appellate address is: ODCMO Directorate for
Oversight and Compliance, 4800 Mark Center Drive, ATTN: DPCLTD, FOIA Appeals,
Mailbox #24, Alexandria, VA 22350-1700. As an alternative, you may use the OSD
FOIA request portal to submit your appeal electronically at the following link:
http://pal.whs.mil/palMain.aspx or email your appeal to OSD.FOlA-APPEAL(mail.mil.
If you use email, please have the words “FOIA Appeal” in the subject of the email. Your
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appeal should cite our case number 1 8-R-087, be postmarked within 90 days of the
date of this response, and be clearly marked “Freedom of Information Act Appeal” on
the request. You also have the right to seek dispute resolution services from
USNORTHCOM’s FOIA Public Liaison, Mr. Jim Hogan at (571) 372-0462 or
OSD.FOIALiaisonmail.mil. Additionally, you have the right to contact the Office of
Government Information Services (OGIS) to inquire about the FOIA mediation services
they offer. The contact information for OGIS is: Office of Government Information
Services, National Archives and Records Administration, 8601 Adelphi Road-OGIS,
College Park, Maryland 20740-6001; email at oqis(nara.qov; telephone at (202) 741-
5770; toll free at 1-877-684-6448; or facsimile at (202) 741-5769.

RICHA D . GALLANT
Major General, USA
Chief of Staff

Attachment:
1. The 2009 United States Presidential Inauguration, 15-24 January 2009,

Special Event Assessment (SEA) dated 19 December 2008.



bedassified

US NORTHERN COMMAND

(U) 2009 UNITED STATES PRESIDENTIAL
INAUGURATION

WASHINGTON, DC
15—24 JANUARY2009

Declassifie I (U) SPECIAL EVENTASSESSMENT (SEA)
Peterson AFB, CO

19 December 2008

Declassified



Declassified

(U) TABLE OF CONTENTS

( U) Table of Contents

(U) Scope 2

(U) Overview 2

(U) Security Classification and Dissemination Guidance 2

(U) Key Finding 4

(U) Operational Environment 4

(U) Threat 4

(U) Exploitable DoD or Infrastructure Sectors 4

(U) Event Overview 5

(U) Operational Environment Assessment 7

(U) Overview 7
(U) Critical Infrastructure 7

(U) Temporary Aviation Flight Restrictions 11

(U) Supporting Security Forces 13

(U) Threat Assessment 15

(U) Appendix A: Other Reading 21

(U) Appendix B: Product Feedback 22

(U) Appendix C: Footnotes and References 23

Declassified



()(q)

(i.)(q)

3dODStn)



f)fq)

-)fq)



(U) KEY FINDING

(b)(1)

(b)(1)

I.

4



(U) EVENT OVERVIEW

Ujl )

(bXi )

(b)(1)

(b)(1) 5



(5){1)

(b)(1) 6



fb)(1)

(U) OPERATIONAL ENVIRONMENT ASSESSMENT

(b)(1) 7



I

(.)(q)



fb)f 1)

I



I

b

1

(b)(1)

fb)(1) 10

I

b



(b)f 1)

(b)(1)

(bXl)

(b)(1)

11



fl)(q)



(i)(q)

()(q)

f.)fq)



(b)(1)

(b)(1) 14



(U) THREAT ASSESSMENT

(b)(1) 15

(b)(1)

(b)(1)

I



fb)(1)

b)(1) -

(b)(1)

16



fb)(1)

fb)(1)

(b)(1)

(b)f1)

fb)(1)

(b)(1)

I
(b)f1) 17

1

(b)(1)

(b)(J)

,ZZZZ



I

(ij(q)

f.)fq)

(j)(q)



C

r.

—
—

C
-

-
C

(C



(j(q)

Iii



(b)(1)

(U) APPENDIX A: OTHER READING

fb)f1) 21



(b)(Y)

(U) APPENDIX B: PRODUCT FEEDBACK

fb)(1)

(b)(1)

(b)(i)

(b)(1)

(b)(1)

(b)(J) 22



(b)(i)

(U) APPENDIXC: FOOTNOTES AND REFERENCES

fb)(1) 23




