
From:
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: 18th Annual Awards Ceremony Photographs
Date: Wednesday, November 4, 2015 8:42:45 AM
Attachments: image001.png

Good Morning,
 
The photographs from the 18th Annual Awards Ceremony is now available on the
“Business side” of the website:     
 
https://www.ignet.gov/pcieecie/cigie/cigieannualawards.htm
 
 
 
Thanks,
 

Management Analyst

1717 H Street, NW Suite 825
Washington, DC 20006

 
 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
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https://www.ignet.gov/pcieecie/cigie/cigieannualawards.htm



The Black Vault
The Black Vault is the largest online Freedom of Information Act (FOIA)
document clearinghouse in the world.  The research efforts here are
responsible for the declassification of hundreds of thousands of pages

released by the U.S. Government & Military.

Discover the Truth at: http://www.theblackvault.com

This document is made available through the declassification efforts 
and research of John Greenewald, Jr., creator of: 

http://www.theblackvault.com


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: 2015 SES Performance Review Boards--Please Review and Update by Tuesday, August 11, 2015
Date: Tuesday, July 28, 2015 6:22:29 AM
Attachments: CIGIE PRB - FY 2014 - Final.docx

2014 SES PRB - Fed Reg.pdf

In preparation for the upcoming SES 2015 performance appraisal cycle, on behalf of Ms.
Fong, we request that the names and titles of the current Senior Executive Service (SES)
membership be updated to reflect the officials who will be available to serve on 2015
Performance Review Boards (PRB). We are aware that several Council members do not have
SES positions and therefore are not expecting a response from those members.

As you may be aware, each agency with SES members is required to establish one or more
SES PRBs and publish the PRB appointments in the Federal Register. The Inspector General
Act of 1978, as amended, authorizes the OIG community to establish PRBs independently of
their respective agencies. 

The PRBs may convene as early as November to provide timely feedback of the initial SES
performance appraisal. To ensure that the updated SES names and phone listings are available
to each OIG, we request that you review the attached 2014 Federal Register notice (also
provided in Word format) and submit any changes in names, titles, or office phone numbers of
your SES staff by Tuesday, August 11, 2015. If you do not have any changes, please send
that information as well. Submit your information to me at @cigie.gov.

If you have questions regarding this request, please contact me via email or at .

Thanks very much.

Mark

*********************** This message has also been sent to the CIGIE liaisons.
***********************
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BILLING CODE:  6820-C9



COUNCIL OF THE INSPECTORS GENERAL ON INTEGRITY AND EFFICIENCY



Senior Executive Service Performance Review Board Membership



AGENCY: Council of the Inspectors General on Integrity and Efficiency



ACTION: Notice.

_______________________________________________

SUMMARY: This notice sets forth the names and titles of the current membership of the Council of the Inspectors

General on Integrity and Efficiency (CIGIE) Performance Review Board as of October 1, 2014.

   

DATES: Effective Date: October 1, 2014.



FOR FURTHER INFORMATION CONTACT:

Individual Offices of Inspectors General at the telephone numbers listed below.



SUPPLEMENTARY INFORMATION:



I. Background



The Inspector General Act of 1978, as amended, created the Offices of Inspectors General as independent and objective units to conduct and supervise audits and investigations relating to Federal programs and operations.  The Inspector General Reform Act of 2008, established the Council of the Inspectors General on Integrity and Efficiency (CIGIE) to address integrity, economy, and effectiveness issues that transcend individual Government agencies; and increase the professionalism and effectiveness of personnel by developing policies, standards, and approaches to aid in the establishment of a well-trained and highly skilled workforce in the Offices of Inspectors General.  The CIGIE is an interagency council whose executive chair is the Deputy Director for Management, Office of Management and Budget, and is comprised principally of the 72 Inspectors General (IGs).



II. CIGIE Performance Review Board



Under 5 U.S.C. 4314(c)(1)–(5), and in accordance with regulations prescribed by the Office of Personnel Management, each agency is required to establish one or more Senior Executive Service (SES) performance review boards. The purpose of these boards is to review and evaluate the initial appraisal of a senior executive’s performance by the supervisor, along with any recommendations to the appointing authority relative to the performance of the senior executive. The current members of the Council of the Inspectors General on Integrity and Efficiency Performance Review Board, as of October 1, 2014, are as follows:



Agency for International Development

Phone Number: (202) 712-1150

CIGIE Liaison—Marcelle Davis (202) 712-1150  

Michael G. Carroll – Acting Inspector General.

Lisa Risley – Assistant Inspector General for Investigations.

Melinda Dempsey – Deputy Assistant Inspector General for Audit.

Lisa McClennon – Deputy Assistant Inspector General for Investigations.

Alvin A. Brown – Deputy Assistant Inspector General for Audit.

Lisa Goldfluss – Legal Counsel to the Inspector General.

Robert Ross – Assistant Inspector General for Management.



Department of Agriculture

Phone Number: (202) 720–8001

CIGIE Liaison—Dina J. Barbour (202) 720–8001

David R. Gray – Deputy Inspector General.

Christy A. Slamowitz – Counsel to the Inspector General.

Gilroy Harden – Assistant Inspector General for Audit.

Rodney G. DeSmet – Deputy Assistant Inspector General for Audit.

Steven H. Rickrode, Jr. – Deputy Assistant Inspector General for Audit.

Karen L. Ellis – Assistant Inspector General for Investigations.

Ann M. Coffey– Deputy Assistant Inspector General for Investigations.

Lane M. Timm– Assistant Inspector General for Management.



Department of Commerce  

Phone Number: (202) 482–4661

CIGIE Liaison—Clark Reid (202) 482-4661

Morgan Kim – Deputy Inspector General and Assistant Inspector General for Investigations.

Andrew Katsaros – Principle Assistant Inspector General for Audit and Evaluation – Acting.

Ann Eilers – Assistant Inspector General for Administration – Acting.



Department of Defense

Phone Number: (703) 604–8324

CIGIE Liaison—David Gross (703) 604–8324

Daniel R. Blair – Deputy Inspector General for Auditing.

James B. Burch – Deputy Inspector General for Investigations.

Carol N. Gorman – Assistant Inspector General for Readiness and Cyber Operations.

Carolyn R. Davis – Assistant Inspector General for Audit Policy and Oversight.

Amy J. Frontz – Principal Assistant Inspector General for Auditing.

Marguerite C. Garrison – Deputy Inspector General for Administrative Investigations.

Lynne M. Halbrooks – Principal Deputy Inspector General.

James R. Ives – Assistant Inspector General for Investigations, Investigative Operations.

Kenneth P. Moorefield – Deputy Inspector General for Special Plans and Operations.

Henry C. Shelley Jr. – General Counsel.

Randolph R. Stone – Deputy Inspector General for Policy and Oversight.

Anthony C. Thomas – Deputy Inspector General for Intelligence and Special Program Assessments.

Ross W. Weiland – Assistant Inspector General for Investigations, Internal Operations.

Jacqueline L. Wicecarver – Assistant Inspector General for Acquisition, Parts, and Inventory.



Department of Education

Phone Number: (202) 245–6900

CIGIE Liaison— Janet Harmon (202) 245-6076

Wanda Scott – Assistant Inspector General for Management Services.

Patrick Howard – Assistant Inspector General for Audit.

Bryon Gordon – Deputy Assistant Inspector General for Audit.

Charles Coe – Assistant Inspector General for Information Technology Audits and Computer Crime Investigations.

Marta Erceg – Counsel to the Inspector General.



Department of Energy

Phone Number: (202) 586–4393

CIGIE Liaison—Juston Fontaine (202) 586–1959

John Hartman – Deputy Inspector General for Investigations. 

Rickey Hass – Deputy Inspector General for Audits and Inspections.

George Collard – Assistant Inspector General for Audits.

Daniel Weeber – Assistant Inspector General for Audits and Administration.

Sandra Bruce – Assistant Inspector General for Inspections.

Michael Milner – Assistant Inspector General for Investigations.

Tara Porter – Assistant Inspector General for Management and Administration.

Virginia Grebasch – Counsel to the Inspector General.






Environmental Protection Agency
Phone Number: (202) 566–0847
CIGIE Liaison—Jennifer Kaplan (202) 566–0918
Charles Sheehan - Deputy Inspector General.
Aracely Nunez-Mattocks – Chief of Staff to the Inspector General.
Patrick Sullivan – Assistant Inspector General for Investigations.
Patricia Hill – Assistant Inspector General for Mission Systems.
Carolyn Copper – Assistant Inspector General for Program Evaluation.

Alan Larsen – Counsel to the Inspector General and Assistant Inspector General for Congressional and Public Affairs.



Federal Maritime Commission

Phone Number: (202) 523-5863

CIGIE Liaison—Jon Hatfield  (202) 523-5863

Jon Hatfield  – Inspector General.



General Services Administration 

Phone Number: (202) 501–0450 

CIGIE Liaison—Sarah S. Breen (202) 219-1351 

Robert C. Erickson – Deputy Inspector General. 

Richard P. Levi – Counsel to the Inspector General. 

Theodore R. Stehney – Assistant Inspector General for Auditing. 

Nick Goco, Deputy Assistant Inspector General for Real Property Audits.

James P. Hayes, Deputy Assistant Inspector General for Acquisition Programs Audits.

Geoffrey Cherrington – Assistant Inspector General for Investigations. 

Lee Quintyne –Deputy Assistant Inspector General for Investigations 

Stephanie E. Burgoyne – Assistant Inspector General for Administration.

Larry L. Gregg - Associate Inspector General.



Department of Health and Human Services               

Phone Number: (202) 619–3148                    

CIGIE Liaison—Elise Stein (202) 619–2686

Joanne Chiedi – Principal Deputy Inspector General.

Paul Johnson – Deputy Inspector General for Management and Policy.

Robert Owens, Jr. – Assistant Inspector General for Information Technology (Chief Information Officer). 

Gary Cantrell – Deputy Inspector General for Investigations.

Tyler Smith – Assistant Inspector General for Investigations.

Les Hollie – Assistant Inspector General for Investigations.

Suzanne Murrin – Deputy Inspector General for Evaluation and Inspections.

Greg Demske – Chief Counsel to the Inspector General.

Robert DeConti – Assistant Inspector General for Legal Affairs.

Gloria Jarmon – Deputy Inspector General for Audit Services.

Kay Daly – Assistant Inspector General for Audit Services.

Brian Ritchie – Assistant Inspector General for Audit Services.

Thomas Salmon – Assistant Inspector General for Audit Services.



Department of Homeland Security

Phone Number: (202) 254–4100

CIGIE Liaison—Erica Paulson (202) 254–0938

John Roth – Inspector General.

Russell Barbee – Assistant Inspector General for Management.

John Dupuy – Assistant Inspector General for Investigations.

D. Michael Beard – Assistant Inspector General for Integrity and Quality Oversight.

John Kelly – Assistant Inspector General for Emergency Management Oversight.

Anne L. Richards – Assistant Inspector General for Audits.

Wayne H. Salzgaber – Assistant Inspector General for Inspections.

Mark Bell – Deputy Assistant Inspector General for Audits.

John E. McCoy II – Deputy Assistant Inspector General for Audits.

Louise M. McGlathery – Deputy Assistant Inspector General for Management.
James P. Gaughran – Deputy Assistant Inspector General for Emergency Management Oversight.



Department of Housing and Urban Development

Phone Number:  (202) 708-0430

CIGIE Liaison—Holley Miller (202) 402-2741

Joe Clarke –Assistant Inspector General for Investigations.  

Lester Davis – Deputy Assistant Inspector General for Investigations.

Randy McGinnis – Assistant Inspector General for Audit.

Frank Rokosz – Deputy Assistant Inspector General for Audit.

John Buck – Deputy Assistant Inspector General for Audit.

Eddie Saffarinia – Assistant Inspector General for Management and Technology.



Department of the Interior

Phone Number: (202) 208–5745

CIGIE Liaison—Joann Gauzza (202) 208-5745

Department of the Interior

Phone Number: (202) 208–5745

CIGIE Liaison—Joann Gauzza (202) 208-5745

Mary L. Kendall – Deputy Inspector General.

Stephen Hardgrove – Chief of Staff.

Bernie Mazer – Senior Advisor.

Dave Brown – Associate Inspector General for Communication.

Kimberly Elmore – Assistant Inspector General for Audits, Inspections and Evaluations.

Robert Knox – Assistant Inspector General for Investigations.

Bruce Delaplaine – General Counsel.

Roderick Anderson – Assistant Inspector General for Management.



Department of Justice

Phone Number: (202) 514–3435

CIGIE Liaison—Jay Lerner (202) 514-3435

Cynthia Schnedar – Deputy Inspector General.

William M. Blier – General Counsel.

Raymond J. Beaudet – Assistant Inspector General for Audit.

Carol F. Ochoa – Assistant Inspector General for Oversight and Review.

Gregory T. Peters – Assistant Inspector General for Management and Planning.

George L. Dorsett – Assistant Inspector General for Investigations.

Nina Pelletier – Assistant Inspector General for Evaluation and Inspections

Eric Johnson – Deputy Assistant Inspector General for Investigations.



Department of Labor

Phone Number: (202) 693–5100

CIGIE Liaison— Luiz Santos (202) 693-7062

Howard Shapiro – Counsel to the Inspector General.

Elliot P. Lewis – Assistant Inspector General for Audit.

Debra D. Pettitt -- Deputy Assistant Inspector General for Audit.

Lester Fernandez - Assistant Inspector General for Labor Racketeering and Fraud Investigations.

Richard S. Clark II – Deputy Assistant Inspector General for Labor Racketeering and Fraud Investigations.



National Aeronautics and Space Administration

Phone Number: (202) 358–1220

CIGIE Liaison—Renee Juhans (202) 358–1712

Gail Robinson – Deputy Inspector General.

Frank LaRocca – Counsel to the Inspector General.

Kevin Winters – Assistant Inspector General for Investigations.

James Morrison – Assistant Inspector General for Audits.

Hugh Hurwitz – Assistant Inspector General for Management and Planning.



National Endowment for the Arts

Phone Number: (202) 682-5774

CIGIE Liaison— Tonie Jones (202) 682-5402

Tonie Jones – Inspector General.



National Science Foundation

Phone Number: (703) 292–7100

CIGIE Liaison—Susan Carnohan (703) 292–5011 and Maury Pully (703) 292-5059

Brett M. Baker – Assistant Inspector General for Audit.

Alan Boehm – Assistant Inspector General for Investigations.

Kenneth Chason – Counsel to the Inspector General.



Nuclear Regulatory Commission

Phone Number: (301) 415–5930

CIGIE Liaison—Deborah S. Huber (301) 415–5930

David C. Lee – Deputy Inspector General.

Stephen D. Dingbaum  – Assistant Inspector General for Audits.

Joseph A. McMillan – Assistant Inspector General for Investigations.



Office of Personnel Management

Phone Number: (202) 606–1200

CIGIE Liaison—Joyce D. Price (202) 606–2156

Norbert E. Vint – Deputy Inspector General.

Terri Fazio – Assistant Inspector General for Management.

Michael R. Esser – Assistant Inspector General for Audits.

Michelle B. Schmitz – Assistant Inspector General for Investigations.

Kimberly A. Howell – Deputy Assistant Inspector General for Investigations.

Melissa D. Brown – Deputy Assistant Inspector General for Audits. 

Lewis F. Parker – Deputy Assistant Inspector General for Audits.

Jeffrey E. Cole –	Senior Advisor to the Assistant Inspector General for Audits. 



Peace Corps

Phone Number: (202) 692–2900

CIGIE Liaison— Joaquin Ferrao (202) 692–2921

Kathy Buller – Inspector General (Foreign Service).



United States Postal Service

Phone Number: (703) 248–2100

CIGIE Liaison—Agapi Doulaveris (703) 248–2286

Elizabeth Martin – General Counsel.

Gladis Griffith – Deputy General Counsel.

Mark Duda – Assistant Inspector General for Audits. 

Larry Koskinen – Chief Technology Officer.

Thomas Frost - Deputy Assistant Inspector General for Investigations.



Railroad Retirement Board

Phone Number: (312) 751–4690

CIGIE Liaison—Jill Roellig (312) 751-4993

Patricia A. Marshall – Counsel to the Inspector General.

Louis Rossignuolo – Assistant Inspector General for Investigations.






Small Business Administration

Phone Number: (202) 205–6586

CIGIE Liaison—Robert F. Fisher (202) 205–6583 and Sheldon R. Shoemaker (202) 205-0080

Robert A. Westbrooks – Deputy Inspector General

Glenn P. Harris – Counsel to the Inspector General.

Daniel J. O’Rourke – Assistant Inspector General for Investigations.

Robert F. Fisher – Assistant Inspector General for Management and Policy.



Social Security Administration

Phone Number: (410) 966–8385

CIGIE Liaison—Kristin Klima (202) 358-6319

Rona Lawson – Deputy Assistant Inspector General for Audit.

B. Chad Bungard – Counsel to the Inspector General.

Michael Robinson – Assistant Inspector General for Investigations.

Kelly Bloyer – Assistant Inspector General for Technology and Resource Management.



Special Inspector General for Troubled Asset Relief Program

Phone Number: (202) 622-1419

CIGIE Liaison—(202) 622-2658

Peggy Ellen – Deputy Special Inspector General.

Scott Rebein – Deputy Special Inspector General, Investigations.

Roderick Fillinger– General Counsel.

Cathy Alix   – Deputy Special Inspector General, Operations.

Bruce Gimbel – Deputy Special Inspector General, Audit and Evaluations.






Department of State and the Broadcasting Board of Governors

Phone Number: (703) 284-2619

CIGIE Liaison—Cynthia Saboe (202) 663–0378

Emilia DiSanto – Deputy Inspector General.

Erich O. Hart – General Counsel.

Norman P. Brown – Assistant Inspector General for Audits.

Karen J. Ouzts - Assistant Inspector General for Management.

Robert B. Peterson – Assistant Inspector General for Inspections.



Department of Transportation

Phone Number: (202) 366–1959

CIGIE Liaison—Nathan P. Richmond: (202) 493–0422

Calvin L. Scovel III – Inspector General.

Ann M. Calvaresi Barr – Deputy Inspector General.

Brian A. Dettelbach – Assistant Inspector General for Legal, Legislative, and External Affairs.

Timothy M. Barry – Principal Assistant Inspector General for Investigations.

William Owens – Deputy Assistant Inspector General for Investigations.

Lou E. Dixon – Principal Assistant Inspector General for Auditing and Evaluation.

Joseph W. Comé – Deputy Principal Assistant Inspector General for Auditing and Evaluation.

Matthew E. Hampton – Assistant Inspector for Aviation Audits.

Louis King – Assistant Inspector General for Information Technology and Financial Management Audits.

Mitchell L. Behm – Assistant Inspector General for Surface Transportation Audits.

Thomas Yatsco – Assistant Inspector General for Surface Transportation Audits.

Mary Kay Langan-Feirson – Assistant Inspector General for Acquisition and Procurement Audits.






Department of the Treasury

Phone Number: (202) 622–1090

CIGIE Liaison—Susan G. Marshall (202) 927-9842

Richard K. Delmar – Counsel to the Inspector General.

Tricia L. Hollis – Assistant Inspector General for Management.

Marla A. Freedman – Assistant Inspector General for Audit.

Robert A. Taylor – Deputy Assistant Inspector General for Audit (Program Audits).

John L. Phillips- Assistant Inspector General for Investigations.

Donna F. Joseph- Assistant Inspector General for Financial Management, Information Technology, and Financial Assistance Audit.



Treasury Inspector General for Tax Administration/Department of the Treasury

Phone Number: (202) 622–6500

CIGIE Liaison— Michael Raschiatore (202) 927-0172

Michael A Phillips – Acting Principal Deputy Inspector General. 

Timothy Camus – Deputy Inspector General for Investigations.

David Holmgren – Deputy Inspector General for Inspections and Evaluations.

Michael McKenney – Deputy Inspector General for Audit.

Michael Delgado – Assistant Inspector General for Investigations.

Greg Kutz - Assistant Inspector General for Audit (Management Services & Exempt Organizations).

James Jackson – Deputy Assistant Inspector General for Investigations.

Randy Silvis – Deputy Assistant Inspector General for Investigations.

Gladys Hernandez – Chief Counsel.

George Jakabcin – Chief Information Officer.






[bookmark: _GoBack]Department of Veterans Affairs

Phone Number: (202) 461-4720

CIGIE Liaison—Joanne Moffett (202) 461-4720

Maureen T. Regan – Counselor to the Inspector General.

James O’Neill – Assistant Inspector General for Investigations.

Quentin G. Aucoin, Deputy Assistant Inspector General for Investigations (Field Operations).

Linda A. Halliday – Assistant Inspector General for Audits and Evaluations.

Sondra F. McCauley – Deputy Assistant Inspector General for Audits and Evaluations (HQs Management and Inspections).

Gary K. Abe - Deputy Assistant Inspector General for Audits and Evaluations (Field Operations).

Dana Moore – Assistant Inspector General for Management and Administration.

Jason R. Woodward – Deputy Assistant Inspector General for Management and Administration.

John D. Daigh – Assistant Inspector General for Healthcare Inspections.





______________________________________		_____________________________

Mark D. Jones					Date

Executive Director
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or other forms of information 
technology. Comments submitted in 
response to this notice will be 
summarized and/or included in the 
request for Office of Management and 
Budget approval. All comments will 
become a matter of public record. 


Dated: August 19, 2014. 
Ashwin Vasan, 
Chief Information Officer, Bureau of 
Consumer Financial Protection. 
[FR Doc. 2014–21112 Filed 9–3–14; 8:45 am] 


BILLING CODE 4810–AM–P 


COUNCIL OF THE INSPECTORS 
GENERAL ON INTEGRITY AND 
EFFICIENCY 


Senior Executive Service Performance 
Review Board Membership 


AGENCY: Council of the Inspectors 
General on Integrity and Efficiency. 
ACTION: Notice. 


SUMMARY: This notice sets forth the 
names and titles of the current 
membership of the Council of the 
Inspectors General on Integrity and 
Efficiency (CIGIE) Performance Review 
Board as of October 1, 2014. 
DATES: Effective Date: October 1, 2014. 
FOR FURTHER INFORMATION CONTACT: 
Individual Offices of Inspectors General 
at the telephone numbers listed below. 
SUPPLEMENTARY INFORMATION: 


I. Background 


The Inspector General Act of 1978, as 
amended, created the Offices of 
Inspectors General as independent and 
objective units to conduct and supervise 
audits and investigations relating to 
Federal programs and operations. The 
Inspector General Reform Act of 2008, 
established the Council of the Inspectors 
General on Integrity and Efficiency 
(CIGIE) to address integrity, economy, 
and effectiveness issues that transcend 
individual Government agencies; and 
increase the professionalism and 
effectiveness of personnel by developing 
policies, standards, and approaches to 
aid in the establishment of a well- 
trained and highly skilled workforce in 
the Offices of inspectors General. The 
CIGIE is an interagency council whose 
executive chair is the Deputy Director 
for Management, Office of Management 
and Budget, and is comprised 
principally of the 72 Inspectors General 
(IGs). 


II. CIGIE Performance Review Board 


Under 5 U.S. C. 4314(c)(l)–(5), and in 
accordance with regulations prescribed 
by the Office of Personnel Management, 


each agency is required to establish one 
or more Senior Executive Service (SES) 
performance review boards. The 
purpose of these boards is to review and 
evaluate the initial appraisal of a senior 
executive’s performance by the 
supervisor, along with any 
recommendations to the appointing 
authority relative to the performance of 
the senior executive. The current 
members of the Council of the 
Inspectors General on Integrity and 
Efficiency Performance Review Board, 
as of October I, 2014, are as follows: 


Agency for International Development 


Phone Number: (202) 712–1150 
CIGIE Liaison—Marcelle Davis (202) 


712–1150 
Michael G. Carroll—Acting Inspector 


General. 
Lisa Risley—Assistant Inspector 


General for Investigations. 
Melinda Dempsey—Deputy Assistant 


Inspector General for Audit. 
Lisa McClennon—Deputy Assistant 


Inspector General for Investigations. 
Alvin A. Brown—Deputy Assistant 


Inspector General for Audit. 
Lisa Goldfluss—Legal Counsel to the 


Inspector General. 
Robert Ross—Assistant Inspector 


General for Management. 


Department of Agriculture 


Phone Number: (202) 720–8001 
CIGIE Liaison—Dina J. Barbour (202) 


720–8001 
David R. Gray—Deputy Inspector 


General. 
Christy A. Slamowitz—Counsel to the 


Inspector General. 
Gilroy Harden—Assistant Inspector 


General for Audit. 
Rodney G. DeSmet—Deputy Assistant 


Inspector General for Audit. 
Steven H. Rickrode, Jr.—Deputy 


Assistant Inspector General for Audit. 
Karen L. Ellis—Assistant Inspector 


General for Investigations. 
Ann M. Coffey—Deputy Assistant 


Inspector General for Investigations. 
Lane M. Timm—Assistant Inspector 


General for Management. 


Department of Commerce 


Phone Number: (202) 482–4661 
CIGIE Liaison—Clark Reid (202) 482– 


4661 
Morgan Kim—Deputy Inspector 


General and Assistant Inspector General 
for Investigations. 


Andrew Katsaros—Principle Assistant 
Inspector General for Audit and 
Evaluation—Acting. 


Ann Eilers—Assistant Inspector 
General for Administration—Acting. 


Department of Defense 


Phone Number: (703) 604–8324 


CIGIE Liaison—David Gross (703) 
604–8324 


Daniel R. Blair—Deputy Inspector 
General for Auditing. 


James B. Burch—Deputy Inspector 
General for Investigations. 


Carol N. Gorman—Assistant Inspector 
General for Readiness and Cyber 
Operations. 


Carolyn R. Davis—Assistant Inspector 
General for Audit Policy and Oversight. 


Amy J. Frontz—Principal Assistant 
Inspector General for Auditing. 


Marguerite C. Garrison—Deputy 
Inspector General for Administrative 
Investigations. 


Lynne M. Halbrooks—Principal 
Deputy Inspector General. 


James R. Ives—Assistant Inspector 
General for Investigations, Investigative 
Operations. 


Kenneth P. Moorefield—Deputy 
Inspector General for Special Plans and 
Operations. 


Henry C. Shelley Jr.—General 
Counsel. 


Randolph R. Stone—Deputy Inspector 
General for Policy and Oversight. 


Anthony C. Thomas—Deputy 
Inspector General for Intelligence and 
Special Program Assessments. 


Ross W. Weiland—Assistant Inspector 
General for Investigations, Internal 
Operations. 


Jacqueline L. Wicecarver—Assistant 
Inspector General for Acquisition, Parts, 
and Inventory. 


Department of Education 


Phone Number: (202)245–6900 
CIGIE Liaison—Janet Harmon (202) 


245–6076 
Wanda Scott—Assistant Inspector 


General for Management Services. 
Patrick Howard—Assistant Inspector 


General for Audit. 
Bryon Gordon—Deputy Assistant 


Inspector General for Audit. 
Charles Coe—Assistant Inspector 


General for Information Technology 
Audits and Computer Crime 
Investigations. 


Marta Erceg—Counsel to the Inspector 
General. 


Department of Energy 


Phone Number: (202) 586–4393 
CIGIE Liaison—Juston Fontaine (202) 


586–1959 
John Hartman—Deputy Inspector 


General for Investigations. 
Rickey Hass—Deputy Inspector 


General for Audits and Inspections. 
George Collard—Assistant Inspector 


General for Audits. 
Daniel Weeber—Assistant Inspector 


General for Audits and Administration. 
Sandra Bruce—Assistant Inspector 


General for Inspections. 
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Michael Milner—Assistant Inspector 
General for Investigations. 


Tara Porter—Assistant Inspector 
General for Management and 
Administration. 


Virginia Grebasch—Counsel to the 
Inspector General. 


Environmental Protection Agency 


Phone Number: (202) 566–0847 
CIGIE Liaison—Jennifer Kaplan (202) 


566–0918 
Charles Sheehan—Deputy Inspector 


General. 
Aracely Nunez-Mattocks—Chief of 


Staff to the Inspector General. 
Patrick Sullivan—Assistant Inspector 


General for Investigations. 
Patricia Hill—Assistant Inspector 


General for Mission Systems. 
Carolyn Copper—Assistant Inspector 


General for Program Evaluation. 
Alan Larsen—Counsel to the 


Inspector General and Assistant 
Inspector General for Congressional and 
Public Affairs. 


Federal Maritime Commission 


Phone Number: (202) 523–5863 
CIGIE Liaison—Jon Hatfield (202) 


523–5863 
Jon Hatfield—Inspector General. 


General Services Administration 


Phone Number: (202) 501–0450 
CIGIE Liaison—Sarah S. Breen (202) 


219–1351 
Robert C. Erickson—Deputy Inspector 


General. 
Richard P. Levi—Counsel to the 


Inspector General. 
Theodore R. Stehney—Assistant 


Inspector General for Auditing. 
Nick Goco, Deputy Assistant 


Inspector General for Real Property 
Audits. 


James P. Hayes, Deputy Assistant 
Inspector General for Acquisition 
Programs Audits. 


Geoffrey Cherrington—Assistant 
Inspector General for Investigations. 


Lee Quintyne—Deputy Assistant 
Inspector General for Investigations. 


Stephanie E. Burgoyne—Assistant 
Inspector General for Administration. 


Larry L. Gregg—Associate Inspector 
General. 


Department of Health and Human 
Services 


Phone Number: (202) 619–3148 
CIGIE Liaison—Elise Stein (202) 619– 


2686 
Joanne Chiedi—Principal Deputy 


Inspector General. 
Paul Johnson Deputy Inspector 


General for Management and Policy. 
Robert Owens, Jr.—Assistant 


Inspector General for Information 
Technology (Chief Information Officer). 


Gary Cantrell—Deputy Inspector 
General for Investigations. 


Tyler Smith—Assistant Inspector 
General for Investigations. 


Les Mollie—Assistant Inspector 
General for Investigations. 


Suzanne Martin—Deputy Inspector 
General for Evaluation and Inspections. 


Greg Demske—Chief Counsel to the 
Inspector General. 


Robert DeConti—Assistant Inspector 
General for Legal Affairs. 


Gloria Jarmon—Deputy Inspector 
General for Audit Services. 


Kay Daly—Assistant Inspector 
General for Audit Services. 


Brian Ritchie—Assistant Inspector 
General for Audit Services. 


Thomas Salmon—Assistant Inspector 
General for Audit Services. 


Department of Homeland Security 


Phone Number: (202) 254–4100 
CIGIE Liaison—Erica Paulson (202) 


254–0938 
John Roth—Inspector General. 
Russell Barbee—Assistant Inspector 


General for Management. 
John Dupuy—Assistant Inspector 


General for Investigations. 
D. Michael Beard—Assistant 


Inspector General for Integrity and 
Quality Oversight. 


John Kelly—Assistant Inspector 
General for Emergency Management 
Oversight. 


Anne L. Richards—Assistant 
Inspector General for Audits. 


Wayne II. Salzgaber—Assistant 
Inspector General for Inspections. 


Mark Bell—Deputy Assistant 
Inspector General for Audits. 


John E. McCoy II—Deputy Assistant 
Inspector General for Audits. 


Louise M. McGlathery—Deputy 
Assistant Inspector General for 
Management. 


James P. Gaughran—Deputy Assistant 
Inspector General for Emergency 
Management Oversight. 


Department of Housing and Urban 
Development 


Phone Number: (202) 708–0430 
CIGIE Liaison—Holley Miller (202) 


402–2741 
Joe Clarke—Assistant Inspector 


General for Investigations. 
Lester Davis—Deputy Assistant 


Inspector General for Investigations. 
Randy McGinnis—Assistant Inspector 


General for Audit. 
Frank Rokosz—Deputy Assistant 


Inspector General for Audit. 
John Buck—Deputy Assistant 


Inspector General for Audit. 
Eddie Saffarinia—Assistant Inspector 


General for Management and 
Technology. 


Department of the Interior 


Phone Number: (202) 208–5745 
CIGIE Liaison—Joann Gauzza (202) 


208–5745 
Mary L. Kendall—Deputy Inspector 


General. 
Stephen Hardgrove—Chief of Staff. 
Bernie Mazer—Senior Advisor. 
Dave Brown—Associate Inspector 


General for Communication. 
Kimberly Elmore Assistant Inspector 


General for Audits, Inspections and 
Evaluations. 


Robert Knox—Assistant Inspector 
General for Investigations. 


Bruce Delaplaine—General Counsel. 
Roderick Anderson—Assistant 


Inspector General for Management. 


Department of Justice 


Phone Number: (202) 514–3435 
CICIE Liaison—Jay Lerner (202) 514– 


3435 
Cynthia Schnedar—Deputy Inspector 


General. 
William M. Blier—General Counsel. 
Raymond J. Beaudet—Assistant 


Inspector General for Audit. 
Carol F. Ochoa—Assistant Inspector 


General for Oversight and Review. 
Gregory T. Peters—Assistant Inspector 


General for Management and Planning. 
George L. Dorsett—Assistant Inspector 


General for Investigations. 
Nina Pelletier—Assistant Inspector 


General for Evaluation and Inspections. 
Eric Johnson—Deputy Assistant 


Inspector General for Investigations. 


Department of Labor 


Phone Number: (202) 693–5100 
CIGIE Liaison—Luiz Santos (202) 


693–7062 
Howard Shapiro—Counsel to the 


Inspector General. 
Elliot P. Lewis—Assistant Inspector 


General for Audit. 
Debra D. Pettitt—Deputy Assistant 


Inspector General for Audit. 
Lester Fernandez—Assistant Inspector 


General for Labor Racketeering and 
Fraud Investigations. 


Richard S. Clark II—Deputy Assistant 
Inspector General for Labor 
Racketeering and Fraud Investigations. 


National Aeronautics and Space 
Administration 


Phone Number: (202) 358–1220 
CIGIE Liaison—Renee Juhans (202) 


358–1712 
Gail Robinson—Deputy Inspector 


General. 
Frank LaRocca—Counsel to the 


Inspector General. 
Kevin Winters—Assistant Inspector 


General for Investigations. 
James Morrison—Assistant Inspector 


General for Audits. 
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Hugh Hurwitz—Assistant Inspector 
General for Management and Planning. 


National Endowment for the Arts 


Phone Number: (202) 682–5774 
CIGIE Liaison—Tonie Jones (202) 


682–5402 
Tonie Jones—Inspector General. 


National Science Foundation 


Phone Number: (703) 292–7100 
CIGIE Liaison—Susan Carnohan (703) 


292–5011 and Maury Pully (703) 292– 
5059 


Brett M. Baker—Assistant Inspector 
General for Audit. 


Alan Boehm—Assistant Inspector 
General for Investigations. 


Kenneth Chason—Counsel to the 
Inspector General. 


Nuclear Regulatory Commission 


Phone Number: (301) 415–5930 
CIGIE Liaison—Deborah S. Huber 


(301) 415–5930 
David C. Lee—Deputy Inspector 


General. 
Stephen D. Dingbaum—Assistant 


Inspector General for Audits. 
Joseph A. McMillan—Assistant 


Inspector General for Investigations. 


Office of Personnel Management 


Phone Number: (202) 606–1200 
CIGIE Liaison—Joyce D. Price (202) 


606–2156 
Norbert E. Vint—Deputy Inspector 


General. 
Terri Fazio—Assistant Inspector 


General for Management. 
Michael R. Esser—Assistant Inspector 


General for Audits. 
Michelle B. Schmitz—Assistant 


Inspector General for Investigations. 
Kimberly A. Howell—Deputy 


Assistant Inspector General for 
Investigations. 


Melissa D. Brown—Deputy Assistant 
Inspector General for Audits. 


Lewis F. Parker—Deputy Assistant 
Inspector General for Audits. 


Jeffrey E. Cole—Senior Advisor to the 
Assistant Inspector General for Audits. 


Peace Corps 


Phone Number: (202) 692–2900 
CIGIE Liaison—Joaquin Ferrao (202) 


692–2921 
Kathy Buller—Inspector General 


(Foreign Service). 


United States Postal Service 


Phone Number: (703) 248–2100 
CIG1E Liaison—Agapi Doulaveris 


(703) 248–2286 
Elizabeth Martin—General Counsel. 
Gladis Griffith—Deputy General 


Counsel. 
Mark Duda—Assistant Inspector 


General for Audits. 


Larry Koskinen—Chief Technology 
Officer. 


Thomas Frost—Deputy Assistant 
Inspector General for Investigations. 


Railroad Retirement Board 


Phone Number: (312) 751–4690 
CIGIE Liaison—Jill Roellig (312) 751– 


4993 
Patricia A. Marshall—Counsel to the 


Inspector General. 
Louis Rossignuolo—Assistant 


Inspector General for Investigations. 


Small Business Administration 


Phone Number: (202) 205–6586 
CIGIE Liaison—Robert F. Fisher (202) 


205–6583 and Sheldon R. Shoemaker 
(202) 205–0080 


Robert A. Westbrooks—Deputy 
Inspector General. 


Glenn P. Harris—Counsel to the 
Inspector General. 


Daniel J. O’Rourke—Assistant 
Inspector General for Investigations. 


Robert F. Fisher—Assistant Inspector 
General for Management and Policy. 


Social Security Administration 


Phone Number: (410) 966–4385 
CIGIE Liaison—Kristin Klima (202) 


358–6319 
Rona Lawson—Deputy Assistant 


Inspector General for Audit. 
B. Chad Bungard—Counsel to the 


Inspector General. 
Michael Robinson—Assistant 


Inspector General for Investigations. 
Kelly Bloyer—Assistant Inspector 


General for Technology and Resource 
Management. 


Special Inspector General for Troubled 
Asset Relief Program 


Phone Number: (202) 622–1419 
CIGIE Liaison—(202) 622–2658 
Peggy Ellen—Deputy Special 


Inspector General. 
Scott Rebein—Deputy Special 


Inspector General, Investigations. 
Roderick Fillinger—General Counsel. 
Cathy Alix—Deputy Special Inspector 


General, Operations. 
Bruce Gimbel—Deputy Special 


Inspector General, Audit and 
Evaluations. 


Department of State and the 
Broadcasting Board of Governors 


Phone Number: (703) 284–2619 
CIGIE Liaison—Cynthia Saboe (202) 


663–0378 
Emilia DiSanto—Deputy Inspector 


General. 
Erich O. Hart—General Counsel. 
Norman P. Brown—Assistant 


Inspector General for Audits. 
Karen J. Ouzts—Assistant Inspector 


General for Management. 


Robert B. Peterson—Assistant 
Inspector General for Inspections. 


Department of Transportation 


Phone Number: (202) 366–1959 
CIGIE Liaison—Nathan P. Richmond: 


(202) 493–0422 
Calvin L. Scovel III—Inspector 


General. 
Ann M. Calvaresi Barr—Deputy 


Inspector General. 
Brian A. Dettelbach—Assistant 


Inspector General for Legal, Legislative, 
and External Affairs. 


Timothy M. Barry—Principal 
Assistant Inspector General for 
Investigations. 


William Owens—Deputy Assistant 
Inspector General for Investigations. 


Lou E. Dixon—Principal Assistant 
Inspector General for Auditing and 
Evaluation. 


Joseph W. Comé—Deputy Principal 
Assistant Inspector General for Auditing 
and Evaluation. 


Matthew E. Hampton—Assistant 
Inspector for Aviation Audits. 


Louis King—Assistant Inspector 
General for Information Technology and 
Financial Management Audits. 


Mitchell L. Behm—Assistant 
Inspector General for Surface 
Transportation Audits. 


Thomas Yatsco—Assistant Inspector 
General for Surface Transportation 
Audits. 


Mary Kay Langan-Feirson—Assistant 
Inspector General for Acquisition and 
Procurement Audits. 


Department of the Treasury 


Phone Number: (202) 622–1090 
CIGIE Liaison—Susan G. Marshall 


(202) 927–9842 
Richard K. Delmar—Counsel to the 


Inspector General. 
Tricia L. Hollis—Assistant Inspector 


General for Management. 
Marla A. Freedman—Assistant 


Inspector General for Audit. 
Robert A. Taylor—Deputy Assistant 


Inspector General for Audit (Program 
Audits). 


John L. Phillips—Assistant Inspector 
General for Investigations. 


Donna F. Joseph—Assistant Inspector 
General for Financial Management, 
Information Technology, and Financial 
Assistance Audit. 


Treasury Inspector General for Tax 
Administration/Department of the 
Treasury 


Phone Number: (202) 622–6500 
CIGIE Liaison—Michael Raschiatore 


(202) 927–0172 
Michael A Phillips—Acting Principal 


Deputy Inspector General. 
Timothy Camus—Deputy Inspector 


General for Investigations. 
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David Holmgren—Deputy Inspector 
General for Inspections and Evaluations. 


Michael McKenney—Deputy 
Inspector General for Audit. 


Michael Delgado—Assistant Inspector 
General for Investigations. 


Greg Kutz—Assistant Inspector 
General for Audit (Management Services 
& Exempt Organizations). 


James Jackson—Deputy Assistant 
Inspector General for Investigations. 


Randy Silvis—Deputy Assistant 
Inspector General for Investigations. 


Gladys Hernandez—Chief Counsel. 
George Jakabcin—Chief Information 


Officer. 


Department of Veterans Affairs 


Phone Number: (202) 461–4720 
CIGIE Liaison—Joanne Moffett (202) 


461–4720 
Maureen T. Regan—Counselor to the 


Inspector General. 
James O’Neill—Assistant Inspector 


General for Investigations. 
Quentin G. Aucoin—Deputy Assistant 


Inspector General for Investigations 
(Field Operations). 


Linda A. Halliday—Assistant 
Inspector General for Audits and 
Evaluations. 


Sondra F. McCauley—Deputy 
Assistant Inspector General for Audits 
and Evaluations (FIQs Management and 
Inspections). 


Gary K. Abe—Deputy Assistant 
Inspector General for Audits and 
Evaluations (Field Operations). 


Dana Moore—Assistant Inspector 
General for Management and 
Administration. 


Jason R. Woodward—Deputy 
Assistant Inspector General for 
Management and Administration. 


John D. Daigh—Assistant Inspector 
General for Healthcare Inspections. 


Dated: August 22, 2014. 
Mark D. Jones, 
Executive Director. 
[FR Doc. 2014–20597 Filed 9–3–14; 8:45 am] 


BILLING CODE P 


DEPARTMENT OF DEFENSE 


Office of the Secretary 


Judicial Proceedings Since Fiscal Year 
2012 Amendments Panel (Judicial 
Proceedings Panel); Notice of Federal 
Advisory Committee Meeting 


AGENCY: Department of Defense. 
ACTION: Notice of meeting. 


SUMMARY: The Department of Defense is 
publishing this notice to announce the 
following Federal Advisory Committee 
meeting of the Judicial Proceedings 


since Fiscal Year 2012 Amendments 
Panel (‘‘the Judicial Proceedings Panel’’ 
or ‘‘the Panel’’). The meeting is open to 
the public. 
DATES: A meeting of the Judicial 
Proceedings Panel will be held on 
Friday, September 19, 2014. The Public 
Session will begin at 8:45 a.m. and end 
at 5:00 p.m. 
ADDRESSES: The Holiday Inn, Glebe and 
Fairfax Ballrooms, 4610 N. Fairfax 
Drive, Arlington, Virginia 22203. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Julie Carson, Judicial Proceedings Panel, 
One Liberty Center, 875 N. Randolph 
Street, Suite 150, Arlington, VA 22203. 
Email: julie.k.carson.civ@mail.mil. 
Phone: (703) 693–3849. Web site: 
http://jpp.whs.mil. 
SUPPLEMENTARY INFORMATION: This 
public meeting is being held under the 
provisions of the Federal Advisory 
Committee Act of 1972 (5 U.S.C., 
Appendix, as amended), the 
Government in the Sunshine Act of 
1976 (5 U.S.C. 552b, as amended), and 
41 CFR 102–3.150. 


Purpose of the Meeting: At this 
meeting, the Judicial Proceedings Panel 
will deliberate on the National Defense 
Authorization Act for Fiscal Year 2013 
(Pub. L. 112–239), Section 576(a)(2) 
requirement to conduct an independent 
review and assessment of judicial 
proceedings conducted under the 
Uniform Code of Military Justice 
involving adult sexual assault and 
related offenses since the amendments 
made to the Uniform Code of Military 
Justice by section 541 of the National 
Defense Authorization Act for Fiscal 
Year 2012 (Pub. L. 112–81; 125 Stat. 
1404), for the purpose of developing 
recommendations for improvements to 
such proceedings. The Panel is 
interested in written and oral comments 
from the public, including non- 
governmental organizations, relevant to 
this tasking. 


Agenda: 
• 8:30 a.m.–8:45 a.m. Administrative 


Session (41 CFR § 160(b), closed to 
the public) 


• 8:45 a.m.–10:00 a.m. Assessing 
Article 120 of the UCMJ—Speakers: 
Military and Civilian experts 


• 10:00 a.m.–12:00 p.m. Prosecution 
and Defense of Article 120 Offenses— 
Speakers: Military Special Victim 
Prosecutors, Military Trial Counsel, 
and Military Senior Defense Counsel 


• 12:00 p.m.–12:30 p.m. Lunch 
• 12:30 p.m.–1:30 p.m. Congressional 


and Victim Input Regarding Potential 
Changes to Article 120 of the UCMJ— 
Speakers: Member(s) of Congress and 
victim(s) 


• 1:30 p.m.–3:30 p.m. Prosecuting 
Abuse of Power Offenses under the 
UCMJ—Speakers: Staff Judge 
Advocates and/or Chiefs of Military 
Justice and other military personnel 
from Training Installations 


• 3:30 p.m.–4:45 p.m. Service 
Perspectives on Prosecution of Article 
120 Offenses—Speakers: Military 
Service Chiefs of Criminal Law 


• 4:45 p.m.–5:00 p.m. Public 
Comment 


Availability of Materials for the 
Meeting: A copy of the agenda or any 
updates to the agenda for the September 
19, 2014 meeting, as well as other 
materials presented in the meeting, may 
be obtained at the meeting or from the 
Panel’s Web site at http://jpp.whs.mil. 


Public’s Accessibility to the Meeting: 
Pursuant to 5 U.S.C. 552b and 41 CFR 
102–3.140 through 102–3.165, and the 
availability of space, this meeting is 
open to the public. Seating is limited 
and is on a first-come basis. 


Special Accommodations: Individuals 
requiring special accommodations to 
access the public meeting should 
contact Ms. Julie Carson at 
julie.k.carson.civ@mail.mil at least five 
(5) business days prior to the meeting so 
that appropriate arrangements can be 
made. 


Procedures for Providing Public 
Comments: Pursuant to 41 CFR 102– 
3.105(j) and 102–3.140, and section 
10(a)(3) of the Federal Advisory 
Committee Act of 1972, the public or 
interested organizations may submit 
written comments to the Panel about its 
mission and topics pertaining to this 
public session. Written comments must 
be received by Ms. Julie Carson at least 
five (5) business days prior to the 
meeting date so that they may be made 
available to the Judicial Proceedings 
Panel for their consideration prior to the 
meeting. Written comments should be 
submitted via email to Ms. Carson at 
julie.k.carson.civ@mail.mil in the 
following formats: Adobe Acrobat or 
Microsoft Word. Please note that since 
the Judicial Proceedings Panel operates 
under the provisions of the Federal 
Advisory Committee Act, as amended, 
all written comments will be treated as 
public documents and will be made 
available for public inspection. If 
members of the public are interested in 
making an oral statement, a written 
statement must be submitted along with 
a request to provide an oral statement. 
Oral presentations by members of the 
public will be permitted between 4:45 
p.m. and 5:00 p.m. on September 19, 
2014, in front of the Panel. The number 
of oral presentations to be made will 
depend on the number of requests 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: A-130 - Appendices II and III for review -- SUSPENSE 10:00 a.m. Thursday, March 19, 2015
Date: Monday, March 16, 2015 3:25:18 PM
Attachments: DRAFT_A-130_AppendixII_20140213.docx

DRAFT_A-130_AppendixIII_20150312.docx

The following is being sent on behalf of IT Committee Chair Kathy Tighe.
Hi, everyone. OMB has just provided to CIGIE for review a draft of Appendices II (Government
Paperwork Elimination Act) and III (Security of Federal Information Resources) to OMB Circular A-
130. The revisions to Appendix III contains the relevant parts of the implementation of the FISMA
Modernization Act of 2014. OMB has asked for CIGIE’s review prior to the drafts being circulated to
the agencies. It has asked for our comments by COB this week. If you all could review the attached
and provide any comments to @ed.gov by 10:00 a.m., Thursday, March 19, we will try
for a unified CIGIE response. I understand that OMB is still working on a draft of A-130 itself and may
have that available for review at the end of this week, but we may have only a short turnaround on
that (but more time if we wait until it is sent out to the agencies). I also understand that Appendix I
on Records of Individuals is being scaled down with much of the content being moved to a separate
circular. OIRA is handling that part.
Note that our subject matter experts on the FAEC IT/Audits and Evaluations Subcommittee will be
reviewing both documents and providing any comments.”
Thanks, everyone. Kathy Tighe

From: Bales, Carol A. [mailto: @omb.eop.gov] 
Sent: Monday, March 16, 2015 1:23 PM
To: Tighe, Kathleen S.
Subject: A-130 - Appendices II and III for review
Hi Kathy,
Attached is the draft A-130 Appendix II on Government Paperwork Elimination Act. Also attached is
the draft of Appendix III on Security of Federal Information Resources that I sent to you on Friday.
I will share the additional sections of the draft A-130 with you just as soon as we have versions ready
for review.
I look forward to receiving your feedback.
Thanks,
Carol

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

 Appendix II to OMB Circular No. A-130  

Implementation of the Government Paperwork Elimination Act 

1. Summary

[bookmark: _GoBack]The Office of Management and Budget (OMB) provides procedures and guidance to implement the Government Paperwork Elimination Act (GPEA).  GPEA required Federal agencies to allow individuals or entities that deal with the agencies the option to submit information or transact with the agency electronically, when practicable, and to maintain records electronically, when practicable.  The Act specifically states that electronic records and their related electronic signatures are not to be denied legal effect, validity, or enforceability merely because they are in electronic form, and encourages Federal government use of a range of electronic signature alternatives. Additionally, the General Services Administration, in coordination with the Federal Chief Information Officers’ Counsel, maintains guidance on use of Electronic Signatures (E-Signatures) in Federal organization transactions which expands upon OMB guidance.  

2. Background 

This document provides Executive agencies the guidance required under Sections 1703 and 1705 of the Government Paperwork Elimination Act (GPEA), P. L. 105-277, Title XVII, which was signed into law on October 21, 1998.  GPEA is an important tool to improve customer service and governmental efficiency through the use of information technology.  

As public awareness of electronic communications and Internet usage has increased, demand for on-line interactions with the Federal agencies has also increased.  Moving to electronic transactions and electronic signatures can reduce transaction costs for the agency and its partners.  Transactions are quicker and information access can be more easily tailored to the specific questions that need to be answered.  As a result data analysis is easier.  These access and data analysis benefits often have a positive spillover effect into the rest of the agency as awareness of the agency’s operations is improved.  In addition, reengineering the work process associated with the transaction around the new electronic format can give rise to other efficiencies. 

Public confidence in the security of the government's electronic information processes is essential as agencies make this transition.  Electronic commerce, electronic mail, and electronic benefits transfer can require the exchange of sensitive information within government, between the government and private industry or individuals, and among governments.  Electronic systems must be able to protect the confidentially and privacy of information, authenticate the identity of the transacting parties to the degree required by the transaction, guarantee that the information is not altered in an unauthorized way, and provide access when needed.  A corresponding policy and management structure must support the infrastructure that delivers these services. 

GPEA seeks to “preclude agencies or courts from systematically treating electronic documents and signatures less favorably than their paper counterparts”, so that citizens can interact with the Federal government electronically (S. Rep. 105-335).  It required Federal agencies, to provide individuals or entities that deal with agencies the option to submit information or transact with the agency electronically, and to maintain records electronically, when practicable.  It also addresses the matter of private employers being able to use electronic means to store, and file with Federal agencies, information pertaining to their employees.  GPEA states that electronic records and their related electronic signatures are not to be denied legal effect, validity, or enforceability merely because they are in electronic form.  It also encourages Federal government use of a range of electronic signature alternatives.  This guidance implements GPEA and supports the continued transition to electronic government.

This GPEA guidance builds on the requirements and scope of the Paperwork Reduction Act of 1995 (PRA).  All transactions that involve Federal information collections covered under the PRA are also covered under GPEA. Guidance on implementing GPEA requirements is referenced below. 



3.	Guidance 

Guidance and procedures on implementing the Government Paperwork Elimination Act are set forth in the documents referenced below: 

· OMB Memoranda M-00-10, Procedures and Guidance on Implementing the Government Paperwork Elimination Act, April 25, 2000.  http://www.whitehouse.gov/omb/memoranda_m00-10  

· Department of Justice, Legal Considerations in Designing and Implementing Electronic Processes: A Guide for Federal Agencies, November 2000.  http://www.idmanagement.gov/

· Federal Chief Information Council, Use of Electronic signatures in Federal Organization Transactions, January 2013.  http://www.idmanagement.gov/


[bookmark: _GoBack]Appendix III to OMB Circular No. A-130  

Security of Federal Information Resources 



Requirements

1. Introduction

Executive agencies[footnoteRef:1] of the Federal Government depend on the secure processing, storage, and transmission of information to carry out their core missions and business functions. This allows diverse information resources ranging from large enterprise information systems (or systems of systems) to small mobile computing devices to collect, process, store, maintain, transmit, and disseminate this information. The information relied upon is subject to a range of threats that could potentially harm or adversely affect organizational operations (i.e., mission, functions, image, or reputation), organizational assets, individuals, other organizations, or the Nation. These threats include environmental disruptions, purposeful attacks, structural failures, and human errors that can compromise the confidentiality, integrity, or availability of information. Leaders at all levels of the Federal Government must understand their responsibilities and be held accountable for managing information security risks.  [1:  The terms agency and organization are interspersed throughout the document. However, these terms have similar meaning depending on the original sources of reference. The term agency is used in this publication in lieu of the more general term organization only in those circumstances where its usage is directly related to other source documents such as Federal legislation or policy. The term organization is used in this publication to describe an entity of any size, complexity, or positioning within an organizational structure (e.g., a Federal agency or, as appropriate, any of its operational elements).] 


Federal agencies must implement information security programs with the flexibility to meet current and future information management needs. Emerging technologies and services will continue to shift the ways in which agencies acquire, develop, manage, and use information and technology. As technologies and services continue to change, so will the threat environment. Agency programs must have the capability and flexibility to address current threats while meeting the challenges of new threats. To be effective, information security must be part of day-to-day operations. This is best accomplished by planning for security not as a separate activity, but as an integral part of overall agency strategic planning. This includes, but is not limited to, the integration of information security requirements (and associated security controls) into the enterprise architecture, system development life cycle activities, systems engineering processes, and acquisition processes.

As Federal agencies take advantage of emerging information technologies and services to obtain more effective mission and operational capabilities, achieve greater efficiencies, and reduce costs, they must also apply information security and risk management principles and practices to the acquisition and use of those technologies and services. OMB requires agencies to take a risk-based approach to information security to ensure that appropriate safeguards and countermeasures are selected and implemented for current missions and business operations. Management of information security risk involves framing, assessing, responding to, and monitoring risk on an ongoing basis. Risk-based approaches can also support potential performance improvements and cost savings when agencies make decisions about maintaining, modernizing, or replacing existing information technologies and services or implementing new technologies and services that leverage internal, other government, or private sector innovative and market-driven solutions. These responsibilities extend to the processing, storage, and transmission of Federal information when such information is hosted by non-Federal entities on behalf of the Federal Government. Ultimately, agency heads remain responsible for ensuring that Federal information is protected commensurate with the risk resulting from the unauthorized access, disclosure, disruption, modification, or destruction of such information.

2. Purpose 

This appendix establishes minimum requirements for Federal information security programs; assigns Federal agency responsibilities for the security of information and information systems; and links agency information security programs and agency management control systems established in accordance with OMB Circular No. A-123. The appendix revises requirements formerly contained in Appendix III to OMB Circular No. A-130, and incorporates requirements of the Federal Information Security Modernization Act of 2014, the E-Government Act of 2002, and responsibilities assigned in Executive Orders and Presidential Directives. 

3. Applicability

a. The requirements of this circular apply to:

1) The information resource management activities of all agencies of the Executive Branch of the Federal Government; and

2) Federal Information Systems that are part of the critical infrastructure, unless such systems are designated as national security systems.

b. The requirements of this circular do not apply to national security systems.  Agencies should follow the appropriate laws, Executive Orders, and directives for national security systems.

4. Definitions 

a. ‘Adequate security’ means security commensurate with the risk resulting from the loss, misuse, or unauthorized access to or modification of information. This includes assuring that information systems and applications used by the agency operate effectively and provide appropriate confidentiality, integrity, and availability protections through the application of cost-effective security controls.

b. ‘Agency’ means any executive department, military department, Government corporation, Government-controlled corporation, or other establishment in the executive branch of the Government (including the Executive Office of the President), or any independent regulatory agency, but does not include: (i) the Government Accountability Office; (ii) the Federal Election Commission; (iii) the governments of the District of Columbia and of the territories and possessions of the United States, and their various subdivisions; or (iv) Government-owned contractor-operated facilities, including laboratories engaged in national defense research and production activities. [44 U.S.C., Sec. 3502]

c. ‘Authorization’ means the official management decision given by a senior Federal official to authorize operation of an information system and to explicitly accept the risk to organizational operations (including mission, functions, image, or reputation), organizational assets, individuals, other organizations, and the Nation based on the implementation of an agreed-upon set of security controls.[footnoteRef:2] [2:  Authorization is an inherently Federal responsibility and must be conducted by a Federal official. In addition to the authorization of Federal information systems, authorization also applies to common controls. ] 


d. ‘Authorization boundary’ means all components of an information system to be authorized for operation by an authorizing official and excludes separately authorized systems, to which the information system is connected.[footnoteRef:3] [3:  Organizations have significant flexibility in determining what constitutes an information system and its associated boundary.] 


e. ‘Common control’ means a security control that is inherited by multiple information systems.

f. ‘Critical infrastructure’ means systems and assets, whether physical or virtual, so vital to the United States that the incapacity or destruction of such systems and assets would have a debilitating impact on security, national economic security, national public health safety, or any combination of those matters. [42 U.S.C., Sec. 5195c(e)]

g. ‘Environment of operation’ means the physical, technical, and organizational setting in which an information system operates.

h. ‘Federal information system’ means an information system used or operated by an executive agency, by a contractor of an executive agency, or by another organization on behalf of an executive agency. [40 U.S.C., Sec. 11331]

i. ‘Information resources’ means information and related resources, such as personnel, equipment, funds, and information technology. [44 U.S.C., Sec. 3502]

j. ‘Information security’ means the protection of information and information systems from unauthorized access, use, disclosure, disruption, modification, or destruction in order to provide – 

1) integrity, which means guarding against improper information modification or destruction, and includes ensuring information nonrepudiation and authenticity; 

2) confidentiality, which means preserving authorized restrictions on access and disclosure, including means for protecting personal privacy and proprietary information; and 

3) availability, which means ensuring timely and reliable access to and use of information. [44 U.S.C., Sec. 3542]

k. ‘Information security continuous monitoring’ means maintaining ongoing awareness of information security, vulnerabilities, and threats to support organizational risk management decisions.[footnoteRef:4] [4:  The terms continuous and ongoing in this context mean that security controls and organizational risks are assessed and analyzed at a frequency sufficient to support risk-based security decisions to adequately protect organizational information.] 


l. ‘Information system’ means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of information. [44 U.S.C., Sec. 3502]

m. ‘Information system resilience’ means the ability of an information system to continue to: (i) operate under adverse conditions or stress, even if in a degraded or debilitated state, while maintaining essential operational capabilities; and (ii) recover to an effective operational posture in a time frame consistent with mission needs.

n. ‘Information technology’ means any equipment or interconnected system or subsystem of equipment that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by the executive agency. For purposes of the preceding sentence, equipment is used by an executive agency if the equipment is used by the executive agency directly or is used by a contractor under a contract with the executive agency which: (i) requires the use of such equipment; or (ii) requires the use, to a significant extent, of such equipment in the performance of a service or the furnishing of a product. The term information technology includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services), and related resources. [40 U.S.C., Sec. 11101]

o. ‘National security system’ means any information system (including any telecommunications system) used or operated by an agency or by a contractor of an agency, or other organization on behalf of an agency: (i) the function, operation, or use of which involves intelligence activities; involves cryptologic activities related to national security; involves command and control of military forces; involves equipment that is an integral part of a weapon or weapons system; or is critical to the direct fulfillment of military or intelligence missions (excluding a system that is to be used for routine administrative and business applications, for example, payroll, finance, logistics, and personnel management applications); or (ii) is protected at all times by procedures established for information that have been specifically authorized under criteria established by an Executive Order or an Act of Congress to be kept classified in the interest of national defense or foreign policy. [44 U.S.C., Sec. 3542]

p. ‘Ongoing authorization’ means the subsequent (i.e., follow-on) risk determinations and risk acceptance decisions taken at agreed-upon and documented frequencies in accordance with the organization’s mission/business requirements and organizational risk tolerance.

q. ‘Overlay’ means a specification of security controls, control enhancements, and supplemental guidance derived from the application of tailoring guidance to security control baselines. The overlay specification may be more stringent or less stringent than the original security control baseline specification.

r. ‘Relying Party’ means an entity that relies upon the Subscriber’s token and credentials or a Verifier’s assertion of a Claimant’s identity, typically to process a transaction or grant access to information or an information system.

s. ‘Risk’ means a measure of the extent to which an entity is threatened by a potential circumstance or event, and typically is a function of: (i) the adverse impact that would arise if the circumstance or event occurs; and (ii) the likelihood of occurrence.

t. ‘Security category’ means the characterization of information or an information system based on an assessment of the potential impact that a loss of confidentiality, integrity, or availability of such information or information system would have on organizational operations, organizational assets, individuals, other organizations, and the Nation.

u. ‘Security control’ means the safeguards or countermeasures prescribed for an information system or an organization to protect the confidentiality, integrity, and availability of the system and its information.

v. ‘Security control assessment’ means the testing or evaluation of security controls to determine the extent to which the controls are implemented correctly, operating as intended, and producing the desired outcome with respect to meeting the security requirements for an information system or organization.

w. ‘Security control baseline’ means the set of minimum security controls defined for a low-impact, moderate-impact, or high-impact information system.

x. ‘Security plan’ means a formal document that provides an overview of the security requirements for an information system or an information security program and describes the security controls in place or planned for meeting those requirements.

y. ‘Tailoring’ means the process by which security control baselines are modified by identifying and designating common controls; applying scoping considerations; selecting compensating controls; assigning specific values to organization-defined security control parameters; supplementing baselines with additional security controls or control enhancements; and providing additional specification information for control implementation.

z. ‘Tailored security control baseline’ means a set of security controls resulting from the application of tailoring guidance to a security control baseline.

5. General Requirements

1

a. Each agency shall develop, implement, maintain, and oversee an agency-wide information security program including people, processes, and technologies to:

1) Cost-effectively manage information security risks;

2) Protect information and information systems from unauthorized access, use, disclosure, disruption, modification, or destruction in order to provide for their integrity, confidentiality, and availability; 

3) Provide adequate security for all information created, collected, processed, stored, transmitted/disseminated, or disposed of by or on behalf of the Federal Government, to include Federal information residing in contractor information systems and networks;

4) Implement agency-wide risk management that frames, assesses, responds to, and monitors information security risk across the three organizational tiers (i.e., organization level, mission/business process level, and information system level);

5) Implement a risk management framework to guide and inform the security categorization of Federal information and information systems; the selection, implementation, and assessment of security controls; the security authorization of information systems and common controls; and the continuous monitoring of information systems and environments of operation;

6) Ensure, for information systems and the environments in which those systems operate, that information security risks are understood and continually assessed; that steps are taken to maintain risk at an acceptable level; and that procedures are in place to ensure that security controls are implemented effectively and remain effective over time; 

7) Implement policies and procedures to ensure all personnel are held accountable for complying with the agency-wide information security program, this includes requiring performance plans for all Federal employees include an element addressing the need to adhere to Federal and agency-specific requirements for the protection of information and information systems; and 

8) Provide for appropriate agency information security policy, planning, budgeting, management, implementation, and oversight.

b. Agency information security programs established to protect Federal information and information systems must be risk-based and include, at a minimum, the following programmatic elements: access control; security awareness and training; audit and accountability; security assessment, authorization, and information security continuous monitoring; configuration management; contingency planning; identification and authentication; incident response; maintenance; media protection; physical and environmental protection; planning; personnel security; risk assessments; system and services acquisition; system and communications protection; and system and information integrity.

c. Each agency's information security program shall implement policies, standards, and procedures that are consistent and compliant with statutory and governmentwide requirements as well as security-related policies, standards, and procedures issued by the Office of Management and Budget (OMB), the Department of Commerce (DOC), the Department of Homeland Security (DHS), the General Services Administration (GSA), and the Office of Personnel Management (OPM). As mandated by FISMA, current Federal statutes and regulations, and OMB guidance, agencies must follow the security controls and guidance contained in Federal Information Processing Standards (FIPS) and NIST Special Publications (800 series). 

6. Specific Requirements[footnoteRef:5] [5:  The requirements in this section represent those areas deemed to be of fundamental importance to the achievement of effective agency information security programs and those areas deemed to require specific emphasis by OMB. The information security programs developed and executed by agencies shall not be limited to the aforementioned areas but employ a comprehensive set of safeguards and countermeasures based on the principles, concepts, and methodologies defined in the suite of NIST standards and guidelines.] 


a. Security Categorization

Agencies shall:

1) Identify appropriate authorization boundaries for information systems; and

2) Categorize information and information systems considering potential adverse impacts to organizational operations and assets, individuals, other organizations, and the Nation.

b. Security Planning and Budgeting, Capital Planning, Enterprise Architecture, and Identity Assurance

Agencies shall:

1) Identify and plan for the resources needed to implement the information security program; 

2) Ensure that information security is addressed throughout the life cycle of each agency information system, and that security activities and costs are explicitly identified and included in IT investment capital plans and budgetary requests;

3) Ensure that capital investment plans submitted to OMB as part of the budget process meet the information security requirements appropriate for the life cycle stage of the investment.

4) Incorporate information security requirements into the organization’s enterprise architecture through an information security architecture to ensure that information systems and the environments in which those systems operate, achieve necessary trustworthiness and resilience;

5) Ensure that identity proofing and registration and authentication processes provide effective assurance of identity consistent with the protection of privacy, in accordance with Executive Order 13681, OMB policy and NIST standards and guidelines, for systems that promote public access;

6) Require use of multi-factor authentication for employees and contractors in accordance with government-wide identification standards;  

7) Develop policies and procedures to support employees and contractors in         uniformly applying digital signatures to secure documents and communications;

8) Implement attribute-based access controls to control and monitor access to Federal data and information; and

9) Implement digital rights management capabilities to control the distribution and prevent the unauthorized disclosure of information.

c. Security Plans, Controls, and Assessments

Agencies shall:

1) Provide information security protections commensurate with the risk resulting from unauthorized access, use, disclosure, disruption, modification, or destruction of information collected or maintained by or on behalf of the agency and information systems used or operated by an agency, or by a contractor of an agency or other organization on behalf of an agency;

2) Implement a risk-based security control selection process for information systems and environments of operation that meets the minimum information security requirements in FIPS Publication 200, and tailoring security control baselines in NIST Special Publication 800-53, as appropriate;

3) Develop security plans for information systems and environments of operation to record security controls and appropriate implementation details (including system-specific controls, common controls, and hybrid controls);

4) Develop an information security continuous monitoring (ISCM) strategy and establish and maintain an ISCM program that provides a clear understanding of organizational risk tolerance and helps officials set priorities and manage risk consistently throughout the organization; includes metrics that provide meaningful indications of security status at all organizational tiers; ensures continued effectiveness of all security controls selected and implemented; verifies compliance with information security requirements derived from missions/business functions, Federal legislation, directives, instructions, regulations, policies, and standards/guidelines; is informed by all organizational IT assets and helps to maintain visibility into the security of the assets; ensures knowledge and control of changes to information systems and environments of operation; and maintains awareness of threats and vulnerabilities; 

5) Designate common controls in order to provide cost-effective security capabilities that can be inherited by multiple organizational information systems;

6) Implement security controls in information systems and environments of operation using sound architectural and systems/security engineering principles, practices, and techniques;

7) Deploy effective security controls to provide Federal employees and contractors with multi-factor authentication, digital signature, and encryption capabilities that provide assurance of identity and are interoperable and accepted across all executive branch agencies;

8) Assess all selected and implemented security controls in information systems and environments prior to operation, and periodically thereafter, consistent with the frequency defined in the organizational ISCM strategy and the organizational risk tolerance;

9) Record the results of security control assessments in security assessment reports;

10) Use agency Plans of Action and Milestones (POA&M), and make available or provide access to OMB, DHS, Inspectors General, and the General Accountability Office, upon request, to record and manage the mitigation and remediation of identified weaknesses and deficiencies, not associated with accepted risks, in organizational information systems and environments of operation; and

11) Obtain approval from the authorizing official for connections from the information system, as defined by its authorization boundary, to other information systems based on the risk to the organization’s operations and assets, individuals, other organizations, and the Nation. Where connections are authorized, security controls shall be established in accordance with the identified risk.

d. Security Authorization and Information Security Continuous Monitoring

Agencies shall:

1) Designate senior Federal officials to formally: (i) authorize an information system to operate; and (ii) authorize organization-designated common controls for use based on a determination of and explicit acceptance of the risk to organizational operations and assets, individuals, other organizations, and the Nation, and prior to operational status;

2) Implement and periodically update an agency-wide ISCM strategy to reflect: (i) the effectiveness of deployed security controls; (ii) the changes to information systems and environments of operations; and (iii) the adherence to Federal legislation, policies, directives, instructions, regulations, standards, and guidelines;

3) Complete an initial security authorization for each information system and all organization-designated common controls;

4) Ensure that all selected and implemented security controls are addressed in the agency’s ISCM strategy and are subject to the rigor and frequency of monitoring as determined by the agency’s risk tolerance; 

5) Ensure that a robust ISCM program is in place before organizational information systems or common controls are eligible for ongoing authorization; and

6) Leverage available Federal shared services.

e. Incident Response

Agencies shall:

1) Maintain formal security and privacy incident response mechanisms and capabilities, and provide adequate training and awareness for individuals about how to report and respond to security and privacy incidents;

2) Report security and privacy incidents to the Department of Homeland Security, the agency General Counsel, and Congress in accordance with procedures issued by the Office of Management and Budget and Department of Homeland Security;

3) Implement formal security and privacy incident policies to include definitions, detection and analysis, containment, internal and external reporting requirements, incident reporting methods, post-incident procedures, roles and responsibilities, and guidance on how to mitigate impacts to the agency following an incident;

4) Establish clear roles and responsibilities to ensure the oversight and coordination of incident response activities and that incidents are appropriately reported, investigated and handled; and 

5) Provide reports on incidents as required by FISMA, OMB policy, and DHS binding operational directives.

f. Information Security Awareness and Training

Agencies shall: 

1) Develop and maintain an agency-wide information security awareness and training program;

2) Provide foundational as well as more advanced levels of security awareness training to information system users (including managers, senior executives, and contractors) and ensure measures are in place to test the knowledge level of information system users;

3) Provide role-based security training to personnel with assigned security roles and responsibilities before authorizing access to the information system or performing assigned duties;

4) Establish rules of behavior for personnel having access to organizational information and information systems;

5) Ensure that agency personnel have read and agreed to abide by the rules of behavior for the information systems for which they require access prior to being granted access; and

6) Ensure that the security awareness and training program is consistent with standards and guidelines issued by NIST and OPM, and apprise agency personnel about available assistance and technical security products and techniques.

g. Additional Measures to Protect the Confidentiality, Integrity, and Availability of Federal Information and Information Systems

Agencies shall: 

1) Implement a policy of least functionality by only permitting the use of applications, functions, ports, protocols, and/or services that are absolutely essential in meeting mission or business needs;

2) Implement a policy of least privilege by minimizing the number of information system privileges that are needed to perform functions;

3) Audit the execution of information system functions by privileged users to detect misuse and to help mitigate the risk from insider threats;

4) Prohibit the use of unsupported information system components[footnoteRef:6] unless there is an overriding mission necessity validated by the head of the agency; [6:  Includes hardware, software, or firmware components no longer supported by developers, vendors or manufacturers through the availability of software patches, firmware updates, replacement parts, and maintenance contracts. ] 


5) Implement and maintain current updates for all software and firmware components of information systems;

6) Encrypt all moderate and high impact information at rest or in transit, unless the ability to do so is technically infeasible and the risk of not encrypting is accepted by the Authorizing Official;

7) Implement the most current encryption algorithms in accordance with NIST standards and guidelines; and

8) Employ contingency planning and resiliency concepts and methodologies to ensure the availability of Federal information and information systems supporting agency missions and business operations.

h. Grants and Contracts 

Agencies shall include FISMA requirements in contracts, including but not limited to those for IT services. The Federal Acquisition Regulation, Part 7, Acquisition Planning, Subpart 7.1, Acquisition Plans, requires heads of agencies to ensure that agency planners on information technology acquisitions comply with the information security requirements in the Federal Information Security Modernization Act, OMB policies, and NIST standards and guidelines. Where applicable, agencies must also include FISMA's security requirements in the terms and conditions of grants.

i. Mitigation of Deficiencies and Issuance of Status Reports 

Agencies shall correct deficiencies that are identified through information security assessments, ISCM programs, or internal/external audits and reviews. OMB Circular No. A-123, Management’s Responsibility for Internal Control, provides guidance to determine if a deficiency in controls is judged by the agency head to be material when weighed against other agency deficiencies, it shall be included in the annual Federal Managers Financial Integrity Act (FMFIA) report, and remediation tracked and managed through the agency’s Plan of Action and Milestones (POA&M) process. Less significant deficiencies need not be included in the FMFIA report, but shall be tracked and managed through the agency’s Plan of Actions and Milestones (POA&M) process.

j. Reporting 

Agencies shall provide FISMA and privacy management reports in accordance with processes established by OMB and DHS.

k. Cybersecurity Framework 

The Cybersecurity Framework was developed by NIST in response to Executive Order 13636, Improving Critical Infrastructure Cybersecurity. The Framework is not intended to duplicate the current information security and risk management practices in place within the Federal Government. However, in the course of managing information security risk while using the established NIST Risk Management Framework and associated NIST security standards and guidelines, agencies may leverage the Cybersecurity Framework to complement their current information security programs. OMB may also use the Cybersecurity Framework to serve as a common lexicon for assessing agency cybersecurity readiness and progress. 

The core functions defined in the Cybersecurity Framework (i.e., Identify, Protect, Detect, Respond, and Recover) may be helpful in raising awareness and communicating with stakeholders within their organizations, including executive leadership. The Framework may also be helpful in improving communications across organizations, allowing cybersecurity expectations to be shared with business partners, suppliers, and among sectors. Agencies can decide which parts of the Framework (i.e., Core, Profiles, or Tiers) may be useful and effectively applied to address potential gaps or to complement, as appropriate, current information security and risk management programs and practices.

7.    Assignment of Responsibilities 

a. Department of Commerce

The Secretary of Commerce shall: 

1) Develop and issue appropriate standards and guidelines for the security of information in Federal information systems, and systems which create, collect, process, store, transmit/disseminate, or dispose of information on behalf of the Federal Government;

2) Review and update guidelines for information security awareness, training, and education and accepted information security practices, with assistance from OPM; 

3) Provide agencies guidance for security planning to assist in their development of security plans;

4) Provide guidance and assistance, as appropriate, to agencies concerning cost-effective security controls;

5) Evaluate new information technologies to assess their security vulnerabilities, with technical assistance from the Department of Defense and the Department of Homeland Security; and 

6) Follow a transparent process that allows and addresses input from the agencies and the public when developing standards and guidelines. 

b. Department of Homeland Security

The Secretary of Homeland Security shall: 

1) Assist agencies with the implementation of information security policies and practices for information systems;

2) Assist the Office of Management and Budget in carrying out its information security oversight and policy responsibilities;

3) In consultation with OMB, develop and oversee the implementation of binding operational directives to agencies. Such directives shall be consistent with OMB policies and NIST standards and guidelines. The directives may be revised or repealed by OMB if the direction issued on behalf of OMB is not in accordance with policies developed by OMB. The binding operational directives shall focus on:

a) Requirements for the mitigation of exigent risks to information systems; 

b) Requirements for reporting incidents to the Federal information security incident center;

c) Other operational requirements, as deemed necessary by OMB or DHS, in consultation with OMB; 

4) Consult with the Director of NIST regarding any binding operational directives that implement standards and guidelines developed by NIST;

5) Convene meetings with senior agency officials to help ensure effective implementation of information security policies and procedures; 

6) Coordinate government-wide efforts on information security policies and practices, including consultation with the Chief Information Officers Council and the National Institute of Standards of Technology;

7) Provide and operate Federal information security shared services as directed by OMB;

8) Provide operational and technical assistance to agencies in implementing policies, principles, standards, and guidelines on information security. This includes:  

a) Operating the Federal information security incident center; 

b) Deploying technology to assist agencies to continuously diagnose and mitigate cyber threats and vulnerabilities, with or without reimbursement and at the request of the agency; 

c) Compiling and analyzing data on agency information security; and 

d) Developing and conducting targeted operational evaluations, including threat and vulnerability assessments, on information systems;

9) Provide agencies with intelligence about cyber threats, vulnerabilities, and incidents for risk assessments;

10) Consult with OMB to determine what other actions may be necessary to support implementation of effective government-wide information security programs; and

11) Provide the public with timely notice and opportunities for comment on proposed information security directives and procedures to the extent that such directives and procedures affect communication with the public.

c. Department of Defense

The Secretary of Defense shall: 

1) Provide appropriate technical advice and assistance to the Departments of Commerce and Homeland Security; and

2) Assist the Departments of Commerce and Homeland Security in evaluating the vulnerabilities of emerging information technologies.

d. Department of Justice

The Attorney General shall: 

1) Provide appropriate guidance to agencies on legal remedies regarding security incidents and ways to report and work with law enforcement concerning such incidents; and

2) Pursue appropriate legal actions when security incidents occur. 

e. General Services Administration

The Administrator of General Services shall: 

1) Provide guidance to agencies on addressing security considerations when acquiring information technology resources; 

2) Facilitate the development of contract vehicles for agencies to use in the acquisition of cost-effective security products and services; 

3) Provide appropriate security-related services to meet the needs of Federal agencies to the extent that such services are cost-effective; and

4) Maintain a framework to allow efficient interoperability among executive agencies when using digital certificates.

f. Office of Personnel Management

The Director of the Office of Personnel Management shall: 

1) Ensure that its regulations concerning information security training for Federal civilian employees are effective; 

2) Assist the Department of Commerce in updating and maintaining guidelines for security training and education; and 

3) Determine minimum investigative requirements for Federal employees and contractors requiring access to Federal facilities, information, and/or information systems. 

Discussion of the Major Provisions in the Appendix 

1.  NIST Standards and Guidelines 

NIST standards and guidelines associate each information system with an impact level, provide a corresponding starting set of baseline security controls, and provide tailoring guidance to ensure that the set of security controls in the security plan and approved by the authorizing official, satisfies the information security and mission/business protection needs of the organization.

For non-national security programs and information systems, agencies must follow NIST guidelines unless otherwise stated by OMB. Federal Information Processing Standards (FIPS) are mandatory. There is flexibility within NIST's guidelines (specifically in the 800-series) in how agencies apply those guidelines. Unless specified by additional implementing policy by OMB, the concepts and principles described in NIST guidelines shall be followed. However, NIST guidelines generally allow agencies latitude in their application. Consequently, the application of NIST guidelines by agencies can result in different security solutions that are equally acceptable and compliant with the guidelines.

For legacy information systems, agencies are expected to meet the requirements of and be in compliance with NIST standards and guidelines within one year of the publication date unless otherwise directed by OMB. The one-year compliance date for revisions to NIST publications applies only to the new or updated material in the publications. For information systems under development or for legacy systems undergoing significant changes, agencies are expected to meet the requirements of and be in compliance with NIST standards and guidelines immediately upon deployment of the systems.

2.  Security Control Assessments

The security of an information system may change over time based on changes in the threat, organizational missions/business functions, technology, environments of operation, and/or personnel. Consequently, maintaining a capability for real-time analysis of the threat environment and, if necessary, situational awareness following a cyber attack is paramount. Security control assessments should ensure that organization-required security controls are developed and implemented as planned, and effective in providing adequate security. The type, rigor, and frequency of security control assessments should be commensurate with the acceptable level of security awareness necessary for effectively determining organization risk that is established by the organization’s risk tolerance and risk management strategy. Technical tools such as virus scanners, vulnerability assessment products (which look for known security problems, configuration errors, and the installation of the latest patches), and penetration testing can assist in the ongoing assessment of different facets of systems. 

3.  Authorization to Operate

The authorization to operate an information system and the authorization of organization-designated common controls granted by senior Federal officials provide an important quality control for agencies. By authorizing an information system, a Federal official accepts the risk associated with operating that system to include the risk associated with the inherited common controls, which may have been separately authorized by another Federal official. Authorization is not a decision that should be made by the security staff, but rather by the appropriate authorizing official – an agency official responsible for the associated missions, business functions, and/or supporting infrastructure. The decision to authorize a system to operate should be based on risk to organizational operations (including mission, functions, image, and reputation), organizational assets, individuals, other organizations, and the Nation. Since the security plan establishes the security controls, it should form the basis for the security authorization, supplemented by more specific information as needed.

4.  Joint and Leveraged Authorizations

Agencies are encouraged to use joint and leveraged authorizations whenever practicable.[footnoteRef:7] Joint authorizations can be used when multiple organizational officials either from the same organization or different organizations, have a shared interest in authorizing an information system or common controls. The participating officials are collectively responsible and accountable for the system and the common controls and jointly accept the information security risks that may adversely impact organizational operations and assets, individuals, other organizations, and the Nation. Organizations choosing a joint authorization approach should work together on the planning and the execution of the Risk Management Framework tasks described in NIST Special Publication 800-37 and document their agreement and progress in implementing the tasks. The specific terms and conditions of the joint authorization are established by the participating parties in the joint authorization including, for example, the process for ongoing determination and acceptance of risk. The joint authorization remains in effect only as long as there is mutual agreement among authorizing officials and the authorization meets the requirements established by Federal and/or organizational policies. [7:  NIST Special Publication 800-37 provides guidance on joint and leveraged security authorizations.] 


Leveraged authorizations can be used when an agency chooses to accept some or all of the information in an existing authorization package generated by another agency based on the need to use the same information resources (e.g., information system and/or services provided by the system). The leveraging organization reviews the owning organization’s authorization package as the basis for determining risk to the leveraging organization. The leveraging organization considers risk factors such as the time elapsed since the authorization results were produced, differences in environments of operation (if applicable), the impact of the information to be processed, stored, or transmitted, and the overall risk tolerance of the leveraging organization. The leveraging organization may determine that additional security measures are needed and negotiate with the owning organization to provide such measures. 

5.  Information Security Continuous Monitoring (ISCM)

Agencies shall develop information security continuous monitoring (ISCM) strategies at the appropriate organizational tiers (e.g., organization/governance tier, mission/business process tier, information system tier) and implement ISCM activities in accordance with applicable laws, directives, policies, instructions, regulations, standards and guidelines. Agencies have the flexibility to develop overarching ISCM strategies (e.g., at the agency, bureau, or component level) that address all information systems, or ISCM strategies that address each agency information system individually. The ISCM strategies shall address all security controls selected and implemented by agencies, including the frequency of and degree of rigor associated with the monitoring process. ISCM strategies, which must be approved by the appropriate agency authorizing official, shall also include all common controls inherited by organizational information systems.

6.  Ongoing Authorization

Ongoing authorization is a process whereby the Authorizing Official is provided with the necessary and sufficient information regarding the near real-time security state of the information system and inherited common controls to determine whether or not the mission/business risk of continued system operation is acceptable. Effective ongoing authorization requires a robust ISCM strategy and ISCM program implementation.[footnoteRef:8] Agencies shall move from a static, point-in-time authorization process to a dynamic, near real-time ongoing authorization process for information systems and common controls after having satisfied two conditions: (i) the information system and/or common controls have been granted an initial authorization to operate by the designated Authorizing Official; and (ii) an ISCM program is in place that monitors all implemented security controls with the appropriate degree of rigor and at the appropriate frequencies in accordance with the applicable ISCM strategy and NIST guidance.  [8:  Transitioning from a static authorization process to a dynamic, ongoing authorization process requires considerable thought and preparation. One methodology that organizations may consider is to take a phased approach to the migration based on the security categorization of the system. Because risk tolerance levels for low-impact systems are likely to be greater than for moderate-impact or high-impact systems, implementing ISCM and Ongoing Authorization for low-impact systems first may help ease the transition and allow organizations to incorporate lessons learned as ISCM and OA are implemented for moderate-impact and high-impact systems.] 


Agencies shall define and implement a process to specifically designate information systems and/or common controls that have satisfied these two conditions and have been transitioned to ongoing authorization. The Authorizing Official formally acknowledges that the information security of the information system and/or common controls are being managed under an ongoing authorization process and accepts the responsibility for ensuring all necessary activities associated with the ongoing authorization process are performed.

7.  Testing Security Controls

FISMA [Section 3554(b)(5)] requires each agency to perform for all systems "periodic testing and evaluation of the effectiveness of information security policies, procedures, and practices, to be performed with a frequency depending on risk, but no less than annually." Agencies shall require information security continuous monitoring of all implemented security controls, including common controls, system-specific controls, and hybrid controls, with a frequency determined by the organization in accordance with their ISCM strategy.

8.  Critical Infrastructure 

Agencies that operate information systems that are part of the critical infrastructure shall employ organizational assessment and management of risk to ensure that baseline security controls for those systems are appropriately tailored (including the deployment of additional controls, when necessary), thus providing the required level of protection for critical Federal missions and business operations. This includes the monitoring of deployed security controls in critical infrastructure systems to determine the ongoing effectiveness of those controls against current threats; improving the effectiveness of those controls, when necessary; managing associated changes to the systems and environments of operation; and satisfying specific protection and compliance requirements in legislation, Executive Orders, directives, or policies required for critical infrastructure protection.

9.  Encryption

Where technically feasible, agencies are expected to encrypt Federal information at rest and in transit. Encrypting information at rest and in transit protects the integrity and confidentiality of such information, and makes the information less susceptible to unauthorized modification or disclosure.  

10.  Digital Signatures

Digital signatures can mitigate a variety of security vulnerabilities by providing authentication and non-repudiation capabilities, and ensuring the integrity of federal information whether such information is used in day-to-day operations or archived for future use. Additionally, digital signatures can help agencies streamline mission/business processes and transition manual processes to more automated processes to include, for example, online transactions. Because of the advantages provided by this technology, OMB recommends that agencies use the digital signature capability of the Personal Identity Verification cards[footnoteRef:9] to the greatest extent practicable.  [9:  NIST FIPS 201 provides additional information on use of Personal Identity Verification cards. ] 


11.  Identity Assurance 

To streamline the process of citizens securely accessing government services online requires a risk appropriate demand of identity assurance. Identity assurance, in an online context, is the ability of a government agency relying party to determine that a claim to a particular identity made by an individual can be trusted to actually be the individual’s "true" identity. Citizens, businesses, and other partners that interact with the federal government need to have and be able to present electronic identity credentials to identify and authenticate themselves remotely and securely when accessing government services online. A federal agency relying party needs to be able to know, to a degree of certainty commensurate with the risk determination, that the presented electronic identity credential truly represents the individual presenting the credential before a transaction is authorized.[footnoteRef:10]   [10:  NIST Special Publication 800-63 provides additional guidance on identity assurance.] 


To transform processes for citizens, businesses and other partners accessing government services online, OMB expects Federal agencies, acting as Federal relying parties, to use a standards-based federated identity management approach that enables security, privacy, ease-of-use, and interoperability among electronic authentication systems. In doing so, agencies are expected to leverage Federal shared services intended to allow a user to authentication to multiple information systems across agencies by selecting from a set of interoperable credentials that are appropriate for the level of identity assurance required.



12.  Other Requirements

Agencies shall adhere to all other applicable information technology requirements such as the privacy requirements in accordance with the Privacy Act of 1974, implementation guidance for the Confidential Information Protection and Statistical Efficiency Act, and to laws and regulations pertaining to management of Federal records, and other relevant statutes, Executive Orders, Presidential Directives, and policies.
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Please find attached that Audit Committee Newsletter for August.  Thanks
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Auditor Training  
Through July, the CIGIE AI&E Academy has delivered 27 scheduled training programs, 5 
OIG-dedicated training programs, and 3 learning forums to a total of 1,041 participants from 
across the CIGIE community.  Training programs being conducted in August and September 
include Audit Peer Review, Critical Thinking Skills, I&E Fundamentals (pilot), Introductory 
Auditor, Inspector General Authorities, and Writing Fundamentals.  
 
The Academy has drafted its FY'16 training schedule based on the projections received from 
the CIGIE community-- input from 35 OIGs indicating the need to train an estimated 2,030 
staff.  The most requested training programs included Critical Thinking Skills, Writing 
Effective Reports, Coaching Effective Writing, and Introductory Auditor. The Academy has 
scheduled nearly 40 training programs for fiscal year 2016; including classes in Atlanta, 
Cleveland, Indianapolis, and Philadelphia. The schedule will be posted on IGNet by the 
third week of August.  Once posted OIG training officers can register participants for 
FY2016 Academy training programs. 
 
To register or obtain more information on CIGIE training programs, go to 
https://www.ignet.gov/content/cigie-training-institute.  
 
Federal Audit Executive Council 
The FAEC Annual Conference is September 9-10 at the National Science Foundation, 4201 
Wilson Blvd, Arlington, VA, which is near the Ballston-Marymount University metro stop 
(Orange Line).  
 
DATA Act 
The FEAC DATA Act Working Group reported that as of July 10, 2015, Treasury and 
OMB has issued 27 final data standards and planned to finalize the remaining 30 data 
standards by late summer. Treasury and OMB also hosted a series of workshops to educate 
agencies on the DATA Act implementation process, including a workshop for OIGs and 
GAO held on July 21, 2015. The Working Group briefed Senate and House Congressional 
staff about the IG date anomaly in the Act and the proposed remedy— to delay IGs’ and 
GAO’s first reporting under the Act by 1 year. The Working Group has begun drafting a 
letter to be signed by the CIGIE Chair and the Comptroller General memorializing the 
strategy for dealing with the IG reporting date anomaly and communicating it to Congress. 
The working group plans to provide the draft letter to the Audit Committee to present to 
CIGIE. 
 
The Treasury OIG testified on July 29, 2015, on Treasury’s DATA Act Implementation 
efforts before the House Oversight and Government Reform’s Subcommittees on 
Government Oversight and on Information Technology. The other witnesses were the 
Comptroller General, the OMB Controller, and the Treasury Fiscal Assistant Secretary. 
 
Next Audit Committee Meeting 
The next meeting will be held on September 22, 2015, at 2:00pm, at the DoD IG 
Conference Room, 4800 Mark Center Drive, Alexandria, VA.  Please contact David Gross 
at 703-604-8326, or david.gross@dodig.mil, for additional information.  


 


Audit Committee 


August 2015 


Next Meeting 
• September 22, 2015, 


2:00pm 


Next Meeting 
• September 22, 2015, 


2:00pm 
   



https://www.ignet.gov/content/cigie-training-institute

mailto:lbollea@fdic.gov





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Brookings Inst. on OIGs" return on investment
Date: Monday, May 4, 2015 6:53:21 AM

For your information.

Sometimes cutting budgets raise
deficits: The curious case of
inspectors’ general return on
investment
Paper | April 30, 2015 By: Grace Wallack and John Hudak

Offices of inspectors general (OIGs) are among the most underappreciated and overly
criticized institutions in the U.S. government. Offices of Inspector General serve important
functions: improving the effectiveness of government agencies while detecting and
deterring instances of waste, fraud, and abuse. Often, these actions return taxpayer money
to the government in excess of what was spent on the enforcement actions—generating a
positive return on investment (ROI).

In assessing the benefits OIGs bring to government, this paper focuses on ROI—the most
quantifiable metric of agency performance. Specifically, Hudak and Wallack examine the
ROI among a number of OIGs and the enforcement division of the IRS. The paper offers
several important contributions:

First, it details OIGs’ role in government and the benefits they—and other revenue-positive
entities—provide.

<!--[if !supportLists]-->· <!--[endif]-->Second, it defines a clear and valid measure of ROI,
addresses challenges that exist in calculating it.

<!--[if !supportLists]-->· <!--[endif]-->
<!--[if !supportLists]-->· <!--[endif]-->Third, the paper provides data on ROI across several

government agencies in ways that illustrate the value of specific institutions and allows for
comparisons across those institutions.

<!--[if !supportLists]-->· <!--[endif]-->
<!--[if !supportLists]-->· <!--[endif]-->Fourth, in order to understand how ROI functions at the

agency level, the paper provides a case study of the IRS enforcement division and
illustrates how budget cuts impact performance and other government-wide goals.

<!--[if !supportLists]-->· <!--[endif]-->
<!--[if !supportLists]-->· <!--[endif]-->Finally, Hudak and Wallack offer recommendations in

two areas: how to improve ROI reporting and how Congress can maximize its use of this
important measure in budget and appropriations processes.
###

Link to the full Brookings paper:
http://www.brookings.edu/~/media/research/files/papers/2015/04/30-inspectors-
general-roi-hudak-wallack/cepmhudakwallackoig.pdf

Link to the Brookings blog post about the paper, which is reprinted
below:http://www.brookings.edu/research/papers/2015/04/30-inspectors-general-

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
http://www.brookings.edu/~/media/research/files/papers/2015/04/30-inspectors-general-roi-hudak-wallack/cepmhudakwallackoig.pdf
http://www.brookings.edu/~/media/research/files/papers/2015/04/30-inspectors-general-roi-hudak-wallack/cepmhudakwallackoig.pdf
http://www.brookings.edu/research/papers/2015/04/30-inspectors-general-roi-hudak-wallack


roi-hudak-wallack

http://www.brookings.edu/research/papers/2015/04/30-inspectors-general-roi-hudak-wallack


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CAO Council items
Date: Wednesday, April 22, 2015 6:21:11 AM
Attachments: acquisition-360-improving-acquisition-process-timely-feedback-external-internal-stakeholders.pdf

2015-4-14-FAI-Newsletter-Spring-2015.pdf

The attached is being sent on behalf of Robert Erickson, Acting IG/GSA, and CIGIE’s CAO Council
Liaison.

Attachments:

· Memorandum for Chief Acquisition Officers and Senior Procurement Officials - "Acquisition 360 –
Improving the Acquisition Process through Timely Feedback from External and Internal
Stakeholders."

· Federal Acquisition Institute's spring quarterly newsletter. 
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 EXECUTIVE OFFICE OF THE PRESIDENT 
   OFFICE OF MANAGEMENT AND BUDGET 


  W ASHINGTON,  D.C.  20503  
 
 
 


      March 18, 2015 
  O F F I C E  O F  F E D E R A L  
P R O C U R E M E N T  P O L I C Y  


 
MEMORANDUM FOR CHIEF ACQUISITION OFFICERS 
       SENIOR PROCUREMENT EXECUTIVES 
 
FROM:    Anne E. Rung  
   Administrator 
 
SUBJECT:   Acquisition 360 – Improving the Acquisition Process through Timely 


Feedback from External and Internal Stakeholders 
 
 Successful acquisitions depend on a clear understanding of the market’s capabilities and 
dynamics, and this requires early and meaningful engagement with industry and the application 
of strong management practices within the agency.  During the first open dialogue on improving 
the way the Federal Government does business,1 many participants expressed concern that the 
lack of communication between government and industry during the pre-award phase creates a 
significant disadvantage for both sides.  Vendors invest considerable time and money in 
responding to government requests for proposals (RFPs), and ambiguous requirements, 
unnecessarily complex solicitations, and other process challenges can greatly increase the burden 
on offerors and the cost to the government.  Additionally, ineffective communication between 
the program office and contracting team can adversely impact an acquisition leading to 
unfavorable outcomes for taxpayers. 
 
 To ensure that agencies can continually consider and improve their performance in early 
vendor engagement efforts and internal acquisition practices, they need robust, timely, and 
specific feedback from key stakeholders.  Building upon the Office of Federal Procurement 
Policy’s (OFPP) efforts on building strong vendor relationships as outlined in the December 4th, 
2014 Transforming the Marketplace memorandum2 and earlier “Myth-Busting” efforts,3 all 
Chief Financial Officers (“CFO”) Act agencies shall take the additional steps outlined below to 
improve how they receive and use industry and internal feedback to strengthen their acquisition 
function from pre-award activities up to, and including, contract award and debriefings.  This 
effort is not intended to be used to rate individual contracting officers, program managers, or 
integrated project teams (IPTs), or to compare procuring offices generally, as the complexity of 
procurements varies greatly among agencies, and unexpected challenges can arise.  However, 
these tools are meant to help agencies identify strengths and weaknesses with industry 
partnerships so they can make internal improvements on the planning and making of contract 
awards.   
  


1 Open Dialogue on Improving How to Do Business with the Federal Government. 
2 Transforming the Marketplace: Simplifying Federal Procurement to Improve Performance, Drive Innovation, and 
Increase Savings (December 4, 2014).  
3 “Myth-Busting”: Addressing Misconceptions and Further Improving Communication During the Acquisition 
Process (May 7, 2012) and "Myth-Busting":  Addressing Misconceptions to Improve Communication with Industry 
during the Acquisition Process (February 2, 2011). 
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Soliciting Actionable Feedback from External and Internal Stakeholders: 
 
 To gain experience with collecting and using this important information, at a minimum 
agencies shall implement the surveys described below for the lesser of 50 or 5% of new awards 
for complex information technology (IT) development, systems, or services by the end of Fiscal 
Year 2015.  Prioritizing new, high dollar IT awards will allow for further insight into the 
acquisition process for complex procurements, and will further support the Administration’s 
Smarter IT Delivery efforts to ensure that we attract the best businesses as partners and continue 
to improve our IT acquisition practices.  However, agencies are strongly encouraged to expand 
the application of these surveys as necessary to meet their management needs.   
 
Industry Feedback  
 
 At the conclusion of the final debrief, agencies are instructed to use the survey questions 
shown in Attachment A (“Rate the Agency’ Survey”) to seek vendor feedback.  Agencies may 
add questions to the survey to meet their specific needs, but shall retain the core set of questions.  
All vendors who submitted proposals, whether they were in the competitive range or not, shall be 
asked to rate various aspects of the acquisition process, such as the strength of the requirements 
development process, the clarity of the solicitation, and the efficacy of the agency in executing 
awards and debriefing offerors.  The post-award survey shall be voluntary and confidential for 
the vendors.  Similarly, the survey does not convey any protections, rights, or grounds for 
protest, but creates a way for vendors to give the government constructive feedback about the 
pre-award and debriefing process on a specific acquisition.4 
 
  Because this effort surveys the public, agencies should begin discussions with their 
Paperwork Reduction Act (PRA) officers to determine what steps are needed to implement this 
voluntary vendor survey.5  Some agencies may have already received approval from the Office 
of Management and Budget (OMB) for a generic clearance for the collection of qualitative 
feedback on agency service delivery.  OFPP worked closely with the Office of Information and 
Regulatory Affairs (OIRA) to ensure the attached vendor survey questions are appropriate for the 
expedited generic clearance process and OIRA is aware that agencies will be submitting 
questions shortly.  Agencies may expand the use of this survey, as needed, to help them meet 
their management goals, but are reminded to ensure that the PRA requirements have been met.  
For agencies that do not currently have OMB approval for a generic clearance for the collection 
of qualitative feedback on agency service delivery, agency PRA offices should be consulted to 
begin the PRA clearance process.  OFPP will continue to work with OIRA to use existing 
flexibilities under the PRA to help agencies in future survey efforts. 
 
Internal Customer Satisfaction Feedback 
 
 Many agencies use customer satisfaction tools to assess how well their contracting offices 
are meeting the demands of their program clients.  While this is an important element of the  


4 Solicitations where competitive procedures were used, but where only one bid was received, represent an area 
of particular concern in any contracting operation and can be explored using FedBizOpps subscriber information or 
other tools. While the surveys within this memo do not specifically address one-bid scenarios, OMB will continue 
to require agencies to focus on reducing one-bid scenarios through the President’s Management Agenda 
Benchmarking Initiative.  Agencies are encouraged to use their own questions in investigating one-bid scenarios 
and OFPP will consider one-bid questionnaires in future survey iterations. 
5 FAQs for New Fast-Track Process for Collecting Service Delivery Feedback under the Paperwork Reduction Act. 
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acquisition process, contracting offices also depend on effective program offices and other team 
members as partners.  To ensure that valuable feedback from the entire acquisition team is 
captured, agencies shall use the questions in Attachment B (“Evaluation of the Contracting 
Operation”) for program offices to evaluate their contracting offices, and Attachment C 
(“Evaluation of the Program Office’s Participation in the Procurement”) for contracting offices 
to evaluate their customers.  If other offices played a significant role in the process (e.g., the 
agency’s Office of General Counsel or privacy officials), program office staff are strongly 
encouraged to involve these key members in formulating the survey response.  Agencies may 
add questions to the surveys to meet their specific needs, but shall retain the core set of questions 
for each of the surveys. 
 
 In addition to getting feedback on how well the acquisition team worked, we are also 
interested in better understanding why contracting officers choose certain interagency solutions 
over others, or why they choose certain contract vehicles.  As such, there are two additional 
questions on the contracting officer’s survey for those awards made using Government-wide 
Acquisition Contracts (GWACs) and General Services Administration (GSA) Schedules.  
Surveying these customers will allow servicing agencies6 to compare satisfaction rates with 
different procurement services across government.  This information will be helpful as we 
implement category management and further leverage the buying power of the government while 
reducing the number of duplicative vehicles.  Simultaneous to this effort, GSA will begin 
surveying agency customers and vendors regarding their eBuy experience on select acquisitions, 
which will provide further information on the effectiveness of our acquisition solutions and 
processes. 
 
 Ensure that you check with your agency’s PRA officers to determine if any agency-
specific steps are required to collect information, including surveys, from government personnel.  
Additionally, agencies should determine any requirements based on existing labor management 
relationships and collective bargaining agreements prior to surveying employees. 
 
Implementation Timeline and Considerations 
 
 Agencies should immediately begin identifying the acquisitions for which they plan to 
use these surveys, and work with their PRA officer to determine what steps, if any, need to be 
taken.  To help agencies jumpstart their implementation, within one month of the date of this 
memorandum, agencies must identify at least the two of their largest contracts or orders for 
complex IT development, systems, or services awarded within the past six months and conduct 
the external survey and two internal surveys retroactively for each of these awards.7 
 
 Agencies must then provide OFPP with an aggregate-level summary of data from these 
initial retroactive surveys by July 2015 or within one month of the surveys’ issuance if non-
generic PRA clearance is needed.  Later data collections of internal survey efforts will be 
directed by OFPP and may supplement customer satisfaction data collected through the 
President’s Management Agenda Benchmarking Initiative, informing decisions as agencies 
identify areas of focus and develop plans to address key findings.8  Moving forward, we expect  


6 e.g., Department of the Interior (DOI), Health and Human Services (HHS), National Aeronautics and Space 
Administration (NASA), General Services Administration (GSA), and others. 
7 If non-fast track PRA approval is needed, agencies must take action within one month after the date of approval. 
8 Benchmarking data is available to MAX account holders at http://benchmarks.gsa.gov/. 
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to further align these initiatives to make the best use of this data.  OFPP welcomes feedback and 
will revisit thresholds and implementation issues as we receive agency input. 
 
 Agencies should strive to use common tools to gather information.  The survey is 
relatively simple and can be administered using free or low-cost commercially available tools or 
even e-mail.  A list containing various free survey tools which have “federal friendly” Terms of 
Use is available at http://www.digitalgov.gov/resources/negotiated-terms-of-service-agreements/.  
Agencies can easily set up a survey using one of these tools, or implement their survey using 
their existing tools and methods.  There is no need to develop additional systems for 
implementation at this time. 
 
 This initiative is not intended to replace any general agency customer satisfaction 
surveys, but to promote the use of transactional data to better target opportunities for 
improvement.  Agencies may add questions to the surveys to meet their specific needs, but shall 
retain the core set of questions for each of the surveys.  However, agencies should be aware of 
survey fatigue and seek to consolidate and reduce the number of queries where possible.   
 
Using the Feedback 
 
 The results of agencies’ external and internal surveys shall be submitted to the agencies’ 
Chief Acquisition Officer, Senior Procurement Executive, vendor engagement official, and other 
appropriate agency leaders in order to strengthen their acquisition practices.  Additionally, 
agencies will be asked to submit aggregate response data, so that OMB can improve any 
potential future surveys.  Agencies should use their responses to identify best practices and any 
subject areas in need of improvement, not to evaluate individuals or make programmatic 
changes.   
 
 Feedback collected under this initiative should be used to complement agencies’ regular 
post-award program management activities and performance assessments, such as those required 
by Federal Acquisition Regulation (FAR) 42.15 to evaluate contractor performance, to identify 
planning and engagement practices that lead to better program results. 
 
  Through this effort we hope agencies will have better, more actionable data that will help 
them improve the efficiency and effectiveness of the acquisition process so that we can partner 
with the best and most innovative companies and reduce the cost of the process for all 
stakeholders.  As we gain experience with this feedback effort, we will reevaluate the questions, 
focus areas, and survey thresholds after the initial results are received in order to continuously 
improve our customer feedback efforts.  In order to coordinate efforts and share information, 
each of the 24 CFO Act agencies is asked to send Porter Glock, pglock@omb.eop.gov, a point-
of-contact for survey implementation by April 1st.  
 
 Thank you for your attention to this important initiative to help us improve the 
acquisition process.
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Attachment A – “Rate the Agency” Survey 


 
Pre-Award & Debriefing Satisfaction Survey 


 
Your firm submitted an offer for Solicitation No. _____ from procurement office ___________.  
 
Please provide us with your feedback on the acquisition process.  Your answers will help us 
assess our performance and identify our strengths and weaknesses.  The survey should take no 
more than 10 minutes to complete.  The survey will be issued after any and all debriefings 
have been conducted and therefore cannot impact the award decision in any way.  The 
results from the survey will not be published or made publicly available. 
 
Please submit your response within the next thirty days to: [insert agency contact information 
here]. 
 
Please rate your level of satisfaction on a scale of 1 to 5, with 5 being “Very Satisfied” and 1 
being “Very Dissatisfied” 
 


 Very 
Satisfied  Very 


Dissatisfied  


Requirements Development Process - How satisfied were you: 
1. With the agency’s vendor engagement methods 


(e.g., RFIs, draft RFP, pre-award conferences) in 
fostering early communication and exchange 
before receipt of proposals? 


5 4 3 2 1 N/A 


2. That the exchange offered by any industry day(s) 
offered valuable information that improved your 
understanding of the agency’s requirements? 


5 4 3 2 1 N/A 


3. With the agency’s understanding of your firm’s 
marketplace? 5 4 3 2 1 N/A 


4. With the clarity of the final requirements? 5 4 3 2 1 N/A 


Solicitation Phase - How satisfied were you: 
5. That the agency kept vendors informed about any 


delays in the solicitation process (considering 
both the initial release and any subsequent 
delays)? 


5 4 3 2 1 N/A 


6. That the solicitation included clear proposal 
submission instructions that sufficiently guided 
offerors or respondents in preparing proposals or 
responses to requests for information? 


5 4 3 2 1 N/A 


7. That the government chose an appropriate 
contract type? 5 4 3 2 1 N/A 


8. That the government chose an appropriate source 
selection methodology? 5 4 3 2 1 N/A 


 







9. That the agency answered questions regarding the 
solicitation in such a way that it helped you to 
prepare the proposal? 


5 4 3 2 1 N/A 


10. With the opportunity to propose unique and 
innovative solutions (i.e., the solicitation 
promoted innovation)? 


5 4 3 2 1 N/A 


11. With the clarity of the solicitation’s evaluation 
criteria? 


5 4 3 2 1 N/A 


12. With the amount of time the agency gave to 
submit a proposal? 5 4 3 2 1 N/A 


13. That the solicitation’s evaluation criteria allowed 
for the best selection among competing 
proposals? 


5 4 3 2 1 N/A 


Award Execution and Debriefings- How satisfied were you: 
14. With the agency’s resolution of issues/concerns 


related to the contracting process? 
5 4 3 2 1 N/A 


15. With the robustness of the agency’s debriefing 
(i.e., it allowed you to understand how to improve 
on similar efforts in the future)? 


5 4 3 2 1 
N/A 


16. How satisfied were you with your overall 
experience on this acquisition? 


5 4 3 2 1 N/A 


17. Please provide any additional comments:  
 
 
 


18. Are you a small business? Yes No 
 
[Insert agency PRA notice here.] 
  


 







Attachment B – Evaluation of the Contracting Operation  
 


 
As you recently worked with the _______ procurement office on solicitation #____________ in 
making an award, please evaluate your experience. 
 
Please rate your level of satisfaction on a scale of 1 to 5, with 5 being “Very Satisfied” and 1 
being “Very Dissatisfied” 


 Very 
Satisfied  Very 


Dissatisfied  


Planning - How satisfied were you: 
1. With the acquisition milestone schedule? 5 4 3 2 1 N/A 
2. With the procurement office’s ability to keep you 


informed of any changes to the acquisition 
milestone schedule? 


5 4 3 2 1 N/A 


3. With the procurement office’s assistance in the 
Acquisition Plan process, which allowed you to 
better understand and participate in the 
procurement? 


5 4 3 2 1 N/A 


4. With the procurement office’s engagement with 
industry early in the acquisition process? 5 4 3 2 1 N/A 


Communication - How satisfied were you: 
5. With the procurement office’s responsiveness to 


your questions (communicating in a clear, 
courteous, timely, and professional manner)? 


5 4 3 2 1 N/A 


6. With the procurement office’s effectiveness in 
resolving any issues or delays encountered during 
the acquisition process? 


5 4 3 2 1 N/A 


7. With your understanding on how - and to whom – 
you should elevate problems for resolution? 5 4 3 2 1 N/A 


8. With early communications describing the roles 
and responsibilities of the procurement office and 
of your office (program office)? 


5 4 3 2 1 N/A 


9. How satisfied were you with the overall 
support provided by the procurement office in 
the acquisition process? 


5 4 3 2 1 N/A 


10. Please provide any additional comments:  
 


 
11. Were you part of an IPT (Integrated Procurement 


Team)? Yes No 


Reminder: After one year, or completion of performance, work with your Contracting Officer (CO) to evaluate 
the contract awardee’s performance in CPARS 


 







Attachment C – Evaluation of the Program Office’s Participation in the Procurement  
 
As you recently worked with ________ program office on solicitation #____________, please 
evaluate your experience. 
 
Please rate your level of satisfaction on a scale of 1 to 5, with 5 being “Very Satisfied” and 1 
being “Very Dissatisfied” 


 Very 
Satisfied  Very 


Dissatisfied N/A 


Planning - How satisfied were you: 
1. That the program office conducted meaningful 


market research? 5 4 3 2 1 N/A 


2. With the program office’s ability to provide any 
necessary documents allowing for the timely 
completion of the acquisition package? 


5 4 3 2 1 N/A 


3. That the program office allotted adequate time for 
a successful procurement? 5 4 3 2 1 N/A 


4. That the program office allotted adequate 
resources to allow for a successful procurement? 5 4 3 2 1 N/A 


Communication - How satisfied were you: 
5. With the clarity and effectiveness of the program 


office’s communication of their needs and time 
constraints? 


5 4 3 2 1 N/A 


6. With the program office’s responsiveness to your 
questions (communicating in a clear, courteous, 
timely, and professional manner)? 


5 4 3 2 1 N/A 


7. With my understanding on how - and to whom – 
you should elevate problems for resolution in the 
program office? 


5 4 3 2 1 N/A 


8. With the program office’s technical expertise in 
evaluating proposals? 5 4 3 2 1 N/A 


9. How satisfied were you with the overall 
support provided by the program office in the 
acquisition process? 


5 4 3 2 1 N/A 


10. Please provide any additional comments:  


Reminder: After one year, or completion of performance, work with your Contracting Officer’s Representative 
(COR) to evaluate the contract awardee’s performance in CPARS. 


 


For awards made using Government-wide 
Acquisition Contracts (GWACs) or GSA Schedules 


Very 
Satisfied  Very 


Dissatisfied N/A 


1. Please rate your overall satisfaction with the 
contract vehicle based upon the outcomes you 
have experienced so far 


5 4 3 2 1 N/A 


 







2. Which of the following criteria played a role in 
your selection of this contract vehicle (check all 
that apply): 


� Saves Time 
� Flexibility 
� Ease of Use 
� Familiarity 


� Vendor Access 
� Ability to meet small business goals 
� Ability to meet sustainability goals 


� Complies with agency policy 
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Spring is finally here - hooray! Nature 
shows us that spring is the perfect time 
for new developments. The theme of “new 
developments” is no different here at FAI. 
Two key activities have recently launched, 
and both focus on encouraging our acqui-
sition workforce to identify, evaluate, and 
try new processes and practices.
First, the December 4, 2014 Office of Man-
agement and Budget (OMB) memo, Trans-
forming the Marketplace: Simplifying 
Federal Procurement to Improve Perfor-


mance, Drive Innovation, and Increase Savings, identifies a number 
of new government-wide collaborative developments to improve effi-
ciency, reduce red-tape, and provide greater benefit for taxpayer dol-
lars. Acquisition leaders must promote an environment that inspires and 
welcomes innovation. As a team sharing the same vision, and through 
mutual support, respect, and trust, we have this great opportunity to 
build and transform into a more innovative, effective, and efficient gov-
ernment.
Secondly, the FAI team is once again focusing on the future of the acqui-
sition workforce through our strategic planning process. Part of this pro-
cess includes identifying enterprise-wide FY16 initiatives, and imagining 
what the Federal acquisition workforce will look like in 2020 and beyond. 


We are sharpening our vision to “drive positive change in 
acquisition workforce culture, practices, and capabilities”. 
Our acquisition workforce is highly educated, eager to 
learn, and dedicated to public service. As a result, it’s our 
responsibility to provide them with the training, tools, and 
incentives they require to be successful.
Here at FAI, we must become more agile in everything we 
do in order to best serve you. We can no longer retain our 
younger acquisition workforce members and keep them 
engaged with cumbersome processes, old technologies, 
and unchanged leadership practices. To deliver on these 
demands, we are providing mobile technology, deploy-
ing bursts of information (“Knowledge Nuggets”), devel-
oping and testing simulations (“Interactive Challenges”), 
and evaluating more opportunities to leverage and infuse 
informal social learning. These new developments are 
only the beginning of the many changes necessary to bet-
ter align and support the requirements and vision out-
lined in the December 4th OMB memo.



http://www.fai.gov/drupal/sites/default/files/2014-12-4-OFPP-Memo-Transforming-Marketplace.pdf

http://www.fai.gov/drupal/sites/default/files/2014-12-4-OFPP-Memo-Transforming-Marketplace.pdf

http://www.fai.gov/drupal/sites/default/files/2014-12-4-OFPP-Memo-Transforming-Marketplace.pdf

http://www.fai.gov/drupal/sites/default/files/2014-12-4-OFPP-Memo-Transforming-Marketplace.pdf
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FAITAS Wins Harvard Ash Center 
Bright Ideas Award!


Acquisition.gov Gets a 
Makeover!


For more than 20 years, the Innovations in Ameri-
can Government Awards Program, through the Ash 
Center for Democratic Governance and Innova-
tion at Harvard University’s John F. Kennedy School 
of Government, has recognized the very best inno-
vations in American government and has brought 
national attention to these practices and promoted 
their widespread dissemination. In order to shine a 
light on these government programs and practices, 
in 2010, the Innovations Program launched a recog-
nition initiative called “Bright Ideas” so that govern-
ment leaders, public servants, and other individuals 


can learn about these efforts and adopt those initiatives that can work in their 
own communities. Beginning with these Bright Ideas, the Innovations Program 
has created an open collection of innovations that serve as the foundation of 
an online community where innovative ideas can be proposed, shared, and dis-
seminated.
In 2015, the Ash Center recognized 124 Bright Ideas, including FAI’s FAITAS. 
FAITAS received recognition as an “avenue for all civilian acquisition workforce 
members to register for training, track their certifications and manage their 
careers from anywhere in the world.” Congratulations to the FAITAS Team and 
the Federal Acquisition Community that have made FAITAS a government-wide 
success story! 


Acquisition.gov is home to the Federal Acquisition Regulation (FAR) and serves 
as a central portal for federal agencies’ FAR supplements.
On April 9, 2015, GSA launched a revamped www.Acquisition.gov, featuring an 
interactive design that’s more clearly organized and easily navigable. 
Here are a few things you can do on the new site:
     1. View the Federal Alert Notice (FAN), a summary of proposed, 
         interim, and final rules. 
     2. Filter your FAR search results by document type, such as Part, 
         Subpart, or Form.
     3. Access previous versions of the FAR by searching FAC Number 
         or Effective Date.
Take a moment to visit the revamped Acquisition.gov and share your thoughts 
via the Contact Us link.



http://www.innovations.harvard.edu/

http://www.innovations.harvard.edu/

http://www.innovations.harvard.edu/

http://www.innovations.harvard.edu/awards-programs/bright-ideas

http://www.ash.harvard.edu/Home/Programs/Innovations-in-Government/Awards/2015-Bright-Ideas

http://www.Acquisition.gov
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2015 CAOC Acquisition Excellence Award Winners 


Photos from Acquisition 
Excellence 2014


Team Award for Program Management
Global Pharmaceutical Prime Vendor Team, 
Defense Logistics Agency Troop Support Medical 
Office, Department of Defense
The Defense Logistics Agency (DLA) Global Pharma-
ceutical Prime Vendor Team expertly and profes-
sionally programmed and managed the award of a 
$26 billion, 10-year requirements contract for phar-
maceutical supply support that reduces the cost of 
Department of Defense (DOD) pharmaceutical pur-
chases by $1.8 billion over the life of the contract. 
The Global Team not only achieved an extraordi-
nary price, it also added new DOD-unique support 
capabilities to the contract, which supports DOD’s 
mission across the globe.


Individual Award for Program Management
Anna M. Garcia, Department of State


In 2014, Ms. Garcia quickly identified and contracted 
with a small business with biocontainment capability to 
be used in medically evacuating U.S. citizens exposed to 
or infected with the Ebola virus in West Africa. Ms. Gar-
cia expertly managed the contract and showed the value 
of Contracting Officers in strategic problem solving and 
in leading their organizations through complex logistical 
challenges.


Thank you to all who submitted nominations for this 
year’s awards! Visit the Acquisition Award Program 
Award Winners page on FAI.gov to learn more about the 
CAOC Awards and previous winners.


Small Business Excellence Team 
Award for Effective Collaboration
Office of Small Business Programs, U.S.       
Special Operations Command, Department 
of Defense 
The Office of Small Business Programs (OSBP) 
at the U.S. Special Operations Command 
(USSOCOM) has successfully influenced the 
contracting and program management staff to 
adjust their acquisition strategies to allow for 
two high-dollar acquisitions that were previ-
ously performed by large businesses to be set 
aside entirely for small business. Actions such 
as this have allowed USSOCOM to surpass its 
small business contracting goals and achieve 
the highest percentage of small business 
awards in Command history.


Team Members: Jayne Bailie (left), Paul Vasquez 
(right), Patricia Kniffin (not shown), and        


Stephanie Fuss (not shown)
Presenter: Anne Rung (center)


Team Members: Christopher Harrington and 
Angela Mitchell


Award Winner: Anna M. Garcia (right)              
Presenter: Anne Rung (left)



http://www.fai.gov/drupal/resources/acquisition-award-program-award-winners

http://www.fai.gov/drupal/resources/acquisition-award-program-award-winners
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FEDERAL ACQUISITION CERTIFICATIONS
FAC-C (Legacy) Certification Program Ends on September 30, 2015
When the Office of Federal Procurement Policy (OFPP) issued the mem-
orandum on Revisions to the Federal Acquisition Certification in 
Contracting (FAC-C) on May 7, 2014, they established a new FAC-C cer-
tification program currently referred to as FAC-C (Refresh).  In the memo-
randum, OFPP established a sunset provision for the previous FAC-C cer-
tification program currently referred to as FAC-C (Legacy), of September 
30, 2015. Until September 30, 2015, the OFPP memo allows the two FAC-C 
certification programs to run concurrently, i.e. the FAC-C (Legacy) and the 
FAC-C (Refresh).
As of September 30, 2015, the FAC-C (Legacy) certification program will 
be retired, and no FAC-C certifications under the Legacy program may be 
awarded after this date.  All federal agencies must use the FAC-C (Refresh) 
certification standards.


Currently Working on FAC-C (Legacy) Certification?
If you are currently working on FAC-C (Legacy) certification, for any level, 
you must complete all the FAC-C (Legacy) requirements by September 30, 
2015, in accordance with any agency-required lead times for certification 
requests. If certification requirements for the FAC-C (Legacy) level you 
are working on are not met by September 30, 2015, you will be required 
to use the training requirements in the FAC-C (Refresh) program.
Further, the following FAC-C (Legacy) courses cannot be used in the FAC-C 
(Refresh) program: CON 110, CON 111, CON 112, FCN 110, FCN 111, FCN 
112, CON 120, CON 215, CON 217 and CON 218.


Planning to Take FAC-C (Refresh) Courses?
Be Aware: Because of FAC-C (Refresh) course prerequisites, taking FAC-C 
(Refresh) courses may require that you take additional courses at the 
FAC-C (Refresh) Level I, even if you are already Level I certified under 
FAC-C (Legacy).


Questions About FAC-C (Legacy) and/or FAC-C (Refresh)?
If you have questions about FAC-C (Legacy) and/or FAC-C (Refresh), additional 
information can be found from the following sources:
     • OFPP Flash: FAC-C (Refresh) Video in the FAI.gov Media Library
     • FAC-C page of FAI.gov
     • Your Agency’s Acquisition Career Manager (ACM)


OFPP Flash: FAC-C (Refresh) Video
Joanie Newhart, OFPP



https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/revisions-to-federal-acquisition-certification-in-contracting.pdf

https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/revisions-to-federal-acquisition-certification-in-contracting.pdf

http://www.fai.gov/media_library/items/show/17

http://www.fai.gov/drupal/certification/contracting-fac-c

https://www.fai.gov/drupal/humancapital/acquisition-career-manager-acm
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FEDERAL ACQUISITION CERTIFICATIONS
FAC-C (Refresh) Level III Elective Requirements and 
New Continuous Learning Opportunities
FAC-C (Refresh) Level III Elective 
Requirements
The following is a clarification of the May 7, 2014 
policy memo concerning the FAC-C Level III elec-
tive requirement. The memo offers seven options 
for you to select from in order to satisfy the Level 
III elective component. Workforce members are 
required to complete one of the following seven 
electives options for FAC-C (Refresh) Level III:
     1. ACQ 265: Mission-Focused Services 
         Acquisition
     2. ACQ 315: Understanding Industry (Business 
         Acumen)
     3. ACQ 370: Acquisition Law
     4. CON 244: Construction Contracting
     5. CON 252: Fundamentals of Cost Accounting 
         Standards
     6. CON 370: Advanced Contract Pricing
     7. 32 Hours of Electives
As you can see, the policy allows an individual to take 
32 hours of electives of their own choosing instead 
of one of the six suggested courses. If the 32 hours of 
electives option is chosen, the electives may be one 
course or a series of courses. Each course should be 
at least eight hours in length and can be classroom, 
online, or a combination. Topics must be related to 


the individual’s job and may include contracting, IT, 
program/project management, appropriations law, 
construction contracting, etc. In other words, the 
course should help a person in their day-to-day job. 


New Continuous Learning 
Opportunities for FAC-C Level III 
Workforce
The new FAC-C (Refresh) program provides contract-
ing professionals who already have their Level III 
certification some new opportunities for continuous 
learning. 
The FAC-C (Refresh) program launched several new 
contracting courses, including CON 170, CON 270, 
CON 280, and CON 290. While these courses are 
integral to the new certification program, they are 
also good options for those of us who are already 
certified and looking for new continuous learning 
opportunities.   
     • CON 170 and CON 270 are the new 
        introductory and intermediate level cost 
        and pricing courses. Each is a two-week 
        classroom based course.
     • CON 280 and CON 290 focus on pre-award 
        and services (CON 280) and post-award and 
        production (CON 290). Each is a two-week 
        classroom-based course.


It is important to note that each of these new 
courses has a specific set of prerequisites, even 
for those of us that are already certified. This is 
because the training required for the new FAC-C 
(Refresh) program focuses on areas that need 
strengthening and were either not covered or 
not covered in enough depth to meet the chal-
lenges facing today’s contracting professional.  
If you’re interested in taking one of these new 
classes, be sure to check out the FAC-C (Refresh) 
prerequisites on the FAI.gov FAC-C (Refresh) 
Prerequisites page.



http://www.fai.gov/drupal/certification/fac-c-refresh-prerequisites

http://www.fai.gov/drupal/certification/fac-c-refresh-prerequisites
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FEDERAL ACQUISITION CERTIFICATIONS
Year in Review:
FAC-P/PM-Information Technology Core-Plus Certification
March 31, 2015 marked the one year anniversary of the effective date for agency 
implementation of the Revisions to the Federal Acquisition Certification for Pro-
gram and Project Managers (FAC-P/PM) memorandum, signed by the Office of 
Federal Procurement Policy (OFPP) on December 16, 2013. The revised policy, which 
took effect March 31, 2014, rolled out key changes in how Federal P/PMs get and 
stay certified. The revised policy roll-out also launched a revised core competency 
model and one new competency model for the policy’s first core-plus specialty 
certification for those P/PMs managing information technology (IT) projects and 
programs (FAC-P/PM-IT).
For the most part, the core provisions of the policy governing certification have 
become operational by the Federal sector, and major training providers have 
revised their P/PM courseware to the core competency model. However, one of the 
most prolific changes of the revised policy are the standards and competencies of 
the FAC-P/PM-IT. Strangely, one year into policy implementation, Federal agencies 
and industry training providers continue to move slowly with the unique demands 
of this certification program. So, with one year of learning curve under the bridge, 
what is the “state-of-the-union” of 
FAC-P/PM-IT?


Quick Recap of 
FAC-P/PM-IT
Before answering this question, 
let’s review the basic tenets of the 
FAC-P/PM-IT specialty certification 
to establish a common point of 
departure of where we are today, 
one year after its debut.


Purpose
The intent behind core-plus specialty certification is to establish addi-
tional training, experience, and continuous learning requirements for 
FAC-P/PM certified professionals who manage specific investments 
involving specialized knowledge, skills, and abilities. Attaining the spe-
cialty certification is not mandatory for all P/PMs, however, it must be 
held by P/PMs assigned to those types of specialty investments (in this 
case – IT investments) determined to be major acquisition programs.
Requirements
A P/PM heading up a major IT acquisition must be senior level core 
FAC-P/PM certified, plus hold the FAC-P/PM-IT core-plus specialty cer-
tification. Other P/PMs leading IT projects that support, or have key 
integration functions with other major acquisitions shall be at least 
mid-level certified and also hold the FAC-P/PM-IT specialty certifica-
tion. In order to qualify and apply for the IT specialty certification, the 
applicant must:
     1. Be mid- or senior-level FAC-P/PM certified,
     2. Complete specific training, education, or other relevant 
         certifications that align with the performance outcomes (or 
         document the outcomes through fulfillment) in the 
         new FAC-P/PM-IT competency model, and
     3. Have at least two years of experience supporting IT projects or 
         programs. 
To maintain the IT specialty certification, at least 20 of the required 80 
Continuous Learning Points (CLPs) must be dedicated to continuous 
learning in topics closely associated with the IT PM specialty.



https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/fac-ppm-revised-dec-2013.pdf

https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/fac-ppm-revised-dec-2013.pdf

http://www.fai.gov/drupal/sites/default/files/PPM Comp Model Final v21 26Sep13.pdf

http://www.fai.gov/drupal/sites/default/files/PPM Comp Model Final v21 26Sep13.pdf

http://www.fai.gov/drupal/sites/default/files/FAC-PPM-IT Comp Final v24_26Sep13.pdf

http://www.fai.gov/drupal/sites/default/files/FAC-PPM-IT Comp Final v24_26Sep13.pdf

http://www.fai.gov/drupal/sites/default/files/FAC-PPM-IT Comp Final v24_26Sep13.pdf
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FEDERAL ACQUISITION CERTIFICATIONS
Year in Review:
FAC-P/PM-Information Technology Core-Plus Certification (Cont’d)
FAC-P/PM-IT Gets a Slow Start
The overriding challenge to bring the FAC-P/PM-IT specialty certification up to 
the more mature, operational level of the core FAC-P/PM program has been the 
unexpected lag time for industry training providers to develop and offer train-
ing that aligns to the specialty competency model. Since it is difficult for the gov-
ernment to forecast how many P/PMs need or will potentially need the FAC-P/
PM-IT specialty certification, industry training providers have been cautious to 
dedicate costly resources and infrastructure toward IT PM courseware devel-
opment. For our industry providers, the uncertainty in how many students will 
require this training in the next 4 years makes for a tough business decision 
when venturing into a rapid and costly development cycle.
Another challenge that has slowed the progress of implementing FAC-P/PM-IT is 
the technical and rapidly evolving knowledge, skills, and abilities (KSA) involved 
with managing IT projects. The FAC-P/PM-IT competency model addresses 
these KSAs with two sets of performance outcomes:
    1 . Technical: There are 15 technical performance outcomes that are unique 
         to what’s expected of P/PMs managing IT projects and programs. 
    2. Core-Plus: There are 18 core-plus performance outcomes that are main
         stream KSA’s from the core FAC-P/PM competency model, which possess 
         an additional IT focus or emphasis.
It should be noted when the P/PM Functional Advisory Board (FAB) researched 
and assembled the FAC-P/PM-IT core-plus specialty competency model for 
OFPP approval, the 33 total performance outcomes represented what the FAB 
considered to be the minimal KSA’s for IT PMs to be successful in this complex 
domain. It’s a very “lean” competency model, so to speak.


FAI Assists in Accelerating FAC-P/PM-IT Roll-Out
Developing training that addresses the core-plus outcomes involves less 
instructional design effort than the technical outcomes. However, training 
that addresses the technical outcomes has proven to be a more challenging 
endeavor. In an effort to assist industry training providers in crafting training 
for the technical outcomes, FAI outsourced the development of learning objec-
tives addressing these technical outcomes and posted them on FAI.gov. Since 
then, P/PM training providers have accelerated their development efforts, and 
several have forecasted complete training solutions for all 33 performance out-
comes by the end of this year’s third quarter. A few providers have courseware 
addressing the 18 core-plus outcomes, with two of these providers already 
FAI-verified. 
In the meantime, FAI reminds agencies with workforce members who need 
the FAC-P/PM-IT certification to also consider “other-than-training” options for 
meeting the certification training requirements, including IT-related academic 
degrees, other relevant certification programs such as the IT Infrastructure 
Library (ITIL) certifications, and using fulfillment to document mastery of the 
performance outcomes through on the job experience. 


Positive Outlook Remains for FAC-P/PM-IT 
With this first difficult year behind the roll-out of the FAC-P/PM-IT specialty 
certification program, the second and coming years look to be very exciting. 
Stay in touch with FAI.gov and your Acquisition Career Manager (ACM) com-
munication channels for the latest developments in making the FAC-P/PM-IT 
specialty certification successful and fully operational across the Federal sec-
tor.


Do you meet the requirements for the FAC-PPM-IT specialty certification? Log on to FAITAS and submit your application with all the supporting documentation.



http://www.fai.gov/drupal/sites/default/files/FAC-PPM-IT Comp Final v24_26Sep13.pdf

http://www.fai.gov/drupal/

https://www.fai.gov/drupal/humancapital/acquisition-career-manager-acm

https://www.atrrs.army.mil/faitas/
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What’s Been Done?
FAI kicked off 2015 with a pair of exciting Acquisition Seminars – “The Next 
Generation of GSA’s Federal Strategic Sourcing Solution for Office Sup-
plies” and “Equal Employment Opportunity Responsibilities of Federal 
Procurement Officers: An Update.” If you were not one of the nearly 2,500 
live viewers that tuned in for these, or if you would like to watch one of them 
again, you can access both of the recordings in the FAI.Gov Media Library.
January 21, 2015: The Next Generation of GSA’s Federal Strategic Sourcing 
Solution for Office Supplies
In 2012, FAI teamed up with GSA to deliver an Acquisition Seminar that included 
a tutorial of GSA’s Federal Strategic Sourcing Initiative for Office Supplies Sec-
ond Generation (FSSI OS2). Nearly 1,700 viewers attended that Acquisition 
Seminar which ignited interest across the acquisition community. FSSI OS2 
resulted in more than $370 million in direct and indirect savings from 2010 
through 2014. Upon launch of FSSI for Office Supplies Third Generation (FSSI 
OS3), FAI jumped on the opportunity to once again partner with GSA to edu-
cate viewers on the next generation of office supply strategic sourcing. GSA 
FSSI OS3 expert, Robert Anderson, showed viewers how to use the OS3 solu-


tion to maximum benefit, order supplies 
through the OS3 Purchase Channel, and 
use GSA Advantage! and DoD EMALL. 
In addition to viewing the recording in 
the FAI.Gov Media Library, check out 
the OS3 information and how-to docu-
ments in the FAI.Gov Resources tab, 
including the Step-by-Step Purchasing 
Guide for OS3 on GSA Advantage! and 
FAQs for the OS3 solution. FSSI OS3 Acquisition Seminar


Robert Anderson, GSA


EEO Responsibilities Acquisition Seminar
Herman Narcho and Melissa Speer, OFCCP 


February 18, 2015: Equal Employment 
Opportunity (EEO) Responsibilities of Fed-
eral Procurement Officers: An Update
In February, FAI partnered with subject 
matter experts from the Office of Federal 
Contract Compliance Programs (OFCCP), 
U.S. Department of Labor, to broadcast an 
Acquisition Seminar on recent changes to 
EEO requirements that apply to government 
acquisitions. These updates include changes 
to requirements related to the Vietnam Era Veterans’ Readjustment Assistance Act 
of 1974 (VEVRAA), Section 503 of the Rehabilitation Act of 1973, and the recently 
issued Executive Order 13672, prohibiting discrimination on the bases of sexual 
orientation and gender identity. Check out the recording of this webcast in the 
FAI.Gov Media Library to ensure you understand your EEO responsibilities as an 
acquisition workforce member!


What You Don’t Want to Miss!
It’s not too late to register and attend the next Acquisition Seminar, “Agile Acqui-
sitions 101: The Means Behind the Magic.” Agile Acquisitions 101 will broad-
cast live on Wednesday, April 22nd at 1:00pm EDT. During this seminar, you will 
learn what Agile is and why new procurement methods and strategies are needed 
to implement it. This seminar will feature examples where Agile acquisition has 
been successfully implemented in the Federal Government. The lessons learned, 
success stories, and the opportunity to question the trailblazers themselves will 
provide those in attendance a great foundation. If you haven’t registered for this 
great, free webcast in FAITAS yet, don’t delay! You will receive two continuous 
learning points (CLPs) for viewing, but advanced registration is required to earn 
CLPs!


2015 Acquisition Seminars: 
What’s Been Done and What You Don’t Want to Miss!
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FAI is pleased to announce that the first Knowledge Nugget, “What is a 
PM?” has been posted to the FAI.gov Media Library!
In an environment tight on time and a demand for “just in time information,” 
FAI’s Knowledge Nuggets video series offers acquisition workforce mem-
bers a quick way to learn about new concepts or hot topics. The Knowledge 
Nuggets are designed to answer a few fundamental questions, explain the 
basics of the subject, and inform the viewer on the importance of the topic. 
While Knowledge Nuggets are less than 5 minutes in length, each video 
encourages viewers to learn more and offers additional training resources 
to better educate the workforce member. 
To view the first Knowledge Nugget, please go to the FAI.gov Media Library, 
and be sure to check back often for future videos!


The Knowledge Nuggets are Here!
Upcoming Topics
Several topics for future Knowledge Nuggets have already been approved and a 
number of other subjects are under construction. Keep your eye out for videos 
on the topics below!
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Draft FAI FY 2016 Training Matrix
FAI is pleased to release its draft training matrix for FY 2016. Working closely with agency Acquisition Career Managers (ACMs) and industry training providers, 
FAI was able to develop the Draft FY 2016 Class Schedule Matrix presented below. To supplement agency training requirements, FAI will be concentrating its 
classroom offerings in Washington, DC, Atlanta, GA, Denver, CO, and Philadelphia, PA.
In addition to the offerings listed in the matrix below, many FY 2015 offerings have been rescheduled for FY 2016 due to a low number of registrants. Please note, 
FY 2015 courses to be offered in FY 2016 are not included in the matrix.
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FAI Launches Two New Distance Learning Courses!  
FAI recently launched two new distance learning courses: FCN 101: Contracting Basics; and FAR 100: Introduction to the Federal Acquisition Regulation (FAR). 
While both courses are primarily intended for new acquisition workforce members, they may be used to earn Continuous Learning Points (CLPs). Learn more 
about these courses below and on the FAI.gov Find and Register for Courses page. You can register for one, or both, of the new courses, through FAITAS 
today!
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The Office of Government-wide Policy’s Federal Transportation and 
Logistics Management eLearning website was introduced in FAI News-
letter Spring and Fall 2014, and Winter 2015 editions. These articles 
presented an overview of the Federal Transportation Officer program 
and introduced the Basic (Level 1) and Intermediate (Level 2) Federal 
Transportation Officer courses.  This article provides information on the 
Advanced (Level 3) Federal Transportation Officer course. 
One important concept taught in our training is that Federal agencies can 
procure transportation and traffic management services using either (1) 
a Contract or (2) a Tender of Service.
The Office of Government-wide Policy (OGP) Transportation and Mail 
Policy Division is leading the government effort Transportation Data Ini-
tiative through regulation (Proposed Rule 79 FR 41667, FMR 41 CFR 102-
117 Transportation Management, Subpart K – Transportation Report-
ing) with collaboration with Federal Acquisition Service (FAS) Center for 
Transportation Management and Transportation Audits Division.  We 
want to include the acquisition community as a partner in this collabora-
tive effort.  
The Federal Transportation Officer eLearning program does not provide 
agency-specific information. It was created to provide a government-
wide standard of federal transportation knowledge. This site offers 
online training in transportation, traffic management, and logistics man-
agement at no cost to agencies. Completion of the courses is one way for 
you to fulfill your annual training needs.


Federal Transportation Officer Advanced (Level 3) Course
This course provides content-specific subject matter appropriate to the responsibili-
ties of a senior Transportation Officer with over 5 years of transportation experi-
ence.  The Advanced course is composed of 5 sessions and a final exam.  When you 
successfully complete all 5 sessions and the final exam, you will receive the Federal 
Transportation Officer Advanced Course (Level 3) certificate.
     • Session 1: Ownership and Title Transfer, Liability, and Insurance presents 
        information on the importance of the shipment ownership and title transfer, 
        factors involved with insurance, and discusses the Government Losses in 
        Shipment Fund. (4.0 CLPs)
     • Session 2: Transportation Analysis provides guidance on the use of key 
        performance indicators (KPIs) for effectively managing your organization’s 
        transportation operations. (2.5 CLPs)
     • Session 3: Financial Issues reviews obligations, and pre-payment and post-
        payment transportation audits. (3.5 CLPs)
     • Session 4: Managing the Agency Transportation Program provides guidance for 
        the transportation manager to improve efficiency and effectiveness of their 
        agency’s transportation program. (3.5 CLPs)
     • Session 5: Carrier Management and Rating highlights the factors that influence 
        availability, price, and performance in the marketplace. The focus will be the 
        information that transportation officers (TOs) need to determine eligibility and 
        compliance, and then outline a means of comparing carriers for selection and 
        continued use. (3.0 CLPs)


Federal Transportation Officer Training Program:
eLearning Level 3 Sessions
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For more information on the Federal Transportation and Logistics Management eLearning website, please contact Lois Mandell, Transportation Policy Director 
(202) 501-2735 or Lee Gregory, Deputy Policy Director, (202) 507-0871.
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New Acquisition Human Capital Planning Module Enables Data-Driven 
Decision Making
The Office of Federal Procurement Policy (OFPP) and FAI recently launched 
the Acquisition Human Capital Plan (AHCP) module in FAITAS. The transition 
to a FAITAS-based AHCP enables OFPP, FAI, and Agency acquisition leaders 
to immediately aggregate and analyze data to make better informed work-
force planning and management decisions. Agencies will have access to a 
variety of human capital-related metrics and programs via the AHCP Dash-
board, including Agency certification rates, dollar obligations, and a variety 
of other acquisition workforce metrics and ratios. 
The AHCP Dashboards are designed to support data-driven decision mak-
ing in the development of an efficient and effective Federal acquisition 
workforce. Government-wide and agency leaders will be able to utilize 
interactive graphics to compare their workforce to other CFO Act agencies 
across numerous variables. For example, Figure 1 compares the historical 
and projected FAC-C, FAC-COR, and/or FAC-P/PM populations across two 
agencies.
The AHCP Dashboards offer data visualizations pertaining to acquisition 
workforce ratios. Figure 2 demonstrates two such ratios: Dollar Obligations 
per 1102 employee and Contract Actions per 1102 employee. When display-
ing more sensitive data, the user’s agency will be represented by one color 
(i.e., orange in Figure 2) while the other CFO Act agencies will be repre-
sented by a different color (i.e., blue in Figure 2). Similar to the visualization 
presented in Figure 1, the acquisition workforce ratios will be interactive. 
For example, the data presented in Figure 2 can be sorted by Fiscal Year. 
In addition to acquisition workforce metrics, the AHCP module will allow 
users to evaluate human capital programs and initiatives across govern-
ment. This feature will enable agencies to learn from one another and 
share ideas around common activities to help improve the management 
and development of the acquisition workforce.


Figure 1


Figure 2
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New to the AHCP - FITARA
The 2015 Acquisition Human Capital Plan (AHCP) includes a section dedicated 
to the Federal Information Technology Acquisition Reform Act (FITARA) passed 
in December 2014. Congress crafted the FITARA legislation to improve how the 
Federal government acquires, implements, and manages information technol-
ogy (IT) investments through the expansion of training and use of IT acquisition 
cadres. The legislation affirms the importance of the AHCP process and requires 
CFO Act agencies to address how they are meeting human capital requirements 
to support the timely and effective acquisition of IT. Please contact your ACM if 
you have any questions related to FITARA and how it could impact you or your 
agency.
Be sure to check out the next edition of the FAI Newsletter which will feature 
some of the leading human capital programs aimed at improving the acquisition 
workforce across the government. 


Through the Department of Interior University (DOIU), the Acquisition Institute 
offers the Government-wide Acquisition Management Development Program 
(GAMDP). The GAMDP is a two-year competitive program designed to recruit, 
develop, and retain a group of diverse future leaders in the acquisition man-
agement field. The program is delivered under the Recent Graduates program, 
which is a component of the Office of Personnel Management’s (OPM) Pathways 
program. Recent college graduates are recruited as Contract Specialists (1102) at 
the GS-7/9 level, with promotion potential to the GS-12/13. 
Program participants are officially assigned to DOIU and participate in formal 
training, mentoring, and rotational assignments in sponsoring agencies. Upon 
successful completion of all program requirements, participants are perma-
nently placed at the sponsoring agency. For more information, please visit the 
DOIU Acquisition Institute website. 
DOIU is currently seeking agencies to become sponsors for this program. If your 
agency is interested in becoming a sponsor, please contact Theresa Spriggs, Pro-
gram Manager, by phone at (202) 208-6917 or by e-mail at Theresa_Spriggs@
ios.doi.gov.  


Congress Uses 2015 AHCP to 
Improve IT Acquisition


Management Development 
Program: Sponsor Agencies Needed!
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FAI.gov Goes Mobile! 
Do you need to request continuous learning points or sign up for training but 
you aren’t sure how to navigate your way through FAITAS? The User Guides 
located under the Help menu provide step-by-step instructions that will walk 
you through all the processes and tools available to you in FAITAS.


You may also want to check out the Frequently Asked Questions (FAQ) Library 
that contains answers to many of the frequently reported questions received 
from users. 
Please remember to log on to FAITAS to update your profile if there are any 
changes to your information, including a new supervisor or email change.


FAI is excited to announce the launch of the newly designed FAI.gov mobile web-
site in early Spring. Visitors will now have easier access to FAI.gov anywhere, at 
any time, across a wide range of devices. This new mobile version optimizes 
download speeds and will automatically detect the size of your device to provide 
a user-friendly website sized for those with smaller screens. The updated design 
makes it easier to read and navigate the website, eliminating the need to repeat-
edly scroll and resize pages on touchscreen devices. 
FAI wants to continue enhancing our mobile communication channel to better 
serve you. Check out the mobile site on your smartphone and tablet and let us 
know what you think on our Facebook page or send us a tweet at @FAIgov. 
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The Integrated Award Environment (IAE) is a Presi-
dential E-Government Initiative managed by GSA. 
Currently the IAE is composed of 10 federal tech-
nology systems that impact those who award, 
administer, or receive federal financial assistance 
(i.e., grants, loans), contracts, and intergovernmen-
tal transactions. These systems include the System 
for Award Management (SAM), Federal Business 
Opportunities (FBO), and the Catalog of Federal 
Domestic Assistance (CFDA), among others.
Tens of millions of people use IAE systems and 
services for various purposes, ranging from the 
acquisition of military equipment to the innovation 


of ground-breaking medical solutions. In FY14, the 
United States Government spent more than $1 tril-
lion on federal financial assistance and contracts via 
3.3 million transactions – Nearly all of these transac-
tions ran through or were reported in the IAE sys-
tems. 
The IAE Program Management Office (PMO) is 
responsible for supporting the large scope and mag-
nitude of IAE operations. It also is on a path forward 
to achieve the vision laid out by the Award Commit-
tee for E-Government (ACE): To integrate the individ-
ual systems into one strong, streamlined environ-
ment.
 “To improve the capability of our stakeholders to do 
business with and/or seek financial assistance from 
the U.S. government, we are trying to make the new 
environment as seamless and as intuitive as possi-
ble,” said IAE Director of Outreach and Stakeholder 
Management, Judith Zawatsky. “This gives us an 
unprecedented opportunity to enhance the way we 
work – to use Agile methodology to drive develop-
ment, be open and transparent with our stakehold-
ers, and demonstrate the highest level of customer 
service.” 
The IAE continues to improve its current opera-
tions while making significant strides to integrate 
its 10 systems into the new, singular environment. 
That includes embracing a new level of openness 


The Integrated Award Environment at GSA: 
On the Leading Edge of Change
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and transparency, as well as implementing Agile 
processes throughout the PMO. IAE currently is 
focused on designing and developing the Plat-
form-as-a-Service (PaaS) through which vendors 
eventually will be able to build business applica-
tions. Additionally, IAE is soliciting feedback on API 
development and usage through its new GitHub 
site called openIAE. Since opening its backend 
work on GitHub, IAE has received 58 distinct issue 
threads that are comments, suggestions, and bug 
fixes from a wide range of stakeholders. This feed-
back has resulted in a faster identification of issues 
and defects which has led to a higher quality prod-
uct and better documentation of the API. 
“This is an exciting time at IAE,” said Zawatsky. 
“There’s so much innovation and ground-break-
ing work going on here that it truly is inspiring to 
watch it all unfold. We’re confident that all of this 
progress will lead to a new dynamic and efficient 
award environment for the benefit of the US Gov-
ernment officials charged with procurement and 
federal awards.”
To learn more about IAE’s ongoing efforts or to 
find out how you can become part of the process 
through feedback, focus groups, and system test-
ing, please e-mail IAEOutreach@gsa.gov, visit the 
IAE page on GSA.gov, or subscribe to be a mem-
ber of the IAE Industry Community.
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FAI’s very own Lori Taylor (Operations Research Analyst) was among the 8,865 runners that competed in the 2015 Anthem Shamrock Half Marathon in Virginia 
Beach on March 22nd. The race is well-known among the running community as a great course with lots of fun, live entertainment along the 13.1-mile race route. 
Many runners sport very fashionable St. Patrick’s Day costumes and outfits, and Lori was no different - check out Lori’s race outfit in the pre- and post-race pictures 
below! Not only did Lori look great, but she ran great too – finishing the 13.1 miles in a personal best time of 1:58:56! Way to go Lori!


FAI’s Lori Taylor Sets Personal Record at Anthem Shamrock Half 
Marathon!
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Pre-Race
Lori and her running partner, Stacey, posing in their 


St. Patrick’s Day costumes as they prepare for the race.


Post-Race
After finishing the 13.1 miles in her best time, Lori takes a 


break to show-off her finisher’s medal.







Getting to Know Jean Horton, Acquisition Career Manager, 
U.S. Agency for International Development (USAID)


ACM IN THE SPOTLIGHT
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1. How long have you worked at the U.S. 
Agency for International Development 
(USAID)?
18 years.
2. Where were you before coming to USAID?
I worked as a commercial contracting professional 
and territorial manager for a manufacturer for 9 
years. After which, I worked for the Department of 
the Air Force, Boling Air Force Base and Andrews 
Air Force Base as a Contract Administrator and 
Contract Specialist for 7 years. 
3. Tell us about one of your biggest successes 
achieved by your team.


Serving as the Program Manager who established the Professional Development 
and Training Division (PDT) in USAID is one of my biggest successes. PDT is the 
first and only office in the USAID dedicated solely to the professional develop-
ment of the Agency’s entire Acquisition Workforce. We are a small talented ded-
icated team that supports the administration of the Federal Acquisition Certifi-
cation program and institutionalization of FAITAS, curriculum development and 
delivery of in-house training courses/templates, and management of a virtual 
mentoring program. We also collaborate with the Human Capital Training Man-
agement Division and recommend acquisition -elated curriculum for the Agen-
cy’s Contracting and Assistance Officer Representatives (COR/AOR) certification 
training program. PDT’s mission is to provide leadership that enables (1) access 
to relevant adult training to promote professional accreditation, (2) improved 
performance proficiency in functional areas of acquisition and assistance, and 
(3) cross fertilization of learning within the diverse AWF disciplines that contrib-
ute to the Agency’s talent management goals and mission achievement. 


4. What is the biggest challenge in your position?
The Agency has significantly increased its Foreign Service workforce (a 
talented diverse transitory population stationed all over the world) and is 
currently implementing robust business reforms. This staff has worked for 
USAID less than five years and the business reforms have brought about 
transformations resulting in multiple changes in processes and procurement 
strategies. Although the reforms are essential to advance progress toward 
achieving the Agency’s mission, the staff’s concentration on the various 
changes keeps them busy and distracts them from prioritizing training. As a 
result, my biggest challenge is enforcing training requirements. 
5. What motivates you to put your best foot forward on a daily basis?
I am a self-motivated person and it is imperative that I know I am making 
a contribution to the mission objectives in whatever I do. I have a passion 
for the Agency’s missions to end extreme poverty and empower economic, 
environment and social progress throughout the world. I am excited and 
inspired when I think about the role my team and I play in improving the 
functionality of the acquisition workforce. Our part is a little part but an 
important one.
6. What skills do you think are most critical to successfully perform 
your job?
     • Patience – Good interpersonal skills such as listening, tolerance of and 
        respect for others, articulate. 
     • Talent Management – Recruitment and retention, training development, 
        mentoring and coaching.
     • Perseverance – Strategic planning, determination to succeed, and 
        commitment to learning.


Jean Horton, ACM, USAID
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Want your agency’s 
Acquisition Career Manager 


to be the star of an 
upcoming Edition of ACM in 


the Spotlight?


E-mail your nomination to 
contact@fai.gov.
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     • Acquisition Knowledge – Understanding and relating to the competencies
        associate with the AWF.
     • Political Savvy – Understanding the organizational culture, networking and getting 
        leadership support.
     • Influence and Negotiation – Ability to convince others to take action or support a 
        cause.
7. What could the FAI Team do to move the federal acquisition workforce forward?
FAI provides exceptional technical guidance and training for the AWF. I believe FAI could 
do more by rounding out the training with a focus on the soft skills such as political savvy, 
team management, coaching and mentoring, conflict resolution, inclusiveness and infor-
mation on implications of generational differences.
8. What words of wisdom would you offer to your fellow ACMs?
Love it or leave it!
9. What is a goal you have for your acquisition workforce? 
As I stated previously, our workforce is dispersed all over the world. It is a diverse work-
force comprised of many cultures. My goals are to find innovative ways to use blended 
learning to (1) reduce travel costs associated with training, (2) increase accessibility of 
training while reducing the loss of productivity, and (3) provide learning mediums that 
allow immediate access to “just-in-time” training to provide instructions on how to per-
form specific tasks. 
10. What is something about yourself that others might not know?
I really enjoy helping people see their own potential. I will do everything I can to mentor, 
coach, network, train, or be a reference for a person moving toward positive change pro-
fessionally if he or she is trying to help his or her self.


Getting to Know Jean Horton, Acquisition Career Manager, 
U.S. Agency for International Development (USAID)
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If you have training and development 
questions, always begin with your 
agency Acquisition Career Manager 
(ACM)
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List of ACMs
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Access Letter
Date: Thursday, July 30, 2015 8:47:40 AM

The following is being sent on behalf of Michael Horowitz, CIGIE Chair, Allison Lerner, CIGIE Vice Chair, Kathy
Buller, Legislation Committee Chair, and Steve Linick, Legislation Committee Vice Chair.
-------------------------

We have received over 50 responses so far regarding the proposed letter and there is a clear consensus to send the
letter.  Thank you for all the support.  However, so that we can discuss during tomorrow's 11 am call the issue of
listing the names of IGs on the letter, and to give the remaining 15 or so IGs a chance to respond, we are going to
wait until Monday to send the letter to Congress.  The 4 of us continue to believe it is very important to list the
names of the IGs on the letter given the significance of the independence issue, the need for immediate action by
congress, and the importance of maintaining the strong momentum and support that we have on this issue.   We look
forward to discussing this issue, and updating you on a number of positive developments since our call last week,
when we speak at 11 am tomorrow.

mailto:CIGIE-LIAISONS@LIST.NIH.GOV


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, January 20, 2015
Date: Tuesday, January 13, 2015 7:02:16 AM
Attachments: Agenda - January 20, 2015 - Draft.docx

Draft CIGIE Congressional Practices Handbook.pdf
Strategic Plan Assessment PWS 14-12-18.docx

Good Morning,
Please find attached the draft Agenda for the January 20, 2015, CIGIE monthly meeting being held at

 Also,
attached are the performance work statement developed for the contracting of consulting services
in connection with updating CIGIE’s Strategic Plan and the draft Congressional Relations Handbook.
The former is provided for information in relation to the topic CIGIE’s Strategic Planning/Review, and
the latter is provided for discussion, consideration, and approval, during the Legislation Committee
Key Issues topic.
Additionally, if any members have items that they would like considered for discussion at this
month’s meeting or at a future meeting, please don’t hesitate to raise those to me or one of the
Executive Council members.
Thanks and we’ll see you at the meeting.
Mark

(b) (2), (b) (3)
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Tuesday, January 20, 2015

10:00 a.m.



American Institute of Architects’ Boardroom

1735 New York Avenue, NW

Washington, D.C.









Welcome	Michael Horowitz









DATA Act Implementation 	David Mader



	Robert Taylor

	Deputy AIG for Performance Audit

	&

	Jim Lisle

	Supervisory Auditor

	Treasury Inspector General









CIGIE’s Strategic Planning/Review 	Michael Horowitz









Budget Committee Proposal	Michael Horowitz	









Legislation Committee Key Issues	Peg Gustafson









Investigations Committee Key Issues	Carl Hoecker









Committee Updates	



	Audit Committee	Mary Mitchelson	

[bookmark: _GoBack]	Information Technology Committee	Kathy Tighe 

	Inspections and Evaluation Committee	Kathy Buller/Dan Levinson

	Investigations Committee	Carl Hoecker

	Professional Development Committee	Mary Kendall

	Integrity Committee	Russell George

	Inspector General Candidate 	Lynne McFarland

	    Recommendation Panel

	Disaster Assistance Workgroup	John Roth	

	Improper Payments Information Act/Guidance	Patrick O’Carroll

	CAO Council	Robert Erickson

	CFO Council	David Berry

	CIO Council	 Phil Heneghan
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INTRODUCTION 
 


The Council of the Inspectors General on Integrity and Efficiency (CIGIE) is publishing this 
document to aid its members in meeting Congressional reporting responsibilities set forth in 
the Inspector General Act of 1978, as amended (IG Act).  CIGIE members are frequently 
invited to provide Congressional testimony on matters ranging from budgetary issues to 
efficiency and effectiveness of Inspector General (IG) oversight.  Members of Congress 
seeking awareness of allegations of wrongdoing or indications of fraud, waste, or abuse look 
to IGs to serve as an alarm system.  Recognizing that members of the OIG community are 
widely diverse in their missions, authorities, staffing levels, funding, and day-to-day 
operations, this handbook offers relevant and sufficiently broad approaches for IGs to 
consider when keeping Congress currently and fully informed and, most importantly, 
maintaining and strengthening their offices’ relationship with Congress.   
 
The IG Act established a unique relationship between IGs and Congress, whereby IGs are 
required to report both to the head of their respective agencies and to Congress.  The IGs’ 
semiannual reports to Congress, which summarize noteworthy activity and management 
action on significant IG recommendations, are examples of this dual reporting responsibility, 
as are the testimonies and briefings on various matters that IGs provide to Congress.  This 
unique Congressional reporting relationship provides the legislative safety net that helps 
protect IG independence and objectivity. 
 
In addition to IGs’ statutory obligations, establishing effective working relationships with 
Members of Congress and their staff is a vital component of Congressional relations.  An 
evenhanded approach is deemed most effective in cultivating these relationships, whereby 
balanced, bipartisan engagement practices are employed.  Such practices also will reinforce 
the independence of IGs and sustain credibility in fulfilling Congressional reporting 
requirements.  Moreover, engaging Congressional stakeholders early and often promotes 
meaningful and mutually beneficial dialogue.  
 
The Legislation Committee ensures that CIGIE is kept abreast of Congressional matters of 
interest to the community.  The Legislation Committee develops, coordinates, and officially 
represents the IG community’s positions on legislative issues.  Similarly, IGs across the 
community employ various approaches to meet their Congressional reporting obligations and 
to keep Congress fully and currently informed of fraud and other serious problems, abuses, 
and deficiencies relating to the administration of the agency programs and operations within 
their jurisdiction.   
 
The CIGIE Legislation Committee is responsible for providing regular and ongoing 
communication regarding legislative issues and other matters of common interest between 
Congress and CIGIE.  Although the Legislation Committee is a resource for CIGIE 
members, the Committee does not act as a substitute for individual Congressional relations 
functions of an OIG.  Specifically, the Committee is dedicated to providing helpful and 
timely information about Congressional initiatives to the IG community; soliciting the views 
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and concerns of the community in response to legislative initiatives and Congressional 
requests; and presenting the IG community’s views and recommendations to Congressional 
committees and staff, the Government Accountability Office (GAO), and the Office of 
Management and Budget (OMB) on issues and legislation that broadly affect the IG 
community.  Additional information on the role and objectives of the Legislation Committee 
is found in Appendix A. 
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CONGRESS 
 


There is a wealth of information publicly available about the role and composition of 
Congress and its operations.  One particularly useful source is “How Our Laws Are Made,” 
published by the U.S. House of Representatives pursuant to H. Con. Res 190 (July 25, 2007). 
This and other documents may be consulted by Office of Inspector General (OIG) staff 
responsible for Congressional relations to familiarize themselves with the legislative branch.  
Although not exhaustive or endorsed, examples of popular resources used by Congressional 
relations personnel are contained in Appendix B.  These resources explain Congressional 
procedures and discuss strategies for engaging Members of Congress and staff in their 
varying roles in the legislative process.  For IGs, resources that focus on providing testimony 
before Congress may be particularly insightful. 
 
In their Congressional outreach efforts, IGs should be aware of the distinct roles and 
responsibilities of Congressional committees—most notably, oversight, authorizing, and 
appropriation committees.  General authorities and requirements for OIGs fall within the 
jurisdiction of the Committee on Homeland Security and Governmental Affairs in the U.S. 
Senate and the Committee on Oversight and Government Reform in the U.S. House of 
Representatives.  In addition, all IGs should identify the committees in both chambers 
responsible for authorizing and appropriating funds for their respective agency operations.  
At the start of each Congress, both chambers pass a rules measure that sets forth the 
committee structure with jurisdictional boundaries.  Operating rules also are established 
within the committees, which are important to be aware of when engaging key authorizing 
and appropriation committees for your office. 
 
After Congress establishes its committee structure, the majority and minority parties follow 
their respective procedures to staff the committees with their Members and then identify 
committee leaders, who are generally known as the Chairman for the majority party and the 
Ranking Member for the minority party.  These distinctions are relevant principally for 
responding to formal information requests from Congress, which is discussed in the section 
titled Legal and Privacy Considerations for Congressional Relations. 


 
 
  



http://www.gpo.gov/fdsys/pkg/CDOC-110hdoc49/pdf/CDOC-110hdoc49.pdf
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THE IG ACT 
 


The IG Act establishes the duties and responsibilities of an IG.  Among these duties and 
responsibilities are the following Congressional reporting requirements. 
 
Keeping Congress Fully and Currently Informed 
 


Section 4(a)(5) of the IG Act is the guiding statutory provision for IGs’ relationship with 
Congress.  This subsection requires that IGs keep Congress “fully and currently 
informed, by means of the reports required by section 5 [of the IG Act] and otherwise, 
concerning fraud and other serious problems, abuses, and deficiencies relating to the 
administration of programs and operations administered or financed by such 
establishment, to recommend corrective action concerning such problems, abuses, and 
deficiencies, and to report on the progress made in implementing such corrective action.” 
 
OIGs have a variety of mandates to and optional means of keeping Congress fully and 
currently informed: 
 
• semi-annual reports to Congress 
• annual reports on the most serious management and performance challenges 
• Congressional testimonies and briefings 
• Congressional correspondence 
• publicly posting audits, inspections, evaluations and other reviews on websites1 
• news releases 
• notification services 
• social media 
• OIG work plans 
• providing technical assistance on legislative proposals 
• offering legislative proposals to prevent and detect fraud, waste, and abuse 


 
Report on Serious or Flagrant Problems 
 


Although the semiannual report and Congressional testimony are routine forms of 
reporting to Congress, IGs also should be attentive to other non-regular reporting 
responsibilities required by the IG Act.  Section 5(d) of the IG Act requires IGs to report 
to the head of the agency/establishment particularly serious or flagrant problems, abuses, 
or deficiencies relating to the administration of programs and operations, and that the 
head of the agency/establishment transmit this report to appropriate committees or 
subcommittees of the Congress within seven calendar days.  This reporting requirement 
is known throughout the IG community as the “7-day letter.”    
 
IGs exercise broad discretion in carrying out this statutory responsibility.  IGs must 
determine what constitutes a serious or flagrant problem, abuse, or deficiency, not the 


                                                 
 1 5 U.S.C. app. 3 § 8M. Information on websites of Offices of Inspectors General. 
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agency head or other official.  Historically, IGs have exercised their discretion to issue 
reports pursuant to Section 5(d) for only the most urgent matters.   When Section 5(d) is 
implicated, the timely notification to Congress is made through the agency head, carrying 
forth the dual reporting responsibilities of IGs.  However, also consider that there is 
nothing in the IG Act that precludes IGs from reporting directly to Congress pursuant to 
Section 4(a)(5).   
 
Congress and taxpayers alike value the work of IGs.  Our work is often the basis, or an 
important component, of Congressional oversight of the executive branch.   
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OFFICE OF MANAGEMENT AND BUDGET:  
CONGRESSIONAL GUIDANCE 
 


OMB’s core mission is to serve the President in implementing his vision across the Executive 
Branch.2  To accomplish this, OMB is involved in myriad activities on behalf of the 
President, including: (1) developing and executing the budget; (2) overseeing agency 
performance, Federal procurement, financial management, information technology (IT); (3) 
coordinating and reviewing Federal regulations; (4) coordinating and clearing legislation; 
and, (5) issuing or preparing executive orders and presidential memoranda to agency heads 
and officials.  OMB’s deputy director for management is CIGIE’s executive chair. 


 
The President’s Budget 
 


Section 6(f) of the IG Act affords IGs a significant opportunity to exert independence 
within the budget process; however, IGs are also subject to OMB Circular A-11, 
“Preparation, Submission, and Execution of the Budget.”3  Should an IG determine that 
the President’s budget would substantially inhibit the affected IG from performing the 
duties of the office, the IG is afforded the statutory authority to make such comments to 
the President, and the President is obligated to include these comments in the President’s 
budget submission to Congress.4  


 
OMB Circular A-19:  Legislation Coordination and Clearance 
 


On September 20, 1979, OMB issued its revised Circular A-19.  OMB Circular A-19 
outlines procedures for how OMB coordinates and clears agency recommendations on 
proposed, pending, and enrolled legislation.  It also includes instructions on the timing 
and preparation of agency legislative programs.  OMB Memorandum M-13-12, dated 
April 15, 2013, reiterates the Administration’s formal legislative coordination and 
clearance process. 
 
OMB Circular A-19 was issued to heads of executive departments and establishments 
and serves as important guidance to covered departments’ and establishments’ 
Congressional relations.5  OMB performs legislative coordination and clearance 
functions to (1) assist the President in developing a position on legislation, (2) make 
known the Administration's position on legislation for agencies’ guidance and Congress’ 
information, (3) assure appropriate consideration of all affected agencies’ views, and (4) 
assist the President with respect to action on enrolled bills. 


                                                 
2 Some independent agencies have been granted statutory exemptions, either in whole or in part, from OMB’s 
jurisdiction.  As such, a small number of OIGs fall outside of OMB’s jurisdiction.   
3 OMB Circular A-11 recognizes the budget provisions of the IG Act [Section 6(f)], but all other deliberative budget 
information remains subject to the confidentiality provisions of the Circular, even after the President's Budget is 
submitted to Congress. 
4 OMB budget guidance prohibits release of budget information prior to the President submitting the annual budget 
proposal to Congress. 
5 See footnote 3. 
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It is important to note that Circular A-19 excepts agencies that are specifically required 
by law to transmit their legislative proposals, reports, or testimony to Congress without 
prior clearance.  This exception includes OIGs as set forth in the IG Act’s independent 
Congressional reporting provisions.  OIGs, however, can request advice from OMB on 
particular legislation, reports, or testimony if it would be of assistance to the OIG. 
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LEGAL AND PRIVACY CONSIDERATIONS FOR 
CONGRESSIONAL RELATIONS  
 


Each branch of Government is sensitive to the influence of a corresponding branch in the 
exercise of its separate powers.  IGs must factor in statutory obligations, legal precedents, 
and policy guidance relative to meeting the information needs of Congress and preserving the 
OIG’s ability to effectively carry out its mission.  Key legal and privacy considerations are 
discussed below for IGs to consider in their Congressional relations. 


 
Lobbying with Appropriated Moneys Act 
 


In 1919, Congress passed the Lobbying with Appropriated Moneys Act to prohibit all 
lobbying by executive branch officials.  This criminal statute is commonly called the 
Anti-Lobbying Act.6  The statute prohibits use of funds to influence or attempt to 
influence legislation, but permits executive branch officers and employees to 
communicate views to Congress at their request or through official channels.  Similar 
restrictions have been enacted in appropriations bills.   
 
The generally accepted view is that executive branch officials can give routine advice to 
and communicate with Congress.  However, GAO has identified some specific practices 
as potentially violating the Act, including the temporary hiring of outside lobbying 
specialists, participation by agency officials in the fundraising activities of outside 
organizations that engage in Congressional lobbying, and offering political inducements 
to legislators for votes in support of the administration's program.7  A GAO study and 
Department of Justice, Office of Legal Counsel (DOJ OLC) opinions provide a redline 
for executive branch personnel to observe in liaising with Congress—namely avoiding 
grassroots lobbying.  “By and large, the Act has been construed to apply only to efforts to 
orchestrate indirect—that is to say, grassroots—lobbying.  In 1977, a [DOJ OLC] 
memorandum opined that “a campaign to contact a large group of citizens by means of a 
form letter prepared and signed by a [F]ederal official would be improper.”8 


 
The Privacy Act of 1974 
 


The Privacy Act is the primary law governing how the Federal Government collects, 
uses, maintains, and disseminates information about individuals.  It protects records about 
individuals when such records are maintained in a system of records under the agency’s 


                                                 
6 18 U.S.C. § 1913. 
7 Government Accountability Office, No Strong Indication That Restrictions on Executive Branch Lobbying Should 
Be Expanded, (20 March 1984), iii. 
8 Lune, William V., Susman Thomas M., and Gordon, Rebecca H., ed.,  The Lobbying Manual: A Complete Guide 
to Federal Lobbying Law and Practice, 4th Edition. (Chicago:  American Bar Association, 2009), 338.  See also 
Government Accountability Office, Department of Housing and Urban Development – Anti-Lobbying Provisions, 
B-325248, September 9, 2014. 
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control and are retrieved from that system by name, social security number, or personal 
identifier assigned to the individual.9 
 
With certain exceptions, the Privacy Act prohibits such records from being disclosed to 
any person or other agency without the written consent of the individual(s) to whom the 
records pertain.10   


It is important to note that the Privacy Act permits disclosures “to either House of 
Congress, or, to the extent of matter within its jurisdiction, any committee or 
subcommittee thereof, any joint committee of Congress or subcommittee of any such 
joint committee.”11  Written requests for information covered by the Privacy Act, which 
falls within this exception to the Privacy Act’s “no disclosure without consent rule,” 
should be honored.  OMB’s Privacy Act implementation guidelines provide, however, 
that the Congressional exception does not authorize the disclosure of a Privacy Act-
protected record to an individual Member of Congress acting on his or her own behalf 
without the consent of the individual.12  According to an opinion of the DOJ OLC, 
committee or subcommittee chairs are appropriate requestors on behalf of the committee 
or subcommittee, but not a Ranking Member.13   


Notwithstanding the above, disclosure may be proper, pursuant to an OIG routine use 
permitting disclosure to Members of Congress making inquiries on behalf of constituents.  
Routine uses must be contained within a System of Records Notice, which is published in 
the Federal Register.14  


Freedom of Information Act (FOIA) 
 


The FOIA provides individuals with a right, enforceable in court, to request and obtain 
access to Federal agency records, except to the extent that records or portions of records 
are protected from public disclosure by a statutory exemption or exclusion.   
 
The FOIA specifically provides that none of its exemptions protecting information from 
disclosure to the public is authority to withhold such information from Congress.15  The 
DOJ’s Guide to the Freedom of Information Act, however, states that this “special 
access” provision applies only to official Congressional requests from a committee or 
subcommittee chair, not to inquiries from individual Members of Congress acting in their 
individual capacities.16  Nevertheless, DOJ guidance also recognizes that individual 
Members of Congress may have a variety of needs for requested information, “such as in 


                                                 
9 5 U.S.C. § 552a. 
10 5 U.S.C. § 552a(b). 
11 5 U.S.C. § 552a(b)(9). 
12 OMB Guidelines, 40 Fed. Reg. 28,948, 28,955 (July 9, 1975).  
13 Application of Privacy Act Congressional-Disclosure Exception to Disclosures to Ranking Minority Members, 
Op. Off. Legal Counsel (Dec. 5, 2001), available at http://ww.usdoj.gov/olc/2001/privacy_act_opinion.pdf.   
14 U.S.C. § 552a(b)(3). 
15 5 U.S.C. § 552(d). 
16 Department of Justice, Office of Information Policy, “Procedural Requirements,” Guide to the Freedom of 
Information Act 18, available at http://www.justice.gov/oip/foia-guide13/procedural-requirements.pdf#p16.      



http://ww.usdoj.gov/olc/2001/privacy_act_opinion.pdf

http://www.justice.gov/oip/foia-guide13/procedural-requirements.pdf#p16
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aid of a specific or general legislative function, [or] on behalf of a constituent.”17  
Discretionary disclosure of exempt material in response to individual member requests 
should, therefore, be considered in appropriate circumstances -- namely, where the 
information is not covered by an exemption that “requires” withholding.18 
 
Finally, Section 5(e)(3) of the IG Act provides that no provision of the IG Act shall be 
construed to authorize or permit the withholding of information from Congress, or from 
any committee or subcommittee thereof, except for information covered by section 
6103(f) of the Internal Revenue Code (26 U.S.C. § 6103(f).  However, provisions of the 
IG Act, such as those that address complaints by employees and the responsibility for IGs 
not to disclose their identities, suggest that a compelling obligation must be present in 
order to disclose certain information.19  In these instances (and perhaps in other 
appropriate circumstances), OIGs may wish to consider alternative ways to accommodate 
Congressional requests for information needed to carry out official functions.  
Alternatives might include high level briefings, in camera inspection on agency premises, 
or redacted versions of requested documents, depending on the nature and sensitivity of 
the records requested. 


 
 
  


                                                 
17 FOIA Update, Vol. V, No. 1, available at http://www.justice.gov/oip/foia_updates/Vol _I_4/page1.htm. 


18 Exemptions that require withholding include those designed to protect classified information (Exemption 1), 
commercial or financial information (Exemption 4), personal privacy (Exemptions 6 and 7(C)), and information 
covered by other statutes that limit disclosure (Exemption 3).  By contrast, information falling within other 
exemptions – such as Exemption 5 (which is often used to withhold predecisional-deliberative material) -- may be 
released discretionarily.  DOJ FOIA Guide, “Discretionary Disclosure” 3, available at 
http://www.justice.gov/sites/default/files/oip/pages/attachments/2014/12/08/discretionary_disclosure_sent_for_posti
ng_december_5_2014.pdf  


19 5 U.S.C. app. § 7(b) 



http://www.justice.gov/sites/default/files/oip/pages/attachments/2014/12/08/discretionary_disclosure_sent_for_posting_december_5_2014.pdf

http://www.justice.gov/sites/default/files/oip/pages/attachments/2014/12/08/discretionary_disclosure_sent_for_posting_december_5_2014.pdf
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CONGRESSIONAL RELATIONS  
 


Communication is a key factor for IGs to develop and to maintain effective working 
relationships with Congress.  During the course of audits, evaluations, inspections, 
investigations, and other reviews, there may be opportunities to engage Members of 
Congress or their staffs and practical constraints that limit such engagements, as well.  The 
typical engagements that IGs may experience in carrying out their mission and to develop 
and maintain an effective working relationship with Congress are considered below. 
 
Policy Considerations 


 
IGs have a statutory duty to conduct their audits in accordance with standards established 
by the Comptroller of the United States, which are set forth in the Government Audit 
Standards, otherwise known as the “Yellow Book.”20  The Yellow Book contains 
numerous references to the auditor’s communications with a legislative body and to 
factoring legislative needs into audit planning and scoping.  In most instances, such 
communications also are included in reviews conducted in accordance with CIGIE’s 
Quality Standards for Inspections and Evaluations, otherwise known as the “Blue Book.”  
An OIG employee’s independence is a principal factor to be considered when exercising 
professional judgment relative to communications with Congress for ongoing audits and 
reviews.  IGs are encouraged to develop a Congressional relations policy or procedure to 
safeguard this independence and to serve as a guide for OIG personnel to exercise their 
professional judgment on the appropriate forms of communication with legislative 
committees. 
 
Some key areas to be considered when developing a Congressional relations policy or 
procedure are as follows: 
 
• an evenhanded approach to Congressional relations. 
• points-of-contact for Congressional interactions. 
• routine Congressional outreach in audit, evaluation, inspection, or other review 


processes. 
• guidelines for releasing information pertaining to audits, evaluations, inspections, or 


other reviews. 
• guidelines for releasing information pertaining to criminal investigations in varying 


stages—open, pending, closed—to include necessary coordination with prosecuting 
attorneys.   


• procedures for transmitting reports published pursuant to mandates set forth in the 
IG Act, to include reports of particularly serious or flagrant problems, abuses, or 
deficiencies relating to the administration of programs and operations of such 
establishment. 


  


                                                 
20 5 U.S.C. app. § 4. Duties and responsibilities; report of criminal violations to Attorney General 



http://www.gao.gov/assets/590/587281.pdf

http://www.gao.gov/assets/590/587281.pdf
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• procedures for preparing Congressional testimony, responses to questions for the 
Congressional Record, and correspondence. 


• policies pertaining to social media or other proactive outreach initiatives. 
 
Given the different responsibilities and perspectives that arise from separate but equal 
branches of government and the unique dual reporting role of IGs, matters of professional 
judgment are likely to be debated in context of Congressional inquiries related to ongoing 
reviews.  Information or document requests from Congress that pertain to ongoing audits 
and reviews must be assessed in the context of the IG’s duty to conduct audits and 
reviews in accordance with the Yellow Book and the Blue Book.  An established 
Congressional relations policy and reasoned communications with Congress can promote 
mutual understanding of the report review processes and any consequences that may arise 
from premature disclosure. 
 
OIGs should consider guidance on appropriate dialogue or responses to Congressional 
inquiries during key phases of their work processes.  For example, an OIG may consider 
engaging their Congressional stakeholders in advance of developing their strategic work 
plan.  Discerning Congressional interest and factoring it into risk-based planning or other 
planning models will assist OIGs in producing relevant work products.  Such an 
understanding of Congressional interest also will assist an OIG in determining what, if 
any, additional steps the office may consider during a review to keep Congress fully and 
currently informed. 


 
Regarding Audits, Evaluations, Inspections or Other Reviews 
 


There are a variety of factors and concerns to be balanced when responding to 
Congressional inquiries regarding audits, evaluations, inspections, or other reviews.  IGs 
must consider the legal and privacy considerations in responding to Congressional 
inquiries regarding audits or reviews.  The nature of the request also has bearing when 
contemplating responses.  For example, was the request made in writing?  If so, was the 
request made on official letterhead and signed by the Member of Congress?  Was the 
request from a single or multiple Members of Congress?  Was the request from a 
committee of jurisdiction?  If so, was the request made by the Chairman and/or the 
Ranking Member? 
 
IGs should be aware that Congress regularly disputes claims of privilege as a basis for 
withholding information from Congress during the exercise of its constitutional powers.  
IGs should assess any privileges associated with responsive information.  Source 
documents used as a basis for work papers are generally under the purview of the 
program office relative to disclosure.  Disclosure of deliberative information, such as 
draft reports and work papers, prior to publication of the final report could result in 
significant independence concerns for an OIG.   
 
Initiating a dialogue with the Congressional requestor is often beneficial in achieving a 
mutual understanding of the status or complexities in meeting the information need.  
Often times, the information need can be addressed in different manners.  As such, 







 


Page | 13  
 


unnecessary and unproductive response delays can be avoided by engaging in a dialogue 
to determine how best to respond.  For oversight matters involving OIGs, IGs should be 
aware that most Congressional committees are empowered with the Congress’ subpoena 
authority, which may compel the production of information. 


 
Regarding an Investigation 
 


IGs are charged with conducting independent investigations arising from violations of 
law, rule, or regulation; mismanagement; gross waste of funds; abuse of authority; a 
substantial and specific danger to the public health and safety; or reprisal resulting from 
whistleblowing.  In carrying out the duties and responsibilities, IGs shall report 
expeditiously to the Attorney General whenever the IG has reasonable grounds to believe 
there has been a violation of Federal criminal law.  As such, IGs have a duty to protect 
the integrity of investigations in pursuit of justice for the taxpayer. 
 
A common question concerns the point in which an OIG should generally inform 
Congress about the findings or results of an investigation.  The timing of Congressional 
briefings about an investigation is dependent upon the particular investigation.  While it 
is important to be mindful of an OIG’s obligation under the IG Act to keep Congress 
informed of relevant issues, certain confidentiality requirements that pertain to 
investigative activities, such as the Grand Jury secrecy rules under Federal Rule of 
Criminal Procedure 6(e) and the Privacy Act, among other privacy and prosecutorial 
concerns, restrict OIGs from disclosing information. 
 
The longstanding policy and practice of Federal law enforcement agencies has been not 
to disclose details on ongoing investigations, including the names of subjects of 
investigations.  Disclosure of such information could seriously prejudice law enforcement 
efforts by alerting potential defendants to which potential witnesses and sources of 
information the Government has obtained.  According to OLC, other concerns include the 
potential damage to law enforcement that would be caused by the revelation of sensitive 
techniques, methods, or strategy; concern over the safety of confidential informants and 
the chilling effect on other sources of information; sensitivity to the rights of innocent 
individuals who may be identified in law enforcement files but who may not be guilty of 
any violation of law; and well-founded fears that the perception of the integrity, 
impartiality, and fairness of the law enforcement process as a whole will be damaged if 
sensitive material is distributed beyond those persons necessarily involved in the 
investigation and prosecution process.21   
 
While keeping Congress informed, OIGs must always be mindful of their responsibility 
to maintain the integrity of an ongoing investigation and should coordinate any 
disclosures with the prosecuting authority.  When these investigations are completed with 
or without criminal charges, OIGs may be able to provide additional information. 


 
                                                 
21 Office of Legal Counsel, U.S. Department of Justice, Congressional Requests for Information from Inspectors 
General Concerning Open Criminal Investigations, 13 U.S. Op. Off. Legal Counsel 77 (March 24, 1989). 
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Legislative Mandated Reviews 
 


OIGs are frequently directed to conduct specific audits and inspections through public 
laws.  In many instances, these review mandates relate to a particular program under the 
jurisdiction of a single OIG.  However, some legislatively-mandated work, such as 
reviews required by the Federal Information Security Management Act of 2002, or 
periodic reviews of Government purchase and travel cards, require all covered OIGs to 
conduct specific, mandated work. 
 
OIGs have also been directed to conduct reviews through committee reports.  Though not 
binding law, OIGs should take note of these directed reviews and take appropriate steps 
to meet Congress’ information needs.  Similarly, Chairman and Ranking Members of 
committees within a particular OIG’s jurisdiction may request an OIG review of a 
particular program or operation of the agency.  OIGs should balance their priorities and 
resources in meeting the information needs of these stakeholders, as deemed appropriate.  


 
Congressional Hearings 


 
Committees of Congress are authorized to convene Congressional hearings for a variety 
of purposes, including oversight, legislation, investigation, and confirmation.  
Congressional hearings are conducted pursuant to rules approved in the respective 
chamber and within the convening committee.  Most committees are authorized to issue 
subpoenas to obtain information or testimony.  IGs should consider each hearing 
invitation and take appropriate steps to meet the committee’s information needs.  Upon 
receiving an invitation or subpoena to appear before a committee to provide testimony, if 
a dialogue is not already ongoing, IGs should consider proactively contacting staff 
working for the committee to establish a dialogue and work to achieve a mutual 
understanding of testimony expectations.  If not included in the invitation, IGs should 
seek out and follow any specific rules of the committee for submitting written statements 
for the record and opening remarks.  For example, some committees have formatting and 
page limit requirements for written statements. Statements for the record often are 
required to be submitted to the committee at least 48 hours in advance of the hearing.  It 
is noted that statements for the record prepared by an IG do not need to be cleared 
through OMB or through the IG’s parent agency.    


 
Questions for the Congressional Record and Hearing Transcripts 
 


Committee chairmen frequently conclude hearings by “keeping the record open” for 
an established period of time.  Committees may keep the hearing record open for the 
purpose of allowing Members to submit written questions to witnesses for responses 
that are submitted as if provided verbally during the hearing, known as “questions for 
the Congressional Record,” or QFRs. 


 
QFRs are an important component of Congressional oversight and are considered part 
of the witnesses’ sworn testimony.  As such, IGs are urged to take steps to provide 
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timely and accurate responses for inclusion in the permanent Congressional hearing 
record.   
 
Witnesses that appear before Congressional committees are often afforded the 
opportunity to review the draft transcript of the proceedings.  These hearing transcript 
pages are furnished so that witnesses may review their testimony and make necessary 
typographical and grammatical corrections.  Other minor clarifying changes may be 
acceptable, provided that they do not change the context of the original testimony.  
Changes in substance are not permitted and excessive editing will often be ignored. 


 
Congressional Meetings and Briefings 


 
Meetings serve as a less formal means to engage Congress.  Such engagements can 
establish shared expectations and achieve understanding of issues and decisions facing 
IGs.  Having regular meetings with relevant appropriation and authorizing staff and 
Members for committees of jurisdiction can be an important component of keeping 
Congress currently and fully informed. 
 
IGs and their staff are often requested or make requests to meet with Members of 
Congress or their various staff (personal staff or committee staff).  It is important to note 
that such meetings are not compelled and the professional judgment of affected parties 
should guide such engagements.  IGs should avoid any appearance of partisanship in such 
engagements.  Bipartisan meetings and outreach is the most appropriate format for such 
OIG meetings.  If a bipartisan meeting is not feasible, it is a best practice to ensure the 
Majority and Minority understand the willingness of the OIG to meet separately.  


   
Correspondence 


  
Congressional correspondence is any written communications sent to or received from 
Members of Congress, Congressional committees, staff members, and individuals and 
organizations whose correspondence has been forwarded by a Member of Congress for 
assistance in preparing a reply.  IGs should strive to provide timely responses to 
Congressional correspondence.  In instances where preparation of the Congressional 
response will exceed a reasonable period of time, IGs should consider response letters 
acknowledging receipt of the letter or provide an interim response.  Initiating a dialogue 
with relevant Congressional staff is often beneficial in achieving a mutual understanding 
of the status or complexities in preparing for and meeting the information need.  When 
correspondence is received from either a Chairman or Ranking Member of a 
Congressional committee, IGs should consider providing a copy of its response to both 
the Chairman and Ranking Member and make clear to the requestor that the OIG has 
copied the other party in its response.  Suggested forms are addressed and found in 
Appendix C. 
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OTHER CONSIDERATIONS  
 


IGs and their staff often have longstanding relationships with Congressional staff and 
Members due to frequent interaction in the course of business.  IGs should be cognizant of 
and educate their staff on the restrictions against partisan activity embodied in the Hatch Act.  
Notwithstanding citizen rights, even the appearance of partisanship can provoke challenges 
that can impact the perception of independence.  IGs also should consider the report 
produced by CIGIE’s New Media Working Group, which contains suggested practices that 
OIGs may use as they consider implementing social media tools in furthering Congressional 
relations. 


 
The Hatch Act 


 
OIGs are often confronted with allegations pertaining to Federal employees who engage 
in improper political conduct.  In 1939, Congress enacted the landmark legislation known 
as the Hatch Act that limits the political activities of Federal employees, employees of the 
District of Columbia, and certain employees of State and local governments.  In passing 
the Hatch Act, Congress determined that partisan activity by these employees must be 
limited for public institutions to function fairly and effectively.  Courts have held that the 
Hatch Act does not unconstitutionally infringe on employees’ First Amendment right to 
freedom of speech because it specifically provides that employees retain the right to 
speak out on political subjects and candidates. 
 
In October of 1993, legislation that substantially amended the Hatch Act was signed into 
law.  The Hatch Act Reform Amendments of 1993 permit most Federal employees to 
take an active part in partisan political management and partisan political campaigns.  
While Federal employees are still prohibited from seeking public office in partisan 
elections, most employees are free to work, while off duty, on the partisan campaigns of 
candidates of their choice.22 
 
The U.S. Office of Special Counsel is a separate Federal Agency, serving as a dedicated 
and powerful enforcement mechanism to ensure Hatch Act compliance.23 


 
Social Media 


 
In September 2011, CIGIE’s New Media Working Group produced Recommended 
Practices for Offices of Inspectors General Use of New Media.  The report discusses 
current and prospective uses of new media tools in the OIG community and suggests 
practices that OIGs may use as they consider implementing social media tools.  CIGIE 
endorsed the recommendations in the report, including establishing a permanent standing 
working group on emerging technologies and their impact on the OIG community, and 
issuing an educational guide on legal, privacy, and information security new media 


                                                 
22 Office of Special Counsel, Political Activity and the Federal Employee (booklet), Rev. December, 2005. 
23 Federal employees generally fall within two categories under the Hatch Act, Further Restricted and Less 
Restricted.  For more information on Hatch restrictions visit https://www.osc.gov/haFederalfaq.htm  



http://www.ignet.gov/randp/cigienewmediarpt1111.pdf

http://www.ignet.gov/randp/cigienewmediarpt1111.pdf

https://www.osc.gov/haFederalfaq.htm





 


Page | 17  
 


issues.  IGs should review this report, as well as the September 2013 report entitled, New 
Media for Offices of Inspectors General:  A Discussion of Legal, Privacy and 
Information Security Issues, and any emerging guidance as they consider incorporating 
social media into Congressional relations policies and procedures.  These reports are 
available on CIGIE’s website, www.ignet.gov. 


  



http://www.ignet.gov/randp/New%20Media%20Report%20-%20Sept%202013.pdf

http://www.ignet.gov/randp/New%20Media%20Report%20-%20Sept%202013.pdf

http://www.ignet.gov/randp/New%20Media%20Report%20-%20Sept%202013.pdf
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Appendix A – Legislation Committee 
 


The Legislation Committee will, in a professional, proactive, and efficient manner, strive to 
advance the following objectives: 
 
1. Foster productive and enduring relationships with Members of Congress, Committees, 


and Congressional staff that have an interest in Government fraud, waste, abuse, 
mismanagement, and other issues paramount to the IG community;  
 


2. Effectively represent the IG community's interests on legislative initiatives; 
 


3. Advance efficiency and effectiveness in Government programs as prescribed by the IG 
Act by raising awareness of legislative issues of concern to the IG community and 
presenting the IG perspective to Congress, OMB, and other stakeholders; and, 
 


4. Inform IGs about legislative proposals and initiatives that affect the IG community. 
 
The Committee, working as a whole and through the skills and experience of individual 
Committee members, will:  
 
• Meet with leadership and senior staff of the House Oversight and Government Reform 


and the Senate Homeland Security and Government Affairs Committees, as well as other 
Congressional committees, to initiate and maintain productive working relationships. 


• Meet with OMB, GAO, and other stakeholders as appropriate.  
• Develop and maintain a list of legislative developments that affect the IG community or 


individual IGs and provide IGs with monthly updates on legislation of general interest. 
• Present the IG community's views and recommendations to relevant Congressional 


entities on legislative proposals affecting the IG community.  
• Coordinate CIGIE response when the IG community is asked by a Congressional entity 


to provide information, comments, or recommendations on a particular topic or proposal. 
• Collaborate with other CIGIE committees on legislation-related matters and serve as a 


liaison to the Hill as needed. 
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Appendix B – Examples of Congressional Relations 
Resources 
 


Congress At Your Fingertips.  CQ-Roll Call, Inc.  2014. 
  
Congressional Yellow Book.  Leadership Directories, Inc.  2014. 
 
Dodd, Lawrence C. and Oppenheimer, Bruce I.  Congress Reconsidered, Ninth Edition.  CQ 
Press.  2009. 
 
LaForge, William N.  Testifying Before Congress.  TheCapitol.Net, Inc.  2010. 
 
Oleszek, Walter J.  Congressional Procedures and the Policy Process, Eighth Edition.  CQ 
Press. 2011. 
 
Silverberg, David.  Congress For Dummies.  Wiley Publishing, Inc.  2002. 
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Appendix C - Forms of Address 
 


Addressee Address on Letter and Envelope Salutation and Complimentary 
Close 


CONGRESS 


President of the Senate The Honorable [Full Name] 
President of the Senate 
Washington, DC 20510  


Dear Mr./Madam President: 
Sincerely, 


President of the Senate 
Pro Tempore  


The Honorable [Full Name] 
President Pro Tempore 
United States Senate 
Washington, DC 20510  


Dear Mr./Madam President: 
Sincerely, 


Majority Leader 
United States Senate  


The Honorable [Full Name] 
Majority Leader 
United States Senate 
Washington, DC 20510  


Dear Mr./Madam Leader: 
Sincerely, 


Minority Leader 
United States Senate  


The Honorable [Full Name] 
Minority Leader 
United States Senate 
Washington, DC 20510  


Dear Mr./Madam Leader: 
Sincerely, 


United States Senator The Honorable [Full Name] 
United States Senate 
Washington, DC 20510 
or 
The Honorable [Full Name] 
United States Senator 
[Local Address of State Office] 
[City, State ZIP Code]  


Dear Senator [Surname]: 
Sincerely, 


United States Senator-elect The Honorable [Full Name] 
United States Senator-elect 
Senate Office Building 
Washington, DC 20510  


Dear Mr./Ms. [surname]: 
Sincerely,  


Speaker of the House The Honorable [Full Name] 
Speaker of the House of 
Representatives 


Dear Mr. Speaker:  
Sincerely,  
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Washington, DC 20515 


Majority Leader 
U.S. House of Representatives  


The Honorable [Full Name] 
Majority Leader 
U.S. House of Representatives 
Washington, DC 20515  


Dear Mr./Madam Leader: 
Sincerely, 


Minority Leader 
U.S. House of Representatives 


The Honorable [Full Name] 
Minority Leader 
U.S. House of Representatives 
Washington, DC 20515  


Dear Mr./Madam Leader: 
Sincerely, 


United States Representative  The Honorable [Full Name]  
U.S. House of Representatives 
Washington, DC 20515 
or 
The Honorable [Full Name] 
Member, U.S. House of 
Representatives 
[Congressional District Office 
Address] 
[City, State ZIP Code] 


Dear Congressman/Congresswoman 
[Surname]: 
Sincerely, 


United States Representative-elect  The Honorable [Full Name] 
Representative-elect 
House Office Building 
Washington, DC 20515  


Dear Mr./Ms. [surname]: 
Sincerely, 


Committee 
Chairman 
Chairwoman 
Chair 


Ranking Member 


The Honorable [Full Name] 
Chairman, Committee on [Name] 
United States Senate 
Washington, DC 20510 
or 
The Honorable [Full Name] 
Chairman, Committee on [Name] 
U.S. House of Representatives 
Washington, DC 20515 


Dear Mr. Chairman/Madam 
Chairwoman/Chair: 
Sincerely, 


Subcommittee 
Chairman 
Chairwoman 
Chair 


Ranking Member 


The Honorable [Full Name] 
Chairman, Subcommittee on [Name] 
[Name of Parent Committee] 
United States Senate 
Washington, DC 20510 
or 
The Honorable [Full Name] 
Chairman, Subcommittee on [Name] 
[Name of Parent Committee] 
U.S. House of Representatives 


Dear Mr. Chairman/Madam 
Chairwoman/Chair: 
Sincerely, 
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Washington, DC 20515 


Joint Committee 
Chairman 
Chairwoman 
Chair 


The Honorable [Full Name] 
Chairman, Joint Committee on 
[Name] 
Congress of the United States 
Washington, DC [ZIP Code] 


Dear Mr. Chairman/Madam 
Chairwoman/Chair: 
Sincerely, 


Office of a Deceased Senator or 
Representative 


Office of the Late Senator [Full 
Name] 
United States Senate 
Washington, DC 20510 
or 
Office of the [cite District number] 
Congressional District 
U.S. House of Representatives 
Washington, DC 20515 


Sir/Madam: 
Sincerely, 
 
(May Wish to check w/OLA also) 


Chaplain of the United States Senate 
or U.S. House of Representatives 


[Title plus Full Name] 
Chaplain of the United States Senate 
Washington, DC 20510 
or 
[Title plus Full Name] 
Chaplain of the U.S. House of 
Representatives 
Washington, DC 20515 


Dear [Title] [Surname]: 
Sincerely, 
 
[Call the Chaplains' offices to verify 
exact titles.] 
 
Senate: (202) 224-2510 
House: (202) 225-2509 


Secretary of the United States Senate  The Honorable [Full Name] 
Secretary of the Senate 
United States Senate 
Washington, DC 20510 


Dear Mr./Mrs./Miss/Ms. [Surname]: 
Sincerely, 


Clerk of the House [Full Name] 
Clerk of the U.S. House of 
Representatives 
U.S. House of Representatives 
Washington, DC 20515  


Dear Mr./Mrs./Miss/Ms. [Surname]: 
Sincerely, 


Resident Commissioner  The Honorable [Full Name] 
Resident Commissioner from Puerto 
Rico 
U.S. House of Representatives 
Washington, DC 20515 


Dear Mr./Mrs./Miss/Ms. [Surname]: 
Sincerely, 


Delegate The Honorable [Full Name] 
Delegate from [Name] 


Dear Mr./Mrs./Miss/Ms. [Surname]: 
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U.S. House of Representatives 
Washington, DC 20515 


Sincerely,  


LEGISLATIVE AGENCIES 


Comptroller General The Honorable [Full Name] 
Comptroller General of the United 
States 
Washington, DC 20548 


Dear Mr./Mrs./Miss/Ms. [Surname]: 
Sincerely, 


Librarian of Congress The Honorable [Full Name] 
Librarian of Congress 
Library of Congress 
Washington, DC 20540 


Dear Mr./Mrs./Miss/Ms. [Surname]: 
Sincerely, 
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[bookmark: _GoBack]Performance Work Statement

Consulting Services in Connection with Updating CIGIE Strategic Plan for FY 2016-2020

As of: Dec 18, 2014





1.0  Purpose



The Council of the Inspectors General on Integrity and Efficiency (CIGIE) is seeking consulting services to assist it in assessing its mission and in updating its strategic plan.  The contractor shall assess CIGIE’s current activities and resources; obtain input from key stakeholders, including Congress, and the Administration/OMB; and provide a report with suggestions regarding both mission area changes and strategic plan changes for CIGIE membership to consider and implement.   



2.0  Background 



CIGIE was established by the Inspector General Reform Act of 2008 as an independent entity within the Executive Branch, and was tasked with the statutory mission to “address integrity, economy and effectiveness issues that transcend individual Gov’t agencies; and (B) increase the professionalism and effectiveness of personnel by developing policies, standards, and approaches to aid in the establishment of a well-trained and highly skilled workforce in the OIGs.”  5 U.S.C. §11(a).  CIGIE is comprised of various IGs, and is headed by a Chairperson and Executive Chairperson.  Attachment A, CIGIE’s Charter, describes the organization and membership of CIGIE, including CIGIE staff and relevant permanent and other committees.  Among other specific activities, CIGIE compiles and submits an annual report to the President; runs an IG-related website, and handles rank award nominations for SESers employed in OIGs.



CIGIE developed a strategic plan covering 2012 through 2017 pursuant to the Government Performance and Results Act’s and related enactment requirements.  See Attachments B & C copy of CIGIE’s current plan and for statutes and related OMB GPRA guidance. CIGIE’s current plan articulates certain strategic goals, objectives, and measures. Since creation of CIGIE’s initial/first time plan, and as a result of CIGIE being a new organization, numerous questions have arisen from CIGIE member IGs, Congressional stakeholders, the public, and OMB/the Administration regarding the breadth of CIGIE’s mission, and its resources and activities. These questions center around how vigorous CIGIE’s role in cross cutting issues should be; what CIGIE’s role might be vis-à-vis the statutorily created Integrity Committee that reviews certain allegations against IGs and higher level OIG officials; CIGIE’s capacity regarding training; and CIGIE’s role in complaints or disputes between federal agencies and their respective IGs. 



3.0  Scope of Work



CIGIE seeks an organization with experience assisting federal entities in organizational assessment and strategic planning. Key tasks include assessing CIGIE’s activities over the first 5 years of its existence; identifying and soliciting input from the CIGIE membership, committees, and employees; identifying key stakeholder groups and soliciting input from them, including by administering surveys and conducting meetings; and developing a report and recommendations regarding CIGIE’s mission and strategic plan.  



4.0  Key Tasks



4.1  Task 1 – Assess CIGIE current activities and resources



A. The contractor shall develop a plan with specific methodology to assess CIGIE’s current activities and resources.  At a minimum, the plan shall consist of the following elements:

a. Approach to identifying the current state of CIGIE;

b. Approach to identifying the future of CIGIE; and

c. Approach to identifying means by which CIGIE can achieve its future.



B. Evaluate CIGIE’s activities and achievements towards meeting its legislated mission, functions, and duties since its establishment in October 2008;



C. Develop and administer a survey instrument to CIGIE members, including member IGs, Committee heads, and officials regarding CIGIE’s current and future mission and activities;



D. Convene and facilitate at least one session with same to obtain further feedback; 



E. Identify key CIGIE stakeholders in Congress, OMB/the Administration, federal agencies, and the public (good government or government transparency groups); develop and administer a survey to such stakeholders and obtain input from such stakeholders; and



F. Convene and facilitate sessions with key Congressional stakeholders including House members or staff, and Senate members or staff, including both majority and minority members, regarding CIGIE’s mission and activities.



Multiple sessions with key personnel or stakeholders may be necessary to obtain the required data as part of this task.  The contractor shall plan accordingly for this stipulation.



4.2  Task 2 – Interim Report



	The contractor shall draft an interim report summarizing at a minimum the assessment performed, including a preliminary assessment as compared to CIGIE’s current mission and strategic plan and results of survey instruments, and recommendations for future focus areas for stakeholder meetings. 



4.3  Task 3 – Conduct an in-depth analysis of CIGIE’s mission and strategic plan and develop recommendations



	Based on the data gathered, the contractor shall undertake the actions necessary to analyze and compare the data with CIGIE’s mission and strategic plan and develop appropriate recommendations.  This task may require the contractor to conduct additional meetings with key stakeholders to further refine the data gathered or to conduct sensing sessions while refining the recommendations. 



	This analysis shall include consideration of CIGIE’s organizational structure, level of funding, and funding mechanism.



4.4  Task 4 – Final Report



	The contractor shall deliver a final report reflecting specific recommendations or areas of concern (with related potential goals and objectives) to address in seeking changes to CIGIE’s future mission and in considering in updating its strategic plan.  This shall include a suggested framework for CIGIE’s strategic plan.  The final report should also address CIGIE’s staffing, structure, and funding, and shall   



A. Describe the methodology of the assessment; 

B. Describe the present state of CIGIE; 

C. Provide a synthesis and analysis of CIGIE and stakeholders’ views and input for the future of CIGIE as an organization and its operations; 

D. Provide specific recommendations or areas of concern (with related potential goals and objectives) to address in seeking changes to CIGIE’s future mission and for consideration in updating its strategic plan;  

E. Provide a framework to be used in developing CIGIE’s strategic plan; and 

F. Deliver suggestions on successful implementation of CIGIE’s Strategic plan.



4.5  Task 5 – Present Summary of Final Report



	The contractors shall present a summary of the final report to CIGIE’s members and address questions that members may have regarding the methodology used, and the contractors report results and recommendations.



5.0  Deliverables/Milestones



5.1  Deliverables



		PWS Section

		Deliverable

		Due Date



		4.1A

		Assess CIGIE current activities and resources: Develop a plan to guide the assessment

		NLT 30 days after award



		4.1C and E

		Assess CIGIE current activities and resources: Develop survey instruments for CIGIE members and key stakeholders

		NLT 45 days after award



		4.1C and E

		Assess CIGIE current activities and resources: Complete surveys of CIGIE members and key CIGIE stakeholders as part of the assessment activity

		NLT 60 days after award



		4.2

		Interim Report

		NLT 105 days after award



		4.3

		Conduct an in-depth analysis of CIGIE’s mission and strategic plan and develop recommendations

		NLT 135 days after award



		4.4

		Final Report

		NLT 180 days after award



		4.5

		Present Summary of Final Report

		NLT 210 days after award









5.2 Performance Requirements Summary



		Required Service

		Standard

		Acceptable Quality Level

		Method of Surveillance



		Deliver the Interim Report

		Delivered NLT than the due date with no grammatical or spelling errors and includes all required data elements

		No more than two grammatical or spelling errors and all required data compiled is addressed in the report

		100% inspection



		Deliver the Final Report

		Delivered NLT than the due date with no grammatical or spelling errors and addresses all elements specified in the PWS

		No grammatical or spelling errors and all elements identified in the PWS are included and adequately addressed in the report

		100% inspection









6.0  Period of Performance 



The period of performance is seven months from the date of award.



7.0  Place of Performance 



The contractor’s primary place of performance shall be at the contractor’s own facility. 





8.0  Travel Costs 



The government anticipates that the work will be conducted in the Washington, D.C., metro area and local travel is not authorized.  However, if the contractor is required to travel outside of the Washington, D.C., metro area under this contract, as directed by the COR, reimbursement of travel expenses shall be in accordance with the travel clause. 



9.0  Government Furnished Property 



The Government will not furnish any property necessary for performance of this contract to the contractor.  The contractor is responsible for providing all required automation, telephonic, reproduction, supplies or any other support materials/equipment necessary for performance under this contract. 



10.0  Inspection and Acceptance 



The contractor shall provide all deliverables under this PWS to the COR for review and acceptance by CIGIE.  Deliverables shall include one hard copy and one electronic copy.  The electronic copy shall be in MS Office format.  CIGIE will have seven (7) calendar days to complete its review of the deliverables and will accept or reject the deliverables in writing.  In the event of a rejection of any deliverable, the COR shall provide specific reason(s) for the rejection to the contractor in writing.  The contractor shall have seven (7) calendar days to correct the rejected deliverable and return it to the COR.

 

11.0  Key Personnel 



11.1  Key Personnel Designation



For the purpose of the overall performance of this effort, the contractor's Project Manager shall be designated as a key person.  The Project Manager shall be the contractor's authorized point of contact with the government CO and the COR.  The Project Manager shall be responsible for formulating and enforcing work standards, assigning schedules, reviewing work discrepancies, and communicating policies, purposes, and goals of the organization to subordinates.  The contractor may designate other employees as key personnel if their position and value towards successful completion of the work warrants.  These other key personnel shall also be subject to the requirements of this section.



11.2  Substitution of Key Personnel



All contractor requests for approval of substitutions hereunder shall be submitted in writing to the COR and the Contracting Officer at least twenty-five (25) calendar days in advance of the effective date, whenever possible, and shall provide a detailed explanation of the circumstances necessitating the proposed substitution, a complete resume for the proposed substitute and any other information requested by the Contracting Officer necessary to approve or disapprove the proposed substitution.  The COR and the Contracting Officer will evaluate such requests and promptly notify the contractor of approval or disapproval in writing. 



12.0  Disclosure of Information 



Information made available to the contractor by the Government for the performance or administration of this effort shall be used by the contractor and its personnel only for those purposes and shall not be used in any other way without the written agreement of the Contracting Officer. 



The contractor agrees to assume responsibility for protecting the confidentiality of Government records, which are not public information. Each employee of the contractor to whom information may be made available or disclosed shall be notified in writing by the contractor that such information may be disclosed only for a purpose and to the extent authorized herein. 

 

13.0  Limited Use of Data 



Performance of this effort may require the contractor to access and use data and information proprietary to a Government agency or Government contractor which is of such a nature that its dissemination or use, other than in performance of this effort, would be adverse to the interests of the Government and/or others. 



Contractor and/or contractor personnel shall not divulge or release data or information developed or obtained in performance of this effort, until made public by the Government, except to authorized Government personnel or upon written approval of the Contracting Officer (CO). The contractor shall not use, disclose, or reproduce proprietary data that bears a restrictive legend, other than as required in the performance of this effort. Nothing herein shall preclude the use of any data independently acquired by the contractor without such limitations or prohibit an agreement at no cost to the Government between the contractor and the data owner which provides for greater rights to the contractor.



14.0  Other Administrative Considerations



14.1  Government Holidays



The following holidays observed by the Federal Government are posted on the website of the U.S. Office of Personnel Management (OPM) at http://www.opm.gov/Operating_Status_Schedules/fedhol :



New Year’s Day, Birthday of Martin Luther King Jr., Washington’s Birthday, Memorial Day, Independence Day, Labor Day, Columbus Day, Veterans Day, Thanksgiving Day, and Christmas Day. 



The contractor shall comply with other Government holidays in addition to those listed by OPM as designated by Federal Statute, Executive Order, and/or Presidential Proclamation. 



14.2  Contractor Personnel 



The contractor shall be responsible for managing and overseeing the activities of all contractor personnel, as well as subcontractor efforts used in performance of this effort.  The contractor's management responsibilities shall include all activities necessary to ensure the accomplishment of timely and effective support, performed in accordance with the requirements contained in the statement of work.



14.3  Standards of Conduct



14.3.1  The contractor will be responsible for maintaining satisfactory standards of employee competency, conduct, appearance, and integrity. The contractor is also responsible for ensuring that its employees and those of its subcontractor(s) do not disturb papers on desks, open desk drawers or cabinets, use Government telephones, except as authorized, or otherwise jeopardize the security and the privacy of Government employees, its clientele, and the contents and property of the facility in which the effort under this statement of work is performed. Each employee or supervisor of the contractor is expected to adhere to standards of behavior that reflect credit on themselves, their employer, and the Federal Government.



14.3.2  The contractor will be responsible for taking such disciplinary action, including suspension without pay or removal from the worksite, with respect to its employees, as may be necessary to enforce those standards.



14.3.3  Where applicable, the requirements of this clause must be expressly incorporated into subcontract(s) and must be applicable to all subcontractor employees who may perform recurring services or work at the facility of this contract.



14.3.4  The Government retains the right to permanently remove any employee of the contractor from performing duties assigned under this effort at the facility should the employee's performance so warrant. 



14.3.5  The Government will request the contractor to immediately remove any employee of the contractor from the facility should it be determined by the Contracting Officer that the individual employee of the contractor is "unsuitable" for security reasons or for otherwise being found to be unfit for performing his assigned duty at the facility.  The following areas (not all-inclusive) are considered justification for requesting the contractor to immediately remove an employee from the facility:



· Neglect of assigned duty and refusing to render assistance or cooperate in upholding the integrity of the security programs at the worksite;



· Falsification or unlawful concealment, removal, mutilation, or destruction of any official documents or records, or concealment of material facts by willful omissions from official documents or records;



· Disorderly conduct, use of abusive or offensive language, quarreling, intimidation by words or actions, or fighting; participation in disruptive activities which interfere with the normal and efficient operations of the Government;



· Theft, vandalism, immoral conduct, or any other criminal actions;



· Selling, consuming, or being under the influence of intoxicants, drugs, or controlled substances which produce similar effects;



· Improper use of official authority or credentials, as a supervisor or employee of the contractor; 



· Violation of agency and contractor security procedures and regulations; and



· Violation of the rules and regulations governing federal public buildings and grounds, set forth in 41 CFR Subpart 101-20.3 Conduct on Federal Property.



14.3.6  Following a recommendation from an agency program official or security officer, the Contracting Officer will make all determinations regarding the removal of any employee of the contractor from and denial/termination of clearance and access to the facility for non-performance, misconduct, or failure to abide by all laws and regulations. The Contracting Officer will verbally inform the contractor about the employee, followed by a written confirmation or determination. Specific reasons for the removal of an employee will be provided to the contractor in writing. In the event of a dispute, the Contracting Officer will make a final determination.



14.3.7  Upon a determination of the Government that an employee of the contractor be removed from or denied access to the facility, the employee's clearance and access to the facility must be immediately revoked or otherwise terminated. Furthermore, if applicable, the building pass and/or other access device(s) previously given to the employee must be immediately surrendered, returned, or delivered to the security officer of the facility.



15.0  Contractor Performance Assessment Reporting System



(a) FAR 42.1502 directs all Federal agencies to collect past performance information on contracts. The Department of the Interior (DOI) has implemented the Contractor Performance Assessment Reporting System (CPARS) to comply with this regulation. One or more past performance evaluations will be conducted in order to record your contract performance as required by FAR 42.15.



(b) The past performance evaluation process is a totally paperless process using CPARS.  CPARS is a web-based system that allows for electronic processing of the performance evaluation report. Once the report is processed, it is available in the Past Performance Information Retrieval System (PPIRS) for Government use in evaluating past performance as part of a source selection action.



(c) We request that you furnish the Contracting Officer with the name, position title, phone number, and email address for each person designated to have access to your firm's past performance evaluation(s) for the contract no later than 30 days after award. Each person granted access will have the ability to provide comments in the Contractor portion of the report and state whether or not the Contractor agrees with the evaluation, before returning the report to the Assessing Official. The report information must be protected as source selection sensitive information not releasable to the public.



(d) When your Contractor Representative(s) (Past Performance Points of Contact) are registered in CPARS, they will receive an automatically-generated email with detailed login instructions. Further details, systems requirements, and training information for CPARS is available at http://www.cpars.gov. The CPARS User Manual, registration for On Line Training for Contractor Representatives, and a practice application may be found at this site.



(e) Within 60 days after the end of a performance period, the Contracting Officer will complete an interim or final past performance evaluation, and the report will be accessible at http://www.cpars.gov.  Contractor Representatives may then provide comments in response to the evaluation, or return the evaluation without comment. Comments are limited to the space provided in Block 22. Your comments should focus on objective facts in the Assessing Official's narrative and should provide your views on the causes and ramifications of the assessed performance. In addition to the ratings and supporting narratives, blocks I - 17 should be reviewed for accuracy, as these include key fields that will be used by the Government to identify your firm in future source selection actions. If you elect not to provide comments, please acknowledge receipt of the evaluation by indicating "No comment" in Block 22, and then signing and dating Block 23 of the form. Without a statement in Block 22, you will be unable to sign and submit the evaluation back to the Government. If you do not sign and submit the CPAR within 14 days, it will automatically be returned to the Government and will be annotated: "The report was delivered/received by the contractor on (date). The contractor neither signed nor offered comment in response to this assessment." Your response is due within 14 calendar days after receipt of the CPAR.



(f) The following guidelines apply concerning your use of the past performance evaluation:



(1) Protect the evaluation as "source selection information." After review, transmit the evaluation by completing and submitting the form through CPARS. If for some reason you are unable to view and/or submit the form through CPARS, contact the Contracting Officer for instructions.



(2) Strictly control access to the evaluation within your organization. Ensure the evaluation is never released to persons or entities outside of your control.



(3) Prohibit the use of or reference to evaluation data for advertising, promotional material, pre-award surveys, responsibility determinations, production readiness reviews, or other similar purposes.



(g) If you wish to discuss a past performance evaluation, you should request a meeting in writing to the Contracting Officer no later than seven days following your receipt of the evaluation. The meeting will be held in person or via telephone or other means during your 14-day review period.



(h) A copy of the completed past performance evaluation will be available in CPARS for your viewing and for Government use supporting source selection actions after it has been finalized.



16.0  Administrative Points of Contact 



16.1  Contracting Officer's Representative (COR): 



TBD upon contract award



16.2  Contracting Officer: 



Mark Hicks

Acquisition Services Directorate – U.S. Department of the Interior, Herndon 

381 Elden Street, Suite 4000 

Herndon, VA 20170 

(703) 964-3637 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Monthly Meeting (Teleconference) Summary
Date: Wednesday, February 18, 2015 9:53:33 AM
Attachments: CIGIE Minutes Meeting- 2-17-15 final.docx

Folks,
Attached are the minutes from yesterday’s teleconference. Thanks to Brett for pulling this together
so quickly.
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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CIGIE Monthly Meeting

February 17, 2015

Teleconference in lieu of meeting in person

  

Due to the closure of the Federal Government offices in the metropolitan area of the District of Columbia on February 17, 2015, the meeting was held via a teleconference bridge with 100 ports.



Opening



Mr. Michael Horowitz, Chair, opened the meeting, welcoming members and mentioned that this was the first time for the monthly meeting to be held solely via a teleconference bridge.  Everyone was asked to mute their phones unless speaking and he requested that participants not place the call on hold in case music might be played on the call.  Mr. Horowitz announced the recent appointment of Ms. Roslyn Mazer as the Inspector General (IG) for the Federal Trade Commission.     



Legislative Initiatives



Mr. Horowitz explained that one of the main reasons to continue to have the meeting held today was to discuss the various legislative initiatives to be forwarded by letter to the Office of Management and Budget (OMB).  Mr. Horowitz advised that he and other IGs have been invited to testify on February 24, 2015, before the Senate Committee on Homeland Security and Governmental Affairs (HSGAC) about issues involving access to agency records as well as issues dealing with a revision to the IG Reform Act of 2008.  Mr. Horowitz said the committee is very interested in finding out what the IG community needs in order to better do their job.  On February 25, Mr. Horowitz plans to testify again before the House Oversight and Government Reform (HOGR) Committee on many different issues relating to the IG community.  On March 4, Mr. Horowitz is also scheduled to testify at a hearing of the Senate Judiciary Committee concerning whistleblower issues.  These are just some of the reasons why the Executive Council recently determined that the Legislation Committee should finalize the creation of CIGIE’s list of legislative priorities quickly in order to provide input to the various Congressional committees in case new legislation directly involving the IG community is introduced soon.  Mr. Horowitz advised also that many Members of Congress are interested in reforming the processes associated with the Integrity Committee (IC) with a focus of improving timing and transparency issues.  This is just another reason why it is of utmost importance for CIGIE to communicate its list of legislative priorities in a timely manner.



Ms. Gustafson referred to the draft letter associated with the list of legislative priorities, along with attached information, all of which was discussed at the last Legislation Committee meeting and distributed to the CIGIE membership prior to this meeting.  Ms. Gustafson noted that the body of the draft letter includes CIGIE’s acknowledgement of the need for improvement of timing and transparency issues related to the IC.   As previously discussed, the list of legislative priorities included:



· Testimonial Subpoena Authority

· Computer Matching 

· Paperwork Reduction Act

· Appropriate Use of Non-duty, Paid Leave Status in Cases 

             Involving an Inspector General

· Program Fraud Civil Remedies Act (PFCRA Proposals)

· Freedom of Information Act Exemption to Protect Sensitive

              Information Security Data

· Technical Amendments to the Inspector General Reform 

             Act of 2008



Ms. Gustafson reported that the Legislation Committee was unable to reach consensus about including the Testimonial Subpoena Authority (TSA) and Appropriate Use of Non-duty, Paid Leave Status in cases involving IGs issues in the list of priorities.  As such, the committee requested that these two issues be discussed at today’s meeting in order for the entire CIGIE community to have an opportunity to provide their input.  Last week, a survey was sent to all IGs requesting feedback on whether to include TSA in the list of legislative priorities.  Fifty-one responses to the survey were received.  After some discussion on the TSA issue, Mr. Horowitz asked the group if anyone objected to having the TSA issue included in the list of legislative priorities.  A suggestion was made to prepare specific documentation of how having the TSA legislated authority would have helped Offices of Inspector General (OIG) complete investigations.  Mr. Horowitz agreed that it would be a good idea to have such documentation available in case it might be requested by Members of Congress.     



It was noted that certain IGs from the Legislative Branch requested additional time to provide comments about the effect of the PFCRA proposal on their OIGs.  Ms. Gustafson requested such input be provided by close of business on February 18, 2015 in order to have the letter finalized by the next business day.



Mr. Dave Williams asked about including the topic of data access with the letter.  Ms. Gustafson assured Mr. Williams that while the Legislation Committee was not able to reach consensus on including that topic at this time, the committee would continue to discuss the issue for future consideration.  



Mr. Horowitz discussed his opinion that IG access to agency records may be a topic addressed by legislation currently being drafted by one or more Congressional committees.  He also opined that if the Office of Legal Counsel (OLC) does not release their opinion soon on the IG access to agency records issue, Congress may seek a legislative fix, which may or may not clarify the entire matter.  



Mr. Greg Friedman suggested that CIGIE should ensure each of the items contained in the list of legislative priorities has complete analytical explanations for the inclusion of each issue on the list.  Furthermore, Mr. Friedman expressed concern that CIGIE should review each proposal for consistency of policies, practices, and procedures within the OIG community.  



With no objection, by consensus, it was agreed that the draft letter be revised with regard to minor suggested revisions received from various members and after receiving input from the Legislative Branch IGs on the PFCRA issue, the draft letter be sent to the Legislation Committee, Executive Council, and full CIGIE membership for a final review and comment, realizing the final product needs to be issued prior to February 24, 2015.



Chair and Vice-Chair Report



Mr. Horowitz discussed the following topics:



· Sequestration – He urged the CIGIE community to start thinking about ways to prepare for a possible sequestration as of October 1, 2015.  Discussions at the Executive Council have begun concerning identifying alternatives to provide training in Fiscal Year (FY) 2016 on a regional basis in an effort to reduce OIG’s travel costs so that OIG employees can continue to participate in Training Institute classes.  Mr. Horowitz also requested that information from the last Sequestration be summarized in order to better understand its effect on the IG community.  

· Ombudsman Working Group – A working group was established after legislation established Ombudsmen in several federal agencies.  Mr. Chuck McCullough has requested that this working group be elevated in stature to a standing committee.  The Executive Council recently decided to ask the Investigations Committee to work closely with this working group.  Mr. Horowitz requested input at today’s monthly meeting associated with how best to handle the administration of this working group.

· Law Enforcement Authority – Mr. Horowitz recently asked the Chairs of the Investigations and Legislation Committees to work together to discuss ways of providing information and assurance to Members of Congress about the current needs and reasons for OIGs to maintain their law enforcement authority.    

· Investigations Committee follow-up on matters from the Department of Justice (DOJ) – Mr. Horowitz explained that DOJ recently issued new racial profiling guidelines and CIGIE needs to address how the IG community has implemented these guidelines.  Similarly, DOJ recently requested information from the IG community regarding the status of recordings of custodial investigations.  The Investigations Committee will address these issues at their next meeting.

· New IG Orientation and Shadowing Initiative – Mr. Caulfield and the Professional Development Committee were tasked by Mr. Horowitz to work on new ideas to help new IGs get acclimated to the IG community more timely and completely.  More information to follow.

· Mission Support/Shared Services Platform – Mr. Horowitz explained his hope to have new mission support-type services be provided by CIGIE to OIG members.  He expects to form a working group in the near future to begin identifying needed services and alternative ways to provide such services within the IG community.

· Congressional Research Service (CRS) - Ms. Lerner reported attending a meeting on January 29, 2015 with the CRS, along with Mr. Jones, Mr. Caulfield, and Mr. Shoemaker.  The briefing included providing information to CRS staff to assist with their development of a self-initiated report on CIGIE, with hopes of CRS providing valuable information to educate Members of Congress about CIGIE.   Copies of two recent CRS reports related to the IG community were recently provided to the CIGIE community.   

 

Budget Committee and Charter Update



Mr. Paul Martin reported that a draft update of the CIGIE Charter has been crafted to add a Budget Committee as a standing committee, allow minutes of the Executive Council to be provided to the CIGIE membership and to revise references to the Office of the Director of National Intelligence OIG in the Charter.  Although technically classified as a working group, prior to the anticipated change of the CIGIE charter, Mr. Martin agreed to lead the group.  Upon approval, the Budget Committee will be the seventh CIGIE standing committee.  Mr. Martin advised the group intends to work with the existing committees, CIGIE staff, and the EC to develop a transparent process to formulate CIGIE’s budget, starting with the Fiscal Year (FY) 2017 budget.   Additionally, the group will lead CIGIE’s effort to work with OMB and Congress to seek a direct appropriation for CIGIE.



Ms. Lerner moved and Mr. O’Carroll seconded a motion to amend the Charter as recommended by Mr. Martin.  By consensus, the motion was approved.  Prior to its final adoption, the amended Charter will be circulated for final comment and finalization.



Professional Development Committee



As previously discussed, at each monthly meeting two committees will be asked to provide in-depth reports.  Ms. Kendall, Chair, Professional Development Committee (PDC), briefly discussed the slides distributed via email prior to the meeting.   Ms. Kendall explained that the committee tasked the Leadership Development Subcommittee (LDS) to look at the feasibility of CIGIE sponsoring a number of candidates to join the Office Personnel Management’s (OPM) Senior Executive Service (SES) Career Development Program (CDP), which is open to all agencies of the federal government.  OPM informed that their CDP terminated in 2012, but OPM remains in support of working with the IG community to review the feasibility of initiating our own SES CDP.  After reviewing CIGIE’s budgets and the administrative requirements to administer a full CIGIE SES CDP, the LDS concluded it is not realistic at this time.  However, the LDS identified an alternate approach of establishing a CIGIE Interagency Fellows Program and deferring a final decision on a CIGIE SES CDP until 2016.  The proposal is to establish the Fellows Program as a two-year pilot test.  The next steps include soliciting a volunteer part-time program manager from the IG community to work in partnership with the PDC and the Training Institute to developing the necessary policies, procedures, etc. to get the program started.  It was noted that this should result in retaining SES-qualified candidates within the IG community at a minimum expense, since the program will utilize existing OIG personnel to administer and operate the program.



Mr. Dentel moved and Mr. Rymer seconded a motion to proceed with the CIGIE Interagency Fellows Program as a two-year pilot.   By consensus, the motion was approved.  



Finally, Ms. Kendall requested members review the last two slides of her presentation highlighting the accomplishments of the Training Institute.



Audit Committee



Mr. Rymer reviewed highlights of the Audit Committee including:



· The upcoming 14th Annual Association of Government Accountants Conference scheduled for March 11-12, 2015.

· 32 training programs for the audit community are being offered in FY2015 by the CIGIE Training Institute.

· OPM Skills Gap Project, which included the Auditor series.  The Audit Committee has completed its work and for now their role in the OPM effort has concluded. 

· A working group has been formed to consult with the Government Accountability Office (GAO) on the Digital Accountability and Transparency (DATA) Act in order to coordinate on issues such as reporting, etc.

· Grant Reform Working Group finalized Grant Reform Rules.

· Updates from the Federal Audit Executive Council (FAEC), including a thank you to Dr. Brett Baker, FEAC’s representative to the working group with GAO on the updating of the Standards for Internal Control in the Federal Government, otherwise known as the “Green Book”.



Committee Updates



Each committee Chair or their designee provided updates.







New Business



[bookmark: _GoBack]Mr. McFarland requested that the final draft version of the letter containing the lists of legislative priorities be sent to all IGs after it is shared with the Executive Council, but prior to it being finalized and sent to OMB.



Ms. Lerner mentioned that the Information Technology (IT) Committee had worked on the issue of conflicts between Federal Information Technology Acquisition Reform Act (FITARA) and IG authorities.  The committee has been in contact with OMB and expects to formally state their position concerning incorporating continuous monitoring into the FY 2015 Federal Information Security Management Act (FISMA) cycle.



Mr. Horowitz expressed his gratitude to Mr. Mark Jones and Mr. Brett Wilson for organizing today’s teleconference on short notice.  He expressed his desire to obtain feedback from members as to their experience with today’s teleconference.



Closing 



Mr. Horowitz adjourned the meeting at 11:42 a.m. 





 1



image1.jpeg





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Tuesday, June 9, 2015 7:50:13 AM
Attachments: Agenda - June 16, 2015 - Draft.docx

CIGIE IT Newsletter For June 2015 (6-8-15).docx
Project Proposal.Mobile Devices BYOD.DOC
Project Proposal.website security.doc

Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 

Thanks
Mark

(b) (2), (b) (3)
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Tuesday, June 16, 2015

10:00 a.m. – 11:40 a.m.



American Institute of Architects’ Boardroom

1735 New York Avenue, NW

Washington, D.C.





Welcome 	Michael Horowitz

10:00  - 10: 05 a.m. 





Information Technology Committee Key Issues	Kathy Tighe

10:05 – 10:25 a.m.		



Cross Cutting Project Proposals

Security of Publicly Accessible Government Web Applications

Security of Agency Mobile Devices (Smartphones & Tablets) 

   and Bring-Your-Own Devices used for Government Work





Audit Committee Key Issues	Jon Rymer

10:25 – 10:45 a.m.	





Committee Updates	

10:45 – 10:55 a.m. 



	Audit Committee	Jon Rymer

	Budget Committee	Paul Martin

	Inspections and Evaluations Committee	Dan Levinson

	Integrity Committee	Scott Dahl

[bookmark: _GoBack]	Investigations Committee	Carl Hoecker

	IT Committee	Kathy Tighe

	Legislation Committee	Kathy Buller

	Professional Development Committee	David Montoya

	DATA Act Interagency Advisory Committee	Allison Lerner

	Disaster Assistance Workgroup	John Roth	

	Improper Payments Information Act/Guidance	Patrick O’Carroll

	Inspector General Candidate 	Lynne McFarland

	    Recommendation Panel

	CAO Council	Robert Erickson

	CFO Council	David Berry

	CIO Council	 John Roth








Executive Council Strategic Discussion (Principles Only)	Michael Horowitz

10:55 – 11:40 a.m.	Allison Lerner



· Strategic Direction of CIGIE

· FY 2017 Appropriation
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IT Committee Rolls Out First Phase of FISMA Maturity Model:Next Subcommittee Meetings, Date, Time, POC



· Inv., 08/25/15, 1:00 PM, Dr. Scott Moore, NSF OIG, 703.292.4991

· OIG CIO, 08/05/15, 10:00 AM, Jason Carroll, DOT OIG, 202.366.7060

· DAWG, No meeting yet scheduled

· Audits and Evaluations,

No meeting yet scheduled

Next Committee Meeting

· 07/22/15 

· 2:00 PM

· ED OIG

550 12th Street SW

Room 8070

Washington, DC 20202



The final CIGIE maturity model for information security continuous monitoring (ISCM) for the FY 2015 FISMA evaluations was provided to the IG community on May 27, 2015. The maturity model is designed to (1) summarize the status of agencies’ information security programs and their maturity on a 5-level scale, (2) provide transparency to agency CIOs, top management officials, and other interested readers of OIG FISMA reports about what has been accomplished and what still needs to be implemented to improve the information security program to the next maturity level, and (3) help ensure consistency across the OIGs in their annual FISMA reviews. The ISCM maturity model was previewed with key stakeholders, including GAO, NIST, OMB, and DHS. In addition, several OIGs tested a draft of the ISCM model using data from their 2014 FISMA reviews. The FAEC Audits and Evaluations subcommittee will continue with the development of the model for the remaining 10 FISMA security domains for use in 2016.

IT Committee Members

Kathy Tighe, Chair, ED OIG

Philip Heneghan, Vice Chair, USITC OIG

David Berry, NLRB OIG

Phyllis Fong, USDA OIG

Paul Martin, NASA OIG

Milton Mayo, EEOC OIG

David Montoya, HUD OIG

David Williams, USPS OIG





IT Legislation Implementation Update:

[bookmark: _GoBack]The Federal Information Technology Acquisition Reform Act of 2014 (FITARA): On April 9, 2015, the IT Committee provided OMB with written comments on the draft memorandum implementing parts of FITARA, including the new requirements relating to enhancements to CIOs’ authorities. The written comments, as well as discussions with OMB, highlighted the OIGs’ continuing concerns about the conflict between the CIOs’ new authorities and IG independence. On April 30, 2015, OMB notified the IT Committee that the version of the draft memorandum that went out for public comment provided the following caveat: “With respect to Offices of Inspectors General (OIG), this guidance should be implemented in a manner that does not impact the independence of those offices and the authorities Inspectors General have over the personnel, performance, procurement, and budget of the OIG, as provided in the IG Act of 1978, 5 U.S.C. app 3.”



The FISMA Modernization Act: OMB indicated in a briefing at the January CIGIE meeting that this Act would be implemented through OMB Circular A-130, as well as other memoranda. On April 24, 2015, OMB circulated A-130 and its appendices for agency comment. This version (Appendix III) continued to include a mention of IG reviews of agency privacy programs as part of FISMA evaluations, but based on earlier feedback from the IG community, those reviews were made optional. The FRB/CFPB OIG, on behalf of the IT Committee, collected IG community comments, which were provided to OMB on May 7, 2015. 



GAO IT Assistance:

The FISMA Modernization Act of 2014 has a provision that allows GAO to “provide technical assistance to an Inspector General . . . to assist the Inspector General . . . in carrying out the duties under this section, including by testing information security controls and procedures.” Follow-up discussions indicate that GAO is available to provide advice to OIGs on examining security controls, including what types of tools might be available and how they might apply. GAO also can assist OIGs in identifying risks and threats and what controls might be available to address them. The contact at GAO is Greg Wilshusen, Director of Information Security Issues.

June 2015
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Security of Agency Mobile Devices (Smartphones & Tablets) and Bring-Your-Own Devices used for Government Work

Suggested Lead OIG:  TBD



Potential Participating OIGs:  

Background/Overview:  Mobile electronic devices such as smartphones and tablets are key components of agency information technology (IT) strategies to provide employees and contractors flexibility in accessing agency networks from anywhere.  Although mobile devices with computing capabilities offer greater workplace flexibility, they are also susceptible to compromise because of their size, portability, constant wireless connection, physical sensors, and location services.  Further, the diversity of available devices, operating systems, carrier-provided services, and applications present significant additional security challenges.  Adding to these security concerns is a movement in some Federal agencies to promote “bring your own mobile device” policies under which employees use personal smartphones and tablets to access agency e-mail, data, and networks.

Purpose:  Assess security controls on agency-provided and personal mobile devices used by employees to access Federal Government information and networks.

Objective:  Evaluate the management and security of smartphones, tablets, basic cell phones, and AirCards.  Specifically, assess whether agencies have implemented controls to manage (1) the costs and security risks associated with agency-issued mobile devices; and (2) security risks and other issues associated with personal smartphones and tablets connecting to agency networks. 

Goals:  Enhance the Federal Government’s management of mobile devices to reduce associated costs and strengthen security controls while maintaining efficiency and flexibility in the Federal workforce’s use of mobile devices. 

Concept/Work Plan:  Interview agency officials including end-user service managers, contractors providing end-user services, and contracting officers about mobile security, inventory controls, and mobile device ordering process.  Review contract documentation to obtain an understanding of the pricing and security requirements for mobile devices connecting to agency web applications.  Analyze available cellular usage/detail reports for devices unused for the period under review.  Perform testing to determine the suitability of the devices, controls over ordering, controls over inventory and payments, and controls over personal use/business need.  Review OMB and agency-specific guidance on BYOD implementation and compare these protocols to government and industry security practices. 

The NASA OIG’s audit work plan examining the security of agency mobile devices is available to participating OIGs.


Security of Publicly Accessible Government Web Applications

Suggested Lead OIG:  TBD

Potential Participating OIGs:  

Background/Overview:  The internet has grown over the past two decades from a collection of static websites to a vast conglomeration of sophisticated web applications that includes publicly accessible websites, administrative consoles, and web login portals that allow remote management of an organization’s information technology (IT) devices and data.  Much like the private sector, the Federal Government relies on internet-accessible web applications for a myriad of reasons, including to provide services to customers, share information, and recruit employees.


Because anyone with an internet connection can access many web applications, hackers routinely exploit vulnerabilities to gain unauthorized access to computer networks to steal sensitive information, disrupt operations, or attain public notoriety.  Alarmingly, hackers can use a minor flaw in a web application as an entryway to an organization’s larger network.


For example, NASA manages approximately 1,200 publicly accessible web applications – or about half of all publicly accessible, non-military Federal Government websites – to share scientific information with the public, collaborate with research partners, and provide its civil servant and contractor employees with remote access to its networks.  Hundreds of these web applications are part of IT systems NASA characterizes as high- or moderate-impact, meaning that a security breach could result in the loss of sensitive data or seriously impair agency operations.

NASA’s substantial connectivity with outside organizations represents a significant target for cybercriminals.  In fiscal year (FY) 2013, NASA reported that exploitation of vulnerable web applications accounted for one-third (61 of 183) of the agency’s total IT security breaches.

Moreover, the frequency and sophistication of attacks directed at NASA’s publicly accessible web applications has increased dramatically over the past several years.  For example, between FYs 2012 and 2013 NASA experienced an 850 percent increase (from 42 to 359) in structured query language (SQL) injection attacks that attempted to compromise agency web applications to steal data or gain a foothold into its networks for future exploitation.  No doubt similar security issues exist with web applications managed by other Federal Government agencies. 


Purpose:  Examine controls to manage and secure the Federal Government’s publicly accessible web applications.

Objective:  Assess the effectiveness of efforts across the Federal Government to secure publicly accessible web applications.  Specficially, (1) determine the extent and efficacy of agencies’ efforts to identify and assess vulnerabilities on publicly accessible web applications and mitigate the most severe vulnerabilities; and (2) where appropriate, assess efforts to control or reduce the number of publicly accessible web applications.

Goals:  Improve the security and management of the Federal Government’s publicly accessible web applications and identify opportunities to reduce vulnerability to breaches that could result in loss of sensitive data or seriously impair agency operations.

Concept/Work Plan:  To determine whether agencies have implemented adequate security measures to reduce the risk of compromise for their publicly accessible web applications: interview agency IT security personnel and contractors in charge of web management/security; review agency policies and procedures on security/controlling publicly accessible web applications; examine agency system scans to identify development systems, test systems, and management consoles on agency networks that are publicly accessible;  use scans to quantify the number of agency IP addresses associated with publicly accessible web applications and link the IP addresses back to system security plans to determine Federal Information Processing Standard 199 system impact level;  and review the status of web application vulnerabilities in the agency tracking system to determine the number of unmitigated vulnerabilities .


To determine the status of agency initiatives to reduce the number of publicly accessible web applications: interview agency officials to determine progress made and barriers encountered and  identify the total number of IP addresses associated with publicly accessible web applications for each quarter in order to gauge reductions in the total number.

The NASA OIG’s audit work plan is available to participating OIGs.



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Teleconference - 11:30 a.m., Friday, February 28, 2015
Date: Wednesday, February 25, 2015 3:07:55 PM
Importance: High

IG Members,
As many of you know, Michael Horowitz, Steve Linick, John Roth, and Pat O’Carroll, testified at a
hearing held by HSGAC on yesterday. During the hearing, Senator McCaskill had raised a couple
questions relating to IGs pay/bonuses, how many OIGs are contracting out Financial Statement
Audits, and a question relating to some IGs that do not conduct audits in accordance with Yellow
Book standards not having peer reviews conducted on their offices. If you did not have an
opportunity to see the hearing, you can watch the hearing video on HSGAC’s website at -
http://www.hsgac.senate.gov/hearings/improving-the-efficiency-effectiveness-and-independence-
of-inspectors-general (Senator McCaskill’s questions are located at 1 hour and 24 minutes into the
video.)
Additionally, we have been informed that HSGAC, working with SJC staff, is trying to move forward
promptly on an IG reform bill, perhaps introducing legislation as early as this week or next week.
Thus, with the questions from Senator McCaskill and the expected bill, we have scheduled a
teleconference for 11:30 a.m., Friday, February 27, 2015, to discuss these matters. Subsequently,
CIGIE leadership will meet with HSGAC and SJC staff regarding the draft bill, and separately work
towards addressing Senator McCaskill’s questions.
Below is the call in information for the Teleconference:

· Telephone: 
· Passcode: 

Please let me know if you have any questions.
Thanks

Mark

(b) (2)
(b) (2)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE Views Draft Letter on S.579 - Suspense Thursday, April 23, 2015
Date: Friday, April 17, 2015 10:11:59 AM
Attachments: CIGIE Views S 579 - 4-17-15.docx

Good Morning,
Please find attached the latest draft of the Views Letter regarding the proposed bill, Inspector
General Empowerment Act of 2015 (S.579). We are seeking written edits or comments on the Views
Letter by NLT Thursday, April 23, 2015. Please provide your comments to me at

@cigie.gov.
Additionally, please note that the Views Letter is on the agenda for discussion at next Tuesday’s
Monthly meeting.
Please let me know if you have any questions.
Thanks
Mark

(b) (6)
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April XX, 2015



The Honorable Ron Johnson

Chairman, Committee on Homeland Security and Governmental Affairs

U.S. Senate	

Washington, DC 20510	



The Honorable Thomas R. Carper

Ranking Member, Committee on Homeland Security and Governmental Affairs

U.S. Senate

Washington, DC 20510



Dear Chairman Johnson and Ranking Member Carper:



The Council of the Inspectors General on Integrity and Efficiency (CIGIE) appreciates your continued support of our work and the Committee on Homeland Security and Governmental Affairs’ interest in advancing S. 579, the Inspector General Empowerment Act of 2015, as amended (S. 579).  CIGIE has advocated for several legislative proposals, a number of which are included in S. 579, to enhance the work of Inspectors General.[footnoteRef:1]  In this and recent Congresses, committees of jurisdiction have taken testimony and maintained an ongoing dialogue with CIGIE representatives and Inspectors General (IGs) regarding the underlying challenges the legislative proposals seek to address.  IGs are charged with addressing fraud, waste, and abuse in Federal programs and are committed to doing so in the most efficient and cost-effective manner as we carry out the responsibilities set forth in the Inspector General Act of 1978, as amended (IG Act).  To that end, CIGIE offers the following views on S. 579. [1:    February 20, 2015 letter from CIGIE Legislation Committee Chair to the Deputy Director for Management, Office of Management and Budget] 




S. 579 would provide IGs with important additional tools the community has long advocated for, as well as other provisions that would enhance CIGIE’s operations and increase transparency of Federal oversight efforts.  However, there remain several provisions in S. 579 which, as we have discussed with Committee staff previously, continue to be of concern to CIGIE.  We outline those concerns below and look forward to continuing to discuss them with Committee staff.







Section 2 of the bill seeks to protect the independence of IGs to carry out the functions of the IG Act.  The IG Act in Section 3(a) prohibits agency management officials from directing the work of the Inspector General and states that neither the head of the establishment nor the officer next in rank shall prevent or prohibit the Inspector General from initiating, carrying out, or completing any audit or investigation, or from issuing any subpoena during the course of any audit or investigation.  This important organizational independence helps to limit the potential 

for conflicts of interest that could exist if an IG were to report to a subordinate agency official whose programs the OIG audits and investigates.  Further, the insulation of IGs against interference with its audits or investigations promotes independent and objective reporting by IG offices.  



Section 3(a) of the IG Act further provides:  “Each Inspector General shall report to and be under the general supervision of the head of the establishment involved or, to the extent such authority is delegated, the officer next in rank below such head, but shall not report to, or be subject to supervision by, any other officer of such establishment.”  There is no statutory definition of “general supervision,” although the IG Act is clear that this supervision may not be exercised in a way that would inhibit an IG’s full discretion to undertake an audit or investigation, issue subpoenas, and see these matters through to conclusion.  Additionally, although few court decisions have analyzed the “general supervision” language of the IG Act, one case in particular, United States Nuclear Regulatory Commission v. Federal Labor Relations Authority, 25 F.3d 229, 235 (4th Cir. 1994), reviewed the legislative history of the “general supervision” language and described the agency head’s supervisory authority over the IG as “nominal.”  



CIGIE understands that the rationale for the existing statutory language was to recognize that IGs, while acting independently of the agency, reside within the agencies they oversee.  However, the experience of some IGs has been that the term "general supervision" has been cited by their agencies when attempting to improperly direct an IG in their duties.  We appreciate the Committee’s concerns about safeguarding the independence of IGs by deleting the phrase “general supervision” in Section 3(a) of the IG Act.  However, given the reliance on this term in court cases discussing IG authorities, CIGIE is concerned that deleting the phrase "general supervision" without inserting new, clearer statutory language that explicitly states Congressional intent may unintentionally create further conflicts or confusion, such as agency heads assuming that deletion of the term increases their supervisory authority over IGs.  Therefore, CIGIE suggests that, consistent with Congressional intent and the decision cited above of the U.S. Court of Appeals for the Fourth Circuit, the phrase “general supervision” in Section 3(a) of the IG Act be replaced with the phrase “nominal supervision.” 

  

Section 3(b) of the IG Act provides a specific process for removing an IG from office or transferring an IG to another position or location within an “establishment.”  Section 8(G)(e) provides a similar process for IGs within designated Federal entities.  These removal processes require Congressional notification not later than 30 days before any such action.  They provide a safeguard to protect the independence of IGs to undertake or complete any audit or investigation, or to issue a subpoena related to that work.  This safeguard can be defeated when an IG is placed on “administrative leave” or “suspended without pay” (i.e., a paid or unpaid, non-duty status) by the President (for an IG of an establishment) or by an agency head (for an IG of a designated Federal entity).    



Section 2 of S. 579 also would establish a Congressional notification requirement for use of either paid or unpaid, non-duty personnel actions involving an IG, and limits the timeframe of such leave for IGs but permits extensions.  It also provides three specific reasons that may justify placing an IG on leave, which are identical to the reasons for placing a Federal employee on paid, non-duty status set forth in regulations.  See 5 C.F.R. § 752.404 and 752.604.  This process is consistent with a proposal offered to OMB by CIGIE in its compilation of legislative priorities for the 114th Congress.[footnoteRef:2] [2:  Ibid.] 




Section 3 of the bill would authorize IGs to subpoena the attendance and testimony by individuals employed by certain entities subject to oversight by IGs, as well as to subpoena former Federal employees.  The IG community appreciates the strong Congressional interest in enhancing IG oversight through this limited testimonial subpoena authority.  To avoid any confusion about the extent to which IGs may exercise this authority, CIGIE suggests two amendments:



(1)  CIGIE believes the provision would be improved by removing the word “certain” in front of “witnesses” and removing the clause “including a current or former contractor with the Federal Government, a current or former subcontractor (at any tier) of a contractor with the Federal Government, a current or former grantee of the Federal Government, a current or former subgrantee of a grantee of the Federal Government, a current or former employee of such a contractor, subcontractor, grantee, or subgrantee, and any former Federal employee[.]”  We recommend removal of this clause in part because the references to “Federal government” may not extend to all designated Federal entities and may not include all possible recipients of a subpoena.  Some of the subjects of IG oversight not included in current listing of examples of those who may be subpoenaed include volunteers, lenders participating in guaranteed loan programs, employees of a current or former contractor or subcontractor of a current or former Federal grantee, or subjects of cooperative agreements.  In addition, this amendment would align the testimonial subpoena authority with the IGs’ existing authority to subpoena documents.  That authority, set forth in section 6(a)(4) of the IG Act, does not specify the recipients to whom IGs may issue subpoenas, but only requires a subpoena be necessary in the performance of IG work.   



(2) Alternatively, CIGIE believes inserting “but not limited to” after “including” and before the list of examples of appropriate witnesses would also make clear that the list of entities is not exhaustive.



In addition, Section 3 of the bill mandates that a subpoena review panel for IGs of the Intelligence Community be composed of members of the “Council of Inspectors General on Integrity and Efficiency’s Intelligence Community.”  Because there is no such committee, we recommend that proposed Section 6A(b)(1)(B) be amended to read:



“(B) in the case of a request by an Inspector General from the Intelligence Community, the 3 members designated under subparagraph (A) shall each be an Inspector General within the Intelligence Community.” 



Section 3 of the bill also exempts IGs from the Computer Matching and Privacy Protection Act (CMPPA), an exemption CIGIE has long supported and which the Congress has already granted to the Inspector General for the Department of Health and Human Services (HHS-OIG).  Timely use of computer matching can be a powerful tool for safeguarding the integrity of Federal programs.  Other than HHS-OIG, IGs are impeded in their efforts to effectively use this tool.  Under the CMPPA as currently written, an IG’s request for computer matching must undergo a protracted review by the agency and is subject to the discretion of agency leadership.  This requirement results in agency leadership deciding whether an IG can have access to information the IG has determined is necessary to conduct its oversight work of the agency.  Removing this impediment will better enable IGs to conduct their work timely, efficiently, and independently. 



Section 3 of the bill also will exempt IGs from the provisions of the Paperwork Reduction Act (PRA).  The IG Community has advocated for over a decade for a change to the PRA in order to facilitate IG work, and CIGIE has recommended the PRA be amended to exempt the Federal IG offices from its requirements.  Specifically, our concern is the PRA requires that information collections, such as OIG surveys, be subject to approval from a "senior official" of the agency and then from OMB.  Subjecting IGs to the review process requirements of the PRA conflicts with the mandate that IGs be independent.  Moreover, application of the PRA to IGs has both process and substance implications.  We continue to support an exemption to the PRA for IGs that is analogous to that afforded to the Government Accountability Office (GAO).   



Section 4 of the bill amends Section 11 of the IG Act in several respects to provide additional responsibilities and resources to CIGIE:



· The Section makes technical corrections and authorizes certain delegation authority.  Specifically, the IG Act is amended to update the title of the IG for the Intelligence Community, previously identified as the IG of the Director of National Intelligence.  The amendments also provide flexibility for the Director of the Office of Government Ethics (OGE) to designate a representative to carry out their responsibilities on the Integrity Committee.  Such flexibility is necessary to ensure OGE is a full participant on the Integrity Committee, particularly when a conflict may exist that causes the principal to recuse themselves in specific matters.  



· The Section establishes a new function and duty for CIGIE by authorizing it to receive, review, and mediate any disputes submitted in writing by an IG regarding an audit, investigation, inspection, evaluation, or project that involves the jurisdiction of more than one OIG. 



· The Section makes changes to the membership and procedures of the Integrity Committee.  



· The bill changes the Chair of the Integrity Committee from the Federal Bureau of Investigation (FBI) to one of the IGs serving on the Integrity Committee, but continues to have the FBI serve as a member of the Integrity Committee.  CIGIE fully supports the continued presence of the FBI on the Integrity Committee and believes the FBI’s participation on the Integrity Committee provides an additional assurance to the public regarding the Integrity Committee’s oversight process.  The bill also removes the Special Counsel as a member of the Integrity Committee.  Given the conflict that frequently arose for the Special Counsel between matters pending before the Office of Special Counsel and matters pending before the Integrity Committee, CIGIE supports this change.  



· The bill prescribes time frames to carry out functions of the Integrity Committee.  The role of the Integrity Committee is one of CIGIE’s paramount duties and is vital to maintaining public trust in the work of IGs.  CIGIE agrees that providing time frames will help ensure that allegations under the purview of the Integrity Committee are reviewed and investigated in a timely manner.  However, CIGIE has concerns about two particular time frames included in the bill.  First, CIGIE recommends the 15-day time frame following referral to initiate an investigation be extended to, at a minimum, 45 days.  A 45-day time period will allow the Integrity Committee to obtain any exculpatory or clarifying information to properly make a determination to either close the inquiry or initiate an investigation.  This process has served to reduce the number of full IG investigations required to be initiated.  



Second, CIGIE recommends the 120-day time period required to complete an investigation be extended to 180 days.  Investigations initiated by the Integrity Committee often involve complicated allegations, and must be carefully and thoroughly conducted.  CIGIE suggests a 180-day time period provides a more realistic time period for completion, and we are concerned that a 120-day deadline could result in investigations being rushed or create the perception that an investigation was rushed, even when it was not, in order to meet a statutory deadline.  We are further concerned that the 120-day deadline could make it difficult for the Integrity Committee to find OIGs that are available to conduct more complicated investigations if they believe it will be difficult to complete the investigation in a timely manner.



· The bill also requires that Congress be notified if the Integrity Committee investigation cannot be completed within the 120-day time period and be briefed every 30 days thereafter.  Whether the time period for completion of the investigation is 120 days or extended to 180 days, CIGIE would have significant concerns if the briefing requirement is intended to be substantive in nature.  Providing a substantive briefing during the pendency of an ongoing Integrity Committee investigation to the Congress, or to the agency itself, risks impairing the independence of the investigation.  CIGIE does, however, appreciates the importance of keeping Congress informed on the anticipated timing of an Integrity Committee investigation, and therefore suggests that the bill make clear that the briefing requirement is intended to be procedural, not substantive, and only entails an update on the anticipated timing of the investigation.



· The bill clarifies the authority of the Integrity Committee to conduct and coordinate parallel investigations with other investigations that may be ongoing by another governmental entity.

  

· The bill also provides that any Member of Congress would have access to Integrity Committee reports.  The IG Act currently requires the Integrity Committee to submit an executive summary of its final reports to the House Committee on Oversight and Government Reform (HOGR), the Senate Committee on Homeland Security and Governmental Affairs (HSGAC), and other congressional committees of jurisdiction.  The IG Act also currently provides that the Chair and Ranking Member of these committees can request more detailed information from the Integrity Committee concerning completed investigations.  CIGIE recognizes the importance of Congressional oversight of Inspectors General and of the need for committees with oversight responsibility of an OIG to receive Integrity Committee reports, but has concerns about making available those reports to committees and Members that do not have oversight responsibility of an OIG.  CIGIE therefore requests that the bill be amended to provide for distribution of Integrity Committee reports to the Chair and Ranking Member of HOGR, HSGAC, and other congressional committees of jurisdiction.     



The Section amends Section 11 of the IG Act by authorizing a new source of funds available for appropriations to CIGIE.  CIGIE has long believed an appropriation would provide the most efficient and effective means of funding CIGIE, and we support the bill’s authorization of an appropriation.



Sections 5(a) and 5(b) of the bill establishes a requirement for two reports to Congress.  GAO is required to conduct a study of prolonged vacancies in the OIGs.  CIGIE is required to conduct an examination of critical issues that involve the jurisdiction of more than one IG.  The examination will identify issues that could be better addressed through greater coordination among IGs and best practices that can be employed to increase coordination and cooperation on each issue identified.  



Section 5(c) of the bill seeks to enhance transparency of Federal oversight efforts.  Since 2010, CIGIE members have been requested by letters from certain members of Congress to provide information similar in respect to that mandated in Section 5(c).  The request letter and ensuing dialogue with Congressional staff provided flexibility for individual OIGs to meet information needs of the Members of Congress while at the same time reducing the cost and burden of providing responsive data.  This dialogue and flexibility has increased the value in such reporting, which will be lost in the much broader mandated framework offered in S. 579.  While CIGIE strongly supports transparency of the work of IGs, we offer several suggestions to streamline the reporting requirements and avoid unintended harm to ongoing IG oversight efforts by imposing significant additional reporting obligations on IGs:



(1) CIGIE suggests incorporating the remaining reporting elements into Section 5 of the IG Act, which requires IG semiannual reports to Congress.  Such an approach would eliminate a parallel reporting scheme and allow for the preparation and transmission of one report, the semiannual report to Congress.  



(2) In Section 5(c)(1)(A), CIGIE suggests substituting “serving in a GS-15 position or equivalent or above” to replace the current language “receiving pay at the rate specified for GS-15 level or above.”  This amendment would make clear that the reporting requirement pertains to employees serving in GS-15 (or equivalent or above) positions, and not lower level GS-14 employees whose pay may fall within the GS-15 scale. 



(3) In Section 5(c)(1)(A)(i)(II), CIGIE suggests deleting “and an explanation of the reasons for the declination” by the Department of Justice (DOJ) of cases involving GS-15 employees.  This information is under the purview of the Department of Justice and may be considered attorney work product.  Additionally, any explanation received from DOJ by OIG personnel may represent an incomplete analysis, and an OIG mandated disclosure of its knowledge of the explanation may have a chilling effect on the relationship between OIG criminal investigators and DOJ attorneys.



(4) CIGIE suggests deletion of Section 5(c)(1)(B).  This provision will result in duplicative submission of reports to Congress.  For example, to the extent such reports include investigative reports, some of these already would be reported under 5(c)(1)(A).  Other investigative reports may involve investigations of entities or individuals outside of an IG’s department or agency and are usually closed because prosecution is declined.  To the extent that this provision covers audits and other reviews, we note that typical reasons an IG does not publicly post reports are that they include classified information or specifics on information security processes the release of which could harm the government.  We suggest that such reports be provided to Congress in carefully controlled ways that both meet the needs of Congress in its oversight efforts and provide some degree of protection of the information they contain. 



(5) CIGIE suggests deletion of “investigations” from the reporting requirement set forth in 5(c)(1)(E)(i).  This reporting requirement presents a significant burden for OIGs and may pose privacy concerns given the scope of the term “investigations.”  Some of the large OIGs report that they close over 800 investigations annually that do not result in public actions (e.g., prosecution or public interest disclosures).  As such, most of these “investigations” are closed due to lack of evidence developed or otherwise are deemed to not warrant additional OIG resources, or result in actions (such as personnel actions within an agency) that are not within the realm of public interest.  Reporting out on all of these investigations with minimal public interest would require a significant investment of investigative time for many OIGs, thereby diverting investigative resources that would otherwise be dedicated to accomplishing the OIG’s mission. 



(6) CIGIE suggests amending 5(d) “(e)(2)” to add “or subject to ongoing or potential litigation” at the end.  This amendment would protect from disclosure reports containing recommendations that may be subject to further administrative or appeal proceedings, such as disciplinary actions, suspensions or debarments, etc.   

 

Section 6 amends the IG Act to make necessary technical corrections, which CIGIE supports.  The amendments codify certain provisions of the IG Reform Act, make technical corrections, and make corrections to typographical errors.  However, CIGIE notes that the bill does not codify two provisions of the IG Reform Act of 2008 (IG Reform Act): the designated Federal entity IG pay provisions set forth in section 4(b) of the IG Reform Act and pay provisions for career Senior Executive Service personnel who become IGs, as set forth in section 4(c) of the IG Reform Act.  CIGIE suggests that Sections 4(b) and 4(c) of the IG Reform Act be codified into the IG Act.  



CIGIE welcomes the opportunity to offer any technical assistance necessary to incorporate its other legislative priorities, such as the proposed technical changes to preserve IG independence in context of the Federal Information Technology Acquisition Reform Act.  Should you have any questions or need more information, please do not hesitate to contact me directly at 

202-205-6586.



	Sincerely,







	Peggy E. Gustafson

	Inspector General

	U.S. Small Business Administration



	Chair, Legislation Committee

	Council of the Inspectors General on Integrity 

	     and Efficiency





cc:	The Honorable Jason Chaffetz

Chairman, Committee on Oversight and Government Reform



The Honorable Elijah E. Cummings 

Chairman, Committee on Oversight and Government Reform
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: CIGIE-GAO Coordination Meeting, 8:30 a.m., Friday, March 13, 2015
Date: Tuesday, March 10, 2015 11:08:49 AM
Attachments: 2015_Final_Agenda_CIGIE_GAO Meeting.pdf

CIGIE Members,
Please find attached the agenda for the subject meeting to be held at GAO on Friday, March 13.
Similar to previous years, the meeting will begin at 9:00 a.m., however, GAO is graciously hosting a
morning networking session beginning at 8:30 a.m., prior to the meeting. The location of the
meeting is:

U.S. Government Accountability Office (GAO)
Room 1N37 (First Floor)
441 G Street, N.W., Washington, DC 20548

Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV



 
ANNUAL CIGIE- GAO COORDINATION MEETING  


Agenda 
Friday, March 13, 2015 


U.S. Government Accountability Office (GAO) 
Room 1N35-1N37 (First Floor) 


441 G Street, N.W., Washington, DC  20548 
  (202) 512-5500 
 
 


 
Please feel free to take individual breaks as needed 


 


 
 
 
8:30 am  –   9:00 am IG Arrival at G Street Entrance 


Continental Breakfast & Networking 
 
 
9:00 am  –   9:10 am Joint Welcome and Meeting Objectives 
    Gene L. Dodaro, Comptroller General of the United States 
    Patricia Dalton, Chief Operating Officer, GAO 


Michael E. Horowitz, CIGIE Chair and Inspector 
  General (IG), U.S. Department of Justice 
Allison C. Lerner, CIGIE Vice Chair and IG,  
   National Science Foundation 


 
 
 9:10 am  –   9:40 am Data Act Implementation 


Discussant Leaders 
CIGIE:  Eric M. Thorson, IG, Robert Taylor, Deputy Assistant IG 
for Audit, James Lisle, Audit Director, U.S. Department of the 
Treasury 
GAO:  J. Christopher Mihm, Managing Director, Strategic Issues 


 
 
 9:40 am –  10:10 am Data Analytics & GAO’s Fraud Risk Framework  


Discussant Leaders  
CIGIE: Allison Lerner, CIGIE Vice Chair and IG,  
National Science Foundation, David Williams, IG, U.S. Postal 
Service 
GAO:  Steve Lord, Managing Director, Forensic Audits and 
Investigative Service 


 
 
10:10 am –  10:40 am Improper Payments – Cost Estimation Methodology 


Discussant Leaders  
CIGIE: Patrick O’Carroll, IG, Social Security Administration 
GAO:  Beryl Davis, Director, Financial Management and Assurance 


 







 
ANNUAL CIGIE- GAO COORDINATION MEETING  


Agenda 
Friday, March 13, 2015 


U.S. Government Accountability Office (GAO) 
Room 1N35-1N37 (First Floor) 


441 G Street, N.W., Washington, DC  20548 
  (202) 512-5500 
 
 


 
Please feel free to take individual breaks as needed 


 


 
 
 
 
10:40 am –  11:10 am GAO’s Work in Information Security and OIGs’ FISMA 


responsibilities 
 Discussant Leaders 


CIGIE:  Kathy Tighe, Recovery Accountability and Transparency 
Board Chair and IG, U.S. Department of Education 
GAO:  Greg Wilshusen, Director, Information Technology 


 
 
11:10 am –  11:40 am Improving the Management of IT Acquisitions and Operations 
 Discussant Leaders 


CIGIE: Paul Martin, IG, National Aeronautics and Space 
Administration 
GAO:  Carol Cha, Director, Information Technology 
 


  
11:40 am –  12:10 pm Services for Native American Communities 
 Discussant Leaders 


CIGIE:  Gloria Jarmon, Deputy IG for Audit Services, U.S. 
Department of Health and Human Services 
GAO:  Kathleen King, Director, Health Care 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Committee Member Listing
Date: Wednesday, July 1, 2015 3:23:11 PM
Attachments: 2015 Committee Members - July 1 2015.xlsx

CIGIE Members,
Attached is the listing of Committee members. This chart will be updated as additions and changes
to the various Committees occur. If you do not see that you were included in a Committee for which
you informed me of your preference, please let me know and I will work to have you added to that
Committee. For those of you that may have missed my requests for your Committee preference or
may have overlooked responding and have an interest in participating on one or more Committees,
please let me know.
Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

Committee Jul 2013

		Audit		Professional Development		Information Technology		Inspections and Evaluations		Investigations		Legislation		Budget

		Jon Rymer, Chair		David Montoya, Chair		Kathleen Tighe, Chair		Dan Levinson, Chair		Carl Hoecker, Chair		Kathy Buller, Chair		Paul Martin, Chair



		Mary Mitchelson, Vice Chair		Kristi Waschull, Vice Chair		Philip Heneghan, Vice Chair		Kurt Hyde, Vice Chair		Patrick O'Carroll, Vice Chair		Steve Linick, Vice Chair		Lynne McFarland, Vice Chair

		Patrick O'Carroll             Social Security Administration		Lynne McFarland                      Federal Election Commission		David Berry                National Labor Relations Board		Elizabeth Dean                  Farm Credit Administration		Mark Bialek                 Federal Reserve Board		Mark Bialek                 Federal Reserve Board		Mary Kendall        Department of the Interior

		Jeffrey Schanz              Legal Services Corporation		Richard Moore         Tennessee Valley Authority		Phyllis Fong                  Department of Agriculture		Arthur Elkins                   Environmental Protection Agency		Arthur Elkins                   Environmental Protection Agency		Elizabeth Dean                  Farm Credit Administration		John Roth           Department of Homeland Security

		Hubert Sparks         Appalachian Regional Commission		David Sheppard                            Denali Commission		Paul Martin              National Aeronautics and Space Administration		Mary Kendall        Department of the Interior		Mary Kendall        Department of the Interior		Christopher Dentel    Consumer Product Safety Commission

		Eric Thorson         Department of Treasury		Mary Kendall        Department of the Interior		Milton Mayo                   Equal Employment Opportunity Commission		Steve Linick                             State		Steve Linick                             State		Martin Dickman         Railroad Retirement Board

		Kathleen Tighe     Department of Education		Jack Callender           Postal Regulatory Commission		David Montoya                           Housing and Urban Development		Hubert Sparks         Appalachian Regional Commission		Adam Trezciak                            Government Accountability Office		Arthur Elkins                   Environmental Protection Agency

		Jon Hatfield                    Federal Maritime Commission		Cathy Helm                    Smithsonian Institute		David Williams                    U.S. Postal Service		Jack Callender           Postal Regulatory Commission		Jon Hatfield                    Federal Maritime Commission		Mike McCarthy                        Export-Import Bank of the United States

		Cathy Helm                    Smithsonian Institute		Robert Westbrooks            Pension Benefit Guaranty Corporation				Kathy Buller                         Peace Corps		Peg Gustafson           Small Business Administration		Patrick O'Carroll             Social Security Administration

		James Springs        National Archives 		Carl Hoecker              Securities and Exchange Commission				Richard Griffin                    Veterans Administration		David Berry                National Labor Relations Board		Kevin Mulshine             Architect of the Capitol

		Fred Gibson              Federal Deposit Insurance Corporation		Dan Levinson                    Department of Health and Human Services				Tonie Jones                 National Endowment for the Arts		James Springs        National Archives 		Steve Linick                             State

		Curtis Crider                  Election Assistance Commission		Paul Martin              National Aeronautics and Space Administration				Charles McCullough, III           Intelligence Community		Robert Erickson                       General Services Administration		Adam Trezciak                            Government Accountability Office

		Scott Dahl                       Labor		Jon Rymer                          Department of Defense				Mary Mitchelson              Corporation for Public Broadcasting		J. Russell George       Treasury Inspector General for Tax Administration		John Roth           Department of Homeland Security

		Greg Friedman Department of Energy		Kathleen Tighe     Department of Education				Dana Rooney                   Federal Labor Relations Authority		Allison Lerner                    National Science Foundation		Peg Gustafson           Small Business Administration

		Kurt Hyde                             Library of Congress		Kathy Buller                        Peace Corps				Laura Wertheimer               Federal Housing Finance Agency		Charles McCullough, III           Intelligence Community		Jack Callender           Postal Regulatory Commission

		Michael Raponi    Government Printing Office		Hubert Bell                        Nuclear Regulatory Commission				John Roth                   Department of Homeland Security		David Montoya                           Housing and Urban Development		James Springs        National Archives 

		John Sopko              Special Inspector General for Afghanistan Reconstruction		Patrick McFarland         Office of Personnel Management						Laura Wertheimer               Federal Housing Finance Agency		Deborah Jeffrey                             Corporation for National and Community Service

		Charles McCullough, III           Intelligence Community		Dana Rooney                   Federal Labor Relations Authority						Scott Dahl                       Labor		Roy Lavik                  Commodity Futures Trading Commission

				David Williams                    U.S. Postal Service								Allison Lerner                    National Science Foundation

												Charles McCullough, III           Intelligence Community

												Calvin Scovel, III         Department of Transportation

												Hubert Bell                        Nuclear Regulatory Commission
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Congressional Letters Requesting Information from the IGs
Date: Monday, March 9, 2015 4:20:00 PM
Attachments: [Untitled].pdf

[Untitled].pdf

We have been apprised that some IGs may not have received a letter similar to the attached from
Chairman Chaffetz and Ranking Member Cummings requesting information on open and
unimplemented recommendations, among other items. Additionally, we understand from HOGR
staff that this letter was to be sent to each of the IG. Thus, in case there may be other IGs that did
not receive the letter from Chairman Chaffetz, we wanted to share this information.
Also, I wanted to mention that late last month Chairman Johnson and Chairman Grassley, sent a
letter to all IGs requesting information on outstanding unimplemented recommendations, a report
on each investigation involving GS-15 level or above employees, or equivalent; detailed description
of whistleblower retaliation, among other information. I have attached a copy of this letter, as well,
in case someone did not receive.
Thanks

Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
































From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: DOJ OLC Opinion Regarding DOJ OIG Access to Certain Records - Issued July 23, 2015
Date: Thursday, July 23, 2015 12:28:08 PM
Attachments: Access DOJ OIG executive summary of OLC Opinion.pdf

IG Act Opinion.pdf

CIGIE Members,
As discussed at Tuesday’s meeting, please find enclosed the DOJ OLC opinion regarding DOJ OIG’s
access to certain records that was issued today. Additionally, attached is DOJ OIG’s executive
summary of the this opinion.
Again, a teleconference will be held on tomorrow at 11:00 a.m. regarding this opinion. Below is the
dial in information for the call:

Telephone: 
Passcode: 

Thanks

Mark

(b) (2)
(b) (2)
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Office of the Principal Deputy Assistant Attorney General 


U.S. Department of Justice 


Office of Legal Counsel 


Washington, D.C. 20530 


July 20, 2015 


MEMORANDUM FOR SALLY QUILLIAN YATES 
DEPUTY ATTORNEY GENERAL 


Re: The Department of Justice Inspector General 's Access to Information 
Protected by the Federal Wiretap Act, Rule 6(e) of the Federal Rules of Criminal 


Procedure, and Section 626 of the Fair Credit Reporting Act 


You have asked whether the Department of Justice (the "Department") may lawfully 
provide the Department' s Office of the Inspector General ("OIG") with access to documents 
containing certain kinds of statutorily protected information.1 In particular, you have asked 
whether the Department may grant OIG access, in connection with OIG audits, investigations, 
and reviews, to information protected by the Federal Wiretap Act, Title III of the Omnibus 
Crime Control and Safe Streets Act of 1968, as amended, 18 U.S.C. §§ 2510- 2522 ("Title III"); 
Rule 6(e) of the Federal Rules of Criminal Procedure ("Rule 6(e)"); and section 626 of the Fair 
Credit Reporting Act, 15 U.S.C. § 1681u ("FCRA"). Subject to certain exceptions, each of these 
statutes restricts the disclosure of particular categories of information: Title III limits the 
Department's authority to disclose the contents of intercepted communications; Rule 6( e) limits 
the Department's authority to disclose grand jury materials; and section 626 of FCRA limits the 
authority of the Federal Bureau oflnvestigation ("FBI") to disclose consumer information 
obtained pursuant to National Security Letters issued under section 626. At the same time, 
however, section 6(a)(l ) of the Inspector General Act of 1978, as amended, 5 U.S.C. app. (the 
"IG Act"), authorizes OIG "to have access to all records, reports, audits, reviews, documents, 
papers, recommendations, or other material" available to the Department and relevant to the 
programs and operations OIG is charged with reviewing. 5 U.S.C. app. § 6(a)(l). 


In views letters submitted in connection with the preparation of this opinion, OIG, 
together with certain other interested entities, argues that section 6(a)(l) of the IG Act grants it 
an unqualified right of access to Department records relevant to its audits, investigations, and 
reviews, notwithstanding any limitations on disclosure imposed by Title III, Rule 6( e ), or 
section 626 of FCRA. OIG also argues that, even leaving section 6(a)(l) aside, the relevant 
statutory exceptions in Title III, Rule 6( e ), and section 626 permit the Department and its 
components to disclose protected information to OIG when that information is pertinent to its 
audits, investigations, or reviews. Certain other Department components disagree, arguing that 


1 See Memorandum for Karl Thompson, Acting Assistant Attorney General, Office of Legal Counsel , from 
James M. Cole, Deputy Attorney General (May 24, 2014) ("Opinion Request"). Our Office received a request for 
an opinion on the same subject in 201 1, but that request was withdrawn. See Letter for Cynthia Schnedar, Acting 
Inspector General, from James M. Cole, Deputy Attorney General (Mar. 16, 201 2). In preparing this opinion, we 
have considered views submitted in connection with both requests . 


1 







the statutory exceptions in Title III, Rule 6( e ), and section 626 permit disclosure of protected 
information to OIG only in a limited set of circumstances, and that the limits on disclosure apply 
even when OIG requests material under section 6(a)(l) of the IG Act.2 


For the reasons set forth below, we conclude that the statutory exceptions in Title III, 
Rule 6( e ), and section 626 of FCRA permit the Department to disclose to OIG the covered 
information it seeks in most, but not all, of the circumstances in which OIG might request it. In 
particular, Title III permits Department officials to disclose to OIG the contents of intercepted 
communications when doing so could aid the disclosing official or OIG in the performance of 
their duties related to law enforcement, including duties related to Department leadership's 
supervision of law enforcement activities on a programmatic or policy basis. Rule 6( e) permits 
disclosure of grand jury materials to OIG if a qualifying attorney determines that such disclosure 
could assist her in the performance of her criminal law enforcement duties, including any 
supervisory law enforcement duties she may have. And FCRA permits the FBI to disclose to 
OIG consumer information obtained pursuant to section 626 if such disclosure could assist in the 
approval or conduct of foreign counterintelligence investigations, including in the supervision of 


2 See E-mail for John E. Bies, Deputy Assistant Attorney General, Office of Legal Counsel , from William 
M. Blier, General Counsel, OIG (Apr. 29, 2015 6:37 PM) ("OIG 2015 E-mail"); Memorandum for the Acting 
Assistant Attorney General, Office of Legal Counsel, from Michael E. Horowitz, Inspector General (June 24, 20I4) 
("OIG 20I4 Memorandum"); Memorandum for the Attorney General from Cynthia A. Schnedar, Acting Inspector 
General (Dec. 16, 2011) ("OIG Grand Jury Memorandum"); Memorandum for the Deputy Attorney General from 
Cynthia A. Schnedar, Acting Inspector General (Dec. 16, 2011) ("OIG Title III Memorandum"); Memorandum for 
the Deputy Attorney General from Cynthia A. Schnedar, Acting Inspector General (Dec. 6, 201 l) ("OIG FCRA 
Memorandum"); Memorandum for Caroline D. Krass, Principal Deputy Assistant Attorney General, Office of Legal 
Counsel, from Carol F. Ochoa, Assistant Inspector General, Oversight and Review Division (Mar. 9, 2011) ("OIG 
Supplemental Memorandum"); Memorandum for Paul P. Colborn, Special Counsel, Office of Legal Counsel, from 
Carol F. Ochoa, Assistant Inspector General , Oversight and Review Division (Dec. 17, 2010) ("OIG 
Memorandum"); see also Memorandum for John Bies, Deputy Assistant Attorney General, Office of Legal Counsel, 
from Leslie R. Caldwell, Assistant Attorney General , Criminal Division (July 14, 2014); Letter for John E. Bies, 
Deputy Assistant Attorney General, Office of Legal Counsel , from Phyllis K. Fong, Chair, and Lynne A. 
McFarland, Vice Chair, Council of the Inspectors General on Integrity and Efficiency ("CIGIE") (June 24, 2014); 
Memorandum for John E. Bies, Deputy Assistant Attorney General, Office of Legal Counsel, from G. Bradley 
Weinsheimer, Deputy Counsel, Office of Professional Responsibility (June 24, 2014); E-mail for John E. Bies, 
Deputy Assistant Attorney General, Office of Legal Counsel , from Jocelyn Aqua, National Security Division (Mar. 
2, 2012 3:54 PM) ("NSD E-mail"); Memorandum for Virginia A. Seitz, Assistant Attorney General, Office of Legal 
Counsel, from Lanny A. Breuer, Assistant Attorney General , Criminal Division (Feb. 16, 2012); Letter for John E. 
Bies, Deputy Assistant Attorney General, Office of Legal Counsel, from Phyllis K. Fong, Chair, and Carl 
Clinefelter, Vice Chair, CIGIE (Oct. 7, 2011); Memorandum for the Office of the Deputy Attorney General, from 
Patrick W. Kelley, Acting General Counsel, FBI (Oct. 5, 2011 ); Memorandum for John Bies, Deputy Assistant 
Attorney General, Office of Legal Counsel , from Lanny A. Breuer, Assistant Attorney General, Criminal Division 
(Apr. 12, 2011); Memorandum for Jonathan G. Cedarbaum, Principal Deputy Assistant Attorney General, Office of 
Legal Counsel, from Valerie Caproni , General Counsel, FBI (Jan. 13 , 2011) ("FBI Memorandum"). 


In addition, although the Office does not solicit views from outside the Executive Branch, we received a 
letter concerning the issues addressed in this opinion from Senator Charles E. Grassley and Representative John 
Conyers, then-Ranking Members of the Senate and House Committees on the Judiciary. See Letter for Karl R. 
Thompson, Acting Assistant Attorney General , Office of Legal Counsel , from Charles E. Grassley, Ranking 
Member, Committee on the Judiciary, U.S. Senate, and John Conyers, Ranking Member, Committee on the 
Judiciary, U.S. House of Representatives (Oct. 10, 2014). We appreciate Senator Grassley' s and Representative 
Conyers ' interest in these issues, and have considered their views in preparing this opinion. 


2 







such investigations on a programmatic or policy basis. In our view, however, Title III and 
Rule 6(e) forbid disclosures that have either an attenuated or no connection with the conduct of 
the Department' s criminal law enforcement programs or operations, and section 626 of FCRA 
forbids disclosures that have either an attenuated or no connection with the approval or conduct 
of foreign counterintelligence investigations. 


We further conclude that, to the extent that Title III, Rule 6(e), and section 626 prohibit 
Department officials from disclosing information to OIG, section 6(a)(l ) of the IG Act does not 
override these prohibitions. Under longstanding interpretive principles, general access 
provisions like section 6(a)(l ) are generally construed not to override specific, carefully drawn 
limitations on disclosure like Title III, Rule 6( e ), and section 626 unless Congress has clearly 
indicated that it intends the general access provision to have that effect. And in our view, the 
text of the IG Act contains no clear indication that Congress intended section 6(a)(l) to override 
Title III, Rule 6(e), or section 626. The Act's legislative history, moreover, affirmatively 
indicates that Congress expected an inspector general ' s right of access to be subject to statutory 
limits on disclosure. 


In reaching these conclusions, our Office 's role has not been to decide what access OIG 
should receive as a matter of policy. Rather, we have endeavored to determine as a matter of 
law, using established tools of statutory construction, how best to reconcile the strong privacy 
protections embodied in Title III, Rule 6( e ), and section 626 with the interest in access reflected 
in section 6(a)(l) of the IG Act. 


This opinion has four parts. In Part I, we set forth some statutory background related to 
the IG Act, and explain the potential statutory conflict that arises when OIG, relying on the IG 
Act's general access provision, requests material that is also covered by the nondisclosure 
provisions in Title III, Rule 6( e ), or section 626 of FCRA. In Part II, we examine Title III, 
Rule 6( e ), and section 626 to determine whether the exceptions in those statutes permit 
disclosure of the protected materials OIG seeks, thereby avoiding the potential conflict between 
those statutes and the IG Act. In Part III, having concluded that this conflict cannot be avoided 
in all circumstances, we explain why, in our view, the general access provision in section 6(a)(l) 
of the IG Act does not override the specific protections of sensitive information contained in 
Title III, Rule 6(e), and section 626. Finally, in Part IV, we discuss a Fiscal Year 2015 
appropriations rider concerning the disclosure of Department materials to OIG and conclude that 
it too does not abrogate the specific protections of sensitive information found in those statutes.3 


I. 


Congress enacted the IG Act in 1978 to "create independent and objective units" within 
the Executive Branch that would promote the integrity of executive agencies and keep executive 
officials and Congress fully informed about their operations. 5 U.S.C. app. § 2. To achieve 


3 You have asked only whether it would be " lawful[]" for the Department to provide OIG information 
protected by Title lll, Rule 6(e), and section 626 ofFCRA. Opinion Request. Accordingly, we do not address in 
this opinion whether and, if so, under what circumstances the Department could lawfully withhold information it is 
legally permitted to disclose. 


3 







these goals, the Act created an Office of Inspector General in a large number of federal agencies. 
Id. §§ 2(A), 8G(a)-(b), 12(2).4 Each office is led by an inspector general who is charged with 
auditing, investigating, detecting fraud and abuse in, and making recommendations and reports 
about the agency's "programs and operations." Id. §§ 3(a), 4(a), 5. Each inspector general must 
"keep the head of [his agency] and the Congress fully and currently informed" about fraud, 
abuse, deficiencies, and other serious problems in "the administration of programs and 
operations administered or financed by such" agency, and "recommend corrective action" to 
address any problems he identifies. Id. § 4(a)(5). Inspectors general must "report to" and are 
placed "under the general supervision of' the heads of their agencies. However, the head of an 
agency generally may not "prevent or prohibit the Inspector General from initiating, carrying 
out, or completing any audit or investigation." Id. § 3(a). 


Pursuant to their statutory mandate, inspectors general engage in a wide variety of audits, 
investigations, and reviews. The Department's OIG, for example, conducts investigations of 
suspected criminal wrongdoing by Department employees; investigations of administrative 
misconduct that may or may not rise to the level of criminal wrongdoing; and broader reviews of 
Department programs and operations that seek to assess whether the programs are lawful, well
run, or otherwise in the public interest. See Office of the Inspector General, U.S. Dep't of 
Justice, Semiannual Report to Congress: Apr. 1, 2014- Sept. 30, 2014, at 13-14 (Oct. 31, 2014) 
("Semiannual Report"); 28 C.F.R. § 0.29a(b)(2), (4). The Department's OIG also conducts 
financial and administrative audits of Department components. See Semiannual Report at 13; 
28 C.F.R. § 0.29a(b)(l). Significantly, however, while the IG Act affords inspectors general 
broad authority to investigate an agency's programs and operations, it does not in most cases 
allow inspectors general to conduct activities "constituting an integral part of the programs 
involved," Inspector General Authority to Conduct Regulatory Investigations, 13 Op. O.L.C. 54, 
62 (1989) ("Authority to Conduct Regulatory Investigations"), and it prohibits the heads of 
federal agencies from transferring to inspectors general any of the agency's "program operating 
responsibilities," 5 U.S.C. app. § 9(a).5 


The IG Act also grants inspectors general several enumerated authorities that help them 
carry out their statutory duties, such as the authority to issue subpoenas, take sworn testimony, 
and hire staff. See id. § 6(a)(4), (5), (7). Especially relevant here is the authority to obtain 
records and other materials from the agency over which an inspector general has investigative 
jurisdiction. This authority is set forth in section 6(a)(l), which provides: 


4 The IG Act uses the term "establishment" to refer to those enumerated agencies, departments, 
commissions, boards, and corporations in which Congress created an Office of the Inspector General. 5 U.S.C. app. 
§ 12(2). The Act also refers to "designated Federal entit[ies] ," defined to include a different list of government 
corporations and other entities , and directs that "there shall be established and maintained in each designated Federal 
entity an Office of Inspector General." Id. § 8G(b ). Throughout this opinion, we will refer to the federal 
establishments and entities subject to the IG Act, collectively, as "agencies." 


5 Some ofOIG ' s statutory responsibilities, such as conducting investigations of suspected criminal 
wrongdoing by Department employees, see 5 U .S.C. app. § 8E(b )(2), ( 4), may involve the same kinds of activities as 
the "program operating responsibilities" of other Department components. The IG Act does not prevent OIG from 
carrying out these activities pursuant to its statutory authority. See Authority to Conduct Regulatory Investigations, 
13 Op. O.L.C. at 66-Q7 & n.21. 
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[E]ach Inspector General, in carrying out the provisions of this Act, is 
authorized ... to have access to all records, reports, audits, reviews, documents, 
papers, recommendations, or other material available to the applicable [agency] 
which relate to programs and operations with respect to which that Inspector 
General has responsibilities under this Act. 


Id. § 6(a)(l) . In addition to granting each inspector general access to materials available to his 
agency and within his investigative jurisdiction, this provision implicitly imposes a 
corresponding duty on the applicable agency to provide the inspector general with such access 
upon request. 


In the case of the Department (and certain other agencies), however, the IG Act qualifies 
this broad disclosure requirement. As originally enacted, the IG Act did not establish an Office 
of the Inspector General in the Justice Department. When Congress extended the Act's 
provisions to the Department in 1988, see Inspector General Act Amendments of 1988, Pub. L. 
No. 100-504, § 102(c), 102 Stat. 2515, 2515- 16, Congress limited OIG's authority to investigate 
matters involving certain kinds of information, in recognition of the sensitivity of much of the 
Department's work, see H.R. Rep. No. 100-1020, at 24 (1988) (Conf. Rep.). Specifically, 
section 8E(a)(l) of the Act provides that the Department's Inspector General "shall be under the 
authority, direction, and control of the Attorney General with respect to audits or investigations, 
or the issuance of subpenas, which require access to sensitive information concerning" certain 
enumerated matters, such as "ongoing civil or criminal investigations or proceedings," 
"undercover operations," and "other matters the disclosure of which would constitute a serious 
threat to national security." 5 U.S.C. app. § 8E(a)(l). Section 8E(a)(2) similarly provides that 
the Attorney General may "prohibit the Inspector General from carrying out or completing any 
audit or investigation ... if the Attorney General determines that such prohibition is necessary to 
prevent the disclosure of any information described under [section 8E(a)(l )] or to prevent the 
significant impairment to the national interests of the United States." Id. § 8E(a)(2). Section 8E 
thus provides a mechanism through which the Attorney General can "prevent the disclosure" of 
certain sensitive information to which OIG would otherwise be entitled under section 6(a)(l). Id. 


The IG Act, moreover, is not in all circumstances the only statute that governs OIG's 
access to Department materials. As noted above, in conducting its audits, investigations, and 
reviews, OIG has sometimes requested materials that include the contents of wire, oral, or 
electronic communications the Department has intercepted pursuant to Title III; information the 
Department has acquired in the course of grand jury proceedings; and consumer information the 
FBI has obtained using National Security Letters issued under section 626 of FCRA. And while 
such information falls within the broad terms of section 6(a)(l) of the IG Act, its use and 
disclosure is also regulated, and in many circumstances prohibited, by Title III, Rule 6( e ), and 
section 626.6 Specifically, as we discuss in more detail below, Title III bars investigative and 


6 Because Congress enacted Rule 6( e) in 1977, see Pub. L. No. 95-78, § 2, 91 Stat. 319, 319, it is "by any 
defmition ... a statute." Fund/or Constitutional Gov 't v. Nat'/ Archives & Records Serv., 656 F.2d 856, 867 (D.C. 
Cir. 1981) (concluding that grand jury information protected from disclosure by Rule 6(e) is information 
"specifically exempted from disclosure by statute" within the meaning of Exemption 3 of the Freedom of 
Information Act, 5 U.S.C. § 552(b)(3)). 
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law enforcement officers from using or disclosing the contents of lawfully intercepted 
communications unless a statutory exception to Title Ill ' s disclosure prohibitions applies, see 
18 U.S.C. § 2517, and imposes administrative, civil, and sometimes criminal sanctions for 
unauthorized disclosure, see id. §§ 2520(a), (f), (g), 251 l ( l)(e), (4)(a). Rule 6(e) prohibits 
"attorney[s] for the government" and other specified individuals from disclosing "a matter 
occurring before the grand jury" except pursuant to a specific exception, Fed. R. 
Crim. P. 6(e)(2)(B), and makes a knowing violation of that prohibition punishable "as a 
contempt of court," id. 6(e)(7). And section 626 of FCRA prohibits the FBI from disclosing 
consumer information obtained pursuant to a National Security Letter (a kind of written request 
for information in connection with a counterterrorism or intelligence investigation) except as 
authorized by one of the exceptions provided in the statute, see 15 U.S.C. § 1681u(f), and makes 
unauthorized disclosure a basis for civil damages and disciplinary action, see id. § 1681 u(i}-(j). 


As a result, in responding to OIG requests for materials covered by Title III, Rule 6(e), or 
section 626, Department officials face potentially conflicting statutory directives. Title III, 
Rule 6( e ), and section 626 prohibit the Department from disclosing such materials-on pain of 
contempt, administrative and civil sanctions, and sometimes criminal penalties-unless a 
statutory exception applies. The IG Act, in contrast, requires the Department to disclose "all" 
materials that are available to the Department, relate to an OIG review of programs or operations 
within its investigative jurisdiction, and are not covered by a determination to withhold them 
under section 8E. 


Where two statutes govern the same subject matter, the Supreme Court has instructed that 
the statutes are to be read in pari materia and construed, where possible, as part of a single and 
coherent regulatory scheme. See Morton v. Mancari , 417 U.S. 535 , 551 (1974) ("When there are 
two acts upon the same subject, the rule is to give effect to both if possible." (quoting United 
States v. Borden Co., 308 U.S. 188, 198 (1939))); see also, e.g., FCC v. NextWave Personal 
Commc 'ns, 537 U.S. 293 , 304 (2003); JE.M Ag Supply, Inc. v. Pioneer Hi-Bred Int '!, Inc. , 534 
U.S. 124, 143-44 (2001); Vimar Seguros y Reaseguros, SA. v. M/V Sky Reefer, 515 U.S. 528, 
533 (1995); Ruckelshaus v. Monsanto Co., 467 U.S. 986, 1018 (1984). Only where a 
harmonious construction of two statutes is impossible should one be construed as overriding or 
implicitly repealing the other. Morton, 417 U.S. at 551 . Accordingly, before considering 
whether the general access requirement in section 6(a)(l) of the IG Act overrides the disclosure 
restrictions in Title III, Rule 6( e ), and section 626 of FCRA, we examine the latter three statutes 
to determine whether and to what extent they permit disclosures to OIG. 


II. 


A. 


We begin with Title III. Congress enacted this statute in the wake of the Supreme 
Court's decisions in Berger v. New York, 388 U.S. 41 (1967), and Katz v. United States, 389 
U.S. 347 (1967), which held that electronic surveillance constitutes a search subject to the limits 
imposed by the Fourth Amendment. In response to these rulings, Congress created a 
comprehensive statutory scheme governing the interception, use, and disclosure of wire, oral, 
and electronic communications, see 18 U.S.C. §§ 2510-2522, thereby establishing a mechanism 
through which law enforcement officials could conduct electronic surveillance in a manner that 
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"me[t] the constitutional requirements" enunciated in Berger and Katz. United States v. US. 
Dist. Court for E. Dist. of Mich., S. Div., 407 U.S. 297, 302 (1972); see Scott v. United States, 
436 U.S. 128, 130 (1978) (noting that Title III was intended to "provide law enforcement 
officials with some of the tools thought necessary to combat crime without unnecessarily 
infringing upon the right of individual privacy"). Title III permits the Attorney General and 
other Department leadership officials to authorize investigative or law enforcement officers to 
apply for court orders allowing them to intercept wire, oral, or electronic communications. See 
18 U.S.C. §§ 2510, 2516(1), (3), 2518(1)(a); see also id. § 2516(2) (authorizing applications by 
certain state attorneys). And it permits courts to grant such orders if the government makes a 
series of procedural and evidentiary showings, including a showing that the interception "may 
provide or has provided" evidence of any of dozens of enumerated federal offenses (or, for the 
interception of an electronic communication, evidence of "any Federal felony"). Id. § § 2516( 1 ), 
(3), 2518. 


Once an investigative or law enforcement officer has lawfully intercepted a 
communication, Title III prohibits that officer from further disclosing the contents of the 
communication-and, as noted above, subjects her to potential administrative, civil, or criminal 
sanctions if she does so- unless section 251 7 authorizes the disclosure. See Title III Electronic 
Surveillance Material and the Intelligence Community, 24 Op. O.L.C. 261 , 270-71 n.12, 272 
(2000) ("Title III Intelligence Community"); 18 U.S.C. § 2520(a), (t), (g) (authorizing civil 
damages and administrative discipline for willful disclosures); id. § 251 l(l)(e), (4)(a) 
(authorizing criminal penalties for certain intentional disclosures) . One provision in 
section 2517, section 2517(1 ), is particularly relevant here. It provides that 


[a]ny investigative or law enforcement officer who, by any means authorized by 
this chapter, has obtained knowledge of the contents of any wire, oral, or 
electronic communication, or evidence derived therefrom, may disclose such 
contents to another investigative or law enforcement officer to the extent that such 
disclosure is appropriate to the proper performance of the official duties of the 
officer making or receiving the disclosure. 


18 U.S.C. § 2517(1). This provision thus permits disclosure of the contents of a lawfully 
intercepted communication ifthe disclosure is made (1) by an "investigative or law enforcement 
officer," (2) "to another investigative or law enforcement officer," (3) "to [an] extent ... 
appropriate to the proper performance of the official duties of the officer making or receiving the 
disclosure." A separate provision in Title III, section 2510(7), defines an "[i]nvestigative or law 
enforcement officer" as "any officer of the United States or of a State or political subdivision 
thereof, who is empowered by law to conduct investigations of or to make arrests for offenses 
enumerated in this chapter, and any attorney authorized by law to prosecute or participate in the 
prosecution of such offenses." Id. § 2510(7). 


OIG contends that section 2517(1) authorizes Department investigative and law 
enforcement officers to disclose the contents of lawfully intercepted communications to OIG 
whenever OIG deems such information pertinent to any of its investigations. It observes that, in 
a prior opinion, this Office "determined that OIG agents ... qualify as ' investigative officers' 
authorized to disclose or receive Title III information." OIG 2014 Memorandum at 11 (citing 
Whether Agents of the Department of Justice Office of Inspector General are "Investigative or 
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Law Enforcement Officers " Within the Meaning of 18 U.S.C. § 2510(7) , 14 Op. O.L.C. 107, 
109-10 (1990) ("Investigative Officers")). And OIG contends that disclosures to assist in its 
audits, investigations, and reviews are invariably "appropriate to the proper performance of the 
official duties of the officer making or receiving the disclosure" for two different (and in its view 
independently sufficient) reasons. First, it argues that under an ordinary understanding of the 
term "official duties," disclosing Title III materials to OIG will always be appropriate to both the 
official duties of the Department officials disclosing the materials (because those officials have a 
duty to cooperate with OIG' s audits, investigations, and reviews) and the official duties of the 
OIG agents receiving the materials (because the IG Act gives them a duty to investigate the 
Department). Second, OIG argues that even if "official duties" are limited to duties related to 
law enforcement-as this Office concluded in a 2000 opinion-all of OIG' s audits, 
investigations, and reviews still qualify for disclosure, because they involve either investigations 
of alleged criminal wrongdoing by Department employees, investigations of alleged 
administrative misconduct that might lead to discovery of criminal violations, or reviews of the 
Department's criminal law enforcement programs for purposes of "supervision or oversight." 
OIG Title III Memorandum at 2; see OIG 2014 Memorandum at 10-12; cf OIG Supplemental 
Memorandum at 3 5-3 8. 


We address these arguments in the two sections that follow. In the first section, we 
conclude that OIG is correct that OIG agents qualify as "investigative officers" who may receive 
Title III information, but-consistent with the conclusion in our 2000 opinion---disagree with 
OIG' s broad argument that Title III permits disclosure in connection with duties unrelated to law 
enforcement. In the second section, we substantially agree with OIG's narrower argument
namely, that disclosures to OIG agents will frequently assist the official law-enforcement-related 
duties of either the officer making or the officer receiving the disclosure. In particular, we 
conclude that Title III permits disclosure in connection with OIG reviews that concern, or are 
designed to develop recommendations about, the conduct of the Department's criminal law 
enforcement programs, policies, or practices. As we explain, many-but not all- OIG 
investigations and reviews are likely to qualify for disclosure under this standard. 


1. 


OIG' s first argument is that section 2517(1) invariably permits Department officials to 
disclose Title III information to OIG agents. See OIG 2014 Memorandum at 10- 12. We agree 
that disclosures between Department officials and OIG agents generally comply with the 
statute' s first two requirements: Numerous officers of the Department are "investigative or law 
enforcement officer[ s ]" entitled to disclose Title III information under section 2517(1 ), and OIG 
agents are "investigative or law enforcement officer[s]" entitled to receive such information. 
But, as we explain below, a prior opinion of this Office concluded that the statutory phrase 
"official duties" refers only to official duties related to law enforcement. That conclusion applies 
here, and means that disclosing information to OIG is not in itself, and without some further link 
to law enforcement, "appropriate to the proper performance of [an] official dut[y ]" within the 
meaning of section 2517(1). 


The first requirement for a disclosure under section 2517 ( 1) is that it be made by an 
"investigative or law enforcement officer," defined as an officer of the United States (or a State 
or locality) empowered to "conduct investigations of," "make arrests for, " or, if the officer is an 
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attorney, "prosecute or participate in the prosecution of' offenses enumerated in section 2516. 
18 U.S.C. § 2510(7). Numerous officials in the Department qualify as "investigative or law 
enforcement officer[ s ]" who may disclose intercepted communications under this provision. The 
officers who typically possess Title III information, such as FBI agents, qualify as investigative 
or law enforcement officers by virtue of their authority to "investigat[ e ]" and "make arrests for" 
crimes enumerated in section 2516. Id. ; see, e.g., 28 C.F.R. § 0.85 (enumerating investigatory 
functions of the FBI). And prosecutors, such as Assistant United States Attorneys, qualify 
because they are federal officers "authorized by law to prosecute or participate in the prosecution 
of' enumerated offenses. 18 U.S.C. § 2510(7); see, e.g., 28 U.S .C. §§ 542, 547 (authorizing 
United States Attorneys and their assistants to prosecute federal offenses). Officers of the 
Department with leadership or supervisory responsibilities, such as the Attorney General and 
Deputy Attorney General, also qualify as investigative or law enforcement officers. They too are 
executive officers generally vested with authority to investigate, make arrests for, and prosecute 
offenses enumerated in section 2516. See, e.g., 28 U.S.C. §§ 509, 515; 28 C.F.R. § 0.15(a). In 
addition, as we explain below, these officers participate in investigations, arrests, and 
prosecutions through their direction and supervision of those actions on an individual or 
programmatic basis. See infra pp. 11-13. 


Section 2517(1)'s second requirement is that the person receiving a disclosure of Title III 
material also be an investigative or law enforcement officer. As OIG observes, this Office has 
already concluded, in a 1990 opinion, that OIG agents "qualify as ' investigative officer[ s ]' under 
section 2510(7)." Investigative Officers, 14 Op. O.L.C. at 109 (alteration in original). OIG 
agents, as officers in the Executive Branch, are "officer[s] of the United States." 18 U.S.C. 
§ 2510(7). Further, as we explained in our 1990 opinion, the IG Act "entrusts [OIG] with 
investigative, auditing, and other responsibilities relevant to the detection and prosecution of 
fraud and abuse within [Department] programs or operations." 14 Op. O.L.C. at 109-10. When 
OIG agents, exercising those responsibilities, "discover evidence that ... Department personnel, 
contractors, or grantees are engaging in [offenses enumerated in section 2516]"-such as 
"bribery of public officials and witnesses," "influencing or injuring an officer, juror, or witness," 
or "obstruction of criminal investigations"-they have the authority to investigate those crimes. 
Id. at 110. Indeed, the portion of the IG Act that created OIG specifically authorizes it to 
"investigate allegations of criminal wrongdoing" by Department employees. 5 U.S.C. app. 
§ 8E(b)(2), (4); see also id. § 8E(d); 28 C.F.R. §§ 0.29a(b)(2), 0.29c(a). Furthermore, upon 
learning of "reasonable grounds to believe there has been a violation of Federal criminal law," 
inspectors general are required to "report [such violations] expeditiously to the Attorney 
General," Investigative Officers, 14 Op. O.L.C. at 109 (quoting 5 U.S.C. app. § 4(d)), 
presumably so that the Attorney General can consider the matter for prosecution. OIG' s 
investigative jurisdiction thus "carries with it the power to investigate offenses enumerated in 
section 2516," and as a result, OIG agents-"including special agents, auditors and 
investigators"-are "investigative officers" entitled to receive disclosures of Title III information 
under section 2517(1). Id. at 110.7 


7 Some OIG agents may also qualify as " investigative or law enforcement officer[s]" because they are 
authorized by the Attorney General, pursuant to specific provisions in the IG Act, to make warrantless arrests and 
execute arrest warrants . See 5 U.S.C. app. § 6(e); 28 C.F.R. § 0.29j(d}-(e). 
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The conclusion that both Department officials who maintain Title III information and 
OIG agents who seek it are "investigative or law enforcement officer[s]" under section 2517(1), 
however, does not mean that those officers may share Title III information with each other in all 
circumstances. Section 2517 ( 1 )' s third requirement is that any disclosure of Title III information 
between qualifying officers must be "appropriate to the proper performance of the official duties 
of the officer making or receiving the disclosure." 18 U.S.C. § 25 17(1). In our 2000 Title Ill 
Intelligence Community opinion, this Office concluded that the phrase "official duties," despite 
its apparent breadth, includes only the "law enforcement duties" of the relevant officer-that is, 
those "duties related to the prevention, investigation, or prosecution of criminal conduct." 
24 Op. O.L.C. at 264 n.7, 265 (emphasis in original). We reasoned that if "official duties" were 
read to "permit disclosure . . . for purposes unrelated to law enforcement," section 2517(1) 
"would constitute only a highly elastic limitation on disclosure among law enforcement 
officers"-allowing, for instance, an attorney with both civil and criminal duties to receive 
wiretap information for use in civil litigation. Id. at 265 . We found this result "unlikely in light 
of Congress ' s effort in Title III to protect privacy to the maximum extent possible, consistent 
with permitting electronic surveillance for law enforcement purposes." Id.; see id. at 267-69 
(discussing the statute ' s purpose). We also noted that Title Ill ' s legislative history demonstrated 
that "Congress sought in § 2517 to serve ' criminal law investigation and enforcement 
objectives,"' id. at 265 (quoting Am. Friends Serv. Comm. v. Webster, 720 F.2d 29, 73 (D.C. 
Cir. 1983)), and observed, based on a survey of judicial decisions applying section 2517, that 
"the uses of Title III information permitted by courts have all related to law enforcement," id. 
at 266. We therefore concluded that "the phrase ' appropriate to the proper performance of ... 
official duties '" in section 2517 "authorizes disclosure of Title III material only for purposes 
related to law enforcement." Id. at 265 , 267. 


OIG argues that this conclusion does not apply to disclosures made to OIG in connection 
with its investigations. It points out that our Title Ill Intelligence Community opinion concerned 
disclosures of Title III information to members of the intelligence community, who we 
concluded were not "investigative or law enforcement officer[ s ]" within the meaning of 
sections 2510(7) and 2517. See OIG 2014 Memorandum at 11. As a result, our conclusion 
there- that Title III information could be disclosed to members of the intelligence community in 
certain circumstances- was based not on section 2517(1), but on section 2517(2), a different 
exception that permits investigative or law enforcement officers to "use" Title III information, 
including by disclosing it, "to the extent such use is appropriate to the proper performance of 
[the] official duties" ofthe disclosing officer. 18 U.S.C. § 2517(2). As OIG observes, its agents 
are investigative or law enforcement officers, and thus, unlike members of the intelligence 
community, may in principle receive disclosures on the basis of their own "official duties" under 
section 2517(1 ), rather than the duties of the disclosing officer. OIG argues that, as a result, the 
conclusions in Title Ill Intelligence Community should not control the scope of the disclosures it 
may receive. See OIG 2014 Memorandum at 11. 


We disagree. Both sections 2517(1) and 2517(2) use the phrase "official duties," and as 
we explained in Title Ill Intelligence Community, "under basic canons of statutory construction," 
these "identical phrase[ s] .. . must be interpreted consistently" each time they appear in the same 
statute. 24 Op. O.L.C. at 265 (citing Sullivan v. Stroop, 496 U.S. 478, 484- 85 (1990); United 
Sav. Ass'n v. Timbers of Inwood Forest Assocs., 484 U. S. 365, 371 (1988)). Indeed, the Title Ill 
Intelligence Community opinion expressly analyzed section 2517(1) to determine how best to 
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interpret "official duties" for purposes of section 2517(2), and concluded, in the discussion 
summarized above, that the phrase was best read in both sections as limited to a relevant 
official ' s law enforcement duties. See id. Nor is there any basis for understanding the "official 
duties" of a receiving officer in section 2517(1) to have a broader scope than those of a 
disclosing officer in the same section, since the same phrase applies equally to both kinds of 
officers. See 18 U.S.C. § 2517(1) (requiring that disclosure assist "the official duties of the 
officer making or receiving the disclosure" (emphasis added)). The interpretation of "official 
duties" in Title III Intelligence Community thus extends to section 2517(1 ), and applies to the 
duties of both receiving and disclosing officers. 


For this reason, we disagree with OIG' s contention that "providing documents to ... OIG 
in the context of [any] duly authorized review would typically be ' appropriate to the proper 
performance of the official duties of the official making ... the disclosure"' solely because of 
"that official ' s duty to cooperate fully with . . . OIG's investigations and reviews." OIG 2014 
Memorandum at 11. The duty to cooperate with OIG' s investigations is certainly an "official 
dut[y]" in the broadest sense of that term. But that duty does not invariably "relate to law 
enforcement." Title Ill Intelligence Community, 24 Op. O.L.C. at 270. Indeed, we explained in 
Title Ill Intelligence Community that neither an officer' s "general duty to share [information] 
with another government entity," nor the duty to respond to a "proper request or demand by a 
congressional committee," automatically constitutes an "official dut[y]" within the meaning of 
section 2517(1 ). Id. at 264, 271. Similarly, OIG' s duty (as the potential receiving officer) to 
audit, investigate, and review the Department' s activities does not automatically justify Title III 
disclosure, because it too may not always relate to law enforcement. As a result, we do not 
believe Department investigative or law enforcement officers can disclose Title III information 
to OIG without regard to whether the disclosure would be appropriate to the proper performance 
of an official duty related to law enforcement. 


2. 


OIG' s second argument is that even if (as we have concluded) "official duties" are 
limited to duties related to law enforcement, OIG's audits, investigations, and reviews still 
qualify for disclosure, because they involve investigations of alleged criminal wrongdoing or 
administrative (and potentially criminal) misconduct by Department employees, or reviews of 
the Department' s criminal law enforcement programs for purposes of "supervision and 
oversight." OIG Title III Memorandum at 2. For the reasons set forth below, we agree that 
many-but not all-of OIG' s investigations and reviews are sufficiently related to law 
enforcement to support disclosure based on either the official duties of the officer making the 
disclosure, or the official duties of the officer receiving it. 


We begin with those disclosures appropriate to the official duties of the officer 
"making ... the disclosure." 18 U.S.C. § 2517(1). As explained above, numerous officers 
within the Department qualify as "investigative or law enforcement officer[ s ]" under section 
2510(7). Their "official duties" related to law enforcement- and, thus, the functions in 
connection with which they may disclose Title III information-vary according to their roles. 
Line-level officials, such as FBI agents and Assistant U.S. Attorneys, perform duties related to 
law enforcement through on-the-ground activities, such as investigating, making arrests for, and 
prosecuting crimes. See id. § 2510(7). Higher-ranking Department officials perform duties 
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related to law enforcement when they direct and supervise those activities, such as by approving 
search warrant and wiretap applications, managing criminal investigations, and setting trial 
strategy-all functions that are integral parts of the prevention, investigation, and prosecution of 
criminal offenses. See, e.g. , United States v. Sells Eng 'g, Inc., 463 U.S. 418, 429 n.11 (1983) 
(recognizing that a prosecutor "conduct(s] criminal matters" in his role as a "supervisor" as well 
as by appearing before a grand jury); 18 U.S.C. § 2510(7) (stating that any attorney who is 
authorized to "participate in the prosecution" of an enumerated offense is an investigative or law 
enforcement officer). These officials may therefore disclose Title III information to OIG agents 
to the extent that doing so would be appropriate to the proper performance of these various 
functions, including "for the purpose of obtaining assistance" in carrying them out. Title III 
Intelligence Community, 24 Op. O.L.C. at 269; see id. at 261.8 


In addition, in our view, members of Department leadership perform official duties 
related to law enforcement when they supervise law enforcement activities on a programmatic or 
policy basis-for example, when they issue guidelines for the exercise of prosecutorial 
discretion, or set rules governing the conduct of line-level officers. See, e.g., Memorandum for 
Heads of Department of Justice Components and United States Attorneys from the Attorney 
General, Re: Federal Prosecution Priorities (Aug. 12, 2013) (listing factors that prosecutors 
should consider in setting prosecution priorities); FBI, Domestic Investigations and Operations 
Guide (Oct. 15, 2011) (establishing policies for the conduct of the FBI's domestic 
investigations). Although these programmatic and policy decisions are somewhat removed from 
on-the-ground law enforcement activities, they frequently affect these activities just as directly as 
supervisory decisions made on a case-by-case basis: A Department policy prohibiting a 
particular law enforcement tactic or mandating certain charging decisions, for instance, can 
affect the conduct of a large number of investigations and prosecutions all at once. See Van de 
Kamp v. Goldstein, 555 U.S. 335, 346 (2009) (stating that "supervisory prosecutors" are entitled 
to the same degree of prosecutorial immunity when formulating "general methods of supervision 
and training" as when taking "actions related to an individual trial," because both activities are 
"directly connected with the prosecutor' s basic trial advocacy duties" (emphasis in original)). 
Such broad-based supervision thus "relate(s] to law enforcement" in the ordinary sense of that 
phrase. Cf Disclosure of Grand Jury Material to the Intelligence Community, 21 Op. 
O.L.C. 159, 171 (1997) ("Rule 6(e) Intelligence Community") (stating that the Attorney 
General ' s "duty to enforce federal criminal law" within the meaning of Fed. R. 
Crim. P. 6(e)(3)(A)(ii) includes the supervision of "a broad criminal law enforcement program"). 


Moreover, given the size of the Department, such programmatic and policy supervision is 
a primary means by which the Attorney General and other Department leadership officials 
evaluate and direct the Department's law enforcement activities, including its use of Title III 
authorities. If that supervision did not constitute an "official dut(y]" within the meaning of 
section 2517(1 ), then leadership officials would be unable to pro grammatically review the 
contents of wiretaps in order to ensure that officers were exercising their Title III authorities 


8 For example, ifOIG investigated a Department employee for alleged criminal misconduct and then 
referred the matter for prosecution, the prosecutor might subsequently seek to consult with OIG about its 
investigation in the course of preparing or conducting the prosecution. During that consultation, the prosecutor 
could disclose Title III information to OIG if doing so would help the prosecutor prepare or conduct the prosecution. 
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responsibly and lawfully, or to conduct general management and supervision of Department law 
enforcement activities that made use of Title III materials. We think it unlikely that Congress 
intended to handicap leadership officials in this way. Indeed, interpreting Title III to impair 
programmatic or policy supervision of the use of Title III authorities and materials would 
undermine Congress's goal of "protect[ing] privacy to the maximum extent possible, consistent 
with permitting electronic surveillance for law enforcement purposes." Title III Intelligence 
Community, 24 Op. O.L.C. at 265; cf. United States v. Giordano, 469 F.2d 522, 527 (4th 
Cir. 1972) (noting that "[b]ecause of the delicate nature of the power to initiate surveillance 
applications," Congress took care to ensure that "the implementation" of this authority "was 
reserved to" high-level leadership officials within the Department). These considerations 
reinforce our conclusion that supervising law enforcement activities on a programmatic or policy 
basis qualifies as an "official dut[y ]" related to law enforcement within the meaning of 
section 2517(1). 


A Department leadership official may therefore disclose Title III materials to OIG agents 
when doing so would be appropriate to the performance of that official ' s duty to supervise law 
enforcement activities on a programmatic or policy basis. And, while we will not attempt to 
specify in the abstract all situations in which such disclosures would be appropriate, we think 
that, in general, a wide range of OIG investigations and reviews would likely assist Department 
leadership officials in conducting such programmatic and policy supervision. One of the central 
purposes of OIG' s reviews and investigations is to assist Department leadership in supervising 
the Department: As noted above, Congress enacted the IG Act in part to "provide a means for 
keeping the head of [each] [agency] ... fully and currently informed about problems and 
deficiencies relating to the administration of [the agency's] programs and operations and the 
necessity for and progress of corrective action," 5 U.S.C. app. § 2(3), and it assigned OIG the 
statutory duty of providing reports and recommendations about such issues to Department 
leadership, see id. § 4(a)(5). Moreover, consistent with Congress's purpose, "OIG' s reports of 
its investigations and reviews have historically provided the Attorney General and Deputy 
Attorney General with critical advice, information, and insights in connection with the exercise 
of their supervisory responsibilities over the Department's programs and operations." Letter for 
Michael E. Horowitz, Inspector General , from Sally Quillian Yates, Acting Deputy Attorney 
General, at 2 (Apr. 23 , 2015) ("Yates Letter"). We therefore believe that it would generally be 
"appropriate to the proper performance of the official duties" of a member of the Department's 
leadership to disclose Title III information to OIG agents in connection with investigations or 
reviews of law enforcement programs and operations that could inform supervisory decisions 
made by Department leadership about such programs and operations; that is, investigations or 
reviews that concern, or are designed to develop recommendations about, the manner in which 
the Department prevents, investigates, or prosecutes crimes. 9 


9 For example, the initial request for this opinion was prompted by three recent OIG reviews: a review of 
Operation Fast and Furious (an investigation of firearms trafficking, conducted by the Department's Bureau of 
Alcohol, Tobacco, Firearms, and Explosives, that employed a controversial investigative technique); a review of the 
FBI's alleged misuse of the material witness statute, 18 U.S.C. § 3144, to detain persons suspected of criminal 
conduct rather than potential witnesses; and a review of the FBI ' s use of National Security and Exigent letters. All 
three of these investigations concerned operational questions related to the Department 's prevention, investigation, 
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We now turn to disclosures that would be appropriate to the proper performance of the 
official duties of the officer "receiving the disclosure"-in this case, OIG agents. As noted 
above, this Office has previously concluded that OIG agents qualify as "investigative officer[s]" 
under section 2510(7) by virtue of their authority to investigate allegations of criminal 
wrongdoing- including offenses enumerated in section 2516-by Department employees, 
contractors, and grantees. Investigative Officers, 14 Op. O.L.C. at 109 (alteration in original). 
Because investigations of alleged criminal wrongdoing are plainly "official duties" related to law 
enforcement, section 251 7 ( 1) authorizes Department investigative and law enforcement officers 
to disclose Title III information to OIG agents as "appropriate to the proper performance" of 
OIG' s investigations of alleged criminal wrongdoing by Department employees, contractors, or 
grantees, including administrative misconduct investigations that have a reasonable prospect of 
identifying criminal wrongdoing. 


We further believe that OIG officials perform "official duties" related to law enforcement 
within the meaning of section 251 7 ( 1) when they conduct investigations and reviews that could 
help Department leadership officials make supervisory decisions regarding the Department's law 
enforcement programs, policies, and practices. As we have already noted, Congress placed OIG 
within the Department of Justice, the nation's principal law enforcement agency, see 5 U.S.C. 
app. §§ 2(A), 12(2); 28 U.S.C. §§ 501 et seq., and assigned it the "duty and responsibility" of 
reviewing the Department's programs and operations, including its programs and operations 
related to law enforcement, in order to help the Attorney General and her assistants better 
manage those programs and operations, 5 U.S.C. app. § 4(a). OIG agents thus have 
responsibilities that are closely related to Department leadership's duty to supervise and manage 
the Department' s law enforcement functions on a programmatic and policy basis, and are 
therefore sufficiently related to law enforcement to constitute "official duties" under 
section 2517(1). 


We recognize that, in at least two respects, OIG reviews of Department law enforcement 
operations have a more attenuated relationship to the actual conduct of those operations than 
policy and programmatic supervision conducted by Department leadership; but we do not think 
that either of these distinctions prevents the conduct of such reviews from constituting an 
"official dut[y]" under section 2517(1). First, OIG provides information and recommendations 
that may inform supervisory decisions made by Department leadership, but it does not-and 
cannot-actually make operational decisions concerning the Department' s law enforcement 
activities. See Authority to Conduct Regulatory Investigations, 13 Op. O.L.C. at 62 (concluding 
that inspectors general may not conduct "investigations constituting an integral part of the 
programs involved"); 5 U.S.C. app. § 9(a) (prohibiting the Attorney General from transferring to 
OIG "program operating responsibilities"). Neither the statutory phrase "official duties," 
however, nor our prior conclusion that this phrase encompasses duties that "relate to law 
enforcement," Title III Intelligence Community, 24 Op. O.L.C. at 271, requires that such duties 
involve operational law enforcement responsibilities. Indeed, such a requirement would exclude 


or prosecution of criminal conduct, and all promised to directly inform Department leadership ' s supervision of these 
activities. Department leadership could therefore properly disclose Title III information to OIG in connection with 
all three investigations under section 2517( I ) . 
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activities that are essential to the effective conduct of core law enforcement functions . It is 
difficult to imagine how most law enforcement duties, including the duty to set relevant policy 
and conduct programmatic supervision, could be carried out responsibly without the benefit of 
the fact-finding and evaluative work necessary to inform them. And it would make little sense to 
conclude that, for example, the Attorney General and her assistants are not engaged in "official 
duties" related to law enforcement, and thus cannot obtain relevant Title III information, when 
they conduct a review of a law enforcement program that relies on such information, but that the 
Attorney General is engaged in a law enforcement duty, and thus may obtain such access, when 
she ultimately issues direction or guidance about that program. We therefore think that the duty 
to review and investigate law enforcement programs, like the duty to supervise those programs 
on a programmatic or policy level, qualifies as an "official dut[y ]" related to law enforcement 
under section 2517(1 ). 


Second, in providing its recommendations and analysis to the Attorney General, OIG is 
insulated to some degree from the Attorney General ' s direction and supervision. See 5 U.S.C. 
app. § 3(a) (providing that the Attorney General may not "prevent or prohibit the Inspector 
General from initiating, carrying out, or completing any audit or investigation"); id. § 8E(a) 
(qualifying this limitation with respect to "audits or investigations ... which require access to 
[certain] sensitive information"). Moreover, unlike other Department components or officials 
that conduct fact-finding investigations or make recommendations to Department leadership, 
OIG exercises authority conferred directly by Congress in the IG Act, rather than authority 
shared with or delegated by the Attorney General. Compare id. §§ 4(a), 6(a) (granting various 
authorities to inspectors general) with 28 U.S.C. § 509 (vesting in the Attorney General, with 
certain minor exceptions, "[a]ll functions of other officers of the [Department] and all functions 
of agencies and employees of the [Department]") and id. § 510 (authorizing the Attorney 
General to "authoriz[ e] the performance by any other officer, employee, or agency of the 
[Department] of any function of the Attorney General"). OIG thus falls in important respects 
outside the Department' s chain of command when it conducts investigations and develops 
recommendations. 


But OIG' s relative independence from the Department's leadership does not in our view 
undermine the value of its reviews or advice, or mean that its "official dut[y ]" to undertake such 
reviews and provide such advice is unrelated to the ultimate supervisory law enforcement 
decisions made by Department leadership. To the contrary, Congress created OIG precisely 
because it believed that establishing an independent and objective entity to evaluate the 
Department's programs and operations would enhance the quality of such evaluations. See H.R. 
Rep. No. 100-771 , at 8-9 (1988) (explaining that a lack of independence impaired the 
effectiveness of the Department' s internal audit and investigation components). We are reluctant 
to conclude that the relative independence that Congress determined would improve the value of 
OIG's reviews at the same time renders them insufficiently "related to law enforcement" to 
support disclosure of the Title III information OIG needs to perform such reviews effectively. 


Consequently, we believe that OIG investigations and reviews that concern, or are 
designed to develop recommendations about, the manner in which the Department prevents, 
investigates, or prosecutes crimes "serve criminal law investigation and enforcement objectives" 
and "relate to law enforcement," as our Title Ill Intelligence Community opinion requires. 
24 Op. O.L.C. at 265 , 271 (internal quotation marks omitted). As a result, we think that OIG 
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agents can obtain Title III information directly from Department investigative and law 
enforcement officers, for use in such investigations and reviews, based on the OIG agents ' own 
"official duties" to conduct such reviews for the benefit of Department leadership--and not 
simply from Department leadership based on the leadership officials' duty to supervise 
Department operations. 


Finally, although we have concluded that the "official duties" of Department leadership 
officials and OIG agents for Title III purposes encompass many of their responsibilities, it does 
not follow that disclosing Title III materials in connection with an OIG audit, investigation, or 
review is "appropriate to the proper performance of the official duties" of Department leadership 
or OIG agents in every instance. Cf OIG 2014 Memorandum at 11. In particular, reviews that 
are either unrelated to, or have only an attenuated connection with, the conduct of the 
Department' s law enforcement programs and operations do not, in our view, constitute (or 
promise to assist with) "official duties" related to law enforcement. For example, it is unlikely 
that an OIG review of one of the Department' s non-law enforcement activities, such as civil 
litigation, would be sufficiently related to the Department's law enforcement programs and 
operations to justify disclosure under section 2517(1), unless that review were aimed at 
uncovering criminal misconduct. Similarly, we doubt that a routine financial audit of a 
Department component, or a review of a component's record-keeping practices, would justify 
disclosure of Title III information under section 2517(1) merely because that component engaged 
in law enforcement activities. Although sound finances and good record-keeping may enable a 
law enforcement component to conduct its functions more effectively, such an audit or 
investigation would not be aimed at evaluating the conduct of law enforcement activities 
themselves, or uncovering criminal conduct by Department employees. Construing 
section 25 17(1) to permit disclosure of Title III information in connection with reviews that are 
so tangentially related to law enforcement activities would reduce that provision to the kind of 
"highly elastic limitation on disclosure" among law enforcement and investigative officers that 
Congress did not intend. Title Ill Intelligence Community, 24 Op. O.L.C. at 265 ; cf Rural 
Housing Alliance v. U.S. Dep 't of Agric., 498 F.2d 73 , 81 (D.C. Cir. 1974) (rejecting a 
construction of the exemption for "investigatory files compiled for enforcement purposes" in the 
Freedom of Information Act, under which that exemption would encompass records from a 
compliance audit that might result in administrative or criminal sanctions, because that 
construction would cause the exemption to "swallow[] up the Act"). 


In sum, we conclude that section 2517(1 ) permits Department investigative or law 
enforcement officers to disclose Title III information to OIG agents in connection with many, but 
not all, OIG investigations and reviews. Line-level Department officers may disclose Title III 
information to OIG agents to assist the disclosing officers in preventing, investigating, or 
prosecuting criminal conduct. Any Department officer may disclose Title III information to OIG 
agents to assist OIG in its investigations of criminal misconduct by Department employees, 
contractors, or grantees, including administrative misconduct investigations that have a 
reasonable prospect of uncovering criminal violations. And because Department leadership 
officials have a duty to conduct policy and programmatic supervision of the Department's law 
enforcement activities- and because OIG has a duty to conduct investigations and reviews that 
could assist Department leadership in carrying out that supervision- any Department officer 
may disclose Title III information to assist OIG in performing such investigations and reviews 
where they concern, or are designed to develop recommendations about, the manner in which the 
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Department prevents, investigates, or prosecutes crimes. Section 2517(1) does not, however, 
permit OIG agents to obtain Title III information in connection with reviews that are either 
unrelated to, or have only an attenuated relationship with, the conduct of the Department's law 
enforcement activities. 


B. 


We now turn to OIG' s eligibility to obtain grand jury materials. Federal Rule of Criminal 
Procedure 6(e) "codifies the traditional rule of grand jury secrecy," which is designed to ensure 
"the proper functioning of our grand jury system" by encouraging prospective witnesses to 
"come forward" and "testify fully and frankly," lessening the "risk that those about to be indicted 
w[ill] flee, or w[ill] try to influence individual grand jurors to vote against indictment," and 
protecting the innocent from "be[ing] held up to public ridicule." Sells, 463 U.S. at 424-25 
(quoting Douglas Oil Co. v. Petrol Stops Nw., 441 U.S. 211 , 218-19 (1979)). In order to achieve 
these objectives, Rule 6( e) prohibits several specified classes of individuals, including 
"attorney[s] for the government," from disclosing "a matter occurring before the grand jury." 
Fed. R. Crim. P. 6(e)(2)(B). This rule of secrecy, however, is not absolute: A court may 
authorize the disclosure of grand jury materials in certain circumstances, id. 6(e)(3)(E), and an 
attorney for the government may disclose information without court authorization pursuant to 
several exceptions enumerated in subsection (3) of Rule 6(e). 


OIG contends that these exceptions authorize its attorneys to receive grand jury materials 
that are relevant to OIG investigations. Principally, OIG argues that Department attorneys may 
disclose grand jury information to OIG under the exception set forth in Rule 6( e )(3)(A)(i) 
("exception (A)(i)"), which permits the disclosure of grand jury information to "an attorney for 
the government for use in performing that attorney's duty." See OIG 2015 E-mail; OIG 2014 
Memorandum at 9-10; OIG Supplemental Memorandum at 19-26. In addition, although OIG 
does not rely on the provision, we have considered whether OIG attorneys may obtain grand jury 
information under the exception set forth in Rule 6(e)(3)(A)(ii) ("exception (A)(ii)"), which 
authorizes disclosures to "any government personnel ... that an attorney for the government 
considers necessary to assist in performing that attorney' s duty to enforce federal criminal law." 
For the reasons set forth below, we conclude that exception (A)(i) does not authorize Department 
attorneys to disclose grand jury materials to OIG attorneys, but that exception (A)(ii) authorizes 
disclosures to OIG officials in a wide range of circumstances, including in connection with OIG 
reviews that a member of Department leadership concludes could assist her in supervising the 
Department's criminal law enforcement programs and operations. '0 


'
0 OIG also argues that it is entitled to disclosure of some grand jury materials under subsection 6(e)(3)(D) 


("exception (D)"), which authorizes an attorney for the government to disclose grandjury material " involving 
foreign intelligence, counterintelligence ... , or foreign intelligence information" to a range of officials, including 
"federal law enforcement . . . official[s]," in order to "assist the official receiving the information in the performance 
of that official's duties." See OIG Supplemental Memorandum at 26--45 . We believe the applicability of exception 
(D) to OIG presents a difficult question. In light of our conclusion that exception (A)( ii) permits the Department 
leadership to provide OIG with access to grand jury material in a wide range of circumstances, see infra Part II .B.2, 
we decline to address the scope of exception (D) here. Rule 6(e)(3) also includes exceptions to Rule 6(e) ' s secrecy 
requirements for ( 1) certain disclosures relating to banking matters and civil forfeiture authorized by 18 U.S.C. 
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1. 


We begin with exception (A)(i). It provides: 


Disclosure of a grand-jury matter-other than the grand jury' s deliberations or 
any grand juror' s vote-may be made to . .. an attorney for the government for 
use in performing that attorney's duty. 


Fed. R. Crim. P. 6(e)(3)(A)(i). A person may make a disclosure under this provision without 
obtaining authorization from the court that impaneled the grand jury or notifying the court of the 
disclosure. Cf id. 6(e)(3)(B), (E). 


OIG argues that exception (A)(i) authorizes Department attorneys to disclose grand jury 
information to OIG attorneys for use in conducting any OIG audit, investigation, or review. OIG 
observes that, in a prior memorandum, this Office concluded that attorneys from the 
Department' s Office of Professional Responsibility ("OPR") could obtain grand jury information 
under exception (A)(i) for use in investigating charges of misconduct by prosecutors or other 
Department employees who had assisted in grand jury investigations. See OIG Supplemental 
Memorandum at 20- 22 (citing Memorandum for Michael Shaheen, Jr. , Counsel, OPR, from 
Robert B. Shanks, Deputy Assistant Attorney General, Office of Legal Counsel, Re: Disclosure 
of Grand Jury Material to the Office of Professional Responsibility (Jan. 6, 1984) ("OPR 
Memorandum")). OIG contends that because its attorneys, like OPR attorneys, are authorized to 
assist the Attorney General in supervising the Department, they qualify as "attorney[ s] for the 
government" who may receive disclosures under exception (A)(i). See OIG 2015 E-mail. OIG 
further argues that its attorneys perform a "duty" closely analogous to OPR' s when they 
investigate allegations of misconduct by the Department' s law enforcement officers. OIG claims 
that as a result, exception (A)(i) likewise permits its attorneys to receive grandjury information 
in connection with its investigations. See OIG Supplemental Memorandum at 22- 24. 


The starting point for OIG' s argument is United States v. Sells Engineering. In that case, 
the Supreme Court considered whether exception (A)(i) authorizes the Department' s Civil 
Division to obtain grand jury materials for use in preparing and litigating civil lawsuits. See 463 
U.S. at 420. The Court concluded first that Civil Division attorneys, like "virtually every 
attorney in the Department of Justice," were "within the class of ' attorneys for the government' 
to whom (A)(i) allows disclosure without a court order." Id. at 426, 427-28. The Federal Rules 
of Criminal Procedure, the Court explained, define "attorneys for the government" to include 
"'authorized assistants of the Attorney General '"; and the Attorney General may direct almost 
"any attorney employed by the Department"-including Civil Division attorneys-"to conduct 
' any kind of legal proceeding, civil or criminal, including grand jury proceedings. "' Id. at 428 
(quoting Fed. R. Crim. P. 54(c) (1983); 28 U.S.C. § 515(a)). 11 It was therefore "immaterial," in 


§ 3322, see Fed. R. Crim. P. 6(e)(3)(A)(ii i); (2) disclosures to another federal grand jury, see id. 6(e)(3)(C)); and 
(3) disclosures authorized by a court under certain conditions, see id. 6(e)(3)(E). We likewise do not address the 
application of those exceptions in this opinion. 


11 Rule 54(c) was transferred to Rule l(b)( I) when the Rules were amended in 2002. 
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the Court's view, that "certain attorneys happen[ed] to be assigned to a unit called the Civil 
Division, or that their usual duties involve[d] only civil cases." Id. Because such attorneys, 
notwithstanding such an assignment, could be detailed or assigned to conduct "criminal grand 
jury investigation[ s ]," they counted as "attorneys for the government" under the Rules. Id. 


Nonetheless, the Court held that the use of grand jury information for civil purposes
even by an "attorney for the government" exercising her official duties--did not constitute "use 
in the performance of such attorney' s duty" within the meaning of exception (A)(i). 12 In the 
Court ' s view, Congress did not intend exception (A)(i) to mean "that any Justice Department 
attorney is free to rummage through the records of any grand jury in the country, simply by right 
of office," id., or to authorize access to grand jury material to serve "the general and multifarious 
purposes of the Department of Justice," id. at 429. The Court based its conclusion primarily on 
the purpose behind exception (A)(i). It explained that Rule 6(e) permits government attorneys to 
obtain otherwise secret grand jury materials only "because both the grand jury's functions and 
their own prosecutorial duties require it." Id. (emphasis in original); see id. at 428- 29 (quoting 
Fed. R. Crim. P. 6(e) advisory committee ' s note (1944)). A prosecutor working on a criminal 
matter "needs to know what transpires before the grand jury," in order to "bring[] matters to the 
attention of the grand jury," "advise[] the lay jury on the applicable law," and "determine 
whether it is in the interests of justice to proceed with prosecution." Id. at 430. A civil 
attorney's "need for access," in contrast, "is ordinarily nothing more than a matter of saving [the] 
time and expense" of civil discovery. Id. at 431 . As a result, "disclosure for civil use [is] 
unjustified by the considerations supporting prosecutorial access ." Id. Moreover, the Court 
continued, granting attorneys the right to obtain grand jury materials for use in civil litigation 
would "threaten[] to do affirmative mischief." Id. Such a broad right of access might discourage 
witnesses from testifying before the grand jury "for fear that [they] will get [themselves] into 
trouble in some other forum," "tempt[]" prosecutors to "manipulate the grand jury' s powerful 
investigative tools .. . to elicit evidence for use in a civil case," and "subvert the limitations 
applied outside the grand jury context on the Government's powers of discovery and 
investigation." Id. at 432- 33. 


Significantly, the Court made clear that it did "not mean to suggest that (A)(i) access to 
grand jury materials is limited to those prosecutors who actually did appear before the grand 
jury." Id. at 429 n.11 (emphasis in original). Rather, the Court noted that "anyone working on a 
given prosecution would clearly be eligible under [the Federal Rules] to enter the grand jury 
room," even if such a person did not do so. Id. (emphasis in original). Accordingly, the Court 
found that the intent of the rule was to authorize "every attorney (including a supervisor) who is 
working on a prosecution [to] have access to grand jury materials, at least while he is conducting 
criminal matters," in order "to facilitate effective working of the prosecution team." Id. 
(emphasis omitted). 


12 The language of this provision has been modified slightly since Sells. Compare Fed. R. 
Crim. P. 6(e)(3)(A)(i) (1979) ("an attorney for the government for use in the performance of such attorney 's duty") 
with Fed. R. Crim. P. 6(e)(3)(A)(i) (2015) ("an attorney for the government for use in performing that attorney' s 
duty"). We believe this change is immaterial for purposes of this opinion. 
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In the wake of the Supreme Court's decision in Sells , OPR asked this Office whether its 
attorneys could continue to obtain access to grand jury materials under exception (A)(i) when 
"investigating charges that prosecutors or Department employees assisting grand jury 
investigations ha[d] engaged in misconduct." OPR Memorandum at 1. In an unpublished 
memorandum that forms the basis for OIG's argument here, we advised that OPR attorneys 
could "probably" do so. Id. at 2. We acknowledged that "the broad language in Sells, on its 
face, would appear to prohibit automatic disclosure" to OPR attorneys, because they "would 
usually be using the materials for civil, not criminal, purposes"-i.e., in connection with 
administrative misconduct proceedings-and because "they are not the ' attorneys who conduct 
the criminal matters to which the materials pertain."' Id. at 4 (quoting Sells, 463 U.S. at 427). 
Nonetheless, we observed that two "strong arguments [could] be made" in support of OPR's 
eligibility for disclosure under exception (A)(i). Id. 


First, we noted that permitting the automatic disclosure of grand jury materials to OPR 
attorneys would not "raise[] the same type of policy concerns that were relied upon by the Sells 
Court." Id. at 6. The Civil Division attorneys in Sells, we explained, had sought grand jury 
materials "for possible use in civil actions against the targets of the grand jury inquiry," while 
OPR attorneys sought those materials "to oversee the conduct of the government attorneys and 
investigators assisting the grand jury." Id. at 4-5 . Thus, unlike in Sells, "only the conduct of 
government prosecutors," and not the conduct of the targets of the grand jury inquiry, "would be 
subject to scrutiny." Id. at 5. As a result, disclosing grand jury materials to OPR attorneys 
would neither "hinder[]" the "willingness of witnesses to testify" nor "create an incentive for 
criminal attorneys to abuse the grand jury process in order to pursue civil discovery." Id. 


Second, we believed that disclosures to OPR attorneys would "fall generally within the 
supervisor exception" articulated in Sells. Id. at 7. We noted that the Sells Court had recognized 
that grand jury materials could be "disclosed to some persons who may not technically be 
considered 'prosecutors,' such as Department 'supervisors' and members of the 'prosecution 
team,' but who nevertheless are indispensable to an effective criminal law enforcement effort." 
Id. at 6 (citation omitted) (quoting Sells, 463 U.S. at 429 n.11). We thought this exception 
"would clearly cover certain exchanges [of grand jury information]" that were "analogous" to 
disclosures to OPR. Id. In particular, we thought there was "no question" that prosecutors could 
"ask ethics counselors to accompany them into the grand jury room to give direct counsel when 
problems [arose]," or that prosecutors could "disclose grand jury materials to their superiors," as 
well as to "ethics attorneys" advising those supervisors, in order "to seek their instructions on 
ethical responsibilities." Id. at 7. We therefore thought it probable, although "not free from 
doubt," that, by the same logic, Department attorneys could obtain grand jury materials "to 
evaluate in the course of a separate administrative investigation the propriety of prior conduct." 
Id. We reasoned that, "[t]o perform properly their oversight role, supervisors not only must be 
able to review grand jury materials for purposes of instructing subordinates on future activities, 
but also must be able to evaluate that conduct once a course of action has been set." Id. "A 
supervisor's access to grand jury materials," we explained, "should not be terminated artificially 
once his subordinates have acted, but should properly include post mortem review of his staffs 
activities." Id. at 7-8. We further noted that OPR attorneys are, by regulation, "delegee[s] of the 
Attorney General for purposes of overseeing and advising with respect to the ethical conduct of 
department attorneys." Id. at 8 (citing 28 C.F.R. § 0.39a (1983)). Accordingly, we concluded 
that it was appropriate for OPR attorneys to review grand jury materials in order to "make 
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recommendations to the Attorney General or other supervisors regarding conduct in particular 
cases." Id. 13 


OIG argues that it is eligible to receive grand jury materials under exception (A)(i) for 
much the same reason as OPR attorneys. OIG asserts that its attorneys qualify as "attorney[s] for 
the government" because they are charged with "assisting the [Attorney General] in [her] 
capacity of overseeing the operations of the Department." OIG 2015 E-mail. And OIG argues 
that its investigations and reviews are comparable to the work performed by OPR attorneys, and 
thus qualify as "dut[ies]" for which OIG may receive grand jury information, because OIG, like 
OPR, performs those investigations to "oversee[] and advis[ e] with respect to the ethical 
conduct" of Department personnel, and to assist members of the Department' s leadership in 
"evaluat[ing] . . . the propriety of prior conduct" and improving the Department's law 
enforcement policies and programs. OPR Memorandum at 7- 8; see OIG Supplemental 
Memorandum at 22-24. 


We think that OIG is correct that its duties are similar to OPR' s in important respects; 
indeed, for the reasons described in Part 11.B.2 below, we believe that OIG personnel may obtain 
grand jury information under exception (A)(ii) in part because of their responsibility to assist 
Department leadership in supervising the Department' s law enforcement functions . See infra 
pp. 28- 29. But we disagree that OIG attorneys qualify as "attorney[s] for the government" 
within the meaning of the Federal Rules. As we explain below- and as both Sells and numerous 
courts of appeals have confirmed- an "attorney for the government" under the Rules must not 
merely assist the Attorney General, but must (at a minimum) be capable of conducting criminal 
proceedings on behalf of the government. Because the IG Act prohibits OIG personnel from 
engaging in such activities, OIG attorneys cannot qualify for disclosure under exception (A)(i). 


The Rules define an "attorney for the government" as: 


(A) the Attorney General or an authorized assistant; 


(B) a United States attorney or an authorized assistant; 


(C) when applicable to cases arising under Guam law, the Guam Attorney 
General or other person whom Guam law authorizes to act in the matter; and 


(D) any other attorney authorized by law to conduct proceedings under these rules 
as a prosecutor. 


Fed. R. Crim. P. l(b)(l ). Most of the categories listed in this definition clearly consist of 
attorneys who are authorized to conduct criminal proceedings on behalf of the government. The 


13 Recognizing, however, that the broad language in Sells could be read to prohibit automatic disclosure of 
grand j ury materials to OPR attorneys, we suggested "as a prudential matter" that OPR seek a court order 
sanctioning disclosure under exception (A)(i) in the first few cases in which it reviewed grand jury materials so that 
it might "obtain some clear guidance from the courts on whether the automatic exemption may be employed." OPR 
Memorandum at 9. 
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Attorney General is authorized to "conduct any kind of legal proceeding, civil or criminal, 
including grand jury proceedings," 28 U.S.C. § 515(a); United States Attorneys are charged with 
"prosecut[ing] ... all offenses against the United States," id. § 547(1); attorneys for the 
government acting in Guam criminal cases must be "authorize[d] to act in th[os]e matter[s]" 
under Guam law; and "other attorney[ s ]" must be "authorized by law to conduct proceedings 
under [the Rules] as a prosecutor." Only the "authorized assistant[s]" to the Attorney General 
and United States Attorneys described in subparagraphs (A) and (B) are not in plain terms 
limited to attorneys who are authorized to represent the government in criminal proceedings. In 
isolation, the phrase "authorized assistant" might be read to encompass persons who "assist[]" 
the Attorney General or a United States Attorney in ways other than by conducting prosecutions 
(such as by conducting the kinds of investigations of misconduct or law enforcement programs 
undertaken by OIG). Read in context, however, we think that the term "authorized assistant" in 
subparagraphs (A) and (B) refers, like the other categories in Rule 1 (b )(1 ), to prosecutors or 
other attorneys with authority to conduct criminal proceedings on the government's behalf. This 
is so for at least three reasons. 


First, the text of Rule 1 (b )( 1) supports this reading. The word "authorized" in 
"authorized assistant" must be read in light of the meaning it has in the other parts of the same 
provision. As noted, subsection (C) refers to persons "whom Guam law authorizes to act in [a] 
[criminal] matter," and subsection (D) refers to other attorneys "authorized by law to conduct 
proceedings under these rules as a prosecutor" (emphases added). Because "similar language 
contained within the same section of a statute must be accorded a consistent meaning," Nat'/ 
Credit Union Admin. v. First Nat'/ Bank & Trust Co., 522 U.S. 479, 501 (1998), it is reasonable 
to presume that Congress used the term "authorized" in a similar sense in subsections (A) 
and (B), to refer to official authorization to conduct proceedings under the Rules as a prosecutor, 
or otherwise to "act" in a criminal proceeding in an official capacity. As noted above, moreover, 
the other categories of government attorneys listed in Rule l(b)(l) are clearly authorized to 
conduct criminal proceedings. In that context, the term "authorized assistant" is best read to 
refer as well to attorneys who are authorized to conduct criminal proceedings. See United States 
v. Williams, 553 U.S. 285, 294 (2008) (noting that "a word is given more precise content by the 
neighboring words with which it is associated"). Additionally, the catchall category set forth in 
subsection (D) refers to "any other attorney authorized by law to conduct proceedings under 
these rules as a prosecutor" (emphasis added). That formulation reinforces our conclusion that 
the preceding categories in the Rule consist of attorneys authorized by law to conduct 
proceedings under the rules as a prosecutor. See Paroline v. United States , 134 S. Ct. 1710, 1721 
(2014) ("Here, [18 U.S.C.] § 2259(b)(3)(F) defines a broad, final category of 'other losses 
suffered ... as a proximate result of the offense. ' That category is most naturally understood as 
a summary of the type of losses covered-i. e., losses suffered as a proximate result of the 
offense." (ellipsis in original)). 


Second, consistent with this reading, Sells and many lower court decisions have held or 
assumed that an "authorized assistant" to the Attorney General must be an attorney who is, or at 
least may be, authorized to conduct criminal proceedings on the government's behalf. As noted, 
Sells concluded that Civil Division attorneys qualify as "authorized assistant[s] of the Attorney 
General" because the Attorney General may assign them to "conduct a criminal grand jury 
investigation" or other criminal matters. Sells , 463 U.S. at 428 (citing 28 U.S.C. §§ 515(a), 
518(b)). The Attorney General 's authority to reassign attorneys in this way would be pertinent 
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only if the Court thought that an "authorized assistant" had to be capable of conducting criminal 
matters on the government' s behalf. Courts of appeals have interpreted the phrase even more 
strictly. The Sixth Circuit, for instance, has held that "an ' authorized assistant of the Attorney 
General ' is one whose superiors have assigned him or her to work in some official capacity on 
the criminal proceeding." United States v. Forman, 71 F.3d 1214, 1220 (6th Cir. 1995) 
(emphasis omitted). Other courts of appeals have reached similar conclusions. See Sells , 463 
U.S. at 429 n.12 (citing courts of appeals that had "held or assumed that" even a Criminal 
Division attorney could qualify as an '"authorized assistant of the Attorney General"' only if she 
had actually been "authorized to conduct grand jury proceedings" (emphasis in original)); United 
States v. Fort, 472 F.3d 1106, 1111 (9th Cir. 2007) ("Rule l(b)(l ) defines restrictively the term 
' attorney for the government' to mean (as relevant here) a federal prosecutor."); United States v. 
Balistrieri, 779 F .2d 1191 , 1207 (7th Cir. 1985) (holding that attorneys employed by the 
Department' s Criminal Division were "authorized assistants of the Attorney General" and thus 
"attorneys for the government" because they "were assigned to assist the United States Attorney 
for the Eastern District of Wisconsin in investigating and prosecuting" a criminal case). There is 
some apparent tension between the conclusion in Sells that any attorney who could be authorized 
to conduct criminal proceedings qualifies as an "attorney for the government," see 463 U.S. 
at 428, and the conclusions of other courts that an actual authorization is required, see, e.g. , 
Forman, 71 F.3d at 1220. But we need not attempt to resolve this tension here, because at a 
minimum, all courts agree that an attorney who is incapable of being authorized to conduct 
criminal proceedings on the government's behalf is not an "authorized assistant" for purposes of 
the Federal Rules. 


Third, numerous provisions of the Federal Rules make clear that an "attorney for the 
government," including an authorized assistant to the Attorney General, refers to an attorney 
capable of representing the government in criminal proceedings- a meaning that makes sense 
given the Rules ' purpose of establishing the "procedure" governing "all criminal proceedings in 
the United States [courts]." Fed. R. Crim. P. l(a)(l ); see Robinson v. Shell Oil Co. , 519 
U.S. 337, 345 (1997) (resolving the meaning of a statutory term by considering " (t]he broader 
context provided by other sections of the statute"). More than 50 provisions of the Rules use the 
term "attorney for the government," and all are consistent with this understanding. For example, 
Rule 1 l(c) provides that " (a]n attorney for the government and the defendant's attorney, or the 
defendant when proceeding prose, may discuss and reach a plea agreement." Fed. R. 
Crim. P. 1 l (c)(l ). Rule 12.1 provides that " (a]n attorney for the government may request in 
writing that the defendant notify an attorney for the government of any intended alibi defense," 
id. 12.l(a)(l ), and that, following such a request, "the defendant must serve written notice on an 
attorney for the government of any intended alibi defense," id. 12. l (a)(2). Rule 14 provides that 
" [b]efore ruling on a defendant' s motion to sever [his trial from a codefendant's] , the court may 
order an attorney for the government to deliver to the court for in camera inspection any 
defendant's statement that the government intends to use as evidence." Id. 14(b). And Rule 26.2 
provides that " [a]fter a witness other than the defendant has testified on direct examination, the 
court, on motion of a party who did not call the witness, must order an attorney for the 
government or the defendant and the defendant' s attorney to produce . . . any statement of the 
witness that is in their possession and that relates to the subject matter of the witness ' s 
testimony." Id. 26.2(a). A person who lacks authority to appear in a criminal matter on behalf of 
the government could not perform these or many other functions assigned to "attorney[ s] for the 
government" by the Federal Rules. 
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OIG attorneys cannot qualify as "authorized assistant[s]," or any other type of "attorney 
for the government," under this standard. As an initial matter, nothing in the IG Act authorizes 
OIG attorneys to conduct criminal proceedings. See 5 U.S.C. app. §§ 4(a), 6(a), 8E(b) (listing 
OIG' s duties and authorities). Ordinarily, 28 U.S.C. § 515 and related statutes permit the 
Attorney General to delegate to any "officer of the Department of Justice," or to any "attorney 
specially appointed by the Attorney General," the authority to conduct criminal proceedings on 
the government' s behalf. 28 U.S.C. § 515(a); see also id. §§ 518(b), 543(a) . But section 9(a) of 
the IG Act provides that the Attorney General may transfer "functions, powers, [and] duties" to 
OIG only if those functions are "properly related to the functions of [OIG]," transferring them 
would "further the purposes of th[ e] Act," and the functions do not constitute "program operating 
responsibilities." 5 U.S.C. app. § 9(a), (a)(2); see also Authority to Conduct Regulatory 
Investigations, 13 Op. O.L.C. at 61 (stating that the IG Act prohibits inspectors general from 
"conduct[ing] investigations constituting an integral part of the programs involved" (internal 
quotation marks omitted)). The duty to conduct grand jury or other criminal proceedings on 
behalf of the United States is unrelated to OIG' s statutory functions of investigation, auditing, 
and oversight. See 5 U.S.C. app. § 4(a). Transferring criminal litigating responsibilities to OIG 
would undermine its independence- preservation of which is one of the principal concerns of 
the Act- by making its attorneys "responsible official[s]" who "set and implement 
[Department] policy" at the same time as they oversee and critique it. Authority to Conduct 
Regulatory Investigations, 13 Op. O.L.C. at 61. And the conduct of criminal litigation is one of 
the Department' s central program operating responsibilities. See 28 U.S.C. §§ 515(a), 516, 519. 
The plain language of section 9(a) therefore bars the Attorney General from assigning this 
responsibility to OIG. 


The IG Act' s legislative history further supports this reading of section 9(a). When 
Congress initially enacted the I G Act in 1978, the House Report explained that "Inspector[ s] 
General would not conduct prosecutions or decide whether prosecutions should or should not be 
conducted." H.R. Rep. No. 95-584, at 13 (1977). And when Congress extended the IG Act to 
the Department in 1988, the House Report responded to concerns that OIG' s creation would 
interfere with the Department' s law enforcement functions: "[P]rosecution of suspected 
violations of Federal law and the conduct of litigation are parts of the basic mission or program 
functions of the Department of Justice," the Report explained, "[and] the [IG] [A]ct does not 
authorize inspectors general to engage in program functions." H.R. Rep. No. 100-771 , at 9. 
"[I]n fact," the Report continued, "[section 9(a)] specifically prohibits the assignment of such 
responsibilities to an inspector general." Id. at 9 & n.48. The Conference Report accompanying 
the 1988 amendments likewise indicated that OIG personnel would not be permitted to engage in 
prosecutorial functions , noting that "[t]he conferees do not intend that the IG should render 
judgments on the exercise of prosecutorial or other litigative discretion in a particular case or 
controversy." H.R. Rep. No. 100-1020, at 25 (Conf. Rep.). 


Because section 9(a) prohibits the Attorney General from transferring to OIG the 
authority to conduct criminal proceedings, the Attorney General may not assign OIG that 
authority pursuant to 28 U.S.C. § 515 or similar general delegation statutes. As we have noted, 
different statutes that regulate the same subject matter must be read in pari materia and given 
full effect to the extent possible. See Morton, 417 U.S. at 551 . If a general delegation statute 
such as 28 U.S.C. § 515 were construed to permit assignments to OIG that section 9(a) prohibits, 
then section 9(a) would be effectively inapplicable to the Department and many agencies subject 
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to the IG Act, because numerous statutes grant the heads of agencies equally broad or broader 
authority to delegate their statutory functions to subordinate officers. See, e.g., 28 U.S .C. § 510 
(providing that the Attorney General may authorize "any other officer" of the Department to 
perform "any function of the Attorney General" (emphases added)); 6 U.S.C. § 112(b)(l) 
(granting similar authority to the Secretary of Homeland Security); 20 U.S.C. § 3472 (Secretary 
of Education); 31 U.S.C. § 321(b)(2) (Secretary of the Treasury). It is in our view implausible 
that Congress intended section 9(a) to have such a limited effect, particularly in light of the 
legislative history expressing Congress ' s belief that this provision would in fact prohibit OIG 
from engaging in prosecution or litigation. See H.R. Rep. No. 100-1020, at 25 (Conf. Rep.); 
H.R. Rep. No. 100-771 , at 9; H.R. Rep. No. 95-584, at 13. We therefore think that, given the 
absence of any indication of congressional intent to the contrary, section 9(a}-a specific 
provision limiting the transfer of functions to inspectors general-is best construed as an 
exception to general delegation provisions, like 28 U.S.C. § 515(a), that broadly authorize the 
assignment of the Department's functions to any subordinate officer or attorney. See infra p. 42 
(explaining that if "a general permission or prohibition is contradicted by a specific prohibition 
or permission," then "the specific provision is construed as an exception to the general one," 
absent strong "textual indications that point in the other direction" (quoting RadLAX Gateway 
Hotel, LLC v. Amalgamated Bank, 132 S. Ct. 2065, 2071-72 (2012))). 


As a result, while the analysis in our OPR memorandum might inform the question 
whether OIG investigations and reviews qualify as "dut[ies]" justifying disclosure of grand jury 
materials under exception (A)(i), OIG attorneys are unlike OPR attorneys in at least one critical 
respect. Like "virtually every attorney in the Department of Justice," OPR attorneys may in 
principle be delegated the Attorney General ' s authority to conduct criminal proceedings for the 
Department. Sells , 463 U.S. at 426; see id. at 428; QPR Memorandum at 8 (noting that OPR 
attorneys are "delegee[s] of the Attorney General"). But OIG attorneys, as we have discussed, 
are barred from being assigned this authority under the IG Act. Consequently, although OIG 
personnel may seek to use grand jury materials in a manner that parallels the use discussed in our 
OPR Memorandum, they do not fall within the category of persons-attorneys for the 
government- who may obtain disclosure under exception (A)(i) .14 


14 OIG contends that multiple district court decisions have determined that OIG attorneys qualify for 
disclosure under exception (A)(i), and questions whether this Office may render a legal opinion disagreeing with 
those decisions. See OIG 2014 Memorandum at 15 & att. The decisions OIG cites are one-page memorandum 
orders, issued by a single district judge, that authorized disclosure to OIG attorneys under exception (A)(i). The 
relevant parts of the orders state, in their entirety, that because a particular OIG investigation of "alleged misconduct 
before the grand jury" was "supervisory in nature with respect to ethical conduct of Department employees," 
"disclosure of grand jury materials to the OIG constitutes disclosure to ' an attorney for the government for use in the 
performance of such attorney ' s duty"' under exception (A)(i) . In re Matters Occurring Before the Grand Jury 
Impaneled July 16, 1996, Misc. No. 39 (W.D. Okla. June 4, 1998) (Russell, C.J.) (order) (quoting Fed. R. 
Crim. P. 6(e)(3)(A)(i)); id. (Dec. 8, 1998) (same); see id. (Nov. 15, 1999) ("Because in taking such actions, these 
Department personnel would be engaged in a supervisory function , disclosure of grand jury materials to them 
constitutes disclosure to ' an attorney for the government for use in the performance of such attorney' s duty."'). 
Neither these orders, nor the underlying Department fi lings that sought disclosure, discussed or analyzed the 
meaning of the terms "attorney for the government" or "authorized assistant." As the Supreme Court has explained, 
a "'decision of a federal district court judge is not binding precedent in either a different judicial district, the same 
judicial district, or even upon the same judge in a different case.'" Camreta v. Greene, 131 S. Ct. 2020, 2033 n.7 
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2. 


Because exception (A)(i) does not authorize the disclosure of grand jury materials to 
OIG, we have also considered whether a separate exception would authorize that disclosure. 
Exception (A)(ii) provides: 


Disclosure of a grand-jury matter--0ther than the grand jury' s deliberations or 
any grand juror' s vote- may be made to ... any government personnel
including those of a state, state subdivision, Indian tribe, or foreign government
that an attorney for the government considers necessary to assist in performing 
that attorney' s duty to enforce federal criminal law. 


Fed. R. Crim. P. 6(e)(3)(A)(ii). Like disclosure under exception (A)(i), disclosure under this 
exception may be made without prior judicial approval. However, unlike in the case of 
disclosures under exception (A)(i), the Rules provide that an attorney for the government must 
"promptly provide the court that impaneled the grand jury with the names of all persons to whom 
a disclosure has been made" under exception (A)(ii), and "certify that the attorney has advised 
those persons of their obligation of secrecy under this rule." Id. 6(e)(3)(B). And a person to 
whom information is disclosed under this exception "may use that information only to assist an 
attorney for the government in performing that attorney' s duty to enforce federal criminal law." 
Id. 


OIG employees clearly qualify as "government personnel" who may receive disclosures 
under this exception. The language of that phrase is broad- particularly when considered in 
light of the Rule ' s explanation that it extends to personnel of a "state, state subdivision, Indian 
tribe, or foreign government"-and comfortably encompasses OIG employees. 
Id. 6(e)(3)(A)(ii). In addition, we have previously observed that the use of the permissive phrase 
"considers necessary" in exception (A)(ii) suggests that "Congress intended federal prosecutors 
to have broad leeway in deciding what government personnel should have access to grand jury 
materials for purposes of facilitating enforcement functions ." Disclosure of Grand Jury Matters 


(2011 ) (quoting 18 J. Moore et al. , Moore 's Federal Practice§ 134.02[1][d] (3d ed. 2011 )). Nor is a district court 
decision binding on the Executive Branch in activities unrelated to the case in which the court' s decision was 
rendered. See In re Exec. Office of the President, 215 F.3d 20, 24-25 (D.C. Cir. 2000) (per curiam). Consistent 
with this rule, the Office has previously disagreed with district court decisions after independently analyzing the 
questions presented and reaching contrary conclusions, including where the court espoused a view previously 
advanced by the Department. See, e.g., Whether Proposals by Illinois and New York to Use the Internet and Out-of
State Transaction Processors to Sell Lottery Tickets to In-State Adults Violate the Wire Act, 35 Op. O.L.C. _, 
at *3--4 (Sept. 20, 2011 ) (available at http://www.justice.gov/olc/opinions.htm) (disagreeing with the decisions of 
courts that had adopted a position previously advanced by the Criminal Division); Applicability of the Antideficiency 
Act to a Violation of a Condition or Internal Cap Within an Appropriation, 25 Op. O.L.C. 33, 52 (2001) 
(disagreeing with the "unexplained decision" of a district court that appeared to interpret the Antideficiency Act in a 
manner " inconsistent with the Antideficiency Act ' s legislative history and evolution and with the rest of the 
(limited) case law"); Authority of the President to Remove the Staff Director of the Civil Rights Commission and 
Appoint an Acting Staff Director, 25 Op. O.L.C. 103, 105 (2001 ) (disagreeing with a district court decision 
subsequently vacated as moot). For the reasons offered above, we respectfully disagree with the district court' s 
conclusion that OIG attorneys may qualify for disclosure under exception (A)(i) solely because they perform 
supervisory functions. 
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to the President and Other Officials, 17 Op. O.L.C. 59, 62 (1993) ("Disclosure to the 
President") .15 Consistent with this broad understanding of the term, we have advised that 
exception (A)(ii) permits disclosures to law enforcement officers, members of the intelligence 
community, and senior Administration officials, among others. See Rule 6(e) Intelligence 
Community, 21 Op. O.L.C. at 161 ; Disclosure to the President, 17 Op. O.L.C. at 61. See 
generally Sells, 463 U.S . at 436 (explaining that exception (A)(ii) was prompted by the need to 
make disclosures to individuals such as "accountants" and "handwriting experts"); Fed R. 
Crim. P. 6 advisory committee' s note (1977 Amendments) ("The phrase ' other government 
personnel ' includes, but is not limited to, employees of administrative agencies and government 
departments."). OIG employees are likewise "government personnel" who may receive 
disclosures under exception (A)(ii). 


In addition, a wide variety of Department attorneys qualify as "attorney[ s] for the 
government" who may authorize disclosures under this exception. As we have discussed, that 
term includes the Attorney General, United States Attorneys, their "authorized assistant[s]," and 
"any other attorney authorized by law to conduct proceedings under these rules as a 
prosecutor"-and thus extends to any Department attorney who is (and perhaps any Department 
attorney who may be) authorized to conduct criminal proceedings on behalf of the federal 
government. Fed. R. Crim. P. l(b)(l); see supra pp. 21-23 . 


The scope of permissible disclosure to OIG officials under exception (A)(ii) thus turns on 
the circumstances in which a Department attorney-including a member of Department 
leadership-may reasonably "consider[]" an OIG official "necessary to assist in performing that 
attorney' s duty to enforce federal criminal law." Fed. R. Crim. P. 6(e)(3)(A)(ii). This Office has 
previously noted several relatively straightforward ways in which this language limits the 
permissible scope of disclosures. To begin with, consistent with the plain language of this 
provision, a Department attorney may make a disclosure only for the purpose of obtaining 
assistance in performing her duty to enforce "federal criminal law." Id. (emphasis added). Thus, 
an attorney may not authorize disclosures under exception (A)(ii) to assist in the performance of 
her civil or administrative duties, or to senior White House policymakers for purposes of 
"general policymaking." Disclosure to the President, 17 Op. O.L.C. at 61 - 62, 64; see Sells, 463 
U.S. at 427. We have also observed that, because disclosures under exception (A)(ii) may be 
made only to a person that a Department attorney "considers necessary to assist in performing 
that attorney' s duty," Fed. R. Crim. P. 6(e)(3)(A)(ii) (emphasis added), an attorney may not 
make disclosures to assist in the performance of duties she herself does not hold. See Rule 6(e) 
Intelligence Community, 21 Op. O.L.C. at 171. In addition, we have advised that the same 
phrase requires that any disclosure be made "in accordance with an actual determination made by 


15 Consistent with our prior opinions, we presume that Congress intended "necessary" in this context to 
mean useful or conducive, rather than strictly required. See Disclosure to the President, 17 Op. O.L.C. at 61 (stating 
that exception (A)(ii) permits disclosure "for purposes of obtaining ... assistance"); Rule 6(e) Intelligence 
Community, 21 Op. O.L.C. at 161 (similar); cf, e.g., McCulloch v. Maryland, 17 U.S. (4 Wheat.) 316, 413, 415 
(1819) (construing the word "necessary" in the Necessary and Proper Clause to mean "convenient," "useful," or 
"conducive"); Cellular Telecomms. & Internet Ass 'n v. FCC, 330 F.3d 502, 504 (D.C. Cir. 2003) (deferring to 
agency's interpretation of "necessary" in telecommunications statute as referring to "a strong connection" between 
means and ends). 
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an attorney." Memorandum for Philip B. Heymann, Assistant Attorney General, Criminal 
Division, and William P. Tyson, Acting Director, Executive Office for United States Attorneys, 
from John M. Harmon, Assistant Attorney General, Office of Legal Counsel, Re: Computerized 
Preservation and Use of Grand Jury Material at 4 (May 2, 1980). Hence, while an attorney has 
"broad leeway" in judging what disclosures are proper, Disclosure to the President, 17 Op. 
O.L.C. at 62 (citing S. Rep. No. 95-354, at 8 (1977)), she must always exercise her independent 
judgment before authorizing the disclosure of grand jury information to a particular recipient. 
Thus, for example, we concluded that an attorney could not place grand jury materials on a 
computerized database that law enforcement officers could use for purposes of which the 
attorney was unaware. See Memorandum for Roger B. Clegg, Acting Assistant Attorney 
General, Office of Legal Policy, and John Mintz, Assistant Director and Legal Counsel, FBI, 
from Robert B. Shanks, Deputy Assistant Attorney General, Office of Legal Counsel, Re: 
Authority of FBI Agents to Exchange Grand Jury Material Pursuant to Rule 6(e)(3)(A)(ii) of the 
Federal Rules of Criminal Procedure (Feb. 14, 1984) ("Shanks Memorandum"). 


Within these limitations, we believe exception (A)(ii) permits Department attorneys to 
authorize the disclosure of grand jury information to OIG both to assist with individual law 
enforcement actions and, where the disclosures are authorized by members of the Department 
leadership, to assist in the direction and supervision of the Department's law enforcement 
programs and operations. First, because an attorney' s "duty to enforce federal criminal law" 
plainly includes his duty to prosecute criminal offenses, exception (A)(ii) permits Department 
attorneys to authorize disclosure of grand jury materials to OIG in connection with OIG 
investigations and reviews those attorneys believe could assist them with ongoing or potential 
prosecutions. Exception (A)(ii) was drafted specifically in order to enable prosecutors to make 
disclosures to investigators who could develop the basis for and aid in prosecutions. See 
Sells , 463 U.S. at 436 (stating that exception (A)(ii) was enacted "because Justice Department 
attorneys found that they often need active assistance from ... investigators from the [FBI], IRS, 
and other law enforcement agencies"); Fed. R. Crim. P. 6 advisory committee' s note (1977 
Enactment) (stating that "[o]ften the prosecutors need the assistance of the agents in evaluating 
evidence" or conducting "further investigation"). As we have discussed, OIG agents have a 
number of investigative duties, and are required to "report expeditiously to the Attorney General 
whenever the Inspector General has reasonable grounds to believe there has been a violation of 
Federal criminal law." 5 U.S.C. app. § 4(d); see Investigative Officers, 14 Op. O.L.C. at 109. 
Hence, a Department attorney may authorize disclosure of information to OIG in connection 
with an OIG investigation that the attorney concludes will be likely to aid in an ongoing or 
potential prosecution in which the attorney is involved. 


Second, we think that exception (A)(ii) permits a Department leadership official to 
authorize disclosure of grand jury information to OIG in connection with OIG investigations or 
reviews that the official believes could assist her in carrying out her duty to conduct 
programmatic or policy supervision of the Department' s criminal law enforcement activities. As 
we discussed in analyzing the scope of permissible disclosure under Title III, programmatic and 
policy supervision can affect the prevention, investigation, or prosecution of criminal conduct as 
directly as individual trial decisions, see Van de Kamp, 555 U.S. at 346, and constitute a central 
means by which the Attorney General and her assistants direct and control the Department' s law 
enforcement and prosecutorial functions. See supra pp. 11-13 . Such activities are thus part of 
Department leadership' s "duty to enforce federal criminal law" under the plain language of that 
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phrase. Further, it would be reasonable for a member of Department leadership to "consider[]" 
many OIG reviews "necessary to assist" her in performing this duty. Fed. R. 
Crim. P. 6(e)(3)(A)(ii) . As we also noted in the Title III context, Congress established OIG to 
"keep[] the head of the [Department] .. . informed about problems" in the Department and to 
recommend "corrective action," 5 U.S.C. app. § 2(3), and OIG' s reviews have historically 
provided the Department's leadership with "critical advice, information, and insights in 
connection with the exercise of their supervisory responsibilities over the Department's criminal 
law enforcement programs, policies, and practices," Yates Letter at 3. It would therefore 
generally be reasonable for a member of Department leadership to conclude that an OIG 
investigation or review that concerns, or is designed to develop recommendations about, the 
manner in which the Department enforces federal criminal law is "necessary to assist" in the 
disclosing official's supervision of that function on a programmatic or policy basis. 


We acknowledge that certain language in Sells might be read to suggest a narrower scope 
of appropriate disclosures. In particular, various statements in the opinion could be read to 
suggest that an attorney' s "duty" under exception (A)(i) includes only her duty to conduct or 
supervise a particular pending prosecution. See, e.g., Sells , 463 U.S. at 427 ("We hold that (A)(i) 
disclosure is limited to use by those attorneys who conduct the criminal matters to which the 
materials pertain." (emphasis added)); id. at 429 n.11 (stating that "every attorney (including a 
supervisor) who is working on a prosecution may have access to grand jury materials, at least 
while he is conducting criminal matters" (emphasis added)); id. at 438 (noting that the "primary 
objection" to a proposal to allow disclosures to other governmental personnel was a concern that 
they would use grand jury information "to pursue civil investigations or unrelated criminal 
matters" (emphasis added)). And although Sells concerned exception (A)(i)-which authorizes 
disclosures for use in performing an attorney's "duty"-rather than exception (A)(ii)-which 
authorizes disclosure in connection with an attorney's "duty to enforce federal criminal law"
the Sells Court explained that the "criminal-use limitation" in exception (A)(ii) "merely ma[ de] 
explicit what [Congress] believed to be already implicit in the existing (A)(i) language." Id. 
at 436. This suggests that the Court would have viewed its analysis of the limitations on 
exception (A)(i) as applicable to exception (A)(ii) as well. Thus, it might be argued that 
programmatic and policy supervision does not fall within an attorney's "duty to enforce federal 
criminal law" because it differs from the duties discussed in Sells in two respects: first, it 
involves supervision of law enforcement agents in addition to prosecutors; and second, it 
concerns criminal matters unrelated to the grand jury investigation in which the information to be 
disclosed was developed. It might also be argued that disclosure to OIG is different from the 
disclosures contemplated in Sells because OIG will frequently use grandjury information to 
investigate past conduct in completed law enforcement operations, rather than to assist in 
ongoing prosecutions. 


In our view, however, notwithstanding these distinctions, Sells and subsequent opinions 
support reading exception (A)(ii) to permit disclosures to OIG in connection with Department 
leadership's duties of programmatic and policy supervision. With respect to the first arguable 
distinction- between supervision of law enforcement officers and supervision of prosecutors
Sells expressly recognized that a prosecutor' s authority to "command[]" law enforcement 
officers is a critical means by which she carries out her prosecutorial duties and renders 
assistance to the grand jury. Sells, 463 U.S. at 430 (stating that "a modem grand jury would be 
much less effective without the assistance of the prosecutor' s office and the investigative 
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resources it commands"); id. at 430 n.13 ("Not only would the prosecutor ordinarily draw up and 
supervise the execution of subpoenas, but also he commands the investigative forces that might 
be needed to find out what the grand jury wants to know."). Moreover, as Sells also recognized 
(and as we noted above), Congress added exception (A)(ii) in part to ensure that prosecutors 
could obtain the assistance of law enforcement officers in developing the basis for and 
conducting prosecutions. See id. at 436. Sells therefore fully supports the proposition that the 
duty to supervise prosecutions includes a duty to supervise law enforcement officers in conduct 
that assists with prosecutions. 


We likewise believe that the second arguably distinctive characteristic of programmatic 
and policy supervision- that it concerns criminal matters unrelated to the grand jury 
investigation in which the materials being sought were originally developed-is consistent with 
Sells. Lower courts, treatises, and this Office have repeatedly interpreted Sells to permit 
disclosure in connection with any "criminal matters to which [grand jury] materials pertain," id. 
at 427, and not merely those matters in which the information was developed. See, e.g. , 
Impounded, 277 F.3d 407, 413 (3d Cir. 2002) (holding that the disclosure of grand jury materials 
to a federal prosecutor in another district was permissible under exception (A)(i)); 1 Sara Sun 
Beale et al. , Grand Jury Law and Practice§ 5:8, at 5-58 (2d ed. 2014) ("Beale") (stating that an 
attorney may make a disclosure under exception (A)(i) "in connection with a separate 
prosecution"); Shanks Memorandum at 2 (concluding that exception (A)(ii) authorizes disclosure 
to FBI agents assisting in "a specific criminal investigation" unrelated to the initial grand jury 
investigation); cf Fed. R. Crim. P. 6( e )(3)(C) (permitting the automatic disclosure of grand jury 
materials to "another federal grand jury"). This Office has also previously concluded that the 
disclosure authorization in exception (A)(ii) extends to general supervision of law enforcement 
activities as well as to specific prosecutions: In our Rule 6(e) Intelligence Community opinion, 
for example, we advised that the Attorney General may make disclosures to assist "a broad 
criminal law enforcement program for which [she] is responsible," 21 Op. O.L.C. at 171; and in 
our Disclosure to the President opinion, we cited legislative history supporting the view that 
"Congress intended federal prosecutors to have broad leeway in deciding what government 
personnel should have access to grand jury materials for purposes of facilitating enforcement 
functions," 17 Op. O.L.C. at 62. See also 1 Beale § 5:8, at 5-58 (stating that attorneys may 
disclose materials "in connection with the evaluation or planning of broad prosecutorial 
policies"). 


Consistent with these authorities, we do not think the language in Sells referring to 
specific "prosecutions," e.g., 463 U.S. at 429 n.11 , should be read to preclude disclosures that an 
attorney believes could aid the general supervision of the Department' s law enforcement 
programs and activities. To begin with, the Court in Sells addressed the permissibility of 
disclosure only in connection with civil litigation, see id. at 420; it did not discuss, and had no 
occasion to address, the permissible scope of disclosure in connection with programmatic 
supervision of criminal law enforcement. Moreover, other language in the opinion is consistent 
with permitting disclosure for broad supervisory purposes. The Court expressly noted that 
exception (A)(ii) gives prosecutors a "free hand concerning use of grand jury materials" in 
connection with criminal matters. Id. at 441--42; see also Disclosure to the President, 17 Op. 
O.L.C. at 62 (noting the "broad leeway" possessed by attorneys under exception (A)(ii)). 
Further, permitting disclosure for broad supervisory purposes would not raise the policy 
concerns that led the Sells Court to deem disclosure for civil purposes unlawful: because such 


30 







disclosure would not be used in connection with investigating the subjects of or witnesses in the 
underlying grand jury investigations, it would not discourage witnesses from testifying, create 
incentives for prosecutors to misuse the grand jury, or subvert limits on civil discovery. See 
Sells, 463 U.S. at 432- 34; OPR Memorandum at 4-6 (similarly distinguishing Sells on this 
basis). In addition, prohibiting such disclosure would have the same kinds of disruptive effects 
we identified in connection with Title III, by preventing Department leadership from obtaining 
(or disclosing) Rule 6( e) information for the purpose of conducting policy or programmatic 
supervision of grand jury proceedings or other law enforcement programs that used grand jury 
information. For all these reasons, we doubt that if the Supreme Court had squarely addressed 
the question, it would have concluded that exception (A)(ii) does not permit the Attorney 
General and her assistants to obtain or disclose grand jury information in order to set policies and 
develop guidance for law enforcement purposes. 


Finally, while it is true that OIG officials would frequently use grand jury information to 
evaluate completed law enforcement operations rather than to assist in ongoing operations or 
prosecutions, "supervisors . .. must be able to evaluate [past] conduct once a course of action has 
been set" to "perform properly their oversight role." OPR Memorandum at 7. As we explained 
in our OPR Memorandum, "post mortem review" of the conduct of a prosecution is necessary to 
evaluate and, if appropriate, take administrative action with respect to that conduct. Id. at 8. 
OIG investigations and reviews of the past conduct of Department criminal law enforcement 
programs likewise help Department leadership evaluate that conduct and take appropriate 
corrective action if necessary. We therefore believe that, notwithstanding the apparently narrow 
language in Sells , Department leadership' s "duty to enforce federal criminal law" includes its 
duties to supervise Department law enforcement efforts on a programmatic and policy basis, and 
that it would generally be reasonable for Department leadership to "consider[]" it "necessary to 
assist" it in performing these duties to authorize the disclosure of grand jury information to OIG 
in connection with investigations or reviews that concern, or are designed to develop 
recommendations about, the manner in which the Department carries out its criminal law 
enforcement functions. Fed. R. Crim. P. 6(e)(3)(A)(ii). 


As in the Title III context, however, we do not think that exception (A)(ii) would permit 
Department attorneys to disclose grand jury material to OIG in relation to all OIG audits, 
investigations, and reviews. In particular, we doubt that a Department leadership official may 
authorize disclosures in connection with investigations that are only tangentially related to 
programmatic and policy supervision of law enforcement activities, such as routine financial 
audits of components that happen to engage in law enforcement functions. Similarly, especially 
in light of Sells, we do not believe a Department attorney may authorize disclosure of grand jury 
information to OIG in connection with OIG investigations or reviews that primarily relate to civil 
enforcement or recovery efforts (such as investigations designed to assist the Department in 
recovering funds through a False Claims Act suit), rather than criminal prosecutions. 


c. 


The third and final statutory prohibition on disclosure we consider is section 626 of 
FCRA. Congress enacted FCRA to ensure "fair and accurate credit reporting," which it deemed 
"essential to the continued functioning of the banking system." 15 U.S.C. § 1681(a)(l). FCRA 
comprehensively regulates the "confidentiality, accuracy, relevancy, and proper utilization" of 
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information held by consumer credit reporting agencies. Id. § 1681 (b ). Among other things, it 
restricts the circumstances in which consumer reporting agencies may disclose consumer credit 
reports, id. § 1681 b; specifies what information may be contained in those reports, id. § 1681 c; 
and imposes civil, administrative, and sometimes criminal liability for failure to comply with its 
requirements, id. §§ 1681n-1681s. 


In 1996, Congress amended FCRA to add a new basis for disclosure of consumer credit 
information. See Intelligence Authorization Act of 1996, Pub. L. No. 104-93, sec. 601(a), 
§ 624, 109 Stat. 961 , 974 (codified at 15 U.S.C. § 1681u). The new provision, now FCRA 
section 626, authorizes the FBI to present a consumer credit reporting agency with a written 
request, signed by the Director of the FBI or his designee, certifying that the FBI seeks certain 
information "for the conduct of an authorized investigation to protect against international 
terrorism or clandestine intelligence activities." 15 U.S.C. § 1681u(a). Upon receipt of such a 
National Security Letter ("NSL"), a credit agency must disclose to the FBI the "names and 
addresses of all financial institutions . .. at which a consumer maintains or has maintained an 
account," id. , and "identifying information respecting a consumer, limited to name, address, 
former addresses, places of employment, or former places of employment," id. § 1681 u(b ). 
Section 626(f) bars further dissemination of this information except in limited circumstances. It 
provides: 


The Federal Bureau of Investigation may not disseminate information obtained 
pursuant to this section outside of the Federal Bureau oflnvestigation, except to 
other Federal agencies as may be necessary for the approval or conduct of a 
foreign counterintelligence investigation, or, where the information concerns a 
person subject to the Uniform Code of Military Justice, to appropriate 
investigative authorities within the military department concerned as may be 
necessary for the conduct of a joint foreign counterintelligence investigation. 


Id. § 1681u(f). FCRA makes any violation of this section by a federal agency or officer grounds 
for civil damages or disciplinary action. Id. § 1681 u(i}-(j). 


OIG argues that under the terms of section 626(f), it may obtain unrestricted access to 
consumer information that the FBI has obtained under section 626. In OIG' s view, it is exempt 
from the limitations on disclosure contained in section 626(f) because it is part of the same 
agency as the FBI. See OIG 2014 Memorandum at 12- 13 ; OIG FCRA Memorandum at 3. We 
consider this argument below. In addition, although OIG does not make the argument, we 
consider whether OIG may obtain section 626 information under the first exception set forth in 
section 626(f), which permits the FBI to make disclosures "to other Federal agencies as may be 
necessary for the approval or conduct of a foreign counterintelligence investigation." 15 U.S.C. 
§ 1681u(f). As we will explain, we conclude that although OIG is subject to section 626(f)'s 
prohibition on disclosure, it may nonetheless obtain covered information under that provision' s 
first exception in certain circumstances. 


1. 


OIG argues that it is permitted to obtain section 626 information from the FBI in 
connection with any of its audits, investigations, or reviews. It contends that, while 
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section 626(f) bars the FBI from disclosing information obtained pursuant to an NSL to "other 
Federal agencies," except "as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation," this bar does not apply to OIG because both OIG and the FBI 
are components of the Department. See OIG FCRA Memorandum at 3. OIG argues that this 
reading of section 626(f) is supported by the text of that provision's first exception, by 
implication from a statute enacted subsequent to section 626, and by the general purposes of OIG 
reviews. See OIG 2014 Memorandum at 12- 14; OIG FCRA Memorandum at 2-4. 


OIG' s interpretation is difficult to square with the plain language of the statute. 
Section 626(f) states that the FBI "may not disseminate information obtained pursuant to this 
section outside of the Federal Bureau oflnvestigation" except in two specific circumstances. On 
its face, this provision unambiguously bars the FBI from disclosing information outside of the 
FBI, unless an exception applies. OIG is outside of the FBI, and so falls within this prohibition 
on disclosure. OIG' s argument-that it is exempt from the prohibition because it is a 
Department component- would require reading "Federal Bureau of Investigation" to mean 
"Department of Justice." But these two entities are not equivalent, and Congress chose to refer 
to the former rather than the latter in section 626(f). 


OIG disputes this straightforward reading of section 626(f) by pointing to the provision's 
first exception, which permits the FBI to disclose section 626 information to "other Federal 
agencies." OIG reasons that because other components of the Department are part of the same 
agency as the FBI, and "not an ' other Federal agency"' relative to the FBI, they cannot qualify 
for disclosure under this exception. OIG FCRA Memorandum at 2. As a consequence, this 
argument continues, reading section 626(f) as its plain text indicates would lead to the unlikely 
result that the FBI could never disclose section 626 information to Department officials outside 
the FBI-a result that, as OIG explains, would be inconsistent with the Department's 
longstanding practice of making section 626 information available to the National Security 
Division ("NSD") for purposes of overseeing the FBI's operations. See id. 


We agree that it is highly unlikely that Congress would have barred the FBI from 
disclosing section 626 information within the Department, particularly while permitting such 
disclosure to agencies outside the Department. However, we disagree that the statute's reference 
to "other Federal agencies" compels such a result. Although the term "agency" is sometimes 
used to refer to the Department of Justice as a whole, it is also used to refer to components within 
the Department. Compare 28 U.S.C. § 527 (distinguishing between "the Department of Justice" 
and "other Federal agencies") and 5 U.S.C. § 572l(l)(A) ("[f]or the purpose of this 
subchapter ... ' agency' means . .. an Executive agency") with 28 U.S.C. § 509 (vesting "all 
functions of agencies and employees of the Department of Justice" in the Attorney General) and 
5 U.S.C. § 551 ("For the purpose of this subchapter ... ' agency' means each authority of the 
Government of the United States, whether or not it is within or subject to review by another 
agency.") . In our view, the term "agency" is best read in the latter sense in section 626(f). 
Notably, the statute does not simply state that the FBI "may not disseminate [section 626 
information], except to other Federal agencies" for certain purposes; it says the FBI "may not 
disseminate [section 626 information] outside the FBI, except to other Federal agencies" for 
those purposes. 15 U.S.C. § 1681u(f) (emphasis added). The express reference to "outside the 
FBI" strongly suggests that "other Federal agencies" refers to any federal entity other than the 
Federal Bureau oflnvestigation, including other components of the Department. 
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This conclusion is reinforced by the significant role that other Department components 
play in "the approval or conduct of [the FBI' s] foreign counterintelligence investigation[ s]." Id. 
For decades, the Attorney General has been authorized to "supervis[e]" and "establish" 
"regulations" concerning the FBI's counterintelligence activities. Exec. Order No. 12333, 
§ 1.14, 46 Fed. Reg. 59941 , 59949 (Dec. 4, 1981); see The Attorney General 's Guidelines for 
Domestic FBI Operations at 5 (Sept. 2008) ("AG Guidelines") (available at http://www.justice. 
gov/sites/default/files/ag/legacy/2008/10/03/guidelines.pdf, last visited July 20, 2015) (setting 
guidelines for the conduct of domestic FBI operations, including "counterintelligence 
activities"); Memorandum for the Director, FBI, et al. , from the Attorney General, Re: 
Intelligence Sharing Procedures for Foreign Intelligence and Foreign Counterintelligence 
Investigations Conducted by the FBI (Mar. 6, 2002); 28 C.F.R. § 0.72 (assigning 
counterintelligence oversight functions to NSD). By permitting disclosure for the "approval" of 
counterintelligence investigations, Congress presumably intended to permit the FBI to make 
disclosures consistent with this longstanding grant of supervisory authority. Indeed, a prior 
version of the bill would have made the first exception applicable exclusively to disclosures 
within the Department of Justice. See Comprehensive Terrorism Prevention Act of 1995, S. 735, 
104th Cong. § 502(a) (1995) ("The [FBI] may not disseminate information obtained pursuant to 
this section outside of the [FBI] , except ... to the Department of Justice, as may be necessary for 
the approval or conduct of a foreign counterintelligence operation."). It is unlikely that, in later 
broadening the scope of the exception to allow disclosures to "other Federal agencies," Congress 
intended to exclude disclosures to the agency that was previously the exception's sole 
beneficiary. 


OIG also argues that its view that section 626(f) permits disclosure to OIG finds support 
in a statutory provision Congress enacted after section 626: section 119 of the USA PATRIOT 
Improvement and Reauthorization Act of2005 , Pub. L. No. 109-177, 120 Stat. 192, 219 ("Patriot 
Reauthorization Act"). As OIG points out, section 119 of the Patriot Reauthorization Act 
directed OIG to "perform an audit of the effectiveness and use, including any improper or illegal 
use, of national security letters issued by the Department of Justice," including NSLs issued 
pursuant to section 626. Id. § 119(a), (g)(4). OIG argues that " [f]ulfilling the mandates of the 
Patriot Reauthorization Act .. . clearly required [it] to have access to the ' raw data' the 
Department obtained through [NSLs] , including Section [626] credit report information." 
OIG 2014 Memorandum at 13. And because that Act "contained no provision granting the OIG 
access to Section [626] information," OIG reasons that "in 2005 Congress believed the OIG 
already had access to FCRA information in order to audit such dissemination." Id. (emphasis 
added). But this provision suggests at most that the Congress that enacted the Patriot 
Reauthorization Act believed OIG would have access to section 626 information as necessary for 
OIG to evaluate the legality and effectiveness of the Department' s use ofNSLs. And for reasons 
we explain below, we believe OIG is eligible to receive section 626 information for that purpose 
under section 626(f) ' s first exception. See infra Part Il.C.2. The Patriot Reauthorization Act 
thus does not provide a basis for reading section 626(f), contrary to its plain text, to grant OIG 
unfettered access to such information. 


Finally, OIG contends that the limits on dissemination contained in section 626 were 
intended to protect consumer privacy, and that it would undermine rather than further that 
purpose to prohibit OIG from obtaining the information necessary to determine whether the FBI 
is abiding by section 626 ' s requirements. See OIG 2014 Memorandum at 12- 13; OIG FCRA 
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Memorandum at 3. We agree that, in enacting section 626, Congress sought to build 
"safeguards . .. into the legislation" that would "minimiz[ e ]" the "threat to privacy" posed by the 
FBI's ability to use NSLs. H.R. Rep. No. 104-427, at 36 (1995); see also 15 U.S.C. § 1681(a)(4) 
(finding "a need to insure that consumer reporting agencies exercise their grave responsibilities 
with . .. a respect for the consumer' s right to privacy"). But it is entirely consistent with 
Congress ' s purpose of protecting consumer privacy to prevent broad disclosure of consumer 
information even within the Department of Justice. Nor would a restriction on disclosure outside 
the FBI necessarily preclude all oversight of the use of section 626 authority, insofar as the FBI's 
internal audit department or Office of Professional Responsibility could conduct reviews of the 
use of that authority. Further, as we explain below, we believe OIG may obtain section 626 
information in order to monitor the FBI's compliance with FCRA' s disclosure restrictions 
pursuant to section 626(f) ' s first exception. The statute ' s purpose thus does require OIG to have 
blanket access to section 626 information. 


2. 


We now consider whether OIG is eligible to receive disclosures under section 626(f) ' s 
first exception, which authorizes the FBI to disclose information obtained pursuant to an NSL 
"to other Federal agencies as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation." 15 U.S.C. § 1681u(f). As we have discussed, components of 
the Department outside the FBI, including OIG, are "other Federal agencies" within the meaning 
of this provision. See supra pp. 33-34. Consequently, this exception permits OIG to obtain 
access to section 626 information "as may be necessary for the approval or conduct of a foreign 
counterintelligence investigation." 15 U.S.C. § 1681u(f). 


In our view, this language authorizes disclosure in two broad circumstances. First, and 
most straightforwardly, it authorizes disclosures as necessary to facilitate approval of a particular 
foreign counterintelligence investigation, or to obtain assistance in conducting such an 
investigation.16 For example, the first exception would allow the FBI to disclose information to 
Department attorneys in order to enable those attorneys to file an application for electronic 
surveillance pursuant to Title III or the Foreign Intelligence Surveillance Act of 1978, 50 U.S.C. 
§ § 1801 et seq., or to advise the FBI on the legality of a method the FBI proposes to use in an 
investigation. In addition, the first exception would allow the FBI to disclose information to 
Department supervisors to enable them to monitor a particular foreign counterintelligence 
operation, to ensure that it was being conducted lawfully and in conformance with Department 
guidelines. 


Second, we believe that section 626( f) ' s first exception permits disclosure of information 
as necessary for the programmatic and policy supervision of foreign counterintelligence 
investigations generally- that is, to ensure that investigations are (or were) approved or 
conducted in accordance with applicable statutes, regulations, and guidelines; to identify 
systemic problems in the approval or conduct of investigations; and to update guidelines and 


16 As in the case of Rule 6(e)(3)(A)(ii), we presume that Congress used the word "necessary" to mean 
useful or conducive rather than required. See supra note 15. 
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procedures in response to identified deficiencies. It is true that section 626(±) authorizes 
disclosures only as necessary for the approval or conduct of "a foreign counterintelligence 
investigation." But Congress has instructed that "unless the context indicates otherwise ... 
words importing the singular include and apply to several persons, parties, or things." 1 U.S.C. 
§ 1; see also Caraco Pharm. Labs. , Ltd. v. Novo NordiskAIS, 132 S. Ct. 1670, 1681 (2012) 
(explaining that the meaning of the word "a" and its variants "turns on its context"). In this case, 
we have not found any indication in the statute or its legislative history- apart from the use of 
the phrase "a[n] . .. investigation" itself-that Congress intended to permit disclosures in 
connection with only one investigation at a time. Nor, of particular relevance here, can we find 
any indication that Congress intended to prevent Department leadership officials from obtaining 
information protected by section 626( f) for use in supervising the FBI' s conduct of foreign 
counterintelligence investigations. In a manner similar to that discussed in the Title III and 
Rule 6(e) contexts, Department leadership would be severely constrained in its ability to 
supervise the FBI's conduct of such investigations on a programmatic or policy basis, and to 
supervise the FBI's use ofNSLs issued pursuant to section 626 on a similar basis, if it could not 
obtain section 626 information for that purpose. Indeed, under guidance issued by Department 
leadership, the FBI routinely provides section 626 information to other Department components 
to assist in such supervision. See, e.g. , AG Guidelines at 10-11 (authorizing disclosure of 
section 626 information to NSD for supervisory purposes). And, as noted above, Congress 
likewise assumed in the Patriot Reauthorization Act that OIG would be able to obtain the "raw 
data" needed to conduct a review of the FBI's use ofNSLs. See supra p. 34. In light of these 
considerations, we believe that section 626(f)'s first exception permits the FBI to disclose 
section 626 information not only to obtain assistance in "the approval or conduct" of a particular 
foreign counterintelligence investigation, but also to aid in supervision of "the approval or 
conduct" of foreign counterintelligence investigations generally. 


OIG may in principle obtain section 626 information under either of these rationales. It 
appears unlikely that the FBI would need to disclose section 626 information to OIG to obtain 
assistance in the approval or conduct of a particular foreign counterintelligence investigation, 
since OIG involvement in such investigations would generally entail exercising "program 
operating responsibilities" that the Attorney General may not assign to OIG. 5 U.S.C. app. 
§ 9(a); see also Authority to Conduct Regulatory Investigations , 13 Op. O.L.C. at 61-62. 
However, there might be rare circumstances in which a foreign counterintelligence investigation 
was intertwined with an investigation of internal misconduct. In such circumstances, it is 
conceivable that OIG could obtain section 626 information to facilitate the conduct of that 
investigation. 


In other circumstances, OIG could obtain information under the broader supervisory 
rationale. As we have noted elsewhere, OIG plays a central role in helping Department 
leadership supervise the Department' s law enforcement activities through both reviews of 
misconduct and programmatic reviews intended to help improve law enforcement operations in 
the future . See supra pp. 14- 16, 28- 29. In the context of section 626, it is reasonable to 
conclude that OIG investigations and reviews that could inform decisions by Department 
leadership concerning supervision of foreign counterintelligence investigations-such as OIG' s 
congressionally-mandated review of the FBI's use ofNSLs-are "necessary for the approval or 
conduct of' those investigations within the meaning of section 626(±). An OIG review of foreign 
counterintelligence investigations could, for example, lead to changes in the process for 
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authorizing such investigations, or help leadership officials ensure that investigations are carried 
out lawfully. Indeed, OIG's review of the FBI's use ofNSLs illustrates how such a process 
might work. After that review uncovered serious problems with the FBI's use ofNSLs, the 
Department implemented a number of measures aimed at ensuring greater supervision and 
control of the FBI's activities. See Fact Sheet: Department of Justice Corrective Actions on the 
FBJ's Use of National Security Letters (Mar. 20, 2007) (available at http://www.justice.gov/ 
archive/opa/pr/2007/March/07 _nsd_168.html, last visited July 20, 2015) ("Corrective Actions on 
the FBI's Use of NSLs"). These measures included retrospective and continuing audits of the 
FBI' s NSL usage designed to identify potential legal violations, as well as measures intended to 
allow the Attorney General to promptly address needed changes in policy, training, and 
oversight. Id. Because investigations and reviews of this kind concern, or are designed to 
develop recommendations about, leadership decisions regarding the approval or conduct of 
foreign counterintelligence investigations, they are in our view "necessary to the approval or 
conduct" of such investigations as that phrase is used in section 626(±). 


This reading of section 626(±) is further supported by the FBI' s practice of providing 
information obtained through NSLs to NSD to facilitate NSD' s supervision of the FBI's 
compliance with applicable laws and guidelines in matters relating to national security and 
foreign intelligence. See AG Guidelines at 10-11. OIG correctly notes that NSD was given 
responsibility to oversee the FBI's activities following OIG's critical review of the FBI's use of 
NSLs, and that NSD' s reviews are patterned after OIG reviews. See NSD E-mail; see also OIG 
FCRA Memorandum; Corrective Actions on the FBI's Use ofNSLs. It would be incongruous to 
conclude that the FBI may disseminate section 626 information to NSD because its reviews are 
"necessary for the approval or conduct of a foreign counterintelligence investigation," but that 
the FBI is barred from providing the same information to OIG in connection with reviews that 
share a similar purpose and methodology, and likewise assist the Department's leadership in its 
supervisory functions. For reasons similar to those set forth in our discussion of Title III, see 
supra p. 15, we do not believe that OIG' s relative independence from the Department's 
leadership makes its reviews less valuable to leadership, or less "necessary for the approval or 
conduct" of foreign counterintelligence investigations, than the comparable reviews performed 
byNSD. 


Accordingly, we conclude that the FBI may disseminate section 626 information to OIG 
in connection with investigations and reviews that concern, or are designed to develop 
recommendations about, leadership decisions regarding the approval or conduct of foreign 
counterintelligence investigations. This conclusion, however, is subject to the same limitation 
we have explained in other contexts: OIG audits, investigations, and reviews that have only an 
attenuated connection to Department leadership' s supervisory responsibilities relating to foreign 
counterintelligence investigations, such as routine financial audits of the FBI entities that carry 
out such investigations, would likely not qualify for disclosure under section 626. See supra 
pp. 16, 31 (discussing similar limit in the context of Title III and Rule 6( e) disclosures). 


* * * * * 


In sum, Title III, Rule 6( e ), and FCRA permit the disclosure of covered information in 
connection with many of OIG' s investigations and reviews. Title III permits a Department 
investigative or law enforcement officer to disclose to OIG the contents of intercepted 
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communications to the extent that disclosure could aid either the disclosing official or OIG in the 
performance of their respective duties related to law enforcement-including duties related to 
Department leadership ' s programmatic or policy supervision of the Department's law 
enforcement activities. Rule 6( e ), similarly, permits the disclosure of grand jury materials to 
OIG if an attorney for the government determines that such disclosure could assist her in the 
performance of her criminal law enforcement duties, including any supervisory law enforcement 
duties that attorney may have. And FCRA permits the FBI to disclose to OIG consumer 
information it obtained pursuant to section 626, if such a disclosure could assist in the approval 
or conduct of foreign counterintelligence investigations, including in the supervision of such 
investigations on a programmatic or policy basis. 17 


These statutes do not, however, authorize Department officials to disclose protected 
information to OIG in connection with all of OIG' s activities. As we have noted, Title III and 
Rule 6(e) do not permit disclosures that have either an attenuated or no connection with the 
conduct of the Department' s criminal law enforcement programs and operations, and section 626 
of FCRA does not permit disclosures that have either an attenuated or no connection with the 
approval or conduct of foreign counterintelligence investigations. Thus, for example, Title III, 
Rule 6(e), and section 626 do not permit OIG to obtain covered information to assist in 
investigations of the Department's civil activities that are only tangentially related to criminal 
law enforcement or foreign counterintelligence efforts, or to conduct routine financial audits of 
Department components. Even when these statutes permit disclosures to OIG, moreover, they 
impose certain procedural preconditions on those disclosures. Disclosures under Title III require 
an assessment of whether a particular OIG investigation is appropriate to the proper performance 
of an official duty related to law enforcement. Disclosures under Rule 6( e) require an 
independent judgment, made by an attorney for the government, that OIG assistance is necessary 
to perform that attorney' s duty to enforce criminal law, and further require compliance with 
certain additional procedural obligations. And disclosures under section 626 of FCRA require an 
assessment of whether an OIG investigation is "necessary for the approval or conduct" of foreign 
counterintelligence investigations. 


If section 6(a)(l) of the IG Act displaced the limitations on disclosure in these statutes, it 
would-unlike these statutory exceptions-permit unconstrained disclosure of all protected 
information to OIG. Thus, OIG could receive information protected by Title III, Rule 6(e), and 
section 626 in connection with its investigations of the Department's civil activities, its routine 
financial or administrative audits, and any other of its authorized activities. Moreover, 
information already available to OIG under the terms of Title III, Rule 6(e), and section 626 
would be available without a prior assessment of whether that information was related to the 
Department's law enforcement functions or the FBI' s conduct of foreign counterintelligence 
investigations, and, in the case of Rule 6( e) information, without a prior determination by an 
attorney for the government that OIG assistance was necessary to assist in performing the 


17 You have not asked, and this opinion does not address, what further disclosures OIG may make of 
sensitive information it receives under Title III , Rule 6(e), or FCRA. We stress, however, that nothing in this 
opinion is intended to suggest that OIG may disclose protected materials in a public report. Information received by 
OIG remains subject to the statutory restrictions on disclosure, and OIG may further disclose that information only 
to the extent permitted by those restrictions and any other applicable laws. 
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attorney's duty to enforce federal criminal law. Because section 6(a)(l) would thus provide OIG 
with access to protected information in more circumstances and on broader terms than are 
provided for in Title III, Rule 6( e ), and section 626 themselves, we must consider whether 
section 6(a)(l) overrides the limits imposed by those statutes. 


III. 


In this Part, we address whether section 6(a)(l) overrides the disclosure limitations in 
Title III, Rule 6(e), and section 626. We first discuss the general interpretive principles that will 
guide our analysis, concluding that only a clear statement of congressional intent to override 
conflicting statutes would be sufficient to abrogate the detailed prohibitions on disclosing 
sensitive information contained in Title III, Rule 6(e), and section 626. We then analyze the text, 
structure, and history of the IG Act to determine whether it contains such a clear statement. 
Finding that it does not, we conclude that the Department remains bound by Title III, Rule 6( e ), 
and section 626 when it responds to OIG requests under section 6(a)(l), and thus that it may not 
disclose information covered by those statutes outside the circumstances permitted by the 
statutes themselves. 


A. 


Both the Supreme Court and this Office have repeatedly confronted apparent conflicts 
between statutes that address the same subject matter. Two lines of authority are particularly 
relevant here. In the first, the Court and this Office have considered whether statutory provisions 
protecting highly sensitive information can be overridden by competing statutory rights of 
access. In the second, which is sometimes intertwined with the first, the Court and this Office 
have considered the circumstances in which a general statute can be construed to override a more 
specific statutory provision. In addressing these subjects, the Court and this Office have 
identified two salient interpretive principles that will guide our analysis. 


First, in a range of contexts- including contexts involving information protected by 
Rule 6( e) and Title III-the Supreme Court and this Office have declined to infer that Congress 
intended to override statutory limits on the disclosure of highly sensitive information about 
which Congress has expressed a special concern for privacy, absent a clear statement of 
congressional intent to that effect. In Illinois v. Abbott & Associates, Inc., 460 U.S. 557 (1983), 
for example, the Court held that an antitrust statute authorizing state attorneys general to obtain, 
"to the extent permitted by law, any investigative files or other materials" relevant to an antitrust 
suit, 15 U.S .C. § 15f(a) (1976), did not supersede the limits of Rule 6(e). 460 U.S. at 565. The 
Court relied primarily on the statute ' s use of the phrase "to the extent permitted by law," which it 
read to exclude from the statute ' s scope any disclosures not authorized by Rule 6(e). Id. at 566-
69. But in response to the argument that such a reading would frustrate the statute' s purpose by 
"severely limit[ing] the amount of additional disclosure to state attorneys general" it made 
possible, id. at 572, the Court further explained that because the rule of grand jury secrecy was 
"so important, and so deeply-rooted in our traditions," it would "not infer that Congress has 
exercised [the] power [to modify it] without affirmatively expressing its intent to do so," id. 
at 572- 73. 
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The Court and this Office have since applied this clear statement rule to Rule 6( e) 
information on multiple occasions. In Sells, discussed above, the Court concluded that 
Department attorneys could not disclose grand jury information for use in civil cases in part 
because "the long-established policy" and "importan[ ce ]" of grand jury secrecy meant that, "[i]n 
the absence of a clear indication in a statute or Rule," the Court "must always be reluctant to 
conclude that a breach of [grand jury] secrecy has been authorized." 463 U.S. at 424-25 
(internal quotation marks omitted); see id. at 435 (refusing to adopt a "plausible" but broad 
construction of exception (A)(i) in light of the policy of grand jury secrecy and the Rule's 
legislative history). And in our Rule 6(e) Intelligence Community opinion, this Office concluded 
that section 104(a) of the National Security Act, which granted the Director of Central 
Intelligence access to "all intelligence related to the national security,'' did not "override grand 
jury secrecy restrictions" because it did not "clearly manifest an intent to reach grand jury 
information." 21 Op. O.L.C. at 165 (emphasis added); see also Memorandum for Richard K. 
Willard, Assistant Attorney General, Civil Division, from Samuel A. Alito, Jr. , Deputy Assistant 
Attorney General, Office of Legal Counsel, Re: Authority of the FBI to Transfer Restricted 
Records to the National Archives and Records Administration at 2 (Feb. 27, 1986) ("FBI NARA 
Memorandum"). 


This Office has concluded that "a similar approach is appropriate" to the protection of 
Title III information. Title III Intelligence Community, 24 Op. O.L.C. at 273. In our Title III 
Intelligence Community opinion, we considered whether the same provision of the National 
Security Act addressed in our Rule 6(e) Intelligence Community opinion, section 104(a), 
superseded Title III' s limits on the disclosure of the contents of electronic communications. We 
reasoned that even though "Title III does not have the historical roots of the grand jury secrecy 
rule," we should be similarly reluctant to conclude that Congress had abrogated Title Ill's limits. 
Id. This was so, we explained, because of the strong "privacy interests underlying" and reflected 
in Title III, and the "constitutional concerns" that might be raised by permitting government 
entities to broadly disclose the contents of intercepted communications between private parties. 
Id. at 272-73 (citing In re Application ofNat'l Broad. Co., 735 F.2d 51 (2d Cir. 1984)); see also 
Scott, 436 U.S. at 132 (noting that Berger and Katz "proscribed" the "indiscriminate use of wire 
surveillance" (internal quotation marks omitted)). We also observed that "[n]othing in the 
language of section 104( a) ... refers to Title III information," and that "there is nothing in the 
legislative history of that section that suggests that Congress considered Title III information" in 
enacting that statute. Title III Intelligence Community, 24 Op. O.L.C. at 272. We therefore 
advised that "in the absence of at least some evidence that Congress intended to create a new 
exception to Title Ill 's limits on disclosure," section 104(a) of the National Security Act should 
not be read to "permit otherwise prohibited disclosure of Title III information to members of the 
intelligence community." Id. at 273. Likewise, facing an apparent conflict between Title III and 
a statute authorizing the FBI to transfer records to the National Archives and Records 
Administration, we explained that because Title III, like Rule 6( e ), "enact[ s] [a] strict rule[] of 
secrecy," makes violations of the rule a felony, and "protect[s] highly important privacy rights," 
its provisions had to "take precedence" over the statute governing transfers to the National 
Archives, absent "evidence that Congress contemplated" the transfer of Title III information to 
the Archives. FBI NARA Memorandum at 2. 


We have not previously considered whether a similar clear statement rule should apply to 
information protected by section 626 of FCRA. But we have applied much the same clear 
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statement rule to other highly sensitive information, in addition to Title III and Rule 6(e) 
information, that Congress has protected from disclosure through statutes that suggest a special 
concern for privacy. For instance, we concluded in 1977 that "any doubts" about Congress's 
intent to permit disclosure of tax return information "should be resolved in favor" of 
confidentiality, in light of the "rigid safeguards" Congress set up in the statute and the strict 
penalties that Congress imposed for unauthorized disclosure. Transfer of Watergate Special 
Prosecution Task Force Records to the National Archives, 1 Op. O.L.C. 216, 218- 19 (1977) 
("Watergate NARA Opinion"); see id. at 219 (advising that disclosure of such records would be 
lawful only if there were "explicit legislative authorization"). Reaffirming this conclusion 
in 1986, we explained that the reasons for applying a clear statement rule to tax return 
information were "similar" to those underlying the rule for Title III and Rule 6( e) information: 
the language of all three statutory regimes, together with their legislative history, "express[ ed] a 
strong congressional intent to maintain very strict privacy for such information." FBI NARA 
Memorandum at 1- 2. Similarly, we have long concluded that in light of "the federal 
government's longstanding commitment to confidentiality" of census information, and the 
"broad confidentiality protection[ s ]" that Congress enacted for such information, we must not 
infer that a statute authorizes its disclosure unless "the evidence of congressional intention 
compel[s] such a conclusion." Memorandum for Cameron F. Kerry, General Counsel, Dep' t of 
Commerce, from Jeannie S. Rhee, Deputy Assistant Attorney General, Office of Legal Counsel, 
Re: Census Confidentiality and the Uniting and Strengthening America by Providing 
Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 2001at8 (Jan. 4, 2010) 
("Census Confidentiality"); see also Confidential Treatment of Census Records, 40 Op. Att 'y 
Gen. 326, 328 (1944); United States v. Bethlehem Steel Corp., 21 F.R.D. 568, 572 (S.D.N.Y. 
1958) (stating that "the purpose to protect the privacy of [census] information ... is so clear and 
the public policy underlying the purpose so compelling" that authority to abrogate that privacy 
should not be inferred "absent a clear Congressional grant"). 


In our view, the logic of these opinions, and of the prior opinions concerning Rule 6( e) 
and Title III information, extends to section 626 of FCRA. All of these opinions involved highly 
sensitive information with respect to which Congress has "expressed a strong congressional 
intent to maintain very strict privacy" in various ways, including through "strict" or "rigid" rules 
of secrecy applicable to government officials, FBI NARA Memorandum at 1-2; Watergate 
NARA Opinion, 1 Op. O.L.C. at 219; penalties for unauthorized disclosure, FBI NARA 
Memorandum at 2- 3; Watergate NARA Opinion, 1 Op. O.L.C. at 218; and, in some but not all 
circumstances, a "long-established policy" of confidentiality, Sells, 463 U. S. at 424; Census 
Confidentiality at 8; cf Title III Intelligence Community, 24 Op. O.L.C. at 273 (noting that 
"Title III does not have the historical roots of the grand jury secrecy rule"). Further, "the privacy 
interests at stake" in these opinions were "not primarily those of the government but of third 
parties, such as taxpayers and grand jury witnesses," whose rights the federal government has "a 
duty to protect." FBI NARA Memorandum at 3; accord Title III Intelligence Community, 24 Op. 
O.L.C. at 273. As discussed above, section 626, like Rule 6(e), Title III, and the statutes 
governing protection and disclosure of tax return and census information, imposes a strict duty of 
confidentiality, enforced by penalties for improper disclosure. See supra Part II.C; 15 U.S.C. 
§ 1681 u(f), (i)-(j). Further, section 626 information, like grand jury, Title III, tax return, and 
census information, is highly sensitive information about private individuals rather than the 
government- indeed, it is information that the government may have obtained without the 
subject' s knowledge. See 15 U.S.C. § 1681u(d) (authorizing the FBI to bar the provider of 
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section 626 information, in certain circumstances, from informing others about the disclosure). 
We thus think there is a strong argument that the federal government has a similar "duty to 
protect [the statutory privacy] rights" in section 626 unless "Congress's command is clear." FBI 
NARA Memorandum at 3. See generally Sossamon v. Texas, 131 S. Ct. 1651, 1661 (2011) 
("' [C]lear statement rules ensure Congress does not, by broad or general language, legislate on a 
sensitive topic inadvertently or without due deliberation. '" (alteration in original) (quoting 
Spector v. Norwegian Cruise Line Ltd. , 545 U.S. 119, 139 (2005) (plurality opinion))). 


A second general principle, complementary to and often applied in conjunction with the 
first, also informs our analysis. Where the Court and this Office have faced apparent conflicts 
between two competing statutes, they have frequently resolved the question by applying the "rule 
of relative specificity." This "cardinal axiom of statutory construction," GAO Access to Trade 
Secret Information, 12 Op. O.L.C. 181 , 182 (1988) ("GAO Access"), holds that "[w]here there is 
no clear [congressional] intention otherwise, a specific statute will not be controlled or nullified 
by a general one, regardless of the priority of enactment," Morton , 417 U.S. at 550-51. Under 
this rule, if "a general permission or prohibition is contradicted by a specific prohibition or 
permission," then "the specific provision is construed as an exception to the general one," absent 
strong "textual indications that point in the other direction." RadLAX Gateway Hotel, LLC v. 
Amalgamated Bank, 132 S. Ct. 2065, 2071-72 (2012); see, e.g. , Morton, 417 U.S. at 535 
(construing section 12 of the Indian Reorganization Act of 1934 as an exception to the Equal 
Employment Opportunity Act of 1972). This rule ensures that congressional commands are 
followed to the fullest extent possible, by giving effect to the more focused or particularized 
expression of Congress's will on the particular question at hand. 


Applying the rule ofrelative specificity, we have often concluded that statutes barring the 
disclosure of particular types of information by particular entities, subject to particular 
exceptions, take precedence over statutes broadly entitling an entity to examine federal records. 
In our GAO Access opinion, for instance, we determined that a statute prohibiting the Food and 
Drug Administration from disclosing trade secrets except to certain specified individuals and 
entities took precedence over 31 U.S.C. § 716(a), a statute providing that "[e]ach agency shall 
give the Comptroller General information [he] requires about the duties, powers, activities, 
organization, and financial transactions of the agency." See 12 Op. O.L.C. at 182. "Since [the 
trade secrets statute] is a specific statute directly addressing one executive branch agency's 
handling of trade secret information, while [the Comptroller General statute] is a general statute 
addressed to all kinds of information in possession of the executive branch," we reasoned, "[the 
trade secrets statute] controls in the absence of congressional intent to the contrary." Id. at 182-
83. Applying the same reasoning, we later concluded that section 716(a) also had to give way to 
a "specific provision" that restricted "which recipients" could obtain certain employment 
information from the Department of Health and Human Services "and under what 
circumstances." Memorandum for William B. Schultz, Acting General Counsel, Dep't of Health 
and Human Services, from John E. Bies, Deputy Assistant Attorney General, Office of Legal 
Counsel, Re: Whether the Department of Health and Human Services May Provide the 
Government Accountability Office Access to Information in the National Directory of New Hires 
at 6 (Aug. 23, 2011). In yet another opinion, we concluded that this principle required that a 
statute specifically regulating "the disclosure of information received pursuant to" the National 
Traffic and Motor Vehicle Safety Act "prevails over" the Federal Reports Act, which "deals 
with .. . the general matter of the intragovernmental exchange of information." Disclosure of 
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Confidential Business Records Obtained Under the National Traffic and Motor Vehicle Safety 
Act, 4B Op. O.L.C. 735 , 736 (1980). 


In other instances, we have concluded that the rule of relative specificity operates in 
tandem with the clear statement rule protecting highly sensitive information about which 
Congress has expressed a special concern for privacy. For instance, we have repeatedly stated 
that the rule ofrelative specificity, in conjunction with the other clear statement rule discussed 
above, favors the "subsequently enacted, more specific prohibition" on the disclosure of tax 
returns contained in 26 U.S.C. § 6103 over the "general access provisions" permitting the 
Archivist of the United States to obtain the records, including the confidential records, of any 
federal agency. National Archives Access to Taxpayer Information, 21 Op. O.L.C. 92, 94-95 
( 1997). We reasoned that Congress had provided that "tax returns and tax return information 
would be disclosed only under the carefully prescribed conditions set out in" section 6103 , and 
thus that it would be "unrealistic to assume that Congress intended (but neglected to mention) 
that such materials would also be subject to disclosure under the Archives provisions." FBI 
NARA Memorandum at 2; see also Memorandum for Alice Daniel, Assistant Attorney General, 
Civil Division, from Leon Ulman, Deputy Assistant Attorney General, Office of Legal Counsel, 
Re: Applicability of the Non-Disclosure Provisions of the Tax Reform Act (Nov. 7, 1980); 
Watergate NARA Opinion, 1 Op. O.L.C. at 218- 19. We have similarly relied on the rule of 
relative specificity to bolster our conclusions that Congress would not, absent a clear statement, 
have overridden the "specific" and "carefully delineated" schemes protecting Rule 6( e ), Title III, 
and census information through general statutes providing broad access to large categories of 
information held by multiple government agencies. FBI NARA Memorandum at 2; see Census 
Confidentiality at 11- 12. 


The rule ofrelative specificity, of course, does not always favor a withholding statute 
over an access statute. Sometimes we have deemed the rule inapplicable because two competing 
statutes were comparably specific. In resolving a conflict between Rule 6(e)'s secrecy 
requirement and the right of access under section 104(a) of the National Security Act, for 
example, we found the rule inconclusive because both statutes dealt with "narrow and 
specialized categories of information"-although we nonetheless found that Rule 6( e) prevailed 
over section 104( a) because of the clear statement rule protecting highly sensitive information. 
Rule 6(e) Intelligence Community, 21 Op. O.L.C. at 165 n.9; see also Gulf War Veterans Health 
Statutes, 23 Op. O.L.C. 49, 52 (1999) (deeming the canon inconclusive where "the two 
provisions are at the same order of specificity"). In another circumstance, we concluded that the 
rule of relative specificity was inconclusive in resolving a conflict between two statutes because 
each was "more specific" in one respect but "less specific" in another. Restrictions on Travel by 
Voice of America Correspondents, 23 Op. O.L.C. 192, 195 n.2 (1999). 


Here, we believe the rule of relative specificity applies, and suggests that the 
nondisclosure provisions in Title III, Rule 6( e ), and section 626 should prevail over the general 
right of access contained in section 6(a)(l ) absent a clear indication of congressional intent to the 
contrary. Most obviously, the withholding statutes address with greater specificity the type of 
information they regulate: where section 6(a)(l ) directs agencies to disclose "all records" and 
other materials within an inspector general ' s investigative jurisdiction, Title III, Rule 6(e), and 
section 626 address the treatment of narrow and well-defined classes of information. See 
18 U.S.C. § 2517 ("the contents of any [intercepted] wire, oral, or electronic communication"); 
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Fed. R. Crim. P. 6(e)(2)(B) ("a matter occurring before the grand jury"); 15 U.S.C. § 1681u(a)-
( c) ("the names and addresses of all financial institutions ... at which a consumer maintains or 
has maintained an account," the consumer's "name, address, former addresses, places of 
employment, or former places of employment," and "consumer report[s]") . And, as we have 
explained above, see supra Part II, Congress "carefully prescribed" the precise conditions under 
which disclosure of Title III, Rule 6( e ), and section 626 information would be lawful, FBI 
NARA Memorandum at 2. This precise specification makes it "unrealistic" to think that 
Congress would have intended to permit disclosure outside of the conditions it prescribed, absent 
a clear indication of an intent to do so. Id. ; see Watergate NARA Opinion, 1 Op. O.L.C. at 218 
("The amount of attention that was paid to the formulation of the exceptions would allow for an 
inference that no exception was intended as to the Archives."); see also Hinck v. United States, 
550 U.S. 501, 506 (2007) ("[I]n most contexts, a precisely drawn, detailed statute pre-empts 
more general remedies." (internal quotation marks omitted)). 


Section 6(a)(l) is arguably as specific as the withholding statutes with respect to the 
lawful recipients of information: section 6( a)( 1) grants access only to particular identified 
individuals. However, the careful prescriptions of the conditions for disclosure contained in the 
withholding statutes demonstrates that even in this respect, they are more specific than 
section 6(a)(l). The withholding statutes specify not only the lawful recipients of Title III, 
Rule 6( e ), and section 626 information, but also the circumstances in which those recipients may 
obtain information. Title III, for example, authorizes disclosure to investigative or law 
enforcement officers only "to the extent that such disclosure is appropriate to the proper 
performance of the official duties of the officer making or receiving the disclosure," 18 U.S.C. 
§ 2517(1); Rule 6(e) authorizes disclosure to an attorney for the government only "for use in 
performing that attorney' s duty" to enforce federal criminal law, Fed. R. Crim. P. 6(e)(3)(A)(i); 
and section 626 authorizes the FBI to disclose covered information to other federal agencies only 
"as may be necessary for the approval or conduct of a foreign counterintelligence investigation," 
15 U.S.C. § 168lu(f). By contrast, section 6(a)(l) authorizes disclosure to "the Inspector 
General," but the IG Act is silent as to how an inspector general may use information he has 
obtained pursuant to section 6(a)(l), other than to set forth the general duties and responsibilities 
of the office that implicitly constrain the use of such information. See, e.g., 5 U.S.C. app. § 4; 
Burlington N. R.R. Co. v. Office of Inspector Gen., R.R. Retirement Bd., 983 F.2d 631, 641 (5th 
Cir. 1993) (" [A]n Inspector General ' s investigatory powers generally [do not] extend to matters 
that do not concern fraud, inefficiency, or waste within a federal agency."). 18 


Accordingly, the rule of relative specificity applies here, and reinforces the other clear 
statement principle discussed above. Just as that principle requires a clear statement before we 


18 Even ifthe IG Act addressed the lawful recipients of information with the same degree of specificity as 
Title lll, Rule 6(e), and section 626, that fact alone would not render the rule ofrelative specificity inapplicable. We 
have often applied the rule in comparable circumstances. See, e.g., National Archives Access to Taxpayer 
Information, 21 Op. O.L.C. at 94- 95 (concluding that a specific statute regulating the disclosure of tax returns takes 
precedence over a general statute granting the Archivist of the United States access to the records of any federal 
agency); GAO Access, 12 Op. O.L.C. at 182- 83 (concluding that a "specific statute directly addressing one 
executive branch agency ' s handling of trade secret information" takes precedence over a "general statute addressed 
to [the Comptroller General ' s access to] all kinds of information in possession of the executive branch"). 
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may conclude that Congress abrogated the confidentiality of Rule 6( e ), Title III, or section 626 
information, so the rule of relative specificity requires a clear statement before we may conclude 
that the general right of access granted by section 6(a)(l) takes precedence over the specific, 
carefully delineated limits on disclosure Congress set forth in those statutes. 19 It is not surprising 
that these rules are mutually reinforcing. Ultimately, both stem from the commonsense notion 
that where Congress has legislated with great care on a particular subject-whether by 
establishing strict limits on the disclosure of information it considers highly sensitive, or by 
creating a specific and detailed statutory scheme-it is unlikely to have displaced the limits it 
imposed through unclear or general language. As a result, the dispositive question in resolving 
the conflict between section 6(a)(l ) and these three withholding statutes is whether Congress 
clearly expressed an intention in the IG Act to grant inspectors general access to information 
protected by Rule 6( e ), Title III, or section 626 notwithstanding the limits those statutes place on 
disclosure. 


B. 


With these principles in mind, we now consider whether section 6(a)(l) contains the kind 
of clear statement necessary to override the withholding statutes' limitations on disclosure. OIG 
contends that Congress intended the IG Act to grant it "full and prompt access to information 
obtained by [the Department] through the use of' Title III, Rule 6, and section 626. OIG 2014 
Memorandum at 9. In particular, OIG argues that section 6(a)(l) grants it "affirmative and 
explicit authority" to obtain those materials, and that the IG Act ' s other provisions, structure, and 
purpose indicate that that right of access is not subject to the limits imposed by those withholding 
statutes. Id. ; see OIG Supplemental Memorandum at 11-15. OIG' s arguments are substantial. 
We conclude, however, that the IG Act does not provide the kind of clear indication of 
congressional intent necessary to override the specific, carefully drawn limitations in Title III, 
Rule 6( e ), and section 626. 


To begin, the text of the IG Act does not contain the sort of language we have previously 
found sufficient to constitute a clear statement that Congress intends to override more specific 
statutory provisions that protect sensitive information. The IG Act does not mention Title III or 
Rule 6(e), despite having been enacted after these statutes. Cf Title Ill Intelligence Community, 
24 Op. O.L.C. at 272 (noting that "[n]othing in the language of' the general disclosure provision 
of the National Security Act "refers to Title III information," despite having been added after 
Title III); Census Confidentiality at 6, 8 (noting that section 215 of the Patriot Act "contains no 
express and specific statement indicating an intention" to override the "well-established 


19 Although the timing of the enactment of conflicting statutes can sometimes be relevant to their 
interpretation, see infra p. 56, that timing does not affect the applicability of the principles discussed in the text to 
the statutes at issue here. This Office has thought a clear statement was necessary to permit access both to 
information protected by "long-established polic[ies]" of confidentiality, Sells, 463 U.S. at 424; Census 
Confidentiality at 8, and to information protected by statutes enacted "subsequent" to the competing access 
provision, FBI NARA Memorandum at 2. Likewise, the Supreme Court has held that "a more specific statute will 
be given precedence over a more general one, regardless of their temporal sequence." Busic v. United States, 446 
U.S. 398, 406 (1980). The clear statement rules we have discussed above thus apply equally to Rule 6(e) and 
Title III, which preceded section 6(a)(l ), and to section 626, which postdated it. 
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confidentiality protections set forth in the Census Act," and "makes no reference to the census or 
the Census Act") ; Rule 6(e) Intelligence Community, 21 Op. O.L.C. at 165 ("Neither the text of 
section 104(a) [of the National Security Act] nor its pertinent legislative history contains ... an 
affirmative expression of intent to override grand jury secrecy restrictions."). Nor does the IG 
Act contain general language addressing potential conflicts with other statutory confidentiality 
provisions, such as a statement that the inspector general's right of access shall apply 
"notwithstanding any other law" or "notwithstanding any statutory prohibition on disclosure"
language that might, at least in some circumstances, provide a clearer indication that the general 
access language was supposed to override more specific statutory protections of confidential 
information.20 See, e.g., Brady Act Implementation Issues , 20 Op. O.L.C. 57, 62 (1996) 
(concluding that a Brady Act provision permitting the Attorney General to obtain relevant 
information from any department or agency "[n]otwithstanding any other law" permitted access 
to information otherwise subject to restrictions in the Privacy Act); Census Confidentiality at 9 
(noting that section 215 of the Patriot Act "contains no language" like "notwithstanding any 
provision of law" (internal quotation marks omitted)). 2 1 Thus, while section 6(a) establishes a 
general right of access by inspectors general, it does not expressly address the relative strength of 
that right compared to other statutory restrictions on disclosure that would by their terms exclude 
access by inspectors general-let alone clearly resolve that the general right of access overrides 
the conflicting statutory provisions. 


According to OIG, the IG Act's command that agencies provide inspectors general with 
unfettered access to information is nonetheless clear. Section 6(a)(l), OIG observes, authorizes 
each inspector general "to have access to all records" available to his agency and within his 
investigative jurisdiction. OIG 2014 Memorandum at 8 (emphasis added). We recognize that 
the word "all," read literally, extends to every record available to an agency, whether protected 
by a withholding statute or not. But the Supreme Court has noted that "circumstances may 
counteract the effect of expansive modifiers" like "all" or "any,'' Ali v. Fed. Bureau of Prisons, 
552 U.S. 214, 221 n.4 (2008), particularly in circumstances where a clear statement rule applies. 
In Raygor v. Regents of University of Minnesota, 534 U.S. 533 (2002), for example, the Court 
considered whether a statute granting federal district courts jurisdiction to hear "all other claims" 
that are part of a case or controversy over which a district court has original jurisdiction was 
sufficiently clear to evince congressional intent to abrogate state sovereign immunity. The Court 


20 Even a grant of access that includes a "notwithstanding any other provision of law" clause might not, in 
all circumstances, overcome a conflicting, detailed statutory scheme restricting the disclosure of information. Cf 
United States v. Novak, 476 F.3d 1041 , 1046 (9th Cir. 2007) ("In examining specific statutes, we have not . .. 
always accorded universal effect to the ' notwithstanding ' language. Instead, we have determined the reach of each 
such ' notwithstanding' clause by taking into account the whole of the statutory context in which it appears." 
(internal citations omitted)). 


21 Statutes containing such language are not unusual. See, e.g. , 18 U.S.C. § 922(t) note ("Notwithstanding 
any other law, the Attorney General may secure directly from any department or agency of the United States such 
information ... as is necessary to enable the [NICS] to operate in accordance with this section."); 12 U.S.C. 
§ 5226(a)(2)(C)(i) ("Notwithstanding any other provision of law ... the Comptroller General shall have access, 
upon request, to any information, data, schedules, books, accounts, financ ial records, reports, files, electronic 
communications, or other papers."); 15 U.S.C. § 78g(f)(2) ("Notwithstanding any other provision of law ... the 
Attorney General shall provide the Commission and self-regulatory organizations designated by the Commission 
with access to all criminal history record information."). 
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concluded that, despite the facial breadth of the statute, it did not confer jurisdiction on district 
courts to hear claims against states that did not consent to be sued. "[E]ven though nothing in 
the statute expressly exclude[ d] such claims," and the grant of jurisdiction was "facially broad" 
enough to cover them, the Court found the statutory language "insufficient to constitute a clear 
statement of an intent to abrogate state sovereign immunity." Id. at 541-42; see also Blatchford 
v. Native Vil!. ofNoatak & Circle Vil!., 501 U.S. 775 , 786 (1991) (concluding that 28 U.S.C. 
§ 1362, which establishes federal jurisdiction over "all civil actions" that satisfy the amount in 
controversy requirement, lacks the "clear legislative statement" necessary to override state 
sovereign immunity) . 


Even more directly relevant, this Office has concluded that broad, general terms like "all" 
and "any" do not provide the clear statement of congressional intent needed to override specific, 
detailed statutory limitations or prohibitions on the disclosure of sensitive information about 
which Congress has expressed a special concern for privacy. In our Rule 6(e) Intelligence 
Community opinion, for example, we determined that a statute much like the IG Act, which 
granted the Director of Central Intelligence "access to all intelligence related to national 
security," did not "clearly manifest an intent to reach grand jury information." 21 Op. O.L.C. 
at 165 (emphasis added). Although we acknowledged that "the 'intelligence ' covered by the 
statute could reasonably be interpreted to encompass certain kinds of grand jury information," 
we thought that "[t]he most that may be said about [the statute ' s] text in this regard is that it is 
unclear on the point." Id. at 165--66. We later concluded that the same statute-despite the word 
"all"-did not authorize unrestricted disclosure of Title III information to the Director of Central 
Intelligence. See Title III Intelligence Community, 24 Op. O.L.C. at 272-73. And in our Census 
Confidentiality opinion, we concluded that a section of the Patriot Act authorizing the FBI to 
obtain "any tangible things .. . for an investigation to obtain foreign intelligence information" 
was not sufficiently clear to overcome the presumption of confidentiality for census information. 
Census Confidentiality at 5, 8 (emphasis added); see also Confidential Treatment of Census 
Records, 40 Op. Att 'y Gen. at 327- 28 (concluding that a statute granting the Archivist of the 
United States the "authority to make regulations for the arrangement, custody, use, and 
withdrawal of material" requisitioned for deposit in the National Archives building, and 
repealing "[a]ll Acts or parts" inconsistent with this authority, did not contain the "very clear 
language" necessary to abrogate the statutory provisions governing confidential treatment of 
census records (emphasis added)). Thus, the word "all," on its own, does not provide the clear 
statement necessary to reach Title III, Rule 6(e), and section 626 information. 


OIG further argues that Congress ' s intent to grant it access to statutorily protected 
information under section 6(a)( l ) is made apparent by a negative implication from 
sections 6(a)(3) and 6(b)(l ) of the IG Act. Whereas section 6(a)( l ) grants inspectors general 
access to materials within the agencies they help oversee, section 6(a)(3) of the Act authorizes 
them to "request .. . information or assistance ... from any Federal, State, or local governmental 
agency or unit thereof." 5 U.S.C. app. § 6(a)(3) (emphasis added). Section 6(b)(l) qualifies this 
latter authorization by providing: 


Upon request of an Inspector General for information or assistance under 
subsection (a)(3), the head of any Federal agency involved shall, insofar as is 
practicable and not in contravention of any existing statutory restriction or 
regulation of the Federal agency from which the information is requested, furnish 
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to such Inspector General, or to an authorized designee, such information or 
assistance. 


Id. § 6(b )(1) (emphasis added). Section 6(b )(1) thus makes explicit that the obligation of another 
agency to respond to an inspector general's request for information under section 6(a)(3) is 
subject to, among other things, "existing statutory restriction[s]." But neither section 6(b)(l) nor 
any other provision in section 6 imposes a similarly express limitation on the right of access 
under section 6(a)(l). OIG argues that this omission was intentional, and coupled with the 
inclusion of the express limitation in section 6(b )(1 ), implies that Congress intended access under 
section 6(a)(l) to be "automatic" and free of any "existing statutory restriction[s] ." OIG 
Supplemental Memorandum at 12- 13. 


OIG' s argument is "admittedly a plausible one," Sells , 463 U.S. at 435, and in a different 
interpretive context, it might prevail. But as we have discussed, before concluding that a general 
access provision abrogates detailed, specific statutory provisions that restrict disclosure of 
sensitive information, both this Office and the courts have required a clear and express statement 
to that effect. And despite its plausibility, the inference OIG would draw from section 6(b)(l) is 
simply that: an inference. It is not a clear statement that plainly and unambiguously indicates 
that Congress intended the general access provision in section 6(a)(l) to trump more specific 
provisions that protect highly sensitive information. See, e.g., Fernandez-Vargas v. Gonzalez, 
548 U.S. 30, 41 (2006) (stating that a "negative inference" from the absence of express language, 
found elsewhere in the same statute, that a particular provision was intended to apply only 
prospectively would not constitute a "clear statement" of intent to apply the provision 
retroactively). 


Moreover, even if a negative inference could, in some circumstances, be unequivocal 
enough to establish a clear manifestation of congressional intent, the inference OIG invokes 
would not in our view satisfy that high standard. For one thing, the inference '" that the presence 
of a phrase in one provision and its absence in another reveals Congress's design . .. grows 
weaker with each difference in the formulation of the provisions under inspection."' Clay v. 
United States, 537 U.S. 522, 532 (2003) (quoting City of Columbus v. Ours Garage & Wrecker 
Serv. , Inc. , 536 U.S. 424, 435- 36 (2002)). And here, section 6(b)(l) differs from section 6(a)(l) 
in at least two significant ways. First, section 6(b)(l) is structured as an adjunct to a separate 
provision, section 6(a)(3), that allows an inspector general to "request" particular items from an 
agency other than his own. Because section 6(a)(3) establishes only an inspector general ' s right 
to request materials from outside his agency, Congress required an additional provision, 
section 6(b )(1 ), to specify the scope of other agencies ' obligations to "furnish" the requested 
material to an inspector general. Section 6( a)(l ), in contrast, is not part of a similar bifurcated 
structure, but rather-by giving an inspector general a right of "access" to certain materials
establishes both an inspector general ' s right to receive and, by implication, the agency's 
obligation to provide relevant material. Thus, unlike in the case of section 6(a)(3), Congress had 
no need to say anything in subsection (b )( 1) about the scope of an agency' s obligation to comply 
with an inspector general ' s attempt to obtain materials under section 6(a)(l). See Ours Garage, 
536 U.S. at 434 (concluding that, because of significant differences in the formulation of certain 
related statutory provisions, any negative inference arising from the inclusion in one provision of 
a phrase omitted from the other was insufficient to constitute a "clear and manifest indication" of 
congressional intent). 
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Second, as the text of section 6(b )(1) makes clear, Congress chose to impose several 
limitations on an inspector general ' s right to obtain information from outside his agency, 
including that outside agencies need only provide the requested information "insofar as is 
practicable" and to the extent permitted by "existing . .. regulation[s]." 5 U.S.C. app. § 6(b)(l). 
Those limitations, because they do not themselves have a statutory basis, would not obviously 
have applied unless Congress imposed them expressly. But having done so, Congress may have 
felt compelled to add "existing statutory restriction[ s ]" to the list of limitations in order to dispel 
any inference that it did not intend those restrictions to apply as well. In contrast, Congress 
chose not to make an inspector general 's right of access under section 6(a)( l ) subject to any 
similar restrictions with a non-statutory source. It therefore had no similar need to expressly 
refer to "existing statutory restriction[s]" when drafting that provision. See Gomez-Perez v. 
Potter, 553 U.S. 474, 486-88 (2008) (declining to draw a negative inference from the omission 
of an express prohibition on retaliation in one section of the Age Discrimination in Employment 
Act and its inclusion in another, where the second section set out "a specific list of forbidden 
employer practices," and the inclusion of retaliation among them may have been necessary to 
"dispel any . . . inference" that "Congress did not want to reach retaliation"). 


OIG' s inference is further clouded by the text of section 6(b)(2) of the IG Act, which 
provides that an inspector general shall report to Congress if "information or assistance requested 
under subsection (a)( l ) or (a)(3) is, in the judgment of [the] Inspector General, unreasonably 
refused or not provided." 5 U.S.C. app. § 6(b)(2) (emphasis added). This subsection suggests 
that it is possible to "reasonably" refuse to grant an inspector general access to materials under 
subsection (a)(l ). And if access can "reasonably" be refused under subsection (a)(l ), then that 
provision cannot provide the unfettered and absolute right to information asserted by OIG. To be 
sure, it is also possible to read subsection (b )(2) to mean that any information refused under 
subsection (a)(l ) is necessarily refused "unreasonably," given the broad right of access provided 
by that subsection. But subsection (b )(2) is not clear on this point, and it can be read to suggest 
that subsection (a)(l ) has an implicit exception, consistent with the principles of statutory 
interpretation discussed above, for specific statutory schemes protecting highly sensitive 
information. 


Read together, then, we do not believe the various provisions of section 6 contain the 
kind of clear statement necessary to overcome the carefully drawn limitations on disclosure of 
highly sensitive information found in Title III, Rule 6(e), and section 626. And to the extent that 
those provisions create any ambiguity, the IG Act's legislative history affirmatively suggests that 
Congress intended to subject inspector general access under section 6(a)(l ) to applicable 
statutory restrictions. In particular, the Senate Report accompanying the IG Act flatly states that 
section 6(a) is "a broad mandate permitting the Inspector ... General the access he needs to do 
an effective job subject, of course, to the provisions of other statutes, such as the Privacy Act." 
S. Rep. No. 95-1071 , at 33- 34 (1 978) (emphasis added). In addition, a version of the bill 
initially passed by the House of Representatives would have expressly granted inspectors general 
access to records notwithstanding certain limitations of the Privacy Act (a clarification that 
would, incidentally, have been superfluous had the House believed that section 6(a)(l) already 
exempted inspectors general from all statutory limits on disclosure). See H.R. 8588, 95th Cong., 
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§ 5(b)(3) (as passed by the House of Representatives, April 18, 1978).22 The Senate removed 
that provision from the final version of the bill because, the Senate Committee Report explained, 
the House's language would have granted inspectors general "a power that no other official of 
the executive branch has-the authority to require the transfer of personal information from any 
agency ... without regard for the protections of the Privacy Act." S. Rep. No. 95-1071, at 13. 
Removing the provision, the Report stated, "does not mean that an Inspector .. . General will be 
unable to obtain needed information to perform his responsibilities. It simply means that the 
information must be obtained in conformity with the exemptions and procedures of the [Privacy 
Act}." Id. (emphasis added). The Report explained that this would not be difficult, because "all 
information within the agency would be available to the Inspector ... General, based on the 
'intra-agency ' exemption " included in the Privacy Act itself. Id. (emphasis added). This 
language strongly suggests that, at least in the Committee ' s view, inspectors general would 
remain subject to other statutory requirements, including statutory restrictions on use and 
disclosure, when seeking access under section 6(a)(l), and further undermines the notion that 
Congress intended to grant access to Rule 6( e ), Title III, and section 626 information without 
regard to the limitations set forth in those statutes.23 


OIG also invokes a later-enacted IG Act provision specific to the Department--current 
section 8E-to support its reading of section 6(a)(l ). As we have noted, this section, among 
other things, authorizes the Attorney General to withhold records from OIG, or otherwise direct 
and supervise an OIG investigation, if she determines that doing so would be "necessary to 
prevent the disclosure of' certain sensitive information-such as "sensitive information 
concerning .. . ongoing civil or criminal investigations" or "the identity of confidential 
sources"-"or to prevent the significant impairment to the national interests of the United 
States." 5 U.S .C. app. § 8E(a)(l), (2). It further provides that ifthe Attorney General exercises 


22 This draft provided: " In the event any record or other information requested by the Inspector General 
under subsection (a)(l) or (a)(3) is not considered to be available under the provisions of section 552a(b) (I), (3), 
or (7) of title 5, United States Code, such record or information shall be available to the Inspector General in the 
same manner and to the same extent it would be available to the Comptroller General." H.R. 8588, § 5(b)(3). The 
"subsection[s] (a)(l) [and] (a)(3)" referred to in this provision of the House bill are identical to those currently found 
at subsections 6(a)(l) and (a)(3) of the JG Act as enacted. Compare id.§ 5(a)(l), (3) with 5 U.S.C. app. 
§ 6(a)(l), (3 ). Title 5, section 552a is the Privacy Act, which (then as now) expressly exempted the Comptroller 
General from the Privacy Act ' s general prohibition on the disclosure of covered information. See 5 U.S.C. 
§ 552a(b)(l0). 


23 OIG responds to this argument by contending that "the phrase ' subject ... to"' in the Senate Report 
"does not necessarily mean that [an inspector general ' s] right of access to documents and materials is restricted by 
general statutory or regulatory limitations on the disclosure of those materials; it is just as plausible to read 
' subject . .. to ' to mean that, when using the materials they access, the IGs are not exempt from any statutory and 
regulatory limitations on disclosure." OIG Supplemental Memorandum at 15 . But the quoted passage from the · 
Senate Report is not addressed to an inspector general ' s use of information; rather, it specifically addresses access to 
information, and is contained in a section of the Senate Report discussing the right of access provided by 
section 6(a). See S. Rep. No. 95-1071 , at 33- 34. Moreover, the Report separately makes the same point when 
discussing limitations on disclosure. See id. at 32 ("[T]he Inspector ... General must adhere to statutes such as 26 
U.S.C. § 6013 [sic] , dealing with tax returns, or Federal Rule of Criminal Procedure 6(e), dealing with grand jury 
information, which prohibit disclosure even to Congress."). ln addition, OIG ' s argument does not address the 
Report ' s multi-page discussion of the Privacy Act exception and the effect of its omission from the bill that 
ultimately became the IG Act. 
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such authority, she must "notify the Inspector General in writing stating the reasons for such 
exercise,'' and that OIG must transmit a copy of that notice to appropriate committees in 
Congress. Id. § 8E(a)(3). OIG argues that the "exacting procedures" imposed by this provision, 
as well as its historically "infrequent use," confirm that section 8E represents an "extraordinary 
departure from the baseline rule, established by section 6, that the Inspectors General enjoy 
access to documents and materials," and demonstrates that only in the specific circumstances set 
out in section 8E may the Attorney General withhold requested records. OIG Supplemental 
Memorandum at 18; see OIG 2014 Memorandum at 8- 9. 


We disagree. For one thing, section 6(a)(l) was enacted in 1978 as part of the original IG 
Act, while section 8E, like the special provisions applicable to other departments and agencies, 
was added to the statute years later. 24 The negative inference that OIG seeks to draw from the 
inclusion of certain heightened procedures in section 8E is therefore attenuated. See Gomez
Perez, 553 U.S. at 486 ("' [N]egative implications raised by disparate provisions are strongest' in 
those instances in which the relevant statutory provisions were 'considered simultaneously when 
the language raising the implication was inserted."' (alteration in original) (quoting Lindh v. 
Murphy, 521 U.S. 320, 330 (1997))). In any event, that inference is unconvincing on its own 
terms. Section 8E does not authorize the Attorney General to withhold only those records 
protected from disclosure by statute. Indeed, many of the records that the Attorney General may 
withhold under that section are not entitled to protection under any statute. For example, 
"information concerning . .. ongoing civil or criminal investigations" or "the identity of 
confidential sources," 5 U.S.C. app. § 8E(a)(l)(A), (C), would be protected by Rule 6(e) only if 
the investigation were criminal and had reached the grand jury stage. Conversely, much 
information that is protected by statute may not be subject to withholding under section 8E, such 
as Title III information that is not pertinent to an ongoing civil or criminal investigation or any 
other sensitive matter described in that section. Section 8E thus does not merely duplicate the 
protections afforded by Title III, Rule 6( e ), or section 626; it grants the Attorney General 
authority over disclosures that is in some respects broader, and in some respects narrower, than 
the requirements of those provisions, and thus serves a distinct purpose. 


Finally, in addition to these arguments based on the Act's text and structure, OIG appeals 
to the general purposes of the IG Act. This statute was intended, OIG explains, to grant 
inspectors general a broad right of access to agency materials, including records containing 
sensitive information, so that they could conduct meaningful reviews of programs within their 
jurisdiction. See OIG Supplemental Memorandum at 12, 14-15. OIG points out, for instance, 
that the Act ' s Senate Report characterizes section 6(a) as a "broad mandate" and describes such 
access as "obviously crucial." Id. at 16 (quoting S. Rep. No. 95-1071 , at 33- 34); see also, e.g., 
H.R. Rep. No. 95-584, at 14 (1977) (stating that the access provision "makes clear that each 
Inspector General is to have access to all records, documents, et cetera, available to his or her 


24 ln addition to section 8E, which applies to the Department, sections 8 through 81 of the JG Act contain 
special provisions relating to the Department of Defense (section 8), the Agency for International Development 
(section 8A), the Nuclear Regulatory Commission (section 8B), the Federal Deposit Insurance Corporation 
(section 8C), the Department of the Treasury (section 8D), the Corporation for National and Community Service 
(section 8F), certain federal entities (section 8G), Inspectors General of the Intelligence Community (section 8H), 
and the Department of Homeland Security (section 81). See 5 U.S.C. app. §§ 8- 81. 
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agency which relate to programs and operations with respect to which the office has 
responsibilities"). OIG argues that this goal would be undermined by a construction of the 
statute that prohibited it from obtaining materials protected by Title III, Rule 6(e), and 
section 626. 


We agree that Congress intended to grant each inspector general a broad right of access, 
and we do not doubt that such a right of access is crucial to enabling OIG to fulfill its statutory 
mission. But this kind of general congressional intent does not resolve the specific question at 
issue here: whether Congress clearly expressed an intention that the inspector general's "broad 
mandate" in section 6(a)(l) supersede the limits on disclosure contained in Title III, Rule 6(e), 
and section 626. As we have noted, the IG Act's text contains no such expression of intent, and 
the Act' s legislative history affirmatively indicates that Congress did not intend to grant that kind 
of unlimited access to inspectors general. Moreover, in the same Report in which the Senate 
Committee described the "broad mandate" found in section 6(a)( l}-indeed, in the same 
sentence- it also stated that an inspector general ' s access would be "subject, of course, to the 
provisions of other statutes, such as the Privacy Act." S. Rep. No. 95-1071 , at 33-34; see also 
id. at 13-14.25 It thus appears Congress did not believe (let alone clearly indicate) that the broad 
right of access it was giving each inspector general was inconsistent with requiring compliance 
with specific statutory regimes that protect highly sensitive information. 


In sum, neither the text of the IG Act, nor its legislative history, nor its general purpose 
offers a clear indication that Congress intended to override the separate statutory confidentiality 
requirements applicable to Title III, Rule 6( e ), and section 626 information. As a result, under 
both the principle requiring that a statute contain a clear statement in order to abrogate 
protections of highly sensitive information, and the rule ofrelative specificity, OIG remains 
subject to the limitations imposed by Title III, Rule 6(e), and section 626. The Department 
therefore may not disclose information covered by those statutes except in accordance with their 
provisions. 26 


25 The full passage reads: 


Access to all relevant documents available to the applicable [agency] relating to programs and 
operations for which the Inspector and Auditor General has responsibilities is obviously crucial. 
The committee intends this subsection to be a broad mandate permitting the Inspector and Auditor 
General the access he needs to do an effective job, subject, of course, to the provisions of other 
statutes, such as the Privacy Act. 


S. Rep. No. 95-1071 , at 33- 34. 
26 We express no view about whether inspectors general have a right to obtain information protected from 


disclosure by provisions other than Title III , Rule 6(e), and section 626. Resolution of that issue would depend on 
whether those other statutes protected highly sensitive information about which Congress has "expressed a strong 
congressional intent to maintain very strict privacy," FBI NARA Memorandum at 1- 2, whether those statutes 
regulated the treatment of covered information with greater specificity than the IG Act, and whether the IG Act or 
some other relevant statute contained a clear statement authorizing disclosure of the information to inspectors 
general. 
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IV. 


We have also considered whether a recent appropriations rider grants OIG access to 
information it could otherwise not obtain under Title III, Rule 6( e ), or section 626. Section 218 
of the Consolidated and Further Continuing Appropriations Act, 2015, Pub. L. No. 113-235, 
128 Stat. 2130, 2200 (Dec. 16, 2014), provides: 


No funds provided in this Act shall be used to deny the Inspector General of the 
Department of Justice timely access to all records, documents, and other materials 
in the custody or possession of the Department or to prevent or impede the 
Inspector General ' s access to such records, documents and other materials, unless 
in accordance with an express limitation of section 6(a) of the Inspector General 
Act, as amended, consistent with the plain language of the Inspector General Act, 
as amended. The Inspector General of the Department of Justice shall report to 
the Committees on Appropriations within five calendar days any failures to 
comply with this requirement. 


This rider permits the Department to expend Fiscal Year 2015 funds to withhold records from 
OIG only where doing so would be "in accordance with an express limitation of section 6(a) of' 
the IG Act, "consistent with the plain language of' that Act. It also imposes two other legal 
requirements for the remainder of Fiscal Year 2015 that are not already expressly set forth in the 
IG Act. First, it bars the Department from using appropriated funds to deny- and so effectively 
obligates the Department to grant- OIG access to records in a "timely" manner, a matter on 
which the text of the IG Act is silent. And, second, it imposes on OIG an obligation to report 
failures to comply with these requirements to the congressional appropriations committees 
within five calendar days. Obligation or expenditure of funds contrary to the terms of the rider 
would violate the Anti-Deficiency Act, 31 U.S.C. §§ 1341 et seq., a statute that subjects federal 
officials obligating or expending funds in advance or in excess of appropriations to 
administrative penalties, and to criminal penalties in the case of knowing and willful violations, 
id. §§ 1341(a), 1349(a), 1350. 


OIG contends that, for two independent reasons, section 218 affirms its right to obtain 
Title III, Rule 6( e ), and section 626 information notwithstanding the disclosure limitations in 
those statutes. First, according to OIG, section 218 reflects a congressional understanding that 
section 6(a)(l) of the IG Act requires the Department to disclose all relevant materials to OIG. 
"The passage of [section 218] ," OIG argues, "serves as a reaffirmation of clear congressional 
intent, originally manifested in section 6(a) . . . that the OIG is entitled to access to 'all records, 
reports, audits, reviews, documents, papers, recommendations, or other material available to ' the 
Department." OIG 2015 E-mail; see OIG 2014 Memorandum at 4. Second, regardless of the 
correct interpretation of section 6(a)(l), OIG argues that section 218 independently and 
"unequivocal[ly]" requires the Department to disclose to OIG all information it requests, unless 
the Department withholds that information pursuant to a provision, such as section 8E, that 
expressly limits the right of access granted by the IG Act. OIG 2015 E-mail; see The 
Department of Justice Office of the Inspector General 's Fiscal Year 2016 Budget Request: 
Hearing Before the Subcomm. on Commerce, Justice, Science and Related Agencies of the 
H Comm. on Appropriations, 114th Cong. 9- 10 (2015) (statement of Michael E. Horowitz, 
Inspector General , Dep ' t of Justice) . Because neither Title III nor Rule 6(e) nor section 626 
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expressly addresses disclosures under the IG Act, the rider (in OIG's view) prohibits the 
Department from expending Fiscal Year 2015 appropriated funds to withhold Title III, Rule 6(e), 
or section 626 materials from OIG. See OIG 2015 E-mail. 


Although OIG's arguments are again substantial, we ultimately disagree that section 218 
grants OIG access to information otherwise protected by Title III, Rule 6(e), and section 626. 
With respect to OIG' s first argument, we have already concluded, for the reasons set forth in 
Part III above, that the IG Act lacks the clear statement of congressional intent necessary to 
override the detailed and specific statutory disclosure prohibitions set forth in Title III, Rule 6(e), 
and section 626. In order to alter this conclusion about the IG Act' s meaning, section 218 would 
need to contain a clear statement indicating that section 6(a)(l) should be interpreted to override 
those statutory limitations on disclosure. But it is not clear that section 218 contains any 
instruction about how the IG Act should be interpreted: it does not expressly declare the Act's 
meaning, amend the Act to clarify its terms, or depend for its effectiveness on a particular 
interpretation of the IG Act. See Almendarez-Torres v. United States, 523 U.S. 224, 237 (1998) 
(concluding that a later-enacted law that lacks these features, or any other "forward looking 
legislative mandate, guidance, or direct suggestion about how [to] interpret [an] earlier 
provision[] ," is "beside the point" in interpreting that provision). It is possible that Congress 
intended-by providing that the Department may not expend Fiscal Year 2015 funds to withhold 
information from OIG "unless in accordance with an express limitation of section 6(a) of the [IG 
Act] , consistent with the plain language of the [Act]"-to convey its understanding of what the 
"plain language" of the IG Act means. But this inference, itself far from clear, would merely 
raise the question of what qualifies as "an express limitation of section 6( a)," a phrase that is in 
turn subject to various interpretations. See infra pp. 54-56. Given these multiple layers of 
uncertainty, section 218 does not provide a clear statement that the IG Act should be interpreted 
to override the limitations on disclosure contained in Title III, Rule 6(e), and section 626. 


We also disagree that, considered on its own, the rider contains a clear statement of 
Congress ' s intent to override those limitations on disclosure. As noted above, section 218 
permits Department officials to deny materials to OIG "in accordance with an express limitation 
of section 6(a) of the Inspector General Act, as amended, consistent with the plain language of 
the [Act] , as amended." In our view, there are at least three conceivable constructions of the 
phrase "express limitation of section 6(a) of the Inspector General Act." First, it could be 
interpreted to encompass only those limitations on disclosure that either appear in section 6(a) 
itself or that expressly refer to that section. Second, it could be interpreted to encompass only 
those limitations on disclosure that are specifically directed at disclosures to OIG under the IG 
Act, whether or not they explicitly refer to section 6(a). Third, it could be interpreted to 
encompass all "express" limitations on disclosure that, when considered in conjunction with 
section 6(a), are properly deemed to function as "limitation[s] of section 6(a)." For the reasons 
discussed below, we believe that the first interpretation is not plausible, but that the second and 
third interpretations are . And because the third interpretation would allow the Department to 
continue to withhold materials from OIG to the extent required under the terms of Title III, 
Rule 6( e ), and section 626, section 218 does not in our view constitute the sort of clear statement 
of congressional intent necessary to override those nondisclosure provisions. 


Under the first potential interpretation of the rider, Department officials would be 
prohibited from denying OIG access to documents and other materials except pursuant to a 
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"limitation of section 6( a)" that "express[ly ]" referred to (or was contained in) section 6(a) itself. 
This is a natural reading of section 218's text. However, if this reading were correct, section 218 
would prohibit Department officials from withholding records from OIG not only under Title III, 
Rule 6(e), and section 626, but also under section 8E of the IG Act: while section 8E plainly 
authorizes the withholding of certain records otherwise accessible under section 6(a), it does not 
refer explicitly to section 6(a). Section 218 does not expressly state that it was intended to 
partially repeal section 8E of the IG Act, and in our view, it is implausible to construe it as 
having done so implicitly. See infra p. 56 (discussing strong presumption against implied repeals 
in appropriations acts) . Moreover, such a reading would be inconsistent, rather than 
"consistent," with the "plain language of' other parts of the IG Act, and thus would fail to make 
sense of section 218 as a whole. See, e.g., Food & Drug Admin. v. Brown & Williamson 
Tobacco Corp., 529 U.S. 120, 133 (2000) ("A court must ... interpret the statute as a 
symmetrical and coherent regulatory scheme and fit, if possible, all parts into an harmonious 
whole." (internal citations and quotation marks omitted)). It is thus unsurprising that OIG does 
not advance this reading. See OIG 2015 E-mail (stating that section 8E is an "express limitation" 
within the meaning of section 218). 


Under the second potential interpretation, an "express limitation of section 6(a)" would 
be one that expressly referred to disclosures to OIG, although not specifically to section 6(a). On 
this reading, Department officials could withhold information under section 8E, which expressly 
addresses disclosures to OIG. See 5 U.S.C. app. § 8E. But they would be foreclosed from 
withholding information from OIG pursuant to Title III, Rule 6(e), and section 626, because 
these provisions contain no express reference to OIG. This is not the most natural reading of 
section 218 's text: the phrase "in accordance with an express limitation of section 6(a) of the [IG 
Act]" is not easily read to mean "in accordance with a limitation that expressly addresses 
disclosures to OIG under the IG Act." Nonetheless, given that section 6(a) is the principal 
provision in the IG Act that governs disclosures to OIG, we believe this reading is permissible. 
Further, while the Explanatory Statement and Senate Report accompanying section 218 do not 
specifically endorse this interpretation, it arguably gains plausibility from the fact that, as OIG 
observes, the Department's Inspector General testified before the relevant Senate appropriations 
subcommittee several months before the rider was enacted, objecting to the Department's failure 
to grant OIG direct access to materials protected by Title III, Rule 6( e ), and section 626. See The 
Department of Justice 's Fiscal Year 2015 Budget Request: Hearing Before the Subcomm. on 
Commerce, Justice, Science and Related Agencies of the S. Comm. on Appropriations, 
113th Cong. 7- 8 (Apr. 3, 2014) (statement of Michael E. Horowitz, Inspector General, Dep't of 
Justice). But see Regan v. Wald, 468 U.S. 222, 237 (1984) (expressing "grave doubts" about the 
interpretive value of "[ o ]ral testimony of witnesses and individual Congressmen, unless very 
precisely directed to the intended meaning of particular words in a statute"). 


Under the third potential interpretation of the rider, an "express limitation of section 6(a)" 
would include any explicit statutory nondisclosure provision that, properly construed, operated to 
prevent disclosure of material that OIG could otherwise obtain under section 6(a). This reading 
of section 218 would permit withholding not only pursuant to section 8E, but also pursuant to 
Title III, Rule 6( e ), and section 626. The reading is reasonably grounded in statutory text. 
Statutes like Title III, Rule 6(e), and section 626 can be considered "limitations of section 6(a)" 
in that they supersede section 6(a) in situations where both section 6(a) and one of those statutes 
would apply. See supra Part III.B. They can be considered "express" limitations, in that they 
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explicitly contemplate, in statutory text, nondisclosure in the circumstances they address. And 
for the reasons we have explained above, reading these statutory provisions to limit disclosures 
under section 6(a)(l) is "consistent with the plain language of' the IG Act, as construed using 
standard tools of statutory interpretation. See supra Part III.B. 


In our view, although both the second and third interpretations of section 218 are 
plausible, the third is more appropriate in light of the relevant principles of statutory 
interpretation. As discussed in Part III above, in order to override the specific withholding 
provisions in Title III, Rule 6( e ), and section 626, section 218 would need to contain a clear 
congressional statement that it was intended to have that effect. OIG appears to contend that the 
phrase "unless in accordance with an express limitation of section 6(a) of the [IG Act], consistent 
with the plain language of the [Act] ," clearly means that all materials must be disclosed to OIG 
absent express language establishing that the materials need not be turned over. But as we have 
discussed, this interpretation requires reading unstated limitations into the rider's text, since (as 
OIG concedes) section 218 ' s reference to an "express limitation of section 6(a)" encompasses 
section 8E, a limitation that does not expressly refer to section 6(a). Moreover, as was also noted 
above, this phrase may plausibly be read to permit Department officials to withhold Title III, 
Rule 6(e), and section 626 information if OIG does not qualify to receive it under one of those 
statutes ' exemptions. Because the phrase is susceptible to alternative interpretations, one of 
which would permit withholding under Title III, Rule 6( e ), and section 626, it does not constitute 
a sufficiently clear statement to override the limitations on disclosure imposed by those statutes. 
See supra Part III. 


Furthermore, it is significant that section 218 appears in an appropriations act that post
dates the provisions in Title III, Rule 6( e ), and section 626 of FCRA. The Supreme Court has 
long held that a later statute will not be read to repeal an earlier one, even in part, unless 
Congress's intent to repeal the earlier statute with the later one is "clear and manifest." Nat'! 
Ass 'n of Home Builders v. Defenders of Wildlife, 551U.S.644, 662-63 (2007) (internal 
quotation marks omitted); see Tenn. Valley Auth. v. Hill, 437 U.S. 153, 189 (1978) (refusing to 
read an appropriations act as overriding the Endangered Species Act "insofar as it applies to the 
Tellico Project" absent "' clear and manifest"' evidence); Posadas v. Nat'! City Bank of New 
York, 296 U.S. 497, 501 , 504 (1936) (declining to read a statute as overriding the Federal 
Reserve Act of 1913 "in so far as the Philippine Islands are concerned" unless such a reading 
was a "necessary" implication). This principle applies "with even greater force when the 
claimed repeal rests solely on an Appropriations Act," because "legislators are entitled to operate 
under the assumption that the funds will be devoted to purposes which are lawful and not for any 
purpose forbidden," and because Congress ' s own rules "expressly prohibit[]" substantive 
changes to existing law in appropriations bills. Hill, 437 U.S. at 190-91 (emphasis in original); 
see Rules of the House of Representatives, 114th Cong., R. XXI(2)(b) (2011) ("A provision 
changing existing law may not be reported in a general appropriation bill . ... "). Accordingly, 
there is a "very strong presumption" that appropriations measures do not "amend substantive 
law," a presumption that may be overcome only by "unambiguous[]" evidence to the contrary. 
Calloway v. Dist. of Columbia, 216 F.3d 1, 9 (D.C. Cir. 2000). 


We do not believe this presumption is overcome with respect to section 218. The rider's 
text does not mention Title III, Rule 6( e ), or section 626, nor does it state that the provision is 
intended to amend existing statutes in any way. Cf Am. Fed 'n of Gov 't Emp., AFL-CIO v. 
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Campbell, 659 F.2d 157, 161 (D.C. Cir. 1980) (finding implied repeal where an appropriations 
act made an "express reference to the earlier statute"). As far as we are aware, the only 
statements in the legislative history concerning the rider explain that it "is designed to improve 
OIG access to Department documents and information," 160 Cong. Rec. H9345 (daily ed. 
Dec. 11, 2014) (explanatory statement submitted by Rep. Rogers), and that it "requires the 
Department to provide documents to the Inspector General that are necessary as part of audits 
and investigations," S. Rep. No. 113-181 , at 103 (2014). But both these goals would be 
advanced by all the readings we have discussed, including the reading under which section 218 
does not implicitly repeal Title III, Rule 6( e ), and section 626. Cf Nat 'l Treasury Emps. Union 
v. Devine, 733 F.2d 114, 120 (D.C. Cir. 1984) (finding implied repeal of personnel regulations 
where "Congress expressly stated [in the legislative history] that it wished to prevent the 
effectuation" of the policies set forth in those regulations) . Although interpreting section 218 to 
permit the Department to withhold materials under the provisions of Title III, Rule 6(e), and 
section 626 would not expand the scope ofrecords available to OIG, it would help ensure that 
the Department complied with the terms of the IG Act by requiring it to grant OIG access in a 
"timely" manner; by obligating OIG to promptly report incidents of noncompliance to the 
appropriations committees; and by adding the possibility of Anti-Deficiency Act consequences 
for failure to comply. On this interpretation, the purpose of section 218 would be to reaffirm and 
reinforce the existing disclosure requirements in the IG Act. 


We acknowledge that OIG's broader reading of the rider is also plausible, and consonant 
with events surrounding its enactment. But the presumption against implied repeals requires not 
just that a reading constituting an implied repeal be more natural, or that it draw support from 
comments in the legislative record, but that it be "unambiguous[] ," Calloway, 216 F.3d at 9; 
"clear and manifest," Nat 'l Ass 'n of Home Builders, 551 U.S. at 662 (internal quotation marks 
omitted); or "necessary," Posadas, 296 U.S. at 504. As we have explained, because section 218 
can also reasonably be read to permit the Department to continue to abide by the "express 
limitations" on disclosure in Title III, Rule 6(e), and section 626, OIG' s interpretation is not 
compelled by the text; hence, the rider does not offer "unambiguous" evidence that Congress 
intended to partially repeal existing statutory prohibitions on disclosure. Calloway, 
216 F.3d at 9. In light of the "very strong" presumption against implied repeals in appropriations 
acts, id., and the other interpretive principles we have identified, we believe section 218 is best 
read to permit adherence to the disclosure restrictions in Title III, Rule 6(e), and section 626. 
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v. 


For the foregoing reasons, we conclude that Title III, Rule 6(e), and section 626 permit 
the Department to disclose certain statutorily protected information to OIG in certain 
circumstances. We further conclude that to the extent those statutes prohibit disclosure of such 
information, neither the IG Act nor section 218 permits the Department to disclose it. 


-~ ,r~~~----
K a r R. T ompson 


Principal Deputy Assistant Attorney General 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Draft FITARA letter for Comment - Suspense Noon, Tuesday, February 10, 2015
Date: Friday, February 6, 2015 3:53:49 PM
Attachments: OMB FITARA letter final draft.docx

The following is being sent on behalf of IT Committee Chair Kathy Tighe.

---------------------------------------------------------------------------------------------------------------------------------

To all OIGs who are part of CFO Act Agencies –

Attached for your review is a draft letter to OMB on the Federal Information Technology Acquisition
Reform Act of 2014 (FITARA). The letter highlights for OMB CIGIE’s concerns with FITARA’s
enhancements to the authorities of the CIOs as they may impact the IG’s independence in terms of
budget, contracting, and hiring. The letter has been through both IT Committee and Executive
Council review (and a few changes have been made to the letter as a result of this process) but as
FITARA may impact all of you (with the exception of DOD OIG), we wanted to afford you all an
opportunity to comment on the letter. Please also consider as you review this letter whether you
can suggest any ways that OMB can implement FITARA without impacting OIG independence.

Please provide us any suggestions or concerns on the letter by noon Tuesday, February 10. We are
having an initial call with OMB on FITARA most likely Thursday afternoon, February 12, so it would be
great to have any suggestions for implementation by COB Wednesday, February 11. Please provide
both comments to the letter and any suggestions for implementation to Ben Shapiro at

@ed.gov.

Kathy Tighe

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

-- DRAFT --

-- DRAFT --



[image: ]

[date]





[bookmark: _GoBack]Lisa Schlosser

Deputy Administrator for E-Government and Information Technology 

and Acting Federal Chief Information Officer

Office of Management and Budget

725 17th Street, NW

Washington, DC 20503



Re: FITARA CIO Authorities and IG Independence



Dear Ms. Schlosser:

We greatly appreciate the efforts of your office in keeping the Council of the Inspectors General for Integrity and Efficiency (CIGIE) informed of the Office of Management and Budget’s (OMB) plans for implementation of the Federal Information Technology Acquisition Reform Act of 2014 (FITARA), as well as the Federal Information Security Modernization Act of 2014. We look forward to engaging in further discussions as you proceed through your process.



As we have discussed, CIGIE wanted to formally bring to your attention concerns about the potential impact of FITARA’s Chief Information Officer (CIO) authority enhancements on Inspector General (IG) independence.[footnoteRef:1] As explained below, the new requirements relating to CIOs’ authority over information technology (IT) budgeting, contracting, and personnel, if applied to a covered agency’s Office of Inspector General (OIG), could interfere with the independence of IGs, and conflict with key provisions of the Inspector General Act of 1978, as amended (the IG Act), 5 U.S.C. app. 3.  [1:  The FITARA CIO enhancements were enacted in December 2014 under Section 831 of the National Defense Authorization Act (NDAA) for Fiscal Year 2015 (Pub. L. 113-291), and were codified at 40 U.S.C. § 11319. The requirements apply to the 24 CFO Act departments and agencies listed in 31 U.S.C. §§ 901(b)(1)-(2) (“covered agencies”).] 




CIGIE strongly supports FITARA’s goal of enhancing responsibility, authority, and accountability over agency information technology investments and management, but does not believe Congress intended that such enhancements would infringe on IG independence. We therefore encourage OMB to issue FITARA guidance that safeguards the independence and integrity of covered agencies’ OIGs. 



As you may know, the IG Act requires strong IG independence, including in the areas of reporting, hiring, contracting, and the IG’s budget and appropriation:



· OIGs were established “in order to create independent and objective units” in Federal departments and agencies. 5 U.S.C. app. 3 § 2. 



· “Each Inspector General shall report to and be under the general supervision of the head of the establishment involved or, to the extent such authority is delegated, the officer next in rank below such head, but shall not report to, or be subject to supervision by, any other officer of such establishment.” Id. § 3(a).



· Each Inspector General is authorized “to select, appoint, and employ such officers and employees as may be necessary for carrying out the functions, powers, and duties of the Office subject to the provisions of title 5, United States Code[.]” Id. § 6(a)(7).



· Each Inspector General is authorized “to enter into contracts…with public agencies and with private persons, and to make such payments as may be necessary to carry out the provisions of this Act.” Id. § 6(a)(9).



· For hiring and other personnel authorities relating to the Senior Executive Service, “each Office of Inspector General shall be considered to be a separate agency; and the Inspector General who is the head of [that office] shall, with respect to such office, have the functions, powers, and duties of an agency head or appointing authority under such provisions.” Id. § 6(d)(1).



· “For each fiscal year, an Inspector General shall transmit a budget estimate and request to the head of the establishment or designated Federal entity to which the Inspector General reports,” which is then transmitted to the President, who includes in the budget submitted to Congress a separate statement of the IG’s budget estimate and the amount requested by the President for each Inspector General. Id. § 6(f).



In addition to these provisions of the IG Act, we also point out that under the Government Auditing Standards, which apply to all IGs, safeguards that affect the independence of a government auditing organization include “statutory protections that give the audit organization sole authority over the selection of its staff.” Government Accountability Office, Government Auditing Standards, 2011 Rev., para. 3.30(f). 



As a result of FITARA, however: 



· The head of each covered agency must “ensure that the CIO of the agency has a significant role in the decision processes for all annual and multi-year planning, programming, budgeting, and execution decisions, related reporting requirements, and reports related to information technology; and the management, governance, and oversight processes related to information technology.” 40 U.S.C. § 11319(b)(1)(A).



· The CIO of a covered agency is required to “approve the information technology budget request of the covered agency,” and “certify that information technology investments are adequately implementing incremental development.” Id. § 11319(b)(1)(B).



· A covered agency ‘‘may not enter into a contract or other agreement for information technology or information technology services, unless the contract or other agreement has been reviewed and approved by the CIO of the agency; [and] may not request the reprogramming of any funds made available for information technology programs, unless the request has been reviewed and approved by the CIO of the agency.” Id. § 11319(b)(1)(C)(i). 


· A covered agency “may use the governance processes of the agency to approve [an IT] contract or other arrangement if the CIO of the agency is included as a full participant in the governance process.” Id. § 11319(b)(1)(C)(i)(III). 


· A CIO may delegate the authority to approve a contract for a “non-major information technology investment” only to an “individual who reports directly to the CIO.” Id. § 11319(b)(1)(C)(ii).



· The CIO of a covered agency, “notwithstanding any other provision of law, . . . shall approve the appointment of any other employee with the title of Chief Information Officer, or who functions in the capacity of a Chief Information Officer, for any component organization within the covered agency.” Id. § 11319(b)(2).



As is evident, FITARA sets up a construct under which IGs potentially would report IT investments to a subordinate officer several ranks below their agency heads. Moreover, by mandating that the CIO be the final approving authority for an IG’s IT investments and budget, as well as the hiring of any personnel who function in the capacity of a CIO for the IG, FITARA gives the CIO authority over essential tools and personnel relied on by IGs to support IG investigations, audits, evaluations, and inspections. For those IGs who operate their own IT infrastructure and employ a CIO, this construct is particularly problematic. However, even where IGs may already be under their agency’s IT umbrella, many of them purchase IT hardware, software, and licenses that support their investigative case management systems, audit management systems, IT forensic efforts, and other unique efforts directly tied to the IG’s mission. Requiring the IGs to seek CIO approval for any parts of these mission-critical functions strikes at the heart of IG independence.



Despite these concerns, we are hopeful many of these FITARA provisions could be interpreted and implemented in a manner that would permit agencies and OMB to realize the efficiencies promoted by FITARA without diminishing the independence of OIGs. By working closely with CIGIE, OMB can explore whether the new agency CIO roles and responsibilities could be defined in a manner that will enable CIOs to meet their FITARA obligations while at the same time safeguarding IGs’ independence. 













Thank you in advance for your consideration of the matters we raise in this letter. Please do not hesitate to contact me on 202-245-6900 if you have any questions or need additional information. 



Sincerely, 







Kathleen S. Tighe

Inspector General, U.S. Department of Education and

Chair, CIGIE IT Committee







	1717 H Street, NW, Suite 825, Washington, D.C. 20006
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Draft Letter in Response to Senator McCaskill"s QFRs relating to IG Pay - SUSPENSE Thursday, June 11, 2015
Date: Monday, June 8, 2015 4:03:24 PM
Attachments: Draft Response to Sen McCaskill.docx

Members,
Attached is the draft letter in response to Senator McCaskill’s QFRs relating to IG Pay. We are
requesting that you provide any feedback, suggestions, or edits that you may have regarding this
draft by Thursday, June 11, 2015. Please email your feedback to Allison Lerner ( @nsf.gov),
Ken Chason ( @nsf.gov), and myself.
For DFE IGs, 

 

Thanks in advance for your attention to this matter.
Mark

(b) (6)
(b) (6)
(b) (5)
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DRAFT

The Honorable Claire McCaskill

United States Senate

Committee on Homeland Security and 

    Governmental Affairs

342 Dirksen Senate Office Building

Washington, DC  20510



June XX, 2015

Dear Senator McCaskill:

In response to matters raised in a hearing before the Senate Homeland Security and Governmental Affairs Committee, the Council of the Inspectors General on Integrity and Efficiency (CIGIE) gathered information from the Inspector General (IG) community to respond to questions about the salaries of all IGs in 2012, 2013, and 2014, and the extent to which financial statement audits were handled by contractors or OIG auditors in those years.  

The information we gathered regarding pay reflects the diversity of the IG community, which stems in part from the widely varied agencies in which the IGs serve. For Designated Federal Entity (DFE) IGs, the nature of their agency can have an impact on their pay. For that reason, we organized the pay information in charts for DFE IGs by either the relevant compensation system (Senior Executive Service (SES), Senior Level (SL), Title 5 General Schedule) or commonality (Legislative branch, National Defense (Title 50), Armed Services (Title 10), financial regulatory agencies) or other pay systems.  Information relating to Establishment IGs (who are presidentially appointed and Senate confirmed) will be reported in a separate chart.  We are in the process of finalizing these pay charts, and we look forward to sharing them with your staff and explaining them further when we meet this month.

In considering these pay issues, it is important to understand the impact of the IG Reform Act of 2008 (Public Law 110-409), which altered the compensation framework for all IGs. The Act raised the pay rate for Establishment IGs, attempted to create compensation parity between DFE IGs and other senior level executives within their agencies, and expressly prohibited IGs from receiving cash bonuses or awards. According to the Senate Report accompanying the Act, the compensation changes were meant to “ensure that the overall compensation of any IG is appropriate and adequate to attract and retain skilled professionals.”[footnoteRef:1] [1:  S. Rep. No. 110-262.] 


The discussion below elaborates on the Reform Act and provides further observations and context relating to the survey responses.

Establishment IGs

Under the IG Act (as amended in 2008), the pay for IGs in “establishment” agencies (and certain special IGs) is fixed by statute at Executive Schedule Level III plus three percent.[footnoteRef:2]  In 2012 and 2013, this amounted to $170,259. In 2014, the amount rose to $172,010, although most establishment IGs did not receive the pay increase due to pay limitations in the Consolidated Appropriations Act of 2014 (Public Law 113-76), which continued to hold pay rates for certain political appointees at 2013 levels, even though the schedule rates increased for 2014.  [2:  5 U.S.C. app. § 3(e).] 


Although the 2008 change to the IG Act placed establishment IGs at a higher pay level than previously was the case,[footnoteRef:3] such IGs may still earn less than others in the agency (including staff within the Office of Inspector General) who are in pay systems such as the Senior Executive Service that have higher pay caps and who may also receive bonuses of between 5% and 20% of their salary. It is important to note that this outcome is not unique to establishment IGs; many other presidential appointees or individuals whose pay is based on the Executive Schedule also earn less than the staff who work under them, although these positions generally allow for bonuses of between 5% and 20% of their salary, where IGs may not receive a bonus.   [3:  Prior to 2008, Establishment IGs were at Level IV of the Executive Schedule.] 


As an example of the pay differential between an IG and their highest paid SES, for 2015 the maximum SES pay rate for agencies with a certified SES appraisal system allows their highest paid SES to receive a salary of $183,300.  If this SES received a minimum 5% bonus, they would make as much as $20,455 more than an IG.  An IG makes $172,010 with no bonus and their highest paid SES at $183,300, plus a minimum 5% bonus of $9,165, can make a total of $192,465. 

Six of the thirty-two respondent IGs in this category received pay at a level different from the statutory amount during the three year period as a result of pay savings authority for former members of the Senior Executive Service who accept presidential appointments.[footnoteRef:4]   [4:  See 5 U.S.C. § 3392(c).] 


Designated Federal Entity and Legislative Branch IGs

Reflecting the diversity of the entities in which they reside, DFE IGs are compensated under a variety of pay systems. Many are members of the SES, while others are in agencies that have different pay rates pursuant to authority granting them compensation flexibility. Because basic pay ranges vary among these systems, and IGs are situated at different places within their pay scales, some DFE IGs earn more -- or have the potential to earn more -- than others, but are in line with the senior executives within their respective agencies as the Reform Act intended.  A brief description of the major pay systems covering DFE IGs follows.

Senior Executive Service

Thirteen IGs reported that they are members of the Senior Executive Service. According to an OPM overview of SES salary:

The National Defense Authorization Act for Fiscal Year 2004 (Public Law 108-136, November 24, 2003) established a performance-based pay system for members of the Senior Executive Service.  The SES pay range has a minimum rate of basic pay equal to 120 percent of the rate for GS-15, step 1, and the maximum rate of basic pay is equal to the rate for Level III of the Executive Schedule.  However, for any agency certified [by OPM] under 5 U.S.C. 5307(d) as having a performance appraisal system [required by 5 U.S.C. 5312] which, as designed and applied, makes meaningful distinctions based on relative performance, the maximum rate of basic pay will be the rate of Level II of the Executive Schedule.

For 2015, the minimum SES pay rate is $121,956; the maximum rate for agencies with a certified SES appraisal system is $183,300; the maximum rate for agencies without a certified appraisal system is $168,700.

Senior Level (SL)Positions 

Most Senior Level employees are in non-executive positions whose duties are broad and complex enough to be categorized above GS 15. However, in a few agencies that are statutorily exempt from inclusion in the Senior Executive Service (SES), executive positions are staffed with SL employees. The exemption from the SES covers Government corporations and a few other small agencies such as the Pension Benefit Guarantee Corporation and the Federal Election Commission.

Three IGs reported that they are in SL positions.  For purposes of pay, these positions operate much like the SES.  In 2015, for example, the maximum authorized pay rates for SL positions are the same as those for the SES, with higher amounts authorized for those who are in OPM-certified appraisal systems.

Financial Regulatory Agencies

Federal financial regulatory agencies have compensation flexibilities that can result in higher pay rates for their employees compared to agencies with pay systems like the SES and SL that are governed by Title 5, United States Code. In 1989, Congress passed the Financial Institutions Reform, Recovery and Enforcement Act of 1989 (FIRREA) (Public Law 101-73), which required certain of these agencies (the Federal Deposit Insurance Corporation, Office of the Comptroller of the Currency, National Credit Union Association, Federal Housing Finance Board, Farm Credit Administration, and the Office of Thrift Supervision) to keep their compensation in line with each other. This measure was designed to help these agencies employ and retain qualified staff.  In 2002, FIRREA was amended to include similar comparability requirements for the Securities and Exchange Commission and the Commodity Futures Trading Commission.  The statutory requirements for pay comparability exist for all employees of these agencies, including their IGs, with two exceptions: the IGs for the FDIC and the Federal Housing Finance Authority (the successor to the Federal Housing Finance Board) are now presidentially appointed, Senate confirmed IGs, even though their employees and their agencies remain under the FIRREA provisions for compensation purposes. Pay rates vary according to each agency. 

The Federal Reserve Board is not covered by the comparability requirements, but voluntarily shares information with a number of agencies regarding compensation and benefits.

General Schedule 

One IG reported that he is in the General Schedule.  According to an OPM overview:

The General Schedule (GS) has 15 grades – GS-1 (lowest) to GS-15 (highest). . . . Each grade has 10 steps (steps 1-10) that are approximately 3 percent of the employee’s salary.  [Unlike individuals in SES or SL/ST positions], most GS employees are . . . entitled to locality pay [in addition to their base pay], which is a geographic-based percentage rate that reflects the pay levels for non-Federal workers in certain geographic areas  as determined by surveys conducted by the U.S. Bureau of Labor Statistics.

The 2015 pay range for a GS-15 in the Washington DC area is $126,245 (step 1) to $158,700 (step 10).

Other Pay Systems 

Apart from the above categories, DFE IGs reported being governed by other pay and personnel systems, including the Senior Intelligence Service for the National Reconnaissance Office; Defense Intelligence Agency Officers; the Postal Career Executive Service; as well as others.   

Other Factors Affecting DFE Pay

Section 4(b) of the IG Reform Act seeks to achieve parity between DFE IGs and other senior level executives within their agencies in terms of grade classification and overall compensation.  The section provides:

For pay and all other purposes, [the IG shall] be classified at a grade, level or rank designation . . . at or above those of a majority of the senior level executives of that designated Federal Entity (such as the General Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition Officer). 

The pay of a [DFE IG] shall be not less than the total average compensation (including bonuses) of the senior level executives of that designated Federal Entity calculated on an annual basis. (emphasis added)

We asked DFE IGs to provide information concerning how the Reform Act’s compensation formula has been applied in practice.   Below is a summary of what we found.

· Comparable Senior Level Executives.  Because DFE compensation is supposed to be related to the average pay for the senior level executives within the agency (including bonus), we asked affected IGs to describe the positions representing the comparable senior level group.  Twenty-six of the thirty-one respondents provided actual positions which included a wide range of titles characterized as the upper echelons of agency management. Of these, all listed one or more of the positions mentioned in the Act.[footnoteRef:5] Five of the respondents provided more general descriptions, such as all individuals within certain pay bands.  [5:  The positions described in the Reform Act are examples of those considered comparable to that of the IG (i.e., General Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition Officer). The Act, however, it leaves flexibility in defining the group, most likely to accommodate the variety of organizational sizes and structures in DFE agencies.  As such, section 4(b)’s examples are not necessarily a complete list for any given agency, nor is there any requirement that these positions be included in a particular IG’s comparable group.] 


· Average senior-level bonus. Twenty of thirty-one IGs (64%) replied that during 2012, 2013 and 2014 they had received compensation based on the average bonus of the agency’s senior level executives.  While the Reform Act contemplates such a payment, it does not specify the payment form (whether the amount should be provided in a lump sum, for example, or factored into base pay) or how one calculates an “average bonus.”  According to the information we collected, not all DFE IGs receive bonus-related compensation. For those that do, payment methods varied across the DFE IG community, with 64% of the respondents who reported receiving bonus-related compensation having the payment factored into their base pay, and the remainder receiving it as a lump sum.  When asked what comprises the “average senior level bonus,” most responding IGs (76%) explained that only the average annual rating-based bonus given to the agency’s senior level executives is used in the calculation.  A few indicated that other types of awards (such as Presidential Rank awards) are included. 

· Legislative branch IGs.  Certain IGs are established within the legislative branch and are not directly covered by section 4(b) of the IG Reform Act, which expressly relates to DFEs.[footnoteRef:6]  One legislative branch respondent stated, however, that it applies that section’s compensation mechanism to the IG position.  One other office stated that the IG’s pay is simply set at a certain level (not tied to an average); no “average bonus” was provided to that IG.   [6:  Legislative Branch IGs include those in the Library of Congress, Government Accountability Office, Government Printing Office, and the Architect of the Capitol. ] 


Activities of DFE IGs

To address the perception that DFE IGs only conduct required Financial Statement and Federal Information Security Management Act (FISMA) audits, we also gathered information on the average number of audit and inspection/evaluation reports DFE IGs issued over the three year period in addition to Financial Statement and FISMA audits/reviews.  All DFE IGs who responded to this question reported that they completed audits or inspections/evaluations in addition to the required Financial Statement and FISMA audits/reviews. The average number of audits and inspection/evaluation reports issued over the three year period ranged from less than five to over twenty reports. We also note that many DFE OIGs’ activities and accomplishments extend beyond the audit and inspections/evaluations arenas, and include investigative activities that result, for example, in judicial or administrative remedies (such as suspension or debarment or personnel actions). We have included a sample of such accomplishments as an attachment to this letter.  

Other efforts by DFE IGs, such as participation in CIGIE committees and working groups, have advanced accountability and oversight across government.  A broader picture of individual OIG accomplishments can be gleaned from various Semiannual Reports to Congress, which are posted on each office’s website.  CIGIE’s Annual Progress Reports to the President, also provides useful information in this regard.  The report can be found on CIGIE’s website at:  https://www.ignet.gov/content/reports-publications. 

Financial Statement Audits

Finally, we asked all respondents whether they had contracted out their Financial Statement audit work at any point during 2012, 2013 and 2014. 

Among Establishment respondents: 

· 66% contracted out for the Financial Statement audit all three years.

· 3% contracted out for the Financial Statement audit some of the years.

· 28% did not use contracts during the period surveyed.

· 1 office stated that it was not required to conduct the audit because it is a special IG and does not oversee an agency. 

Among DFEs and Legislative Branch respondents:

· 83% contracted out for the Financial Statement audit all three years.

· 6% contracted out for the Financial Statement audit some of the years.

· 11% did not use contracts during the period surveyed. 




[bookmark: _GoBack]We would welcome the opportunity to discuss this information and to answer any questions you or your staff might have. I can be contacted at 703/292-7100; or your staff may call Ken Chason, Counsel to the Inspector General, National Science Foundation, at 703/292-5022. 

Sincerely,



Allison Lerner

National Science Foundation Inspector General

CIGIE Vice Chair 



cc:  

The Honorable Ron Johnson, Chair, United States Senate, Committee on Homeland Security & Governmental Affairs

The Honorable Tom Carper, Ranking Member, United States Senate, Committee on Homeland Security & Governmental Affairs
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From: Mark Jones
To: cigie@list.nih.gov
Cc: cigie-liaisons@list.nih.gov
Subject: FITARA Legislative Fix (Suspense 3:00 p.m., Thursday, February 26, 2015)
Date: Wednesday, February 25, 2015 1:15:06 PM
Attachments: FITARA draft amendment.2.25.15.docx

ltr OMB FITARA FINAL 1.pdf

The following and attached is being sent on behalf of IT Committee Chair Kathy Tighe.
-------------------------------------------------------------
Hi, everybody, as a follow-up to the letter sent to OMB on February 11, 2015, highlighting the
potential impact of the Federal Information Technology Acquisition Reform Act of 2014 (FITARA) on
IG independence (as a reference, that letter is attached), a working group of OIGs drafted a
proposed legislative fix. The proposed legislative language is attached, along with an explanation of
the approach taken by the group.
Given that we anticipate members of the Senate will introduce an IG bill shortly, we wanted to
canvass the IG community on the proposed legislative change. Please keep in mind that FITARA
applies to only to civilian CFO Act agencies. Given the anticipated immediacy of action by the Senate,
we would like any comments by 3:00 p.m. tomorrow, February 26, 2015. Please provide the
comments to both @ed.gov and @ed.gov.
Thanks for your prompt attention to this.
Kathy Tighe

(b) (6) (b) (6)
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-- DRAFT -- FOR DISCUSSION ONLY –

[bookmark: _GoBack]Proposed FITARA Amendment



[Contributors: Department of Agriculture OIG, Department of Education OIG, Department of Health and Human Services OIG, Department of Justice OIG, National Science Foundation OIG]





Purpose. To assign the Inspector General (IG) of a FITARA-covered agency exclusive approval authority for budget, acquisition and personnel decisions concerning the information technology of the covered agency’s OIG, which might otherwise be exercised by the agency Chief Information Officer (CIO) under the CIO’s new FITARA authorities. 



Amendment. Add the following new paragraph at the end of 40 U.S.C. § 11319:



“(d) INSPECTOR GENERAL INDEPENDENCE—For purposes of any approval required of a covered agency’s Chief Information Officer, or other official reporting to the Chief Information Officer, under paragraph (b) of this section, with respect to any information technology and personnel exclusive to an Office of Inspector General of the covered agency headed by an Inspector General appointed under the Inspector General Act of 1978, as amended, such approval shall be provided by the Inspector General. In exercising this authority, the Inspector General shall give particular regard to the activities of the Chief Information Officer of the agency, including those authorities established under this section, with a view toward avoiding duplication and insuring effective coordination and cooperation related to management, governance and oversight of information technology, in order to improve efficiency and effectiveness of Office of Inspector General operations through the use of information technology.”



Explanation. By narrowly assigning an IG FITARA approval authorities, this approach maintains IG independence in key areas of IT programming and personnel affecting an OIG, while at the same time leaving intact CIOs’ substantive responsibility for agencies’ overall IT management. 



This approach also limits burden on both OIGs and agencies. Specifically, covered IGs would be required to give approval for certain IT related matters affecting the OIG, but nothing more; those IGs already doing so could continue to manage their own IT, but without the potential threat of a veto from the agency CIO; and, the agency would not have to modify any reporting or governance processes for IT because the amendment is limited to approvals only. In contrast, substantive changes to IG and agency CIO responsibility (for example related to OMB reporting) could result if the OIG were completely exempted from FITARA or if the OIG were established as a separate agency for purposes of FITARA. 



Finally, this approach should not present an appearance that OIGs are seeking to avoid what are otherwise important agency IT oversight measures; rather, it reflects a commitment to promoting efficiency and integrity of agency IT functions. The “coordination” clause in the second sentence of the proposed amendment above is based on Section 4(c) of the IG Act, regarding coordination with GAO.



February 12, 2015






















From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: [CFO-DCFO] Controller Alert: Travel and Conference
Date: Friday, January 16, 2015 6:41:42 PM

Please see the following.

From: Mader, David [mailto: @omb.eop.gov] 
Sent: Friday, January 16, 2015 5:29 PM
From: CFOs and Deputy CFOs [mailto:CFO-DCFO@LISTSERV.GSA.GOV] On Behalf Of Mary Reding -
MX
Sent: Friday, January 16, 2015 10:00 AM
To: CFO-DCFO@LISTSERV.GSA.GOV
Subject: [CFO-DCFO] Controller Alert: Travel and Conference
CONTROLLER ALERT: Travel and Conferences
Controller Alerts are designed to bring your attention to emerging financial management
issues where the Office of Management and Budget (OMB) believes further action may be
warranted, but do not constitute official guidance or include specific tasks for agencies
beyond consideration of appropriate steps to address the issue. These Alerts are intended to
make sure that the Chief Financial Officer (CFO) community is aware of key issues. This Alert
includes notice to the Council of the Inspectors General on Integrity and Efficiency (CIGIE)
because of reporting specific for Inspectors General. Additional Controller Alerts are
available at >https://max.omb.gov/community/x/ihXjJg<.
This Controller Alert provides clarification on travel and conference activity and supplies
information on implementing OMB Memorandum M-12-12, Promoting Efficient Spending to
Support Agency Operations, dated May 11, 2012 and incorporated by reference in the
appropriations acts of 2013, 2014 and 2015 in section 3003 of Public Law 113-6, section 119
of Public Law 113-46, and section 739 of Public Law 113-235, respectively.
Clarification on Travel Reductions Required by M-12-12
Travel is often necessary for Federal employees to discharge their duties effectively; however
as good stewards of Federal funds, agencies must do all they can to manage their travel
budgets efficiently. Section 1 of M-12-12 requires each agency to spend at least 30 percent
less on travel expenses (subject to certain exclusions) than in FY 2010 and maintain this
reduced level of spending each year through FY 2016. This Controller Alert serves to reiterate
that OMB is holding agencies accountable for the top line reduction numbers. Agencies are
responsible for finding the right balance between reducing spending and meeting mission
critical needs. If agencies have new mission critical travel needs not captured in the original
FY 2012 travel reduction targets, OMB will entertain proposals for baseline adjustment.

Agencies are reminded that the quarterly reports to OMB on travel reductions are still required
in FY 2015. OMB is currently creating a new OMB MAX site that will be used for reporting
purposes, and will notify agencies when it is complete.

Clarification on Agency Approval Authority of Conference Expenses

Section 2 of M-12-12 requires Deputy Secretaries (or their equivalents) to approve the
spending for all proposed new conferences to be sponsored or hosted by the agency (or by
other Federal or non-Federal entities) where the net conference expenses by the agency will be
in excess of $100,000. Agencies are reminded that this authority can be delegated to a level
deemed appropriate by the Deputy Secretary. By delegating the approval authority agencies
have found that the approver is more familiar with the subject of the conference. Agencies are
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still required to report on conference expenses on a dedicated place on the agencies' official
website for conferences expenses in excess of $100,000.

Additionally, Section 2 of M-12-12 prohibits agencies from incurring net expenses greater
than $500,000 from its own funds on a single conference unless the agency head determines
that exceptional circumstances exist whereby spending in excess of $500,000 on a single
conference is the most cost-effective option to achieve a compelling purpose and provides a
waiver from this policy. The grounds for this waiver must be documented in writing and
included in the annual conference report posted on the agencies’ official website. This
authority may also be delegated to a level deemed appropriate by the Secretary. This does not
apply to any conference-spending reporting requirements imposed by statute.
Pre-approvals for Recurring Events and Non-Government Sponsored Conferences
Each agency is responsible for implementing its own internal travel and conference policies,
and each agency needs to achieve the right balance between reducing spending and meeting
mission critical needs. As each agency reviews its travel and conference-related activities, it is
critical to continue to recognize the important role that mission-related travel and conferences
can often play in Government operations. To prevent lengthy and cumbersome review
processes that could hinder an agency’s ability to carry out their mission in an efficient and
effective manner, agencies should pre-approve known reoccurring conferences and attendance
at non-government sponsored conferences. Pre-approving an event does not exclude it from
annual reporting requirements.
Clarification on Conferences Subject to M-12-12 Guidance

Agencies are reminded to consult the Federal Travel Regulation GSA Bulletin FTR 14-02 to
determine events that meet the reporting requirements under M-12-12. Additionally the M-12-
12 approval and reporting thresholds only apply to a single conference. It does not apply to a
conference that occurs multiple times throughout the year. Such conferences should be
considered separate events for approval and reporting purposes.
Please direct any questions to @omb.eop.gov)(b) (6)



From:
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: 2015 CIGIE Awards Program Call for Nominations - SUSPENSE Friday, May 29, 2015
Date: Tuesday, May 19, 2015 9:03:23 AM
Attachments: image001.png

CIGIEAwardCriteria.doc
CIGIE Database Instructions - 2015.doc

Good Morning,
This is a friendly reminder that the deadline for all nominations is Friday, May 29, 2015.
The criteria and instruction for assessing the database are attached.
Thanks,

Management Analyst

1717 H Street, NW Suite 825
Washington, DC 20006
From: Council of Inspectors General [mailto:CIGIE@LIST.NIH.GOV] On Behalf Of Mark Jones
Sent: Wednesday, March 25, 2015 9:48 AM
To: CIGIE@LIST.NIH.GOV
Subject: 2015 CIGIE Awards Program Call for Nominations - SUSPENSE Friday, May 29, 2015
The following is being sent on behalf of Kathy Buller and Kathy Tighe.
----------------------------------------------------------
The Council of the Inspectors General on Integrity and Efficiency (CIGIE) will begin accepting
nominations for the 2015 CIGIE Awards Program on Wednesday, April 1, 2015. This year’s awards
ceremony is tentatively scheduled for 10:00 a.m. on Thursday, October 22, 2015. We are presently
working toward identifying a suitable location for the ceremony.
The deadline for all nominations is Friday, May 29, 2015. The award criteria and instructions for
accessing the database are attached. Please review the award criteria closely before submitting
nominations to ensure that all nominations meet the criteria for the category for which they are
being submitted. The eligibility period for the accomplishments relating to the nominations is April 1,
2014, through March 31, 2015.
The CIGIE awards are to recognize the work of the OIG workforce and nominations are submitted by
the respective Inspectors General. Therefore, Inspectors General are not eligible for these awards;
however, if an Inspector General led or was part of a team for which the Inspector General would
like to nominate for award, the team nomination may be submitted without the inclusion of the
Inspector General(s).
Those offices submitting nominations for the Special Category Awards (e.g., Alexander Hamilton
Award, Gaston L. Gianni, Jr., Better Government Award, etc.) have the option of submitting these
nominations for both the particular Special Category Award and for an Award for Excellence
category. OIG offices may submit no more than 1 (one) nomination per Special Category award.
However, if the nomination is selected for a particular Special Category Award, the nominee will not
receive an Award for Excellence. If choosing to submit a nomination for both awards, the nomination
must be submitted twice in the database, once for each award. Additionally, nominating offices
should consider the focus of the nomination statement for the particular award under which a
nomination is submitted.

(b) (6)
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2015 Awards Program


		Offices submitting nominations for the Special Category Awards (e.g., Alexander Hamilton Award, Gaston L. Gianni, Jr., Better Government Award, etc.) have the option of submitting these nominations for both the particular Special Category Award and for an Award for Excellence category; however, offices may submit only one (1) nomination per Special Category Award.  Please review the award criteria closely before submitting nominations to ensure that all nominations meet the criteria for the Category for which they are being submitted.  However, if the nomination is selected for the particular Special Category Award submitted the nominee will not receive an Award for Excellence.  If choosing to submit a nomination for both awards the nomination must be submitted twice in the database, once for each award.  Additionally, nominating offices should consider the focus of the nomination statement for the particular award the nomination is submitted.

The CIGIE awards are to recognize the work of the OIG workforce and nominations are submitted by the respective Inspectors General.  Therefore, Inspectors General are not eligible for these awards; however, if an Inspector General led or was part of a team for which the Inspector General would like to nominate for award, the team nomination may be submitted without the inclusion of the Inspector General(s).



		AWARD

		ELIGIBILITY

		CRITERIA



		Alexander Hamilton Award


One awardee selected from the CIGIE member entities. 

		Any office, group (including interagency groups), or individual employees from CIGIE member entities.  

		The individual or group must have demonstrated outstanding achievements in improving the integrity, efficiency, or effectiveness of executive branch agency operations.  This is the highest award to be bestowed; the selection is made by the Executive Committee.  All OIG work must be complete or the work product issued when the nomination is submitted.  



		Gaston L. Gianni, Jr., Better Government Award


One awardee selected from the CIGIE member entities.

		Any office, group (including interagency groups), or individual employees from within or outside IG community.  




		The work and behavior of the individual or group must have demonstrated courage, determination, and integrity that contributed to the public’s confidence in Government. The recipient’s efforts, accomplishments, or actions must have enhanced the public’s confidence and exemplified the highest ideals of Government service as envisioned by the tenets of the Inspector General Act and the values of our mission:  honor, honesty, and integrity.  The Executive Committee makes this selection.  





		AWARD




		ELIGIBILITY

		CRITERIA



		Sentner Award for Dedication and Courage


One awardee selected from the CIGIE member entities. 



		Any office, group (including interagency groups), or individual employees from CIGIE member entities.




		The individual or group must have demonstrated uncommon selflessness, dedication to duty, or courage while performing OIG duties.  This award is given in memory of William “Buddy” Sentner, an agent with the Department of Justice, OIG, who lost his life while performing his law enforcement duties.  The Executive Committee makes this selection.    



		Glenn/Roth Award for Exemplary Service


One awardee selected from the CIGIE member entities.

		Any office, group (including interagency groups), or individual employees from the CIGIE member entities.  

		The work and behavior of the individual or group must have demonstrated value to the Congress.  For example, the recipient’s efforts could have enhanced the ability of Congress to enact legislation or to perform oversight that improves the effectiveness and efficiency of Government programs.  The awardees must be those in the IG community who, in addition to serving their Department or Agency, serve the Congress with distinction.  All OIG work must be complete or the work product issued when the nomination is submitted.  The Executive Committee makes this selection.  





		June Gibbs Brown Career Achievement Award


One awardee selected from the CIGIE member entities.

		Any individual employee from a CIGIE member entity.  The nominee must have a career of at least 10 years in the IG community to be eligible.  The nominee is eligible on departure from CIGIE.

		The individual must have made sustained and significant contributions to the mission of Inspectors General throughout his or her career.  The Executive Committee makes this selection. 





		AWARD




		ELIGIBILITY

		CRITERIA



		Award for Individual Accomplishment


One awardee selected from the CIGIE member entities.

		Any employee of a CIGIE entity.

		The individual must have made sustained contributions to the CIGIE over a period of time or demonstrated outstanding leadership of projects or events that contribute to the CIGIE mission.  The Executive Committee makes this selection.    





		Barry R. Snyder Joint Award 


One awardee selected from all nominations received.

		Groups (including interagency groups) which must include members from more than one member entity.




		The groups must have made significant contributions through a cooperative effort in support of the mission of the CIGIE.  The Executive Committee makes this selection. 





		Awards for Excellence


Categories:


Administrative Support


Audit


Employee Protections


Evaluations


Government Ethics


Investigation


IT


Law and Legislation 


Management 


Multiple Disciplines


Public/Private Partnership


Special Act


Multiple awardees selected from CIGIE member nominations.




		Any office, group (including interagency groups), or individual employees from CIGIE member entities.


Note:  Where teams include multiple backgrounds, the nominating agency must select a category to review the award or indicate that it is in the “Multiple Disciplines” category.  Special Act awards are for those nominations that do not easily fit one of the other categories.

		The individual or group must have achievements that are so unusual or distinguished as to be at the forefront of the community.  The achievements must be significant as to the subject, scope, or outcome.  The achievements are instructive and are of general interest beyond one agency.  All OIG work must be complete or the work product issued when the nomination is submitted.  Selections are made by CIGIE panels.
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INSTRUCTIONS FOR ACCESSING

THE CIGIE AWARDS DATABASE

 


 


All nominations for 2015 awards must be made electronically using the CIGIE awards database.

In an effort to respond in a timely way to any questions or concerns about the 2015 CIGIE awards program/process, an e-mail account has been set up, which will be monitored at all times.  Questions or concerns should be sent to CIGIE.Awards@cigie.gov.


Each agency will be allotted two user accounts.  Once the users have registered, they will have access to the system for submitting award nominations.  To register, users must first go to the registration site at https://awards.cigie.gov/register/   The registration site requires a password.  The users should enter the word “Register” (case sensitive).  The users will be asked to provide the required information.  When registration is successful, an automatic e-mail confirming access to the system will be generated.

The system can be accessed only by authorized registered users at the following


Web site:  https://awards.cigie.gov. 

All users must register again for 2015.  A password from a previous year will not allow access to the database.


PLEASE NOTE:  Offices submitting nominations for the Special Category Awards (e.g., Alexander Hamilton Award, Gaston L. Gianni, Jr., Better Government Award, etc.) have the option of submitting these nominations for both the particular Special Category Award and for an Award for Excellence category.  However, if the nomination is selected for the particular Special Category Award submitted the nominee will not receive an Award for Excellence.  If choosing to submit a nomination for both awards the nomination must be submitted twice in the database.  Additionally, nominating offices should consider the focus of the nomination statement for the particular award the nomination is submitted.

Further, an IG may submit only one (1) nomination per Special Category Award.  If more than one (1) nomination is submitted CIGIE will request that the IG determine which nomination is to be considered for the particular Special Category.

Also, for those submitting a nomination containing nominees from another OIG, please notify the nominees OIG office of your inclusion of this nominee in the award nomination that your office is submitting.



Additionally, for those submitting a nomination containing a nominee from another OIG, please
notify the nominee’s OIG office of your inclusion of this nominee in the award nomination that your
office is submitting.
If you have questions about using the database, please e-mail CIGIE staff at @cigie.gov
or contact them by telephone at 
We look forward to the participation of all Council members in this year’s awards program. Please
contact either of us if you have a recommendation for a keynote speaker or suggestions to improve
the awards ceremony.
Thank you.
Kathy Buller Kathy Tighe
Inspector General Inspector General
Peace Corps U.S. Department of Education

(b) (2)
(b) (2)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: CIGIE Views Letter Regarding S. 579
Date: Thursday, June 11, 2015 9:35:40 PM
Attachments: S 579 Views Letter_CIGIE Legislative Committee.pdf

The following and attached is being sent on behalf of Legislation Committee Chair Kathy Buller.
________________________________________________________________________________
Colleagues,
Attached is a copy of the CIGIE views letter regarding S. 579 (IG Empowerment Act) that we sent to
the Chair and Ranking Member of the Senate Homeland Security and Government Affairs Committee
(HSGAC). We also copied the leadership of the House Oversight and Government Affairs Committee
(HOGR).
Thank you for all of the valuable input and contributions that you provided.
Regards,
Kathy

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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POLICIES AND PROCEDURES 


OF THE INTEGRITY COMMITTEE  
OF THE COUNCIL OF THE INSPECTORS GENERAL 


 ON INTEGRITY AND EFFICIENCY 


 
1. Statement of Purpose 
 
As public watchdogs, members of the Inspector General community are charged with protecting 
the integrity, efficiency and economy of the Federal government and its programs, activities and 
operations.  To maintain public trust, all community members must adhere to high standards of 
official conduct and are accountable in the event that they fall short of those standards.  The 
statutory mandate of the Integrity Committee (the “IC”) of the Council of the Inspectors General 
on Integrity and Efficiency (“CIGIE”) is to receive, review, and refer for investigation 
allegations of wrongdoing made against Inspectors General who are members of CIGIE (“IGs”), 
designated members of the senior staffs of those IGs, and the Special Counsel and Deputy 
Special Counsel of the Office of Special Counsel (the “OSC”), and to ensure the fair, consistent, 
timely, and impartial disposition of  allegations that fall within the IC’s statutory mandate.   


These policies and procedures, required by Section 11 (d)(7)(B) of the IG Act, were adopted by 
the IC in conjunction with the CIGIE Chairperson. 
 
2. Matters for Consideration by the IC 
 


A. Complaints within the IC's jurisdiction.  Complaints within the IC's jurisdiction are: 
 
i. Complaints alleging wrongdoing on the part of an IG; 


 
ii. Complaints that allege wrongdoing on the part of a designated staff member of an IG, 


when:  
 


a. the allegation against that staff member cannot be assigned to an agency of the 
Executive Branch with appropriate jurisdiction over the matter;  


 
b. an objective internal investigation of the allegation is not feasible; or  


 
c. the objectivity of internal investigation may reasonably be questioned. 


 
iii. Complaints against the Special Counsel and the Deputy Special Counsel (but not their 


staff).  For purposes of these procedures, requirements pertaining to an IG apply to 
the Special Counsel and Deputy Special Counsel as well, except that the Special 
Counsel is not required to designate staff members under paragraph 4. 


 
iv. The IC has jurisdiction to consider wrongdoing alleged to have occurred while the IG 


or designated staff member was employed as such, regardless of their employment 
status at the time of the allegation or during the proceedings.  Whether to exercise 
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jurisdiction over an individual who has left the IG community is committed to the 
discretion of the IC, consistent with the public interest. 


 
v. An individual against whom allegations of wrongdoing are subject to review by the 


IC is referred to hereafter as a “Covered Person.” 
 


B. Complaints not within the IC's jurisdiction.  The IC shall not undertake investigation of 
any other complaints, including, for example, allegations made against non-designated 
members of an IG's staff or complaints made against an IG who is not a member of 
CIGIE, except that it may refer such allegations to another agency or IG with jurisdiction 
over them.  
 


3. IC Governance 
 


A. Membership, Chairperson.  By statute, the IC is composed of the following seven 
members: an FBI official designated by the Director of the FBI, who serves as 
Chairperson; the Special Counsel of the Office of Special Counsel; the Director of the 
Office of Government Ethics; and four IGs, appointed by the Chairperson of CIGIE to 
serve terms of four years each.  The Chief of the Public Integrity Section of the 
Department of Justice, or designee, serves as the IC's legal advisor and attends the 
meetings in an advisory capacity.  


 
B. Vice Chairperson.  The CIGIE Chairperson shall appoint a Vice Chairperson of the IC 


from one of the four IGs who are members of the IC.  The IC Vice Chairperson’s duties 
shall be as outlined in these policies and procedures, to fulfill the IC Chairperson’s 
functions in the IC Chairperson’s absence, and other duties as assigned by the IC or IC 
Chairperson. 


 
C. Working Group.  The IC shall establish an Integrity Committee Working Group 


(“Working Group”) composed of employees of the FBI, CIGIE personnel, or IG staff 
members. The Working Group shall assist the IC in the execution of the IC’s 
responsibilities, as determined by the IC.  


 
D. Meetings.  The IC shall meet monthly, unless pending business is insufficient to warrant 


a meeting, with at least one meeting per calendar quarter to take place in person, to 
review the status of all pending complaints.  More frequent meetings may be called at the 
discretion of the IC Chairperson or IC Vice Chairperson.  Prior to the meetings, IC 
members shall independently review each case.  The Working Group shall maintain a 
written agenda of each meeting, and of action determinations made regarding each 
agenda item, as a record for the IC. 


 
E. Quorum.  A quorum, consisting of four IC members, is required for the IC to consider a 


complaint or take any action concerning a complaint.  If: (1) the IC Chairperson 
determines that consideration of a pending matter is urgent and cannot reasonably be 
delayed and a quorum cannot be established within five business days, or (2) two or more 
of the IG members are recused from a matter, the IC Chairperson shall immediately 
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notify the CIGIE Chairperson.  Upon notification, the CIGIE Chairperson shall appoint a 
temporary IC member or members as necessary to establish a quorum or to ensure that at 
least two IG members of the IC are eligible to participate in a decision regarding the 
matter   


  
F. Voting:  Matters before the IC shall be determined by a majority of the IC members 


voting.   
 


G. Recusal of IC members.  A recused IC member shall not vote or otherwise participate in 
the consideration of a matter from which the member is recused.  All recusals shall be 
noted in the minutes of the meeting at which the recusal is determined.     
 


i. An IC member shall be recused from consideration of any matter in which a 
reasonable person, knowing all of the facts and circumstances involved, would 
question the member’s impartiality, including, but not limited to, the following: 


 
a. An IC member shall be recused from consideration of matters involving that IC 


member or another Covered Person in that IC member’s office. 
 
b. An IC member shall be recused from consideration of a matter if the member 


believes that his or her impartiality would reasonably be questioned, because of a 
close personal, financial or business relationship, or for any other reason.   


 
c. The IC Chairperson, and any Working Group members from the FBI shall be 


recused from matters involving the IG or a staff member of the Department of 
Justice Office of the Inspector General. 


 
d. If the IC Vice Chairperson is recused from participation in some or all matters 


before the IC, the remaining IG members of the IC shall designate one of their 
number to perform the duties of the Vice Chairperson. 


 
e. An IC member who knows that he or she is under a criminal investigation or an 


IC investigation shall be recused from participating in all matters before the IC 
during the pendency of that investigation.   


 
f. An IC member shall be recused from consideration of a matter if the IC 


determines that the circumstances present would lead a reasonable person to 
question the member’s impartiality in the matter.  


 
g. IC members who have determined that their own recusal is not necessary may 


nevertheless disclose a potential basis for recusal for final determination by the 
IC, provided that the disclosing IC member shall not vote on the final 
determination. 
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H. Matters Requiring a Security Clearance.  If a matter before the IC requires a security 
clearance, any member who does not hold the requisite clearance shall be recused.  


 
4. Designation of Staff Members by an Inspector General 
 
Pursuant to Section 11(d)(4) of the IG Act, each IG shall designate those positions on his/her 
staff as to which an internal investigation of wrongdoing would lack, or appear to lack, 
independence or objectivity.  Pursuant to the IG Act, IGs are required to designate any IG staff 
members who report directly to the IG.  In addition, IGs should designate any staff members 
with significant responsibilities who, in the judgment of the IG, depending on the size and 
organization of the particular OIG, should be included (e.g., Assistant IG for Investigations or 
Counsel).  Positions more than one level removed from direct reporting to the IG should not 
normally be included (e.g., Deputy Assistant IG for Investigations).  Each IG shall submit, by 
May 15 each year, a list of the designated positions to the IC Chairperson and to the CIGIE 
Executive Director. 
 
5. Referral of Allegations of Wrongdoing Concerning a Designated Staff Member  
 


A.  Reporting by an Inspector General.   
 
i. Allegation Concerning the IG.  An IG shall promptly report to the IC any allegation 


of wrongdoing concerning that IG. 
 


ii. Allegations Concerning Designated Staff.  An allegation that a designated staff 
member engaged in wrongdoing, when referred by an IG, shall be made in a referral 
letter to the IC.  The referral letter shall include a statement that the IG has 
determined that the allegation cannot be assigned to an agency of the Executive 
Branch with appropriate jurisdiction over the matter and an objective internal 
investigation of the allegation is not feasible or that the objectivity of an internal 
investigation might reasonably be questioned.   


 
B. Complaints received from other sources.  If the IC receives an allegation from a source 


other than the affected IG that a designated staff member has engaged in wrongdoing, 
that allegation may be referred to the IG. The IC is not required to make the referral, 
however, and may proceed to consider the allegation pursuant to these procedures. 


 
6. Receipt and Initial Review of Complaints 
 


A. Initial review by the Working Group.  The Working Group shall conduct an initial review 
of each complaint received by the IC and determine whether the complaint alleges 
wrongdoing on the part of a Covered Person.  The Working Group may seek additional 
information from the complainant if the complaint lacks sufficient detail to make this 
determination.  The Working Group shall log each complaint and assign it a control 
number, and acknowledge each complaint to the complainant unless the complaint is 
made anonymously.  The Working Group shall complete its initial review within 15 
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calendar days of receipt of the complaint.  Questions about whether a particular 
complaint is within the IC's jurisdiction shall be referred to the IC for resolution.   
 


B. Review by the Public Integrity Section.  During the course of its initial review, the 
Working Group shall provide to the Public Integrity Section (PIN), United States 
Department of Justice (DOJ) any complaint alleging a substantial criminal offense (i.e. an 
allegation of the nature and detail for which the FBI or an OIG would ordinarily seek a 
prosecutive review or review by State or local law enforcement authorities).After an 
expeditious review, if PIN determines the complaint warrants criminal investigation, the 
Working Group shall notify the IC at the next meeting of PIN’s determination and 
provide a copy of the complaint to the IC. 


 
i. Upon PIN’s determination that a complaint warrants criminal investigation under 


Section 6(B), the IC shall refer the complaint to PIN.   
 


ii. PIN shall promptly report to the IC that DOJ or another prosecutive authority has 
declined or deferred further action on a matter that the IC referred to PIN.   


 
iii. At any time during the course of the IC’s review of a complaint (including 


complaints referred for investigation to an assisting IG, described in paragraph 8), if 
information is uncovered that may indicate a substantial criminal offense, the IC 
shall promptly discuss the complaint with PIN.  If requested by PIN, the IC shall 
refer the complaint to PIN.  PIN shall promptly report to the IC that DOJ or another 
prosecutive authority has declined or deferred further action. 


 
iv. Following an IC referral to PIN, if a criminal investigation has been concluded by 


PIN without charges being filed, then potentially meritorious allegations of 
wrongdoing against a Covered Person shall be referred by PIN to the IC for its 
consideration.  The IC may request that PIN provide a summary report of the results 
of the investigation to the IC, to the extent the criminal investigation relates to a 
matter within the jurisdiction of the IC, and consistent with other law (including 
Federal Rule of Criminal Procedure 6(e)), although no particular information must 
be provided by PIN on behalf of DOJ or another prosecutive authority.  
 


v. Following an IC referral to PIN, if a prosecutive authority has brought an unsealed 
criminal charge, PIN shall report that fact to the IC.  Before taking further action on 
any allegations outside the scope of a pending criminal case, the IC shall consult 
with PIN.   


 
C. Complaints outside the IC's jurisdiction.  Complaints determined by the Working Group 


to be clearly outside the IC's jurisdiction may be submitted by the Working Group to the 
IC Chairperson or Vice Chairperson for referral to another agency of the Executive 
Branch or to the affected IG, as appropriate.  Also, as appropriate, the IC Chairperson or 
Vice Chairperson shall notify the complainant concerning the referral.  Due care shall be 
taken to protect the identity of a complainant who requests confidentiality.  
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D. Placement on the IC agenda.  The Working Group shall place those complaints that may 
fall within the IC's jurisdiction on the agenda for consideration at the next IC meeting.  
The Working Group shall also provide the IC at its meetings a summary report of those 
complaints referred by the IC Chairperson or Vice Chairperson to another agency or to an 
affected IG that were deemed to be clearly outside the IC's jurisdiction, except for the 
complaints identified in Section 6(B). 
 


7. IC Closing and Referral of Allegations 
 
The IC may close or refer allegations in the following manner: 


A. Complaints lacking potential merit.  Allegations that are frivolous, unsupported, 
concerning matters within a Covered Person’s discretion, or otherwise lacking potential 
merit, shall be closed. 


 
B. Complaints with insufficient information.  Allegations with insufficient information or 


lacking supporting documentation may be referred back to the Working Group to request 
additional information from the complainant.  This is not intended as a preliminary 
investigation. 


 
C. Referral to an Executive Branch agency.  Either before or after requiring a response from 


a Covered Person under paragraph 8.B. of these procedures, the IC may refer some or all 
of the allegations in a complaint to another agency within the Executive Branch with 
jurisdiction over the matter.  For example, the IC may refer equal employment 
opportunity complaints to the Equal Employment Opportunity Office of the affected 
agency, and refer allegations of illegal political activity, whistleblower retaliation, or 
prohibited personnel practices to the Office of Special Counsel or other agency as 
provided by law.  The IC shall request that the Executive Branch agency report the results 
of its investigation to the IC, pursuant to sections 11(d)(5)(B) and 11(d)(7)(C)(ii) of the 
IG Act, and, except as provided for criminal matters, that the Executive Branch agency 
provide an update every 90 days to the IC on its progress in considering the allegations. 
 


D. Referral to the relevant IG.  Pursuant to paragraph 5(B) of these procedures, the IC may 
refer to the affected IG a complaint alleging wrongdoing on the part of a designated staff 
member, received from a source other than the affected IG.  The referral letter shall 
include a request that within 10 business days of receipt, the IG determine whether an 
objective internal investigation could be conducted, including the possibility of an 
investigation by an uninvolved OIG, and inform the IC of that determination.  If the IG 
decides to handle the allegation, the IC shall request that the IG do so expeditiously and 
report to the IC the disposition of the allegation and actions taken by the IG, if any, 
following the completion of the investigation. The complaint shall be held in open status 
by the IC pending the response, and the IG shall provide an update every 90 days to the 
IC on its progress in handling the matter.  Upon receipt of the IG’s report, the IC may 
close the matter. 
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E. Partial Referrals.  In its discretion, the IC may exercise jurisdiction over some of the 
allegations in a complaint, even if it has referred other allegations in the same complaint 
pursuant to Sections 7(C) – (D).  With respect to matters referred to PIN, the IC shall 
consult with PIN prior to exercising jurisdiction.   
 


8. Initiating IC Investigations 
 


Threshold for investigation by the IC: Potentially meritorious allegations involving substantial 
misconduct, such as gross mismanagement, gross waste of funds, abuse of authority in the 
exercise of official duties or while acting under color of office, substantial violation of law, rule 
or regulation, or conduct that undermines the independence or integrity reasonably expected of a 
Covered Person shall be reviewed and investigated under the authority of the IC in the following 
manner:   


 
A. Request for a response: 


 
i. The IC shall summarize the allegation(s) in a letter to the Covered Person who is the 


subject of the complaint (the “Respondent”) and request a response to the 
allegation(s) within 20 business days. Due care shall be taken to protect the identity 
of a complainant who requests confidentiality.   


 
ii. At the earliest meeting of the IC following expiration of the 20 business day period in 


paragraph 8(A)(i) of these procedures, the IC shall consider the complaint together 
with any response from the Respondent.  If the Respondent has failed to submit a 
response, or has submitted an inadequate or incomplete response, the IC may 
nevertheless initiate an investigation if it determines that the allegations clearly 
warrant an investigation.  If the IC determines in its discretion to grant the 
Respondent additional time to submit a response, or a more complete response, it 
shall place the matter on the agenda for the next IC meeting and the Vice Chairperson 
shall make the further request of the Respondent.  Absent extraordinary 
circumstances, no further extensions shall be granted, and the IC shall determine at its 
next meeting whether to initiate an investigation.    


 
B. IC determination.  Upon consideration of the complaint and any response, the IC may 


take one of the following actions: 
 


i. Determine that the response sufficiently answers or refutes the allegation(s) and that 
further inquiry or an investigation is not warranted.  The case shall then be closed.  


 
ii. Determine that the record is sufficient to make findings, conclusions, or 


recommendations as to some or all of the allegations without further investigation. 
 


iii. Commence an investigation of some or all of the allegations under the supervision of 
another IG.     
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a. CIGIE shall maintain a list of IGs capable of undertaking investigations for the 
IC, and these responsibilities shall be allocated among CIGIE members so as not 
to create an undue burden on any particular OIG.  


 
b. When so authorized by the IC, the IC Vice Chairperson shall seek assistance from 


an IG on the list maintained by CIGIE.  The Vice Chairperson shall describe for 
the assisting IG the nature of the allegations and come to an agreement on the 
scope of the investigation and an expected timeline for completion.  The IC shall 
have an overall goal of completing investigations within 6 months, recognizing 
that more complicated investigations may take longer than 6 months.  The 
assisting IG shall provide the IC with an update on the status of the investigation 
every 60 days. 


 
c. The investigation shall be conducted under the control and direction of the IC 


Chairperson and IC Vice Chairperson.  
 
d. The investigation shall be conducted in accordance with the most current Quality 


Standards for Investigations issued by CIGIE and utilize the investigative 
procedures of the assisting IG unless otherwise directed otherwise by the IC. 


 
e. Reimbursement of expenses shall be subject to the policies and procedures 


established by CIGIE.    
 


9. Conducting Investigations 
 


A. Notice to Respondent and opportunity for comment. When an investigation is initiated, 
the IC Vice Chairperson shall notify the Respondent, in writing, of the following:  


 
i. The allegations to be investigated by the IC; 


 
ii. That additional allegations may be investigated by the IC as they become known, 


with notice of such additional allegations to be made to Respondent if they concern 
new subject matter; 


 
iii. That the investigation will include the following procedures:  


 
a. The Respondent will be given the opportunity to speak with investigators. 


 
b. The Respondent will receive a copy of the draft report of investigation, including 


a transcript of any recorded interview of the Respondent and a summary 
memorandum of any unrecorded interview of the Respondent, and will have 20 
business days to submit additional documents, information, and argument to the 
IC before the IC’s final consideration of the draft report. 
 


c. The IC’s findings, conclusions, and any recommendations will be forwarded, 
along with the final investigation report and additional materials submitted by the 
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Respondent, for review to the CIGIE Executive Chairperson, the CIGIE 
Chairperson, and to head of the authority that appointed the Respondent.   


 
B. Reviewing the status of an investigation.  The IC, through the Vice Chairperson and the 


Working Group, shall monitor the progress of all pending investigations.  If additional 
allegations are received in a complaint or if additional allegations surface during the 
course of the investigation, the IC may direct the assisting IG to expand the scope of the 
investigation to include these new matters, as appropriate. 
 


C. Notice of interference with investigation.  If the IC determines that a Respondent has 
interfered with or otherwise prejudiced an investigation, the IC may notify the 
Respondent’s appointing authority, the CIGIE Executive Chairperson, and the CIGIE 
Chairperson, and may offer  recommendations for corrective and disciplinary action.  


 
10. Reporting the Results of the Investigation 
 
At the conclusion of the investigation, the assisting IG shall provide a written investigative report 
containing necessary facts and conclusions regarding the allegations to the IC Chairperson for 
distribution to each member of the IC.  Subject to the directions of the IC, the format of the 
report shall be determined by the assisting IG, who shall ensure that the investigation meets the 
Quality Standards for Investigations.  
 
11. Review of Reports of Investigation by Respondent and IC 
 


A. Review and comment by the Respondent.  A copy of the draft report, or portions of it 
pertaining to a particular Respondent, shall be provided to that Respondent for review.  
Exhibits supporting the portion of the report pertaining to a particular Respondent shall 
be furnished to that Respondent or made available for review.  The assisting IG or the IC 
may make appropriate redactions pursuant to applicable law or regulation (e.g., the 
Privacy Act) or to protect the identity of a complainant or witness requesting 
confidentiality.  Consistent with paragraph 9(A)(iii)(b) of these procedures, the 
Respondent shall have 20 business days following receipt of the report to submit 
additional materials to the IC before its final consideration.  


 
B. Review by the IC.  The IC shall review and assess the report of investigation, along with 


any exhibits and the Respondent’s additional materials, and discuss the proposed findings 
and conclusions.  The assisting IG may be asked to present the report at a meeting of the 
IC and answer questions about the investigation and the report. The IC shall seek to 
complete its review of the report of investigation within 20 business days after the 
expiration of the 20 business day period in paragraph 11(A) of these procedures. 


 
C. IC determination.  The IC shall determine whether facts within the investigative report 


are proven by a preponderance of the evidence. Thereafter, the IC shall determine 
whether those facts provide a reasonable basis to conclude that the Respondent engaged 
in substantial misconduct, such as gross mismanagement, gross waste of funds, abuse of 
authority in the exercise of official duties or while acting under color of office, 
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substantial violation of law, rule or regulation, or conduct that undermines the 
independence or integrity reasonably expected of an IG or IG senior staff member.  If the 
IC concludes that the facts do not support such a finding, it shall direct that the matter be 
closed.  If the IC finds that the facts do support such a finding, the IC shall make 
recommendations, as appropriate, including those on disciplinary action.  The IC’s 
conclusions and recommendations shall be set forth in writing.  A dissenting report may 
be filed. 


 
D. Findings or recommendations involving an Acting IG.  Whenever an investigation results 


in findings of wrongdoing on the part of an Acting Inspector General, the IC’s 
conclusions and recommendations may include a recommendation that the CIGIE 
Chairperson work with the appointing authority to ensure that the affected OIG has 
interim leadership legally empowered to act on the findings, conclusions and 
recommendation, including, if necessary, designation of an interim IG. 


  
12. Forwarding the Investigative Report 
 
If the IC finds that the Respondent has engaged in wrongdoing, it shall forward the report of 
investigation, along with the IC's findings, conclusions, recommendations, and dissenting reports 
in the following manner: 


 
A. Within 5 business days, to the CIGIE Executive Chairperson, the CIGIE Chairperson, 


and to the President (in the case of a report relating to an IG of an establishment or any 
designated staff member of the IG) or the head of a designated federal entity (in the case 
of a report relating to an IG of such entity or any designated staff member of that IG) for 
resolution.   Upon receipt of a notice of final disposition provided by the CIGIE 
Executive Chairperson, pursuant to Section 11(d)(8)(B) of the IG Act, the IC shall close 
the matter. 
 


B. Within 5 business days of submission under subparagraph A, to the Respondent, with a 
copy to the affected IG if the Respondent is a staff member.   
 


C. Pursuant to Section 11(d)(8)(A)(iii) of the IG Act, within 30 calendar days of submission 
under subparagraph A, a copy of the executive summary and recommendations to those 
committees of the House and Senate designated in the Act. 


 
13. Notice of Final Action 
 
The IC Chairperson shall notify the individual making the complaint when a case is closed and 
the basis for the IC’s action and recommendations, unless the complaint was made anonymously. 
The IC Chair shall notify a Respondent after a case is closed if the allegation was investigated by 
the IC or by another agency and referred back to the IC for review and recommendation. All 
such notices shall be subject to applicable laws and regulations regarding disclosure, with due 
care taken to protect the identity of a complainant or witness requesting confidentiality 
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14. Maintenance of IC Records 
 


A.  The Central Records System 
 


i. Content of Records.  All documents received or transmitted by the IC in fulfilling its 
responsibilities under the Act or under EO 12993 (including, but not limited to, 
written complaints making allegations against Covered Persons; IC correspondence; 
reports of IC investigations; reports of final actions taken with regard to proven 
allegations; and memoranda providing the final dispositions of allegations determined 
to be frivolous, outside the jurisdiction of the IC, or otherwise closed without further 
investigation) shall be collected and maintained as IC records in the FBI's Central 
Records System. The Central Records System consists of a numerical sequence of 
subject matter files and an index. 


 
ii. Criminal Investigative Files Not Included as Integrity Committee Records.  The IC 


records shall not include any criminal investigative files with general investigative 
information except that IC records may contain limited information about an 
allegation from criminal investigative files when such information is the source of the 
alleged administrative misconduct being investigated by the IC. The FBI's criminal 
investigative files are maintained in the Central Records System under the subject 
matter of the criminal violation, and, therefore, shall be separate from IC records. 


 
B. Disclosure of Information 


 
i. Privacy Act protection and restrictions on disclosure. The records of the IC shall be 


maintained in accord with the Privacy Act of 1974 (Title 5, U.S.C., Section 552a), 
which restricts the disclosure of all records contained in a system of records 
maintained by an Executive Branch agency and retrieved by an individual's name or a 
personal identifier, such as a social security number. The records may be disclosed 
only in response to the written request of, or with the prior consent of, the individual 
to whom the record pertains, or under the conditions specifically set forth in the Act 
at Section 552a(b). 
 


ii. Access by individuals to their own records. Procedures for access by individuals to 
their own records have been established by the Privacy Act and in regulations 
implementing the Act at Title 28, C.F.R., Part 16, Subpart D. All disclosures of 
information requested from the IC records shall be coordinated with the Working 
Group. 
 


iii. Disclosure under the Freedom of Information Act. Third party requests (requests by 
individuals other than the Respondent) for information shall be processed pursuant to 
the Freedom of Information Act (FOIA) (Title 5, U.S.C., Section 552), in accord with 
applicable law; regulations implementing the FOIA at Title 28, C.F.R. Part 16, 
Subpart A; and FBI FOIA policy and procedures. 
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iv. Congressional inquiries. Section 11(d)(8) of the IG Act directs the IC Chairperson to 
provide an executive summary of a report of investigation, along with 
recommendations of the IC, to congressional committees of jurisdiction within 30 
days of providing the complete report to the Executive Chairperson.  Under Section 
11(d)(9) of the IG Act, the CIGIE Chairperson shall provide to the Congress by 
December 31 of each year a report on the activities of the IC including, in the case of 
allegations referred to the IC Chairperson, a summary of the status of the 
investigation and, in the case of investigations completed during the preceding fiscal 
year, a summary of the findings of the investigation. Under Section 11(d)(10) of the 
IG Act, after an Executive Summary or annual report is provided, CIGIE is required 
to provide more detailed information about specific allegations upon request of the 
Chair and Ranking Member of the Committee on Homeland Security and 
Governmental Affairs of the Senate, the Chair or Ranking Member of the Committee 
on Oversight and Government Reform of the House of Representatives, and the Chair 
or Ranking Member of other congressional committees of jurisdiction. The IC shall 
not provide information while an allegation or investigation is pending, except as 
described in Sections 11(d)(8), (9), and (10) of the IG Act.  Requests from other 
committee chair or ranking members, or from individual senators or representatives, 
shall be treated as requests received under the Freedom of Information Act. 


 
C. Physical Maintenance of Records 


 
i. Retention of records.  The Working Group shall maintain the records of the IC in a 


manner which ensures their physical security and shall restrict access to the records 
except as necessary for their review, as provided in these Policies and Procedures. 


 
ii. Disposal of records.  IC records shall be disposed of in accordance with the record 


disposition programs that apply to the FBI's Central Records System.  
 
15. Confidentiality 
 
The IC attempts to protect the confidentiality of a person who makes an allegation of 
wrongdoing concerning an IG or OIG staff member if specifically requested by that complainant.  
In conducting investigations, the IC shall also endeavor to protect the confidentiality of a person 
making a statement to investigators if specifically requested by the person.  However, the IC may 
be required to disclose the identity of these persons if a criminal prosecution ensues based on 
information from the complainant or person who has requested confidentiality, if adverse action 
is taken against the subject of the complaint or investigation in an administrative forum based on 
the information from the complainant or person, or if a court orders disclosure.  Even if the IC 
does not release the name of a complainant or a witness, that person’s identity may become 
discernible from the context of the complaint or investigation. 
 
16. Amendments to the IC Policies and Procedures 
 
The CIGIE Chair or Vice Chair, or any IC member may propose revisions or amendments to 
these Procedures.  The IC shall consider the proposed revision or amendment following 
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consultation with the CIGIE Chair.  A majority of the IC members must approve any revision or 
amendment.  Thereafter, the revision or amendment shall be submitted to the CIGIE Chair who 
shall provide a copy to the congressional committees of jurisdiction in accordance with section 
11(d)(7)(ii) of the Act. 
 
17. No Right or Benefit 
 
These procedures are not intended to create any right or benefit, substantive or procedural, 
enforceable at law by a person against the United States, its agencies, its officers, or any person. 
 
 
 
 
 


Approved: _______________________________    Date: __________________ 
                                               Timothy Delaney 


    Chairperson 
                                             Integrity Committee 
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Appendix  
 
Selections from the Inspector General Reform Act of 2008 (Public Law 110-409) 
 
11(d) INTEGRITY COMMITTEE.–  
 
“(1) ESTABLISHMENT, --The Council shall have an Integrity Committee, which shall receive, 
review, and refer for investigation allegations of wrongdoing that are made against Inspectors 
general and staff members of the various Offices of Inspector General described under paragraph 
(4)(C).   
 
"(2) MEMBERSHIP.--The Integrity Committee shall consist of the following members: 
"(A) The official of the Federal Bureau of Investigation serving on the Council, who shall serve 
as Chairperson of the Integrity Committee, and maintain the records of the Committee. 
"(B) Four Inspectors General described in subparagraph (A) or (B) of subsection (b)(1) 
appointed by the Chairperson of the Council, representing both establishments and designated 
Federal entities (as that term is defined in section 8G(a)). 
"(C) The Special Counsel of the Office of Special Counsel. 
"(D) The Director of the Office of Government Ethics. 
 
"(3) LEGAL ADVISOR--The Chief of the Public Integrity Section of the Criminal Division of 
the Department of Justice, or his designee, shall serve as a legal advisor to the Integrity 
Committee. 
 
"(4) REFERRAL OF ALLEGATIONS.-- 
"(A) REQUIREMENT.--An Inspector General shall refer to the Integrity Committee any 
allegation of wrongdoing against a staff member of the office of that Inspector General, if— 
"(i) review of the substance of the allegation cannot be assigned to an agency of the Executive 
Branch with appropriate jurisdiction over the matter; and 
"(ii) the Inspector General determines that-- 
"(I) an objective internal investigation of the allegation is not feasible; or 
"(II) an internal investigation of the allegation may appear not to be objective. 
"(B) DEFINITION.--In this paragraph the term 'staff member' means any employee of an Office 
of Inspector General who-- 
"(i) reports directly to an Inspector General; or 
"(ii) is designated by an Inspector General under subparagraph (C). 
"(C) DESIGNATION OF STAFF MEMBERS.--Each Inspector General shall annually submit to 
the Chairperson of the Integrity Committee a designation of positions whose holders are staff 
members for purposes of subparagraph (B). 
 
"(5) REVIEW OF ALLEGATIONS.--The Integrity Committee shall-- 
"(A) review all allegations of wrongdoing the Integrity Committee receives against an Inspector 
General, or against a staff member of an Office of Inspector General described under paragraph 
(4)(C); 
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"(B) refer any allegation of wrongdoing to the agency of the Executive Branch with appropriate 
jurisdiction over the matter; and 
"(C) refer to the Chairperson of the Integrity Committee any allegation of wrongdoing 
determined by the Integrity Committee under subparagraph (A) to be potentially meritorious that 
cannot be referred to an agency under subparagraph (B). 
 
"(6) AUTHORITY TO INVESTIGATE ALLEGATIONS.-- 
"(A) REQUIREMENT.--The Chairperson of the Integrity Committee shall cause a thorough and 
timely investigation of each allegation referred under paragraph (5)(C) to be conducted in 
accordance with this paragraph. 
"(B) RESOURCES.--At the request of the Chairperson of the Integrity Committee, the head of 
each agency or entity represented on the Council-- 
"(i) may provide resources necessary to the Integrity Committee; and 
"(ii) may detail employees from that agency or entity to the Integrity Committee, subject to the 
control and direction of the Chairperson, to conduct an investigation under this subsection. 
 
"(7) PROCEDURES FOR INVESTIGATIONS.-- 
"(A) STANDARDS APPLICABLE.--Investigations initiated under this subsection shall be 
conducted in accordance with the most current Quality Standards for Investigations issued by the 
Council or by its predecessors (the President's Council on Integrity and Efficiency and the 
Executive Council on Integrity and Efficiency). 
"(B) ADDITIONAL POLICIES AND PROCEDURES.-- 
"(i) ESTABLISHMENT.--The Integrity Committee, in conjunction with the Chairperson of the 
Council, shall establish additional policies and procedures necessary to ensure fairness and 
consistency in-- 
"(I) determining whether to initiate an investigation; 
"(II) conducting investigations; 
"(III) reporting the results of an investigation; and 
"(IV) providing the person who is the subject of an investigation with an opportunity to respond 
to any Integrity Committee report. 
"(ii) SUBMISSION TO CONGRESS.--The Council shall submit a copy of the policies and 
procedures established under clause (i) to the congressional committees of jurisdiction. 
"(C) REPORTS.-- 
"(i) POTENTIALLY MERITORIOUS ALLEGATIONS.--For allegations described under 
paragraph (5)(C), the Chairperson of the Integrity Committee shall make a report containing the 
results of the investigation of the Chairperson and shall provide such report to members of the 
Integrity Committee. 
"(ii) ALLEGATIONS OF WRONGDOING.--For allegations referred to an agency under 
paragraph (5)(B), the head of that agency shall make a report containing the results of the 
investigation and shall provide such report to members of the Integrity Committee. 
 
"(8) ASSESSMENT AND FINAL DISPOSITION.— 
"(A) IN GENERAL--With respect to any report received under paragraph (7)(C), the Integrity 
Committee shall-- 
"(i) assess the report; 
"(ii) forward the report, with the recommendations of the Integrity Committee, including those 
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on disciplinary action, within 30 days (to the maximum extent practicable) after the completion 
of the investigation, to the Executive Chairperson of the Council and to the President (in the case 
of a report relating to an Inspector General of an establishment or any employee of that Inspector 
General) or the head of a designated Federal entity (in the case of a report relating to an Inspector 
General of such an entity or any employee of that Inspector General) for resolution; and 
"(iii) submit to the Committee on Government Oversight and Reform of the House of 
Representatives, the Committee on Homeland Security and Governmental Affairs of the Senate, 
and other congressional committees of jurisdiction an executive summary of such report and 
recommendations within 30 days after the submission of such report to the Executive 
Chairperson under clause (ii). 
"(B) DISPOSITION.--The Executive Chairperson of the Council shall report to the Integrity 
Committee the final disposition of the matter, including what action was taken by the President 
or agency head. 
 
"(9) ANNUAL REPORT.--The Council shall submit to Congress and the President by December 
31 of each year a report on the activities of the Integrity Committee during the preceding fiscal 
year, which shall include the following: 
"(A) The number of allegations received. 
"(B) The number of allegations referred to other agencies, including the number of allegations 
referred for criminal investigation. 
"(C) The number of allegations referred to the Chairperson of the Integrity Committee for 
investigation. 
"(D) The number of allegations closed without referral. 
"(E) The date each allegation was received and the date each allegation was finally disposed of.  
"(F) In the case of allegations referred to the Chairperson of the Integrity Committee, a summary 
of the status of the investigation of the allegations and, in the case of investigations completed 
during the preceding fiscal year, a summary of the findings of the investigations. 
"(G) Other matters that the Council considers appropriate. 
 
"(10) REQUESTS FOR MORE INFORMATION.--With respect to paragraphs (8) and (9), the 
Council shall provide more detailed information about specific allegations upon request from any 
Of the following: 
"(A) The chairperson or ranking member of the Committee on Homeland Security and 
Governmental Affairs of the Senate. 
"(B) The chairperson or ranking member of the Committee on Oversight and Government 
Reform of the House of Representatives. 
"(C) The chairperson or ranking member of the congressional committees of jurisdiction. 
 
"(11) NO RIGHT OR BENEFIT.--This subsection is not intended to create any right or benefit, 
substantive or procedural, enforceable at law by a person against the United States, its agencies, 
its officers, or any person.". 
 
(b) ALLEGATIONS OF WRONGDOING AGAINST SPECIAL COUNSEL OR DEPUTY 
SPECIAL COUNSEL- 


(I) DEFINITIONS.--In this section-- 
(A) the term "Integrity Committee" means the Integrity Committee established under section 
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11(d) of the Inspector General Act of 1978 (5 U.S.C. App), as amended by this Act; and 
(B) the term "Special Counsel" refers to the Special Counsel appointed under section 1211 (b) of 
title 5, United States Code. 


(2) AUTHORITY OF INTEGRITY COMMITTEE.-- 
(A) IN GENERAL--An allegation of wrongdoing against the Special Counsel or the Deputy 
Special Counsel may be received, reviewed, and referred for investigation by the Integrity 
Committee to the same extent and in the *4313 same manner as in the case of an allegation 
against an Inspector General (or a member of the staff of an Office of Inspector General), subject 
to the requirement that the Special Counsel recuse himself or herself from the consideration of 
any allegation brought under this paragraph. 
(B) COORDINATION WITH EXISTING PROVISIONS OF LAW.--This subsection does not 
eliminate access to the Merit Systems Protection Board for review under section 7701 of title 5, 
United States Code. To the extent that an allegation brought under this subsection involves 
section 2302(b)(8) of that title, a failure to obtain corrective action within 120 days after the date 
on which that allegation is received by the Integrity Committee shall, for purposes of section 
1221 of such title, be considered to satisfy section 1214(a)(3)(B) of that title. 


(3) REGULATIONS.--The Integrity Committee may prescribe any rules or regulations necessary 
to carry out this subsection, subject to such consultation or other requirements as might 
otherwise apply. 
 
(c) EFFECTIVE DATE AND EXISTING EXECUTIVE ORDERS.-- 
(1) COUNCIL--Not later than 180 days after the date of the enactment of this Act, the Council of 
the Inspectors General on Integrity and Efficiency established under this section shall become 
effective and operational. 
(2) EXECUTIVE ORDERS.--Executive Order No. 12805, dated May 11, 1992, and Executive 
Order No. 12933*, dated March 21, 1996 (as in effect before the date of the enactment of this 
Act) shall have no force or effect on and after the earlier of-- 
(A) the date on which the Council of the Inspectors General on Integrity and Efficiency becomes 
effective and operational as determined by the Executive Chairperson of the Council; or  
(B) the last day of the 180-day period beginning on the date of enactment of this Act. 
 
* Incorrect in original; should be Executive Order 12993. 
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: DOJ Legislative Proposal Regarding 6(a) of the IG Act
Date: Wednesday, August 5, 2015 3:35:27 PM
Attachments: DOJ Legislative Proposal (7-31-15).docx

Members,
DOJ has drafted the attached legislative proposal to fix Section 6(a) of the IG Act. We have heard
from a couple members that this is being circulated through the Administration’s clearance process.
We wanted to inform you that DOJ has asked to work with CIGIE on the legislative fix to 6(a). Kathy
Buller has provided to the Legislation Committee members the DOJ legislative proposal for
comment/feedback. In the meantime, we wanted to provide a copy of the DOJ proposal to
members. 

Thanks
Mark

(b) (5)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

DRAFT

[bookmark: _GoBack]Section 6(a) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(a)) is amended—



1. by renumbering paragraph (1) as paragraph (1)(A); and



1. by inserting after newly designated paragraph (1)(A) the following:



“(B) The Inspector General shall have access under paragraph (A) notwithstanding any other provision of law, except any provision of law enacted by Congress that expressly refers to the Inspector General and expressly limits his right of access.  [The Inspector General shall have access to grand jury matters only in accordance with the provisions of Federal Rule of Criminal Procedure 6(e), except that the Inspector General of the Department of Justice shall have access to such matters under paragraph (A) notwithstanding the provisions of Rule 6(e).]  The Inspector General shall comply with the limitations on disclosure imposed under all applicable provisions.”



Section 6(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(b)) is amended—



	(a) by deleting paragraph (2) and replacing it with the following:



“(2)  Whenever access under paragraph (a)(1)(A) is refused or not provided, or whenever information or assistance requested under subsection (a)(3) is, in the judgment of an Inspector General, unreasonably refused or not provided, the Inspector General shall report the circumstances to the head of the establishment involved without delay.” 



Section 8E(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 8E(b)) is amended—



(a) by striking “and” at the end of paragraph (4);

(b) by striking the period at the end of paragraph (5) and inserting “; and”; and

(c) by inserting after paragraph (5) the following:



“(6) subject to the provisions of subsection (a) of this section, shall have access to grand jury matters pursuant to paragraph (a)(1)(A) of section 6 notwithstanding the provisions of Federal Rule of Criminal Procedure 6(e).  The Inspector General may disclose grand jury matters only to the extent that Federal Rule of Criminal Procedure 6(e) authorizes an attorney for the government to make such disclosure.”





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: For Review: SES Certification workgroup recommendations
Date: Thursday, June 11, 2015 5:35:48 AM
Attachments: SES Certification WG Report Final June 2015.pdf

ATT00001.htm

Folks with SES personnel systems,
Please see the below and attached that has been circulated for feedback to the CHCOs. If you would
like to provide feedback, please provide that information to me by June 19, 2015, or provide it
directly to @opm.gov) at OPM by June 23, 2015.
Thanks
Mark

Begin forwarded message:

From: "Johnson, Justin R." < @opm.gov>
To: "CHCOC" <chcoc@opm.gov>
Subject: For Review: SES Certification workgroup recommendations

To CHCOs and Deputies via BCC:

Attached is a report of the interagency working group initiative to identify
improvements to the Federal Government’s SES Performance Appraisal System
Certification process. This report summarizes the process and approach of the
working group, which convened on a weekly basis between December 2014 and
May 2015, and presents the recommendations they have identified to improve and
streamline the certification process. This working group was formed after an
initial interagency group of high-level officials (many of whom were agency
CHCOs) met in February 2014 to discuss interagency concerns and strategic
opportunities to improve the efficiency and value of the certification process
while reducing administrative burden for agencies. As you may recall, this work
was last discussed at the April 21 Council meeting.

Please review the report, particularly the recommendations of the workgroup for
improving the certification process, and provide any feedback or further input to

 at
@opm.gov<mailto: @opm.gov> by no later than

June 23, 2015.

Once the OPM program office has consolidated stakeholder input, the
recommendations of the workgroup and the input of stakeholders will be
presented to OPM Director Archuleta before proceeding with next steps,
including immediate implementation of improvements that are administratively
possible as well as longer-term revision to regulations.

Thank you,

Justin Johnson
Executive Director
Chief Human Capital Officers Council

(b) (6)

(b) (6)

(b) (6)
(b) (6) (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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Introduction 


In December 2014, the U.S. Office of Personnel Management (OPM) convened an interagency Working Group (WG) to review and 
recommend improvements to the Federal Government’s Senior Executive Service (SES) Performance Appraisal System Certification Process.  
OPM invited a diverse group of agency subject matter experts to participate in this WG (see Appendix C), and the WG met on a weekly basis 
between December 2014 and May 2015.  The WG specifically focused on recommendations to the following:  


• Opportunities to streamline the certification process while maintaining integrity, as envisioned by law; 
• Administrative changes capable of immediate implementation; and  
• Potential regulatory changes.   


 


At the inaugural meeting in December 2014, OPM Deputy Associate 
Director for Senior Executive Services and Performance Management, 
Steve Shih, provided opening remarks to the WG.  In these remarks, he 
included a history of the 2011 interagency effort and approach to develop 
the Basic SES Appraisal System – an initiative in which many of the WG 
members had participated.  He also articulated a charge for the WG and 
encouraged the WG participants to focus on the opportunity to 
meaningfully improve the overall certification process while avoiding an 
approach where participants would settle for compromise or convenience. 


In addition to the WG’s primary work on the SES performance appraisal 
system certification process, the WG also considered an ancillary SES 


performance management project that had recently emerged from the President’s Management Agenda (PMA) SES reform initiatives, 
regarding accountability of SES members for employee engagement.  Specifically, the WG reviewed a new Governmentwide mandate for 
agencies to include performance requirements in the Leading People critical element of all SES performance plans by Fiscal Year (FY) 2016, 
holding SES members accountable for employee engagement, and concluded that each Department and agency (hereafter referred to 
collectively as agency) should have flexibility to determine the best approach for this requirement.  The WG specifically emphasized the need 
for each agency to develop its own agency-specific performance requirements, and the WG unanimously agreed the current language in the 
Leading People requirements of the Basic SES Appraisal System is appropriate and should not be modified. 


With regard to the WG’s primary focus, the WG concentrated on reviewing each of the ten certification criteria as applied in agencies using the 
Basic SES Appraisal System (see Appendix A) and the process for determining agency adherence and effective implementation against the 
criteria.  This report constitutes a summary of the most pertinent WG discussions and recommendations. 
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Employee Engagement 


Initially, the WG addressed an ancillary new SES performance management mandate that emerged from PMA SES reform initiatives – i.e., including in the 
Leading People critical element of SES performance plans by FY 2016 specific performance requirements relating to employee engagement.  Through a 
facilitated discussion, the WG considered and discussed ways to accomplish this requirement, and considered the following issues: 


• Did the current language in the Leading People critical element of the Basic SES performance appraisal system appropriately describe a 
Governmentwide standard, enabling agencies to properly hold SES members accountable for leadership, including for the engagement of 
employees? 


• Should the current language be maintained or revised?  
• Should agencies have the discretion and flexibility to take their own specific approaches to develop and include the required SES performance 


requirements relating to employee engagement?  


 


 


 


 


 


Group recommendations 


• The WG unanimously agreed the current language in the Leading People critical element of the Basic SES Performance Appraisal System is 
comprehensive and sets an appropriate Governmentwide standard for leadership, including for employee engagement. 


• The WG unanimously agreed the current language of the Leading People element should not be revised, with the exception of possibly replacing 
“workplace” with “culture” to better reflect a deeper impact in the current Government environment. 


• The WG also unanimously agreed agencies should have the discretion and flexibility to develop and apply agency-specific performance 
requirements relating to employee engagement because such requirements are not appropriately or effectively addressed on the Governmentwide 
level beyond the current Leading People language; effective planning and execution of employee engagement must occur at the agency level, 
specific to each agency. 


• Any further consideration of changes to the Leading People critical element should be revisited no earlier than 3-5 years from the present to enable 
agencies newly implementing the Basic SES Performance Appraisal System to have time to assess implementation and to better determine helpful 
improvements. 
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Overview of Recommendations for Improving Certification Process 


The WG developed the following goals as the focus of this initiative: 


• Identify the appropriate criteria for certification;  
• Determine how to assess the criteria; and 
• Decide the appropriate types of certification.  


 


In keeping with these goals, the WG agreed to evaluate each criterion for three 
possible outcomes – whether a criterion should continue to be reviewed in the same 
way by OPM and OMB, with agencies submitting documentation to show evidence 
they are meeting the criterion; whether a criterion could be self-verified by an 
agency with an associated spot check by OPM; or whether the criterion could be 
removed from certification requirements and executed independent of OPM/OMB review.  


Ultimately, the recommendations in this report provide an effective and appropriate way to improve the certification process by providing 
greater responsibility for agencies to jointly partner with OPM/OMB on reviewing and determining certification, as well as significantly 
reducing the amount and frequency of documentation submission by agencies.  The recommendations do not suggest any change in the 
importance of each criterion for implementation of good performance management or good pay for performance; rather, they simply reflect 
a shift in the process and responsibility for assessing each criterion, along with a streamlining of the process to reduce administrative 
burden. 


Small Agencies  


The WG specifically reviewed the appropriateness of the documentation requirements as applied to small agencies (defined as having fewer 
than 10 SES members) to ensure small agencies – with potentially different organizational dynamics and a lower level of resources available 
to prepare for certification reviews – are not unfairly impacted by the certification process.  Subsequently, the WG determined the current 
requirements are appropriate and should not be modified as long as small agencies have the opportunity during certification reviews to 
justify any unique circumstance that impedes their ability to demonstrate the satisfaction of any criteria. 
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New Role Responsibilities  


OPM/OMB Review Agency Self-Verify with OPM Spot 
Check 


Agency Responsibility 


Performance Distinctions Organizational Performance and 
Guidelines 


Consultation 


Pay Differentiation Oversight Accountability 


Aligned Results (combines prior 
Results and Alignment criteria) 
 
[Provisional certification and first 
Full Certification] 


Communication of System 
Application Results 


Balance 


 Aligned Results 
 
[Peer review after Full Certification 
from OPM/OMB] 


Training 
 


 


Specific Criteria Recommendations 
A.  OPM/OMB Review 


1. Performance Distinctions & Pay Differentiation 
- Agencies report their SES/SL/ST ratings, pay adjustments and awards to OPM through an annual data call.  Previously, when an 


agency received full certification, OPM would review its data at the time of a new certification request.  Therefore, some data 
issues may have gone undetected until the agency again requested certification.  To facilitate agency awareness of any data 
concerns on an off-year when there is no certification request, OPM will to review and analyze the data for affected agencies for 
any major issues, calculate the Pearson Correlation Coefficient, and notify agencies of any issues identified. 


- Under the revised process, each agency will submit its pay policy with the initial certification request; subsequently, for future 
certification requests, agencies need not submit their pay policies unless the policy has changed.  The CHCO or other appropriate 
individual will verify that the pay policy has not changed since last reviewed by OPM. 


- Agencies will submit pay and award recommendation ranges to OPM as part of the annual data call. 
- Agencies will submit appropriate justification of ratings distributions for each year being considered in the certification request 


(one year for provisional and two years for full).  Agencies may choose to submit the justification annually along with the data call, 
or when they submit the certification request. 


*** See detailed notes on justification requirements in later section – Justification of Ratings Distribution*** 
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2. Aligned Results (Provisional Certification and first submission under revised process) 
- Merge the results and alignment criteria since both are documented through review of the sample of executive performance plans. 
- OPM will continue to focus on the Results Driven element. 
- The Results Driven element must include be at least one performance 


requirement specifying what the executive is expected to accomplish 
during the applicable appraisal period.  Each performance requirement 
must have at least one main result and quality indicator(s) that describe 
success. Agencies will include other appropriate measures as applicable 
(e.g., quantity, timeliness, cost-effectiveness).  


- The plans submitted to OPM will clearly and separately identify the results 
and their applicable measures (e.g. underline result and bold measure).  
The executives will be responsible for this identification since they are the 
ones who best know the outcomes and outputs of their work (they may also 
collaborate with their Executive Resources specialist). 


- Each plan performance requirement must include a clear, transparent 
reference to what in the strategic plan and/or other organizational performance document the requirement aligns.  Agencies must 
make these documents accessible to OPM for verifying the alignment.  The WG also discussed the possibility of utilizing OMB 
MAX for the submission of alignment documents (i.e., Agency’s Strategic Plan and other appropriate documentation). 


- OPM will conduct the review of agency performance plans to ensure aligned results.  When an agency obtains Full Certification, it 
subsequently will have the option to request a peer review of performance plans.  The peer agency completing the review must 
have Full Certification, and the agencies may not give reciprocal reviews.  


*** See detailed notes on peer review in later section – Agency Peer Review*** 
 


B.  Agency Self-Verification with OPM Spot Check 


1. Organizational Assessment and Guidelines 
- Agencies must issue Guidelines for using organizational performance results to inform executive ratings.  This is generally done in 


the form of a memorandum or email communicating the results of a recent organizational assessment and instructions for using this 
information when making rating, pay, and award recommendations.  For small agencies, a description of the guidelines’ content 
and how they were communicated is acceptable.   


When spot-checked, agencies will send OPM the memorandum or other form of communication used to address Guidelines.   


2. Communication of System Application Results 
- Agencies must communicate system application results (the rating distribution and average pay adjustment and performance award 


by performance level) from the previous appraisal period. 


When spot-checked, the agency will send OPM the memorandum or other communication issued. 
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3.  Oversight 
- Agencies must identify the high-level official who provides oversight and consistency of the appraisal process.  They must also 


confirm the oversight function was completed. 


When spot-checked, agencies will send OPM the name and title of the official with responsibility for appraisal system implementation 
and assessment. 


4. Aligned Results (Peer Review of Performance Plans after Full Certification from OPM/OMB) 
- After an agency obtains Full Certification, it will have the option to request a peer review of its performance plans from another 


agency with Full Certification. 


When spot-checked, agencies will send OPM the Peer Review Assessment template and the sample of executive performance plans 
reviewed in the peer review. 


*** See detailed notes on peer review in later section – Agency Peer Review*** 
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C.  Agency Responsibilities – agencies will assume responsibility for the following criteria, recommended for removal from submission for 
OPM/OMB review and OPM spot check.  All of these criteria are accounted for in the Basic System description and its performance plan 
template, thereby obviating the need for subsequent verification. 


1. Consultation  
- This is covered in the system description and in the performance plan template (indicated by signatures on the performance plan).  


The executive’s signature signifies the completion of a full discussion about expectations across all critical elements and s/he has 
been involved in the development of the requirements in the Results Driven element. 


2. Accountability  
- This is covered in the system description and in the performance plan template in the Leading People element.  Specific language 


is already included to address the requirement for the executive to be accountable for alignment of their own employees’ plans and 
the rigorous appraisal of performance. 


3. Balance 
- This is covered in the system description and in the performance plan template in the Building Coalitions and Leading People 


elements, and requires stakeholder and employee perspective.  This is currently called “customer feedback,” and the group 
recommends changing it to “stakeholder feedback.” 


4. Training 
- This is required in the system description.  It requires agencies to provide information and training for executives and 


rating/reviewing officials on the requirements and operation of the agencies’ performance management and pay-for-performance 
systems.  Additional training should be provided as needed, before the end of the appraisal cycle. 
 


Other Recommendations 


Provisional vs Full Certification 


The WG members agreed unanimously to retain the use of Provisional Certification, which enables agencies to access the higher pay rates 
and higher aggregate limit for a period of 12 months while they address issues with the application of their appraisal systems. 
 
Full Certification covers a period of 24 months and is granted when agencies have independently fully met all certification criteria.  
 
No limit will be placed on the number of times an agency may receive Provisional Certification.  
 
The two most common reasons agencies fall from Full to Provisional Certification are as follows: 


- Inadequate Aligned Results in Performance Plans 
- Data Issues 
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Performance Plans 
- Agencies will drop to Provisional Certification if any performance plan(s) in the sample requires revision, whether reviewed by 


OPM or peer review.  This feature recognizes agencies have the flexibility to select the specific sample of performance plans to 
demonstrate adherence to certification criteria, demonstrating sound performance management implementation. 


 
Agency Data 


- For Full Certification, an agency must have 2 years of data where the ratings distribution shows meaningful distinctions (ratings 
are distributed over various rating levels and overall ratings are properly justified) and the agency has made individual 
differentiations in both pay and awards based on those ratings.  Pay differentiation requires executives with the highest ratings to 
receive the highest pay adjustments and the largest bonuses.  Some exceptions may be acceptable (e.g., when executives are at the 
pay range maximum). 


- No across-the-board pay adjustments or awards are acceptable – either by dollar amount or percentage – because the SES 
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What happens if a reviewing agency determines a performance plan is inadequate?  
Any revision that needs to be made to a single performance plan in the sample will drop agencies to Provisional Certification 
(regardless of whether OPM or agencies review the plans).  If reviewing agencies find an issue with one or more of the plans, they must 
notify OPM.  The peer review assessment template includes the reviewing agencies’ recommendation regarding Full or Provisional 
certification.  The reviewing agencies will not provide a signed peer-review assessment when the sample plans do not meet the aligned 
results criterion, either upon initial submission or with required revisions. 
 


Who   will sign-off on agencies’ review of the plans and provide documentation to OPM? 
The reviewing agency will provide dual signatures:  (1) the individual who conducted the review, and (2) the agency head, CHCO, or 
other designated official.  These two signatures will be included on the peer review assessment template sent to OPM assuring that the 
peer review was conducted, and the sample plans were adequate. 


What happens if an OPM spot check of peer-reviewed sample plans disagrees with the reviewer assessment? 
If a peer review fails the OPM spot check, the agency reviewed is returned to Provisional Certification status, provided all other criteria 
are met, and the reviewing agency is subject to OPM spot check on its next certification request. 
 


Ratings Distribution Justification  
 
Forced distribution of ratings is prohibited.  No predefined ratings distribution or ratings limitations or restrictions are appropriate.  To 
ensure accountability of agency ratings distributions and the certification requirement that appraisal systems make meaningful distinctions in 
performance, the amount of information required for the ratings distribution justification will vary based on the modal rating. 


The following summarizes the three groupings and accompanying requirements for justification and documentation: 


1. Modal rating is Level 3 or bimodal of Levels 3 and 4 
-  No requirement to submit justification  (i.e., no trend analysis, GPRAMA data, or explanation) 


 
2. Modal rating is Level 4 


- Organizational performance data (use data reported to OMB of goals Exceeded, Met, and Not Met aggregated at the agency level) 
- Explanation of how organizational performance supports the rating distribution (explanation of the nexus/relationship between the 


two, not just an assertion that one justifies the other) 
 


3. Modal rating is Level 5, or bimodal of Levels 4 and 5  
- Same justification as Level 4, plus rating distributions for last 5 years to show agency trend 
- Organizational performance data (data reported to OMB on goals Exceeded, Met, and Not Met aggregated at the agency level) for 


last 5 years to show agency trend  
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- Explanation of other external factors, such as budgetary cuts/revisions, staffing or mission/mandate changes, etc., that impacted the 
ratings distribution 


(See Appendix B for additional WG suggestions)        


Tools and Templates 


The WG reviewed and approved the following tools and templates to promote consistent documentation for certification requests. 
• Certification request letter template including agency self-verification (addresses all required information and provides some 


flexibility for customization) 
• Certification checklist 
• Certification instructions (OPM-provided instructions document) 
• Ratings distribution justification templates/tool 
• Agency peer review template 
• OPM spot check template 


Next Steps 


This report will be provided to stakeholders (including agency CHCOs and Human Resources Directors) for review and comment.  
Stakeholder comments will be reviewed and considered by OPM, along with the recommendations of the WG contained in this report. 


OPM will issue determinations on all recommendations and stakeholder input, and OPM will subsequently coordinate with OMB on the 
revision of joint regulations addressing certification to replace the current interim regulation.   
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In the interim, OPM will implement the recommendations regarding agency self-verification, which can be accomplished under current 
regulation.  OPM anticipates being able to do this for certification requests submitted after October 1, 2015.  Until then, agencies may use 
any of the templates/tools provided when submitting their certification requests.  In late summer or early fall, OPM will convene a work 
group of agencies with SL/ST employees to address SL/ST performance management and certification to determine consistent alternatives 
to offer agencies with senior professionals.  
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Appendix A – Current Certification Criteria 


Certification Criteria 
Review and 


Certify  Current Criteria found in  5CFR 430.404(a) 


Alignment OPM 
(1) Individual performance expectations must be derived from/aligned with the agency’s mission, strategic goals, 
program/policy objectives, and/or annual performance plan. Alignment should be clear and transparent. 


Consultation OPM 
(2) Agencies must consult an executive in the development of his or her performance.  


Results OPM 
(3) The performance expectations for individual senior employees apply to their respective areas of responsibility; reflect 
expected agency and/or organizational outcomes and outputs, performance targets or metrics, policy/program objectives; 
identify specific programmatic crosscutting, external, and partnership-oriented goals or objectives; and are stated in terms of 
observable, measurable, and/or demonstrable performance. 


Balance OPM 
(4) Individual performance expectations must include measures of customer/stakeholder and employee perspectives and 
feedback, and leadership competencies or behaviors that contribute to and are necessary to distinguish outstanding 
performance.  


Organizational 
Assessment & 


Guidelines 
OPM 


(5) Appropriate assessments of the agency’s performance.  Guidelines on how to evaluate individual performance, based in 
part on those organizational assessments, that are communicated to senior employees, senior employee rating and reviewing 
officials, and PRB members at the end of the appraisal cycle and before initial ratings are done.  


Oversight 
OPM 


(6) Provide for oversight by the designated individual who certifies that 1) the appraisal process makes meaningful 
distinctions based on relative performance; 2) the results of the appraisal process take into account the agency’s 
organizational performance assessment; and 3) pay levels and adjustments and performance awards based on the results of 
the appraisal process accurately reflect individual performance and/or contribution to agency performance. 


Accountability OPM 
(7) For supervisory senior employees, a senior employee’s performance plan must include a critical element that holds the 
senior employee accountable for aligning subordinate performance plans with organizational goals and the rigor with which 
the senior employee appraises subordinate employees. 


Performance 
Distinctions OPM 


(8) Application of the system must result in meaningful distinctions based on relative performance. Agencies need to justify 
their rating distribution using organizational performance, such as strategic goals achieved. 


 
Pay Differentiation OPM 


(9) Annual ratings, pay, and awards data showing that those senior employees who have demonstrated the highest levels of 
individual performance and/or contribution to the agency’s performance receive the highest annual summary ratings and the 
largest corresponding pay adjustments, performance awards, and levels of pay, particularly above the rate for level III of the 
Executive Schedule. 


Training and 
Communication of 
System Application 


Results 


OPM 
(10) Documentation of training provided to senior employees on the policies and operation of their performance management 
and pay systems as well as communication of the results of the previous appraisal period (i.e., overall ratings distribution, 
average pay adjustments, and average performance awards for each rating level). 
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Appendix B – Additional Suggestions 


Additional Suggestions 


The WG participated in rich discussions on various topics related to appraisal system certification and performance management in general.  
While not all suggestions will go forward for adoption, the others are noted here as they informed the discussions and contributed to the 
final recommendations. 


General Recommendations 


- Agency Heads – Get their buy-in and increase awareness on the importance of the certification process  
- Agency Heads – Send message that Senior Executives are all part of a distinguished cadre and their performance is valued, and 


Outstanding is/should be a very high threshold.  Explain what Outstanding means among an already high-performing group   
- SES/SL/ST – Need training on the value of the certification process and the impact on performance 
- SES/SL/ST – Need to understand that when performance requirements (expectations) are set rigorously a Level 3 rating (meeting 


all expectations) is actually very challenging and should be the norm 
- Change the law requiring 5% statutory minimum for individual performance awards 
- OMB – As economic conditions allow, reduce restrictions on pay and performance awards 
- OMB – Issue more timely pay and performance awards guidelines 


Certification Process and Requirements 


- Length of Certification – propose statutory changes to extend certification to 4 or 5 years and provisional to 2 years 
- Greater automation of performance appraisal process 


o Have OPM pull data already submitted by agencies to OPM-maintained systems for annual SES/SL/ST ratings and pay data  
o Automate certification submissions 


- Have a chance to correct plans before dropping to Provisional Certification   
- Agencies could work with OPM on ratings distribution and pay recommendation prior to PRB submission to appointing authority 
- Certification for non-basic SES systems would be similar to SL/ST certification 


SL/ST Certification 


- Provide a streamlined SL/ST certification request process 
- System description for SL/ST to be submitted for initial certification and only provided for subsequent certifications if revised 
- Streamlining the SL/ST process, including performance plan sample size (same sample size as for SES certification) 
- Ratings distribution justification – focus more on the impact of SL/ST on an individual level rather than at the organizational level 
- Some or all items in the “agency responsibility” bucket for the SES would be moved to the self-verification bucket for the SL/ST 
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Appendix C – Participating Agencies 


Agencies participating in the WG were— 
 
Court Services and Offender Supervision Agency (CSOSA)  -  Rhonda Jones 
Department of Agriculture (USDA)  -  Kim Hobbs  
Department of Commerce (DoC)  -  Denise Yaag 
Department of Defense (DoD)  -  Alyson Grant  
Department of Justice (DoJ)  -  Virginia Thompson  
Environmental Protection Agency (EPA)  -  Susan Smith and Lisa Matluk 
U.S. International Trade Commission (USITC)  -  Eric Mozie and Charlee Marcus  
National Aeronautics and Space Administration (NASA)  -  Veronica Marshall 
National Transportation Safety Board (NTSB)  -  Anh Bolles 
Social Security Administration (SSA)  -  Bonnie Doyle and Sarah Rohde 
 
OMB was available for technical and process input - Jeremy Leon 
 
OPM staff support  -  Senior Executive Service and Performance Management  


Barbara Colchao, Christian Fajardo, Febbie Gray, Louis Ingram, Nikki Johnson, Aisha Kendall, Myriam Mayobre, Justin Sams, Eric 
Schmidt, Charlene Seon, and Loretta Whitacre (rotational detailee) 





		Introduction

		Employee Engagement

		Group recommendations



		Overview of Recommendations for Improving Certification Process

		Small Agencies

		New Role Responsibilities



		Specific Criteria Recommendations

		Other Recommendations

		Provisional vs Full Certification

		Agency Peer Review of Performance Plans

		Ratings Distribution Justification



		Tools and Templates

		Next Steps

		Appendix A – Current Certification Criteria

		Appendix B – Additional Suggestions

		Appendix C – Participating Agencies









Office of Personnel Management (OPM)
1900 E Street, NW, Suite 5H27
Washington, DC 20415
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: I&E Committee Newsletter
Date: Monday, August 17, 2015 1:28:32 PM
Attachments: IandE Newsletter August 2015.pdf

For your information, attached is the Inspections and Evaluations Committee’s August Newsletter.

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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External Peer Review Program Survey 


 


INSPECTION and EVALUATION 
COMMITTEE                  A u g u s t  2015 


I&E COMMITTEE MEMBERS 
 


Committee Chair 
Dan Levinson  


Health & Human Services  
Committee Vice-Chair  


Kurt Hyde 
Library of Congress 


 
Kathy Buller 


Peace Corps 
Jack Callender 


Postal Regulatory Commission  
Elizabeth Dean  


Farm Credit Administration  
Arthur Elkins  


Environmental Protection Agency  
Linda Halliday 


Veterans Administration  
Tonie Jones  


National Endowment for the Arts  
Mary Kendall  


Department of the Interior  
Steve Linick  


Department of State  
Charles McCullough, III  


Intelligence Community  
Mary Mitchelson  


Corporation for Public Broadcasting  
Dana Rooney  


Federal Labor Relations Authority  
John Roth  


Department of Homeland Security  
Hubert Sparks  


Appalachian Regional Commission  
Laura Wertheimer  


Federal Housing Finance Agency  
 


The I&E Committee is developing its External Peer Review  
Program.  The External Peer Review Program, when  formalized, 
will assess the I&E community’s system of quality control in  
accordance with CIGIE Quality Standards for Inspection and 
Evaluation (the Blue Book).  The Committee recently surveyed all 
72 IGs and is in the process of collecting information regarding 
the size and scope of each I&E unit.  This information will ensure 
that I&E units are reviewed by peers through the External Peer 
Review Program.  The survey asks about work standards (i.e. the 
Blue Book) and products, organization and distribution of  
resources, and contact information.  We encourage each CIGIE  
Liaison to work with their IG to complete the survey by August 
31, 2015.  


Training Updates 


I&E Fundamentals Training Program—Registration for the 
pilot session of this new 4 ½-day training program opened in  
mid-July and the 30 seats in the training program were claimed 
by early August. Additional registrants for training program, 
which will run September 21-25, are being placed on a wait list. 
In FY 2016, the Training Institute anticipates running 3 sessions 
of the training program, which is designed for I&E staff who have 
not previously received training and/or had work experience in 
conducting I&E work in accordance with the CIGIE Quality 
Standards for Inspection and Evaluation. The training program 
will primarily be taught by volunteer instructors from the I&E 
community. 
 
I&E Training Team Meeting—The I&E Training Team will 
hold its bi-monthly meeting on Tuesday, September 1, 2015 from 
10-11:30 am in the CIGIE conference room (1717 H Street, NW, 
Suite 825). The Team advises the Training Institute’s Audit,  
Inspection, and Evaluation Academy on  professional  
development for inspectors and evaluators. The meetings are also 
an opportunity for the Academy to update Team members on  
various Training Institute initiatives and projects. I&E staff with 
an interest in training are welcome to attend and should contact 
Lisa Rodely, (202.292.1066 or lisa.rodely@cigie.gov) for more  
information. 


Join us for the next I&E Committee Meeting,  
September 9th, 1 pm  


in the HHS OIG Conference Room. 







From: Paola Merino
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Important - Draft IG Reform Bill
Date: Friday, February 27, 2015 12:22:23 PM
Attachments: image001.png

On behalf of Jeffrey E. Schanz, Inspector General Legal Services Corporation.

Paola Merino
CIGIE_logoRGB for website upload

1717 H Street, NW, Suite 825
Washington, DC 20006
Main (202) 292-2600
Fax (202) 254-0162
www.IGNet.gov
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for
the use of the individual or entity to whom it is addressed. Please do not forward this message without permission. If you are
not the intended recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby
notified that any disclosure, copying, distribution or the taking of any action in reliance on the contents of this transmission is
strictly prohibited. If you have received this transmission in error, please notify me immediately by telephone or return mail
and delete and destroy the original email message, and any attachments thereto and all copies thereof.

From: Jeffrey Schanz [mailto @oig.lsc.gov] 
Sent: Friday, February 27, 2015 11:14 AM
To: Paola Merino
Subject: letter
Importance: High
As we just discussed, please circulate to the entire community.
Jeffrey E. Schanz
Inspector General
Legal Services Corporation
3333 K Street, NW 3rd Floor
Washington, DC 20007

; Fax (202) 337-6616

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
http://www.ignet.gov/



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Invitation to attend an SES Resume-Based Hiring Forum, at OPM on February 4, 2015
Date: Friday, January 23, 2015 2:13:43 PM

FYI – Please see the below announcement from OPM on subject.

Subject: Invitation to attend an SES Resume-Based Hiring Forum, at OPM on Wed. 2/4
Good afternoon,
In support of the President’s Management Agenda (PMA) and in support of SES hiring reforms, the
U.S. Office of Personnel Management (OPM) will host a forum on Wednesday, February 4, 2015
from 9:00 am to 12:00 pm in the Campbell Auditorium located at 1900 E Street, NW, Washington,
DC 20415 on SES resume-based hiring. The forum will include a presentation, followed by a panel
discussion, from agencies who were early implementers of the SES resume-based hiring method.
The discussion will focus on the agencies’ lessons learned, best practices, challenges faced, and tools
that can assist agencies if they want to pilot this method.
Please register for this event at the following link: https://www.eventbrite.com/e/senior-executive-
service-resume-based-hiring-forum-tickets-15460115622
If there is inclement weather on the day of the event and OPM releases an advisory (e.g., option for
telework, delayed arrival, closure), the event will be rescheduled for a later date.
If you have any questions regarding this forum, please feel free to contact  by telephone
at  or by email at @opm.gov or  by telephone at 

 or by e-mail at @opm.gov.
All the best!

Stephen T. Shih
Deputy Associate Director
for Senior Executive Services
and Performance Management
U.S. Office of Personnel Management
Tel. 

(b) (6)
(b) (6)

(b) (6)

(b) (6)
(b) (6) (b) (6) (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://www.eventbrite.com/e/senior-executive-service-resume-based-hiring-forum-tickets-15460115622
https://www.eventbrite.com/e/senior-executive-service-resume-based-hiring-forum-tickets-15460115622


From:
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Ken Konz passing
Date: Friday, April 24, 2015 3:21:15 PM

We are sad to report that Kenneth Konz died 

 

(b) (6)

(b) (6)



From: Mark Jones
To: cigie@list.nih.gov
Cc: cigie-liaisons@list.nih.gov
Subject: FW: Leg. Committee June Newsletter
Date: Tuesday, June 23, 2015 7:07:41 AM
Attachments: Legislation Committee Newsletter June 2015.pdf

For your consideration, attached please find the Legislation Committee’s June 2015 newsletter.

mailto:cigie@list.nih.gov
mailto:cigie-liaisons@list.nih.gov
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T H I S  M O N T H
• Legislative priorities


s. 579
H,R, 2395
S. 1115
H.r. 1560 & S. 754
H.R. 2003 & S. 1073


• Other Legislation
H.R. 1731
H.R. 1735
H.R. 1557
H.R. 1938
H.R. 2400& S. 1368
H.R. 2532& S. 1387
H.R. 2578
S. 282
S. 1008
S. 1441
S. 1536


C O M M I T T E E
kathy buller - chair
peace corps


steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO


C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y


L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Ju n e  2 0 1 5


M E S S A G E  F R O M  T H E  C H A I R
First and foremost, I want to thank 
Peg Gustafson, the Legislation  
Committee’s outgoing Chair, and her 
team for their tireless efforts. I hope 
to continue the good work they have 
started.  Second, I want to welcome 
State Department IG Steve Linick as 
the new vice chair for the committee.


Congress has not sat idly during our 
change in leadership, and neither has the  
Legislation Committee. A number of 
bills that could affect CIGIE and the 
IG community have been introduced or 
have progressed to varying degrees. As 
we settle into the work of the Legislation  


Committee and continue our engagement with the Hill, I encourage 
all Inspectors General to be open with their feedback and to provide 
comments to legislation that would affect them. I look forward to 
helping represent our community’s interests to Congress.


-Kathy A. Buller
Peace Corps OIG


I N T R O D U C T I O N
The Legislation Committee convened on June 9, 2015. Copies of the  
previous meeting agendas and past approved meeting minutes are posted on the  
CIGIE intranet site on the Legislation Committee webpage. Summaries of key  
activities that have occurred since the previous newsletter was published are  
provided below, as well as descriptions of new legislation that has been  
introduced or legislation with significant changes.


T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 


AT  C I G I E  H E A D Q U A R T E R S .


SOURCE: ARCHITECT OF THE CAPITOL



https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S


S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5


S. 579 was voted favorably out of the Committee on Homeland Security and Governmental 
Affairs (HSGAC) and remains on the Senate calendar, though further action has not yet 
been scheduled. Since HSGAC released its committee report (S. Rept. 114-36), the  
Legislation Committee prepared a views letter addressed to HSGAC so that they may fully 
consider CIGIE views prior to action in the full Senate. The Legislation Committee has had 
a continuing dialogue with the HSGAC staff and has scheduled a meeting the third week of 
June with HSGAC staff to further discuss the issues raised in the views letter.


H . R .  2 3 9 5 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5


H.R. 2395 was introduced on March 18, 2015, marked up by the House Committee on 
Oversight and Government Reform (HOGR), and voted favorably out of the committee. 
The Legislation Committee had previously commented on a similar bill introduced in the 
previous Congress (H.R. 5492) with a formal views letter. H.R. 2395 however, includes a 
series of new provisions. After soliciting the views of CIGIE, particularly members of the 
Legislation Committee, the Chair and Vice Chair of the Legislation Committee and the 
Vice Chair of CIGIE met with HOGR staff after the mark-up to discuss the new  
provisions of the marked up bill. Based on the feedback received from the IG community 
we provided informal comments to H.R. 2395 addressing CIGIE priorities and multiple 
concerns with the legislation. HOGR staff reported being open to CIGIE suggestions and 
committed to circulating a new draft of the bill.  


S .  1 1 1 5 ,  G R A N T S  OV E R S I G H T  A N D  N E W E F F I C I E N C Y AC T  O R  “ G O N E  AC T ”


S. 1115 was introduced in the Senate on April 28, 2015. The bill intends to direct CIGIE to 
report on certain zero balance Federal grant accounts, recommend which of these  
accounts should be closed, and report to Congress the status of the accounts required to be 
closed. HOGR staff proactively reached out to the Legislation Committee on the possibility 
of developing similar House legislation. The Legislation Committee is coordinating with 
multiple OIGs from grant issuing agencies to ascertain the effect of this bill on OIGs, guide 
the Legislation Committee’s views on the bill, and formulate a plan for House and Senate 
engagement. An informal discussion with HOGR staff is scheduled the third week of June, 
and the Legislation Committee welcomes feedback on this topic. 


H.R.  1560,  P R OT E C T I N G  C Y B E R  N E T W O R K S  A C T  & 
S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5


H.R. 1560 was passed by the House on April 22, 2015, and the related Senate bill, S. 754, 
was reported out of the Select Committee on Intelligence (Rept. No. 114-32) to the Senate.  
The bills implement cybersecurity reporting requirements for five OIGs (Department of 
Homeland Security, Intelligence Community, Department of Justice, Department of  
Defense, and Department of Energy). A staff member has reached out to the Legislation 



https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1560?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/senate-report/32
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Committee is to ascertain the impact of the reporting requirements on OIGs. The  
Legislation Committee has reached out to the affected OIGs about the impact of the bills 
and strategies for engagement. The Legislation Committee welcomes further feedback on 
this topic.


H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T


H.R. 2003 remains under consideration by HOGR and the Committee on Ways and Means 
and S. 1073 remains under consideration by HSGAC. The Social Security Administration 
(SSA) OIG has agreed to lead a working group tasked with analyzing the effects of these 
bills and formulating a possible engagement plan.


Both bills direct SSA to “provide for the use of information regarding all deceased  
individuals” held by SSA to federal agencies and their IGs that provide federally funded 
benefits in order to ensure proper payments. OMB would be required to consult with  
CIGIE and other relevant agencies before issuing guidance in accordance with the bill.


O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
have been recently acted upon by Congress:


H.R .  1731 , NATIONAL CYBERSECURITY PROTECTION ADVANCEMENT ACT OF 2015


H.R. 1731 was passed by the House on April 23, 2015, and was appended to H.R. 1560 (see 
above). The bill amends the Homeland Security Act of 2002 to enhance multi-directional 
sharing of information related to cybersecurity risks and strengthens privacy and civil  
liberties protections. The bill requires that each OIG receiving cyber threat indicators or  
defensive measures shared with the National Cybersecurity and Communications Integration 
Center perform periodic reports containing a review of the use of cybersecurity risk  
information shared with the Center.


H . R .  1 7 3 5 ,  NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL YEAR 2016


The bill was passed by the House on May 15, 2015, and was received by the Senate, which 
invoked cloture. House staff reached out to CIGIE in April regarding a possible provision in 
the bill directing CIGIE to appoint a lead IG for Operation Freedom’s Sentinel.  This  
provision does not appear in the final version of the bill, and CIGIE has had no further 
dialogue with the staff on this matter.


On June 15, 2015, Senator Paul submitted floor amendment no. 2026 to H.R. 1735 that 
would amend 5 U.S.C. § 4512 to allow for monetary awards to be given in cases where 
agency employees simply identified surplus funds or unnecessary budget authority. The 
amendment would also require an OIG to refer to its agency CFO the potential surplus 
funds or unnecessary budget authority identified by the employee, along with any  
recommendations, at which point the CFO will determine if rescission of the surplus funds 
or unnecessary budget authority would not hinder the effectiveness of the agency.



https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1731?q=%7B%22search%22%3A%5B%22%5C%22hr1731%5C%22%22%5D%7D

H.R. 1735

https://www.congress.gov/amendment/114th-congress/senate-amendment/2026/text

http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm
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H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T


The bill was reported out of HOGR on March 15, 2015, placed on the House calendar, and 
a committee report (H. Rept. 114-117) has been issued.  


The bill would prevent implementation or enforcement of any non-disclosure agreement 
that prohibits or restricts an employee from reporting waste of funds, violations of law,  
mismanagement, etc. to Congress, the Office of Special Counsel, or an OIG.


H . R .  1 9 3 8 ,  I N S P E C T O R S  G E N E R A L  T R A N S P A R E N C Y  A C T  O F  2 0 1 5


H.R. 1938 was introduced on April 22, 2015, and referred to HOGR. Almost identical 
language appears in the S.579 section regarding reporting requirements (see above). A staff 
member from Representative Kind’s office reached out to the Legislation Committee to 
seek our views. We forwarded the CIGIE views letter on S. 579 where CIGIE discusses its 
concerns over certain reporting requirements. We also offered to meet with the staffer. 


The bill amends the IG Act to require IGs to submit issued “work product” to (i) the head of 
each establishment reviewed; (ii) HSGAC/HOGR/Appropriations/Committees of  
Jurisdiction; (iii) an individual or entity causing a work product to be initiated; and (iv) any 
Member of Congress upon request. Further, an OIG must post the work product on its 
website not later than 3 days after the work product is submitted in final form to the head of 
the establishment.


H.R. 2400, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE   
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 &


S.  1368, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE    
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 


H.R. 2400 was introduced May 18, 2015, and has been referred to the Committees on  
Energy and Commerce; Natural Resources; Education and the Workforce; Ways and 
Means; HOGR; House Administration; the Judiciary; Rules; and Appropriations. A similar 
bill, S. 1368, was introduced in the Senate and referred to the Committee on Health,  
Education, Labor, and Pensions on May 19, 2015.


Both bills would appoint a Special IG to monitor the Affordable Care Act (ACA). The  
Special IG would oversee individual healthcare; healthcare plans; healthcare providers; 
healthcare employers; Federal government reports, programs, and contractors associated 
with the ACA risk adjustment programs; all contracts awarded under the ACA; 
developments in the healthcare marketplace; risks associated with the ACA; the Federal 
Data Service Hub; IRS duties relating to the ACA; the effect of ACA on the right of  
conscience, including religious institutions and abortions; among others. The Special IG 
would coordinate with the OIGs of HHS, SSA, DHS, VA, DOD, DOL, the Peace Corps, 
and any other relevant federal IG; and will have the duties and responsibilities of inspectors 
general under the IG Act of 1978.


The bills state that HHS would provide the Special IG with resources necessary to complete 
its mission. The office of the Special IG would sunset on either January 1, 2025, or shortly 
after the last year ACA is in effect.



https://www.congress.gov/114/bills/hr1557/BILLS-114hr1557rh.xml

https://www.congress.gov/congressional-report/114th-congress/house-report/117/1?q=%7B%22search%22%3A%5B%22%5C%22hr1557%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1938?q=%7B%22search%22%3A%5B%22%5C%22hr1938%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/2400?q=%7B%22search%22%3A%5B%22%5C%22hr2400%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1368?q=%7B%22search%22%3A%5B%22%5C%22s1368%5C%22%22%5D%7D
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H . R .  2 5 3 2 ,  E A S Y  S AV I N G S  A C T  O F  2 0 1 5  &  
S .  1 3 8 7 ,  B O N U S E S  F O R  C O S T- C U T T E R S  A C T  O F  2 0 1 5


H.R. 2532 and S. 1387 were both introduced in late May 2015 and were referred to HOGR 
and HSGAC, respectively. Similar to the Sen. Paul floor amendment to the NDAA for 
FY16 mentioned above, the bills would amend 5 U.S.C. § 4512 to allow for awards to be 
given in cases where agency employees simply identified surplus funds or unnecessary  
budget authority. The bills would also require an OIG to refer to its agency’s CFO the  
potential surplus funds or unnecessary budget authority identified by the employee, along 
with any recommendations, at which point the CFO will determine if rescission of the  
surplus funds or unnecessary budget authority would not hinder the effectiveness of the 
agency.


H . R .  2 5 7 8 ,  M A K I N G  A P P R O P R I AT I O N S  F O R  T H E  D E P A R T M E N T S  O F    
     C O M M E R C E  A N D  J U S T I C E ,  S C I E N C E ,  A N D  R E L AT E D  A G E N C I E S   
     F O R  T H E  F I S C A L  Y E A R  E N D I N G  S E P T E M B E R  3 0 ,  2 0 1 6


H.R. 2578 was passed in the House on June 3, 2015, was reported out of the Senate  
Appropriations Committee on June 16, 2015.


The bill when passed by the House contained the following provision regarding the access of 
information: “SEC. 538. No funds provided in this Act shall be used to deny the  
Inspectors General of the Departments of Commerce and Justice, the National Aeronautics 
and Space Administration, and the National Science Foundation timely access to all records, 
documents, and other materials in the custody or possession of the respective department 
or agency or to prevent or impede the particular Inspector General’s access to such records, 
documents, and other materials, unless in accordance with an express limitation of section 
6(a) of the Inspector General Act, as amended, consistent with the plain language of the  
Inspector General Act, as amended. The Inspectors General of the Departments of  
Commerce and Justice, the National Aeronautics and Space Administration, and the  
National Science Foundation shall report to the Committees on Appropriations of the 
House of Representatives and the Senate within five calendar days any failures to comply 
with this requirement.” 


The Senate substitute version of the bill, as reported out of the Senate Appropriations  
Committee, contains similar language; however, it addresses only the Inspector General of 
the Department of Justice. 


S .  2 8 2 ,  TA X P AY E R S  R I G H T-T O - K N O W  A C T


S. 282 was reported out of HSGAC on May 6, 2015. The bill seeks to provide taxpayers with 
an annual report disclosing the cost and performance of Government programs and areas of 
duplication among them. The bill requires OMB to provide links on its websites to OIGs’ 
reviews of their respective agencies programs.



https://www.congress.gov/bill/114th-congress/house-bill/2532/text?q=%7B%22search%22%3A%5B%22inspector+general%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1378/text

http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm

https://www.congress.gov/bill/114th-congress/house-bill/2578?q=%7B%22search%22%3A%5B%22%5C%22hr2578%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/282?q=%7B%22search%22%3A%5B%22%5C%22s282%5C%22%22%5D%7D
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S .  1 0 0 8 ,  D ATA  C O N S O L I D AT I O N  A N D  O P T I M I Z AT I O N


S. 1008, a bill “to require certain agencies to conduct assessments of data centers and develop 
data center consolidation and optimization plans,” was introduced on April 20, 2015, and 
referred to HSGAC.  


The bill would require the Departments of Agriculture, Commerce, Defense, Education, 
Energy, Housing and Urban Development, Interior, Justice, Labor, State, Transportation, 
Health and Human Services, Treasury, Veterans Affairs, as well as EPA, GSA, NASA, NSF, 
NRC, OPM, SBA, SSA, and USAID to annually report to OMB an inventory of “data  
centers” owned. The bill would sunset at the end of fiscal year 2019. The bill would also 
require that a listed agency’s OIG release a public report evaluating the completeness of the 
inventory of the agency no later than six months after the agency releases its first report.


S.  1441 ,  S T O P  M I L I TA R I Z I N G  L AW  E N F O R C E M E N T  A C T


S. 1441 was introduced on May 21, 2015, and was referred to the Committee on Armed 
Services.


The bill would require an annual report from the Comptroller General to Congress  
regarding any agency or OIG that has “specialized units that receive special tactical or 
military-style training or use hard-plated body armor, shields, or helmets and that respond 
to high-risk situations that fall outside the capabilities of regular law enforcement officers, 
including any special weapons and tactics (SWAT) team, tactical response teams, special 
events teams, special response teams, or active shooter teams.”


S.  1536 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  F L E X I B I L I T Y  I M P R O V E M E N T S    
      A C T  O F  2 0 1 5


S. 1536 was introduced on June 10, 2015, and referred to HSGAC.


The bill seeks to amend Section 610 of Title V to require inspectors general to periodically 
review whether an agency has “appropriately” performed an expanded regulatory review plan 
aimed at determining whether the agency’s rules have a significant economic impact on a 
substantial number of small entities and if such rules should be continued, changed, or re-
scinded. An IG must notify its agency head of the outcome of its review, and within 30 days 
to determine whether the agency has addressed the issues found in the review and to report 
to Congress any issues not addressed.



https://www.congress.gov/bill/114th-congress/senate-bill/1008?q=%7B%22search%22%3A%5B%22%5C%22s1008%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1441?q=%7B%22search%22%3A%5B%22%5C%22s1441%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1536?q=%7B%22search%22%3A%5B%22%5C%22s1536%5C%22%22%5D%7D





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Leg. Committee June Newsletter
Date: Tuesday, June 23, 2015 7:07:41 AM
Attachments: Legislation Committee Newsletter June 2015.pdf

For your consideration, attached please find the Legislation Committee’s June 2015 newsletter.

mailto:CIGIE-LIAISONS@LIST.NIH.GOV



C I G I E  L E G I S L AT I O N  C O M M I T T E E  J U N E  2 0 1 5   |  1


T H I S  M O N T H
• Legislative priorities


s. 579
H,R, 2395
S. 1115
H.r. 1560 & S. 754
H.R. 2003 & S. 1073


• Other Legislation
H.R. 1731
H.R. 1735
H.R. 1557
H.R. 1938
H.R. 2400& S. 1368
H.R. 2532& S. 1387
H.R. 2578
S. 282
S. 1008
S. 1441
S. 1536


C O M M I T T E E
kathy buller - chair
peace corps


steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO


C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y


L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Ju n e  2 0 1 5


M E S S A G E  F R O M  T H E  C H A I R
First and foremost, I want to thank 
Peg Gustafson, the Legislation  
Committee’s outgoing Chair, and her 
team for their tireless efforts. I hope 
to continue the good work they have 
started.  Second, I want to welcome 
State Department IG Steve Linick as 
the new vice chair for the committee.


Congress has not sat idly during our 
change in leadership, and neither has the  
Legislation Committee. A number of 
bills that could affect CIGIE and the 
IG community have been introduced or 
have progressed to varying degrees. As 
we settle into the work of the Legislation  


Committee and continue our engagement with the Hill, I encourage 
all Inspectors General to be open with their feedback and to provide 
comments to legislation that would affect them. I look forward to 
helping represent our community’s interests to Congress.


-Kathy A. Buller
Peace Corps OIG


I N T R O D U C T I O N
The Legislation Committee convened on June 9, 2015. Copies of the  
previous meeting agendas and past approved meeting minutes are posted on the  
CIGIE intranet site on the Legislation Committee webpage. Summaries of key  
activities that have occurred since the previous newsletter was published are  
provided below, as well as descriptions of new legislation that has been  
introduced or legislation with significant changes.


T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 


AT  C I G I E  H E A D Q U A R T E R S .


SOURCE: ARCHITECT OF THE CAPITOL



https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S


S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5


S. 579 was voted favorably out of the Committee on Homeland Security and Governmental 
Affairs (HSGAC) and remains on the Senate calendar, though further action has not yet 
been scheduled. Since HSGAC released its committee report (S. Rept. 114-36), the  
Legislation Committee prepared a views letter addressed to HSGAC so that they may fully 
consider CIGIE views prior to action in the full Senate. The Legislation Committee has had 
a continuing dialogue with the HSGAC staff and has scheduled a meeting the third week of 
June with HSGAC staff to further discuss the issues raised in the views letter.


H . R .  2 3 9 5 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5


H.R. 2395 was introduced on March 18, 2015, marked up by the House Committee on 
Oversight and Government Reform (HOGR), and voted favorably out of the committee. 
The Legislation Committee had previously commented on a similar bill introduced in the 
previous Congress (H.R. 5492) with a formal views letter. H.R. 2395 however, includes a 
series of new provisions. After soliciting the views of CIGIE, particularly members of the 
Legislation Committee, the Chair and Vice Chair of the Legislation Committee and the 
Vice Chair of CIGIE met with HOGR staff after the mark-up to discuss the new  
provisions of the marked up bill. Based on the feedback received from the IG community 
we provided informal comments to H.R. 2395 addressing CIGIE priorities and multiple 
concerns with the legislation. HOGR staff reported being open to CIGIE suggestions and 
committed to circulating a new draft of the bill.  


S .  1 1 1 5 ,  G R A N T S  OV E R S I G H T  A N D  N E W E F F I C I E N C Y AC T  O R  “ G O N E  AC T ”


S. 1115 was introduced in the Senate on April 28, 2015. The bill intends to direct CIGIE to 
report on certain zero balance Federal grant accounts, recommend which of these  
accounts should be closed, and report to Congress the status of the accounts required to be 
closed. HOGR staff proactively reached out to the Legislation Committee on the possibility 
of developing similar House legislation. The Legislation Committee is coordinating with 
multiple OIGs from grant issuing agencies to ascertain the effect of this bill on OIGs, guide 
the Legislation Committee’s views on the bill, and formulate a plan for House and Senate 
engagement. An informal discussion with HOGR staff is scheduled the third week of June, 
and the Legislation Committee welcomes feedback on this topic. 


H.R.  1560,  P R OT E C T I N G  C Y B E R  N E T W O R K S  A C T  & 
S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5


H.R. 1560 was passed by the House on April 22, 2015, and the related Senate bill, S. 754, 
was reported out of the Select Committee on Intelligence (Rept. No. 114-32) to the Senate.  
The bills implement cybersecurity reporting requirements for five OIGs (Department of 
Homeland Security, Intelligence Community, Department of Justice, Department of  
Defense, and Department of Energy). A staff member has reached out to the Legislation 



https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1560?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/senate-report/32
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Committee is to ascertain the impact of the reporting requirements on OIGs. The  
Legislation Committee has reached out to the affected OIGs about the impact of the bills 
and strategies for engagement. The Legislation Committee welcomes further feedback on 
this topic.


H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T


H.R. 2003 remains under consideration by HOGR and the Committee on Ways and Means 
and S. 1073 remains under consideration by HSGAC. The Social Security Administration 
(SSA) OIG has agreed to lead a working group tasked with analyzing the effects of these 
bills and formulating a possible engagement plan.


Both bills direct SSA to “provide for the use of information regarding all deceased  
individuals” held by SSA to federal agencies and their IGs that provide federally funded 
benefits in order to ensure proper payments. OMB would be required to consult with  
CIGIE and other relevant agencies before issuing guidance in accordance with the bill.


O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
have been recently acted upon by Congress:


H.R .  1731 , NATIONAL CYBERSECURITY PROTECTION ADVANCEMENT ACT OF 2015


H.R. 1731 was passed by the House on April 23, 2015, and was appended to H.R. 1560 (see 
above). The bill amends the Homeland Security Act of 2002 to enhance multi-directional 
sharing of information related to cybersecurity risks and strengthens privacy and civil  
liberties protections. The bill requires that each OIG receiving cyber threat indicators or  
defensive measures shared with the National Cybersecurity and Communications Integration 
Center perform periodic reports containing a review of the use of cybersecurity risk  
information shared with the Center.


H . R .  1 7 3 5 ,  NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL YEAR 2016


The bill was passed by the House on May 15, 2015, and was received by the Senate, which 
invoked cloture. House staff reached out to CIGIE in April regarding a possible provision in 
the bill directing CIGIE to appoint a lead IG for Operation Freedom’s Sentinel.  This  
provision does not appear in the final version of the bill, and CIGIE has had no further 
dialogue with the staff on this matter.


On June 15, 2015, Senator Paul submitted floor amendment no. 2026 to H.R. 1735 that 
would amend 5 U.S.C. § 4512 to allow for monetary awards to be given in cases where 
agency employees simply identified surplus funds or unnecessary budget authority. The 
amendment would also require an OIG to refer to its agency CFO the potential surplus 
funds or unnecessary budget authority identified by the employee, along with any  
recommendations, at which point the CFO will determine if rescission of the surplus funds 
or unnecessary budget authority would not hinder the effectiveness of the agency.



https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1731?q=%7B%22search%22%3A%5B%22%5C%22hr1731%5C%22%22%5D%7D

H.R. 1735

https://www.congress.gov/amendment/114th-congress/senate-amendment/2026/text

http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm
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H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T


The bill was reported out of HOGR on March 15, 2015, placed on the House calendar, and 
a committee report (H. Rept. 114-117) has been issued.  


The bill would prevent implementation or enforcement of any non-disclosure agreement 
that prohibits or restricts an employee from reporting waste of funds, violations of law,  
mismanagement, etc. to Congress, the Office of Special Counsel, or an OIG.


H . R .  1 9 3 8 ,  I N S P E C T O R S  G E N E R A L  T R A N S P A R E N C Y  A C T  O F  2 0 1 5


H.R. 1938 was introduced on April 22, 2015, and referred to HOGR. Almost identical 
language appears in the S.579 section regarding reporting requirements (see above). A staff 
member from Representative Kind’s office reached out to the Legislation Committee to 
seek our views. We forwarded the CIGIE views letter on S. 579 where CIGIE discusses its 
concerns over certain reporting requirements. We also offered to meet with the staffer. 


The bill amends the IG Act to require IGs to submit issued “work product” to (i) the head of 
each establishment reviewed; (ii) HSGAC/HOGR/Appropriations/Committees of  
Jurisdiction; (iii) an individual or entity causing a work product to be initiated; and (iv) any 
Member of Congress upon request. Further, an OIG must post the work product on its 
website not later than 3 days after the work product is submitted in final form to the head of 
the establishment.


H.R. 2400, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE   
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 &


S.  1368, SPECIAL INSPECTOR GENERAL FOR MONITORING THE AFFORDABLE    
      CARE ACT OF 2015 or THE SIGMA ACT OF 2015 


H.R. 2400 was introduced May 18, 2015, and has been referred to the Committees on  
Energy and Commerce; Natural Resources; Education and the Workforce; Ways and 
Means; HOGR; House Administration; the Judiciary; Rules; and Appropriations. A similar 
bill, S. 1368, was introduced in the Senate and referred to the Committee on Health,  
Education, Labor, and Pensions on May 19, 2015.


Both bills would appoint a Special IG to monitor the Affordable Care Act (ACA). The  
Special IG would oversee individual healthcare; healthcare plans; healthcare providers; 
healthcare employers; Federal government reports, programs, and contractors associated 
with the ACA risk adjustment programs; all contracts awarded under the ACA; 
developments in the healthcare marketplace; risks associated with the ACA; the Federal 
Data Service Hub; IRS duties relating to the ACA; the effect of ACA on the right of  
conscience, including religious institutions and abortions; among others. The Special IG 
would coordinate with the OIGs of HHS, SSA, DHS, VA, DOD, DOL, the Peace Corps, 
and any other relevant federal IG; and will have the duties and responsibilities of inspectors 
general under the IG Act of 1978.


The bills state that HHS would provide the Special IG with resources necessary to complete 
its mission. The office of the Special IG would sunset on either January 1, 2025, or shortly 
after the last year ACA is in effect.



https://www.congress.gov/114/bills/hr1557/BILLS-114hr1557rh.xml

https://www.congress.gov/congressional-report/114th-congress/house-report/117/1?q=%7B%22search%22%3A%5B%22%5C%22hr1557%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1938?q=%7B%22search%22%3A%5B%22%5C%22hr1938%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/2400?q=%7B%22search%22%3A%5B%22%5C%22hr2400%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1368?q=%7B%22search%22%3A%5B%22%5C%22s1368%5C%22%22%5D%7D
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H . R .  2 5 3 2 ,  E A S Y  S AV I N G S  A C T  O F  2 0 1 5  &  
S .  1 3 8 7 ,  B O N U S E S  F O R  C O S T- C U T T E R S  A C T  O F  2 0 1 5


H.R. 2532 and S. 1387 were both introduced in late May 2015 and were referred to HOGR 
and HSGAC, respectively. Similar to the Sen. Paul floor amendment to the NDAA for 
FY16 mentioned above, the bills would amend 5 U.S.C. § 4512 to allow for awards to be 
given in cases where agency employees simply identified surplus funds or unnecessary  
budget authority. The bills would also require an OIG to refer to its agency’s CFO the  
potential surplus funds or unnecessary budget authority identified by the employee, along 
with any recommendations, at which point the CFO will determine if rescission of the  
surplus funds or unnecessary budget authority would not hinder the effectiveness of the 
agency.


H . R .  2 5 7 8 ,  M A K I N G  A P P R O P R I AT I O N S  F O R  T H E  D E P A R T M E N T S  O F    
     C O M M E R C E  A N D  J U S T I C E ,  S C I E N C E ,  A N D  R E L AT E D  A G E N C I E S   
     F O R  T H E  F I S C A L  Y E A R  E N D I N G  S E P T E M B E R  3 0 ,  2 0 1 6


H.R. 2578 was passed in the House on June 3, 2015, was reported out of the Senate  
Appropriations Committee on June 16, 2015.


The bill when passed by the House contained the following provision regarding the access of 
information: “SEC. 538. No funds provided in this Act shall be used to deny the  
Inspectors General of the Departments of Commerce and Justice, the National Aeronautics 
and Space Administration, and the National Science Foundation timely access to all records, 
documents, and other materials in the custody or possession of the respective department 
or agency or to prevent or impede the particular Inspector General’s access to such records, 
documents, and other materials, unless in accordance with an express limitation of section 
6(a) of the Inspector General Act, as amended, consistent with the plain language of the  
Inspector General Act, as amended. The Inspectors General of the Departments of  
Commerce and Justice, the National Aeronautics and Space Administration, and the  
National Science Foundation shall report to the Committees on Appropriations of the 
House of Representatives and the Senate within five calendar days any failures to comply 
with this requirement.” 


The Senate substitute version of the bill, as reported out of the Senate Appropriations  
Committee, contains similar language; however, it addresses only the Inspector General of 
the Department of Justice. 


S .  2 8 2 ,  TA X P AY E R S  R I G H T-T O - K N O W  A C T


S. 282 was reported out of HSGAC on May 6, 2015. The bill seeks to provide taxpayers with 
an annual report disclosing the cost and performance of Government programs and areas of 
duplication among them. The bill requires OMB to provide links on its websites to OIGs’ 
reviews of their respective agencies programs.



https://www.congress.gov/bill/114th-congress/house-bill/2532/text?q=%7B%22search%22%3A%5B%22inspector+general%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1378/text

http://www.gpo.gov/fdsys/pkg/USCODE-2011-title5/html/USCODE-2011-title5-partIII-subpartC-chap45-subchapII.htm

https://www.congress.gov/bill/114th-congress/house-bill/2578?q=%7B%22search%22%3A%5B%22%5C%22hr2578%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/282?q=%7B%22search%22%3A%5B%22%5C%22s282%5C%22%22%5D%7D
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S .  1 0 0 8 ,  D ATA  C O N S O L I D AT I O N  A N D  O P T I M I Z AT I O N


S. 1008, a bill “to require certain agencies to conduct assessments of data centers and develop 
data center consolidation and optimization plans,” was introduced on April 20, 2015, and 
referred to HSGAC.  


The bill would require the Departments of Agriculture, Commerce, Defense, Education, 
Energy, Housing and Urban Development, Interior, Justice, Labor, State, Transportation, 
Health and Human Services, Treasury, Veterans Affairs, as well as EPA, GSA, NASA, NSF, 
NRC, OPM, SBA, SSA, and USAID to annually report to OMB an inventory of “data  
centers” owned. The bill would sunset at the end of fiscal year 2019. The bill would also 
require that a listed agency’s OIG release a public report evaluating the completeness of the 
inventory of the agency no later than six months after the agency releases its first report.


S.  1441 ,  S T O P  M I L I TA R I Z I N G  L AW  E N F O R C E M E N T  A C T


S. 1441 was introduced on May 21, 2015, and was referred to the Committee on Armed 
Services.


The bill would require an annual report from the Comptroller General to Congress  
regarding any agency or OIG that has “specialized units that receive special tactical or 
military-style training or use hard-plated body armor, shields, or helmets and that respond 
to high-risk situations that fall outside the capabilities of regular law enforcement officers, 
including any special weapons and tactics (SWAT) team, tactical response teams, special 
events teams, special response teams, or active shooter teams.”


S.  1536 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  F L E X I B I L I T Y  I M P R O V E M E N T S    
      A C T  O F  2 0 1 5


S. 1536 was introduced on June 10, 2015, and referred to HSGAC.


The bill seeks to amend Section 610 of Title V to require inspectors general to periodically 
review whether an agency has “appropriately” performed an expanded regulatory review plan 
aimed at determining whether the agency’s rules have a significant economic impact on a 
substantial number of small entities and if such rules should be continued, changed, or re-
scinded. An IG must notify its agency head of the outcome of its review, and within 30 days 
to determine whether the agency has addressed the issues found in the review and to report 
to Congress any issues not addressed.



https://www.congress.gov/bill/114th-congress/senate-bill/1008?q=%7B%22search%22%3A%5B%22%5C%22s1008%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1441?q=%7B%22search%22%3A%5B%22%5C%22s1441%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1536?q=%7B%22search%22%3A%5B%22%5C%22s1536%5C%22%22%5D%7D





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Legislation Committee proposal to DOJ Legislative Fix
Date: Monday, August 17, 2015 3:51:36 PM
Attachments: Legislation Committee Newsletter August 2015.pdf

For your information, attached is the Legislation Committee’s August Newsletter.

From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 3:32 PM
To: Mark Jones
Cc: Buller, Kathy
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Mark,
For circulation, please find the Legislation Committee newsletter in attachment.
Thank you,
Chris

From: Mark Jones [mailto: @cigie.gov] 
Sent: Monday, August 17, 2015 2:12 PM
To: Fontanesi, Chris
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Okay, thanks.

From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 2:08 PM
To: Mark Jones
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Thank you, sir. We should have the newsletter for circulation by about 3:30 today as well.
With respect,
Chris

From: Mark Jones [mailto: @cigie.gov] 
Sent: Monday, August 17, 2015 2:07 PM
To: Fontanesi, Chris
Subject: RE: Legislation Committee proposal to DOJ Legislative Fix
Chris,
I just sent it out.
Mark

From: Fontanesi, Chris [mailto: @peacecorps.gov] 
Sent: Monday, August 17, 2015 1:45 PM
To: Mark Jones
Cc: Buller, Kathy; Ferrao, Joaquin
Subject: Legislation Committee proposal to DOJ Legislative Fix
Mark,
Kathy has asked that the text below (and attachment) be sent to the CIGIE IGs for their attention.
Thank you,
Chris Fontanesi

From: Fontanesi, Chris 
Sent: Monday, August 17, 2015 12:49 PM
To: Buller, Kathy
Subject: Legislation Committee proposal to DOJ Legislative Fix
Colleagues,
As you know, last Thursday Chairman Grassley and 11 other Members asked that a proposed
language for a legislative fix to the OLC opinion be provided to the Hill no later than August 28.

(b) (6)

(b) (6)

(b) (6)

(b) (6)

(b) (6)
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T H I S  M O N T H
• Legislative priorities


s. 579
H.R. 2395
S. 1115 & H.R. 3089
H.R. 2003 & S. 1073


• Other Legislation
H.R. 1557
S. 754
H.R. 3328
H.R. 2995 & S. 1910


C O M M I T T E E
kathy a. buller - chair
peace corps


steve linick- vice chair
state department
Hubert Bell, NRC
Mark Bialek, FRB
Jack Callender, PRC
Elizabeth Dean, FCA
Christopher Dentel, CPSC
Martin Dickman, RRB
Art Elkins, EPA
Peg Gustafson, SBA
Michael Horowitz, DOJ
Deborah Jeffrey, CNCS
Allison Lerner, NSF
Charles McCullough III, IC
Mike McCarthy, ExIm
Kevin Mulshine, AOC
Patrick O’Carroll, SSA
Calvin Scovel III, DOT
James Spring, NARA
Adam Trezciak, GAO


C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y


L EG I S L AT I O N  C OMM ITTEE
M o n t h ly  N e ws l e t t e r  Au g u s t  2 0 1 5


M E S S A G E  F R O M  T H E  C H A I R
First and foremost, thank you to everyone 
who has worked on the numerous data calls 
and requests for feedback to the various 
bills and legislative proposals that affect the 
Inspector General (IG) community. In the 
past month, the Legislation Committee has 
been involved with a number of issues, the 
most pressing being a legislative solution to 
the Office of Legal Counsel (OLC) opinion 
regarding Department of Justice (DOJ)/
OIG’s access to agency information. The 
Legislation Committee presented member 
comments on an initial proposed legislative 
fix to IG Act §6(a), as well as comments on 
the legislative fix proposed more recently by 
DOJ to the CIGIE Chair for further action. 


In addition, the Legislation Committee 
and its working groups have continued 


fielding inquiries from congressional staff and representing the IG community’s 
views on the Inspector General Empowerment acts, the GONE Acts, Stopping 
Payments to Deceased People acts, as well as draft legislation that could affect 
the Inspector General community. Summaries of key activities that have 
occurred since the previous newsletter was published are provided below, as well 
as descriptions of new legislation that has been introduced or significant changes 
to legislation already featured in prior newsletters.


The Legislation Committee convened on August 11, 2015. Copies of the 
previous meeting agendas and past, approved meeting minutes are posted on the 
CIGIE intranet site on the Legislation Committee webpage.


-Kathy A. Buller
Peace Corps IG


T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M . 


AT  C I G I E  H E A D Q U A R T E R S .


SOURCE: ARCHITECT OF THE CAPITOL



https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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L E G I S L AT I V E  P R I O R I T I E S  &  A C T I O N  I T E M S


S .  5 7 9 ,  I n s p e c t o r  G e n e r a l  E m p o w e r m e n t  A c t  o f  2 0 1 5  (S. Rept. 114-36)


On July 22, 2015, Senate Homeland Security and Government Affairs Committee 
(HSGAC) staff sent a draft manager’s amendment of S.579 to the Legislation Committee 
for feedback. The feedback was collected from Legislation Committee members and sent to 
HSGAC on July 28. The feedback paralleled issues previously expressed in the Legislation 
Committee’s S.579 Views Letter, but also involved a few additional items. Some of the 
broader themes discussed included: (1) expanding the new scope of testimonial subpoena 
authority and the process for issuing a testimonial subpoena to mirror IG document 
subpoena authority; (2) eliminating or reducing the additional semiannual reporting 
requirements, narrowing their scope, and avoiding conflicts with privacy laws; (3) clarifying 
or limiting provisions saying that investigation reports “may” be provided to “any member of 
Congress” in order to avoid conflicts with the Privacy Act; and (4) amending the proposed 
reporting requirements to protect from disclosure reports containing recommendations that 
may be subject to ongoing or potential litigation.


H . R .  2 3 9 5 ,  Inspector General Empowerment Act of 2015  (H. Rept. 114-210)


On July 16, 2015, H.R. 2395 was reported by the House Committee on Oversight and 
Government Reform (HOGR) and placed on the Union Calendar. On July 20, HOGR 
reached out to the Legislation Committee to discuss an initial revised draft, which was 
circulated amongst Legislation Committee members for comment shortly thereafter. The 
draft that was circulated addressed many of the IG Community’s concerns with prior drafts 
of the bill and contained most of the suggestions the Legislation Committee provided to 
HOGR after the bill was marked up in May. However, the Legislation Committee noted 
that the new version fails to codify key provisions of the IG Reform Act of 2008 (IG 
Reform Act): the designated Federal entity IG pay provisions set forth in section 4(b) of the 
IG Reform Act, and the pay provisions for career Senior Executive Service personnel that 
become inspectors general set forth in section 4(c) of the IG Reform Act.  The Legislation 
committee suggested that Sections 4(b) and 4(c) also be codified into the IG Act. While 
there is a possibility that the bill will be considered by the full House after the August 
congressional recess, the timing remains unclear.


S .  1 1 1 5 ,  GRANTS OVERSIGHT AND NEW EFFICIENCY ACT or  “GONE ACT” & 
H . R .  3 0 8 9 ,  GRANTS OVERSIGHT AND NEW EFFICIENCY ACT or “GONE ACT”


On July 16, 2015, the House introduced H.R. 3089, which is an identical version of the 
Senate’s modified substitute of the GONE Act.  On July 22, the bill was marked up and 
ordered reported. As a follow up, HSGAC and HOGR held a teleconference on July 27 
with a group of Legislation Committee members and expressed an interest in adding an 
IG oversight role into the bills.  The Legislation Committee informally proposed that IGs 
overseeing agencies that have over $500 million in grant funding conduct a risk assessment 
of the two mandated agency reports to Congress and Health and Human Services (HHS), 
and that the assessment would determine if an audit or review of an agency’s grant closeout 



https://www.congress.gov/bill/114th-congress/senate-bill/579?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/senate-report/36/1?q=%7B%22search%22%3A%5B%22%5C%22s579%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/2395?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D

https://www.congress.gov/congressional-report/114th-congress/house-report/210/1?q=%7B%22search%22%3A%5B%22%5C%22hr2395%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1115?q=%7B%22search%22%3A%5B%22%5C%22s1115%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/3089/text?q=%7B%22search%22%3A%5B%22%5C%22hr3089%5C%22%22%5D%7D&resultIndex=1
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process is warranted.  A draft of the proposed risk assessment language was circulated to the 
Legislation Committee for feedback.  


HSGAC and HOGR also mentioned the challenges associated with how agencies will 
report information to HHS, and want IGs to provide some form of certification on the 
completeness of the agency’s reporting. During the July 27 call we informed the staffers that 
we currently do not have any additional thoughts on this matter, but we will continue to 
explore the idea in the Legislation Committee.


H.R. 2003,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T  & 
S .  1 0 7 3 ,  S TO P P I N G  I M P R O P E R  PAY M E N T S  TO  D E C E A S E D  P E O P L E  AC T


On July 27, 2015, the Legislation Committee submitted a views letter to the Senate 
regarding S. 1073.  Thank you to George Penn and other members of the working group 
for your work on this matter. The views letter highlighted the importance of IG access to 
all of Social Security Administration death data and our concerns regarding payment for 
access to this information. We also recommended that HSGAC consider exempting subsets 
of records pertaining to deceased individuals from the Computer Matching and Privacy 
Protection Act.  A copy of the views letter has been posted to the CIGIE business site.


O T H E R  L E G I S L A T I O N
The following are summaries of new bills that have broad implications for the CIGIE community or 
bills that have been recently acted upon by Congress:


H . R .  1 5 5 7 ,  F E D E R A L  E M P LO Y E E  A N T I D I S C R I M I N AT I O N  A C T


On July 23, 2015, H.R. 1557 passed the House by a roll call vote of 403-0. Introduced by 
Representative Cummings in March, H.R 1557 amends the Notification and Federal 
Employee Antidiscrimination and Retaliation Act of 2002. The bill will amend the thirteenth 
prohibited personnel practice, found at 5 U.S.C. §3202(b), to prevent the enforcement of any 
non-disclosure agreement that prohibits or restricts an employee from reporting to Congress, 
the Office of Special Counsel, or an OIG. The bill is with HSGAC for consideration.


S .  7 5 4 ,  C Y B E R S E C U R I T Y  I N F O R M AT I O N  S H A R I N G  A C T  O F  2 0 1 5


In both June and July, the Legislation Committee reached out to Senator Sasse’s staff to 
provide feedback on S. 754.  The companion bill, H.R. 1560, already passed the House in 
April. Although further consideration of the bill was placed on hold by Senator McConnell, 
a number of amendments had been proposed on the Senate floor and numerous additional 
proposals are expected. Though not passed, some examples of offered floor amendments 
affecting IGs are:


• Disallowing agencies from receiving any “defensive measures” described under the bill 
unless the IG certifies they are capable of properly using it.



https://www.congress.gov/bill/114th-congress/house-bill/2003?q=%7B%22search%22%3A%5B%22%5C%22hr2003%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/senate-bill/1073?q=%7B%22search%22%3A%5B%22%5C%22s1073%5C%22%22%5D%7D

https://www.govtrack.us/congress/bills/114/hr1557/text

https://www.congress.gov/bill/114th-congress/senate-bill/754?q=%7B%22search%22%3A%5B%22%5C%22s754%5C%22%22%5D%7D

https://www.congress.gov/bill/114th-congress/house-bill/1560/text?q=%7B%22search%22%3A%5B%22%5C%22hr1560%5C%22%22%5D%7D&resultIndex=1
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• Requiring IGs to submit a report, in consultation with the Department of Homeland 
Security, to certain congressional Committees, detailing whether the agency is capable 
of adequately protecting the information received under the act, determing the original 
source of a threat, and determing whether a cybersecurity threat originates from a 
foreign entity.


• Limiting the receipt of cyber threat indicators, by requiring IGs at the receiving Federal 
agency to certify that the receiving agency meets the data security standards to receive 
cyber threat indicator information prior to the receipt of such information.


H . R .  3 3 2 8 ,  S M A L L  B U S I N E S S  R E G U L AT O R Y  S U N S E T  A C T  O F  2 0 1 5


On July 29, 2015, Representative Collins introduced H.R. 3328, which was referred to the 
Judiciary Committee, Small Business Committee and HOGR. H.R. 3328 is identical to the 
Senate bill, S. 846. This bill requires each Federal agency to establish a plan to evaluate: (1) 
the agency’s rules that have a significant economic impact on a substantial number of small 
entities, and (2) any small entity compliance guide required to be published by an agency. The 
evaluation will take place every nine years. IGs will be required to review the agency’s plan 
to determine whether the agency has conducted the review appropriately, and to notify the 
agency head of whether the review was done appropriately or whether there were any issues 
that prevented the IG from making the mandated review.


H . R .  2 9 9 5  &  S . 1 9 1 0 , F I N A N C I A L  S E R V I C E S  A N D  G E N E R A L 
     G O V E R N M E N T  A P P R O P R I AT I O N S  A C Ts ,  2 0 1 6


S. 1910 was introduced by Senator Boozman and reported to the Senate on July 30, 2015.  
S.1910 has a few provisions affecting IGs, including requiring agencies to report on conference 
(Sec. 739), a prohibition on internal confidentiality agreements blocking reporting to IGs 
(Sec. 743), and a prohibition on nondisclosure policies or agreements that block reporting 
to IGs.  These provisions, however, are not “new” as they were also in the Consolidated and 
Further Continuing Appropriations Act, 2015.  Additionally, the House version, H.R. 2995, 
which was introduced in early July, contains the conference reporting provision as well as the 
prohibition on nondisclosure policies or agreements that block reporting to IGs.


Unlike the Consolidated and Further Continuing Appropriations Act, 2015, S.1910 does not 
contain a provision mandating the Office of Management and Budget consult with CIGIE 
to develop criteria for performing financial statement audits on departments of agencies and 
to recommend how to improve current financial reporting requirements in conjunction with 
the Digital Accountability and Transparency Act of 2014.



https://www.govtrack.us/congress/bills/114/hr3328/text

https://www.govtrack.us/congress/bills/114/s846/text

https://www.govtrack.us/congress/bills/114/hr2995/text

https://www.govtrack.us/congress/bills/114/s1910/text





Towards that end, in attachment is the Legislation Committee’s counter-proposal.

 we urge you to provide any proposed changes to the text in attachment by COB
Thursday, August 20. Proposed changes should be sent to Chris Fontanesi
( @peacecorps.gov).
Please note that, given the timeframe, we will likely not have an opportunity to circulate a new
proposal for a second round of comments prior to sending our counter-proposal to DOJ.
Thank you,
Kathy A. Buller
Legislation Committee Chair

(b) (5)

(b) (6)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Legislation Committee Update: IG Empowerment Act of 2015
Date: Friday, March 6, 2015 2:30:09 PM
Attachments: Baldwin Johnson No 1 as modified to S 579.pdf

IG Empowerment Act 2015 Substitute Amendment.pdf
S 579 Johnson Amendment 1 - MIR15104.pdf
S 579 Johnson-McCaskill Amendment 2 - MIR15106.pdf
Sasse 1 to S. 579 IG Empowerment Act (2).pdf

The following and attached is being sent on behalf of Legislation Committee Chair Peg Gustafson.

------------------------------------------------------------------------------
On Wednesday, March 4, the Senate's Homeland Security and Government Affairs Committee (HSGAC) marked up
and approved S. 579, the Inspector General Empowerment Act of 2015.  The bill, as amended, was voted favorably
(Unanimous Consent) out of Committee for further consideration on the Senate floor.  During proceedings, the
original bill was amended with a substitute version offered by the Chairman.  The substitute amendment  made some
of the changes CIGIE requested during discussions with staff, but other changes were not incorporated due to time
constraints or a desire to further consider our suggestions.  A copy of the S.579's substitute amendments and
additional amendments offered and agreed to during the markup is provided for your consideration.

CIGIE  members will note the bill contains most of CIGIE's legislative priorities, to include Appropriate Use of
Administrative Leave for an IG, Relief from the Computer Matching Act (CMA) and Paperwork Reduction Act
(PRA), Testimonial Subpoena Authority, and Technical Amendments to the IG Reform Act of 2008.  A summary of
the bill and amendments is as follows:

Section 2 of the bill is responsive to CIGIE's legislative priority to address Appropriate Use of Administrative
Leave.  The language mirrors CIGIE's proposal.  Section 2 also strikes "general supervision" from the IG Act in
context of the current authority that an Agency Head may exercise over an IG. 

Section 3 of the bill seeks to provide additional authority to IGs.  This section includes CIGIE's legislative priorities
pertaining to the CMA and PRA and also provides IGs authority to issue subpoenas for testimony.  The language
was amended by Senator Sasse, expanding the explicit list of covered persons "to current or former contractor with
the Federal Government, a current or former subcontractor (at any tier) of a contractor with the Federal Government,
a current or former grantee of the Federal Government, a current or former subgrantee of a grantee of the Federal
Government, a current or former employee of such a contractor, subcontractor, grantee, or subgrantee, and any
former Federal Employee."

Section 4 of the bill seeks changes to matters under the purview of CIGIE.  A technical change reflecting the current
title of the IG of the Intelligence Community was included along with a requirement to submit CIGIE's annual
report to the President to certain Congressional committees.  Like H.R. 5492, a provision providing CIGIE a
mediation role in disputes involving IG matters under the jurisdiction of more than one IG also was included
(though narrowed in scope from H.R. 5492).  Finally, prescriptive changes to the operations of the CIGIE Integrity
Committee were proposed.  Most notably, an IG member of the Integrity Committee would serve as the chair as
opposed to the FBI, and investigations are directed to be conducted concurrently and in a coordinated manner with
investigative bodies such as OSC.  The Integrity Committee will be required to comply with established deadlines
and congressional reporting requirements.

Section 4 also provides CIGIE additional authority for funding from the Treasury (funds not otherwise
appropriated).   The authorized funding amounts in the bill were changed by an amendment offered by Chairman
Johnson and McCaskill.

Section 5 includes two reports that were carried forward from H.R. 5492--a GAO report on IG vacancies, and a
CIGIE report analyzing cross-cutting projects.  Many of the requests for information that IGs are currently
addressing in response to a letter received from Chairman Johnson and Chairman Grassley also are codified in the

(b) (5)
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MIR15115 S.L.C. 


AMENDMENT NO.llll Calendar No.lll 


Purpose: To require Inspectors General to submit and make 


available to the public certain work products. 


IN THE SENATE OF THE UNITED STATES—114th Cong., 1st Sess. 


S. 579 


To amend the Inspector General Act of 1978 to strengthen 


the independence of the Inspectors General, and for 


other purposes. 


Referred to the Committee on llllllllll and 


ordered to be printed 


Ordered to lie on the table and to be printed 


AMENDMENT intended to be proposed by Ms. BALDWIN (for 


herself and Mr. JOHNSON) 


Viz: 


On page 26, between lines 20 and 21, insert the fol-1


lowing: 2


(d) DUTY TO SUBMIT AND MAKE AVAILABLE TO THE 3


PUBLIC CERTAIN WORK PRODUCTS.—Section 4 of the In-4


spector General Act of 1978 (5 U.S.C. App.) is amended 5


by adding at the end the following: 6


‘‘(e)(1) Whenever an Inspector General, in carrying 7


out the duties and responsibilities established under this 8


Act, issues a work product that makes a recommendation 9


or otherwise suggests corrective action, the Inspector Gen-10


eral shall— 11







2 


MIR15115 S.L.C. 


‘‘(A) submit the work product to— 1


‘‘(i) the head of the establishment; 2


‘‘(ii) the Committee on Homeland Security 3


and Governmental Affairs and the Committee 4


on Appropriations of the Senate; 5


‘‘(iii) the Committee on Oversight and 6


Government Reform and the Committee on Ap-7


propriations of the House of Representatives; 8


‘‘(iv) the congressional committees of juris-9


diction; 10


‘‘(v) if the work product was initiated upon 11


request by an individual or entity other than 12


the Inspector General, that individual or entity; 13


and 14


‘‘(vi) any Member of Congress upon re-15


quest; and 16


‘‘(B) not later than 3 days after the work prod-17


uct is submitted in final form to the head of the es-18


tablishment, post the work product on the website of 19


the Office of Inspector General. 20


‘‘(2) Nothing in this subsection shall be construed to 21


authorize the public disclosure of information that is spe-22


cifically prohibited from disclosure by any other provision 23


of law.’’. 24








MIR15097 S.L.C. 


AMENDMENT NO.llll Calendar No.lll 


Purpose: In the nature of a substitute. 


IN THE SENATE OF THE UNITED STATES—114th Cong., 1st Sess. 


S. 579 


To amend the Inspector General Act of 1978 to strengthen 


the independence of the Inspectors General, and for 


other purposes. 


Referred to the Committee on llllllllll and 


ordered to be printed 


Ordered to lie on the table and to be printed 


AMENDMENT IN THE NATURE OF A SUBSTITUTE intended 


to be proposed by Mr. JOHNSON (for himself and Mrs. 


MCCASKILL) 


Viz: 


Strike all after the enacting clause and insert the fol-1


lowing: 2


SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 3


(a) SHORT TITLE.—This Act may be cited as the 4


‘‘Inspector General Empowerment Act of 2015’’. 5


(b) TABLE OF CONTENTS.—The table of contents for 6


this Act is as follows: 7


Sec. 1. Short title; table of contents. 


Sec. 2. Nonduty status of Inspectors General; supervision. 


Sec. 3. Additional authority provisions for Inspectors General. 


Sec. 4. Additional responsibilities and resources of the Council of the Inspectors 


General on Integrity and Efficiency. 


Sec. 5. Reports and additional information. 


Sec. 6. Technical and conforming amendments. 







2 
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SEC. 2. NONDUTY STATUS OF INSPECTORS GENERAL; SU-1


PERVISION. 2


The Inspector General Act of 1978 (5 U.S.C. App.) 3


is amended— 4


(1) in section 3— 5


(A) in the section header— 6


(i) by striking ‘‘supervision;’’; and 7


(ii) by inserting ‘‘administrative 8


leave;’’ after ‘‘removal;’’; 9


(B) in subsection (a)— 10


(i) by striking ‘‘and be under the gen-11


eral supervision of’’; and 12


(ii) by striking ‘‘or be subject to su-13


pervision by,’’; 14


(C) in subsection (b)— 15


(i) by striking ‘‘An Inspector General’’ 16


and inserting ‘‘(1) An Inspector General’’; 17


(ii) in paragraph (1), as so des-18


ignated, by striking the last sentence; and 19


(iii) by adding at the end the fol-20


lowing: 21


‘‘(2) An Inspector General may not be placed in a 22


paid or unpaid, nonduty status by the President— 23


‘‘(A) unless the President, not later than 48 24


hours after the President issues the directive to 25


place the Inspector General in such status, commu-26
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nicates in writing to both Houses of Congress the 1


reasons for such action, which shall be limited to evi-2


dence that the continued presence in the workplace 3


of the Inspector General may— 4


‘‘(i) pose a threat to the employee or oth-5


ers; 6


‘‘(ii) result in loss of or damage to prop-7


erty of the Federal Government; or 8


‘‘(iii) otherwise jeopardize legitimate inter-9


ests of the Federal Government; and 10


‘‘(B) for more than 10 days, unless the Integ-11


rity Committee of the Council of the Inspectors Gen-12


eral for Integrity and Efficiency submits to the 13


President a written recommendation for additional 14


time, which is acted upon by the President, and the 15


decision is communicated immediately to both 16


Houses of Congress. 17


‘‘(3) Nothing in this subsection shall prohibit a per-18


sonnel action otherwise authorized by law.’’; and 19


(2) in section 8G(e)— 20


(A) in paragraph (2), by striking the last 21


sentence; and 22


(B) by adding at the end the following: 23
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‘‘(3) An Inspector General may not be placed in a 1


paid or unpaid, nonduty status by the head of a designated 2


Federal entity— 3


‘‘(A) unless the head of the designated Federal 4


entity, not later than 48 hours after the head of the 5


designated Federal entity issues the directive to 6


place the Inspector General in such status, commu-7


nicates in writing to both Houses of Congress the 8


reasons for such action, which shall be limited to evi-9


dence that the continued presence in the workplace 10


of the Inspector General may— 11


‘‘(i) pose a threat to the employee or oth-12


ers; 13


‘‘(ii) result in loss of or damage to prop-14


erty of the Federal Government; or 15


‘‘(iii) otherwise jeopardize legitimate inter-16


ests of the Federal Government; and 17


‘‘(B) for more than 10 days, unless the Integ-18


rity Committee of the Council of the Inspectors Gen-19


eral for Integrity and Efficiency submits to the head 20


of the designated Federal entity a written rec-21


ommendation for additional time, which is acted 22


upon by the head of the designated Federal entity, 23


and the decision is communicated immediately to 24


both Houses of Congress. 25
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‘‘(4) Nothing in this subsection shall prohibit a per-1


sonnel action otherwise authorized by law.’’. 2


SEC. 3. ADDITIONAL AUTHORITY PROVISIONS FOR INSPEC-3


TORS GENERAL. 4


(a) SUBPOENA AUTHORITY FOR INSPECTORS GEN-5


ERAL TO REQUIRE TESTIMONY OF CERTAIN PERSONS.— 6


The Inspector General Act of 1978 (5 U.S.C. App.), as 7


amended by section 2, is further amended— 8


(1) in section 5(a)— 9


(A) in paragraph (15), by striking ‘‘and’’ 10


at the end; 11


(B) in paragraph (16), by striking the pe-12


riod at the end and inserting ‘‘; and’’; and 13


(C) by inserting at the end the following: 14


‘‘(17) a description of the use of subpoenas for 15


the attendance and testimony of certain witnesses 16


under section 6A.’’; 17


(2) by inserting after section 6 the following: 18


‘‘SEC. 6A. ADDITIONAL AUTHORITY. 19


‘‘(a) TESTIMONIAL SUBPOENA AUTHORITY.—In ad-20


dition to the authority otherwise provided by this Act and 21


in accordance with the requirements of this section, each 22


Inspector General, in carrying out the provisions of this 23


Act, is authorized to require by subpoena the attendance 24


and testimony of certain witnesses, including a contractor 25







6 


MIR15097 S.L.C. 


with the Federal Government and any former Federal em-1


ployee (but not including any Federal employee, who is 2


otherwise obligated to provide testimony and cooperate 3


with the Inspector General), necessary in the performance 4


of the functions assigned by this Act, which subpoena, in 5


the case of contumacy or refusal to obey, shall be enforce-6


able by order of any appropriate United States district 7


court. 8


‘‘(b) PANEL REVIEW BEFORE ISSUANCE.— 9


‘‘(1) APPROVAL REQUIRED.—Before the 10


issuance of a subpoena described in subsection (a), 11


an Inspector General shall submit a request for ap-12


proval to issue a subpoena by a majority of a panel 13


(in this section referred to as the ‘Subpoena Panel’), 14


which shall be comprised of— 15


‘‘(A) 3 members of the Council of the In-16


spectors General on Integrity and Efficiency, as 17


designated by the Chairperson of the Council of 18


the Inspectors General on Integrity and Effi-19


ciency; or 20


‘‘(B) in the case of a request by an Inspec-21


tor General from the Intelligence Community, 22


the 3 members designated under subparagraph 23


(A) shall each be members of the Council of the 24
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Inspectors General on Integrity and Efficiency’s 1


Intelligence Community. 2


‘‘(2) TIME TO RESPOND.— 3


‘‘(A) IN GENERAL.—Except as provided in 4


subparagraph (B), not later than 10 days after 5


the date on which a request for approval to 6


issue a subpoena is submitted under paragraph 7


(1), the Subpoena Panel shall approve or deny 8


the request. 9


‘‘(B) ADDITIONAL INFORMATION FOR 10


PANEL.—If the Subpoena Panel determines 11


that additional information is necessary to ap-12


prove or deny a request for approval to issue a 13


subpoena under subparagraph (A), the Sub-14


poena Panel shall, not later than 20 days after 15


the date on which the request is submitted— 16


‘‘(i) request the additional informa-17


tion; and 18


‘‘(ii) approve or deny the request. 19


‘‘(3) DENIAL BY PANEL.—If a majority of the 20


members of the Subpoena Panel votes to deny a re-21


quest for approval to issue a subpoena under sub-22


paragraph (B)(ii), the subpoena may not be issued. 23


‘‘(c) NOTICE TO ATTORNEY GENERAL.— 24
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‘‘(1) IN GENERAL.—If the Subpoena Panel ap-1


proves a request for approval to issue a subpoena 2


under subsection (b)(2), the Inspector General shall 3


notify the Attorney General that the Inspector Gen-4


eral intends to issue the subpoena. 5


‘‘(2) DECISION OF ATTORNEY GENERAL.—Not 6


later than 10 days after the date on which the At-7


torney General is notified under paragraph (1), the 8


Attorney General may— 9


‘‘(A) object to the issuance of the subpoena 10


if the subpoena will interfere with an ongoing 11


matter; or 12


‘‘(B) approve the issuance of the subpoena. 13


‘‘(3) ISSUANCE OF SUBPOENA APPROVED.—If 14


the Attorney General approves the issuance of the 15


subpoena or does not object to the issuance of the 16


subpoena during the 10-day period described in 17


paragraph (2), the Inspector General may issue the 18


subpoena. 19


‘‘(d) INCLUSION IN ANNUAL REPORT.—Not later 20


than 1 year after the date of enactment of this Act, and 21


every year thereafter, each Inspector General shall submit 22


to the Chairperson of the Council of the Inspectors Gen-23


eral on Integrity and Efficiency the number of times the 24


Inspector General issued a subpoena under this section, 25
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which shall be included by the Chairperson in the annual 1


report required under section 11(b)(3)(B)(viii). 2


‘‘(e) RULE OF CONSTRUCTION.—Nothing in this sec-3


tion shall be construed to affect the exercise by an Inspec-4


tor General of any testimonial subpoena authority estab-5


lished under any other provision of law.’’; and 6


(3) in section 8G(g)(1), by inserting ‘‘6A,’’ be-7


fore ‘‘and 7’’. 8


(b) MATCHING PROGRAM AND PAPERWORK REDUC-9


TION ACT EXCEPTION FOR INSPECTORS GENERAL.—Sec-10


tion 6 of the Inspector General Act of 1978 (5 U.S.C. 11


App.) is amended by adding at the end the following: 12


‘‘(g)(1) In this subsection, the terms ‘agency’, 13


‘matching program’, ‘record’, and ‘system of records’ have 14


the meanings given those terms in section 552a(a) of title 15


5, United States Code. 16


‘‘(2) For purposes of section 552a of title 5, United 17


States Code, or any other provision of law, a computerized 18


comparison of 2 or more automated Federal systems of 19


records, or a computerized comparison of a Federal sys-20


tem of records with other records or non-Federal records, 21


performed by an Inspector General or by an agency in co-22


ordination with an Inspector General in conducting an 23


audit, investigation, inspection, evaluation, or other review 24
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authorized under this Act shall not be considered a match-1


ing program. 2


‘‘(3) Nothing in this subsection shall be construed to 3


impede the exercise by an Inspector General of any match-4


ing program authority established under any other provi-5


sion of law. 6


‘‘(h) Subchapter I of chapter 35 of title 44, United 7


States Code, shall not apply to the collection of informa-8


tion during the conduct of an audit, investigation, inspec-9


tion, evaluation, or other review conducted by the Council 10


of the Inspectors General on Integrity and Efficiency or 11


any Office of Inspector General, including any Office of 12


Special Inspector General.’’. 13


SEC. 4. ADDITIONAL RESPONSIBILITIES AND RESOURCES 14


OF THE COUNCIL OF THE INSPECTORS GEN-15


ERAL ON INTEGRITY AND EFFICIENCY. 16


Section 11 of the Inspector General Act of 1978 (5 17


U.S.C. App.) is amended— 18


(1) in subsection (b)— 19


(A) in paragraph (1)(B), by striking ‘‘Di-20


rector of National Intelligence’’ and inserting 21


‘‘Intelligence Community’’; and 22


(B) by amending paragraph (3)(B)(viii) to 23


read as follows: 24
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‘‘(viii) prepare and transmit an an-1


nual report on behalf of the Council on the 2


activities of the Council to— 3


‘‘(I) the President; 4


‘‘(II) the appropriate committees 5


of jurisdiction in the Senate and the 6


House of Representatives; 7


‘‘(III) the Committee on Home-8


land Security and Governmental Af-9


fairs of the Senate; and 10


‘‘(IV) the Committee on Over-11


sight and Government Reform of the 12


House of Representatives.’’; 13


(2) in subsection (c)(1)— 14


(A) in subparagraph (G), by striking 15


‘‘and’’ at the end; 16


(B) by redesignating subparagraph (H) as 17


subparagraph (I); and 18


(C) by inserting after subparagraph (G) 19


the following: 20


‘‘(H) receive, review, and mediate any dis-21


putes submitted in writing to the Council by an 22


Office of Inspector General regarding an audit, 23


investigation, inspection, evaluation, or project 24
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that involves the jurisdiction of more than 1 Of-1


fice of Inspector General; and’’; 2


(3) in subsection (d)— 3


(A) in paragraph (2)— 4


(i) by striking subparagraph (C); 5


(ii) by redesignating subparagraphs 6


(A), (B), and (D) as clauses (i), (ii), and 7


(iii), respectively, and adjusting the mar-8


gins accordingly; 9


(iii) in the matter preceding clause (i), 10


as so redesignated, by striking ‘‘The Integ-11


rity’’ and inserting the following: 12


‘‘(A) IN GENERAL.—The Integrity’’; 13


(iv) in clause (i), as so redesignated, 14


by striking ‘‘, who’’ and all that follows 15


through ‘‘Committee’’; 16


(v) in clause (iii), as so redesignated, 17


by inserting ‘‘or the designee of the Direc-18


tor’’ before the period at the end; and 19


(vi) by adding at the end the fol-20


lowing: 21


‘‘(B) CHAIRPERSON.— 22


‘‘(i) IN GENERAL.—The Integrity 23


Committee shall elect 1 of the Inspectors 24


General referred to in subparagraph (A)(ii) 25
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to act as Chairperson of the Committee (in 1


this subsection referred to as the ‘Chair-2


person’). 3


‘‘(ii) TERM.—The term of office of the 4


Chairperson shall be 2 years.’’; 5


(B) by amending paragraph (5) to read as 6


follows: 7


‘‘(5) REVIEW OF ALLEGATIONS.— 8


‘‘(A) IN GENERAL.—Not later than 7 cal-9


endar days after the date on which the Integ-10


rity Committee receives an allegation of wrong-11


doing against an Inspector General or against 12


a staff member of an Office of Inspector Gen-13


eral described under paragraph (4)(C), the alle-14


gation of wrongdoing shall be reviewed and re-15


ferred to the Department of Justice or the Of-16


fice of Special Counsel for investigation, or to 17


the Integrity Committee for review, as appro-18


priate, by— 19


‘‘(i) a representative of the Depart-20


ment of Justice, as designated by the At-21


torney General; 22


‘‘(ii) a representative of the Office of 23


Special Counsel, as designated by the Spe-24


cial Counsel; and 25
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‘‘(iii) a representative of the Integrity 1


Committee, as designated by the Chair-2


person. 3


‘‘(B) REFERRAL TO THE CHAIRPERSON.— 4


Not later than 15 calendar days after the date 5


on which an allegation of wrongdoing is re-6


ferred to the Integrity Committee under sub-7


paragraph (A), the Integrity Committee shall 8


determine whether to refer the allegation of 9


wrongdoing to the Chairperson to initiate an in-10


vestigation.’’; 11


(C) in paragraph (6)— 12


(i) in subparagraph (A), by striking 13


‘‘paragraph (5)(C)’’ and inserting ‘‘para-14


graph (5)(B)’’; and 15


(ii) in subparagraph (B)(i), by strik-16


ing ‘‘may’’ and inserting ‘‘shall’’; 17


(D) in paragraph (7)— 18


(i) in subparagraph (B)— 19


(I) in clause (i)— 20


(aa) in subclause (III), by 21


striking ‘‘and’’ at the end; 22


(bb) in subclause (IV), by 23


striking the period at the end 24


and inserting a semicolon; and 25
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(cc) by adding at the end 1


the following: 2


‘‘(V) except as provided in clause 3


(ii), ensuring, to the extent possible, 4


that investigations are conducted by 5


Offices of Inspector General of similar 6


size; 7


‘‘(VI) creating a process for rota-8


tion of Inspectors General assigned to 9


investigate allegations through the In-10


tegrity Committee; and 11


‘‘(VII) creating procedures to 12


avoid conflicts of interest for Integrity 13


Committee investigations.’’; 14


(II) by redesignating clause (ii) 15


as clause (iii); and 16


(III) by inserting after clause (i) 17


the following: 18


‘‘(ii) EXCEPTION.—The requirement 19


under clause (i)(V) shall not apply to any 20


Office of Inspector General with less than 21


50 employees who are authorized to con-22


duct audits or investigations.’’; 23


(ii) by striking subparagraph (C); and 24
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(iii) by inserting after subparagraph 1


(B) the following: 2


‘‘(C) COMPLETION OF INVESTIGATION.—If 3


an allegation of wrongdoing is referred to the 4


Chairperson under paragraph (5)(B), the 5


Chairperson— 6


‘‘(i) shall complete the investigation 7


not later than 120 calendar days after the 8


date on which the Integrity Committee 9


made such a referral; 10


‘‘(ii) if the investigation cannot be 11


completed within the 120-day period de-12


scribed in clause (i), shall— 13


‘‘(I) promptly notify the congres-14


sional committees described in para-15


graph (8)(A)(iii); and 16


‘‘(II) brief the congressional com-17


mittees described in paragraph 18


(8)(A)(iii) every 30 days until the in-19


vestigation is complete. 20


‘‘(D) CONCURRENT INVESTIGATION.—If an 21


allegation of wrongdoing against an Inspector 22


General or a staff member of an Office of In-23


spector General described under paragraph 24


(4)(C) is referred to the Department of Justice 25
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or the Office of Special Counsel under para-1


graph (5)(A), the Chairperson may conduct any 2


related investigation referred to the Chairperson 3


under paragraph (5)(B) concurrently with the 4


Department of Justice or the Office of Special 5


Counsel, as applicable. 6


‘‘(E) REPORTS.— 7


‘‘(i) INTEGRITY COMMITTEE INVES-8


TIGATIONS.—For each investigation of an 9


allegation of wrongdoing referred to the 10


Chairperson under paragraph (5)(B), the 11


Chairperson shall submit to members of 12


the Integrity Committee and to the Chair-13


person of the Council a report containing 14


the results of the investigation. 15


‘‘(ii) OTHER INVESTIGATIONS.—For 16


each allegation of wrongdoing referred to 17


the Department of Justice or the Office of 18


Special Counsel under paragraph (5)(A), 19


the Attorney General or the Special Coun-20


sel, as applicable, shall submit to the In-21


tegrity Committee a report containing the 22


results of the investigation. 23


‘‘(iii) AVAILABILITY TO CONGRESS.— 24


Any Member of Congress shall have access 25
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to any report authored by the Integrity 1


Committee.’’; 2


(E) by striking paragraph (8)(A)(iii) and 3


inserting the following: 4


‘‘(iii) submit the report, with the rec-5


ommendations of the Integrity Committee, 6


to the Committee on Homeland Security 7


and Governmental Affairs of the Senate, 8


the Committee on Oversight and Govern-9


ment Reform of the House of Representa-10


tives, and other congressional committees 11


of jurisdiction; and 12


‘‘(iv) following the submission of the 13


report under clause (iii) and upon request 14


by any Member of Congress, submit the re-15


port, with the recommendations of the In-16


tegrity Committee, to that Member.’’; 17


(F) in paragraph (9)(B), by striking 18


‘‘other agencies’’ and inserting ‘‘the Depart-19


ment of Justice or the Office of Special Coun-20


sel’’; 21


(G) in paragraph (10), by striking ‘‘any of 22


the following’’ and all that follows through the 23


period at the end and inserting ‘‘any Member of 24


Congress.’’; and 25
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(H) by adding at the end the following: 1


‘‘(12) ALLEGATIONS OF WRONGDOING AGAINST 2


SPECIAL COUNSEL OR DEPUTY SPECIAL COUNSEL.— 3


‘‘(A) SPECIAL COUNSEL DEFINED.—In this 4


paragraph, the term ‘Special Counsel’ means 5


the Special Counsel appointed under section 6


1211(b) of title 5, United States Code. 7


‘‘(B) AUTHORITY OF INTEGRITY COM-8


MITTEE.— 9


‘‘(i) IN GENERAL.—An allegation of 10


wrongdoing against the Special Counsel or 11


the Deputy Special Counsel may be re-12


ceived, reviewed, and referred for investiga-13


tion to the same extent and in the same 14


manner as in the case of an allegation 15


against an Inspector General or against a 16


staff member of an Office of Inspector 17


General described under paragraph (4)(C), 18


subject to the requirement that the rep-19


resentative designated by the Special 20


Counsel under paragraph (5)(A)(ii) shall 21


recuse himself or herself from the consider-22


ation of any allegation brought under this 23


paragraph. 24
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‘‘(ii) COORDINATION WITH EXISTING 1


PROVISIONS OF LAW.—This paragraph 2


does not eliminate access to the Merit Sys-3


tems Protection Board for review under 4


section 7701 of title 5, United States 5


Code. To the extent that an allegation 6


brought under this subsection involves sec-7


tion 2302(b)(8) of that title, a failure to 8


obtain corrective action within 120 days 9


after the date on which the allegation is re-10


ceived by the Integrity Committee shall, 11


for purposes of section 1221 of such title, 12


be considered to satisfy section 13


1214(a)(3)(B) of that title. 14


‘‘(C) REGULATIONS.—The Integrity Com-15


mittee may prescribe any rules or regulations 16


necessary to carry out this paragraph, subject 17


to such consultation or other requirements as 18


may otherwise apply. 19


‘‘(13) COMMITTEE RECORDS.—The Chairperson 20


of the Council shall maintain the records of the In-21


tegrity Committee.’’; and 22


(4) by adding at the end the following: 23


‘‘(e) AUTHORIZATION OF APPROPRIATIONS FOR 24


COUNCIL.—For the purposes of carrying out this section, 25
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there are authorized to be appropriated into the revolving 1


fund described in subsection (c)(3)(B), out of any money 2


in the Treasury not otherwise appropriated, the following 3


sums: 4


‘‘(1) $8,500,000 for fiscal year 2016. 5


‘‘(2) $9,000,000 for fiscal year 2017. 6


‘‘(3) $9,500,000 for fiscal year 2018. 7


‘‘(4) $10,000,000 for fiscal year 2019. 8


‘‘(5) $10,500,000 for fiscal year 2020. 9


‘‘(6) $11,000,000 for fiscal year 2021.’’. 10


SEC. 5. REPORTS AND ADDITIONAL INFORMATION. 11


(a) REPORT ON VACANCIES IN THE OFFICES OF IN-12


SPECTOR GENERAL.—The Comptroller General of the 13


United States shall— 14


(1) conduct a study of prolonged vacancies in 15


the Offices of Inspector General during which a tem-16


porary appointee has served as the head of the office 17


that includes— 18


(A) the number and duration of Inspector 19


General vacancies; 20


(B) an examination of the extent to which 21


the number and duration of such vacancies has 22


changed over time; 23


(C) an evaluation of the impact such va-24


cancies have had on the ability of the relevant 25
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Office of the Inspector General to effectively 1


carry out statutory requirements; and 2


(D) recommendations to minimize the du-3


ration of such vacancies; 4


(2) not later than 9 months after the date of 5


enactment of this Act, present a briefing on the 6


findings of the study conducted under paragraph (1) 7


to— 8


(A) the Committee on Homeland Security 9


and Governmental Affairs of the Senate; and 10


(B) the Committee on Oversight and Gov-11


ernment Reform of the House of Representa-12


tives; and 13


(3) not later than 15 months after the date of 14


enactment of this Act, submit a report on the find-15


ings of the study conducted under paragraph (1) to 16


the committees described in paragraph (2). 17


(b) REPORT ON ISSUES INVOLVING MULTIPLE OF-18


FICES OF INSPECTOR GENERAL.—The Council of the In-19


spectors General on Integrity and Efficiency shall— 20


(1) conduct an analysis of critical issues that 21


involve the jurisdiction of more than 1 individual 22


Federal agency or entity to identify— 23


(A) each such issue that could be better 24


addressed through greater coordination among, 25
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and cooperation between, individual Offices of 1


Inspector General; 2


(B) the best practices that can be em-3


ployed by the Offices of Inspector General to in-4


crease coordination and cooperation on each 5


issue identified; and 6


(C) any recommended statutory changes 7


that would facilitate coordination and coopera-8


tion among the Offices of Inspector General on 9


critical issues; and 10


(2) not later than 1 year after the date of en-11


actment of this Act, submit a report on the findings 12


of the analysis described in paragraph (1) to— 13


(A) the Committee on Homeland Security 14
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submit to the appropriate committees of jurisdiction 1


in the Senate and the House of Representatives, the 2


Committee on Homeland Security and Governmental 3


Affairs of the Senate, and the Committee on Over-4


sight and Government Reform of the House of Rep-5


resentatives— 6


(A) a report on each investigation con-7


ducted by the Office involving employees of the 8


Federal agency or department, as applicable, 9


receiving pay at the rate specified for GS-15 10


level or above of the General Schedule under 11


section 5332 of title 5, United States Code, 12


where misconduct was found but no prosecution 13


resulted, including— 14


(i) a detailed description of the facts 15


and circumstances of the investigation; and 16


(ii) a detailed description of the status 17


and disposition of the matter, including— 18


(I) if the matter was referred to 19


the Department of Justice, the date of 20


the referral; and 21


(II) if the Department of Justice 22


declined the referral, the date of the 23


declination and an explanation of the 24


reasons for the declination; 25
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(B) reports authored by the Office that are 1


not available to the public; 2


(C) a detailed description of any instance 3


of whistleblower retaliation, including informa-4


tion about the official found to have engaged in 5


retaliation and what, if any, consequences the 6


Federal agency or department imposed to hold 7


that official accountable, provided that the Of-8


fice obtains whistleblower consent before reveal-9


ing the whistleblower’s personally identifiable 10


information to Congress; 11


(D) a detailed description of any attempt 12


by the Federal agency or department, as appli-13


cable, to interfere with the independence of the 14


Office, including— 15


(i) with communication between the 16


Office and Congress; and 17


(ii) with budget constraints designed 18


to limit the capabilities of the Office; and 19


(E) detailed descriptions of the particular 20


circumstances of each— 21


(i) investigation, evaluation, and audit 22


conducted by the Office that is closed and 23


was not disclosed to the public; 24
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(ii) outstanding unimplemented rec-1


ommendation of the Office, as well as the 2


aggregate potential cost savings of those 3


open recommendations; and 4


(iii) incident where the Federal agen-5


cy or department, as applicable, has re-6


sisted or objected to oversight activities of 7


the Office or restricted or significantly de-8


layed access to information, including the 9


justification of the Federal agency or de-10


partment for such action; and 11


(F) a narrative description of any audit, 12


evaluation, and investigation provided by the 13


Office to the Federal agency or department, as 14


applicable, for comment but not returned within 15


60 days. 16


(2) AVAILABILITY TO MEMBERS OF CON-17


GRESS.—The information described in paragraph (1) 18


shall be available upon request by any Member of 19


Congress. 20


SEC. 6. TECHNICAL AND CONFORMING AMENDMENTS. 21


(a) REPEALS.— 22


(1) INSPECTOR GENERAL ACT OF 2008.—Sec-23


tion 7(b) of the Inspector General Reform Act of 24
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2008 (Public Law 110–409; 122 Stat. 4312; 5 1


U.S.C. 1211 note) is repealed. 2


(2) OVERSEAS CONTINGENCY OPERATIONS.— 3


Section 744 of the Financial Services and General 4


Government Appropriations Act, 2009 (division D of 5


Public Law 111–8; 123 Stat. 693; 5 U.S.C. App. 6


8L) is repealed. 7


(b) AGENCY APPLICABILITY.— 8


(1) AMENDMENTS.—The Inspector General Act 9


of 1978 (5 U.S.C. App.), as amended by this Act, 10


is further amended— 11


(A) in section 8M— 12


(i) in subsection (a)(1)— 13


(I) by striking ‘‘Each agency’’ 14


and inserting ‘‘Each Federal agency 15


and designated Federal entity’’; and 16


(II) by striking ‘‘that agency’’ 17


each place that term appears and in-18


serting ‘‘that Federal agency or des-19


ignated Federal entity’’; and 20


(ii) in subsection (b)— 21


(I) in paragraph (1), by striking 22


‘‘agency’’ and inserting ‘‘Federal 23


agency and designated Federal enti-24


ty’’; and 25
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(II) in paragraph (2), by striking 1


‘‘agency’’ each place that term ap-2


pears and inserting ‘‘Federal agency 3


and designated Federal entity’’; and 4


(B) in section 11(c)(3)(A)(ii), by striking 5


‘‘department, agency, or entity of the executive 6


branch’’ and inserting ‘‘Federal agency or des-7


ignated Federal entity’’. 8


(2) EFFECTIVE DATE.—The amendments made 9


by paragraph (1) shall take effect on the date that 10


is 180 days after the date of enactment of this Act. 11


(c) REQUIREMENTS FOR INSPECTORS GENERAL 12


WEBSITES.—Section 8M(b)(1) of the Inspector General 13


Act of 1978 (5 U.S.C. App.), as amended by subsection 14


(b)(1), is further amended— 15


(1) in subparagraph (A), by striking ‘‘report or 16


audit (or portion of any report or audit)’’ and insert-17


ing ‘‘audit report, inspection report, or evaluation 18


report (or portion of any such report)’’; and 19


(2) by striking ‘‘report or audit (or portion of 20


that report or audit)’’ each place that term appears 21


and inserting ‘‘report (or portion of that report)’’. 22


(d) CORRECTIONS.— 23


(1) EXECUTIVE ORDER NUMBER.—Section 24


7(c)(2) of the Inspector General Reform Act of 2008 25
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(Public Law 110–409; 122 Stat. 4313; 31 U.S.C. 1


501 note) is amended by striking ‘‘12933’’ and in-2


serting ‘‘12993’’. 3


(2) PUNCTUATION AND CROSS-REFERENCES.— 4


The Inspector General Act of 1978 (5 U.S.C. App.), 5


as amended by this Act, is further amended— 6


(A) in section 4(b)(2)— 7


(i) by striking ‘‘8F(a)(2)’’ each place 8


that term appears and inserting 9


‘‘8G(a)(2)’’; and 10


(ii) by striking ‘‘8F(a)(1)’’ and insert-11


ing ‘‘8G(a)(1)’’; 12


(B) in section 5(a)(13), by striking 13


‘‘05(b)’’ and inserting ‘‘804(b)’’; 14


(C) in section 6(a)(4), by striking ‘‘infor-15


mation, as well as any tangible thing)’’ and in-16


serting ‘‘information), as well as any tangible 17


thing’’; and 18


(D) in section 8G(g)(3), by striking ‘‘8C’’ 19


and inserting ‘‘8D’’. 20


(3) SPELLING.—The Inspector General Act of 21


1978 (5 U.S.C. App.), as amended by this Act, is 22


further amended— 23


(A) in section 3(a), by striking ‘‘subpena’’ 24


and inserting ‘‘subpoena’’; 25
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(B) in section 6(a)(4), by striking ‘‘sub-1


penas’’ and inserting ‘‘subpoenas’’; 2


(C) in section 8D(a)— 3


(i) in paragraph (1), by striking ‘‘sub-4


penas’’ and inserting ‘‘subpoenas’’; and 5


(ii) in paragraph (2), by striking 6


‘‘subpena’’ each place that term appears 7


and inserting ‘‘subpoena’’; 8


(D) in section 8E(a)— 9


(i) in paragraph (1), by striking ‘‘sub-10


penas’’ and inserting ‘‘subpoenas’’; and 11


(ii) in paragraph (2), by striking 12


‘‘subpena’’ each place that term appears 13


and inserting ‘‘subpoena’’; and 14


(E) in section 8G(d)(1), by striking ‘‘sub-15


pena’’ and inserting ‘‘subpoena’’. 16








MIR15104 S.L.C. 


AMENDMENT NO.llll Calendar No.lll 


Purpose: To modify the requirement for posting reports on 


the websites of Inspectors General. 


IN THE SENATE OF THE UNITED STATES—114th Cong., 1st Sess. 


S. 579 


To amend the Inspector General Act of 1978 to strengthen 


the independence of the Inspectors General, and for 


other purposes. 


Referred to the Committee on llllllllll and 


ordered to be printed 


Ordered to lie on the table and to be printed 


AMENDMENTS intended to be proposed by Mr. JOHNSON 


Viz: 


On page 26, between lines 20 and 21, insert the fol-1


lowing: 2


(d) POSTING OF REPORTS ON WEBSITES OF OFFICES 3


OF INSPECTORS GENERAL.—Section 8M(b) of the Inspec-4


tor General Act of 1978 (5 U.S.C. App.) is amended— 5


(1) in paragraph (1)(A), by striking ‘‘is made 6


publicly available’’ and inserting ‘‘is submitted in 7


final form to the head of the Federal agency or the 8


head of the designated Federal entity, as applica-9


ble’’; and 10


(2) by adding at the end the following: 11
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‘‘(3) RULE OF CONSTRUCTION.—Nothing in 1


this section shall be construed to authorize the pub-2


lic disclosure of information that is prohibited from 3


disclosure by any other provision of law.’’. 4


On page 27, line 20, strike ‘‘and’’. 5


On page 28, between lines 4 and 5, insert the fol-6


lowing: 7


(iii) by adding at the end the fol-8


lowing: 9


‘‘(3) DEFINITIONS.—In this section, the terms 10


‘designated Federal entity’ and ‘head of the des-11


ignated Federal entity’ have the meanings given 12


those terms in section 8G(a).’’; and 13








MIR15106 S.L.C. 


AMENDMENT NO.llll Calendar No.lll 


Purpose: To modify the appropriations for the Council of 


the Inspectors General on Integrity and Efficiency. 


IN THE SENATE OF THE UNITED STATES—114th Cong., 1st Sess. 


S. 579 


To amend the Inspector General Act of 1978 to strengthen 


the independence of the Inspectors General, and for 


other purposes. 


Referred to the Committee on llllllllll and 


ordered to be printed 


Ordered to lie on the table and to be printed 


AMENDMENT intended to be proposed by Mr. JOHNSON (for 


himself and Mrs. MCCASKILL) 


Viz: 


On page 21, strike lines 5 through 10 and insert the 1


following: 2


‘‘(1) $7,500,000 for fiscal year 2016. 3


‘‘(2) $7,800,000 for fiscal year 2017. 4


‘‘(3) $8,100,000 for fiscal year 2018. 5


‘‘(4) $8,500,000 for fiscal year 2019. 6


‘‘(5) $8,900,000 for fiscal year 2020. 7


‘‘(6) $9,300,000 for fiscal year 2021.’’. 8








OLL15199 S.L.C. 


AMENDMENT NO.llll Calendar No.lll 


Purpose: To expand the subpoena authority of Inspectors 


General with respect to Federal Government contractors, 


subcontractors, grantees, and subgrantees. 


IN THE SENATE OF THE UNITED STATES—114th Cong., 1st Sess. 


S. 579 


To amend the Inspector General Act of 1978 to strengthen 


the independence of the Inspectors General, and for 


other purposes. 


Referred to the Committee on llllllllll and 


ordered to be printed 


Ordered to lie on the table and to be printed 


AMENDMENT intended to be proposed by Mr. SASSE 


Viz: 


On page 5, line 25, strike ‘‘testimony of certain wit-1


nesses’’ and all that follows through ‘‘any former Federal’’ 2


on page 6, line 1, and insert the following: 3


testimony of certain witnesses, including a current or 4


former contractor with the Federal Government, a current 5


or former subcontractor (at any tier) of a contractor with 6


the Federal Government, a current or former grantee of 7


the Federal Government, a current or former subgrantee 8


of a grantee of the Federal Government, a current or 9


former employee of such a contractor, subcontractor, 10


grantee, or subgrantee, and any former Federal 11







bill, requiring the information to be submitted in the Semi-annual Report to Congress.

Section 6 of the bill includes CIGIE's legislative priorities pertaining to technical amendments to the IG Reform Act
of 2008.

In addition to the amendments noted in the above summary, there are two additional amendments that were agreed
to by the Committee:

The Baldwin-Johnson amendment seeks to have IGs issue any report (work product) that includes a
recommendation or suggestion for corrective action directly to the head of the entity or establishment. 

The other amendment, the Johnson-Baldwin amendment, seeks to clarify that IGs must publish their reports when
the report is delivered as a final product to the agency or establishment, as opposed to "when the report is made
public."

The Legislation Committee understands from staff that the bill likely will undergo additional revision before final
passage in the Senate.  In the interim, we anticipate the bill will be discussed with CIGIE membership at the March
meeting and within the Legislation Committee to identify potential amendments to improve the bill.  As always,
please contact me directly with any questions, concerns, or suggestions.  The Legislation Committee is scheduled to
meet on Tuesday, March 10 at 10:00 a.m.

(b) (5)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Letter to Senator McCaskill
Date: Tuesday, June 16, 2015 5:59:30 AM
Attachments: Letter to Senator McCaskill.pdf

Good Morning,
Please find attached the signed letter in response to Senator McCaskill’s QFRs relating to IGs pay.
The letter was communicated to Congressional staff yesterday afternoon.
Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV



Council of the


Inspectors General
on INTEGRITY and EFFICIENCY


June 15,2015


The Honorable Claire McCaskill


United States Senate


Committee on Homeland Security and
Governmental Affairs


342 Dirksen Senate Office Building
Washington, DC 20510


Dear Senator McCaskill:


In response to matters raised in a hearing before the Senate Homeland Security and Governmental
Affairs Committee, the Council of the Inspectors General on Integrity and Efficiency (CIGIE)
gathered information from the Inspector General (IG) community to respond to questions about the
salaries of all IGs in 2012, 2013, and 2014, and the extent to which financial statement audits were


handled by contractors or OIG auditors in those years. The information we collected is set forth on
the enclosed charts.


The compensation information we gathered reflects the diversity of the IG community, which stems
in part from the widely-varied agencies in which the IGs serve. For Designated Federal Entity
(DFE) IGs, the nature of their agencies can have an impact on their pay. For that reason, pay
information for most DFE IGs is contained in charts organized by either the relevant compensation
system (Senior Executive Service (SES), Senior Level (SL), Title 5 General Schedule) or other
commonality (such as whether the office is in a financial regulatory agency). Data for DFE IGs in
pay systems that do not lend themselves to categorization is reflected in a separate chart, as is
information relating to Establishment IGs (who are presidentially appointed and Senate confirmed)
and Legislative branch IGs.


In considering these pay issues, it is important to understand the impact of the IG Reform Act of
2008 (Public Law 110-409), which altered the compensation framework for all IGs. According to
the Senate Report accompanying the Act, prior to 2008, there were "two problems with
compensation for the Inspectors General": (1) "the compensation of some Inspectors General
depends on bonuses awarded by officials they oversee" and (2) "some Inspectors General earn too
little" because they either adopted a "self-imposed ban on bonuses" or because the IG was "slotted
too low on the pay scale."^ The Reform Act represents Congress's attempt to address these
problems and it remains the rule today for establishingEstablishmentand DFE IG compensation.


^S. Rep. No. 110-262.







The Refoim Act raised the pay rate for Establishment IGs, specifically required compensation
paritybetween DFE IGs and other senior level executives within their agencies, and prohibited IGs
from receiving cash bonuses or awards. As the Senate Report further explains, the compensation
changes were meant to "ensure that the overall compensation of any IG is appropriate and adequate
to attract and retain skilled professionals."^ Also, regarding DFE IG pay, the Congressional Record
associated with the Act provides that agencies "will be directed to pay [the IG] the same or more
than the total compensation received by other senior level employees."^


The discussion below elaborates on the impact of the Reform Act on IG pay and provides further
observations and context relating to the information we collected.


Establishment IGs


Under the IG Act (as amended in 2008), the pay for IGs in Establishment agencies (and certain
special IGs) is fixed by statute at Executive Schedule Level III plus three percent.'̂ In 2012 and
2013, this amounted to $170,259. In 2014, the amount rose to $172,010, although most
establishment IGs did not receive the pay increase due to pay limitations in the Consolidated
Appropriations Act of 2014 (Public Law 113-76), which continued to hold pay rates for certain
political appointees at2013 levels, even though the schedule rates increased for 2014.^ The fi-eeze
also applies this year pursuant to the 2015 Consolidated Appropriations Act.^


Although the 2008 change to the IG Act placed Establishment IGs at a higher pay level than
previously was the case,' such IGs may still earn less than others in the agency (including staff
within the Office of Inspector General) who are in pay systems such as the Senior Executive
Service that have higher pay caps (as a result of their having a certified SES performance appraisal
system, for example) and who may also receive bonuses of between 5% and 20% of their salary. It
is important to note that this outcome is not unique to Establishment IGs; many other presidential
appointees or individuals whose pay is based on the Executive Schedule also earn less than the staff
who work under them, although these positions generally allow for bonuses of between 5% and
20% oftheir salary, whereas IGs may not receive a bonus.


'Id.


^153 CONG. REC. 814,194 (daily ed. Nov. 8,2007).


"5 U.S.C. app. §3(e).


' Exceptions to the freeze include career SES or Foreign Service members who elect to retain their basic pay
entitlements under those authorities. See Pub. L. No. 113-76, Title VII, Div. E, § 741(g), (h) (Jan. 17, 2014). The
salary chart depicts particular Establishment IG salaries that remained at 2013 levels.


®See Pub. L. No. 113-235, Title VII, Div. E, §738 (g), (h) (Dec. 16,2014).


' Prior to 2008, Establishment IGs were at Level IVof theExecutive Schedule.
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As an example of how the rate of pay and bonuses can result in compensation differences between
an IG and their highest paid staff, for 2015 the maximum SES pay rate is $183,300 for agencies
with certified SES appraisal systems. If an SES staff member received the highest salary and a
minimum 5% bonus, they would receive total compensation of $192,465 ~ resulting in that
individualreceiving $20,455 more than the IG. If the SES were to receive a 20% bonus ($36,660),
that SES's total compensationwould exceed the IG's by $47,890 ($219,900 - $172,010).
We note that six of the respondent IGs in this category received pay at a level different firom the
statutory amoimt during the three year period as a result of pay savings authority applicable to those
receiving presidential appointments.^


Designated Federal Entity IGs


Reflecting the diversity of the entities in which they reside, DFE IGs are compensated under a
variety of agency-established pay systems. Many are members of the SES, while others oversee
agencies that have created different pay rates pursuant to authority granting them compensation
flexibility. Because basic pay ranges vary among these systems, and IGs are situated at different
places within their pay scales, some DFE IGs earn more - or have the potential to earn more —than
others. Regardless of the pay scale, however, DFE IG pay across the federal government is tied to
the average compensation of the senior level executives within the agencies overseen by the IGs, as
expressly stated in the reform Act. A brief description of the major pay systems covering DFE IGs
follows.


Senior Executive Service


Thirteen IGs reported that they are members of the Senior Executive Service. According to an
0PM overview of SES salary:


The National Defense Authorization Act for Fiscal Year 2004 (Public Law
108-136, November 24, 2003) established a performance-based pay system for
members of the Senior Executive Service. The SES pay range has a minimum
rate of basic pay equal to 120 percent of the rate for GS-15, step 1, and the
maximum rate of basic pay is equal to the rate for Level III of the Executive
Schedule. However, for any agency certified [by 0PM] under 5 U.S.C.
5307(d) as having a performance appraisal system [required by 5 U.S.C. 5312]
which, as designed and applied, makes meaningful distinctions based on
relative performance, the maximum rate of basic pay will be the rate of Level
II ofthe Executive Schedule.


' See 5 U.S.C. § 3392(c) (permitting former SES members to elect to retain their pay upon receiving presidential
appointments); see also 5 U.S.C. app. § 3 (IG Act provision providing that career Federal employees serving on an
appointment made pursuant to statutory authority found other than in section 3392 of title 5, United States Code [5
U.S.C.A. § 3392], shall not suffer a reduction in pay, not including any bonus or performance award, as a result ofbeing
appointed to the position of Inspector General).
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For 2015, the minimum SES pay rate is $121,956; the maximum rate for agencies with a certified
SES appraisal system is $183,300; the maximum rate for agencies without a certified appraisal
system is $168,700.


Senior Level (SL) Positions


According to the Office of Personnel Management, most Senior Level employees are in non
executive positions whose duties are broad and complex enough to be categorized above GS 15.
However, in some agencies that are statutorily exempt from inclusion in the SES, executive
positions are staffed with SL employees. The exemption from the SES covers Government
corporations and a few other small agencies such as the Pension Benefit Guaranty Corporation and
the Federal Election Commission.


Three IGs are in SL positions. For purposes of pay, these positions operate much like the SES. In
2015, for example, the maximum authorized pay rates for SL positions are the same as those for the
SES, with higher amounts authorized for those who are in agencies with OPM-certified appraisal
systems.


Financial Regulatory Agencies


Federal financial regulatory agencies have compensation flexibilities and authorities that can result
in higher pay rates for their employees compared to agencies with pay systems like the SES and SL
that are governed by Title 5, United States Code. Each federal financial regulatory agency is
responsible for establishing its own compensation framework, in accordance with the various
authorities described below, which in tum affects the compensation for the agency's Inspector
General.


In 1989,Congresspassed the Financial InstitutionsReform, Recovery and EnforcementAct of 1989
(FIRREA) (Public Law 101-73), which requires certain federal financial regulatory agencies (the
Federal Deposit Insurance Corporation, Office of the Comptroller of the Currency, National Credit
Union Administration, Federal Housing Finance Board, Farm Credit Administration, and the Office
of Thrift Supervision) to keep their compensation in line with each other. This measure was
designed to help these agencies employ and retain qualified staff. In 2002, FIRREA was amended
to include similar comparability requirements for the Securities and Exchange Commission and the
Commodity Futures Trading Commission. The statutory requirements for pay comparability exist
for all employees of these agencies, including their IGs, with two exceptions: the IGs for the
Federal Deposit Insurance Corporation and the Federal Housing Finance Authority (the successor to
the Federal Housing Finance Board), which are now presidentially appointed. Senate confirmed
IGs, even though their employees and their agencies remain under the FIRREA provisions for
compensation purposes. The Federal Reserve Board is not covered by FIRREA's comparability
requirements, but volxmtarily shares information with a numberof agencies regarding compensation
and benefits.







Pay rates for these agencies vary. Three IGs reported compensation based ontheir agency's status
as a financial regulatory agency.


General Schedule


One IG is in the General Schedule, and noted that his placement there is consistent with the
majority ofthe senior level executives in the agency. According toan0PM overview:


The General Schedule (GS)has 15 grades - GS-1 (lowest) to GS-15 (highest).
... Each grade has 10steps (steps 1-10) that areapproximately 3 percent of the
employee's salary. [Unlike individimls in SES or Senior Level (SL) positions],
most GS employees are . . . entitled to locality pay [in addition to their base
pay], which is a geographic-based percentage rate that reflects the pay levels
for non-Federal workers in certain geographic areas as determined by surveys
conducted by the U.S. BureauofLabor Statistics.


The 2015 pay range for a GS-15 in the Washington DC area runs from $126,245 (step 1) to
$158,700 (step 10).


Other Pay Systems


Twelve DFE IGs are governed by pay and personnel systems (including the Postal Career Executive
Service and the Defense Intelligence Senior Executive Service) that do not allow for easy
categorization. We have grouped these IGs on onechart formiscellaneous paysystems.


Legislative Branch IGs


Legislative branch IGs are established for the Government Accountability Office, the Architect of
the Capitol, the Library ofCongress, the Capitol Police and the Government Printing Office. These
IGs are not directly covered by the provisions of the Reform Act that relate to DFE pay, and we
have included information related to their compensation in a separate chart.


Reform Act Factors Affecting DFE IG Pay


Section 4(b) of the Reform Act requires agencies to establish parity between DFE IGs and other
senior level executives within their agencies in terms of grade classification and overall
compensation. The section provides:


For pay and all other purposes, [the IG shall] be classified at a grade, level or
rank designation ... at or above those of a majority of the senior level
executives of that designated Federal Entity (such as the General Counsel,







Chief Infonnation Ofificer, Chief Financial Officer, Chief Human Capital


Officer, or Chief Acquisition Officer).


The pay of a [DFE IG] shall be not less than the total average compensation
(including bonuses) of the senior level executives of that designated Federal
Entity calculated on an annual basis. (Emphasis added)


We asked DFE IGs (and their Legislative branch counterparts) to provide information concerning
how the ReformAct's compensation formula has been applied in practice. Below is a summary of
what we found.


• Comparable Senior Level Executives. Because DFE compensation is required to be related
to the average pay for the senior level executives within the agency (including bonuses), we
asked affected IGs to describe the positions representing the comparable senior level group.
Twenty-six respondents provided actual positions, which included a wide range of titles
characterizedas the upper echelons of agency management. Of these, all listed one or more
of the positions mentioned in the Act.' Five of the respondents provided more general
descriptions, such as all individuals within certain pay bands.


• Average senior-level bonus. Eighteen of thirty-two DFE IGs (56%) replied that during
2012, 2013 and/or 2014 they had received compensation based on the average bonus of the
agency's senior level executives. The Reform Act specifically requires that a DFE IG's
compensation include an amount representing the average of the bonuses of the agency's
senior level executives, but it does not specify the payment form (whether the amount
should be provided in a lump sum, for example, or factored into base pay) or how one
calculates an "average bonus." According to the information we collected,not all DFE IGs
receive bonus-related compensation. For those that do, payment methods varied across the
DFE IG commimity, with 61% of the respondents who reported receiving bonus-related
compensation having the pajonent factored into their base pay, and the remainder receiving
it as a lump sum. When asked what comprises the "average senior level bonus," most
responding IGs (72%) explamed that only the average annual rating-based bonus given to
the agency's senior level executives is used in the calculation. A few indicated that other
types of awards (such as PresidentialRank awards) are included.


• Legislative branch IGs. As noted previously, certain IGs are established within the
legislative branch and are not directly covered by section 4(b) of the Reform Act, which
expressly relates to DFE IGs. One legislative branch respondent stated, however, that it


' The positions described inthe Reform Actareexamples ofthose considered comparable to that of theIG(i.e., General
Counsel, Chief Information Officer, Chief Financial Officer, Chief Human Capital Officer, or Chief Acquisition
Officer). The Act, however, leaves flexibility in defining the group, most likely to accommodate the variety of
organizational sizes and structures in DFE agencies. As such, section 4(b)'s examples are not necessarily a complete
listforany given agency, nor is there any requirement that these positions be included in a particular IG's comparable
group.
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applies that section's compensation mechanism to the IG position. Two other offices stated
that the IG's pay is simply set at a certain level (not tied to an average); no "average bonus"
was provided to those IGs.


Financial Statement Audits


Finally, we asked all IGs whether they had contracted out their Financial Statement audit work at
any point during 2012, 2013 and 2014.


Among Establishment respondents:


• 65% contracted out for the Financial Statement audit all three years.


• 26% conducted the Financial Statement audit in house all three years.


• 1 office was not required to conduct the Financial Statement audit in 2012 and 2013, and


contracted it out in 2014.


• 2 offices stated that they do not conduct these audits, one because it is a special IG and does
not oversee an agency, and the other because the agency's organic legislation assigns this
responsibility to the Government Accountability Office.


Among DFEs and Legislative Branch respondents:


• 83% contracted out for the Financial Statement audit all three years.


• 11% conducted the financial statement in house all three years.


• One respondent IG contracted out the financial statement audit for two years and performed
it in house for one.


• Another IG was not required to conduct a financial statement audit until 2014, when it
contracted out the audit.


We welcome the opportunity to discuss this information and to answer any questions you or your
staff might have. Please feel free to contact me at (202) 514-3435, or CIGIE Executive Director
Mark Jones at (202) 292-2603.


Sincerely,


Michael E. Horowitz


CIGIE Chair


Enclosures


One office reported that it conducted the 2014 audit in house, with the exception ofcontracting out associated
specialty work pertaining to an agency component.







cc: The Honorable Ron Johnson


Chair


United States Senate


Committee on Homeland Security & Governmental Affairs


The Honorable Tom Carper


Ranking Member


United States Senate


Committeeon Homeland Security & Governmental Affairs







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OMB Circular A-136 and Bulletin 15-02
Date: Wednesday, August 5, 2015 7:14:49 AM
Importance: High

The following is being sent on behalf of OMB.
From: Wetklow, Mike [mailto:Michael_S_Wetklow@omb.eop.gov] 
Sent: Tuesday, August 04, 2015 5:09 PM

Mark
Could you please distribute this to the CIGIE, with special thanks to Mark Hayes
and the FSAN?
Thanks
Mike
From: Wetklow, Mike 
Sent: Tuesday, August 04, 2015 5:07 PM
To: 'CFO Council Support'; CFO-DCFO@LISTSERV.GSA.GOV
Subject: OMB Circular A-136 and Bulletin 15-02
CFOC:
We are pleased to announce that the final version of OMB Circular No. A-136, Financial Reporting
Requirements, and OMB Bulletin No. 15-02, Audit Requirements for Federal Financial Statements has
been issued and is posted on the following website:
Circular A-136 Revised:
https://www.whitehouse.gov/sites/default/files/omb/assets/OMB/circulars/a136/a136_revised_2015.pdf
Bulletin 15-02: https://www.whitehouse.gov/sites/default/files/omb/bulletins/2015/15-02.pdf
Thanks again for all of your help.
Mike
Mike Wetklow
Office of Management and Budget | Branch Chief | Office of Federal Financial Management

 | @omb.eop.gov(b) (6) (b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OMB Circular No. A-123, Management"s Responsibility for Risk Management and Internal Control - First

Draft
Date: Thursday, June 4, 2015 7:21:24 AM
Attachments: A-123_6-3-15_Agency Comment.pdf

The following is sent on behalf of David Mader.
From: Wetklow, Mike [mailto: @omb.eop.gov] 

Attached is a first draft of OMB Circular No. A-123, Management’s Responsibility for Risk
Management and Internal Control. This is the first update to the Circular in over ten years. We ask
that you review this draft with your Department/Agency Chief Financial Officers, Chief Information
Officers, Chief Acquisition/Procurement Officers, Chief Human Capital Officers, Chief Risk Officers or
equivalent, Chief Operations Officers, and Program Managers. A similar note will be provided to
each CXO Council. Views and comments from these offices must be submitted to MAX
(https://community.max.gov/x/-4HVMw). If you do not have a Max.gov account see below for
additional information how to register for an account.
Please provide your agency views on this draft circular through MAX by 5:00PM Wednesday,
June 24, 2015.
The draft is not for distribution outside of Federal Agencies.
Summary: OMB Circular No. A-123 defines management’s responsibility for risk management and
internal control. A re-examination of the existing internal control requirements for Federal agencies
was initiated in light of the new Standards for Internal Control in the Federal Government (better
known as the Green Book) issued by the U.S. Government Accountability Office (GAO) on September
10, 2014. OMB Circular No. A-123 and the statute it implements, the Federal Managers’ Financial
Integrity Act (FMFIA) of 1982, are at the center of Federal requirements to improve accountability in
Federal programs and operations. The revised OMB Circular No. A-123:

· Establishes requirements to demonstrate that an agency has a system of internal control
based on GAO’s Green Book; and adopts additional guidance based on the Committee of
Sponsoring Organizations of the Treadway Commission (COSO);

· Introduces Enterprise Risk Management (ERM) to provide for more effective risk
management and internal control in the Federal Government;

· Emphasizes the need to integrate and coordinate internal control assessments in support of
mission delivery (e.g., Administrative Services, Financial Management, Human Capital,
Information Technology, Procurement, and Performance Management);

· Reinforces corrective action planning requirements to ensure they address the root causes of
control deficiencies and encourages collaboration with Offices of Inspectors General
(OIG) in correcting control deficiencies;

· Streamlines internal control reporting by eliminating areas of overlap and duplication, while
maintaining separate assurance on internal control over financial reporting; and

· Provides guidance for special topics including: service organizations, fraud risks,
maintaining internal control in disaster situations, risk management for grants, and

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://community.max.gov/x/-4HVMw
http://www.gao.gov/greenbook/overview
http://www.gao.gov/greenbook/overview
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M-16-X 


 


MEMORANDUM TO THE HEADS OF EXECUTIVE DEPARTMENTS AND 


AGENCIES 


 


SUBJECT: OMB Circular No. A-123, Management’s Responsibility for Risk Management 


and Internal Control  


 


Office of Management and Budget (OMB) Circular No. A-123 defines management’s 


responsibility for risk management and internal control.  A re-examination of the existing 


internal control requirements for Federal agencies was initiated in light of the new Standards for 


Internal Control in the Federal Government1 (better known as the Green Book) issued by the 


U.S. Government Accountability Office (GAO) on September 10, 2014.  OMB Circular No. A-


123 and the statute it implements, the Federal Managers’ Financial Integrity Act (FMFIA) of 


1982, are at the center of Federal requirements to improve accountability in Federal programs 


and operations.   


 


Since 1982, government operations have changed dramatically, becoming increasingly 


complex and technology driven.  At the same time, resources are constrained and stakeholders 


are more engaged than ever, seeking greater program integrity and transparency into government 


operations.  Recent experiences have highlighted the need to focus on risk management and 


reminded us of the original intent of the FMFIA, specifically internal control is more than 


financial reporting.  Internal control is not a compliance or documentation exercise, simply put, 


internal control is good management that supports improved mission results.  This update to 


OMB Circular No. A-123 provides no new requirements, other than internal control standard 


updates agreed upon between GAO, OMB, and Agency representatives.  A thoughtful analysis of 


risks will be valuable than a compliance process that only leads to outcomes that do not make 


sense.  This version of OMB Circular No. Circular A-123 focuses on these themes and will 


continue to build on prior efforts, including financial reporting, and adapt to ever changing 


conditions in government operations. 


 


The goal of OMB Circular No. A-123 is to modernize efforts to implement the FMFIA so 


that it will evolve our existing internal control framework to be more value-added and provide 


for stronger risk management for the purpose of improving mission delivery.  OMB Circular No. 


A-123 accomplishes the following: 


 


 Establishes requirements to demonstrate that an agency has a system of internal control based 


on GAO’s Green Book; and adopts additional guidance based on the Committee of 


Sponsoring Organizations of the Treadway Commission (COSO);  


 Introduces Enterprise Risk Management (ERM) to provide for more effective risk 


management and internal control in the Federal Government;   


 Emphasizes the need to integrate and coordinate internal control assessments in support of 


mission delivery (e.g., Administrative Services, Financial Management, Human Capital, 


Information Technology, Procurement, and Performance Management); 


                                                           
1 http://www.gao.gov/greenbook/overview 



http://www.gao.gov/greenbook/overview
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 Reinforces corrective action planning requirements to ensure they address the root causes of 


control deficiencies and encourages collaboration with Offices of Inspectors General (OIG) 


in correcting control deficiencies; 


 Streamlines internal control reporting by eliminating areas of overlap and duplication, while 


maintaining separate assurance on internal control over financial reporting; and 


 Provides guidance for special topics including: service organizations, fraud risks, maintaining 


internal control in disaster situations, risk management for grants, and compliance with the 


Anti-deficiency Act (ADA). 


 


The revised circular is effective for Fiscal Year (FY) 2016 and supersedes all previous 


versions.  OMB plans to work closely with the President’s Management Council, CXO Councils, 


and the Council of Inspectors General on Integrity and Efficiency (CIGIE) to provide further 


implementation guidance as needed.  Please contact Mike Wetklow (mwetklow@omb.eop.gov) 


in OMB’s Office of Federal Financial Management with any questions regarding this guidance.   


  



mailto:mwetklow@omb.eop.gov
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I. INTRODUCTION 


 


The FMFIA requires the GAO to prescribe standards of internal control, more commonly 


known as the Green Book.    These standards provide the internal control framework and 


criteria Federal managers should use in designing, implementing, and operating an effective 


system of internal control.  The Green Book defines internal control as a process effected by an 


entity’s oversight body, management, and other personnel that provides reasonable assurance 


that the objectives of an entity will be achieved.  These objectives and related risks can be 


broadly classified into one or more of the following three categories: 


 


 Operations:  Effectiveness and efficiency of operations; 


 Reporting:  Reliability of reporting for internal and external use; and 


 Compliance: Compliance with applicable laws and regulations. 


 


A subset of the three categories of objectives is the safeguarding of assets. Management 


designs an internal control system to provide reasonable assurance regarding prevention or 


prompt detection and correction of unauthorized acquisition, use, or disposition of an entity’s 


assets. 


 


A system of internal control is expected to provide an organization with reasonable 


assurance that those objectives relating to external reporting (i.e., financial reporting) and 


compliance with laws and regulations will be achieved. 2  Achieving those objectives, which are 


based largely on laws, rules, regulations, or standards established by Congress, GAO, OMB, and 


the Department of the Treasury, depends on how activities within the agency’s control are 


performed.  Generally, management and oversight bodies have greater discretion in setting 


internal reporting objectives that are not driven by external parties.  However, agencies may 


choose to align its internal and external reporting objectives to allow internal reporting to better 


support the agencies external reporting. 


Achievement of some operations objectives – such as a certain aspects of program 


outcomes or maintaining safe operations are not always within the agency’s control.  For 


instance, legislative program design or adverse weather such as hurricanes are external events 


beyond management’s control and have the potential to significantly impact the achievement of 


operations objectives.  For these types of operations objectives, systems of internal control can 


only provide reasonable assurance that management and oversight bodies are made aware, in a 


timely manner, of the extent to which the agency is moving toward those objectives.  


Conversely, where external events are unlikely to have a significant impact on the achievement 


of specified operations objectives or where the organization can reasonably predict the nature 


and timing of external events and mitigate the impact to an acceptable level, the agency may be 


able to obtain reasonable assurance that these objectives can be achieved.   


 


The Green Book is organized by five components of internal control shown in the cube 


below.  In addition, each of the five components of internal control contains several required 


                                                           
2 Based on COSO 



http://www.gao.gov/greenbook/overview

http://www.gao.gov/greenbook/overview

http://www.gao.gov/greenbook/overview
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principles and each principle has important characteristics, called attributes which explain the 


principles in greater detail.  


 


Exhibit 1:  The Green Book Cube  


 
 


The FMFIA also requires OMB, in consultation with GAO, to establish guidelines for 


agencies to evaluate their systems of internal control to determine FMFIA compliance.  


Management must apply the internal control standards across management functions and 


operations to meet each of the internal control objectives and to assess internal control 


effectiveness based on risks to the enterprise in achieving agency missions.  Annually, 


management must provide assurances on internal control, along with a report on identified 


material weaknesses and corrective actions in its Agency Financial Report (AFR), Performance 


and Accountability Report (PAR), or Annual Management Report (AMR) for Government 


Corporations. 


 


In summary, this Circular provides guidance to Federal managers on improving the 


accountability and effectiveness of Federal programs and operations by establishing, assessing, 


correcting, and reporting on internal control. This Circular provides new guidance for linking 


ERM and internal control to provide stronger risk management.  Federal managers should also 


view this Circular as the implementation guidance for any statutory requirement where 


evidence of compliance is achieved through having a sustainable, effective system of internal 


control.  Federal managers should strive to establish a risk-sensitive culture where people, 


systems, and processes are in place to detect risks and make appropriate decisions about those 


risks.  As an agency’s environment changes and new risks emerge, managers will have to 


modify internal controls to stay in unison with the risk management needs of the organization. 
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II. ENTERPRISE RISK MANAGEMENT AND INTERNAL CONTROL 


 


In 2004, the COSO developed ERM as a framework to effectively identify, assess and 


manage risks.3,4  The International Organization for Standardization’s International Risk 


Management Standard (ISO) also provides an ERM framework.  More recently, COSO’s 2013 


Internal Control – Integrated Framework, compares the relationship between ERM and Internal 


Control.  OMB Circular No. A-123 adopted these concepts for the government environment. 


 


The Association of Federal Enterprise Risk Management defines ERM as “a discipline 


that addresses the full spectrum of an organization’s risks, including challenges and 


opportunities, and integrates them into an enterprise-wide, strategically-aligned portfolio view. 


ERM contributes to improved decision-making and supports the achievement of an 


organization’s mission, goals, and objectives.”  This portfolio view encompasses all areas of 


organizational exposure to risk (such as reputational, programmatic performance, financial, 


information technology, acquisitions, human capital, etc.); thus, increasing an agency’s chances 


of experiencing fewer unanticipated outcomes and executing a better assessment of risk 


associated with changes in the environment.   


 


ERM pulls all the risks together from various parts of the organization to ensure that a 


portfolio view of risk is available at the highest levels of leadership to help inform decision-


making. This supersedes the common practice of managing and treating risks narrowly within 


silos and stovepipes. Since the interpretation of what comprises “enterprise risk” will vary from 


agency to agency; organizations should focus their attention on the outcome of the process; that 


is; ensuring that a full spectrum of risk is taken into consideration, managed, and treated 


appropriately. 


 


As a proactive, strategic and forward-thinking management technique, ERM is not a 


statutory requirement or compliance driven activity. Rather, it is the voluntary application of risk 


management principles at every level of an organization that is embedded into day-to-day 


operations. ERM and internal control are not one and the same, though references to ERM are 


often used interchangeably with internal control or interpreted as being equivalent to internal 


controls. This is a common misconception.  COSO provides, “ERM is broader than internal 


control, elaborating on internal control and focusing more directly on risk.”  This relationship is 


depicted in the COSO illustration below.   


 


 


                                                           
3 Source:  COSO Enterprise Risk Management – Integrated Framework, September 2004.   


 
4 The ISO standard is very similar to the COSO framework.  A key difference is that the ISO standard 


discusses the COSO components above as steps in the risk management process. The ISO standard includes the 


components of internal environment and objective setting as part of an “establishing the context” process step, 


where the organization articulates its objectives and defines the external and internal parameters to be taken into 


account when managing risk, and sets the scope and risk criteria for the remaining process. It also addresses the 


information and communication component as a “communications and consultation” step with internal and 


external stakeholders that should take place during all stages of the risk management process. 


 







FIRST DRAFT  


NOT FOR DISTRIBUTION OUTSIDE OF AGENCIES 


7 


6/3/2015 


Exhibit 2:  The Relationship Between Enterprise Risk Management and Internal Controls 


 


 
 


Good governance in the context of ERM and internal controls means agency leaders 


receive information about whether the agency is (1) likely to achieve its objectives; (2) resilient 


enough to respond to risks and change; (3) actively managing the risks to the agency; and (4) 


acting on opportunities.  The agencies governance structure, leveraging the Federal Performance 


Framework,5 needs to define roles, responsibilities, and ownership of ERM and internal controls 


and ensure they complement each other.  Within the Federal Government, governance is more 


formally defined by the existing Federal Performance Framework and the Senior Management 


Council construct. 


 


 Roles and Responsibilities within the Federal Performance Framework.  The GPRA 


Modernization Act builds upon a performance management leadership structure that 


begins with the Agency Head, the Chief Operating Officer (COO), the Performance 


Improvement Officer (PIO), and the goal leaders.  The Act’s performance framework 


must translate across and cascade down the organization to all agency managers and team 


leaders. The three primary responsibilities of agency performance leaders are: (1) goal-


setting; (2) assuring timely, actionable performance information is available to decision-


makers at all levels of the organization; and (3) conducting frequent data-driven reviews 


that guide decisions and actions to improve performance outcomes, manage risk, and 


reduce costs. As the GPRA Modernization Act is implemented, increased use of 


performance information should spread across the organization and to program delivery 


partners.  Part 6, Section 200 of OMB Circular No. A-11 provides a full overview of the 


Federal Performance Framework. 


 


                                                           
5 See OMB Circular A-11 Part 6 Executive Summary and section 200 which defines the Federal Performance 


Framework and establishes key roles and responsibility for agency management and mission objectives. 


Governance


ERM


Internal 
Controls
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The governance structure of the Federal Performance Framework could also include 


Enterprise risk managers, who may be referred to as the Chief Risk Officer (CRO) in 


some agencies, champion agency-wide efforts to manage risk within the agency and 


advise senior leaders on the strategically-aligned portfolio view of risks at the agency. 


The responsibilities of managing risk, however, are shared throughout the agency from 


the highest levels of executive leadership to the service delivery staff executing Federal 


programs.  While agencies are not required to have a CRO or enterprise risk management 


function, they are expected to manage risks to mission, goals, and objectives of the 


agency. Where applicable, a CRO may serve as a strategic advisor to the COO and other 


staff on the integration of risk management practices into day-to-day business operations 


and decision-making. 


 


 Roles and Responsibilities of a Senior Management Council. Many agencies use a 


Senior Management Council to assess risks and monitor deficiencies in internal control. 


A Senior Management Council, which may include the PIO, Chief Financial Officer 


(CFO), Senior Procurement Executive, Chief Information Officer (CIO), Chief 


Information Security Officer, Chief Risk Officer (CRO), and Senior Accountable 


Officials for operations or program areas, should be involved in identifying risks, 


providing assurance, and ensuring correction of systemic weaknesses relating to their 


respective functions. The expertise of the agency CRO or equivalent ERM function and 


CFO can be valuable in developing appropriate and risk based internal controls.  


Consideration should be given to involving the OIG in a consulting capacity but not to 


conduct management’s assessment of internal controls. Such councils generally 


recommend to the agency head which significant deficiencies are deemed to be material 


weaknesses to the agency as a whole, and should therefore be included in the annual 


FMFIA assurance statement and reported in the agency’s AFR, PAR, or AMR. This 


council should be responsible for managing risks and overseeing the timely 


implementation of corrective actions related to material weaknesses. Such a council may 


also be useful in determining when sufficient action has been taken to declare that a 


significant deficiency or material weakness has been corrected. While the establishment 


of such a council is not a requirement of this document, a Senior Management Council or 


similar construct is encouraged. 


 


While ERM and internal control both share similar objectives, as described earlier, ERM 


includes a component for strategic objectives, which describe the broad outcomes and strategies 


of the mission of the agency.  Strategic objectives operate at a higher level than the objectives of 


operations, reporting, and compliance and strategic objectives flow from an agency’s mission 


and vision.  


 


ERM is applied in setting strategies, as well as in working toward the achievement of 


objectives of operations, reporting, and compliance.  ERM reflects management choices and 


involves balancing risk and returns so that an agency enhances its ability to achieve its strategic 


objectives.  Operations, reporting, and compliance objectives should flow from strategic 


objectives.  While ERM focuses on how an agency creates, preserves and realizes value, internal 


control focuses on providing assurance that operations, reporting, and compliance objectives are 


achieved.  Internal control is a sub-component of the broader ERM framework.  Since ERM 
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draws on a portfolio of interrelated risks, embracing the disciplined foundation that OMB 


Circular No. A-123 provides helps to manage these risks. A good ERM framework recognizes 


that it is equally important to understand the controls related to key organizational risks and how 


these controls are used to mitigate or reduce the level of exposure to risk. 


 


ERM also includes concepts of risk appetite and tolerance.  Risk appetite is the broad-


based amount of risk an agency is willing to accept in pursuit of strategic objectives.  Risk 


tolerance is the acceptable level of variation in performance related to achieving operations, 


reporting, and compliance objectives.  Operating within risk tolerance provides management 


greater assurance that the agency remains within its risk appetite, which provides more 


confidence that the entity will achieve its objectives.  ERM also requires considering composite 


risks from a portfolio perspective while internal control focuses on achieving objectives on an 


individual basis.  While internal control standards do not include portfolio view concepts; 


planning and assessing internal control without conscious decisions on risk tolerances and risk 


appetite in mind can lead to internal control outcomes or compliance burdens that do not make 


sense.    
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III. ASSESSING INTERNAL CONTROL 


 


A. Integrated Internal Control Framework.  The Federal Government is responsible 


for establishing, maintaining, and assessing internal controls to provide reasonable assurance 


that the objectives of FMFIA are met.  In addition, Federal agencies are subject to numerous 


legislative and regulatory requirements that promote and support risk management and effective 


internal control. Effective internal control is a key factor in achieving agency mission and 


program results through improved accountability.  Identifying risks or internal control 


deficiencies and taking related corrective actions are critical to creating and maintaining a strong 


internal control infrastructure that supports the achievement of agency objectives.  Over the 


years, several government-wide initiatives have been implemented to improve government 


operations, program management, and financial reporting; including risk management and 


tracking corrective actions for material weaknesses.  Activities conducted as part of these 


initiatives support an agency’s overall integrated internal control framework.  Agencies should 


maintain a sustainable, effective system of internal control that managers can leverage to 


evidence compliance with statutory requirements, such as: 


 
 Chief Financial Officers Act of 1990, as amended (CFO Act); 


 Clinger-Cohen Act of 1996; 


 Debt Collection Act of 1982; 


 Federal Credit Reform Act of 1990; 


 Federal Financial Management Improvement Act of 1996 (FFMIA); 


 Federal Information Security Modernization Act of 2014 (FISMA);  


 Federal Information Technology Acquisition and Reform Act (FITARA); 


 Government Charge Card Abuse Prevention Act of 2012; 


 GPRA Modernization Act of 2010; 


 Improper Payments Information Act of 2002 as amended by the Improper Payments 


Elimination and Recovery Act of 2010 (IPERA), and the Improper Payments Elimination 


and Recovery Audit Improvement Act of 2012 (IPERIA); 


 Inspector General Act of 1978 and IG Reform Act of 2008; 


 Services Acquisition Reform Act, 41 U.S.C. 414; and 


 Single Audit Act, as amended. 


 


In summary, agencies face diverse statutory requirements to address risks and activities 


across a variety of management areas, including financial, acquisition, information technology, 


performance, and program management. Consequently, senior agency officials6 across program 


and management areas must collaborate to integrate risk management and internal control efforts 


which overlap traditionally distinct management areas.  


 


B. Developing Internal Control. It is management’s responsibility to manage risks and 


develop and maintain effective internal control. As agencies develop and execute strategies for 


implementing or reengineering agency programs and operations, they should design management 


structures that help manage risks and ensure accountability for results. As part of this process, 


                                                           
6 Senior Agency Officials, as referred to in this guidance, include positions such as the CIO, CFO, CHCO, CAO, 


ASAM, COO, and Program Manager 
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agencies and individual Federal managers must take systematic and proactive measures to 


develop and implement appropriate, cost-effective internal control. The degree to which studies 


and analysis are performed will vary depending on the complexity and risk associated with a 


given program or operation.  


 


C. Assessment of Entity Level Controls.  Internal control at the entity level refers to the 


Green Book’s five components of internal control that. These components must be effectively 


designed, implemented, and operating together in an integrated manner, for an internal control 


system to be effective. The Green Book’s 17 principles support the effective design, 


implementation, and operation of the associated components and represent requirements 


necessary to establish an effective internal control system.  Specific elements of internal control 


that must be evaluated at this level are discussed below. 


 


Exhibit 4:  Green Book Components of Internal Control and Principles  


 


Components of Internal Control Principles 


Control Environment 1. Demonstrate Commitment to Integrity and Ethical 


Values 


2. Exercise Oversight Responsibility 


3. Establish Structure, Responsibility and Authority 


4. Demonstrate Commitment to Competence 


5. Enforce Accountability 


Risk Assessment 6. Define Objectives and Risk Tolerances 


7. Identify, Analyze, and Respond to Risk 


8. Assess Fraud Risk 


9. Analyze and Respond to Change 


Control Activities 10. Design Control Activities 


11. Design Activities for Information Systems 


12. Implement Control Activities 


Information and  


Communication 


13. Use Quality Information 


14. Communicate Internally 


15. Communicate Externally 


Monitoring 16. Perform Monitoring Activities 


17. Remediate Deficiency 


 


D. Sources of Documentation.  The agency head's assessment of internal control can be 


documented using a variety of information sources. Management has primary responsibility for 


assessing and monitoring controls, and should use other sources as a supplement to its own 


judgment, not a replacement. Sources of information include: 


 


 Management documentation of its internal control system, policies, procedures, and 


knowledge gained from the daily operation of agency programs and systems. 


 Management reviews conducted (i) expressly for the purpose of assessing internal control, or 


(ii) for other purposes with an assessment of internal control as a by-product of the review. 



http://www.gao.gov/greenbook/overview

http://www.gao.gov/greenbook/overview
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 Annual performance plans, reports, strategic reviews and program evaluations relevant to 


internal control pursuant to the GPRA Modernization Act and Part 6 of OMB Circular A-11, 


Federal Performance Framework. 


 Results of Federal Employee Viewpoint Surveys. 


 Acquisition Assessments pursuant to OMB Memorandum: Conducting Acquisition 


Assessments under OMB Circular No. A-123, May 21, 2008.  


 Management reviews and annual evaluations and reports related to information technology, 


information security, and information resources pursuant to FISMA and OMB Circular No. 


A-130, Management of Federal Information Resources, including follow-up action items 


from portfolio and investment reviews. 


 Outputs of governance mechanisms for information technology resources published by the 


agency at http://agency.gov/digitalstrategy pursuant to the “CIO Authorities” described in the 


Federal Information Technology Acquisition Reform Act (FITARA). 


 Annual reviews and reports pursuant to IPIA, as amended by IPERA, including IPERIA. 


 Program reviews conducted pursuant to OMB Circular No. A-129, Policies for Federal 


Credit Programs and Non-Tax Receivables. 


 Single Audit reports for grant-making agencies. 


 Reports and other information provided by the Congressional committees of jurisdiction. 


 Other reviews or reports relating to agency operations or management controls. 


 Assessments of internal control over financial reporting and reviews of financial systems 


pursuant to Appendix A of OMB Circular No. A-123 and Appendix D of OMB Circular No. 


A-123, Compliance with the Federal Financial Management Improvement Act of 1996.  In 


addition, independent audits of financial statements conducted pursuant to the CFO Act. 


 IG and GAO reports, including audits, inspections, reviews, investigations, outcome of 


hotline complaints, or other products. 


 


Use of a source of information should take into consideration whether the process 


included an evaluation of internal control. Agency management should avoid duplicating reviews 


which assess internal control, and should coordinate their efforts with other evaluations to the 


extent practicable.  Internal control assessments should flow from and align to the Agencies 


Performance Framework; as opposed to disconnected internal control assessments that provide 


lower levels of assurance and lead only to compliance burdens.   


 


E. Identification of Deficiencies. Agency managers and employees should identify 


deficiencies in internal control from the sources of information described above and the results of 


their assessment process.  In addition, the identification of deficiencies should include all 


management and operational functions that support mission delivery (e.g., Administrative 


Services, Financial Management, Human Capital, Information Technology, Procurement, and 


Performance Management).  Agency employees and managers shall report control deficiencies to 


the next supervisory level, which will allow the chain of command structure to determine the 


relative importance of each deficiency. 


 


A control deficiency, or combination of control deficiencies, that in management’s 


judgment represent significant deficiencies in the design or operation of internal control that 


could adversely affect the organization's ability to meet its internal control objectives is a 


significant deficiency and should be internally tracked and monitored within the agency. A 
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significant deficiency that the Agency Head determines to be significant enough to be reported 


outside the agency shall be considered a material weakness and included in the annual FMFIA 


assurance statement and reported in the agency’s annual AFR, PAR, or AMR.  This designation 


requires a judgment by agency managers as to the relative risk and significance of the control 


deficiency.  


 


In identifying and assessing the relative importance of control deficiencies, consideration 


should be given to the findings of the agency's OIG and/or GAO.  Management should review its 


assurance statements (FMFIA) for consistency with the findings specified in audit reports. 


Management should perform the same due diligence when preparing its final assurance 


statements. Assurance statement results and related audit reports could, in fact be different due to 


differences between risk tolerances with management and auditors.  However, they should not be 


in direct conflict.  For example, an OIG Major Management Challenge or GAO High Risk area 


are not considered as a significant deficiency or material weakness by management should be 


investigated.  When management does not agree with the auditor, management can explain why 


it does not agree, but it must describe what will be done to address the problem that gave rise to 


the disagreement. 


  


Agency managers and staff should be encouraged to identify control deficiencies, as this 


reflects positively on the agency's commitment to recognizing and addressing management 


problems. Failing to report a known material weakness or significant deficiency would reflect 


adversely on the agency and continue to place the agency’s operations at risk. Agencies should 


carefully consider whether systemic weaknesses exist that adversely affect internal control across 


organizational or program lines. 
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IV. CORRECTING INTERNAL CONTROL DEFICIENCIES 


 


A. Importance of Correcting Internal Control Deficiencies.  Correcting control 


deficiencies is an integral part of management accountability and must be considered a priority 


by the agency.  An agency’s ability to correct control deficiencies is an indicator of the strength 


of an organization’s internal control environment.  Effective remediation of control deficiencies 


is essential to achieving the objectives of the FMFIA and uncorrected or longstanding control 


deficiencies must be considered in determining the overall status of internal control.   The 


corrective action process provides the mechanism for management to present a comprehensive 


plan for addressing the risk associated with a control deficiency.   


 


B. Corrective Action Options.  All control deficiencies pose some level of risk to an 


organization.  The risk level could be minimal or material, and is determined by management’s 


risk tolerance.  There are a number of possible corrective action options which could include: 


 


 Acceptance:  The organization knowingly and objectively accepts the risk and does not take 


corrective action, providing the risk clearly satisfies the organization’s policy and criteria for 


tolerance; 


 Avoidance:  The organization takes corrective action to stop operational processes that cause 


the risk to occur;  


 Risk mitigation:  The organization takes corrective action to reduce or eliminate the risk by 


implementing appropriate internal controls; and 


 Transfer/sharing:  The organization transfers the risk to other parties, such as insuring against 


losses, outsourcing, or assuming only a portion of the associated risk, e.g. with other Federal 


agencies.  


 


C. Corrective Action Plan Requirements.  Based on the remediation options chosen, 


agencies should also perform a root- cause analysis of the deficiency to ensure that subsequent 


strategies and plans address the root of the problem and not just the symptoms. Developing an 


understanding of the root cause of the control deficiency is management’s responsibility not the 


auditors.  Reliance on audit findings or recommendations alone often leads to incomplete 


corrective actions.  An organization should also consider alternative risk mitigation strategies 


and perform cost-benefit analysis to determine the best or most cost-effective solution. 


 


A summary of the corrective action plans for material weaknesses that have not been 


fully mitigated at the time of reporting shall be included in the agency’s AFR, PAR or AMR. 


Also see Section V, Reporting on Internal Control, for reporting on material weaknesses. The 


summary discussion shall include a description of the material weakness, status of corrective 


actions, and timeline for resolution.  Management shall maintain more detailed corrective action 


plans internally which shall be made available for OMB and audit review.  Management’s 


process for resolution and corrective action of identified material weaknesses in internal control 


should: 


 
 Provide for appointment of an overall corrective action plan Senior Accountable Official.  


Senior Accountable Officials for material weaknesses and significant deficiencies should 


report to the Agency Head or Deputy Secretary.  Accountable Officials should serve from the 
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appropriate level of authority necessary to effect the required actions and implement 


approved change;  


 Determine the resources required to correct a control deficiency.  The corrective action plan 


should indicate the types of resources needed (e.g., additional personnel, contract support, 


training); resources could also include non-financial resources such as Senior Leadership 


support for correcting the control deficiency; 


 Include critical path milestones that affect the overall schedule and performance of the 


corrective actions needed to resolve the control deficiency.  Critical path milestones must 


lead to a date certain of the correction of the control deficiency; 


 Require prompt resolution and internal control testing to validate the correction of the control 


deficiency; 


 Ensure that accurate records of the status of the identified control deficiency are maintained 


throughout the entire process;  


 Ensure that the corrective action plans are consistent with laws, regulations, and agency 


policy; and  


 Ensure that performance appraisals of appropriate officials reflect effectiveness in resolving 


or implementing corrective action for identified material weaknesses. 


 


A determination that a material weakness or significant deficiency has been corrected 


should be made only when sufficient corrective actions have been taken and the desired results 


achieved. This determination should be in writing, supported by appropriate documentation, and 


made available for review by appropriate officials, e.g., the Agency’s Senior Management 


Council or equivalent. 


 


D. Cooperative Audit Resolution and the Role of an Audit Committee.  Some 


agencies use cooperative audit resolution and oversight initiatives (CAROI) or audit committees 


as an extension of an agencies governance to complement oversight of corrective actions and 


internal control efforts.  The Association of Government Accountants (AGA) has conducted 


research and has developed frameworks to promote CAROI and Audit Committees at Federal 


agencies.  The AGA provides, “the CAROI is a tool for achieving: 1) alternative and creative 


approaches to resolving oversight findings and their underlying causes and 2) greater success in 


attaining program goals at all levels of government through the constructive use of monitoring 


and technical assistance (i.e., oversight activities).”  AGA research identified, “agencies 


establish audit committees to improve accountability, transparency, internal controls, risk 


management, minimize fraud, implement best practices.”   While the establishment of a CAROI 


or Audit Committee is not a requirement of this document, they are encouraged. 


 


As managers consider OIG and GAO audit reports in identifying and correcting internal 


control deficiencies, they must be mindful of the statutory requirements for audit follow-up 


included in the Inspector General Act, as amended and OMB Circular No. A-50, Audit Follow-


up. Management has a responsibility to complete action, in a timely manner, on audit 


recommendations on which agreement with the OIG has been reached. Management must make 


a decision regarding OIG audit recommendations within a six month period after issuance of the 


audit report and implement management's decision within one year to the extent practicable. 
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V. REPORTING ON INTERNAL CONTROL 


 


A. Annual Assurance Statements. The assurance statements should be provided in a 


single FMFIA report section of the AFR, PAR, or AMR labeled “Analysis of Entity’s Systems, 


Controls and Legal Compliance.”  This section should include the annual assurance statements, 


summary of material weaknesses and non-conformances, and summary of corrective action plans 


as of June 30 of that fiscal year.7  The statement is inclusive of all certification and assurances 


required by legislative and other OMB requirements.8  Separate assurance statements are not 


required.  The statement of assurance must be signed by the Agency Head.  The assurance 


statement is an accountability statement not a public affairs document, unessential detail should 


be avoided. 
 


B. Internal Control over Operations.  31 U.S.C. 3512(d) (2) (commonly referred to as 


Section 2 of the FMFIA) requires that annually the head of each executive agency submit to the 


President and the Congress (i) a statement on whether there is reasonable assurance that the 


agency's controls are achieving their intended objectives; and (ii) a report on material 


weaknesses in the agency's controls.  The FMFIA Section 2 statement of assurance represents the 


agency head's informed judgment as to the overall adequacy and effectiveness of internal control 


within the agency. The statement must take one of the following forms:  


 


 unmodified statement of assurance (no material weaknesses reported);  


 modified statement of assurance, considering the exceptions explicitly noted (one or more 


material weaknesses reported); or  


 statement of no assurance (no processes in place or pervasive material weaknesses).  


 


In deciding on the type of assurance to provide, the agency head should consider the 


status of the internal control assessments described in Section III of this Circular, with input from 


the Senior Management Council and the OIG. The agency head must describe the analytical 


basis for the type of assurance being provided, and the extent to which agency activities were 


assessed. Management is precluded from concluding that the agency’s internal control is 


effective (unmodified statement of assurance) if there are one or more material weaknesses.  
 


C. Internal Control over Financial Reporting.  OMB Circular No. A-123 maintains the 


requirement to provide a separate assurance over the effectiveness of the internal controls over 


financial reporting (ICOFR).  The internal control over financial reporting assurance is based on 


the results of management’s assessment conducted in accordance with the requirements in OMB 


Circular No. A-123 Appendix A and D.  If material weaknesses in internal control over financial 


reporting exist or the agency’s systems do not substantially conform to financial systems 


                                                           
7 If a material weakness is reported as of June 30, but corrected by September 30, a statement identifying the 


material weakness, the corrective action taken, and that it has been resolved by September 30 should be included.  


Additionally if a material weakness is discovered after June 30, but prior to September 30, the statement identifying 


the material weaknesses should be updated to include the subsequently identified material weakness.   
8 Examples of these additional certifications and assurances include the certification required by the Disaster Relief 


Appropriations Act of 2013 and OMB Memorandum M-13-21, Implementation of the Government Charge Card 


Abuse Prevention Act of 2012 and OMB Circular A-11, Section 51.3 implementing the Federal IT Acquisition and 


Reform Act (FITARA). 
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requirements, the statement must list the material weaknesses and related FFMIA non-


compliance and discuss the agency's plans for correcting material weaknesses in ICOFR and 


bringing its financial systems into substantial compliance. The statement must take one of the 


following forms:  
 


 unmodified statement of assurance (no material weaknesses or FFMIA non-compliance 


reported);  


 modified statement of assurance, considering the exceptions explicitly noted (one or more 


material weaknesses or FFMIA non-compliance reported); or  


 statement of no assurance (no processes in place or pervasive material weaknesses or 


FFMIA non-compliance).  
 


Given the pervasive role of financial information systems and the duplication of material 


weaknesses and the requirements of the FFMIA, assurances for internal control over financial 


reporting, FFMIA, and non-conformances9 with governmentwide financial system requirements 


of 31 U.S.C. 3512(d) (2) (B) (commonly referred to as Section 4 of the FMFIA) should be 


consolidated.   
 


D. Government Corporations.  For government corporations, Section 306 of the Chief 


Financial Officers Act established a reporting requirement related to the internal controls for 


corporations covered by the Government Corporation and Control Act.  These corporations must 


submit an annual management report to the Congress.  This report must include, among other 


items, a statement on control systems by the head of the management of the corporation 


consistent with the requirements of the FMFIA.  The corporation is required to provide the 


President, the Director of OMB, and the Comptroller General a copy of the management report 


when it is submitted to the Congress. 


  


E. Classified Matters.  The statement of assurance is made available to the public.  However, 


relevant information that is specifically prohibited from disclosure by any provision of law; or 


specifically required by Executive Order to be kept secret in the interest of national defense or 


the conduct of foreign affairs, should not be included in the statement made available to the 


public. 


 


 


 


 


 


 


 


 


 


                                                           
9 The term “non-conformance” is synonymous with material weakness. 
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Exhibit 5: Summary of A-123 reporting requirements  


 


Category Definition Reporting 


Control Deficiency 


 


A control deficiency exists when the design, 


implementation, or operation of a control 


does not allow management or personnel, in 


the normal course of performing their assigned 


functions, to achieve control objectives and 


address related risks.10 


 


A deficiency in design exists when (1) a 


control necessary to meet a control objective 


is missing or (2) an existing control is not 


properly designed so that even if the control 


operates as designed, the control objective 


would not be met.11  


 


A deficiency in implementation exists when a 


properly designed control is not implemented 


correctly in the internal control system. 12 


 


A deficiency in operation exists when a 


properly designed control does not operate as 


designed, or when the person performing the 


control does not possess the necessary 


authority or competence to perform the control 


effectively.13 


 


 
 


Internal to the organization and not 
reported externally.  Progress against 
corrective action plans should be 
periodically assessed and reported to 


agency management. 


Significant 


Deficiency  


 


A significant deficiency is a deficiency, or a 


combination of deficiencies, in internal control 


that is less severe than a material weakness yet 


important enough to merit attention by those 


charged with governance.14,  


 
 


Internal to the organization and not 


reported externally.  Progress against 
corrective action plans should be 
periodically assessed and reported to 
agency management. 


                                                           
10 Green Book OV3.08 
11 Green Book OV3.05 
12 Green Book OV3.05 
13 Green Book OV3.06 
14  Consistent with AU-C 260, The Auditor’s Communication With Those Charged With Governance, the 2011 


revision of Government Auditing Standards defines those charged with governance as the person(s) or 


organization(s) with responsibility for overseeing the strategic direction of the entity and the obligations related to 


the accountability of the entity.  This includes overseeing the financial reporting process, subject matter, or program 


under audit including related internal controls. 







FIRST DRAFT  


NOT FOR DISTRIBUTION OUTSIDE OF AGENCIES 


19 


6/3/2015 


Category Definition Reporting 


Material Weakness 


 


A significant deficiency in which the agency 


head determines to be significant enough to 


report outside of the agency as a material 


weakness. 15 


  
 
Examples of material weaknesses in internal 
control over operations include, but no limited 
to, conditions that:   
 


 Merits the attention of the Executive Office 
of the President and the relevant 
Congressional oversight committees;  


 Impairs fulfillment of essential operations or 
mission;  


 Deprives the public of needed services;  


 Significantly weakens established 
safeguards against waste, loss, unauthorized 
use or misappropriation of funds, property, 
other assets, or conflicts of interest; and   


 Result in substantial noncompliance with 
laws and regulations. 


 
A material weakness in internal control over 
financial reporting is a deficiency, or a 
combination of deficiencies, in internal control, 
such that there is a reasonable possibility16 that   
a material misstatement of the entity’s financial 
statements will not be prevented, or detected   


and corrected, on a timely basis.   
 
A non-conformance is an instance in which 
financial management systems do not 
substantially conform to the following three 
FFMIA Section 803(a) requirements:  Federal 


Financial Management System Requirements; 
applicable accounting standards; and the USSGL 
at the transaction level.   
 
 


Material weaknesses or FFMIA non-


conformances and a summary of 
corrective actions shall be reported to 
OMB and Congress through the AFR or 
PAR (Management Report for 
Government Corporations).  Progress 
against corrective action plans should be 


periodically assessed and reported to 
agency management. 
 
 


  


 


 


 


 


 


 


                                                           
15 The Federal Information Security Modernization Act of 2014 no longer requires that a significant deficiency 


identified be reported as a material weakness for FMFIA. 
16  In this definition, a reasonable possibility exists when the likelihood of the event is reasonably possible or 


probable as those terms are used in AU-C 265, Communicating Internal Control Related Matters Identified in an 


Audit. 
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VI. SPECIAL TOPICS 


 


Service Organizations 


 


The Green Book provided additional internal control considerations for service 


organizations.  The service organization considerations outlined management’s responsibility 


for: the performance of outsourced processes; establishing “user controls” at the agency 


receiving services; and service organization oversight.   


 


A. Management’s Responsibility for the Performance of Processes Outsourced to Service 


Organizations.  Many agencies outsource activities to service organizations, examples include 


but are not limited to:  accounting and payroll processing, employee benefit plan servicing, 


information technology services, privacy protections for sensitive agency data, acquisition or 


procurement services, security services, asset management, health care claims processing, and 


loan servicing.  Agencies are ultimately responsible for the services and processes outsourced to 


service organizations as they relate to the agency’s ability to maintain internal control over 


operations, reporting, and compliance with laws and regulations.   


 


B. Management’s Responsibility for Establishing User Controls.  If the process outsourced to 


a service organization is significant to an agency’s internal control objectives, the Agency is 


responsible for establishing user agency controls that complement the service organizations 


controls.  Examples of user agency controls include: 
 


 Input/Output Controls:  In most outsourcing situations, the agency will have some 


access to the information processed by a service organization. In some cases, this 


information may enable the agency to compare the service organization’s results with the 


results of an independent source. For example, an agency using a payroll service 


organization could compare the data submitted to the service organization with reports or 


information received from the service organization after the data has been processed.  


 Performance Monitoring: Agencies may have a process for monitoring the service 


organization’s performance in relation to various metrics, as typically defined in a 


service-level agreement. Most of these metrics will be tailored to specific operations. For 


example, agencies may regularly review the security, availability, and processing 


integrity of service-level agreements. 


 Process Controls: In some outsourcing situations, the agency’s user controls may be 


closely tied to the service organization’s processes and provide direct assurance over their 


operation. For example, an agency that has outsourced its IT development to a service 


organization may choose to document, track, approve, and test all application changes 


internally, thus retaining significant control over the IT development process. 
 


C.  Management’s Responsibility for Oversight of Service Organizations.  The extent of an 


agency’s oversight of a service organization depends on the following: 
 


 The Nature of Services Outsourced:  Outsourcing would need to be considered for 


management’s oversight and assessment of internal control when the outsourced activity 



http://www.gao.gov/greenbook/overview
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constitutes a significant process or function performed by the service organization.  


Examples of services provided by the service organization that warrant oversight includes 


maintaining a user agencies financial reporting and accounting records; safeguarding of a 


user agencies assets; assurance for protecting privacy; investments for employee benefit 


plans, mortgage servicers that service mortgages for others, application services for 


technology environments that support operations.  


 The Nature of the Relationship Between the User Agency and the Service 


Organization:  Contracts or service level agreements govern the relationship between 


user agencies and service organizations and provide for service organizations: adherence 


to standards of conduct, quality of services and expectations between the user agency and 


the service organization; compliance with laws and regulations, remedies for 


performance issues at the user agency or service organization; and key personnel and 


reports. 


 


Additional service organization guidance related to External Financial Reporting objectives is 


provided within Appendix A to OMB Circular No. A-123. 
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Fraud Risks 


 


A 2014 Association of Certified Fraud Examiners (ACFE) Global Fraud Study reported, 


that the typical organization loses 5% of revenues each year to instances of occupational or 


internal fraud.  The most represented sectors among the fraud cases analyzed were banking and 


financial services, government and public administration, and manufacturing.  The median loss 


per occurrence in the public sector equaled $64,000 and the median duration from when the time 


the fraud commenced until it was detected was 18 months.   
 


Fraud jeopardizes agency missions by diverting scarce resources from their intended 


purpose.  A single case of fraud can undermine programmatic mission, disrupt services, and 


force management to expend valuable time, resources and man hours to resolve and recover 


property lost due to fraud. Reputational risks of fraud can damage the perception of an agency, 


impact employee morale, and create distrust by the public, further hindering their efforts to 


provide services to the public.  To the extent that federal managers can effectively mitigate and 


prevent fraud from occurring, it can save time and resources spent in investigating, prosecuting 


fraud, and recovering lost money and property, thus avoiding the “pay and chase model.” 


 


To address fraud, agencies should consider implementing fraud control activities for 


tailoring the appropriate level of anti-fraud activities that best fit their respective agency 


functions and operations.   


A. Fraud Defined.  The Green Book defines fraud as obtaining something of value through 


willful misrepresentation.  Whether an act is in fact fraud is a determination to be made through 


the judicial or other adjudicative system and is beyond management’s professional responsibility 


for assessing risk. Waste is the act of using or expending resources carelessly, extravagantly, or 


to no purpose.  Abuse involves behavior that is deficient or improper when compared with 


behavior that prudent person would consider reasonable and necessary operational practice given 


the facts and circumstances.  This includes the misuse of authority or position for personal gain 


or for the benefit of another.  Waste and abuse do not necessarily involve fraud or illegal acts. 17    


 


 


 


 


 


 


 


 


 


                                                           
17 GAO-14-704G, Federal Internal Control Standards, Section 8.03. http://www.gao.gov/assets/670/665712.pdf 



http://www.gao.gov/greenbook/overview
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B.  GAO Fraud Risk Management Framework.  In 2015, GAO developed a framework to 


promote a strategic management approach towards identifying and addressing fraud risks (GAO-


15-593SP). The critical control activities for managing fraud risks fall into three general 


categories - prevention, detection and response.  These categories are interdependent and 


mutually reinforcing.  Preventive control activities are generally the most cost-efficient use of 


resources, since they enable managers to avoid the costly and inefficient “pay and chase” model.  


Therefore leading practices for strategically managing fraud risks emphasize preventative 


activities.  The GAO Fraud Risk framework encompasses these control activities as well as 


structures and environmental factors that influence or help managers achieve their objectives in 


managing fraud risks.  The framework consists of the following four overarching concepts for 


effectively managing fraud risks: 


 Commit:  Commit to combating fraud by creating an organizational culture and structure 


conducive to fraud risk management. 


 Assess: Plan fraud risk assessments and assess risks to determine fraud risk profile. 


 Design and Implement: Design and implement a strategy with specific control activities 


to mitigate fraud risk and collaborate to ensure effective implementation. 


 Evaluate and Adapt:  Evaluate outcomes using a risk-based approach and adapt 


activities to improve fraud risk management.   
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Exhibit 6:  Fraud Risk Management Framework and Selected Leading Practices 
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D. Additional Considerations.  While implementing fraud controls, agencies may identify 


complementary roles and responsibilities of managers, and Inspectors General in addressing 


fraud risks. Agencies should periodically evaluate controls to see if it fits agency needs and 


adequately considers emerging threats and technological developments that may impact 


operations and delivery of services.   


 Preventative, anti-fraud controls with the goal of preventing fraud before it can occur. 


This can include conducting a fraud risk assessment, identifying incentives and 


opportunities for fraud specific to an agency or program. It can include data validation 


and information sharing.  It can also include investing in staff training and awareness. 


 


Control 


Category 


Management (M) / Inspector 


General (IG) Activity 


Lead 


Role 


Examples 


Preventative 


Controls and 


Risk 


Management 


 


Goal: Prevent 


Fraud before it 


occurs 


Fraud Risk Assessment  


 


M Identify incentives and opportunities for 


fraud specific to agency or program.  


Consider threats, vulnerabilities and 


consequences of fraudulent activity. 


Data Validation and information 


sharing  


M Establish and document uniform data 


recording, information sharing agreements 


with other agencies or third parties. 


System Edit Controls M Establish and formally document system 


edit checks, system overrides, segregation 


of duties, conflict disclosures. 


Staff Training and Awareness M Invest in staff training, incentivize fraud 


prevention activities. 


Proactive Response to identified 


fraud risks  


 


M Apply lessons learned from monitoring, 


investigations, and recovery efforts.  


Consider emerging threats.   


 Detection, Monitoring and Data Analytics with the goal of discovering fraud as it is 


occurring or when preventative controls have failed. This can include establishing a 


baseline levels of activity, continuous monitoring, data mining and analytics. It can 


include employing self-reporting mechanisms through fraud hotlines, whistleblower 


protection programs, staff training and awareness, periodic audits and testing.  


 


Control 


Category 


Management (M) / Inspector 


General (IG) Activity 


 Role Examples 


Detection, 


Monitoring 


and Data 


Analytics 


 


Goal: Discover 


Fraud as it is 


occurring or 


when 


preventative 


controls have 


failed 


Baseline Activity Awareness  M/IG Establish a baseline of normal or expected 


activities or transactions absent of fraud 


Continuous monitoring Data 


Mining/Data Analytics 


 M/IG Conduct Periodic testing of transactions 


comparing activity with baseline 


Accountability over payments  M/IG Conduct periodic testing to ensure 


payments were transmitted correctly. Phone 


calls, site visits, eligibility examinations. 


Staff Training and Awareness  M/IG Invest in staff training, incentivize fraud 


detection and monitoring activities 


Self-Reporting Mechanisms 


 


 IG/M Establish credible fraud hotlines, 


whistleblower protection programs, safe 


harbors, qui tam/reward programs.   


Internal Reporting to Strengthen 


Upfront Preventative Controls 


 IG/M Conduct audits, inspections of detection and 


monitoring, corrective actions.   
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 Response / Investigations, Prosecutions and Recovery with the goal of punishing fraud 


that has occurred, to recover lost or stolen property, and to deter future fraud.  This can 


include aggressive investigations of suspected fraud, and prosecutions that seek 


significant administrative or civil penalties, as well as criminal referrals.  This could 


include aggressive seeking of settlements, restitution, or other methods of recovering 


property or money lost to fraud. It can include public reporting of recovery efforts, and 


additional audits and inspections. 


 
Control 


Category 


Management (M) / Inspector 


General (IG) Activity 


Lead 


Role 


Examples 


Response / 


Investigations 


and Recovery 


 


Goal: Punish 


fraud, recover 


lost property, 


and deter future 


fraud. 


Aggressive Investigations of 


Suspected Fraud 


IG Establish proactive investigatory, evidence 


collection, and referral standards   


Aggressive Prosecutions of 


Confirmed Fraud  


 


IG Conduct prosecutions that seek civil, 


administrative penalties (disciplinary 


actions, disbarment), or criminal referrals  


Aggressive Settlements To 


Recover Property 


IG/M Pursue restitution, repayment of funds, asset 


forfeiture, wage garnishment, insurance 


claims 


Internal Reporting on 


Investigations, Recovery Efforts 


IG Conduct audits and inspections of 


investigations, prosecutions, and 


settlements. 


External Reporting on Completed 


Investigations, Recovery Efforts 


IG/M Publically report on outcomes of 


investigations, property recovered, penalties 


assessed, disciplinary actions taken. 


 


 


D.  Fraud Prevention Tool Kit.  In 20XX, the AGA developed the Fraud Prevention Tool Kit, 


which provides current, state-of-the-art tools for Federal, state, local and tribal government 


financial managers to use in preventing and detecting fraud.  The tool kit can be used to identify 


fraudulent activities by (1) business processes, (2) program areas, and (3) fraud types.   


 


E.  Appendix A. Additional fraud guidance related to External Financial Reporting objectives is 


provided within Appendix A to Circular No. A-123. 
 


 


 


 


 


 


 


 


 



http://secure.agacgfm.org/tools/fraudprevention/





FIRST DRAFT  


NOT FOR DISTRIBUTION OUTSIDE OF AGENCIES 


27 


5/6/2015 3:52 PM 


Internal Controls and Grants Management 


A. Managing Grant Risks 


In December, 2014, OMB released the Uniform Administrative Requirements, Cost Principles, 


and Audit Requirements for Federal Awards (Uniform Administrative Requirements). These 


new requirements set forth standards for obtaining consistency and uniformity among Federal 


agencies for the audit of non-Federal entities expending Federal awards.  The requirements seeks 


to effectively focus federal resources and improve federal grant award performance, and create a 


government-wide framework for ensuring effective fiscal management of federal grants. In 


addition, the requirements reduces the administrative burden on grantees that receive awards by 


increasing the size of awards that require annual audits.   


 


B. Uniform Administrative Requirements in Managing Risk.  Guidance in 2 CFR 200.205 


requires agencies to review the risk posed by applicants, conduct a risk evaluation whenever 


making new awards, authorizing agencies to use a risk-based approach, and may consider any 


items such as the following:  


 


 Financial stability;  


 Quality of management systems;   


 History of performance, including timeliness of compliance with applicable reporting 


requirements, and terms and conditions conformance;  


 Reports and findings from audits; and  


 The applicant’s ability to effectively implement statutory, regulatory, or other 


requirements imposed on non-Federal entities. 


 


The Uniform Administrative Requirements also recommends the following inherent risk factors: 


 


 The nature and complexity of a Federal program at the Federal Agency or Auditee may 


indicate risk; 


 The phase of a Federal program in its life cycle; and   


 Size of the award. 


 


The Federal awarding agency or pass-through entity may impose additional specific award 


conditions as needed, including items such as the following:  


 


 Requiring payments as reimbursements rather than advance payments;  


 Withholding authority to proceed to the next phase until receipt of evidence of acceptable 


performance within a given period of performance; 


 Requiring additional, more detailed financial reports;  


 Requiring additional project monitoring;  


 Requiring the non-Federal entity to obtain technical or management assistance; or  


 Establishing additional prior approvals.  
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C.  Best Practices in Risk Based Grant Oversight.18  Managing risk and oversight should take 


place across the Financial Assistance Life Cycle, including the following phases:  


 


 Pre-award Decision Support: Appropriate tools and data analytics are easily available 


to Program Offices to properly conduct risk analysis.  All reviews of applicants through 


OMB-designated repositories of government wide eligibility qualification or financial 


integrity information, such as SAM Exclusions and “Do Not Pay”, suspension and 


debarment requirements are documented in the award file.  Risk Criteria must be 


described in the announcement of funding opportunity.   


 Pre/Post Award Grantee Risk Mitigation: Program Offices use relevant data to 


determine risks and take appropriate action prior to making awards.  Agencies should 


make available a Risk Assessment tool or template and it should be documented in the 


award file.   


 


 Post-award Monitoring Plans and Activities: Program offices plan for and execute 


monitoring and mitigation activities meeting their specific needs.  Agencies should make 


                                                           
18 Based on the Department of Education’s Risk Based Oversight Model 
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available a Monitoring and Evaluation tool or template and it should be documented in 


the award file.   


 Grant Policy Monitoring Standards: Program offices manage grant portfolios using a 


common set of risk-based standards.  Agencies should make available standard 


Monitoring tools or templates to provide recipients with clear performance goals, 


indicators a, and milestones and it should be documented in the award file.   


 


 


D. Managing Closeouts 


 


On July 24, 2012, OMB Controller issued a controller alert on timely closeout of Federal Grants.  


The alert recommended that in order to address the risk that award funds might be susceptible to 


fraud, waste or mismanagement, agencies should take appropriate action to closeout grants in a 


timely manner.  To achieve this objective the following strategies should be considered: 


 Establish strong program/CFO linkages to determine what timely closeout means for 


your programs and how to achieve it. 


 Focus first on closing out expired grants that are several years past their end dates or have 


no remaining funds. 


 Establish policy and procedures describing when it is appropriate for the agency to 


unilaterally closeout grants. 


 Establish annual or semi-annual performance targets for timely grant closeout. 


 Leverage internal control procedures per OMB Circular A-123 to mitigate risk associated 


with not closing out grants in a timely manner. 


 Monitor closeout activity and track progress in reducing closeout backlog, if any 


Guidance in 2 CFR 200.343 requires agencies to close-out the Federal award when it determines 


that all applicable administrative actions and all required work of the Federal award have been 


completed by the non-Federal entity. Some of the key elements include: 


 All financial, performance, and other reports as required by the terms and conditions of 


the Federal award must be submitted no later than 90 calendar days after the end date of 


the period of performance.  


 Agencies must make prompt payments to the non-Federal entity for allowable 


reimbursable costs  


 The non-Federal entity must account for any real and personal property acquired with 


Federal funds. 


 Agencies should complete all closeout actions for Federal awards no later than one year 


after receipt and acceptance of all required final reports. 
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Maintaining Internal Control in Disaster Situations 


Recent experiences have highlighted the need to plan for maintaining internal control in disaster 


situations.  “There is a fundamental trade-off between (1) providing assistance benefits rapidly in 


a disaster, and (2) ensuring that assistance dollars are disbursed and spent properly, without 


fraud, waste, and abuse.….  Only when the risk factors are well understood can an agency make 


the proper tradeoffs between fast delivery of benefits and potential program losses and then put 


the appropriate safeguards in place.”19  


 


A. Risk Management Plans.  To support preparing for maintaining internal control in disaster 


situations agencies should maintain Risk Management Plans (RMPs).  The primary purpose of a 


RMP is to provide a thoughtful analysis of risks and determine which risks have a significant 


impact on agency operations in preparing for disaster response situations.  In developing the 


RMPs, agencies should consider the following attributes: 


 


 Conducting Additional Levels of Review: Adopt more expansive review procedures to 


scrutinize award decisions, payment transactions, and other critical process elements that 


impact the use of funds. Include senior level officials (e.g., the Deputy Secretary) in these 


reviews, as appropriate, to ensure a higher degree of accountability as well as other 


officials (e.g., Assistant Secretaries in other program areas) who could serve as peer 


reviewers of award decisions.  


 Increasing Monitoring and Oversight of Grant Recipients: Increase the frequency and 


specificity of grantee reporting, conduct additional site visits, and provide additional 


technical assistance and training to recipients of Federal funding as appropriate to 


mitigate risk.  


 Enhancing Collaboration with the OIG Community: Engage more frequently and 


earlier on with OIGs on programs with funds provided under the Act and activities to 


identify and mitigate potential risk.  


 Emergency use of government charge cards or electronic benefit cards:  For 


example, temporarily increasing spending limits on designated cards, or issuing 


temporary disaster response cards to designated employees.  Continuously monitor all 


activity on authorized cards during and following the disaster, to identify questionable 


purchases. Provide real time support for employees responding to the disaster, to ensure 


the proper use of cards. After the disaster has passed, reinstate transaction limits to pre-


disaster levels and close accounts no longer needed.   


 Asset Protection and Control: Track all property and assets purchased in disaster 


assistance response to ensure that it was received by the correct parties, and not diverted 


for personal or otherwise unauthorized use. Develop controls and policies to ensure 


individual receipt and documentation for each item purchased, especially with highly 


pilferable assets. If an agency cannot locate property in a reasonable amount of time, it 


should reconcile its tracking system data and declare these items either lost or stolen.   


 Adopting Improper Payments Management Protocol: Manage all funding provided 


under the Act with the same discipline and rigor as programs that are traditionally 


designated as high-risk for improper payments.  


                                                           
19 Source:  Delivery of Benefits in an Emergency, Lessons from Hurricane Katrina, Thomas Stanton, 2007, IBM 


Center for the Business of government. 
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 OMB’s Emergency Acquisition Guide: This guide is intended to assist the federal 


contracting community with planning and carrying out procuring activities during 


contingency operations, defense or recovery from certain attacks, major disaster 


declarations, or other emergencies.  


 Salaries and Benefits:  Salaries and benefits are susceptible to intentional and or 


unintentional abusive practices such as non-disaster personnel charging time to disaster 


payrolls or disaster personnel not charging time to the proper disaster response.  


 Expediting Review and Resolution of Audit Findings: Be aware of all audit findings 


(GAO, OIG, single audit) and ensure all findings are resolved within six months after 


completion of the audit. Avoid granting extension requests for audit report submissions. 


Explore the feasibility of conducting certain audit activities to review internal control 


procedures (either within agency headquarters or in the field) prior to funding the 


activity.  



https://www.whitehouse.gov/sites/default/files/omb/assets/procurement_guides/emergency_acquisitions_guide.pdf
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B. Sample Risk Management Plan 


 


Using the table below, describe the risks identified with each program as well as the mitigation strategy (specific policies and 


procedure enhancements) for mitigating each of the risks identified.   


 


  


Program Name Activities 
Risks Associated  


with Funded Activities 
Mitigation Strategy 


 


Program Name  Provide a brief description of the 


actions being taken by the program 


to prepare for disaster response.   


 


 


Provide a comprehensive 


description of all known risks 


and internal controls that may 


affect agency operations.  


Linking a complete set of 


known risks and related internal 


controls can help agency 


management and Congress to 


provide effective oversight of 


the funded activities.  


   


Provide a description of actions being 


taken to address the risk identified, 


including governance structure, 


policies and procedures, 


communication strategies, and 


monitoring and oversight mechanisms. 
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Antideficiency Act (ADA) Violations 


 


Agencies’ annual assessment of internal controls should ensure they have internal controls that 


meet the requirements of 31 U.S.C. §§ 1341 and 1517 (the Antideficiency Act (ADA)).  OMB 


Circular A-11, section 145, provides more information about the ADA and also provides 


agencies with guidelines for reporting violations.  


 


A. Internal controls to ensure compliance with the ADA.  OMB Circular A-11, section 150, 
outlines requirements for the administrative control of funds under the ADA.  Section 150.3 


explains the relationship between an agency’s internal controls and its fund controls.  Agency’s 


internal controls are the organization, policies, and procedures that an agency uses to provide 


reasonable assurance that:  


 


 Programs achieve their intended results; 


 Resources used are consistent with agency mission; 


 Programs and resources are protected from waste, fraud, and mismanagement; 


 Laws and regulations are followed; and 


 Reliable and timely information is obtained, maintained, reported and used for decision 


making.    


 


 


B.  Fund control regulations. As described in OMB Circular A-11, section 150, fund control 


regulations are part of an agency’s budget execution process.  The purpose of an agency’s fund 


control system is to restrict both obligations and expenditures from each appropriation or fund 


account to the lower of the amount apportioned by OMB or the amount available for obligation 


or expenditure in the appropriation or fund account.  The fund control system also ensures 


accountability, allowing an agency head to identify the person responsible for the ADA 


violation.  


 


Agencies are required to revise their fund control regulation, and submit it for OMB approval, in 


the following three situations:   


 


 OMB issues revised guidance on budget execution; 


 Your agency experiences a change or reorganization; or 


 Your agency has violated the ADA. 


 


Please see Circular A-11, section 150, for details on the funds control revision process. 


 


C.  Examples of internal controls to ensure compliance with the ADA.   


 


Below are a few examples of the types of controls an agency should have in place to avoid ADA 


violations.  


 



https://www.whitehouse.gov/sites/default/files/omb/assets/a11_current_year/s150.pdf
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 Budget Awareness:  ensure staff are knowledgeable about the current year’s 


appropriation, apportionment, allotments, suballotment, and/or other administrative 


subdivision of funds. 


 Commitment Tracking:  establish system controls to track commitments in real time with 


fund apportionments and allotments both on a fiscal and quarterly basis.   


 Training:  ensure approving and certifying officials have adequate and current training in 


appropriations law and the budget process, A-123, A-11, and recent ADA violations. 


 


 







compliance with the Anti-deficiency Act (ADA).

MAX Guidance: If you currently do not have a max.gov account follow the instructions below:
· Type max.gov in your internet browser’s address bar

On the top right corner of the Max.gov homepage, click the green “Register Now” button
Enter your information on the registration form
Click “Continue”
Read the non-disclosure agreement
Click “I Agree”
Click “Register”
Once your registration is complete, the following link, https://community.max.gov/x/-4HVMw
will direct you to the page where you can submit your comments.

2) There are two ways to comment:
a) Microsoft Word track changes:
Click the Microsoft Word file name, (under attachments) and then on EDIT. Make your edits directly
in the document and then save. Once saved, the file on the page will automatically update.
b) Forum responses:
Review the file by clicking the PDF file name (under attachments) and then on VIEW. You may add
comments by clicking “Add Comment” in the Comments Section
3) If you need additional assistance please contact Max support via email
( ) or phone 
Thanks
Mike
Mike Wetklow
Office of Management and Budget | Branch Chief | Office of Federal
Financial Management

 | @omb.eop.gov(b) (6) (b) (6)

(b) (2) (b) (2)

https://community.max.gov/x/-4HVMw


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: OPM Memo Attached: Launch of the Governmentwide Database of Internal Federal Coaches
Date: Monday, June 15, 2015 3:20:02 PM
Attachments: CHCO Memo on Federal Coaching Database_Signed.pdf

The following and attached sent to CHCOs is provided for your information.

From: Santiago, Octavio J. 
Sent: Monday, June 15, 2015 10:48 AM
Subject: OPM Memo Attached: Launch of the Governmentwide Database of Internal Federal Coaches
Good morning CHCOs and Dep. CHCOs—
Attached is an OPM memorandum regarding the launch of the Governmentwide Database of
Internal Federal Coaches. Per your convenience, this memorandum is also available at:
http://www.chcoc.gov/transmittals/TransmittalDetails.aspx?TransmittalID=6779
Any follow-up questions can be directed to Cassandra Brennand

@opm.gov;  or  ( @opm.gov; 

All the best!

Octavio Santiago, Communications Coordinator
U.S. Office of Personnel Management, Employee Services

(b) (6) (b) (6) (b) (6) (b) (6) (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
http://www.chcoc.gov/transmittals/TransmittalDetails.aspx?TransmittalID=6779







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Roll out of FISMA maturity model for continuous monitoring
Date: Wednesday, May 27, 2015 5:20:49 PM
Attachments: Final IG ISCM Maturity Model Level Definitions.docx

Final IG ISCM Maturity Model for FY 15 FISMA.docx
explanation of need for maturity model.docx

Importance: High

The following and attached is being sent on behalf of IT Committee Chair Kathy Tighe.
________________________________________

Hi, everyone, we are finally good to go on the OIG maturity model metrics for continuous monitoring for our
FISMA evaluations that are currently underway.  Attached for your immediate use in your FISMA evaluations are
the following (all attached): 1) the model itself that you should follow, 2) a list of definitions, and 3) a paper giving
some background.  Andy Patchan and Peter Sheridan of the FRB/CFPB OIG will host a telephone conference on
June 2, from 1:30 to 2:30, to respond to questions on the model.  The call in numbers are 

  the conference code is .  If folks would like to go over to the FRB/CFPB OIG space, they can do
that by contacting @frb.gov<mailto: @frb.gov>.  Many thanks to FRB/CFPB OIG as
well as to the team of IT auditors from a number of OIGs who put this maturity model for continuous monitoring
together.  We look forward to the completion of this project for the remaining FISMA areas next year.

Kathy

(b) (2)
(b) (2) (b) (2)

(b) (6) (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

		[bookmark: RANGE!A1:C6][bookmark: _GoBack]Level

		Definition



		1 

Ad-hoc

		ISCM program is not formalized and ISCM activities are performed in a reactive manner resulting in an ad-hoc program that does not meet Level 2 requirements for a defined program consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.   

· ISCM activities are performed without the establishment of comprehensive policies, procedures, and strategies developed consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.

· ISCM stakeholders and their responsibilities have not been defined and communicated across the organization.

· ISCM results vary depending on who performs the activity, when it is performed, and the methods and tools used.

· The organization lacks personnel with adequate skills and knowledge to effectively perform ISCM activities.

· The organization has not identified and defined the qualitative and quantitative performance measures that will be used to assess the effectiveness of its ISCM program, achieve situational awareness, and control ongoing risk.

· The organization has not identified and defined the ISCM technologies needed in one or more of the following automation areas and relies on manual/procedural methods in instances where automation would be more effective:  patch management, license management, information management, software assurance, vulnerability management, event management, malware detection, asset management, configuration management, network management, and incident management. 

· ISCM activities are not integrated with respect to organizational risk tolerance, the threat environment, and business/mission requirements.

· There is no defined process for collecting and considering lessons learned to improve ISCM processes.

· The organization has not defined how ISCM information will be shared with individuals with significant security responsibilities and used to make risk-based decisions.



		2 

Defined

		The organization has formalized its ISCM program through the development of comprehensive ISCM policies, procedures, and strategies consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.   However, ISCM policies, procedures, and strategies are not consistently implemented organization-wide.  

· ISCM activities are defined and formalized through the establishment of comprehensive ISCM policies, procedures, and strategies developed consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.

· ISCM stakeholders and their responsibilities have been defined and communicated across the organization, but stakeholders may not have adequate resources (people, processes, tools) to consistently implement ISCM activities.

· ISCM results vary depending on who performs the activity, when it is performed, and the methods and tools used.

· The organization has identified and defined the performance measures and requirements that will be used to assess the effectiveness of its ISCM program, achieve situational awareness, and control ongoing risk.  However, these measures are not consistently collected, analyzed, and used across the organization.

· The organization has identified and fully defined the ISCM technologies it plans to utilize in the ISCM automation areas.  Automated tools are implemented to support some ISCM activities but the tools may not be interoperable.  In addition, the organization continues to rely on manual/procedural methods in instances where automation would be more effective. 

· The organization has defined how ISCM activities will be integrated with respect to organizational risk tolerance, the threat environment, and business/mission requirements.  However, the organization does not consistently integrate its ISCM and risk management activities.

· The organization has defined its process for collecting and considering lessons learned to make improvements to its ISCM program.  Lessons learned are captured but are not shared at an organizational level to make timely improvements.

· ISCM information is not always shared with individuals with significant security responsibilities in a timely manner with which to make risk-based decisions.





		3 Consistently Implemented

		In addition to the formalization and definition of its ISCM program (Level 2), the organization consistently implements its ISCM program across the agency.  However, qualitative and quantitative measures and data on the effectiveness of the ISCM program across the organization are not captured and utilized to make risk-based decisions consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.

· The ISCM program is consistently implemented across the organization, in accordance with the organization’s ISCM policies, procedures, and strategies and NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO CONOPS.

· ISCM stakeholders have adequate resources (people, processes, technologies) to effectively accomplish their duties.

· The rigor, intensity, scope, and results of ISCM activities are comparable and predictable across the organization.



· The organization has standardized and consistently implemented its defined technologies in all of the ISCM automation areas.  ISCM tools are interoperable, to the extent practicable.  

· ISCM activities are fully integrated with organizational risk tolerance, the threat environment, and business/mission requirements.

· The organization is consistently capturing and sharing lessons learned on the effectiveness of ISCM processes and activities.  Lessons learned serve as a key input to making regular updates to ISCM processes.   

· ISCM information is shared with individuals with significant security responsibilities in a consistent and timely manner with which to make risk-based decisions and support ongoing system authorizations.



		4 

Managed and Measurable

		In addition to being consistently implemented (Level 3), ISCM activities are repeatable and metrics are used to measure and manage the implementation of the ISCM program, achieve situational awareness, control ongoing risk, and perform ongoing system authorizations.

· Qualitative and quantitative measures on the effectiveness of the ISCM program are collected across the organization and used to assess the ISCM program and make necessary changes.

· Data supporting ISCM metrics is obtained accurately, consistently, and in a reproducible format, in accordance with the organization’s ISCM policies, procedures, and strategies and NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO CONOPS.

· ISCM data is analyzed consistently and collected and presented using standard calculations, comparisons, and presentations. 

· ISCM metrics are reported to organizational officials charged with correlating and analyzing the metrics in ways that are relevant for risk management activities, including situational awareness and risk response.

· ISCM metrics provide persistent situational awareness to stakeholders across the organization, explain the environment from both a threat/vulnerability and risk/impact perspective, and cover mission areas of operations, the organization’s infrastructure, and security domains.

· ISCM is used to maintain ongoing authorizations of information systems and the environments in which those systems operate, including common controls and keep required system information and data  (i.e., System Security Plan Risk Assessment Report, Security Assessment Report, and POA&M) up to date on an ongoing basis



		5

Optimized

		In addition to being managed and measurable (Level 4), the organization’s ISCM program is institutionalized, repeatable, self-regenerating, and updated in a near real-time basis based on changes in business/mission requirements and a changing threat and technology landscape.

· Through a process of continuous improvement incorporating advanced cybersecurity technologies and practices, the organization actively adapts its ISCM program to a changing cybersecurity landscape and responds to evolving and sophisticated threats in a timely manner.

· The ISCM program is integrated with strategic planning, enterprise architecture, and capital planning and investment control processes.

· The ISCM program achieves cost-effective IT security objectives and goals and influences decision making that is based on cost, risk, and mission impact.
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		Level 1

Ad-hoc

		1.1 ISCM program is not formalized and ISCM activities are performed in a reactive manner resulting in an ad-hoc program that does not meet Level 2 requirements for a defined program consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.   



.

		1.1.1 ISCM stakeholders and their responsibilities have not been fully defined and communicated across the organization.

1.1.2 The organization has not performed an assessment of the skills, knowledge, and resources needed to effectively implement an ISCM program.  Key personnel do not possess knowledge, skills, and abilities to successfully implement an effective ISCM program.

1.1.3 The organization has not defined how ISCM information will be shared with individuals with significant security responsibilities and used to make risk-based decisions.

1.1.4 The organization has not defined how it will integrate ISCM activities with organizational risk tolerance, the threat environment, and business/mission requirements.



		1.1.5  ISCM processes have not been fully defined and are performed in an ad-hoc, reactive manner for the following areas:  ongoing assessments and monitoring of security controls; performing hardware asset management, software asset management, configuration setting management, and common vulnerability management; collecting security related information required for metrics, assessments, and reporting;  analyzing ISCM data, reporting findings, and determining the appropriate risk responses; and reviewing and updating the ISCM program.

1.1.6 ISCM results vary depending on who performs the activity, when it is performed, and the methods and tools used.

1.1.7 The organization has not identified and defined the qualitative and quantitative performance measures that will be used to assess the effectiveness of its ISCM program, achieve situational awareness, and control ongoing risk.

1.1.8 The organization has not defined its processes for collecting and considering lessons learned to improve ISCM processes.

		1.1.9 The organization has not identified and defined the ISCM technologies needed in one or more of the following automation areas and relies on manual/procedural methods in instances where automation would be more effective.  Use of ISCM technologies in the following areas is ad-hoc.

-Patch management
-License management
-Information management
-Software assurance
-Vulnerability management
-Event management
-Malware detection
-Asset management
-Configuration management
-Network management
-Incident management

1.1.10 The organization has not defined how it will use automation to produce an accurate point-in-time inventory of the authorized and unauthorized devices and software on its network and the security configuration of these devices and software.  
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		Level 2 Defined

		2.1 The organization has formalized its ISCM program through the development of comprehensive ISCM policies, procedures, and strategies consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.   However, ISCM policies, procedures, and strategies are not consistently implemented organization-wide.  

		2.1.1 ISCM stakeholders and their responsibilities have been defined and communicated across the organization.  However, stakeholders may not have adequate resources (people, processes, and technology) to effectively implement ISCM activities.




2.1.2 The organization has performed an assessment of the skills, knowledge, and resources needed to effectively implement an ISCM program.  In addition, the organization has developed a plan for closing any gaps identified.  However, key personnel may still lack the knowledge, skills, and abilities to successfully implement an effective ISCM program.





2.1.3 The organization has defined how ISCM information will be shared with individuals with significant security responsibilities and used to make risk-based decisions. However, ISCM information is not always shared with individuals with significant security responsibilities in a timely manner with which to make risk-based decisions.



2.1.4 The organization has defined how it will integrate ISCM activities with organizational risk tolerance, the threat environment, and business/mission requirements.  However, ISCM activities are not consistently integrated with the organization’s risk management program.

		2.1.5  ISCM processes have  been fully defined  for the following areas:  ongoing assessments and monitoring of security controls; performing hardware asset management, software asset management, configuration setting management, and common vulnerability management; collecting security related information required for metrics, assessments, and reporting;  analyzing ISCM data, reporting findings, and determining the appropriate risk responses; and reviewing and updating the ISCM program.  However, these processes are inconsistently implemented across the organization.  





2.1.6 ISCM results vary depending on who performs the activity, when it is performed, and the methods and tools used.





2.1.7 The organization has identified and defined the performance measures and requirements that will be used to assess the effectiveness of its ISCM program, achieve situational awareness, and control ongoing risk.  However, these measures are not consistently collected, analyzed, and used across the organization.





2.1.8 The organization has a defined process for capturing lessons learned on the effectiveness of its ISCM program and making necessary improvements.  However, lessons learned are not consistently shared across the organization and used to make timely improvements to the ISCM program.

		2.1.9 The organization has identified and fully defined the ISCM technologies it plans to utilize in the following automation areas.  In addition, the organization has developed a plan for implementing ISCM technologies in these areas: patch management
, license management
, information management
, software assurance
, vulnerability management
, event management
, malware detection
, asset management
, configuration management
, network management
, and incident management

. However, the organization has not fully implemented technology is these automation areas and continues to rely on manual/procedural methods in instances where automation would be more effective.  In addition, while automated tools are implemented to support some ISCM activities, the tools may not be interoperable.





2.1.10 The organization has defined how it will use automation to produce an accurate point-in-time inventory of the authorized and unauthorized devices and software on its network and the security configuration of these devices and software.  However, the organization does not consistently implement the technologies that will enable it to manage an accurate point-in-time inventory of the authorized and unauthorized devices and software on its network and the security configuration of these devices and software.  
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		Level 3 Consistently Implemented

		3.1 In addition to the formalization and definition of its ISCM program (Level 2), the organization consistently implements its ISCM program across the agency.  However, qualitative and quantitative measures and data on the effectiveness of the ISCM program across the organization are not captured and utilized to make risk-based decisions, consistent with NIST SP 800-53, SP 800-137, OMB M-14-03, and the CIO ISCM CONOPS.



		3.1.1 ISCM stakeholders and their responsibilities have been identified and communicated across the organization, and stakeholders have adequate resources (people, processes, and technology) to effectively implement ISCM activities.





3.1.2 The organization has fully implemented its plans to close any gapes in skills, knowledge, and resources required to successfully implement an ISCM program. Personnel possess the required knowledge, skills, and abilities to effectively implement the organization's ISCM program. 





3.1.3 ISCM information is shared with individuals with significant security responsibilities in a consistent and timely manner with which to make risk-based decisions and support ongoing system authorizations.




3.1.4 ISCM activities are fully integrated with organizational risk tolerance, the threat environment, and business/mission requirements.

		3.1.5  ISCM processes are consistently performed across the organization in the following areas:  ongoing assessments and monitoring of security controls; performing hardware asset management, software asset management, configuration setting management, and common vulnerability management; collecting security related information required for metrics, assessments, and reporting;  analyzing ISCM data, reporting findings, and determining the appropriate risk responses; and reviewing and updating the ISCM program.



3.1.6 The rigor, intensity, scope, and results of ISCM activities are comparable and predictable across the organization.





3.1.7 The organization is consistently capturing qualitative and quantitative performance measures on the performance of its ISCM program in accordance with established requirements for data collection, storage, analysis, retrieval, and reporting.  ISCM measures provide information on the effectiveness of ISCM processes and activities. 



 3.1.8 The organization is consistently capturing and sharing lessons learned on the effectiveness of ISCM processes and activities.  Lessons learned serve as a key input to making regular updates to ISCM processes.   

		3.1.9 The organization has consistently implemented its defined technologies in all of the following ISCM automation areas. ISCM tools are interoperable to the extent practicable.     





-Patch management


-License management


-Information management


-Software assurance


-Vulnerability management


-Event management


-Malware detection


-Asset management


-Configuration management


-Network management


-Incident management






3.1.10 The organization can produce an accurate point-in-time inventory of the authorized and unauthorized devices and software on its network and the security configuration of these devices and software.  
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		Level 4 Managed & Measurable

		4.1 In addition to being consistently implemented (Level 3), ISCM activities are repeatable and metrics are used to measure and manage the implementation of the ISCM program, achieve situational awareness, control ongoing risk, and perform ongoing system authorizations.

		4.1.1 The organization’s staff is consistently implementing, monitoring, and analyzing qualitative and quantitative performance measures across the organization and is collecting, analyzing, and reporting data on the effectiveness of the organization’s ISCM program.



4.1.2 Skilled personnel have been hired and/or existing staff trained to develop the appropriate metrics to measure the success of the ISCM program.



4.1.3 Staff are assigned responsibilities for developing and monitoring ISCM metrics, as well as updating and revising metrics as needed based on organization risk tolerance, the threat environment, business/mission requirements, and the results of the ISCM program.



		4.1.4 The organization has processes for consistently implementing, monitoring, and analyzing qualitative and quantitative performance measures across the organization and is collecting, analyzing, and reporting data on the effectiveness of its processes for performing ISCM.  

4.1.5 Data supporting ISCM metrics are obtained accurately, consistently, and in a reproducible format.

4.1.6 The organization is able to integrate metrics on the effectiveness of its ISCM program to deliver persistent situational awareness across the organization, explain the environment from both a threat/vulnerability and risk/impact perspective, and cover mission areas of operations and security domains. 

4.1.7 The organization uses its ISCM metrics for determining risk response actions including risk acceptance, avoidance/rejection, or transfer.

4.1.8 ISCM metrics are reported to the organizational officials charged with correlating and analyzing the metrics in ways that are relevant for risk management activities. 



4.1.9 ISCM is used to maintain ongoing authorizations of information systems and the environments in which those systems operate, including common controls and keep required system information and data (i.e., System Security Plan Risk Assessment Report, Security Assessment Report, and POA&M) up to date on an ongoing basis.

		4.1.10 The organization uses technologies for consistently implementing, monitoring, and analyzing qualitative and quantitative performance across the organization and is collecting, analyzing, and reporting data on the effectiveness of its technologies for performing ISCM.



4.1.11 The organization's ISCM performance measures include data on the implementation of its ISCM program for all sections of the network from the implementation of technologies that provide standard calculations, comparisons, and presentations.


4.1.12 The organization utilizes a SIEM tool to collect, maintain, monitor, and analyze IT security information, achieve situational awareness, and manage risk.



		
ISCM Program Maturity Level

		Definition

		People

		Processes

		Technology



		Level 5 Optimized

		5.1 In addition to being managed and measurable (Level 4), the organization’s ISCM program is institutionalized, repeatable, self-regenerating, and updated in a near real-time basis based on changes in business/mission requirements and a changing threat and technology landscape.



		5.1.1 The organization’s assigned personnel collectively possess a high skill level to perform and update ISCM activities on a near real-time basis to make any changes needed to address ISCM results based on organization risk tolerance, the threat environment, and business/mission requirements.

		5.1.2 The organization has institutionalized a process of continuous improvement incorporating advanced cybersecurity and practices.



5.1.3 On a near real-time basis, the organization actively adapts its ISCM program to a changing cybersecurity landscape and responds to evolving and sophisticated threats in a timely manner.



5.1.4 The ISCM program is fully integrated with strategic planning, enterprise architecture and capital planning and investment control processes, and other mission/business areas, as appropriate.





5.1.5 The ISCM program achieves cost-effective IT security objectives and goals and influences decision making that is based on cost, risk, and mission impact.





		5.1.6 The organization has institutionalized the implementation of advanced cybersecurity technologies in near real-time. 



5.1.7 The organization has institutionalized the use of advanced technologies for analysis of trends and performance against benchmarks to continuously improve its ISCM program.







2




Development of a Maturity Model to Guide OIG FISMA Reviews



Since 2002, OIGs have been performing annual reviews of federal agencies’ information security programs, as mandated by the E-Government Act of 2002.  Over the last 12 years, these OIG reviews have provided valuable information to agency officials, OMB, and the Congress regarding information security deficiencies and improvements needed.  However, the reported information has consisted primarily of detailed technical and compliance data, and has lacked perspective on the overall status of information security within an agency, as well as across agencies.  



The Council of the Inspectors General for Integrity and Efficiency (CIGIE), through its IT Committee, has been working on an approach, called a maturity model, that will provide such overall status information.  Maturity models have been used for years in the software development field to measure and improve the maturity and quality of software practices.  Maturity models are also referred to in NIST publications on information security, the International Standards Organization guidance that establishes overall IT standards, and widely-followed COBIT audit guidance for implementation of proper IT controls.  



The purpose of the CIGIE maturity model is to (1) summarize the status of agencies’ information security programs and their maturity on a 5-level scale, (2) provide transparency to agency CIOs, top management officials, and other interested readers of OIG FISMA reports about what has been accomplished and what still needs to be implemented to improve the information security program to the next maturity level, and (3) help ensure consistency across the OIGs in their annual FISMA reviews.  Developing a maturity model is an enormous undertaking; to break this into manageable components we have started with a maturity model for just the information security continuous monitoring domain for 2015.  We plan to extend the maturity model to other security domains in 2016.



[bookmark: _GoBack]To gather insights and perspectives of key stakeholders, we have coordinated with GAO, NIST, DHS, OMB, and representatives of the CIO Council.  In addition, we had several OIGs test the draft maturity model using data from their 2014 FISMA reviews on information security continuous monitoring, and made additional revisions to the model based on that testing and comments from OIG IT auditors. 



One final note: it is important to understand the purpose of the maturity model and not simply associate it with a school grade scale of A to F.  As information security programs ascend to higher levels of continuous monitoring maturity, large improvements in maturity and capability are needed.  While a level 1 – Ad Hoc, represents a low level state of maturity and is not desirable, a level 5 is nearly perfect information security and not expected to be attainable for most agencies within the near term.  A level 3-consistently implemented, represents an effective and high-level of information security maturity in that the continuous monitoring practices have been fully defined and implemented across the organization.  We would expect that many agencies are somewhere between levels 1 and 3.



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FW: Slighty revised CIGIE Access Letter
Date: Friday, July 31, 2015 11:29:53 AM
Attachments: CIGIE Access Letter.docx

FYI - Didn't realize that this had not been transmitted to liaisons.

-----Original Message-----
From: Council of Inspectors General [mailto:CIGIE@LIST.NIH.GOV] On Behalf Of Horowitz, Michael E.(OIG)
Sent: Friday, July 31, 2015 10:13 AM
To: CIGIE@LIST.NIH.GOV
Subject: Slighty revised CIGIE Access Letter

Folks,

In advance of the 11 am call, I wanted to circulate a final version of the letter to Congress based on comments
.  Attached is the redlined version.  As you will see,

it tries to address comments raised by several IGs

Additionally, you will see a sentence at the end of the first paragraph 

Given the access hearing scheduled for Wednesday, our plan is finalize the letter today for release on Monday
morning.  Look forward to speaking with everyone at 11 am.

Michael

(b) (5)
(b) (5)

(b) (5)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:CIGIE@LIST.NIH.GOV

July 30, 2015
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The Honorable Jason Chaffetz 

Chairman 

Committee on Oversight and 
Government Reform 

United States House of Representatives 

2157 Rayburn House Office Building 

Washington, DC 20515



The Honorable Elijah Cummings 

Ranking Member 

Committee on Oversight and Government Reform 

United States House of Representatives 

2471 Rayburn House Office Building

Washington, DC 20515



The Honorable Ron Johnson 

Chairman 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

344 Dirksen Senate Office Building 

Washington, DC 20510



The Honorable Thomas R. Carper 

Ranking Member 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

340 Dirksen Senate Office Building 

Washington, DC 20510







Dear Mr. Chairmen and Ranking Members,



	Last weekOn July 20, 2015, the Department of Justice (DOJ) Office of Legal Counsel (OLC) issued an opinion that sharply curtailsing the authority of the Inspector General for the Department of Justice (DOJ-IG) to independently access all records necessary to carry out its oversight responsibilities.[footnoteRef:2]   The legal underpinning of this OLC opinion – that Section 6(a) of the Inspector General Act (IG Act) does not give the DOJ-IG independent access to all records in the the DOJ’s possession that it needs to perform its oversight work – represents a one of the most serious threats to the independent authority of not only the DOJ-IG but to all Inspectors General since the passage of the IG Act in 1978.  The Council of the Inspectors General on Integrity and Efficiency (CIGIE), representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that affirmsing the authority of an Inspector General under IG Act Section 6(a) to access, independently and without delay, all information and data in an agency’s possession that the Inspector General deems necessary to conduct its oversight functions.[footnoteRef:3]   The legislation must further make clear that no law or provision restricting access to information applies to Inspectors General unless that law or provision expressly so states, and that such unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  CIGIE is presently engaged in substantive discussions with the DOJ about possible legislative language to address these concerns. [2: ]  [3:   As noted in the OLC opinion, CIGIE made two submissions to OLC in connection with this matter, one dated October 7, 2011, and another dated June 24, 2014.  Those submissions are attached to this letter.] 








Despite the unequivocal language of Section 6(a) of the IG Act, the OLC opinion concludes that it does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the DOJ’s possession that is necessary for the DOJ-IG to perform its work.  Indeed, the OLC opinion concludes that such records cannot be obtained by the DOJ-IG pursuant to the IG Act, and can only be obtained in certain – but not all – circumstances through provisions in the specific laws related to those records.  Further, the opinion provides that only the Department of Justice itself decides whether access by the DOJ-IG is warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to grant the Inspector General access to information necessary to conduct effective and independent oversight.  Requiring an Inspector General to obtain permission from agency staff in order to access agency information turns the principle of independent oversight that is enshrined in the IG Act on its head.



The OLC opinion’s restrictive reading of the IG Act represents a potentially serious challenge to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.  Our concern is that, as a result of Emboldened by the OLC opinion, other agencies other than DOJ may likewise withhold crucial records from their Inspectors General, adversely impacting their work.  Even absent this opinion, agencies such as the Peace Corps and the U.S. Chemical Safety and Hazard Investigation Board (CSB) have restricted or denied their OIGs access to agency records on claims of common law privileges or assertions that other laws prohibit access.  Similarly, the Department of Commerce denied its Inspector General (Commerce-IG) access to agency records that were needed for the Commerce-IG to complete an audit of agency operations because agency counsel had concluded that it might be a violation of another federal statute to make the records available to its Inspector General.  As a result, the Commerce-IG could not complete its audit.

Without timely and unfettered access to all necessary information, Inspectors General cannot ensure that all government programs and operations are subject to exacting and independent scrutiny.  Refusing, restricting, or delaying an Inspector General's independent access may lead to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and pursuing recoveries that benefit taxpayers, and deprive Congress of timely information regarding the agency's activities.  It also may impede or otherwise inhibit investigations and prosecutions related to agency programs and operations.  



Uncertainty about the legal authority of Inspectors General to access all information in an agency’s possession could also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency personnel could be confident, given the clear language of Section 6(a) of the IG Act, that they were required to and should share information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier and more effective detection and resolution of waste, fraud, and abuse within Federal agencies.  We are concerned that witnesses and other agency personnel, faced with uncertainty regarding the applicability of the OLC opinion to other records and situations, may now be less forthcoming and fearful of being accused of improperly divulging information.  In addition, agency management may resist releasing information they deem sensitive or consider protected by the attorney-client, deliberative, or executive privileges, or other bases.  Such a shift in mindset also could deter whistleblowers from directly providing information about waste, fraud, abuse, or mismanagement to Inspectors General because of concern that the agency may later claim that the disclosure was improper and use that decision to retaliate against the whistleblower. 



In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers hundreds of billions of dollars and improved the programs and operations of the Federal government through their independent oversight.  Actions that limit, condition, or delay access to all agency information have profoundly negative consequences for our work:  they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals who make up our staffs and are committed to the difficult task of government oversight.  Such limitations are inconsistent with the IG Act, at odds with the independence of Inspectors General, and risk insulating agencies from independent scrutiny – the very issues that our offices were established to review and that the American people expect us to be able to address. 



The only means to address this serious threat to Inspector General independence is for Congress to promptly pass legislation that affirms the independent authority of Inspectors General to access without delay all information and data in an agency’s possession that an Inspector General deems necessary to execute its oversight functions under the law.  The legislation should unambiguously state and provide what we in the Inspector General community have long understood – that no law or provision restricting access to information applies to Inspectors General unless that law or provision expressly so states, and that such unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislation can ensure and promote an Inspector General’s independent and unimpeded access to information as envisioned by the IG Act.  We look forward to working with the Committees on this most important matter.



Sincerely,





Michael E. Horowitz					Allison C. Lerner

Chair							Vice Chair





Kathy A. Buller						Steve A. Linick

Chair, Legislation Committee				Vice Chair, Legislation Committee





[propose listing names and titles of all other IG Members of CIGIE]



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Fwd: CIGIE Access Letter
Date: Friday, July 24, 2015 11:11:00 AM
Attachments: CIGIE Access Letter.docx

This is the first draft of the letter Michael mentioned on the call drafted by Michael, Allison, and Kathy Buller. We
are seeking comments by Monday. Thanks

>
>
>
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The Honorable Jason Chaffetz 

Chairman 

Committee on Oversight and 
Government Reform 

United States House of Representatives 

2157 Rayburn House Office Building 

Washington, DC 20515



The Honorable Elijah Cummings 

Ranking Member 

Committee on Oversight and Government Reform 

United States House of Representatives 

2471 Rayburn House Office Building

Washington, DC 20515



The Honorable Ron Johnson 

Chairman 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

344 Dirksen Senate Office Building 

Washington, DC 20510



The Honorable Thomas R. Carper 

Ranking Member 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

340 Dirksen Senate Office Building 

Washington, DC 20510







Dear Mr. Chairmen and Ranking Members,



	Last week, the Department of Justice Office of Legal Counsel (OLC) issued an opinion sharply curtailing the authority of the Inspector General for the Department of Justice (DOJ-IG) to access all records necessary to carry out its oversight responsibilities.   This OLC opinion is one of the most serious threats to the independent authority of the DOJ-OIG and all Inspectors General since enactment of the Inspector General Act (IG Act) in 1978.  The Council of the Inspectors General on Integrity and Efficiency, representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that rejects the position expressed in the OLC’s opinion and affirms the authority of an Inspector General to access, independently and without delay, all information in an agency’s possession that is necessary to our oversight.  



Section 6(a) of the IG Act expressly authorizes an Inspector General “to have access to all records, reports, audits, reviews, documents, papers, recommendations, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act.”  Notwithstanding this unequivocal language, the OLC’s opinion concludes that Section 6(a) does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the Justice Department’s possession that is necessary for DOJ-IG audits, investigations, and reviews.  Rather, the OLC’s opinion concludes that such records can only be obtained by the DOJ-IG in limited circumstances through provisions in other laws, but only as the Department of Justice itself determines may be warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to give the Inspector General  access to information necessary to conduct such oversight.  The conflict with the independent oversight principles enshrined in the IG Act could not be clearer.  



Without unfettered access to information, Inspectors General cannot ensure that public officials are held accountable and that all government operations are subject to exacting and independent scrutiny.  Requiring an Inspector General to obtain permission from agency leadership in order to access agency information turns this principle on its head.  To conduct effective and independent oversight, Inspectors General must have unimpeded and timely access to all information and materials available to the agency that relate to that Inspector General's oversight activities.  Refusing, restricting, or delaying an Inspector General's independent access leads to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and deprive Congress of timely information regarding the agency's activities.  In addition, refusing, restricting, or delaying an Inspector General’s independent access may impede or otherwise inhibit criminal investigations and prosecutions related to agency programs and operations.



The OLC opinion’s restrictive reading of the IG Act represents a serious challenge not only to the DOJ-IG, but also to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.   We understand, for example, that the Federal Bureau of Investigation (FBI) has identified at least 10 additional categories of information that it believes may be subject to legal restrictions that prohibit the FBI from producing records to the DOJ-IG.  Emboldened by the opinion of OLC, other agencies may likewise withhold crucial records from their Inspectors General, obstructing our work and insulating those agencies from meaningful scrutiny.  In addition, disputes about the scope and applicability of the OLC’s opinion will consume resources that could be better spent pursuing recoveries that benefit taxpayers.     



Uncertainty about our access to information will also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency staff have been confident that they were required to share all information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier detection and resolution of waste, fraud, and abuse within federal agencies.  With uncertainty about when an agency may withhold information spawned by the OLC’s opinion, we are concerned that witnesses and other agency staff may now be less forthcoming and fearful of unlawfully divulging information.  Such a shift in mindset also could deter whistleblowers who may worry that they risk breaking the law if they were to report instances of waste, fraud, or abuse directly to an Inspector General.  



In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers money and improved the operations of the Federal government through their oversight of agency operations.  Such meaningful oversight depends on complete and timely access to all agency information.  Actions that limit, condition, or delay access have profoundly negative consequences for our work: they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals that make up our staffs.  Limiting access in accordance with the OLC’s opinion is inconsistent with the IG Act, at odds with the independence of Inspectors General, and risks insulating agencies from independent scrutiny  – the very problems that our offices were established to review and that the American people expect us to be able to address. 



The only means to address this threat to Inspector General independence is for Congress to promptly pass legislation rejecting the position expressed in the OLC’s opinion and affirming the independent authority of Inspectors General to access without delay all information necessary to our audits, investigations, and reviews.  In that legislation, Congress should again make clear what we in the Inspector General community have long understood – that no law restricting access to records applies to Inspectors General unless that law expressly so states, and that unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislative fix can reestablish the unquestioned independence of Inspectors General, counter the deleterious effects of the OLC’s opinion, and promote the unimpeded access to information envisioned by the IG Act.    



			Respectfully,



			[Signatures and cc’s]



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Fwd: Request CIGIE Feedback on Draft New Governmentwide SES Onboarding Survey
Date: Friday, April 24, 2015 5:42:35 PM
Attachments: SES Onboarding Survey Draft.docx

ATT00001.htm

For those OIGs with SES members, please see the below request from OPM seeking feedback
regarding the attached draft survey prepared to gather information regarding SES on boarding.
Please provide your feedback on the draft survey directly to  at @opm.gov
by May 11, 2015.

Thanks

Begin forwarded message:

From: "Shih, Stephen T." < @opm.gov>
Date: April 24, 2015 at 5:11:07 PM EDT
To: "Horowitz, Michael E.(OIG)" < @usdoj.gov>, "Mark
Jones ( @cigie.gov)" < @cigie.gov>
Cc: " " < @opm.gov>
Subject: Request CIGIE Feedback on Draft New Governmentwide SES
Onboarding Survey

Hello Michael and Mark,
I am writing to request your help in obtaining feedback from CIGIE members on our
initial draft for a new Governmentwide SES onboarding survey (attached), to be
administered by agencies immediately after onboarding new senior executives.
If possible, I would extremely grateful to receive feedback (provided to  at

@opm.gov) by May 11, 2015.
The objectives of this survey are to obtain information about the effectiveness of
agency SES onboarding programs as well as to obtain information regarding the actual
senior executives onboarding at agencies. We will use the results of the survey to help
agencies ensure they have successful SES onboarding programs – informed by OPM
guidance and agency best practices. We will also use the results to complement data
we are regularly obtaining from our Governmentwide SES exit survey, and this will help
inform agencies’ workforce planning, succession management, recruitment,
engagement, and retention of senior executives. We have collaborated with SEA,
NAPA, and PPS on developing this draft.
Thanks for always being such a great partner and providing support on our work. Please
let me know if you have any questions or wish to further discuss.
Best,
Steve Shih
Deputy Associate Director
for Senior Executive Services
and Performance Management

(b) (6) (b) (6)

(b) (6)

(b) (6)
(b) (6) (b) (6)

(b) (6)
(b) (6)

(b) (6) (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

U.S. Office of Personnel Management

SES Onboarding Survey



Dear Executive, 

OPM is conducting a Governmentwide survey of newly appointed Senior Executive Service (SES) members’ onboarding experiences.  For the purposes of this survey we define executive onboarding as the acquiring, accommodating, assimilating, and accelerating of new leaders into the organizational culture and business during their first year on the job.  The survey contains questions about:

· Your pre-boarding experiences prior to entering your organization

· Your experiences immediately after entering your organization, and

· Your suggestions for what should be included in future onboarding experiences to increase productivity and organizational engagement

Your responses will contribute to the continued enhancement of SES onboarding across the Federal government.

Instructions: It will take approximately 15 minutes to complete the survey.  Your progress will be indicated by a bar and a percentage that appears at the bottom of each page.  Important: When navigating through the survey, do not use your browser’s Back and Forward buttons.  Instead, use the buttons at the bottom of the survey pages.  Your participation is voluntary and your responses will be confidential.  Only aggregated information will be reported.

Thank you for your participation.  Your input is valued and appreciated.  If you have any questions, please contact the OPM Work-Life & Leadership and Executive Development office at SESDevelopment@opm.gov.



1. HR maintained appropriate and sufficient communication with me before my first day.

· Yes

· No

2. I received information on key personnel policies (e.g., labor management practices) within my first week.

· Yes

· No

· Not sure









Please answer the following questions considering your first month on the job.

3. I received information on the following: 



(Question #3 will be in a matrix with a “Yes,” “No, I didn’t receive it at all,” “No, I already worked in the agency so I was familiar with this,” “Not Sure” scale)



a. Agency budgets and any pertinent financial issues

b. Influential networks outside of the agency

c. Influential networks inside of the agency

d. Leadership assessment tools

e. Employee Viewpoint Survey scores

f. Team goals and objectives

g. Standards of ethics

h. Important statutes and regulations

i. How I contribute to accomplishment of the agency’s mission as an executive

j. Internal systems and procedures needed to perform my job

k. SES pay and leave information

l. Workplace flexibilities and work-life programs available to the SES

m. Unwritten rules of my agency

n. Priorities in my department

o. Priorities in my agency

p. The political environment

q. Agency’s strategic plan and its metrics

4. The executive performance management system was explained to me. 

· Yes

· No



5. I created a written Executive Development Plan with my supervisor.

· Yes

· No



6. I collaborated with my supervisor to develop my Executive Performance Agreement.

· Yes

· No



Please answer the following questions considering your first 90 days on the job. 



(Questions 7-12 will be in a matrix, “1-5” Strongly Agree to Strongly Disagree scale)



7. My supervisor checked with me regularly to answer my questions. 

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5

8. I received helpful feedback on my performance. 

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5



9. I believe that my agency’s onboarding program was tailored to meet my individual specific needs.

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5



10. I feel that my agency’s onboarding program is effective at getting executives up to speed as quickly as possible.

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5



11. Senior leadership demonstrates the importance of supporting executive onboarding in my agency.

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5



12. My onboarding program provided me with opportunities to build relationships across the department.

1= Strongly Agree                                   5=Strongly Disagree

   1              2                3              4               5



13. I was assigned an executive coach.

· Yes 

· No (skip to #14)



       13a. Did you use your executive coach?

· Yes

· No (skip to #14)

       13b. Was your executive coach useful?

· Yes

· No





14. Overall, how satisfied were you with your onboarding experience into the Senior Executive Service?

1= Very Satisfied                                       5=Very Dissatisfied

   1              2                3              4               5



15. Please rank the top five reasons why you wanted to become a member of the Senior Executive Service.

· Compensation

· Benefits

· Prestige

· Commitment to public service

· Greater scope of responsibility

· Increased autonomy in decision making

· Increased delegation of authority

· Professional development

· Career mobility

· Other

15a. If you selected “Other,” please specify:___________________________



16. How effective were the following developmental experiences in your preparation for the Senior Executive Service? 

(Matrix, “1-6” Very Effective to Very Ineffective plus Not Applicable scale)

· Developmental assignments within my current agency (e.g., details)

· Developmental assignments to another agency

· On-the-job training

· Senior Executive Service Candidate Development Program

· Coaching

· Mentoring

· Prior experience in other sectors

· Prior experience in the Federal government

· Non-residential executive development program

· Residential executive development program

· Short-term leadership development course

· Action learning project

· 360° feedback type assessment

· Other types of assessments (e.g., DISC, Myers-Briggs)

· Online training courses

· Other

16a. If you selected “Other,” please specify:______________________________



In this section, we would like to go more in depth about your executive onboarding experience.



17. As a new executive, what was most helpful in your transition into your new role in the Senior Executive Service?

















18. What would be most helpful to improve the executive onboarding experience?



















Demographics

The reporting of demographic information is optional and will only be reported in an aggregated format.



19. Please select your agency.



19a.If you do not see your agency in the previous list, please provide the name 

  of your agency below: ___________________________________________



19b. Do you work in an Office of the Inspector General?

· Yes

· No



20. What is your veteran status?

· No prior military service

· Currently in the National Guard or Reserves

· Retired

· Separated or Discharged

21. What type of appointment do you hold?

· Career 

· Non-Career

· Limited Term

· Limited Emergency



22. Prior to your current executive appointment, where did you hold your previous position?

· Federal Government (if this is not selected they will be skipped to #25)

· State or local government

· Private sector

· Military service

· Academia

· Reinstatement

· Other. Please specify:__________________



23. How long did you work for the Federal Government prior to entry into the Senior Executive Service?

· Less than one year

· 1-3 years

· 4-5 years

· 6-10 years

· 11-20 years

· More than 20 years



24. How long have you worked in your agency prior to becoming a member of the Senior Executive Service?  

· Less than one year

· 1-3 years

· 4-5 years

· 6-10 years

· 11-20 years

· More than 20 years



25. What is your age group?

· Under 30

· 30-39

· 40-49

· 50-59

· 60 or older



26. Please select the racial category or categories with which you most closely identify (select all that apply).

· American Indian or Alaska Native

· Asian

· Black or African American

· Native Hawaiian or Other Pacific Islander

· White



27. Are you Hispanic or Latino?

· Yes

· No








U.S. Office of Personnel Management
Tel. (b) (6)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: I&E Committee newsletter
Date: Wednesday, May 13, 2015 8:46:24 PM
Attachments: IandE Newsletter May 2015.pdf

Folks,
Attached is this month’s newsletter for the Inspections and Evaluations Committee.
Thanks
Mark
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EXTERNAL PEER  
REVIEW PILOT 


CIGIE I&E  
ROUNDTABLE  


 


INSPECTION and EVALUATION 
COMMITTEE                  M A Y  2015 


I&E COMMITTEE MEMBERS 
CO-CHAIRS  


Kathy A. Buller & 
Dan Levinson  


Peace Corps and Health & Human Services  


Elizabeth Dean  
Farm Credit Administration  


Arthur Elkins  
Environmental Protection Agency  


Richard Griffin  
Veterans Administration  


Tonie Jones  
National Endowment for the Arts  


Mary Kendall  
Department of the Interior  


Steve Linick  
Department of State  


Charles McCullough, III  
Intelligence Community  


Mary Mitchelson  
Corporation for Public Broadcasting  


Dana Rooney  
Federal Labor Relations Authority  


John Roth  
Department of Homeland Security  


Hubert Sparks  
Appalachian Regional Commission  


Laura Wertheimer  
Federal Housing Finance Agency  


The Roundtable is excited to an-
nounce that the third round of the 
pilot peer review is scheduled to 
take place this summer.  The units 
to be reviewed are: U.S. Securities 
and Exchange Commission, Depart-
ment of Interior, and Department of 
State.  Thank you to the agencies 
whose staff have volunteered to 
serve as reviewers:  Dept. of De-
fense, Dept. of Health and Human 
Services, Dept. of Homeland Securi-
ty, Dept. of Justice, Dept. of State, 
Legal Services Corporation, Office of 
Personnel Management, Treasury 
Inspector General for Tax Admin-
istration, Veterans Administration, 
and Social Security Administration. 
The CIGIE Training Institute will de-
liver a day-long training session on 
June 17 for participants in the third 
round of the pilot.  


The Roundtable met on May 12 to 
prepare for the next stage of the 
peer review pilot.  The Roundtable 
is developing recommendations 
regarding peer review policy issues, 
which it plans to present to the I&E 
Committee in the fall.  The 
Roundtable is hoping to finalize its 
peer review recommendations by 
the end of 2015.  Thank you to the 
Executive Work Group, the Process 
Oversight Work Group, and the 
CIGIE Training Institute for working 
together to develop a sustainable 
I&E external peer review process!  


The next Roundtable meeƟng will 
be held on July 15 at 1pm in the 
HHS OIG Conference room.  


After serving as co-chair of I&E 
Committee for 4 years, Kathy Buller 
recently agreed to take on the 
Chairmanship of the CIGIE Legisla-
tive Committee.  We are glad to 
report that Kathy will remain acƟve 
on the commiƩee and is commiƩed 
to seeing the peer review process 
through to fruiƟon.   


Learning Forums:  On May 20,  the 
CIGIE Training InsƟtute is hosƟng 
another Learning Forum designed 
for I&E staff. The day-long Forum  
will focus on project management 
skills and approaches to help in-
spectors and evaluators consistent-
ly deliver I&E projects to successful 
compleƟon.  While registraƟon has 
closed for the May 20 Forum, the 
Training InsƟtute anƟcipates offer-
ing at least one more Learning Fo-
rum before the end of the fiscal 
year.  


THANK YOU TO KATHY BULLER! 


CIGIE TRAINING INSTITUTE 


I&E Fundamentals Course: Devel-
opment conƟnues on a week-long 
training program for new I&E staff, 
which includes anyone who has not 
previously received training and/or 
had work experience in conducƟng 
I&E work in accordance with the 
CIGIE Quality Standards.  There are 
sƟll opportuniƟes available to in-
struct in this training program and 
anyone interested should contact 
Lisa Rodely at  
lisa.rodely@cigie.gov. The new 
training program will be piloted  in 
September 2015.  







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: IC Newsletter - January 2015
Date: Friday, January 23, 2015 7:10:24 AM
Attachments: IC Newsletter - January 2015.pdf

Please find attached the Investigations Committee newsletter for January.
Thanks
Mark
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Investigative Committee 
 
 
 


Investigative Committee Meeting Updates: 
 


 


 Next Committee Meeting: 
 


 4 March 2015 
 10:00 A.M. 
 100 F Street N.E. 


Washington, DC 20549 
 
 
 


 


  Investigations: 
 
  Carl Hoecker, Chair 
 
  Eric Thorson, Vice Chair 
 
  Mark Bialek, 
  Federal Reserve Board 
 


  Arthur Elkins, 
  Environmental Protection 
  Agency 


 


  Robert Erickson, 
  General Services 
  Administration 


 


  J. Russell George, 
  Treasury Inspector General for 
  Tax Administration 


 


  Mary Kendall, 
  Department of the Interior 


 
  Allison Lerner 
  National Science Foundation 
  
  Charles McCullough, III 
  Intelligence Community 


 Feasibility Study – At the November, 2014 membership meeting, CIGIE 


approved a cross-cutting project, “Target Share” to study the feasibility of 


creating a central database wherein OIGs could upload and review limited 


information on individual subjects or business subjects under investigation.  


The primary purposes of this system are expected to de-conflict and 


collaborate on investigations, and identifying patters of fraud and 


wrongdoing, and allow for more effective background checks related to 


OIG investigations.  


 


 Quality Standards for Investigations (QSI) and Peer Review Working Group 


- the AIGI Committee will provide recommendations addressing various 


criminal, civil, and administrative investigations within OIGs and the 


applicability of the investigative peer-review process and standards.  The 


AIGI Committee is developing a survey of the community in furtherance of 


this project.  Any recommendations will be advanced to the IC for further 


action.   


 


 The AIGI Conference has been tentatively schedules for the week of April 


27-30.  As the agenda develops, it will be presented to the membership.  


Please send any thoughts or suggestions for agenda items to Verena Gibbs, 


Program Specialist SEC OIG, 202-551-4789| gibbsv@sec.gov.  


 


 Investigations Peer Review Schedule –The investigations peer review 


schedule is posted on the CIGIE website.   


 


Subcommittee Changes: 
 


 Tyler Smith, HHS OIG, is the new chair of the Investigations 
Subcommittee 
 


 Charles Coe, ED OIG, is the new vice chair of the Data Analytics 
Working Group (DAWG)


 
  David Montoya, 
  Housing and Urban Development 
 
  Laura Wertheimer, 
  Federal Housing Finance Agency 
 
  Todd Zinser, 
  Department of Commerce 
 
 
 


 


 


  January 2015 







From: Council of IGs Liaisons on behalf of Beth Leon
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Important: Updated Information for Virtual Participation in the FAEC Conference on September 4-5
Date: Thursday, August 30, 2018 10:07:07 AM

Updated information for participants from your OIG.
 
The 2018 Federal Audit Executive Council’s Annual Conference will be held on September 4-5, 2018,
at the Patent and Trade Office in Alexandria.  Event information and the registration links (for
physical or virtual attendance) can be found at
https://www.ignet.gov/content/faec-2018-annual-conference .
 
UPDATE FOR VIRTUAL ATTENDEES: If you have previously registered for virtual attendance, please
note the virtual software platform has been upgraded to enhance your viewing experience. As such,
please re-register for virtual attendance using the new link listed under the virtual registration
button! 
 
To virtually attend the conference, please use the following link:
https://livestream.com/accounts/4828334/events/8341818
 
CPE forms will be provided only upon receipt of full and accurate evaluation forms which must be
received no later than 30 days following the close of the conference.
 
If you have any questions regarding registration, contact  @nrc.gov .
 
Thank you!
 
 

(b) (6)
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From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Investigations Committee Newsletter - December 2018
Date: Friday, December 7, 2018 8:19:31 AM
Attachments: IC Newsletter - December 2018.pdf

Attached is the Investigations Committee Newsletter for December 2018.
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Next Committee Meeting: 
  January 9, 2019 
 
Investigations Committee: 
   Carl Hoecker, SEC, Chair 
   Christy Goldsmith Romero, SIGTARP,        
      Vice Chair 
   Michael Atkinson, IC 
   David Berry, NLRB 
   Mark Bialek, FRB                                                           
   Scott Dahl, DOL 
   Laura Davis, NEH 
   Glenn Fine, DOD 
   J. Russell George, TIGTA 
   Peg Gustafson, Commerce 
   Cathy Helm, Smithsonian 
   Mary Kendall, Acting Interior 
   Thomas Lehrich, AbilityOne 
   Allison Lerner, NSF 
   Jay Lerner, FDIC 
   Steve Linick, State 
   Carol F. Ochoa, GSA 
   Calvin Scovel, DOT 
   Parisa Salehi, Acting EXIM 
   James Springs, National Archives  
   Gale Stone, Acting SSA 
   Adam Trzeciak, GAO 
   Hannibal “Mike” Ware, SBA 
   Laura Wertheimer, FHFA 
   
  AIGI Subcommittee: 
   Paul Conlon, AIGI FHFA, Chair 
   Howard Arp, AIGI GAO, Vice Chair 
  


WHAT’S NEW: 
 


 AIGI Committee Update – The 2018 Annual AIGI Training occurred 
November 14 and 15 at the HHS-OIG National Operations Center in 
Largo, MD.  Speakers covered a variety of topics, including a 4 hour 
block by FBI/CJIS on the National Instant Check System, a session 
on Whistleblower protection and a very interesting presentation 
from the Bureau of Fiscal Services Do Not Pay and improper 
payments programs.   


 The next AIGI Quarterly Meeting will take place at the FDIC 
OIG in February.   


 An updated Investigations Peer Review draft schedule was 
distributed to the community for feedback.   


 AIGI Conlon is also working with SAC Tyler Smith, FDIC-OIG 
on developing a list of mandatory reports that OIG’s are 
required to report on with an eye towards adding 
compliance to the mandatory reports to future QAR’s.   
 


 Training Subcommittee Update – AIGI Michelle McVicker from the 
Transportation OIG will be the new chair of the Training 
Subcommittee. 


 
 IGCIA Update – On November 8, 2018, the Inspector General 


Investigator Training Program (IGITP) was granted reaccreditation 
status by the Federal Law Enforcement Training Accreditation 
(FLETA) Board.  On November 7, 2018, IGCIA staff members 
presented the case for reaccreditation before the FLETA Board and 
have now received official reaccreditation notification.  This 
accreditation extends through November 2023.  Next steps include 
positioning the IGCIA for full Academy Accreditation. 


 
 Quality Standards for Digital Forensics (QSDF) – At the most 


recent Investigations Committee Meeting, AIGI Paul Conlon and IG 
Carl Hoecker provided an update on the latest changes to the 
QSDF.  IG Hoecker noted that some sections formulated to 
comport with the style of the QSI and that the majority of the body 
of the document was unchanged in the latest draft.  AIGI Conlon 
noted three significant changes in the current draft include: a 
training requirement of 120 hours over 3 years, a mandate for 
100% of expert testimony monitoring (per DOJ guidance) and an 
increase in technical review of forensic work products to 50% 
initially and 100% in future years.  We hope to have the latest draft 
reviewed by the IT Committee and back to the Investigations 
Committee in January or February. 
 


INVESTIGATIONS 


DECEMER 2018 
NEWSLETTER 


COMMITTEE 
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From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: IT Committee Newsletter - September/October 2018
Date: Tuesday, September 25, 2018 12:53:23 PM
Attachments: CIGIE_ITNL_Sept18.pdf

Attached is the CIGIE IT Committee Newsletter for September/October 2018.
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INFORMATION TECHNOLOGY
(IT) COMMITTEE


September / October 2018


Vulnerability Scanning and Penetration Testing Usage 
Survey – March 2018


We completed the report of the survey results of the OIG Community on Usage of 


Vulnerability Scanning and Penetration Testing. The survey was completed in March 


2018. The report was sent to the IG Community on September 18, 2018 and has been 


posted on the CIGIE web site. The survey won’t be published publicly, since its purpose 


is to provide the IG community with a snap shot of what IGs are currently doing, and to 


share that information among IG community members. 


Investigations Subcommittee Update 


The subcommittee working group completed their update of the CIGIE Quality 


Standards for Digital Forensics (QSDF) and its Appendix C-2. At the IT Committee 


Meeting on August 22, Ms. Whitcomb polled the committee, asking if there were any 


concerns with the documents; none were voiced. Pending the approval of the draft 


documents by the CIGIE Investigations Committee, the IT Committee approved the 


QSDF and Appendix C-2 updates. The goal remains a coordinated and approved QSDF 


update by October 1, 2018, with the guidance becoming mandatory in Fiscal Year 2019. 


Data Analytics Working Group Update  


The DAWG announced the host of its next Community of Practice will be the U.S. 


Postal Service OIG. The event topic is ESRI ArcGIS, and it takes place on September 18 


in Rosslyn, VA. The point of contact for this event is DAWG Subcommittee Co-Chair, 


Mr. Steven Burke. 


IT Audit Training Event – The ABCs to Building and Running 
Your Own Test Lab 


The IT Committee and Federal Audit Executive Council are hosting a half-day training 


event for IT Auditors on Building and Running a Test Lab. The event is scheduled for 


September 27 from 8 a.m. to 11:30 a.m., and will take place in the USPS OIG facility in 


Rosslyn, VA. A “Save the Date” notification was sent on August 23, and Registration 


began on August 30. Ninety people are currently signed up for the training. 


2018 Federal Audit Executive Council (FAEC) Annual 
Conference – CIGIE IT Committee Panel 


On September 4, Ms. Whitcomb moderated a 50-minute, IT Committee Panel at 


the 2018 FAEC Annual Conference. Panel members included Mr. John Garceau, HUD 


OIG, Ms. Morgan Reynolds, DOI OIG, and Mr. Jarvis Rodgers, HHS OIG. The members 


provided insights on IT Auditing, covering topics such as overcoming organizational 


resistance to technical testing, and, why it’s important for organizations that conduct 


technical IT audits and evaluations to increase the skills and capabilities of in-house 


IT Auditors. 


CIGIE Information 
Technology Committee 


Tammy Whitcomb, Chair  
U.S. Postal Service


Michael Missal, Vice Chair  
Department of Veterans Affairs


David Berry 
National Labor Relations Board


Phyllis Fong 
Department of Agriculture


Mark Bialek 
Federal Reserve Board


Paul Martin 
National Aeronautics and 
Space Administration


Milton Mayo                
Equal Employment Opportunity 
Commission


Robert Westbrooks            
Pension Benefit Guaranty Corporation


Cathy Helm                     
Smithsonian Institution


Patricia Layfield            
Election Assistance Commission


Kathleen Tighe           
Department of Education


Laura Davis               
National Endowment for the Humanities


David Hunt         
Federal Communications Commission


Upcoming CIGIE IT 
Committee Meetings:


October 24, 2018, 2-3:30 p.m.


December 12, 2018, 2-3:30 p.m.







From: Council of IGs Liaisons on behalf of Mike Diavolikis
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Just Released: CIGIE"s Report on the Government Purchase Card Initiative
Date: Tuesday, July 10, 2018 12:43:03 PM
Attachments: image002.jpg

image004.jpg
image006.jpg

Good afternoon, Liaisons. Please share the below with your staff who might be interested in the
subject report.
 
CIGIE has released today its Report on the Government Purchase Card Initiative. You can download
the entire report from https://www.ignet.gov/content/reports-publications, where it is linked under
the List by Year tab for 2018. Alternatively, you can directly open the PDF file by clicking on the
cover below.
 
The full report discusses many topics, including the scope and methodology, but the objective,
approach, and recommendation are listed below.
 
Objective
The objective of the Council of the Inspectors General on Integrity and Efficiency (CIGIE) purchase
card initiative was to analyze and review Government purchase card data to determine the risks
associated with purchase card transactions.
 
Approach
To accomplish this objective, 20 participating OIGs reviewed Federal agencies that processed over
1.8 million purchase card transactions totaling over $941 million from October 1, 2016 through
March 31, 2017. The participating OIGs selected and then tested a random sample of 1,255 high-risk
purchase card transactions of over $1.3 million to identify transactions that were potentially illegal,
improper, or erroneous.
 
Recommendation
To strengthen monitoring and oversight of purchase cards, OMB should remind agencies of their
responsibilities over purchase card activities as detailed in OMB Circular No. A-123. Specifically,
agencies should take steps to improve controls such as training, policies and procedures, separation
of duties, and supervisory reviews to mitigate risks from potentially illegal, improper, or erroneous
transactions.
 
 

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=af8980bf247243c38be70b763a29be9d-Mike Diavol
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://www.ignet.gov/content/reports-publications





 
 
 
Regards,
Mike Diavolikis
CIGIE Senior Writer/Editor

@cigie.gov
Office: 
Fax: (202) 254-0162
www.ignet.gov
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From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Legislation Committee & Audit Committee Newsletters
Date: Monday, October 1, 2018 3:10:14 PM
Attachments: Aud Com Newsletter - 10 2018.pdf

Legislation Committee Newsletter September 2018.pdf

Attached are the Legislation Committee newsletter for August 2018 and the Audit Committee
Newsletter for October 2018.
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Federal Audit Executive Council 


The 2018 FAEC Annual Conference was held September 4-5 at the Patent and Trade Office 
auditorium in Alexandria, VA. The was attended by 130 on-site and over 250 through 
WebEx. Many thanks to our IG speakers, Michael Horowitz, Allison Lerner, Bob 
Westbrooks, Tammy Whitcomb and the other speakers for sharing their insights and 
experiences. Presentation slides and information can be found at 2018 FAEC Conference.  


The CIGIE Audit Peer Review Guide Working Group led by Kieu Rubb (CIA OIG) will be 
holding their next telecom meeting on September 13. If you are interested in participating, 
please contact Kieu Rubb at KIEUTR@ucia.gov. The working group is also using 
SurveyMonkey to gain insights and considerations for updating the guide. 2018 CIGIE Peer 
Review Survey. The survey closes on September 12.   


The CIGIE IT Committee and FAEC are holding a 1/2 day training session, The ABCs to 
Building and Running Your Own Test Lab! on September 27, 2018 (8:00-11:30) at the USPS 
OIG training facility in Roslyn. If you are interested in participating, please use the following 
link to register: Test Lab TrainingIf you have any questions, please contact John Patricola at 
jpatricola@uspsoig.gov.  


DATA Act 


The FAEC DATA Act Working Group continues to meet monthly and is working to update the 
audit guide for the November 2019 mandated reviews. The draft guide will be circulated to the 
IG community for comment in October 2018 with expected finalization in November 2018. 
The Working Group plans to hold a workshop in November 2018 to discuss changes to the 
guide. More information on the workshop will be coming in the next month. The Working 
Group also continues to meet with GAO monthly to coordinate DATA Act oversight efforts, as 
well as the CFO Council DATA Act Working Group on a bi-monthly basis. Please send DATA 
Act questions to DATAAct@oig.treas.gov. 


Auditor Training  


Registration is open for all FY19 CIGIE Training Institute learning programs.  More detailed 
information on training classes can be found at FY19 Training Classes. If you have any 
questions, please contact the AI&E Academy Director, Beth León, (beth.leon@cigie.gov ). 


 


 


Audit Committee 
October 2018 


Next Meeting 
• October 23, 2pm 
• Location: Amtrak OIG,  


10 G Street, NE 


Committee Members 
Tom Howard, Chair 
Amtrak IG 


Ann Calvaresi-Barr, Vice-Chair 
USAID IG 


Hubert Sparks 
ARC IG 


Mary Mitchelson 
CPB IG 


Glenn Fine 
DOD IG (Acting) 


Kathleen Tighe 
Education IG 


April Stephenson 
Energy IG (Acting) 


Jay Lerner 
FDIC IG 


Laura Wertheimer, 
FHFA IG  


Jon Hatfield 
FMC IG 


Wayne Stone  
IC IG (Acting) 


Scott Dahl 
Labor IG 


Jeffrey Schanz 
LSC IG 


Kurt Hyde 
FASAB Representative, LOC IG  


James Springs 
NARA IG 


Paul Martin 
NASA IG 


Jim Hagen 
NCUA  


Robert Westbrooks, 
PBGC IG 


Hannibal Ware 
SBA IG (Acting) 


Cathy Helm 
Smithsonian Institution IG 


Gale Stone 
SSA IG (Acting) 


John Sopko 
SIGAR 


Eric Thorson 
Treasury IG 


Andrew Katsaros Thorson 
FTC IG (Interim) 


Dr. Brett Baker 
FAEC Representative 



https://na01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.ignet.gov%2Fcontent%2Ffaec-2018-annual-conference&amp;data=02%7C01%7C%7C0d30dfb115c34fa6405008d61728d715%7C1258d8b0899b4d47bf8633b1758a129b%7C0%7C0%7C636721861519779667&amp;sdata=9hpGoegUzhMTNYtN1ysXINWSPWegfrjbXkFCaNGLw8Y%3D&amp;reserved=0
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C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y


L EGISLATION COMMITTEE
M o n t h ly  N e ws l e t t e r  S e p t e m b e r  2 0 1 8


M E S S A G E  F R O M  T H E  C H A I R
The Legislation Committee continues to 
engage with the Hill and other stakeholders 
on various legislative initiatives, such 
as Program Fraud Civil Remedies Act 
(PFCRA) reform. The Legislation 
Committee has also continued to engage 
with the Hill regarding various provisions 
within proposed appropriations bills 
that may impact the IG community and 
legislation affecting oversight of  improper 
payments.  


Summaries of  key bills introduced since 
the previous newsletter was published 
are provided below, as well as comments 
on bills that have undergone significant 
changes or have seen significant action.  
The Legislation Committee last convened 
on September 11, 2018.


N E W  L E G I S L AT I O N


S .  3 3 9 8 ,  THE EXECUTIVE BRANCH WASTE AND 
FRAUD RECOVERY ACT 


On August 28th, the Executive Branch Waste and Fraud Recovery Act was 
introduced by Senator Carper and referred to the Senate Homeland Security 
and Governmental Affairs Committee (HSGAC). The bill intends to hold 
administration officials accountable when they misspend taxpayer dollars.  
Specifically, the bill would direct an agency to seek recoupment when the 
agency’s IG determines that a current or former political appointee at the 
agency made an expenditure that was either unlawful or was inconsistent 
with applicable regulations or agency policies and procedures. The 
legislation also establishes a process, paralleling PFCRA, through which 
certain agency officials can be made to repay the funds they direct their 
agencies to spend inappropriately.  


T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M .  


AT  C I G I E  H E A D Q U A R T E R S .


SOURCE: ARCHITECT OF THE CAPITOL



https://www.congress.gov/bill/115th-congress/senate-bill/3398/text?q=%7B%22search%22%3A%5B%22S+3398%22%5D%7D&r=1

https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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The Legislation Committee has provided technical assistance to the drafters of  the bill. We have 
also noted the potential impediments with using a PFCRA-like recoupment process which have 
already been identified, with respect to PFCRA, in our legislative priorities letter.  


We will continue to engage on this bill as appropriate.


S .  3 3 57,  THE ANTI-CORRUPTION AND PUBLIC INTEGRITY ACT


On August 21st, the Anti-Corruption and Public Integrity Act was introduced by Senator Warren 
and referred to the Senate Committee on Finance. The bill seeks to improve the anti-corruption 
and public integrity laws.  


Section 531 entitled, “General Supervision and Removal of  Inspectors General,” would 
substantially amend the process of  appointing, supervising, and removing IGs as well as how IG 
reports should be posted on the OIG website. Highlights of  the Section include:


• With particular exceptions, IGs shall report to and be under the general supervision 
of the Director of Office of Public Integrity (OPI).


• The Director of OPI appoints acting establishment IGs if the position is vacant for 
more than 210 days.


• IGs may be removed from office for cause - inefficiency, neglect of duty, or 
malfeasance - by the President. The Director of OPI may recommend to the President 
when removal is warranted.


• If an IG is removed from office, is transferred to another position or location 
within an establishment, or is placed on paid or unpaid leave, the President shall 
communicate in writing the reasons for any such removal, leave placement, or transfer to 
both Houses of Congress and to the Director of OPI no later than 30 days before the 
removal, leave placement, or transfer.


• If any portion of an IG audit report, inspection report, or evaluation report 
contains information that is classified, sensitive, or otherwise prohibited from disclosure by 
law, a redacted version of the report must be posted on the OIG website.  If an entire 
report is classified, sensitive, or otherwise prohibited from disclosure by law, the OIG must 
post the title of the report, the date of publication of the report, a general description of 
the subject matter of the report, and a justification for the report not to be posted on the 
OIG website. 


The Legislation Committee will monitor the progress of  the bill and engage as appropriate.


H . R .  6 5 5 0 ,  THE FEDERAL RISK AND AUTHORIZATION MANAGEMENT 
PROGRAM (FEDRAMP) REFORM ACT OF 2018 


On July 26th, the FedRAMP Reform Act of  2018 was introduced by Representative Connolly 
and referred to the House Oversight and Government Reform Committee. The bill mainly is 
an attempt to codify the current FedRamp process. In addition, it establishes a presumption of  



https://www.congress.gov/bill/115th-congress/senate-bill/3357/text?q=%7B%22search%22%3A%5B%22s+3357%22%5D%7D&r=1

https://www.congress.gov/bill/115th-congress/house-bill/6550/text?q=%7B%22search%22%3A%5B%22federal+Risk+and+Authorization+Management+Program+Reform+%28FedRAMP%29+Act+of+2018%22%5D%7D&r=1
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adequacy – any provisional authorization to operate issued by the Joint Authorization Board is 
to be considered adequate by agencies unless the agency documents why it disagrees with the 
provisional certification. The bill also requires the Office of  Management and Budget (OMB) 
to coordinate with IGs and other stakeholders to provide guidance and recommendations to 
FedRAMP.


U P D AT E S
S .  3 1 0 7,  THE FINANCIAL SERVICES AND GENERAL GOVERNMENT 
APPROPRIATIONS ACT, 2019 &


H . R .  6 1 47 , INTERIOR, ENVIRONMENT, FINANCIAL SERVICES AND 
GENERAL GOVERNMENT, AGRICULTURE, RURAL DEVELOPMENT, FOOD 
AND DRUG ADMINISTRATION, AND TRANSPORTATION, HOUSING AND 
URBAN DEVELOPMENT APPROPRIATIONS ACT, 2019 


As reported in our August newsletter, on June 21, 2018, S. 3107, the Senate Financial Services and 
General Government (FSGG) appropriations bill, was reported out of  committee and placed on 
the Senate Legislative Calendar under General Orders.  


Section 633 of  S. 3107 provides that requests for airline accommodations (e.g. business or 
first class) on the grounds of  exceptional security circumstances by agency heads require IG 
authorization. The provision applies to many IGs, namely those whose agencies are appropriated 
under that bill. The provision may impact IG independence and provides the IG with agency 
programmatic roles. Together, with a group of  affected OIGs, the Legislation Committee has 
engaged House and Senate appropriations staff  and other Hill stakeholders on this issue.  


The House FSGG appropriations bill had passed the House on July 19, 2018. The Senate amended 
the House-passed bill, included it in an appropriations spending package, H.R. 6147, and passed 
it on August 8, 2018.  As a result, H.R. 6147 now contains the same provision regarding IG 
authorizing agency head travel that was included in S. 3107.  On September 13th, the House and 
Senate met in conference to discuss H.R. 6147 but ended without agreement.  The Legislation 
Committee will continue to engage on this issue as appropriate.


H.R. 6147, as amended by the Senate, also provides $2 Million to CIGIE for Oversight.gov.



https://www.congress.gov/bill/115th-congress/senate-bill/3107/text?q=%7B%22search%22%3A%5B%22s+3107%22%5D%7D&r=1

https://www.congress.gov/bill/115th-congress/house-bill/6147?q=%7B%22search%22%3A%5B%22HR+6147%22%5D%7D&r=1









From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Legislation Committee Newsletter - October 2018
Date: Monday, October 29, 2018 9:29:54 PM
Attachments: Legislation Committee Newsletter October 2018.pdf

Attached is the Legislation Committee Newsletter for October 2018.
 

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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T H I S  M O N T H
• H . R .  6 8 9 1
• H . R .  7 0 3 2
• S .  3 1 07 
• H . R .  6 1 47
• H . R .  2 1 9 6
• S .  24 6 3
• H . R .  5 1 0 5
• H . R .  3 0 2
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beRt vint, opM
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C o u n c i l  o f  t h e  I n s p e c t o r s  G e n e r a l  o n  I n t e g r i t y  a n d  E f f i c i e n c y


L EGISLATION COMMITTEE
M o n t h ly  N e ws l e t t e r  O c t o b e r  2 0 1 8


M E S S A G E  F R O M  T H E  C H A I R
The Legislation Committee continues 
to engage with the Hill and other 
stakeholders on various legislative 
initiatives, such as reform of  the Program 
Fraud Civil Remedies Act. 


On September 26, 2018, H.R. 4917, the 
IG Subpoena Authority Act, passed the 
House under suspension of  the rules.  
This bill would enhance IG oversight 
efforts by authorizing IGs to subpoena 
the attendance and testimony of  witnesses 
as necessary in the performance of  the 
functions of  the Inspector General Act 
of  1978, as amended (IG Act) or the 
functions from the authorizing statutes 
of  IGs not authorized under the IG 
Act.  During the debate, Representatives 
Steve Russell and Jimmy Gomez made 


speeches in support of  the bill (see page H9070).  Representative Gomez 
specifically laid out the safeguards included in the bill that would put in 
place an additional check on the use of  this authority (e.g. subpoena panel).  
Representative Russell included the CIGIE views letter on H.R. 4917 into 
the Congressional record.  We will continue to engage with the Hill as 
appropriate on this initiative.


Summaries of  key bills introduced since the previous newsletter was 
published are provided below, as well as comments on bills that have 
undergone significant changes or have seen significant action.  The 
Legislation Committee last convened on October 9, 2018.


T H E  L E G I S L AT I O N  C O M M I T T E E  M E E T S  R E G U L A R LY  O N 
T H E  S E C O N D  T U E S D AY  O F  T H E  M O N T H  AT  1 0 : 0 0  A . M .  


AT  C I G I E  H E A D Q U A R T E R S .


SOURCE: ARCHITECT OF THE CAPITOL



https://www.congress.gov/bill/115th-congress/house-bill/4917?q=%7B%22search%22%3A%5B%22hr+4917%22%5D%7D&r=1

https://www.congress.gov/crec/2018/09/26/CREC-2018-09-26.pdf

https://ignet.gov/sites/default/files/files/CIGIE%20Views%20letter_HR4917_June7_2018.pdf

https://www.flickr.com/photos/uscapitol/8248423214/in/album-72157627522484962/
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N E W  L E G I S L AT I O N


H.R. 6891, THE ANTI-DEFICIENCY REFORM AND ENFORCEMENT ACT OF 2018


On September 25, 2018, the Anti-Deficiency Reform and Enforcement Act of  2018 was introduced 
by Representative Paul Mitchell.  It was marked up and reported out by the House Committee on 
Oversight and Government Reform (HOGR) on September 27, 2018.  Upon request by HOGR, 
we provided informal feedback on the bill prior to introduction.  


The introduced version of  the bill would: 


• require IGs “to the extent practicable,” conduct a biennial assessment beginning November 
30, 2019:  (1) assessing whether an Anti-deficiency Act (ADA) violation occurred in the 
preceding two fiscal years that was not reported; and (2) identifying internal controls, policies, 
procedures, rules, regulations, or management practices that may be contributing to any such 
violation, or could contribute to such violations; and


• require IGs to award a cash payment (the lesser of  $1,000 or an amount equal to 1 percent of  
the amount of  such violation) to an agency employee whose disclosure of  a potential ADA 
violation results in a report of  an ADA violation (awards to be paid from the appropriations 
of  the employee’s agency used for employee awards or bonuses).


H.R. 7032, THE ADAM S. LOVINGER WHISTLEBLOWER REPRISAL ACT OF 2018


On October 5, 2018, the Adam S. Lovinger Whistleblower Reprisal Act of  2018 was introduced 
by Representative Louie Gohmert and was referred to HOGR.  The bill amends the Intelligence 
Reform and Terrorism Prevention Act of  2004 (50 U.S.C. 3341(j)(4)) to enhance protections 
for individuals who hold a security clearance and who are subject to whistleblower retaliation.  
Specifically, it states that upon a “finding” by an IG that an officer or employee “directed, 
recommended, or materially furthered prohibited reprisal” related to altering an employee’s security 
clearance or access determination, they will be subject to one or more of  the following: 


• A suspension from duty without pay for a period of  at least 14 days.
• A reduction in grade.
• Revocation of  security clearance. 
• Removal from Federal service.
• Referral to OPM for debarment from the Federal service for a period not to exceed 10 years.



https://www.congress.gov/bill/115th-congress/house-bill/6891/text?q=%7B%22search%22%3A%5B%22H.R.+6891%22%5D%7D&r=1

https://www.congress.gov/bill/115th-congress/house-bill/7032/text?q=%7B%22search%22%3A%5B%22hr+7032%22%5D%7D&r=1
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U P D AT E S


S. 3107, THE FINANCIAL SERVICES AND GENERAL GOVERNMENT 
(FSGG) APPROPRIATIONS ACT, 2019 &


H.R. 6147, INTERIOR, ENVIRONMENT, FINANCIAL SERVICES AND 
GENERAL GOVERNMENT, AGRICULTURE, RURAL DEVELOPMENT, 
FOOD AND DRUG ADMINISTRATION, AND TRANSPORTATION, 
HOUSING AND URBAN DEVELOPMENT APPROPRIATIONS ACT, 2019 


H.R. 6147, the appropriations spending package, passed the House in July. The bill, as amended 
by the Senate, includes provisions related to IGs authorizing travel by agency heads, in exceptional 
security circumstances (which originated in Section 633 of  S. 3107, the Senate FSGG appropriations 
bill). The Legislation Committee engaged with Hill stakeholders on this provision of  the bill.  In 
September, the House and Senate met in conference to discuss H.R. 6147, but did not reach an 
agreement.  The appropriations package may be the starting point for further FSGG negotiations 
prior to expiration of  the current continuing resolution in early December.  The Legislation 
Committee will continue to engage on this issue, as appropriate.  H.R. 6147, as amended by the 
Senate, still provides $2 million to CIGIE for Oversight.gov.


H.R. 2196, TO AMEND TITLE 5, UNITED STATES CODE, TO ALLOW 
WHISTLEBLOWERS TO DISCLOSE INFORMATION TO CERTAIN RECIPIENTS


The bill was introduced on April 27, 2017 by Representative Russell and passed the House on 
October 11, 2017.  The bill was received in the Senate on October 16, 2017 and referred to the 
Senate Homeland Security and Government Affairs Committee (HSGAC).  HSGAC voted the bill 
out of  committee without amendment on September 26 and issued its committee report on October 
11, 2018.  


Under current law, 5 U.S.C. § 2302(b)(8)(B), disclosures are protected if  made to “the Special 
Counsel, or to the Inspector General of  an agency or another employee designated by the head of  
the agency to receive such disclosures….”  This bill would amend this language so that protected 
disclosures could be made to “the Special Counsel, the Inspector General of  an agency, a supervisor 
in the employee’s direct chain of  command up to and including the head of  the employing agency, 
or to an employee designated by any of  the aforementioned individuals for the purpose of  receiving 
such disclosures….”      



https://www.congress.gov/bill/115th-congress/senate-bill/3107/text?q=%7B%22search%22%3A%5B%22s+3107%22%5D%7D&r=1

https://www.congress.gov/bill/115th-congress/house-bill/6147?q=%7B%22search%22%3A%5B%22HR+6147%22%5D%7D&r=1

https://www.congress.gov/bill/115th-congress/house-bill/2196/text?q=%7B%22search%22%3A%5B%22h.r.+2196%22%5D%7D&r=1

https://www.congress.gov/congressional-report/115th-congress/senate-report/346
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S. 2463, BETTER UTILIZATION OF INVESTMENTS LEADING TO 
DEVELOPMENT ACT OF 2018 (BUILD ACT OF 2018), & 


H.R. 5105, BUILD ACT OF 2018, & 


H.R. 302, FEDERAL AVIATION ADMINISTRATION REAUTHORIZATION 
ACT OF 2018


On February 27, 2018, S. 2463 was introduced by Senator Bob Corker, and was referred to the 
Committee on Foreign Relations.  H.R. 5105, the House counterpart of  the BUILD Act of  2018, 
was introduced the same day by Representative Ted Yoho and was referred to the House Committee 
on Foreign Affairs.  Both bills would have created a new IG.


The Senate version of  the BUILD Act language creating the new IG was included in H.R. 302, 
the Federal Aviation Administration Reauthorization Act of  2018, which was signed into law by 
the President on October 5, 2018 (Public Law No. 115-254).  This law now amends the IG Act 
to create a new designated federal entity IG for the United States International Development 
Finance Corporation.  The purpose of  the U.S. International Development Finance Corporation 
is to mobilize and facilitate the participation of  private sector capital and skills in the economic 
development of  less developed countries to advance the foreign policy interests of  the United 
States.



https://www.congress.gov/bill/115th-congress/senate-bill/2463/text

https://www.congress.gov/bill/115th-congress/house-bill/5105/text?q=%7B%22search%22%3A%5B%22HR+5105%22%5D%7D&r=1%20-%20toc-H673DE89EA84143ADBDAF7CBB93AE217F

https://www.congress.gov/bill/115th-congress/house-bill/302/text





From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Legislation Committee proposal to DOJ Legislative Fix - Suspense COB Thursday, August 20, 2015
Date: Monday, August 17, 2015 2:07:15 PM
Attachments: LegComm Response to 7-31 DOJ Proposal_08142015.docx

The below and attached are being sent on behalf of Legislation Committee Chair Kathy Buller. Please
note that feedback should be provided to @peacecorps.gov.

From: Fontanesi, Chris 
Sent: Monday, August 17, 2015 12:49 PM
To: Buller, Kathy
Subject: Legislation Committee proposal to DOJ Legislative Fix
Colleagues,
As you know, last Thursday Chairman Grassley and 11 other Members asked that a proposed
language for a legislative fix to the OLC opinion be provided to the Hill no later than August 28.
Towards that end, in attachment is the Legislation Committee’s counter-proposal.
The Legislation Committee used the July 31 DOJ proposal as a starting point, amending the DOJ
proposal on issues where there seemed to be consensus in the Legislation Committee for doing so.
Given the short time frame provided (DOJ will likely circulate CIGIE’s counter-proposal to agencies
for comment), we urge you to provide any proposed changes to the text in attachment by COB
Thursday, August 20. Proposed changes should be sent to Chris Fontanesi

@peacecorps.gov).
Please note that, given the timeframe, we will likely not have an opportunity to circulate a new
proposal for a second round of comments prior to sending our counter-proposal to DOJ.
Thank you,
Kathy A. Buller
Legislation Committee Chair

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

Legislation Committee Proposal



Section 6(a) of the Inspector General Act of 1978 (5 U.S.C. App. § 6(a)) is amended—



1. by renumbering paragraph (1) as subparagraph (1)(A) and replacing it with the following: 



“(1)(A) to have timely and independent access to all records, reports, audits, reviews, documents, papers, recommendations, data and data systems, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act; and”



1. by inserting after newly designated subparagraph (1)(A) the following:



“(B) to have access under subparagraph (A) notwithstanding any other provision of law or common law privilege[footnoteRef:1], except any provision of law enacted by Congress that expressly refers to the Inspector General and expressly limits the Inspector General’s right of access. The Inspector General shall comply with the statutory limitations on disclosure relevant to the information provided by the establishment under this section.[footnoteRef:2]” [1:  The inclusion of “common law privilege” needs further discussion.]  [2:  Further discussion is needed about whether to include common law privileges as a limitation on disclosure that the Inspector General shall comply with. ] 




Section 8E(b) of the Inspector General Act of 1978 (5 U.S.C. App. § 8E(b)) is amended—



(a) by striking “and” at the end of paragraph (4);

(b) by striking the period at the end of paragraph (5) and inserting “; and”; and

(c) by inserting after paragraph (5) the following:



“(6) subject to the provisions of subsection (a) of this section, shall have access to grand jury matters pursuant to paragraph (a)(1)(A) of section 6 notwithstanding the provisions of Federal Rule of Criminal Procedure 6(e).  The Inspector General may disclose grand jury matters only to the extent that Federal Rule of Criminal Procedure 6(e) authorizes an attorney for the government to make such disclosure.”





	Legislation Committee Proposal

08/14/2015



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Letter From RM Carper to OMB Regarding IPERA
Date: Tuesday, February 10, 2015 3:18:18 PM
Attachments: Senator Carper Letter to OMB IPERA Implementation.pdf

IPERA Compliance FY13 Assessment - WP Chart - Final.pdf

Folks,
For your information, we wanted to share the attached letter, and accompanying enclosure, from
HSGAC Ranking Member Carper to OMB, relating to the work of the OIG community on improper
payments. This letter was mentioned during today’s Legislation Committee meeting and some folks
had not seen the letter. Thus, I wanted to get a copy to you so that you can distribute appropriately.
Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
























Improper Payment Elimination and Recovery (IPERA) FY2013 Compliance Analysis 
  


     
Federal Agency/Entity FY13 Report Issue 


Date 
IPERA Compliant 


(FY12) IPERA Compliant (FY13) Change 


Department of Agriculture 4/15/2014 No No No Change 


Department of Commerce 4/15/2014 Yes Yes No Change 


Department of Defense 4/15/2014 No No No Change 


Department of Education 4/15/2014 No Yes Change 


Department of Energy 4/15/2014 No Yes Change 


Department of Health and Human Services 4/15/2014 No No No Change 


Department of Housing and Urban Development 4/15/2014 No No No Change 


Department of Homeland Security 4/14/2014 No Yes Change 


Department of the Interior 4/15/2014 No Yes Change 


Department of Justice 4/7/2014 Yes Yes No Change 


Department of Labor 4/15/2014 No No No Change 



http://www.usda.gov/oig/webdocs/50024-0005-11.pdf

http://www.oig.doc.gov/OIGPublications/OIG-14-016-I.pdf

http://www.dodig.mil/pubs/documents/DODIG-2014-059.pdf

https://www2.ed.gov/about/offices/list/oig/auditreports/fy2014/a19o0002.pdf

http://energy.gov/sites/prod/files/2014/04/f15/OAS-FS-14-08.pdf

http://oig.hhs.gov/oas/reports/other/171452000.pdf

http://www.hudoig.gov/sites/default/files/documents/2014-FO-0004.pdf

http://www.oig.dhs.gov/assets/Mgmt/2014/OIG_14-64_Apr14.pdf

http://www.doi.gov/oig/reports/upload/X-EV-OSS-0004-2014Public.pdf

http://www.justice.gov/oig/reports/2014/a1422.pdf

http://www.oig.dol.gov/public/reports/oa/2014/03-14-004-13-001.pdf





Department of State 4/15/2014 No Yes Change 


Department of Transportation 4/15/2014 No Yes Change 


Department of the Treasury 4/15/2014 No No No Change 


Department of Veterans Affairs 4/15/2014 No No No Change 


Agency for International Development 4/15/2014 Yes Yes No Change 


Environmental Protection Agency 4/10/2014 Yes Yes No Change 


General Services Administration 4/15/2014 Yes Yes No Change 


National Aeronautics and Space Administration 4/15/2014 No Yes Change 


National Science Foundation N/A N/A (waiver) Yes Change 


Nuclear Regulatory Commission 4/8/2014 Yes Yes No Change 



http://oig.state.gov/documents/organization/225661.pdf

https://www.oig.dot.gov/sites/default/files/DOT%20Improper%20Payment%20Reporting%20Audit%5E4-15-14.pdf

http://www.treasury.gov/about/organizational-structure/ig/Audit%20Reports%20and%20Testimonies/oig14032.pdf

http://www.va.gov/oig/pubs/VAOIG-13-02926-112.pdf

http://oig.usaid.gov/sites/default/files/audit-reports/0-000-14-001-s.pdf

http://www.epa.gov/oig/reports/2014/20140410-14-P-0171.pdf

http://www.gsaig.gov/?LinkServID=00CDB9C2-D80D-AFC7-BF571235EEAB72B8&showMeta=0

http://oig.nasa.gov/audits/reports/FY14/IG-14-016.pdf

http://pbadupws.nrc.gov/docs/ML1409/ML14098A048.pdf





Office of Personnel Management 4/10/2014 No Yes Change 


Small Business Administration 4/10/2014 No No No Change 


Social Security Administration 4/14/2014 No No No Change 


     TOTAL 
 


17 of 24 noncompliant 9 of 24 noncompliant 
  



http://www.opm.gov/our-inspector-general/reports/2014/audit-of-the-us-office-of-personnel-managements-fiscal-year-2013-improper-payments-reporting-for-compliance-with-the-improper-payments-elimination-and-recovery-act-of-2010-4a-cf-00-14-009.pdf

http://www.sba.gov/sites/default/files/%5bc%5dAudit%20Report%2014-11%20SBA's%20Progress%20in%20Complying%20with%20IPERA.pdf

http://oig.ssa.gov/sites/default/files/audit/full/pdf/A-15-14-14074.pdf





From: Council of IGs Liaisons on behalf of M. P. Leary
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Live Stream of Carter Center Library 40th Anniversary of the IG Act Commemoration today
Date: Friday, October 12, 2018 7:54:38 AM
Attachments: image001.gif

All:
            https://m.facebook.com/CarterPresidentialLibrary/ will carry live stream coverage of the
Atlanta event today.  Please disseminate this announcement to any of your offices who
might be interested.  Thanks,. 
 
r/
 
/mpl/
 
Michael P. Leary
Executive for Strategic Planning
Council of Inspectors General for Integrity and Efficiency
(CIGIE)

 
(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=4e750e99136a4cbc8478f4b9fbd66939-Michael.lea
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://m.facebook.com/CarterPresidentialLibrary/



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Ltr from Chairman Grassley and 11 other members regarding Access
Date: Thursday, August 13, 2015 7:42:10 PM
Attachments: 2015-08-13 CEG et al to DOJ and DOJ OIG (IG Access).pdf

Please see the attached letter issued today by several members of Congress to DOJ and DOJ/OIG regarding access
to information.
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From: Council of IGs Liaisons on behalf of Brett Wilson
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Monthly membership meetings in CY2019 - Save the date!!!
Date: Wednesday, December 12, 2018 11:35:05 AM

Our monthly membership meetings will continue to be held in 
 starting at 10:00 a.m.

 
Please save these dates for the meetings:
 

January 22, 2019 (Note this is the 4th Tuesday, not the 3rd Tuesday of the month)
February 19, 2019
March 19, 2019
April 16, 2019
No meeting in May due to IG Conference currently scheduled for May 16-17, 2019 in Richmond
June 18, 2019
July 16, 2019
August 20, 2019
September 24, 2019
No meeting in October due to Awards Celebration currently scheduled for October 15, 2019 at the
Reagan Auditorium
Meetings in November and December will be announced later.
 

Brett Wilson
Administrative Officer
Council of the Inspectors General on Integrity and Efficiency
1717 H Street NW, Suite 825
Washington, DC 20006
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From: Council of IGs Liaisons on behalf of Mike Diavolikis
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: NSA IG The Honorable Robert Storch on Government Matters (and a call for interview proposals)
Date: Wednesday, August 22, 2018 1:49:21 PM
Attachments: image002.jpg

image004.jpg
image011.jpg
image012.jpg
image001.jpg
Form - Government Matters.pdf
OIG Appearances on Government Matters as of 08-22-2018.pdf

CIGIE Liaisons,
 
Last week, I sent the below e-mail about two new OIG appearances on Government Matters. Since then and
on last Thursday, National Security Agency IG Robert Storch appeared on the show to discuss the importance
of transparency, whistleblowers, and communication at the intelligence organization. His appearance not only
marked the third interview of a member of our community on the show last week, but he’s the tenth IG to be
interviewed on the program. You can view his interview by clicking on the screenshot below.
 
The next IG segment is Tuesday, September 11. If your IG or a senior official in your office would like to
appear on the show, please return the attached form by Friday, August 31. See my e-mail below for more
information. Please share this with your staff. Thanks!
 
 

 
 
Regards,
Mike Diavolikis

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=af8980bf247243c38be70b763a29be9d-Mike Diavol
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://govmatters.tv/nsa-inspector-general-lays-out-priorities/








Proposal to appear on the September 11, 2018, segment. Proposals are due by August 31, 2018.


Please fill out this form if you are interested in highlighting an inspector general topic or report on the TV news program 
Government Matters. Do not send your proposal to Government Matters. Click the Submit to CIGIE button below to 
send the completed form to CIGIE, who will then submit all proposals on our members’ behalf to Government Matters. 
See the attached Fact Sheet and Instructions attachments for more information. Required fields (*) are denoted.


Proposed Segment  Category:  Audit    Evaluation/Inspection    Investigation    Law/Legislation    Other


Topic or Report*


Description (2–3 sentences; if the proposal is to discuss a report, please indicate the date it was issued)*


Guest
Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Joint Guest (please fill out the below section with information on another guest if you are appearing jointly)


Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Additional Information


Point of Contact (please fill out the below section if the guest(s) have a preferred OIG point of contact)


Name Title


E-mail Phone (office) Phone (mobile)


Submit to CIGIE Save Print E-mail a Copy


Proposal to Appear on the Inspector 
General Segment of Government Matters



http://govmatters.tv/








What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the 
challenges and issues facing federal managers and highlighting success stories 
within the federal community,” is soliciting IGs and senior OIG staff to appear on 
their program to highlight a recent IG topic or report. IG segments air the second 
Tuesday of every month. The interviews are non-confrontational and will help the 
IG community with public affairs outreach campaigns. Government Matters airs 
weeknights on News Channel 8 at 8:00 p.m. and 11:00 p.m. and on Sundays on ABC7 
at 10:30 a.m. IG segments are typically 5–8 minutes long. You can learn more about 
Government Matters at http://govmatters.tv/.



What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use 
the form supplied by CIGIE and do not send your proposal directly to Government 
Matters. Government Matters will contact you to further discuss interested proposals. 
If you need a form, please e-mail mike.diavolikis@cigie.gov.



What topics or reports can I propose to discuss?
You can propose to discuss any area of IG work, including audits, evaluations, 
inspections, investigations, and legislation.



Who can appear on the IG segment?
Although IGs are the preferred guest(s), Government Matters encourages all senior 
OIG staff to submit proposals, such as Deputy IGs, Assistant IGs for Auditing, and 
Assistant IGs for Investigations. Subject matter experts in other key OIG work areas 
or who have recently completed a notable report or work product are also encouraged 
to submit proposals.



Which IGs have appeared on the show?
To date, the Honorable Michael E. Horowitz (Department of Justice), the Honorable 
Carol Fortine Ochoa (General Services Administration), the Honorable Michael 
J. Missal (Department of Veterans Affairs), the Honorable Kathleen S. Tighe
(Department of Education), the Honorable Paul K. Martin (National Aeronautics
and Space Administration), Glenn A. Fine (Department of Defense), Tammy
L. Whitcomb (U.S. Postal Service), and Robert A. (Bob) Westbrooks (Pension Benefit
Guaranty Corporation) have appeared on the show. Click on any screenshot to view
their video. You can find more interviews with senior OIG staff members at http://
govmatters.tv/search/?q=inspector+general.



When and where is Government Matters taped?
IG segments are taped the morning the show is aired in studios located at 
1100 Wilson Blvd., Arlington, Virginia (less than two blocks away from the Rosslyn 
Metro Station). Click here to open Google Maps for directions. If selected to appear, 
you should arrive at the studios by 9:45 a.m. and expect to remain for about an hour.



Can I appear with another OIG colleague to discuss joint projects or topics?
Yes, but if you would like to appear with OIG collaborators to discuss a topic, please 
limit the total number of proposed guests to no more than three.



Can my OIG submit more than one proposal?
Yes, simply copy the empty form and submit one form for each proposal. 



Who is the host of Government Matters?
“Francis Rose, an award-winning broadcaster and journalist, who has covered all 
branches of government since 1998. He hosted “In Depth with Francis Rose” on 
Federal News Radio from 2008 to 2015. Before joining Federal News Radio, he 
covered the executive and legislative branches as a host/anchor on C-SPAN Radio.”



IG Horowitz discusses cyber 
protections at the FBI



IG Ochoa discusses GSA progress 
regarding DATA Act deadlines



IG Missal discusses his top concerns at 
the Department of Veterans Affairs



IG Westbrooks discusses the 
mission of his office at PBGC



IG Horowitz and Acting IG Whitcomb 
discuss the launch of Oversight.gov



IG Tighe discusses vulnerabilities  
in information security programs



IG Martin discusses NASA’s plans 
for human exploration of Mars



Acting IG Fine discusses the 
principles of highly effective IGs



Fact Sheet about Government Matters  
for the Offices of Inspector General





http://govmatters.tv/doj-oig-fbi-cyber-threat-review-made-progress-still-needs-work/


http://govmatters.tv/inspectors-general-launch-oversight-gov/


https://govmatters.tv/pension-benefit-guaranty-corporation-ig-lays-out-priorities/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/doe-seeks-new-maturity-model-for-information-security/


http://govmatters.tv/the-principles-of-highly-effective-inspectors-general/


http://govmatters.tv/ig-report-nasas-plans-for-human-exploration-of-mars/
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This form provides a quick and easy way for you to submit your proposal to discuss on Government Matters 
your IG topic or report. By hovering over fields, you can read some tips about entering information. Be sure to 
read the accompanying Fact Sheet.



Proposed Segment
•	  Select the category appropriate to your topic or report. If your topic or report covers multidisciplinary 



categories, please select all that apply.
•	  Enter the topic or report name and provide a brief description, which are required fields. You may include a 



hyperlink to a report.
•	 If you’re proposing to discuss a report, please indicate the date it was issued.



Guest
•	  Enter the contact information about the guest.
•	  Provide up to four lines of bio text that may be used on-screen during the show. See the examples below or 



click the screenshots to view the video. These four bio lines may be modified or expanded upon later.



Joint Guest (optional)
If you’re proposing a joint guest, enter his or her contact information and bio lines. If you’re proposing a third 
guest, use the Additional Information field to add that information.



Additional Information (optional)
Enter any additional information about the topic or report or about the guest or joint guest you wish to include.



Point of Contact (optional)
If someone is coordinating the proposal on behalf of the guest(s), such as a public affairs staff member or 
administrative assistant, enter his or her contact information.



Submit the Form
Click the Submit to CIGIE button to e-mail the completed form to CIGIE, who will send the proposal to 
Government Matters on your behalf. This button will open your default e-mail program and pre-insert the 
e-mail addresses of CIGIE staff who oversee this process. Do not send the form directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals.



You can also Save the form to your computer or network, Print a hard copy, or E-mail a Copy of the form to 
others for review, coordination, or archiving, such as your public affairs office, legislative office, or senior officials.



Form Instructions to Propose to Appear on 
the IG Segment of Government Matters



IG Horowitz Bio (at 01:45) IG Ochoa Bio (at 01:12) IG Missal Bio (at 01:55)





http://govmatters.tv/senate-passes-2016-inspector-general-empowerment-act/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/











		Fact Sheet: 

		Instructions: 

		Category Audit: Off

		Category Eval: 

		/Inspect: Off



		Category Investigation: Off

		Category Law/Legislation: Off

		Category Other: Off

		Topic or Report: 

		Description: 

		Guest Name: 

		Guest Title: 

		Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Guest E-mail: 

		Guest Phone office: 

		Guest Phone mobile: 

		Guest Bio Line 1: 

		Guest Bio Line 2: 

		Guest Bio Line 3: 

		Guest Bio Line 4: 

		Joint Guest Name: 

		Joint Guest Title: 

		Joint Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Joint Guest E-mail: 

		Joint Guest Phone office: 

		Joint Guest Phone mobile: 

		Joint Guest Bio Line 1: 

		Joint Guest Bio Line 2: 

		Joint Guest Bio Line 3: 

		Joint Guest Bio Line 4: 

		Additional Information: 

		POC Name: 

		POC Title: 

		POC E-mail: 

		POC Phone office: 

		POC Phone mobile: 

		Submit: 

		Save: 

		Print: 

		E-mail: 








Click on any screenshot below to view the video of an IG interview on Government Matters.
Recent IG Appearances on Government Matters


NASA IG Paul Martin discusses NASA’s 
plans for human exploration of Mars.


GSA IG Carol Ochoa discusses GSA 
progress with DATA Act deadlines.


DOJ IG Michael Horowitz discusses 
cyber protections at the FBI.


DOJ IG Michael Horowitz discusses 
the IG Empowerment Act of 2016.


Acting DoD IG Glenn Fine discusses 
the principles of highly effective IGs.


VA IG Michael Missal discusses his 
top areas of concern at the VA.


NSA IG Robert Storch discusses 
the importance of transparency, 
whistleblowers and communication 
at the intelligence organization.


PBGC IG Robert (Bob) Westbrooks 
discusses the mission of his office and 
his priorities to oversee the agency 
responsible for pension benefits.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses Overseas Contingency 
Operations in his role as Lead IG for 
oversight of those missions.


DOJ IG/CIGIE Chair Michael Horowitz 
and NSF IG/CIGIE Vice-Chair Allison 
Lerner discuss CIGIE’s Top Management 
and Performance Challenges report.


Education IG Kathleen Tighe discusses 
the department’s vulnerabilities in 
information security programs.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses a DoD-wide financial 
audit.


USPS IG Tammy Whitcomb and 
DOJ IG Michael Horowitz discuss 
the launch of Oversight.gov.


More OIG Interviews 
Next Page >>


Highlight How Your Agency Benefits Americans and 
Help Commemorate the 40th Anniversary of the IG Act


Michael Horowitz
DOJ


Allison Lerner
NSF


Michael Missal
VA


Kathy Tighe
ED


Tammy Whitcomb
USPS


Glenn Fine
DoD


Paul Martin
NASA


Carol Ochoa
GSA


Bob Westbrooks
PBGC


Robert Storch
NSA


What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the challenges 
and issues facing federal managers and highlighting success stories within the federal 
community,” is soliciting IGs and senior OIG staff to appear on their program to highlight 
a recent IG topic or report. IG segments air the second Tuesday of every month. The 
interviews are non-confrontational and will help the IG community with public affairs 
outreach campaigns. Government Matters airs weeknights on News Channel 8 at 8:00 p.m. 
and 11:00 p.m. and on Sundays on ABC7 at 10:30 a.m. IG segments are typically 5–8 minutes 
long. You can learn more about Government Matters at http://govmatters.tv/.


What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use the 
form supplied by CIGIE and do not send your proposal directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals. If you need a 
form, please e-mail mike.diavolikis@cigie.gov.
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Kelly Tshibaka, Chief Data Officer, USPS 
OIG, discusses using data analytics to 
support audits and investigations.


FRB/CFPB OIG staff discuss practices 
for leaders to encourage employees  
to share views with management.


Norman Brown, Assistant IG for 
Audits, State Department OIG, 
discusses an audit of post allowances.


Charles Brunton, Program Analyst, 
EPA OIG, discusses a report on the 
Flint, Michigan, water crisis.


Troy Meyer, Assistant IG, Auditing, 
DoD OIG, discusses the 2018 open 
recommendations compendium.


Carolyn Hantz, Assistant IG, Audit 
Policy and Oversight, DoD OIG, 
discusses an audit and policy report.


Dermot O’Reilly, Deputy IG for 
Investigations, DoD OIG, discusses the 
Defense Criminal Investigative Service.


Brett Mansfield, Special Assistant 
to the DoD IG, discusses DoD 
management challenges.


Randy Stone, Deputy IG of Policy and 
Oversight, DoD OIG, discusses the 
mission and goals of his office.


Tim Camus, Deputy IG, Investigations, 
TIGTA, discusses work against IRS 
impersonator scams.


Troy Meyer, Principal Assistant IG, 
Auditing, DoD OIG, discusses a report 
of 1,300 open recommendations.


Clay Brown, Special Agent, EPA OIG, 
discusses his agency’s hotlines for 
reporting fraud, waste, and abuse.


Michael Child, Deputy IG for 
Overseas Contingency Operations, 
DoD OIG, discusses his program.


Michael Esser, Assistant IG, Audits,
OPM OIG, discusses the findings 
of the OPM FISMA Audit for FY 2017.


Brett Mansfield, Senior Advisor 
to the DoD IG, discusses top DoD 
management challenges for FY 2018.


Lewis Parker, Deputy Assistant IG,  
Audits, OPM OIG, discusses a 
cybersecurity assessment of OPM’s IT.


John Johanson, Assistant IG, 
Investigations, Intelligence Community 
IG, discusses whistleblower cases.


Recent Senior OIG Staff  
Appearances on Government Matters


Click on any screenshot below to view the video of a senior OIG staff member interview on Government Matters.
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CIGIE Senior Writer/Editor
@cigie.gov

Office: 
Fax: (202) 254-0162
 

From: Mike Diavolikis 
Sent: Wednesday, August 15, 2018 3:53 PM
To: OIG-PUBLICAFFAIRS@LIST.NIH.GOV
Subject: Two new OIG appearances on Government Matters and a call for interview proposals
 
OIG Public Affairs Colleagues,
 
Good afternoon, everyone. If your IG or other staff member would like to highlight a recent topic, report,
audit, or investigation on Government Matters, please complete the attached form. Please share this with
your staff.
 
The next IG segment is Tuesday, September 11. Therefore, please return the form by Friday, August 31. If
your IG or other staff member isn’t available for the taping and airing on September 11, he or she is welcome
to schedule another day, just let me know what days are convenient for your official. The non-confrontational
interviews on Government Matters are an easy way to advance your public affairs campaigns.
 
This past week, two OIG officials appeared on the program to highlight recent publications from their office.
You can click on the screenshots below to view their interview.
 
On Sunday, August 12, Troy Meyer, Assistant IG of Audit at the DoD OIG, discussed the more than 1,500 open
recommendations in DoD OIG’s 2018 open recommendations compendium. Yesterday, Charles Brunton,
Program Analyst at EPA OIG, discussed a report on management weaknesses during the Flint, Michigan, water
crisis. Please view their interviews to learn more.
 
 

(b) (6)
(b) (6)
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https://govmatters.tv/dod-ig-releases-2018-compendium-of-open-recommendations/


 
 
As always, please don’t hesitate to contact me if you have any questions. Thanks!
 
 
Regards,
Mike Diavolikis
CIGIE Senior Writer/Editor

@cigie.gov
Office: 
Fax: (202) 254-0162
www.ignet.gov
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: PDC Newsletter for July
Date: Thursday, July 23, 2015 3:00:01 PM
Attachments: PDC Newsletter - July 2015.pdf

Please find attached the Professional Development Committee’s Newsletter for July.

mailto:CIGIE-LIAISONS@LIST.NIH.GOV



PDC
Newsletter July 2015


Professional Development
Committee


CONTENTS
1  Findings of the CIGIE Training Institute Projections for Fiscal Year 2016 
5  The IGCIA Delivers Another Successful Contract and Grant Fraud Class
6  Jack Abramoff Speaks at the IGCIA’s Recent Public Corruption Investigations Class
6  Learning Forum: Trends in Use of Force Training
6  New PDC Members


Findings of the CIGIE Training Institute 
Projections for Fiscal Year 2016


Background


In March, the CIGIE Training Institute sent out a 
survey to OIGs requesting their projected training 
requests for fiscal year 2016. The Training Institute 
received responses from more than 70 IG personnel in 
more than 50 IG agencies. The results are in and show 
just how popular and crucial the Training Institute’s 
programs are to the mission of the OIGs.


Survey Overview


From the survey of the OIGs, projected students to 
be trained for FY 2016 total 4,033 for the 30 courses 
offered by the CIGIE Training Institute. The Training 
Institute’s professional, cost-effective, and IG-specific 
courses remain popular, as the 4,033 projected requests 
far exceed the nearly 2,000 to 2,200 students that the 
Training Institute typically trains each year. The survey 
responses greatly help the Training Institute to plan its 


FY 2016 training calendar, which enables the Training 
Institute to better serve CIGIE members.


Figure 1 shows that the Audit, Inspection, and 
Evaluation (AI&E) Academy leads in total projected 


Figure 1 Number of OIGs’ Projected Training 
Requests by Academy (total = 4,033).
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requests, followed by the Inspector General Criminal 
Investigator Academy (IGCIA) and finally the 
Leadership and Mission Support (LMS) Academy.


Figure 2 shows that the projected requests for training 
auditors, inspectors, and evaluators and for training 
investigators aligns closely with the proportion of those 
professionals within the IG community. A little more 
than half of the total projected requests for CIGIE 
training involves the Audit, Inspection, and Evaluation 
Academy, which is approximately proportional to the 
50% share of auditors, inspectors, and evaluators who 
comprise OIG staff. Likewise, 28.7% of the projected 
requests for training pertains to the Inspector General 
Criminal Investigator Academy, which aligns closely to 
the one-third share of investigators who make up the 
IG community.


Top 10 Training Institute Programs


Figure 3 displays the top ten projected training 
requests for FY 2016. Critical Thinking Skills is the 
most projected requested training program offered 


by the Training Institute. Writing is a sought-after 
skill, and the Training Institute’s three writing 
programs are in the top ten of all projected requests, 


LMS
19.7%


IGCIA
28.7%


AI&E
51.6%


Figure 2 Academy Percentage of OIGs’ Projected 
Training Requests.


* In Development.


Figure 3 Top 10 Training Institute Programs for OIGs’ Projected Training Requests.
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which include Writing Effective Reports, Coaching 
Effective Writing, and Writing Fundamentals. Among 
the top ten most projected requested training 
programs is one that is in development, Intermediate 
Auditor.


Audit, Inspection, and Evaluation Academy


The Audit, Inspection, and Evaluation Academy has 
11 training programs for prospective students to 
choose from, including two that are in development 
(Intermediate Auditor and Inspection and Evaluation 
Fundamentals) (Figure 4). Critical Thinking Skills 
and Writing Effective Reports are the leading training 
programs for this academy. These training programs 
are unique in that they are the only ones to have more 
than 300 requests for FY 2016.


Inspector General Criminal Investigator Academy


The Inspector General Criminal Investigator Academy 
offers 12 training programs (Figure 5, next page), 
which are categorized by basic, specialized, and 


advanced for student convenience. The Contract and 
Grand Fraud training program leads this academy for 
the most projected requests. However, interviewing 
is another popular skill within the IG community. 
Both of the Inspector General Criminal Investigator 
Academy’s interviewing programs, Advanced 
Interviewing for IG Investigators and IG Interviewing 
for Fraud: Auditors, Inspectors, and Evaluators, are the 
second and third most projected requested programs, 
respectively, offered by this academy.


Leadership and Mission Support Academy


Seven training programs are offered by the Leadership 
and Mission Support Academy (Figure 6, next 
page). The Experienced Leader Program (GS14–15) 
accounts for slightly more than one-fourth (27%) 
of all projected requests for courses offered by this 
academy. Although the Training Institute will not have 
a relationship with the Lincoln Leadership Institute for 
the Transformational Journey from Gettysburg training 
program in FY 2016, the program is commercially 
available for interested students.
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Introduction to Suspension and Debarment


Audit Peer Review
IG Authorities


Understanding AI&E Standards
Inspection and Evaluation Fundamentals*


Writing Fundamentals
Intermediate Auditor*
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Writing E�ective Reports
Critical Thinking Skills 373
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160


131
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84


* In Development.


Figure 4 OIGs’ Projected Training Requests for the AI&E Academy Programs.
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Quality Programs


The CIGIE Training Institute’s programs consistently 
receive high marks from students and their 
supervisors.


For example, 98.6% of students of the Inspector 
General Criminal Investigator Academy agreed that 
their training would improve job performance and 
99.7% rated the overall quality of instruction positively, 


according to surveys from FY 2014, the latest year for 
which complete data is available.


The Renowned Choice for IG Training 


The overwhelming amount of projected training 
requests for FY 2016, along with historically positive 
reviews from students, demonstrate that the CIGIE 
Training Institute’s programs are clearly the training of 
choice for the federal IG community.


Figure 5 OIGs’ Projected Training Requests for the IGCIA Programs.
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Figure 6 OIGs’ Projected Training Requests for the LMS Academy Programs.
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The IGCIA Delivers Another Successful 
Contract and Grant Fraud Class


The IGCIA delivered its second FY 2015 class on 
Contract and Grant Fraud from June 16–19, 2015, at 
Buckley Air Force Base in Colorado. This year is the 
first year for this course, which, according to the OIGs’ 
projected training requests for FY 2016, will be among 
the IGCIA’s most popular courses for years to come.


The Contract and Grant Fraud training program 
covers the fundamentals of these processes and offers 
a broad perspective of issues that IG professionals 
must know to proactively prevent and detect this type 
of fraud. This three-and-a-half day class also provides 
participants with the possibility to earn up to 26 hours 
of continuing professional education credits.


Twelve instructors from various agencies delivered 
presentations on a variety of topics, ranging from 


product substitution and internal controls to cost 
mischarging and antitrust violations. Three staff 
members of the CIGIE Training Institute were part 
of the group who provided students with informative 
presentations on contract and grant fraud. Training 
Institute Executive Director Tom Caulfield presented 
Fraud Detection Questions, IGCIA Program Manager 
Tom Bonnar presented Continuing Case Exercise, and 
IGCIA Program Manager Randall Kizer presented The 
Grant Process; Grant Fraud Schemes; Corruption Issues 
– Gratuities, Bribery and Kickbacks.


The popularity and need for this training is evident 
in the diversity and background of the students. The 
61 students who attended this class came from across 
the country, representing 17 CIGIE-member OIGs, 3 
branches of the military, 2 state OIGs, and 1 county 
OIG. Their job titles were equally wide ranging, with 
auditors, attorneys, analysts, special agents, and even 
an inspector general in attendance.


Slideshow Ratings and Reviews for the IGCIA’s Contract and Grant Fraud Training Program.


Alternatively, you can click here to access the single-page attachment of these infographics.
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Student feedback for this class was very positive. The 
accompanying infographics slideshow illustrates some 
of the impressive ratings and reviews left by students.


As one of the IGCIA’s newest courses, this training 
program highlights how the PDC and the Training 
Institute work diligently to address the needs of the 
federal IG community by developing courses relevant 
to today’s challenges. As with all of the Training 
Institute’s programs, this class will equip students 
with knowledge to help their agencies become better 
stewards of taxpayer money.


Former Lobbyist Jack Abramoff Speaks 
at the IGCIA’s Recent Public Corruption 
Investigations Class


Jack Abramoff, who pled guilty in 2006 to charges 
involving corruption, fraud conspiracy, and tax 
evasion, spoke at the IGCIA’s Public Corruption 
Investigations class, which was held July 14–17, 2015, 
in Washington, D.C.


Abramoff ’s guest appearance was part of a two-hour 
presentation to students. During the first hour, an FBI 
case agent to the investigation provided background 
information into Abramoff ’s activities. Abramoff 
then spoke to students about his relationships with 
Congressional staff, his cooperation with the FBI, his 
time in jail, and his lessons learned from the ordeal.


Perhaps the most valuable information he imparted 
to students was his insights into dealing with people 
such as himself. Students were particularly interested in 
Abramoff ’s story and experiences. During the question 
portion of his appearance, students were very engaged 
and asked Abramoff questions well into the lunch break.


Students’ interest in Abramoff ’s presentation are 
evident in the comments many left at the end of the 
class, including:


“Really helpful to have Jack Abramoff come in and 
speak to the class.”


“Great job getting Abramoff in – very valuable.”


“I think the Abramoff and other case studies were 
the most useful.”


Having guest speakers such as Jack Abramoff deliver 
presentations and answer questions heightens the 
learning experience for students and provides them 
with better knowledge about the issues facing the IG 
community.


Learning Forum: Trends in Use of Force 
Training


The IGCIA will deliver the learning forum Trends in 
Use of Force Training, which is designed for firearms 
and defensive tactics instructors from the OIG 
community, on August 18, 2015, at the Department of 
Health and Human Services, OIG, in Largo, Maryland.


In this forum, participants will learn an overview of the 
current legal and policy issues. In addition, participants 
will hear panel discussions on human performance in 
use of force incidents, managing use of force programs, 
and more. Participants will also be able to share with 
peers different viewpoints and approaches.


Understanding use of force is crucial to criminal 
investigators in the OIG community. Therefore, 
use of force program managers and firearms and 
defensive tactics instructors need to be thoroughly 
knowledgeable in its application and processes.


This learning forum is the latest in the Training 
Institute’s offerings and is yet another example of 
how the PDC and the Training Institute is expanding 
learning opportunities for the IG community.


Several seats are still available. Please contact Roxsand 
Devese, CIGIE Training Institute Registrar, at 
registrar@cigie.gov for registration information.


New PDC Members


The PDC welcomes three new members. Jack 
Callender, Postal Regulatory Commission; Cathy Helm, 
Smithsonian Institute; and Robert Westbrooks, Pension 
Benefit Guaranty Corporation. The PDC wishes to 
thank its former members who graciously served on 
this committee to help the Training Institute produce a 
highly-skilled OIG workforce.


See the next page for the current PDC member list.



mailto:Registrar%40cigie.gov?subject=Trends%20in%20Use%20of%20Force%20Training
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PDC Members
David A. Montoya, Chair, Department of Housing 


and Urban Development
Kristi M. Waschull, Vice-Chair, Defense 


Intelligence Agency
Hubert Bell, Nuclear Regulatory Commission
Kathy Buller, Peace Corps
Jack Callender, Postal Regulatory Commission
Cathy Helm, Smithsonian Institute
Carl Hoecker, Securities and Exchange Commission
Mary Kendall, Department of the Interior
Dan Levinson, Department of Health and Human 


Services


Paul Martin, National Aeronautics and Space 
Administration


Lynne McFarland, Federal Election Commission
Patrick McFarland, Office of Personnel Management
Richard Moore, Tennessee Valley Authority
Dana Rooney, Federal Labor Relations Authority
Jon Rymer, Department of Defense
David Sheppard, Denali Commission
Kathleen Tighe, Department of Education
Robert Westbrooks, Pension Benefit Guaranty 


Corporation
David Williams, U.S. Postal Service
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Student Feedback



Contract and Grant Fraud Training Program
June 16–19, 2015     •     Denver, Colorado



Evaluation



Student Written Comments



“I really enjoyed this training. It was very informative.  I’ve always been somewhat intimidated by contracts but now 
I’m looking forward to continuing with expanding my knowledge. Thank you for this opportunity. The sta� was 
awesome.” 



“I am a special agent and new to the contract fraud �eld. This is a great beginner course and I will recommend this to 
all new agents.”



“Great training. One of the best I have ever attended. The breadth of experience from the many OIG reps across 
government and the material they presented gave me a new appreciation for the positive impact of OIG work.”



Sample of Comments



Quality of the Training Program



Laws
&



Regulations



Contracts
&



Grants



Indicators
&



Schemes



Prevention
&



Detection



FA
R



Federal



Acquisition



Regulations



of students rated 
the program 



OUTSTANDING or 
EXCELLENT



Excellent



47%
Good



17%
Poor



1%



Outstanding



35%



Quality of Instruction
of students rated 



the instruction 
OUTSTANDING or 



EXCELLENT



Excellent



50%
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17%
Poor



1%



Outstanding
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Gratuities
 Briberies
  Kickbacks



Lesson 5



Applicability to My Job Performance



Strongly Agree
67%



Moderately Agree
25%



Slightly Agree
7%



Slightly Disagree
1%



I will be able to use the material learned 
to improve my job performance:
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Lesson 5



of students agreed 
this program will 
improve their job 



performance







Program Recommendation



Strongly Agree
75%



Moderately Agree
17%
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7%



Slightly Disagree
1%



I would recommend this program to others:



of students would 
recommend this 



program to others
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Peace Corps OIG Statement Regarding OLC Opinion
Date: Friday, July 24, 2015 4:05:18 PM

FYI – Peace Corps OIG issued this statement - Peace Corps Office of Inspector General Reacts to DOJ
IG’s Statement on IG Access Issues

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
http://www.peacecorps.gov/media/forpress/press/2573/
http://www.peacecorps.gov/media/forpress/press/2573/


From: Council of IGs Liaisons on behalf of M. P. Leary
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Photo signing tomorrow
Date: Monday, August 20, 2018 4:21:44 PM
Attachments: Outlook-a1oxk24v.png

All:
Michael Horowitz wanted to put together a gift for President Carter to commemorate our 40th

anniversary.  The SEC printed and matted a photo of the IGs with a short message.  The idea
is that as many of the IGs as possible will sign the matte, and then it will be framed.  The
photo will be at the meeting tomorrow and then held at CIGIE for a few weeks until sometime
in September for drop-in signings by those who miss the meeting.  Please plan to arrive a little
early to sign the photo or stay a few minutes afterwards. Let me know if you have any
questions.

r/

/MPL/

Michael P. Leary
Executive for Strategic Planning
Council of Inspectors General for Integrity and Efficiency (CIGIE)

 (b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=4e750e99136a4cbc8478f4b9fbd66939-Michael.lea
mailto:CIGIE-LIAISONS@LIST.NIH.GOV



From: Council of IGs Liaisons on behalf of Tracy Brown
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Photos with President Carter
Date: Friday, December 14, 2018 12:07:34 PM
Attachments: Photos with President Carter.jpg

Photos with President Carter(2).jpg

CIGIE Members –
 
It is our pleasure to share with you these pictures of VA IG Michael Missal and DOJ IG and CIGIE
Chair Michael Horowitz presenting President Jimmy Carter with the signed photo of federal

Inspectors General we created ahead of the 40th Anniversary celebration in Atlanta.  It was a
wonderful event and we are grateful to have had the opportunity to share this memento with
President Carter.          
----
 
Doug Holt
Executive Director, Training Institute
Council of the Inspectors General on Integrity and Efficiency
1717 H Street NW., Suite 825
Washington, DC 20006-3900

 (office)
 (cell)

202-254-0162 (fax)
@cigie.gov

 
 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
 
 
 
 

(b) (6)
(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:tracy.brown@cigie.gov
mailto:CIGIE-LIAISONS@LIST.NIH.GOV




From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Placeholder for CIGIE in OIG FY 2020 Budget Submissions
Date: Tuesday, August 7, 2018 6:33:26 AM
Attachments: image002.jpg

image004.jpg

IG Members,
 
As many of you are in the midst of preparing your FY 2020 budget submissions, we wanted to
provide you with information to calculate and include in your submissions the statement
regarding CIGIE funding support as provided by the IG Reform Act of 2008.  Based on a
determination of the Executive Council, we ask that you please use a rate of 0.26% in
calculating the amount for CIGIE support in your FY 2020 budget submissions.
 
Please contact me or Brett Wilson  if you have any questions regarding the
above.
 
Thanks
 
Mark

 
Mark D. Jones
Executive Director
 

                                           

 

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://www.ignet.gov/
https://oversight.gov/




From: M. P. Leary
To: OIG-PublicAffairs@list.nih.gov; CIGIE-liaisons@list.nih.gov
Cc: stephanie.logan; carol.f.ochoa; Berry, David P.; Mark Jones
Subject: Press Release for Carter Center event
Date: Wednesday, October 10, 2018 3:49:34 PM
Attachments: 10-10 Atlanta Press Release - Carter Center Event.pdf

Outlook-t0qrcrv3.png

All,
Attached is the press release for this Friday's event  at the Carter Presidential Center in
Atlanta, Georgia, to commemorate the impact of federal Inspectors General (IG).  We ask that
you disseminate as widely as possible, particularly for those of you with a presence, in the
Atlanta region.  Feel free to contact me with any questions.  Thanks,

r/

/MPL/

Michael P. Leary
Executive for Strategic Planning
Council of Inspectors General for Integrity and Efficiency (CIGIE)

 (b) (6)

mailto:/O=EXCHANGELABS/OU=EXCHANGE ADMINISTRATIVE GROUP (FYDIBOHF23SPDLT)/CN=RECIPIENTS/CN=4E750E99136A4CBC8478F4B9FBD66939-MICHAEL.LEA
mailto:OIG-PublicAffairs@list.nih.gov
mailto:CIGIE-liaisons@list.nih.gov
mailto:stephanie.logan@usdoj.gov
mailto:carol.f.ochoa@gsaig.gov
mailto:David.Berry@nlrb.gov
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=08d0b9580dba498eade958f2e28358ab-Mark Jones



   


### 
 


 
FOR IMMEDIATE RELEASE        Contact:  Mark Jones 
October 10, 2018        Executive Director 
Washington, DC        (202) 292-2600 
 


Inspectors General Host Event at Carter Presidential Center to  
Commemorate 40 Years of Excellence in Independent Oversight 


 
On Friday, October 12, 2018, 40 years to the day that President Jimmy Carter signed the Inspector 
General Act of 1978, the Council of the Inspectors General on Integrity and Efficiency (CIGIE) will host an 
event at the Carter Presidential Center in Atlanta, Georgia, to commemorate the impact of federal 
Inspectors General (IG).  The event will be at the Carter Center’s Cyprus Room from 10 a.m. to 1 p.m. 
and features:  
 


 The Honorable George Mitchell delivering remarks on The Expansion of the Offices of Inspector 
General and the Importance of Good Government and Oversight 


U.S. Attorney for the District of Maine (1977–1979); U.S. District Judge, District of Maine (1979–
1980); U.S. Senator, Maine (1980–1995); U.S. Special Envoy for Northern Ireland (1995–2001); 
Partner, DLA Piper 


 


 The Honorable Stu Eizenstat delivering remarks on Crafting the Inspector General Act and 
Evaluating its Impact 


Chief White House Domestic Policy Adviser to President Jimmy Carter (1977–1981); U.S. 
Ambassador to the European Union (1993–1996); Special Advisor to the Secretary of State for 
Holocaust Issues (2013–2016); Senior Counsel, Covington 


 
Other speakers include current and former Inspectors General, including The Honorable Michael E. 
Horowitz (Department of Justice IG, CIGIE Chair), The Honorable Marjorie Fine Knowles (First 
Department of Labor IG, Former Georgia State College of Law Dean), and the Honorable Kurt 
Muellenberg (First General Services Administration IG).  The Jimmy Carter Presidential Library and 
Museum will also display an exhibit to commemorate the Inspectors General throughout the month of 
October.  A full list of speakers is available on our website here.  
 
This event is open to the public.  Press should register by emailing Michael Leary at 
Michael.Leary@cigie.gov.  For more information and public registration, visit our website 
https://www.ignet.gov/2018-commemoration.   
 
The Inspector General Act of 1978, as amended, established 73 independent Offices of Inspector General 
within federal agencies to provide oversight and to promote economy, efficiency, and effectiveness 
throughout the federal government.  Today, over 14,000 OIG employees work to detect and deter 
waste, fraud, abuse, and misconduct in federal programs and personnel.  This work has resulted in 
recommendations for hundreds of billions of dollars of potential savings, tens of thousands of successful 
prosecutions, and transformational government reforms. 
 
To view all reports by Inspectors General, visit Oversight.gov.  For more information on the work of a 
specific OIG, please contact the press officer for the individual IG.    



https://www.ignet.gov/sites/default/files/files/Carter_Program_Web.pdf

mailto:Michael.Leary@cigie.gov

https://www.ignet.gov/2018-commemoration

https://oversight.gov/

https://www.ignet.gov/sites/default/files/files/point-of-contact.pdf






From: Council of IGs Liaisons on behalf of M. P. Leary
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: [EXTERNAL] Re: 2018 Annual Performance Plan Questionnaire
Date: Thursday, July 26, 2018 4:40:12 PM
Attachments: image002.gif

Thanks Walter. Will do.

Get Outlook for iOS
 

From: Bayer, Walter Office of the Inspector General < @ssa.gov>
Sent: Thursday, July 26, 2018 16:01
To: M. P. Leary; cigie-liaisons@list.nih.gov
Subject: RE: [EXTERNAL] Re: 2018 Annual Performance Plan Questionnaire
 
Mike,
 
I hope all is well. 
 
Please see our response to this questionnaire.
 
Should you have any questions at all, please contact me.
 
Thanks,
 
Walt
___________________
Walter E. Bayer, Jr.
SSA-OIG Congressional and
  Intragovernmental Liaison
500 E Street, SW, Suite 945
Washington, DC 20254
Tel: 
Web:  https://ssa.gov/oig

 
From: Council of IGs Liaisons [mailto:CIGIE-LIAISONS@LIST.NIH.GOV] On Behalf Of M. P. Leary
Sent: Friday, July 20, 2018 9:40 AM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: [EXTERNAL] Re: 2018 Annual Performance Plan Questionnaire
 
All,
            We have a week before the Annual Survey suspense date of July 27th.  I remain open
and available for any questions you might have.  Feel free to return the survey early if your
agency has completed it.
            In responding to the survey questions, I encourage you to think broadly when
responding to those questions relating to initiatives CIGIE has engaged or currently is
engaged, for example the Purchase Card Initiative; Top Management and Performance

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=4e750e99136a4cbc8478f4b9fbd66939-Michael.lea
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://aka.ms/o0ukef
https://ssa.gov/oig



Challenges Report; Critical Issues Involving Multiple OIGs Report; Vulnerabilities and
Resulting Breakdowns: A Review of Audits, Evaluations, and Investigations Focused on
Services and Funding for American Indians and Alaska Natives; Oversight.gov; as well as
others.  Your responses will help CIGIE build upon its strategic planning and assist in
further refining a survey for future years.  Thanks,
 
r/
 
/MPL/
 
Michael P. Leary
Executive for Strategic Planning
CIGIE
(b) (6)



From:
To: Mark Jones; 

Cc: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: RE: 2015 CIGIE Awards Results -- ACTIONS REQUIRED - SUSPENSE August 14, 2015
Date: Monday, August 10, 2015 12:49:32 PM
Attachments: Plaque(s) Ordering Instructions 2015.doc

Plaque(s) OrderForm 2015.doc

Hello,
Please see the attached plaque ordering instructions and form.
Thanks,

From: Mark Jones 
Sent: Monday, August 10, 2015 12:21 PM
To: 

Cc: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: 2015 CIGIE Awards Results -- ACTIONS REQUIRED - SUSPENSE August 14, 2015
The following is being sent on behalf of Mr. Mark Jones.
__________________________________________________________________________________________________________
Hello All, 

The decisions for the 2015 Council of the Inspectors General on Integrity and Efficiency awards are now final. To view the results
for your agency, please log into the CIGIE awards database, select "Reports" and run the "Agency Approval Report." This report
will provide a list of the nominations submitted and the status (approved or not approved) of each. 

PLEASE NOTE: Your agency is responsible for letting individuals know that they are receiving an award, especially those who
are part of a group. This applies to individuals from your agency AND individuals from other federal, state, or local agencies. 

So we can meet our publication and plaque ordering deadlines, please complete the following steps no later than, Friday
August 14, 2015: 

1. Carefully review all of the approved nominations in their entirety. It is very important to verify the nominee names, titles, and
the citations because that information will be used for the program booklet and the plaques. Since the system is now locked, please
contact  if you need to make changes, and provide the control number for each award. You will be
given access to the system to make the changes. When the changes have been made, please reapprove the nomination. 

2. Review the "Agency Plaque Report" (notify us if you have any questions or concerns) then complete the attached plaque order
form, and email it to . Only one order form per agency, please!

3. Identify one person, for each group and individual award, who will accept the plaque on stage. When you receive the
automatically generated “request for accepter” email, please update the CIGIE awards database acceptance site with the name,

(b) (6)
(b) (6)

(b) (6)

(b) (6)

(b) (2)

(b) (2)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

Plaque Ordering Instructions for the 


2015 CIGIE Awards Ceremony


1. One plaque per award will be ordered for the ceremony.  Each agency can order additional plaques directly from the company after the ceremony.



2.
We will use Government credit cards to purchase plaques.  Please provide the cardholder’s name and phone number, the type of credit card, and the credit card number and expiration date on the plaque order form.

3. Plaque costs:

Hamilton, Better Government, and Glenn/Roth Awards:  $95 





Career Achievement:  $75





Award for Individual Accomplishment:   $75





Joint Award for Excellence:  $95






Sentner Award:  $140





Awards for Excellence:  $57


The inscription plate is limited to 9 lines of engraving.  Additional lines will be billed @ $3.50 per line.


4. For each plaque please review the information on the plaque report and revise or update accordingly.  If a group is receiving the award, the team name will be inscribed on the plaque.  (Individual plaques can be ordered after the ceremony.)  Team member names will be included in the program booklet.  Please limit citations to one sentence.

5.
All plaque information will be forwarded to the plaque company “as is” so please verify that the information is accurate and that names are spelled correctly.

6.
Identify one person to accept the plaque during the ceremony.  (Please update the CIGIE awards database with the accepter’s name, phonetic pronunciation, phone number, and email address.)

7. Those who are accepting the plaques on stage are asked to check in between 9:00 and 9:15 am, on Thursday October 22, 2015; Location: Ronald Reagan Building   

Amphitheatre; 1300 Pennsylvania Avenue, NW, Washington, DC 20004.

8. After the ceremony, additional plaques can be ordered directly from:


B&A Metal Graphics, 2325 Distribution Circle, Silver Spring, MD 20910



Contact:  Mr. Ben Franklin, Phone:  301-589-9344; Fax:  301-589-9353


9. 
Email all required information to CIGIE.Awards@cigie.gov no later than Friday, August 14, 2015.  Thank you.


2015 CIGIE AWARD PLAQUE(S) ORDER FORM


(Please complete and return to CIGIE.Awards@cigie.gov no later than 

COB Friday, August 14, 2015)

ORIGINATOR INFORMATION:    

Department/Agency Name:


Date:

Contact Name:


Contact Telephone:                    


VENDOR INFORMATION:

B&A Metal Graphics, Inc. Attn: Ben A. Franklin


2325 Distribution Circle


Silver Spring, MD 20910


301-589-9344, Fax: 301-589-9353 


ORDER INFORMATION:


		Quantity

		                              Type of Plaque

		Est. Price



		

		

		  



		

		

		  



		

		

		  



		                                                                                             TOTAL

		 





Credit Card Number: 

Expiration Date:


If you do not want to provide a credit card number, please provide the following:


Cardholder Name (print):        



          


Cardholder Telephone:


This form will be sent to the above vendor for the purchase of plaques for the 2015 CIGIE Award Ceremony.  Only the vendor has the authority to use the above credit card information.




phonetic pronunciation, phone number, and email address of the accepter. Instructions for access to the CIGIE award acceptance
site are provided in the email.

4. Only one plaque will be presented at the ceremony for each group award. If you wish to acknowledge individuals who are part
of a group, additional plaques can be ordered by the agency after the ceremony. (See the attached ordering instructions for more
information.) 

Thank you and congratulations to all the award recipients! 

If you have any additional questions, please contact @cigie.gov at ) or me if you have
any questions. 

Thanks, 

Mark 

(b) (6) (b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: 2015-06-07 FOIA request for all OIG reports
Date: Monday, June 15, 2015 3:20:24 PM

Folks,
We wanted to follow up on the earlier email we sent regarding subject.
CIGIE’s counsel consulted with DOJ’s Office of Information Policy (OIP) regarding the below FOIA
request. OIP’s guidance was that it would be a reasonable response for OIGs to refer the requester
to the OIGs individual websites. 

Please let me know if you have any questions.
Mark

From: Mark Jones 
Sent: Wednesday, June 10, 2015 3:17 PM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: FW: 2015-06-07 FOIA request for all OIG reports
Good Afternoon,

Thanks
Mark
From:  
Sent: Sunday, June 07, 2015 4:29 AM
To: FOIA@usaid.gov; foiarequests@amtrak.com; Jeanne.M.McLaughlin@frb.gov; Info ARC;
lcondelu@aoc.gov; cpsc-foia@cpsc.gov; FOIASubmissions@cftc.gov; foia@cns.gov; foia@dodiis.mil;
alison.decker@oig.usda.gov; FOIA@oig.doc.gov; EDFOIAManager@ed.gov; FOIA-
Central@hq.doe.gov; DHS FOIA; foia@doioig.gov; oigfoia@usdoj.gov; foiarequest@dol.gov;
oigfoia@state.gov; FOIARequests@hudoig.gov; MRUFOIA.Requests@usdoj.gov; foia@oig.hhs.gov;
OSD.FOIALiaison@mail.mil; TreasFOIA@treasury.gov; vaoigfoia-pa@va.gov; FOIA@eeoc.gov;
foia@exim.gov; foiaofficer@fca.gov; FOIA@fcc.gov; efoia@fdic.gov; foia; FOIA@fhfa.gov;
OIGemail@cpb.org; hotline@oig.dot.gov; OIG_FOIA@epa.gov; hotline@oig.doc.gov;
HAVAinfo@eac.gov; oigmail@flra.gov; FOIA@fmc.gov; foia@ftc.gov; gsa.foia@gsa.gov;
FOIA@lsc.gov; foiaoig@hq.nasa.gov; foia@nara.gov; oigmail@ncua.gov; foia@arts.gov;
oig@neh.gov; foianga@nga.mil; sevans@nsf.gov; foiarsc@nsa.gov; FOIA.resource@nrc.gov;
foia@opm.gov; foia@peacecorps.gov; dni-foia@dni.gov; RecordsRequest@gao.gov;
gpoighotline@gpo.gov; OIGHOTLINE@nlrb.gov; nro_oig@nro.mil; Chase.Michelle@pbgc.gov; prc-
ig@prc.gov; foiapa@sec.gov; hotline@oig.rrb.gov; foia@sba.gov; oighotline2@oig.si.edu;
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Foia.pa.officers@ssa.gov; sigar.pentagon.gen-coun.mbx.foia@mail.mil;
sigtarp.hotline@do.treas.gov; foia@tva.gov; FOIA.Reading.Room@tigta.treas.gov; OIG@uscp.gov;
lisa.barton@usitc.gov; FOIA
Subject: 2015-06-07 FOIA request for all OIG reports

FOIA request for all OIG reports
Submitted: 2015-06-07

Dear Freedom of Information Act (FOIA) officers for the Offices of Inspector General (OIG)
for the Agency for International Development, Amtrak, Appalachian Regional Commission,
Architect of the Capitol, Board of Governors of the Federal Reserve System/Consumer
Financial Protection Bureau, Central Intelligence Agency, Commodity Futures Trading
Commission, Consumer Product Safety Commission, Corporation for National and
Community Service, Corporation for Public Broadcasting, Defense Intelligence Agency
(DIA), Denali Commission, Department of Agriculture, Department of Commerce (DOC),
Department of Defense, Department of Education, Department of Energy, Department of
Health and Human Services, Department of Homeland Security, Department of Housing
and Urban Development, Department of Housing and Urban Development, Department of
Justice, Department of Labor, Department of State, Department of the Treasury,
Department of Transportation, Department of Veterans Affairs, Election Assistance
Commission, Environmental Protection Agency, Equal Employment Opportunity
Commission, Export-Import Bank of the United States, Farm Credit Administration, Federal
Communications Commission, Federal Communications Commission, Federal
Communications Commission, Federal Housing Finance Agency, Federal Labor Relations
Authority, Federal Maritime Commission, Federal Trade Commission, General Services
Administration, Government Accountability Office, Government Publishing Office, Legal
Services Corporation, Library of Congress, Library of Congress, National Archives, National
Archives, National Endowment for the Arts, National Endowment for the Humanities,
National Geospatial-Intelligence Agency, National Labor Relations Board, National
Reconnaissance Office, National Science Foundation, National Security Agency, Nuclear
Regulatory Commission, Office of Personnel Management, Office of the Inspector General
of the Intelligence Community, Peace Corps, Peace Corps, Postal Regulatory Commission,
Railroad Retirement Board, Securities and Exchange Commission, Small Business
Administration, Smithsonian Institution, Social Security Administration, Special Inspector
General for Afghanistan Reconstruction, Special Inspector General for the Troubled Asset
Relief Program, Tennessee Valley Authority, Treasury Inspector General for Tax
Administration, U.S. Capitol Police, U.S. International Trade Commission, and U.S. Postal
Service:

This letter is a formal FOIA request for:

1. a spreadsheet of every report ever made by your office (or any predecessor
office), in native electronic format (as below), including all metadata (e.g. the
report's ID number, title, date, etc), general subject matter, URL of any publicly
available version, and any FOIA exemptions invoked

a. For this entire request, "report" should be broadly construed to include
audit reports, inspection reports, evaluation reports, periodic reports,
etc. "Agency" and "office" likewise should be broadly construed to include

mailto:Foia.pa.officers@ssa.gov
mailto:sigar.pentagon.gen-coun.mbx.foia@mail.mil
mailto:sigtarp.hotline@do.treas.gov
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any entity covered by the FOIA.

2. the title, introduction, and table of contents pages of every such report

3. the entire contents of every such report

4. every document referred to in every responsive document (e.g. any referenced
guides, manuals, attachments, appendices, etc.)

5. all court orders and opinions (including concurring and dissenting opinions),
statements of policy, interpretations, administrative staff manuals, and
instructions to staff responding or referring to any responsive document,
regardless of their publication status

6. all parts of every otherwise responsive document (i.e. no portion of a document
with some responsive portion may be considered "non-responsive")

7. all document metadata for all responsive documents, such as dates on which they
were drafted, passed, went into effect, withdrawn, or similar events; person(s) /
office(s) responsible; authors; document IDs; revision numbers; etc.

8. all correspondence relating to the fulfillment of this request, all prior FOIA
and/or Privacy Act requests made by me (including, but not limited to, all emails
mentioning request identifiers and all FOIA request certification forms, including
documentation of search parameters used), and all prior FOIA and/or Privacy Act
requests made by any other person that cover any documents responsive to
this request, and

9. a detailed Vaughn index / privilege log of all documents claimed to be exempt in
whole or in part.

This request specifically excludes any documents which have been already provided
to me, or published online for free (e.g. on the agency's online "reading room"), in full or
identically to the form that would be provided to me under this request (i.e. with
exactly the same redactions). This is only an exclusion on providing documents under
this request that are identical to those already provided or available online, and does
not apply to the index requested as item 1. If this exclusion would in any way increase
the cost or duration to respond to this request, it is to be ignored to the extent it does so.

This request is to be treated as a separate request from all others that I have filed.

Please prioritize, in order:

1. item 1, for documents dated on or after January 1, 2000, most recent first

2. item 2, for documents dated on or after January 1, 2000, most recent first

3. all other documents, most recent first

However, items 6 and 7 apply universally (prioritized at the same level as the document
they apply to), and item 9 applies on a rolling basis to any documents assessed.



Please note that I intend file this request at the beginning of every month, in order to
ensure that all new reports are disclosed. If you wish to enter into an agreement to reduce
the burden on your agency of processing such requests, such as by proactive release or
standing request, please let me know. I would prefer that you proactively release such
documents, but as you are not generally obliged to honor a "standing request", I will have
to do so unless you agree to some reasonable stipulation on this matter.

With the possible exception of the Vaughn index / privilege log, this request does not ask
you to create new documents. If you determine that a response would require creating a
new document that you do not want to create, please first contact me by email with an
explanation of what documents you have that would most closely match the information
requested and might be acceptable substitutes, so that we can reasonably tailor the
request.

Please note that the FOIA requires you to service the maximum extent of my request that
can be done via e.g. partial redaction of exempt material. If you believe some portions of
a document to be exempt because it contains Sensitive Security Information (SSI, 49 CFR
15 & 1520) or or classified information (18 USC 798), please provide a version of the
document redacted to the minimum extent necessary to remove exempt information
(e.g. per 49 CFR 1520.15), along with adequate information to describe the reason for
each specific exemption.

In order to help tailor my request, please provide an upfront estimate of the time and
cost it will take to complete this request, broken down any significant factors that would
affect cost to service, number of documents in each category, and your estimate of how
many documents in the category are likely to be exempt.

Please provide me with incremental updates, with updated estimates for fulfillment of the
remainder, rather than having the entirety of the request be blocked until fully completed.

Please respond to this request in using native format, electronic, machine-
processable, accessible, open, and well structured documents to the maximum extent
possible. This means, e.g.,

· native format documents rather than PDFs or other conversions,

· individual PDFs per distinct document (including separate emails), named clearly
using the document's identifier, title, and date, rather than a single file containing
multiple concatenated documents,

· documents complaint with the Rehabilitation Act § 508, 36 CFR 1194.22, USAB
ATBCB-2015-0002, and ISO 14289 -1,

· fully digital text PDFs rather than scans or rasterizations,

· blackout rather than whiteout redactions,

· digital redactions rather than black marker or rasterization,

· lists and structured data as machine-processable spreadsheets (e.g. CSV, SQL,
XSL) rather than word documents (e.g. DOC, PDF, TXT, RTF) or partial printouts

http://www.law.cornell.edu/cfr/text/49/15
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(e.g. PDF),

· open format documents (e.g. PDF, AVI, MPG) rather than proprietary format
documents (e.g. WordPerfect, Microsoft Advanced Systems Format (ASF)),

· scans rather than paper copies,

· digital audio/video files rather than physical tapes,

· upload to your Electronic Reading Room (or other publicly accessible server) rather
than personal transfer,

· email or (S)FTP file transfer rather than CD,

· email correspondence rather than physical mail, etc.

Please note that this request does not request that you physically "duplicate" records,
as I do not want you to create any paper or other physical copy for me — I only want
electronic versions (or scans, for documents that are not fully available in electronic form).
As such, I expect there to be no duplication related costs.

I am willing to pay up to $10 in servicing this request, provided that a detailed listing of the
exact costs and their statutory justification is provided. I may be willing to pay more money
if it is necessary; please send a detailed explanation of the costs and their statutory
justification. In the meantime, please service the maximum extent of the request that can be
done for $10, prioritizing documents as above.

This request is a qualified request for journalistic, public interest purposes (entitling me to
fully waived fees). As such, I request public interest fee waiver and journalistic fee
waiver.

1. I have no commercial interest in these records.

2. I am a representative of the news media and entitled to waiver of all search fees.

I intend and am able to host and publish all received documents online to the
general public at no charge, as well to publish highlights, analyses, summaries,
commentaries, and other creative, original journalistic work regarding the contents
of the documents through multiple online publications.

My independently published journalistic work has been referenced, republished,
and/or featured in multiple other publications, such as Forbes, BNA, ABC
News/Fusion, RT America News, RightThisMinute, BoingBoing, and Scientific
American.

I have previously made journalistic publication of e.g. matters relating to TSA and
USPS activities, including widespread public disclosure of documents released to
me under previous FOIA/PA requests, including my commentary and analysis
thereof.

3. The documents are of significant public interest, entitled to waiver of all duplication
fees, since



a. as above, I both am able and intend to disseminate the files widely;

b. they would contribute greatly to the public understanding of the operations &
activities of your respective agencies, in that they are documents that
directly describe agency operations & activities;

c. they are not currently readily available; and

d. they are likely to be requested by others.

4. As mentioned above, I am explicitly not asking for any physical duplication, but rather
direct server-to-server file transfer or email (or posting on your website). The FOIA
authorizes duplication fees strictly limited to your agency's actual costs, and
mandates that your agency use the cheapest available requested methods. I
consider the actual costs for server-to-server file transfer to be reasonably estimated
by, e.g., Amazon S3's pricing (https://aws.amazon.com/s3/pricing/).

If you have any questions or updates about this request, please contact me by email.

Please ensure that all of your responses comply with § 508 of the Rehabilitation Act,
36 CFR 1194.22, and UESB NPRM ATBCB-2015-0002.

In particular, please make all correspondence pursuant to this request — including
notification and responsive records — by email, with native electronic format
documents, as specified in the request. I do not want anything sent to me by physical mail
unless I fail to confirm an email within a week of receipt, or I specifically state otherwise.

Please let me know your tracking number(s) for this request upon receipt.

If you believe that any of the requested items are not reasonably described, or that you
need any further information regarding my qualification for fee waivers, please be specific
about what you consider vague and what questions I can answer that would clarify
them.

Sincerely,
(b) (6)
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From: Council of IGs Liaisons on behalf of M. P. Leary
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: 2018 Annual Performance Plan Questionnaire
Date: Friday, July 20, 2018 9:40:13 AM
Attachments: image001.gif

All,
            We have a week before the Annual Survey suspense date of July 27th.  I remain open
and available for any questions you might have.  Feel free to return the survey early if your
agency has completed it.
            In responding to the survey questions, I encourage you to think broadly when
responding to those questions relating to initiatives CIGIE has engaged or currently is
engaged, for example the Purchase Card Initiative; Top Management and Performance
Challenges Report; Critical Issues Involving Multiple OIGs Report; Vulnerabilities and
Resulting Breakdowns: A Review of Audits, Evaluations, and Investigations Focused on
Services and Funding for American Indians and Alaska Natives; Oversight.gov; as well as
others.  Your responses will help CIGIE build upon its strategic planning and assist in
further refining a survey for future years.  Thanks,
 
r/
 
/MPL/
 
Michael P. Leary
Executive for Strategic Planning
CIGIE
(b) (6)
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From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Announcement Open: Administrative Officer GS-341-14
Date: Tuesday, November 6, 2018 9:58:40 AM

Uh, it actually closes in 2018!  No need, to resend.  Thanks
 

From: Council of IGs Liaisons <CIGIE-LIAISONS@LIST.NIH.GOV> On Behalf Of Brett Wilson
Sent: Tuesday, November 6, 2018 9:56 AM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Announcement Open: Administrative Officer GS-341-14
 
On behalf of Mark Jones, Executive Director:
 
CIGIE has posted a vacancy announcement for the Administrative Officer position, (GS-14).  The
announcements (Merit Promotion, All Others) are below.  Please distribute to any interested
parties.  The announcement closes November 26, 2019.
 

https://www.usajobs.gov/GetJob/ViewDetails/515877800 - MP
https://www.usajobs.gov/GetJob/ViewDetails/515878400 - DE
 
 

Brett Wilson
Administrative Officer
Council of the Inspectors General on Integrity and Efficiency
1717 H Street NW, Suite 825
Washington, DC 20006
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Chairman Johnson"s Request for a FOIA Review
Date: Tuesday, July 7, 2015 6:33:38 AM
Attachments: Issa-Grassley Request Regarding FOIA - 8-23-10.pdf

OIG FOIA PROCESS RESPONSE LTR_GRASSLEY-ISSA.PDF
DOL OIG Grassley Issa Response.pdf
09_15_2010_response to grassley_issa re foia practices.pdf

Folks,
Last week the Executive Council (EC) met and during that meeting there was a bit of discussion
regarding the recent request from HSGAC Chairman Johnson that most of you received seeking
information relating to “…any involvement by non-career officials with the FOIA process…” within
your parent agency. Through this discussion it was brought up that this is a similar request that was
made by Representative Issa and Senator Grassley in 2010. Because of the similar nature of these
requests, the EC members thought it might be helpful to share with all of you a few of the responses
to the 2010 request. Thus, please find attached one of the requested letters from Issa/Grassley, and
three IG responses to this letter.
Mark
From: Mark Jones 
Sent: Friday, June 26, 2015 6:35 AM

Folks,
The following information was provided and distributed to the Legislation Committee members and
on behalf of the Legislation Committee Chair Kathy Buller, we are sharing this information with the
members.

From: Inspectors General Legislation Cmte Liaisons [mailto:CIGIE-LEGLIAISONS@LIST.NIH.GOV] On
Behalf Of Ferrao, Joaquin
Sent: Thursday, June 25, 2015 5:13 PM
Legislation Committee Colleagues,
In yesterday’s telecom we briefly discussed HSGAC Chairman Johnson’s request to all OIGs to
perform a review of the involvement of non-career employees in the FOIA process. As a result we
agreed to call  and the lead on this request to get a better
understanding of what the Chair is looking for. We did not intend to give any CIGIE perspectives but
just probe what the chair envisions and mention some potential issues.
Yesterday afternoon we discussed the request with  and told her we would have another
follow up conversation after we received input from the community. This is what we learned:

· She clarified that by using the term “non-career” the committee means political appointees. 
She clarified that the request intended to target situations in which political appointees have
in appropriately influenced FOIA decisions, subjected FOIA responses to undue delays and
unjustified obstruction/withholding of information.

· During our discussion she acknowledged that political appointees at multiple levels might be
legitimately involved in FOIA request (i.e. when requests are sent by FOIA officers to heads
of offices or units headed by political appointees). We mentioned GC’s who might be
political could be legitimately involved in FOIA matters.

· 

· 
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·

Areas we discussed but did not get a clear response:
· 

· 

· 

· 

We will be scheduling another telecom with the Legislation Committee to discuss next steps. We
told the staffer that we will follow up with her after we get input from the community. We welcome
input (even before our next meeting) on specific concerns, suggestions on how we could address
congressional concerns without undue burden on OIG, and suggestions we can take back to the
staffer
Best regards,
On behalf of IG Kathy Buller,
Joaquin E. Ferrao | Deputy Inspector General & Legal Counsel| 
*: @peacecorps.gov
(: 
È: 
7: 202.692.2901
Peace Corps | Office of Inspector General
1111 20th St. NW | Washington, DC 20526
:: www.peacecorps.gov/OIG

: @PCOIG
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Access Letter
Date: Monday, July 27, 2015 7:12:17 AM
Attachments: CIGIE Access Letter.docx

Folks,
The draft letter mentioned in the below email and sent out Friday, is attached.
Thanks
Mark

From: Council of Inspectors General [mailto:CIGIE@LIST.NIH.GOV] On Behalf Of Mark Jones
Sent: Monday, July 27, 2015 6:59 AM
To: CIGIE@LIST.NIH.GOV
Subject: Re: CIGIE Access Letter
Good Morning,
This is a friendly reminder that comments on the attached letter are requested by COB today.
Additionally, for your information, we wanted to share that Representatives Chaffetz and Cummings
issued statements concerning the DOJ OLC opinion regarding DOJ OIG’s access to certain records.
Below are links to these statements:

· Representative Chaffetz - https://oversight.house.gov/release/chaffetz-statement-on-doj-olc-
opinion/

· Representative Cummings - http://democrats.oversight.house.gov/news/press-
releases/cummings-issues-statement-on-justice-department-legal-opinion-regarding

Thanks
Mark
-----Original Message-----
From: Mark Jones 
Sent: Friday, July 24, 2015 11:11 AM
To: cigie
Cc: cigie-liaisons
Subject: Fwd: CIGIE Access Letter
This is the first draft of the letter Michael mentioned on the call drafted by Michael, Allison, and
Kathy Buller. We are seeking comments by Monday. Thanks
>
>
>
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The Honorable Jason Chaffetz 

Chairman 

Committee on Oversight and 
Government Reform 

United States House of Representatives 

2157 Rayburn House Office Building 

Washington, DC 20515



The Honorable Elijah Cummings 

Ranking Member 

Committee on Oversight and Government Reform 

United States House of Representatives 

2471 Rayburn House Office Building

Washington, DC 20515



The Honorable Ron Johnson 

Chairman 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

344 Dirksen Senate Office Building 

Washington, DC 20510



The Honorable Thomas R. Carper 

Ranking Member 

Committee on Homeland Security and Governmental Affairs 

United States Senate 

340 Dirksen Senate Office Building 

Washington, DC 20510







Dear Mr. Chairmen and Ranking Members,



	Last week, the Department of Justice Office of Legal Counsel (OLC) issued an opinion sharply curtailing the authority of the Inspector General for the Department of Justice (DOJ-IG) to access all records necessary to carry out its oversight responsibilities.   This OLC opinion is one of the most serious threats to the independent authority of the DOJ-OIG and all Inspectors General since enactment of the Inspector General Act (IG Act) in 1978.  The Council of the Inspectors General on Integrity and Efficiency, representing 72 Federal Inspectors General, urges Congress to immediately pass legislation that rejects the position expressed in the OLC’s opinion and affirms the authority of an Inspector General to access, independently and without delay, all information in an agency’s possession that is necessary to our oversight.  



Section 6(a) of the IG Act expressly authorizes an Inspector General “to have access to all records, reports, audits, reviews, documents, papers, recommendations, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act.”  Notwithstanding this unequivocal language, the OLC’s opinion concludes that Section 6(a) does not entitle the DOJ-IG to obtain independent access to grand jury, wiretap, and credit information in the Justice Department’s possession that is necessary for DOJ-IG audits, investigations, and reviews.  Rather, the OLC’s opinion concludes that such records can only be obtained by the DOJ-IG in limited circumstances through provisions in other laws, but only as the Department of Justice itself determines may be warranted – placing the agency that the DOJ-IG oversees in the position of deciding whether to give the Inspector General  access to information necessary to conduct such oversight.  The conflict with the independent oversight principles enshrined in the IG Act could not be clearer.  



Without unfettered access to information, Inspectors General cannot ensure that public officials are held accountable and that all government operations are subject to exacting and independent scrutiny.  Requiring an Inspector General to obtain permission from agency leadership in order to access agency information turns this principle on its head.  To conduct effective and independent oversight, Inspectors General must have unimpeded and timely access to all information and materials available to the agency that relate to that Inspector General's oversight activities.  Refusing, restricting, or delaying an Inspector General's independent access leads to incomplete, inaccurate, or significantly delayed findings and recommendations, which in turn may prevent the agency from promptly correcting serious problems and deprive Congress of timely information regarding the agency's activities.  In addition, refusing, restricting, or delaying an Inspector General’s independent access may impede or otherwise inhibit criminal investigations and prosecutions related to agency programs and operations.



The OLC opinion’s restrictive reading of the IG Act represents a serious challenge not only to the DOJ-IG, but also to the authority of every Inspector General and our collective ability to conduct our work thoroughly, independently, and in a timely manner.   We understand, for example, that the Federal Bureau of Investigation (FBI) has identified at least 10 additional categories of information that it believes may be subject to legal restrictions that prohibit the FBI from producing records to the DOJ-IG.  Emboldened by the opinion of OLC, other agencies may likewise withhold crucial records from their Inspectors General, obstructing our work and insulating those agencies from meaningful scrutiny.  In addition, disputes about the scope and applicability of the OLC’s opinion will consume resources that could be better spent pursuing recoveries that benefit taxpayers.     



Uncertainty about our access to information will also negatively affect interactions between the staffs of the Offices of Inspector General and the agencies they oversee.  Prior to this opinion, agency staff have been confident that they were required to share all information openly with Inspector General staff, and typically they did so without reservation or delay.  This led to increased candor during interviews, greater efficiency of investigations and other reviews, and earlier detection and resolution of waste, fraud, and abuse within federal agencies.  With uncertainty about when an agency may withhold information spawned by the OLC’s opinion, we are concerned that witnesses and other agency staff may now be less forthcoming and fearful of unlawfully divulging information.  Such a shift in mindset also could deter whistleblowers who may worry that they risk breaking the law if they were to report instances of waste, fraud, or abuse directly to an Inspector General.  



In the over three decades since the IG Act’s passage, Inspectors General have saved taxpayers money and improved the operations of the Federal government through their oversight of agency operations.  Such meaningful oversight depends on complete and timely access to all agency information.  Actions that limit, condition, or delay access have profoundly negative consequences for our work: they make us less effective, encourage other agencies to take similar actions, and erode the morale of the dedicated professionals that make up our staffs.  Limiting access in accordance with the OLC’s opinion is inconsistent with the IG Act, at odds with the independence of Inspectors General, and risks insulating agencies from independent scrutiny  – the very problems that our offices were established to review and that the American people expect us to be able to address. 



The only means to address this threat to Inspector General independence is for Congress to promptly pass legislation rejecting the position expressed in the OLC’s opinion and affirming the independent authority of Inspectors General to access without delay all information necessary to our audits, investigations, and reviews.  In that legislation, Congress should again make clear what we in the Inspector General community have long understood – that no law restricting access to records applies to Inspectors General unless that law expressly so states, and that unrestricted Inspector General access extends to all records available to the agency, regardless of location or form.  In our view, only this kind of definitive legislative fix can reestablish the unquestioned independence of Inspectors General, counter the deleterious effects of the OLC’s opinion, and promote the unimpeded access to information envisioned by the IG Act.    



			Respectfully,



			[Signatures and cc’s]



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, March 17, 2015
Date: Friday, March 13, 2015 6:16:17 PM
Attachments: IT Committee newsletter. 3.15 final.docx

Agenda - March 17, 2015.docx
Legislation Committee Newsletter March 2015.pdf
I&E Newsletter March 2015.pdf

Folks,

Attached is an updated Agenda for next week's meeting and additional monthly newsletters from the Committees. 

Have a nice weekend.

Mark

-----Original Message-----
From: Mark Jones
Sent: Tuesday, March 10, 2015 6:45 PM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: FW: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, March 17, 2015

Good Afternoon,

Please find attached the draft Agenda for the March 17, 2015, CIGIE monthly meeting being held at 
  In addition to the draft Agenda,

attached is a PowerPoint presentation that Dave Mader and Dave Lebryk will be using during their presentation on
Federal shared services.

Also attached, for your information, are the minutes from the March Executive Council meeting and the Audit and
Investigations Committees' March Newsletters.  As the other Committees finalize their respective newsletters, I will
provide those later in the week.

If any members have items that they would like considered for discussion at this month's meeting or at a future
meeting, please don't hesitate to raise those to me or one of the Executive Council members.

Thanks

Mark

(b) (2), (b) (3)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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FISMA Maturity Model:Next Committee Meeting

· 03/25/15 

· 2:00PM

· ED OIG

550-12th St., SW

Rm. 8070

Washington, DC 20202



The Audits and Evaluations subcommittee is continuing its work on a maturity model for information security for use in OIG Federal Information Security Management Act (FISMA) reviews. As a first step, the subcommittee is developing a maturity model for information security continuous monitoring (ISCM). A working group comprised of staff from 9 OIGs – Treasury, FDIC, Transportation, TIGTA, HUD, Interior, CNCS, FRB/CFPB, and VA – has met a number of times since fall 2014 to develop a draft ISCM maturity model to be issued this month to the subcommittee membership for any comments. The maturity model consists of 4 main attributes of ISCM and the criteria that need to be met under each of the 4 to achieve a specific level of maturity across 5 levels. After incorporating the comments, the working group plans to brief the CIGIE IT committee, and then meet back with OMB, DHS, GAO, NIST, and the Federal CIO Council to obtain any comments. The final step is to then test drive with select OIGs using 2014 FISMA data to identify any additional changes needed.  The ISCM maturity model is planned for incorporation into the DHS metrics in May for 2015 OIG FISMA reviews.Next Subcommittee Meetings, Date, Time, POC



· INV., 05/19/15, 1:00PM, ASAC Jeremy Ellis, (202)622-4896

· OIG CIO, 05/06/15, 10:00AM, Jason Carroll, DOT OIG, (202)366-7060

· DAWG, 04/23/15, 1:00PM, SAC Curtis Flood, (202)326-4000

· FAEC IT, No meeting yet scheduled



Data Analytics Working Group Update:

The IT Committee established a Data Analytics Working Group (DAWG) to provide a forum to discuss IG community issues related to data analytics.  One of the first tasks of the group was to address the recommendations related to a directory of data sources and a library of open sources tools that grew out of a GAO/CIGIE/RATB Forum held in January 2013 on the use of data analytics in oversight and law enforcement.  

•Directory of Existing Data Sources - The working group utilized the resources of the MAX.gov Federal Community to develop an OIG-wide information sharing site to host a consolidated directory of Federal data sources. These data sources, as reported by the OIG community, are used to support oversight efforts and are categorized based on ownership (e.g., agency, OIG, commercial). This directory, which contains key information about ownership and content, is intended to increase the community's awareness of the types of data available within the government and encourages ongoing information exchange.

IT Committee Members

Kathy Tighe, Chair, ED OIG

Philip Heneghan, Vice Chair, USITC OIG

David Berry, NLRB OIG

Tom Howard, Amtrak OIG

Paul Martin, NASA OIG

Milton Mayo, EEOC OIG

David Montoya, HUD OIG

John Roth, DHS OIG

David Williams, USPS OIG

Todd Zinser, Commerce OIG



•Consolidated Library of Open Source Software, Algorithms, and Data Analytics Tools - The working group utilized the same platform to build a library of open source and OIG developed data analytic tools. The library is structured by topic and was specifically developed to encourage proactive collaboration. IG community members are able to both contribute and use shared resources such as algorithms, best practices, models, and support documentation.

The MAX DAWG site was opened to the CIGIE community in September 2014.  Currently there are 91 registered members.  From a technical standpoint, the developer is still working on a method that would allow the data owners to update their own datasets.

The next DAWG meeting is scheduled for April 23rd.  At that meeting, the DAWG members will be discussing what areas or topics the group should tackle next.  The agenda will include a discussion of organizational structure related to data analytics and whether multiple projects can be worked simultaneously.  Any OIG employee with an interest in data analytics is welcome to attend.

March 2015
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Tuesday, March 17, 2015

10:00 a.m. – 11:40 a.m.



American Institute of Architects’ Boardroom

1735 New York Avenue, NW

Washington, D.C.





Welcome 	Michael Horowitz

10:00 a.m. 





Federal Shared Services 	David Mader

10:00 a.m. – 10:15 a.m.	Controller	

	Office of Management and Budget

	&

	Dave Lebryk

	Fiscal Assistant Secretary

	U.S. Department of Treasury





Legislative Update	Peg Gustafson

10:15 a.m. – 10:45 a.m.		



Inspector General Empowerment Act of 2015

IG Reporting

Testimonial Subpoena Authority

Other Provisions





Chair & Vice Chair Report	Michael Horowitz

10:45 a.m. – 11:00 a.m.	Allison Lerner	



HSGAC Hearing/Senator McCaskill’s Request for Salary Information and 

    Peer Review Information

CIGIE Executive Chair meeting

CIGIE Integrity Committee Chair meeting





Inspections and Evaluations Committee Key Issues	Dan Levinson/Kathy Buller

11:00 a.m. – 11:15 a.m.












Information Technology Committee Key Issues	Kathy Tighe

11:15 a.m. – 11:30 a.m.







Committee Updates	

11:30 a.m. – 11:40 p.m.



	Audit Committee	Jon Rymer

	Budget Committee	Paul Martin

	Investigations Committee	Carl Hoecker

	Legislation Committee	Peg Gustafson

	Professional Development Committee	Mary Kendall

	Integrity Committee	Russell George

	Inspector General Candidate 	Lynne McFarland

	    Recommendation Panel

	Disaster Assistance Workgroup	John Roth	

	Improper Payments Information Act/Guidance	Patrick O’Carroll

	DATA Act Interagency Advisory Committee	Allison Lerner

	CAO Council	Robert Erickson

	CFO Council	David Berry

	CIO Council	 Phil Heneghan
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LEGISLATION COMMITTEE NEWSLETTER                       March 2015  


  


 


Peggy E. Gustafson SBA, Chair  


Jack Callender, PRC, Vice Chair  


Mark Bialek, FRB  


David Buckley, CIA  


Kathy Buller, Peace Corps  


Christopher Dentel, CPSC  


Martin Dickman, RRB  


Art Elkins, EPA  


Roy Lavik, CFTC  


Patrick O’Carroll, SSA  


Calvin Scovel III, DOT 


Deborah Jeffrey, CNCS 


Michael Horowitz, DOJ 


Elizabeth Dean, FCA 


Hubert Bell, NRC 


Allison Lerner, NSF 


Charles McCullough, III , IC 


Mike McCarthy, ExIm 


Kevin Mulshine, AOC 
 
 
The Legislation Committee meets 
regularly on the second Tuesday of the 
month at 10:00 a.m. at CIGIE 
Headquarters. 


 
The Legislation Committee convened on March 10.  Copies of the 
meeting agendas and past, approved meeting minutes are posted on the 
CIGIE intranet site on the Legislation Committee webpage.  Summaries 
of key activities that have occurred since the February newsletter was 
published are provided below for consideration. 
 
LEGISLATIVE PRIORITIES 
 
On February 20, the Legislation Committee transmitted CIGIE’s 
legislative priorities to the Office of Management and Budget (OMB). 
Based on input received and subsequent consideration by the Legislation 
Committee, Executive Council, and the membership, the following 
legislative proposals were offered for consideration to OMB: 
 


A. Computer Matching Act 
B. Paperwork Reduction Act 
C. Appropriate Use of Paid or Unpaid, Non-duty Status in Cases 


Involving an Inspector General  
D. Testimonial Subpoena Authority’ 
E. Freedom of Information Act Exemption to Protect Sensitive 


Information Security Data 
F. Program Fraud Civil Remedies Act  
G. Technical Amendments to the Inspector General Reform Act of 


2008 
 


*The following are the results of the TSA survey of CIGIE members: 
 


• 51 OIGs responded 
• 80.4% support CIGIE advocating for TSA, though 47.1% 


support such advocating with controls on the TSA. 
• 52.9% of respondents believed TSA should be a legislative 


priority. 
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• 70.6% of respondents believed they would use TSA. 
• 68.6% of respondents do not believe coordinating with DOJ poses an 


incurable independence concern, whereas 45.1% of respondents believed the 
CIGIE review panel poses incurable independence concerns. 


 
 
LEGISLATION 
 
The following is a summary of legislation that has broad implications for the Inspector 
General (IG) community: 
 


• S. 579, Inspector General Empowerment Act of 2015 
 


On Wednesday, March 4, the Senate’s Homeland Security and Government Affairs 
Committee (HSGAC) marked up and approved S. 579, the Inspector General 
Empowerment Act of 2015.  The bill, as amended, was voted favorably (Unanimous 
Consent) out of Committee for further consideration on the Senate floor.  During 
proceedings, the original bill was amended with a substitute version offered by the 
Chairman, and four additional amendments were offered and agreed upon by 
Committee members.  The substitute amendment made some of the changes CIGIE 
requested during discussions with staff, but other changes were not incorporated due 
to time constraints or a desire to further consider the CIGIE suggestions.   


 
CIGIE members will note the bill contains most of CIGIE's legislative priorities, to 
include Appropriate Use of Administrative Leave for an IG, Relief from the 
Computer Matching Act (CMA) and Paperwork Reduction Act (PRA), Testimonial 
Subpoena Authority, and Technical Amendments to the IG Reform Act of 2008.  A 
summary of the bill and amendments is as follows: 


 
Section 2 of the bill is responsive to CIGIE's legislative priority to address 
Appropriate Use of Administrative Leave.  The language mirrors CIGIE's proposal.  
Section 2 also strikes "general supervision" from the IG Act in context of the current 
authority that an Agency Head may exercise over an IG.  Concern was expressed that 
"general supervision" is only used in instances that implicate independence concerns 
for the IG. 


 
Section 3 of the bill seeks to provide additional authority to IGs.  This section 
includes CIGIE's legislative priorities pertaining to the CMA and PRA and also 
provides IGs authority to issue subpoenas for testimony.  The language was amended 
by Senator Sasse, expanding the explicit list of covered persons "to current or former 
contractor with the Federal Government, a current or former subcontractor (at any 
tier) of a contractor with the Federal Government, a current or former grantee of the 
Federal Government, a current or former subgrantee of a grantee of the Federal 
Government, a current or former employee of such a contractor, subcontractor, 
grantee, or subgrantee, and any former Federal Employee." 
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Section 4 of the bill seeks changes to matters under the purview of CIGIE.  A 
technical change reflecting the current title of the IG of the Intelligence Community 
was included along with a requirement to submit CIGIE's annual report to the 
President to certain Congressional committees.  Like H.R. 5492, a provision 
providing CIGIE a mediation role in disputes involving IG matters under the 
jurisdiction of more than one IG also was included (though narrowed in scope from 
H.R. 5492).  Finally, prescriptive changes to the operations of the CIGIE Integrity 
Committee were proposed.  Most notably, an IG member of the Integrity Committee 
would serve as the chair as opposed to the FBI, and investigations are directed to be 
conducted concurrently and in a coordinated manner with investigative bodies such as 
Office of Special Counsel (OSC).  The Integrity Committee will be required to 
comply with established deadlines and congressional reporting requirements. 


 
Section 4 also provides CIGIE additional authority for funding from the Treasury.   
The authorized funding amounts in the bill were changed by an amendment offered 
by Chairman Johnson and McCaskill. 


 
Section 5 includes two reports that were carried forward from H.R. 5492--a 
Government Accountability Office (GAO) report on IG vacancies, and a CIGIE 
report analyzing cross-cutting projects.  Many of the requests for information that IGs 
are currently addressing in response to a letter received from Chairman Johnson and 
Chairman Grassley also are codified in the bill, requiring the information to be 
submitted at the same time as Semi-annual Reports to Congress. 


 
Section 6 of the bill includes CIGIE's legislative priorities pertaining to technical 
amendments to the IG Reform Act of 2008. 


 
In addition to the amendments noted in the above summary, there are two additional 
amendments that were agreed to by the Committee: 


 
1.  The Baldwin-Johnson amendment seeks to have IGs issue any report (work 
product) that includes a recommendation or suggestion for corrective action 
directly to the head of the entity or establishment.  The amendment was 
offered in response to a reported circumstance in which an IG work product 
was issued to a responsible program official, but the head of the establishment 
noted they did not receive the IG report and was unaware of the IG 
suggestion. 
 
2.  The other amendment, the Johnson-Baldwin amendment, seeks to clarify 
that IGs must publish their reports when the report is delivered as a final 
product to the agency or establishment, as opposed to "when the report is 
made public." 
 


The Legislation Committee has a continuing dialogue with staff.  Although staff are 
working to have the bill considered on the Senate floor prior to the spring recess, they 
are contemplating several changes to the bill.  The Legislation Committee is 
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preparing a Views Letter to offer CIGIE’s perspective on the provisions of the bill 
and the potential amendments. 


 
• Federal Information Technology Acquisition Reform Act (FITARA) 
 
Due to an identified concern by the Information Technology Committee with the 
recently enacted FITARA (in the NDAA for 2015), a legislative proposal is being 
considered to assign the IG of a FITARA-covered agency exclusive approval 
authority for budget, acquisition and personnel decisions concerning the information 
technology of the covered agency’s OIG, which might otherwise be exercised by the 
agency Chief Information Officer (CIO) under the CIO’s new FITARA authorities.  
The Legislation Committee in conjunction with the Information Technology 
Committee have engaged Congressional stakeholders on a potential amendment to 
rectify the concerns.  


 
Amendment. Add the following new paragraph at the end of 40 U.S.C. § 11319: 
 
“(d) INSPECTOR GENERAL INDEPENDENCE—For purposes of any approval 
required of a covered agency’s Chief Information Officer, or other official reporting to 
the Chief Information Officer, under paragraph (b) of this section, with respect to any 
information technology and personnel exclusive to an Office of Inspector General of the 
covered agency headed by an Inspector General appointed under the Inspector General 
Act of 1978, as amended, such approval shall be provided by the Inspector General. In 
exercising this authority, the Inspector General shall give particular regard to the 
activities of the Chief Information Officer of the agency, including those authorities 
established under this section, with a view toward avoiding duplication and insuring 
effective coordination and cooperation related to management, governance and oversight 
of information technology, in order to improve efficiency and effectiveness of Office of 
Inspector General operations through the use of information technology.” 


 
Explanation. By narrowly assigning an IG FITARA approval authorities, this 
approach maintains IG independence in key areas of IT programming and personnel 
affecting an OIG, while at the same time leaving intact CIOs’ substantive 
responsibility for agencies’ overall IT management.  
 
This approach also limits burden on both OIGs and agencies. Specifically, covered 
IGs would be required to give approval for certain IT related matters affecting the 
OIG, but nothing more; those IGs already doing so could continue to manage their 
own IT, but without the potential threat of a veto from the agency CIO; and, the 
agency would not have to modify any reporting or governance processes for IT 
because the amendment is limited to approvals only. In contrast, substantive changes 
to IG and agency CIO responsibility (for example related to OMB reporting) could 
result if the OIG were completely exempted from FITARA or if the OIG were 
established as a separate agency for purposes of FITARA.  
 
Finally, this approach should not present an appearance that OIGs are seeking to 
avoid what are otherwise important agency IT oversight measures; rather, it reflects a 
commitment to promoting efficiency and integrity of agency IT functions. The 
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“coordination” clause in the second sentence of the proposed amendment above is 
based on Section 4(c) of the IG Act, regarding coordination with GAO. 


 
 
OTHER 


 
Congressional Information Request 
 


• OIGS across the IG community received recently two Congressional 
information requests: 
 
1.  February 11, 2015 letter from HOGR Chairman Chaffetz and Ranking Member 
Cummings 
 


o Note:  Staff indicate that the deadline for submission can be extended to 
April 3. 


 
2.  February 27, 2015 letter from HSGAC Chairman Johnson and Judiciary 
Chairman Grassley  
 


o Note:  The information requests contained in this letter are mirrored within 
Section 5 of S.579. 


 
Hearing 
 


• February 24, 2015 HSGAC Hearing on “Improving the Efficiency, 
Effectiveness and Independence of Inspectors General  


 
o Testimony was provided by IG Horowitz on behalf of CIGIE, along with 


testimony by IGs of DOS, DHS, and SSA. 
o A number of issues were discussed that were specific to these OIGs, but 


for the IG community at large the following topics were included in the 
dialogue: 
 IG Vacancies (Johnson, Carper, and Ayotte) 
 Access Concerns (Johnson) 
 Access to the Death Master File (Carper) 
 DFE salaries, independence, and peer reviews (McCaskill) 
 Issuance of IG reports to agency/establishment heads (Baldwin) 
 Improper payments (Carper and Ayotte) 
 Unimplemented recommendations (Ayotte) 
 Management alerts as a practice (Johnson) 


 








INSPECTION and EVALUATION 
COMMITTEE MARCH 2015


I&E ROUNDTABLE


CO-CHAIRS
Kathy  A. Buller & Dan Levinson 


 
Elizabeth Dean 


Farm Credit Administration


Arthur Elkins 
Environmental Protection Agency


Richard Griffin 
Veterans Administration


Tonie Jones 
National Endowment for the Arts


Mary Kendall 
Department of the Interior


Steve Linick 
State


Charles McCullough, III 
Intelligence Community


Mary Mitchelson 
Corporation for Public Broadcasting


Dana Rooney 
Federal Labor Relations Authority


 
John Roth 


Department of Homeland Security


Hubert Sparks 
Appalachian Regional Commission


Laura Wertheimer 
Federal Housing Finance Agency


TRAINING ACTIVITIES


The I&E roundtable met on March 11.  
Forty-five participants were in attendance. The 
group was welcomed by I&E Committee Chairs 
Kathy A. Buller and Daniel R. Levinson. HHS 
Deputy IG for Evaluation and Inspections Sue 
Murrin chaired the meeting. Sue reported on 
and led a discussion about the pilot I&E peer 
review program. 


The committee discussed plans for a third 
round of peer reviews to begin during the  
summer. including the need for volunteer I&E 
offices to be reviewed as well as volunteer peer 
review teams. A training session for reviewed 
offices and review teams was tentatively set for 
early May, with peer reviews . 


Sue also discussed a number of  
outstanding issues developed by the peer  
review policy working group after the 
last round of peer reviews. Some of these  
issues include: the frequency of the reviews,  
recommendation implementation, and  
issues for small or new I&E offices. She asked 
the group to begin thinking about the best  
approach for assessing and reporting to  
CIGIE on the peer review pilot. The  
roundtable agreed to resume meeting every 
other month.


CIGIE Program Manager Lisa Rodely 
provided an update on CIGIE I&E training  
activities. She led a curriculum conference on 
February 25 with 16 participants from 10 OIGS 
and/or CIGIE.  The group identified seven 
topic/content areas that would make up an 
I&E fundamentals training program. 


The roundtable discussed ideas for  
training program content, length of the  
program, and the need for volunteer trainers 
to staff the sessions. A pilot session will be  
offered by the end of FY 2015. 


Lisa also reported on a learning forum on 
work planning for evaluations that included 
26 participants from 15 OIGs. She recognized 
the valuable contributions of session trainers 
from HHS, EEOC and EPA OIGs. She asked 
the group to review and prioritize several  
potential topics for future learning forums.


TOPICS FOR FUTURE MEETINGS


Before closing the meeting Sue briefly  
reviewed ideas generated by roundtable  
members for future discussion, including 
a method for sharing documents and I&E  
hiring challenges using the OPM 0343  
occupation code. The group expressed interest 
in taking these topics up at a future roundtable  
meeting.


I&E COMMITTEE MEMBERS







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, February 17, 2015
Date: Friday, February 13, 2015 3:28:05 PM
Attachments: CIGIE IT Committee Newsletter February 2015 Final.docx

I&ENewsletterFEB2015.pdf
IC Newsletter - February 2015.pdf
Leg Committee Newsletter February 2015.pdf
PDC Briefing.pptx
PDCTIFebruaryNewsletter_FINAL.pdf
CIGIE 114th Congress Letter Attachments V.2.pdf
CIGIE 114th Congress Letter V.2.pdf

Folks,
Attached are a few additional materials for the Monthly meeting next Tuesday, specifically, a
Professional Development Committee briefing PowerPoint file and the Committee newsletters for
this month.
Additionally, attached is a draft letter and associated attachment to OMB from the CIGIE Legislation
Committee Chair that, when finalized, will represent CIGIE’s legislative priorities for the 114th
Congress. At this time, the document should not be considered a final list of legislative priorities, as
it is envisioned the document will serve as the discussion draft for determinations anticipated to
occur at the Tuesday’s Council meeting. The Legislation Committee is aware that further dialogue is
expected on some of the proposals, such as the results of the TSA survey in context of a
determination of whether or not TSA may be advanced as a legislative priority.
Have a good Holiday weekend and stay warm.
Mark

From: Mark Jones 
Sent: Tuesday, February 10, 2015 3:53 PM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, February 17, 2015
Good Afternoon,
Please find attached the draft Agenda for the February 17, 2015, CIGIE monthly meeting being held
at  In
addition to the draft Agenda, attached is a PowerPoint presentation that Dave Mader and Dave
Lebryk will be using during their presentation on Federal shared services.
Also, over the past few weeks we have reached out to the various OIGs that were involved in the FY
2015 Passback process for which monies were included to fund CIGIE, to determine if they received
those monies through their appropriation process. Based on the information provided, we compiled
the attached spreadsheet for your information. Additionally, attached is a draft Charter including
suggested updates for consideration and discussion at the meeting.
Further, if any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Thanks
Mark

(b) (2), (b) (3)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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FITARA and FISMA Modernization Act Implementation:Next Committee Meeting

· 03/25/15 

· 2:00PM

· ED OIG, 550-12th St., SW, Rm. 8070

Washington, DC 20202



[bookmark: _GoBack]After the briefing by the Office of Management and Budget (OMB) at the January CIGIE meeting on the implementation of the Federal Information Security Modernization Act of 2014 and the Federal Information Technology Acquisition Reform Act of 2014 (FITARA), representatives of the Information Technology (IT) Committee worked with OMB to develop a process for OIG views to be taken into account in the implementation of the two Acts. Initial discussions are focusing on FITARA, which affects all civilian Chief Financial Officer Act agencies, and is designed to improve how the Federal government acquires, implements, and manages its IT investments and is a reaction to the long-standing problem of poor management of IT systems. While strongly supporting FITARA’s goal of enhancing responsibility and accountability over IT investments, CIGIE has concerns that the Act’s new requirements relating to Chief Information Officer (CIO) authorities and appointments as they may relate to Offices of Inspectors General. A letter has been sent to OMB highlighting CIGIE’s concerns about the potential impact of FITARA’s CIO authority enhancements on IG independence.Next Subcommittee Meetings, Date, Time, POC



· Investigations, No meeting yet scheduled

· OIG CIO, 05/06/15, 10:00AM, Jason Carroll, DOT OIG, (202)366-7060

· DAWG, No meeting yet scheduled 

· FAEC IT, No meeting yet scheduled



HHS OIG CISO Speaks on Cloud Computing in the Federal Space:

Steven Hernandez, Health and Human Services (HHS) OIG Computer Information Security Officer, whose office recently granted FedRAMP authority to operate to Microsoft Office 365, a multi-tenant cloud, spoke to the IT Investigations Subcommittee regarding the current state of cloud computing security and assurance. Mr. Hernandez noted several positive aspects of cloud computing, including industry recognizing FedRAMP as being the minimum security requirement to compete in the Government market. Additionally, he provided examples of successful conversations with cloud providers with respect to facilitating OIG audits, investigations, and inspections. Multiple challenges remain, including implementation of Trusted Internet Connections if not explicitly mentioned in cloud computing requirements. In addition, geographical legal jurisdiction must be considered in the event the Government needs to issue a court order, and ensuring continuous diagnostics and mitigation for cloud providers continues to be a challenge for many agencies. Finally, litigation hold and eDiscovery capabilities were discussed in different models of cloud computing. Mr. Hernandez noted that these and other challenges can be met using detailed contract requirements, aggressive contract negotiations, and clear customer expectations. HHS OIG’s role in spearheading the Microsoft 365 venture was cited as a tremendous opportunity for the IG community to continue promoting secure and efficient cloud computing.

IT Committee Members

Kathy Tighe, Chair, ED OIG

Philip Heneghan, Vice Chair, USITC OIG

David Berry, NLRB OIG

Tom Howard, Amtrak OIG

Paul Martin, NASA OIG

Milton Mayo, EEOC OIG

David Montoya, HUD OIG

John Roth, DHS OIG

David Williams, USPS OIG

Todd Zinser, Commerce OIG



FedRAMP and FedRAMP Forward 2-Year Priorities Presentation:

Matthew Goodrich, FedRAMP Director, presented an overview of FedRAMP and FedRAMP Forward 2-Year Priorities to the IT Committee at its January meeting. Mr. Goodrich noted that FedRAMP is the first government-wide security authorization program for Federal Information Security Management Act (FISMA) with a focus on ensuring that the Act’s rigorous security standards are applied to cloud systems. The FedRAMP Forward 2-year priorities aim to: 1) increase the number of agencies implementing FedRAMP, 2) increase cross-agency collaboration, and 3) increase the understanding of FedRAMP. The presentation can be found on CIGIE’s public website.
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SUE MURRIN RETURNS TO HHS OIG


The CIGIE Training Institute’s Audit, 
Inspection, and Evaluation (AI&E) Acade-
my, in collaboration with the I&E Training 
Team, held the first I&E Learning Forum on 
December 11, 2014 in Washington, D.C. The 
topic was “Work Planning for Evaluations” 
and the Forum brought together 26 I&E  
professionals from 15 CIGIE member OIGs to 
discuss approaches and share ideas. 


The main presenters were from HHS, 
EEOC, and EPA OIGs and they led a lively 
discussion on planning IG evaluation work to 
meet the Quality Standards for Inspection and 
Evaluation requirement that inspections and 
evaluations be “adequately planned” through 
research, work planning, and coordination to 
avoid duplication. 


The Forum also offered participants the  
opportunity to network with other I&E profes-
sionals. The participants were overwhelmingly 
positive about the Forum, offering such com-
ments as “The conversations were meaningful 
and helpful,” “This Learning Forum provided 
many useful ideas for the work planning pro-
cess,” and “Fantastic job CIGIE!” 


Topics for a future Forum (later in fiscal 
year 2015 or early 2016) were also discussed 
and many good ideas were put forward for 
consideration by the AI&E Academy and I&E 
Training Team, the group that advises the 
Academy on I&E training matters. The next 


In July 2014, Suzanne “Sue” Murrin was 
selected as deputy inspector general of the 
Health and Human Services’ (HHS) OIG’s  
Office of Evaluation 
and Inspections (OEI). 
Ms. Murrin comes to 
OIG with a wealth of 
experience in federal 
programs and oper-
ations, including 10 
years as a member of 
the Senior Executive 
Service, as well as a 
rich background in 
the Inspector General 
community. 


Sue began her federal career at the HHS 
OIG as a program analyst with OEI.  She 
served nine years at the Office of Management 
and Budget (OMB) reviewing HHS, Education 
and Labor financial management and inter-
nal control programs and serving as OMB’s 
lead staff person for IG community issues.   


Sue’s IG community 
service includes eight 
years as the Assistant 
Inspector General for 
Management at the 
Department of Agri-
culture OIG and five 
years as the director 
for audit planning, 
training, and tech-
nical support at the 
Department of Trans-
portation OIG.  


As part of her 
new role leading the 
I&E unit at the HHS 
OIG, Sue is looking 
forward to working 
with each of you on 
the I&E Roundtable.  
Sue has begun a se-
ries of phone calls 
with each I&E Round-
table member to get 
their ideas on what 
projects and initiatives the Roundtable could 
address that would be useful to member orga-
nizations.  


We plan to schedule an I&E Roundtable 
meeting during the second week of March 
and will reach out to schedule a date.  Having 
started her career in the OIG I&E communi-
ty, Sue is very excited about working with the  
Roundtable.


big project for the AI&E Academy staff and 
I&E Training Team is a 2-day curriculum de-
velopment conference in February 2015 to de-
velop an introductory I&E training program. 
This new training program will be piloted by 
the end of FY 2015.








 


Investigations Committee 
 
 
 


 


 
 


  Investigations Committee Meeting Updates:   
 Next Committee Meeting:  
  
 4 March 2015 
 10:00 A.M. 
 100 F Street N.E. 


Washington, DC 20549 
 
 
 


 Investigations 
 Committee Members: 
 
 Carl Hoecker Chair 
 
 Eric Thorson Vice Chair 
 
 Mark Bialek 
 Federal Reserve Board 
 


 Arthur Elkins 
 Environmental Protection 
 Agency 


 


 Robert Erickson 
 General Services Administration 


 


 J. Russell George 
 Treasury Inspector General for 
 Tax Administration 


 


 Mary Kendall 
 Department of the Interior 


 
 Allison Lerner 
 National Science Foundation 
  
 Charles McCullough, III 
 Intelligence Community 


 


 David Montoya 
 Housing & Urban 
 
 Laura Wertheimer 
 Federal Housing Finance   
 Agency 
 
 Todd Zinser  
 Department of Commerce 


  Department of Commerce 


 Law Enforcement Authority (LFA) Working Group – The Executive Council 


directed the Investigations Committee to create a working group with the 


Legislative Committee to  gather information about the history, 


requirements and necessity of OIGs LFA.  Further details will be discussed 


at the full membership meeting.  Interest in being a member of the LFA 


Working Group can be directed to Verena Gibbs, Program Specialist, SEC 


OIG, 202-551-4789, gibbsv@sec.gov.  


 Ombuds Group – The Executive Council decided there was sufficient 


connectivity with the Investigations Committee and the Group should fall 


under the Investigations Committee.  Current Chair of the Ombuds Group 


is Robert P. Storch, Senior Counsel to the Inspector General, U.S. 


Department of Justice OIG. 


 


 Project Target Share Feasibility Study – At the November, 2014 


membership meeting, CIGIE approved a cross-cutting project, “Target 


Share” to study the feasibility of creating a central database wherein OIGs, 


and those tasked with completing background checks, could upload and 


review limited information on individual subjects or business subjects 


under investigation.  During a January conference call, the working group 


continued to identify issues for further consideration including; guidance 


on types of cases to include, acceptable uses, searchable fields to include 


and methods of uploading information. 


 Quality Standards for Investigations (QSI) and Peer Review Working Group 


- the AIGI Committee will provide recommendations addressing various 


criminal, civil, and administrative investigations within OIGs and the 


applicability of the investigative peer-review process and standards.  The 


AIGI Committee distributed a survey to the community in furtherance of 


this project.  Primarily, the survey seeks to identify investigative work 


down outside of the auspices of the AIGI arm of an OIG. Responses were 


due to Jim Ives by February 9, 2015 at james.ives@dodig.mil. 


 The AIGI Conference has been tentatively scheduled for the week of April 


27-30.  As the agenda develops, it will be presented to the membership.  


Thoughts or suggestions for agenda items should be directed to Verena 


Gibbs, Program Specialist, SEC OIG, 202-551-4789, gibbsv@sec.gov.


 
 


February 2015 
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Peggy E. Gustafson SBA, Chair  


Jack Callender, PRC, Vice Chair  


Mark Bialek, FRB  


David Buckley, CIA  


Kathy Buller, Peace Corps  


Christopher Dentel, CPSC  


Martin Dickman, RRB  


Art Elkins, EPA  


Roy Lavik, CFTC  


Patrick O’Carroll, SSA  


Calvin Scovel III, DOT 


Deborah Jeffrey, CNCS 


Michael Horowitz, DOJ 


Elizabeth Dean, FCA 


Hubert Bell, NRC 


Allison Lerner, NSF 


Charles McCullough, III , IC 


Mike McCarthy, ExIm 
 
 
 
 
The Legislation Committee meets 
regularly on the second Tuesday of the 
month at 10:00 a.m. at CIGIE 
Headquarters. 


 
Recent meetings held by the Legislation Committee were held on 
January held on January 13 and February 10.  Copies of the meeting 
agendas and meeting minutes are posted on the CIGIE intranet site on the 
Legislation Committee webpage.  Summaries of key activities that have 
occurred since the January newsletter was published are provided below 
for consideration. 
 
CONGRESSIONAL RELATIONS HANDBOOK 
 
In January, CIGIE approved and published its Congressional Relations 
Handbook.  Recognizing that members of the OIG community are widely 
diverse in their missions, authorities, staffing levels, funding, and day-to-
day operations, this handbook offers relevant and sufficiently broad 
approaches for IGs to consider when keeping Congress currently and 
fully informed and, most importantly, maintaining and strengthening 
their offices’ relationship with Congress.  An electronic copy of the 
handbook is located on both CIGIE’s public Internet site and intranet. 
 
LEGISLATION 
 
The following is a list of recently introduced legislation which, if 
enacted, would have implications for the Inspector General (IG) 
community, most often through an review mandate: 
 


• H.R. 491, Geolocational Privacy and Surveillance Act or the 
GPS Act 


 
On January 22, HOGR Chairman Chaffetz along with two 
cosponsors, introduced H.R. 491.  The bill seeks to prohibit 
unauthorized use or disclosure of geolocational information.  It 
establishes certain exemptions, but also establishes a warrant 
requirement for regular law enforcement purposes.  Relative to 
IGs, the IG would receive a referral from an Agency Head if an  
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employee is not disciplined after findings by a court that an employee willfully or 
intentionally violated this law.  The referral needs to include the reasons for such a 
determination, presumably for any action deemed appropriate by the IG.  The 
Legislation Committee will monitor and track this bill. 


 
• S. 282, Taxpayers Right-To-Know Act 
 


S.282 was introduced on January 28 by Senator Lankford along with six bipartisan 
cosponsors.  The bill directs OMB to publish a website with an inventory of all 
Government programs.  Authority for the programs and budgeting and resource 
information is to be associated with each program.  Included in the information to be 
associated with each program are published OIG and GAO reports pertaining to the 
program.  The Legislation Committee will monitor and track this bill. 
 


• H.R. 653, FOIA Oversight and Implementation Act of 2015 
 
H.R. 653 was introduced on February 2 by Representative Issa and Cummings (and 
Quigley).  The bill is a carryover from the 113th Congress and seeks to amend section 
552 of title 5, United States Code to provide for greater public access to information, 
and for other purposes.  Included among the provisions is an IG review mandate 
which is identical to that included last year.  The Legislation Committee anticipates 
this bill will advance or a similar FOIA-related piece of legislation, S. 337, though 
S.337 does not include an IG review mandate to move forward.  The Legislation 
Committee has discussed the IG review mandate with staff and learned that there is 
strong bipartisan support by Members of Congress to include the IG review provision.  
The Legislation Committee will monitor and track this bill. 


 
IG REFORM MEASURES 
 
The Committee on Oversight and Government Reform in the U.S. House of 
Representatives (HOGR) and the Committee on Homeland Security and Governmental 
Affairs in the U.S. Senate (HSGAC) have expressed strong interest in passing an IG 
reform measure early this Congress.  HOGR held a hearing on February 3, during which 
CIGIE legislative priorities were discussed, and HSGAC is planning a hearing for 
February 24, where CIGIE legislative priorities are anticipated to be discussed along with 
other matters of interest to the Inspectors General invited to provide testimony.  The 
staffs are prepared to pursue a two-stage process, with reforms that are deemed non-
controversial to be included in a bill for “quick passage” and a separate bill with reforms 
that either require additional hearings or debate.  The Legislation Committee anticipates 
the following CIGIE legislative priorities from the 113th Congress to be included in the 
“non-controversial” legislative package: relief from the Computer Matching and Privacy 
Protection Act and the Paperwork Reduction Act, and technical amendments to the IG 
Reform Act of 2008.  IG reforms such as testimonial subpoena authority, changes to the 
Integrity Committee, additional CIGIE budget authority, appropriate use of paid or 
unpaid, non-duty status for Inspectors General, and certain review mandates are 
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additional IG reforms under consideration by the staffs for inclusion in one bill or the 
other. 
 
LEGISLATIVE PRIORITIES 
 
For several months, the Legislation Committee has been considering legislative proposals 
for inclusion in CIGIE’s list of legislative priorities for the 114th Congress.  CIGIE 
members have been asked to submit any proposals directly to the Legislation Committee 
and to participate in the February committee meeting to participate in the evaluation 
process.  Based on input received and subsequent consideration by the Legislation 
Committee, the following legislative proposals are anticipated to be offered for 
consideration by CIGIE membership: 
 


A. Computer Matching Act 
B. Paperwork Reduction Act 
C. Appropriate Use of Paid or Unpaid, Non-duty Status in Cases Involving an 


Inspector General  
D. Testimonial Subpoena Authority* 
E. Freedom of Information Act Exemption to Protect Sensitive Information Security 


Data 
F. Program Fraud Civil Remedies Act  
G. Technical Amendments to the Inspector General Reform Act of 2008 
 
*Note:  CIGIE members have been requested to complete a survey by February 13 to gauge support in 
the IG community for CIGIE advocating for authority to subpoena testimony in furtherance of their 
oversight duties and responsibilities. 
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CIGIE Interagency Fellows Program

2-year Pilot Test
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The CIGIE Interagency Rotation Program provides emerging Federal leaders with opportunities to expand their leadership competencies, broaden their organizational experiences, and foster professional networks they can leverage in the future. Specifically, the program aims to:

 

• Deliver a collaborative, cross-agency program in order to reduce barriers to interagency mobility.

• Enhance participants' leadership competencies through a meaningful rotational assignment and through other developmental opportunities outside of their current agencies.

• Expand participants' interagency experience, either within or outside their current area of expertise.

• Offer engaging and insightful interagency cohort events that allow each participant to network with other program participants, Federal employees, and Senior Executives.

• Expose participants to experience other CIGIE operational SOPs; thereby cultivating the exchange of best practices.

	A CIGIE Interagency Fellows Program is a short-term (3-6 months) rotational opportunity that would provide participants with opportunities to expand their leadership competencies, broaden their organizational experiences, and foster professional networks that they can leverage in the future. 



	 



CIGIE Interagency Fellows Program

2-year Pilot Test
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The CIGIE Interagency Rotation Program provides emerging Federal leaders with opportunities to expand their leadership competencies, broaden their organizational experiences, and foster professional networks they can leverage in the future. Specifically, the program aims to:

 

• Deliver a collaborative, cross-agency program in order to reduce barriers to interagency mobility.

• Enhance participants' leadership competencies through a meaningful rotational assignment and through other developmental opportunities outside of their current agencies.

• Expand participants' interagency experience, either within or outside their current area of expertise.

• Offer engaging and insightful interagency cohort events that allow each participant to network with other program participants, Federal employees, and Senior Executives.

• Expose participants to experience other CIGIE operational SOPs; thereby cultivating the exchange of best practices.

 

Deliver a collaborative, cross-agency program in order to foster  knowledge sharing and individual growth as part of an interagency cohort.

Enhance participants' leadership competencies, in line with SES ECQ’s, through a meaningful rotational assignment and other developmental opportunities outside of their current agencies.

Expand participants' interagency experience, either within or outside their current area of expertise.

Offer engaging and insightful cohort events that allow participants to network with each other and senior executives.

Expose participants to the operational procedures of other OIGs; thereby cultivating the exchange of best practices.





Goals of the Program











Next Steps

Solicit a volunteer from the IG Community to work in partnership with the PDC and Training Institute to:



Draft program policies for PDC approval.

Develop MOA templates for OIGs.

Develop an announcement of the program.

Plan cohort activities.

Identify a pool of OIGs willing to support rotational positions.

Identify a pool of candidates interested in rotational assignments.

Initiate first cohort.

4











Volunteer*



Phase I:  Requires a person for up to 45 days full-time (working in partnership with the PDC and CIGIE Training Institute):



Draft overall program policy and implementation steps 

Create program templates to support the program

Obtain PDC approval



Phase II:  Implementation and managing program dedicating between 8-16 hours/week (working in conjunction with CIGIE Training Institute):



Rolling out to the IG Community

MOA coordination among participating OIGs

SES mentorship coordination

Periodic program updates/announcements



	* Different volunteers may be feasible: one for Phase I and one for Phase II. 
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Decision Point?
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Along with delivering 74 training programs for 2015, the Institute also has several ambitious projects: 



Obtain NASBA certification for training programs. 

Obtain Adjunct Instructor Training Program Accreditation.

Design, deliver, and evaluate a new Contract and Grant Fraud training program.

Design, deliver, and evaluate a new Inspection and Evaluation Fundamentals training program.

Design, deliver, and evaluate a new an Intermediate Auditor training program.

Deliver and evaluate the new Emerging Leaders training program.

Implement and evaluate the OIG Leadership Case Studies into the leadership training programs.

Design and implement an Instructor Recognition Program.
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CIGIE Training Gets Results - Graduates and Supervisors Report Improved 

Job Performance

 

	A critical objective of the CIGIE Training Institute is to ensure that its training programs enhance mission operations. To measure its success, the Institute routinely administers results-oriented “Level 3” feedback surveys from the graduates and their supervisors after training programs.

 

	For example, the IGCIA sends electronic surveys 30-120 days following completion of its training programs to assess whether the training improved job performance. In fiscal years 2013 and 2014, IGCIA achieved an average response rate of 57 percent from graduates and 29 percent from supervisors—a response rate that is considerably higher than the industry average (e.g., the Federal Law Enforcement Training Center achieves approximately 23 percent response rates).

 

	Level 3 feedback that the Institute received revealed that 91 percent of responding graduates and 95 percent of their supervisors believe that the IGCIA training helped improve their job performance!
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 IGCIA Graduates and Supervisors Give High Scores for Institute Training Programs 


 


 Professional Development Committee Approves Interagency Fellows Program Pilot 


 


CIGIE Interagency Fellows Program 
 


The Professional Development Committee 
recommended that the community adopt a new CIGIE 
Interagency Fellows Program. The Program provides 
selected employees with short-term rotational 
opportunities to expand leadership competencies, 
broaden organizational experiences, and foster 
professional networks.  
 
Specifically, the program aims to— 
 
•  deliver a collaborative, cross-OIG program that 


fosters growth and development, especially in the 
areas covered by the Executive Core Qualifications 
(ECQs); 


•  enhance the employee’s leadership competencies 
through a meaningful temporary assignment 
outside of their current agencies; 


•  expand interagency experience, either within or 
outside of their current area of expertise; 


•  offer engaging and insightful cohort events to 
network with each other and senior executives; 
and 


•  expose the employee to the operational 
procedures of other OIGs, thereby cultivating the 
exchange of best practices. 
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CIGIE Training Gets Results 


Graduates and Supervisors Report Improved  


Job Performance 
 
A critical objective of the CIGIE Training Institute is to 
ensure that its training programs enhance mission 
operations. To measure its success, the Institute 
routinely administers results-oriented “Level 3” 
feedback surveys from the graduates and their 
supervisors after each training program. 
 
For example, the Inspector General Criminal 
Investigator Academy (IGCIA) sends electronic surveys 
30-120 days following completion of its training 
programs to assess whether the training improved job 
performance. In fiscal years 2013 and 2014, for 39 
iterations of 9 different training programs, IGCIA 
achieved an average response rate of 57 percent from 
graduates and 29 percent from supervisors—a 
response rate that is considerably higher than the 
industry average (e.g., the Federal Law Enforcement 
Training Center achieves approximately 23 percent 
response rates). 
 
Level 3 feedback that the Institute received revealed 
that 91 percent of responding graduates and 95 
percent of their supervisors believe that the IGCIA 
training improved their job performance! 
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A.  COMPUTER MATCHING ACT 
 
Section 6 of the Inspector General Act of 1978 (5 U.S.C. App.) is amended by adding at the 
end the following: 
 
“(g)(1) In this subsection, the terms ‘agency’, ‘matching program’, ‘record’, and ‘system of 
records’ have the meanings given those terms in section 552a(a) of title 5, United States 
Code. 
 
“(2) For purposes of section 552a of title 5, United States Code, or any other provision of 
law, a computerized comparison of two or more automated Federal systems of records or a 
Federal system of records with other records or non-Federal records performed by an 
Inspector General or by an agency in coordination with an Inspector General in conducting 
an audit, investigation, inspection, evaluation or other review authorized under this Act shall 
be excluded from the definition of ‘matching program’.”.   
 
Supporting Statement: 
 
This provision would amend Section 6 of the IG Act to exempt the Inspectors General and 
also exempt an agency that is participating in a matching program with the IG from the 
requirements of the Computer Matching and Privacy Protection Act of 1988 (CMPPA).   
The CMPPA amended the Privacy Act of 1974, as amended, (Act) 5 U.S.C. 552a, to add 
certain protections for the subjects of Privacy Act records accessed in computer matching 
programs.  In general, the CMPPA prevents unregulated government access to personal 
records for purposes unrelated to the legitimate reasons for which the records were collected.  
A formal Computer Matching Agreement (CMA) is generally required to conduct audits, 
investigations, or evaluations and inspections, where the review methodology includes 
computerized comparisons constituting a “matching program” under the Privacy Act.  This 
includes such programs designed to determine benefit eligibility, compliance with benefit 
program requirements, or recoup improper benefit payments or delinquent debts from current 
or former beneficiaries.  The CMA requirement applies whether the match is between 
Federal systems of records or those systems and non-Federal agency (State and local) 
systems of records.  
 
The CMPPA sets forth the procedure that must be followed if an agency is requesting 
information from another Federal or non-Federal agency, including: (1) the CMA must be 
reviewed and approved by each agency’s Data Integrity Board (DIB); (2) the CMA must 
include a detailed Cost Benefit Analysis (CBA) that sets out the justification for the program 
and the results, including a specific estimate of any savings: and,(3)  if the CMA is approved, 
notice must be published in the Federal Register at least 30 days prior to the match taking 
place.  If, however, the DIB disapproves the CMA, an appeal may be made to the Director of 
the Office of Management and Budget (OMB).  If OMB disapproves a CMA proposed by the 
agency’s Inspector General (IG), the IG may report the disapproval to the head of the agency 
and to Congress.  Anecdotally, the entire process, even with DIB approval has been known to 
take more than a year to complete.  It is important to note that the DIB of both agencies have 
to approve the CMA. 
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Members of the IG community have expressed concerns that although the IG Act established 
Offices of Inspectors General (OIGs) as independent offices within their host agency, 
provisions of the CMPPA threaten the principle of independence.  For example, the CMPPA 
requires IG offices to obtain the approval of the agency’s DIB to implement a computer 
matching agreement can impair independence, notwithstanding the ability to appeal a DIB 
decision to OMB.  Although the CMPPA includes each IG as a member of his or her host 
agency’s board, the remaining board members are not officials from the IG office.  
Accordingly, requiring these agency officials to approve an IG’s proposed data match could 
allow a board to prevent the match, or to impose undue restrictions or conditions on the 
match, thereby compromising the IG’s independent ability to determine the scope and 
methodology of the IG office’s review.  The time and effort associated with appealing a DIB 
decision to OMB could effectively preclude an IG from carrying out a match in a timely 
fashion and thereby minimize or eliminate the relevance of the match or encourage IGs to 
reluctantly accept conditions imposed by a DIB.  Also, requiring approval from the DIB 
provides other agency officials who are not on the board advance notice regarding the details 
of IG planned actions, which could impair the performance of independent sensitive or 
confidential work by the IG.  (See GAO, Data Analytics For Oversight & Law Enforcement, 
GAO-13680SP, p. 11-12 (July 2013), found at http://www.gao.gov/products/GAO-13-
680SP). 
 
The Do Not Pay Initiative of the Improper Payments Elimination and Recovery Improvement 
Act of 2012 (IPERIA) streamlined this process to a degree.  For example, a CMA may be 
with multiple agencies and its length was extended from a maximum of 18 months to a 
maximum of 3 years.  Unfortunately, even with IPERIA, it appears IGs are still hindered in 
their efforts to investigate and prevent improper payments and fraud within their agency.  IGs 
must still enter into a CMA with another Federal agency or non-Federal agency and submit it 
to each agency’s DIB.  Also, while a DIB is to respond to the proposed CMA within 60 days 
of submission, the DIB may still not approve the proposed CMA requiring the IG to appeal 
to OMB.  In addition, while a detailed CBA, with a specific estimate of any savings under the 
CMA, is not required, a CBA is still required pursuant to OMB guidance issued on IPERIA.  
Finally, as it requires the DIBs of both agencies to the CMA to approve the Agreement, this 
process is still laborious, requiring a substantial expenditure of time.  Even with the 
streamlined process in IPERIA, this is still a protracted process.  This delays IGs from timely 
receiving needed information for an investigation, audit, or evaluation and inspection, thus 
delaying or severely hampering the IGs in their efforts to investigate and prevent improper 
payments and fraud within their agency.  
 


  



http://www.gao.gov/products/GAO-13-680SP

http://www.gao.gov/products/GAO-13-680SP
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B.  PAPERWORK REDUCTION ACT 
 
Section 6 of the Inspector General Act of 1978 (5 U.S.C. App.) is amended by adding at the 
end the following: 
 
“(h)(1) Chapter 35, Subchapter I of title 44, United States Code, shall not apply to the 
collection of information during the conduct of an audit, investigation, inspection, 
evaluation, or any other review conducted by the Council of the Inspectors General on 
Integrity and Efficiency or any Office of Inspector General, including any Office of Special 
Inspector General.”. 
 
Supporting Statement: 
 
The Paperwork Reduction Act (PRA) requires a lengthy and burdensome approval process 
for the collection of information by a Federal agency.  The CIGIE has recommended that the 
PRA be amended to exempt the Federal IG offices from its requirements for the purpose of 
collecting information during any investigation, audit, inspection, evaluation, or other review 
conducted by a Federal IG.   
 
The IG Community has advocated for over a decade for a change to the PRA in order to 
facilitate the independent reviews of IGs, and CIGIE has recommended that the PRA be 
amended to exempt the Federal IG offices from its requirements.  Specifically, our concern is 
that the PRA requires that information collections, such as OIG surveys, be subject to 
approval from a "senior official" of the agency and then from OMB.  Subjecting IGs to the 
review process requirements of the PRA conflicts with their statutory mission to be 
independent and nonpartisan.  Additionally, the protracted approval process affects IG's 
ability to carry out audits and evaluations required by members of Congress, through law or 
by requests, in a timely and effective manner.    
 
While agency heads may generally supervise IGs, they are not to "prevent or prohibit the IG 
from initiating, carrying out, or completing any audit or investigation."  We recognize OMB's 
wealth of knowledge in the formulation and conduct of surveys.  Indeed, our community may 
wish to informally seek its advice in the areas of survey formats, techniques, and 
methodologies.  However, application of the PRA to IGs has both process and substance 
implications, and we continue to support an exemption to the PRA for IGs    
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C.  APPROPRIATE USE OF NON-DUTY, PAID LEAVE STATUS IN CASES 
INVOLVING AN INSPECTOR GENERAL 


 
Section 3 of the Inspector General Act of 1978 (5 U.S.C. App.) is amended—  
 


1. By inserting “administrative leave;” after “removal: and before “political activity;” 
in the section title. 


2. By striking “Nothing in this subsection shall prohibit a personnel action otherwise 
authorized by law, other than transfer or removal.” at the end of paragraph (b). 


3. By renaming paragraph (b) to become (b)(1). 
4. Insert after paragraph (b)(1) the following— 


 
 (2) An Inspector General may not be placed in either a paid or unpaid, nonduty 
status by the President without communicating in writing to both Houses of Congress.  
The communication shall include the reasons for such action and must be received by 
the Congress not later than 48 hours after the directive is issued by the President. 


(a) The reasons for placing an Inspector General in a paid or unpaid, nonduty 
status are limited to evidence that their continued presence in the workplace 
may pose a threat to the employee or others, result in loss of or damage to 
Government property, or otherwise jeopardize legitimate Government 
interests. 
(b) The time that an Inspector General may be placed in a paid or unpaid, 
nonduty status shall not exceed 10 days, unless there is a written 
recommendation to the President for additional time by the Integrity 
Committee of the Council of the Inspectors General for Integrity and 
Efficiency, which is acted upon by the President and the decision is 
communicated immediately to both Houses of Congress.   


(3) Nothing in this subsection shall prohibit a personnel action otherwise authorized 
by law. 


 
Section 8G of the Inspector General Act of 1978 (5 U.S.C. App.) is amended—  
 


1. By striking “Nothing in this subsection shall prohibit a personnel action otherwise 
authorized by law, other than transfer or removal.” at the end of paragraph (e)(2). 


2. Insert after paragraph (e)(2) the following— 
 
(3) An Inspector General may not be placed in either a paid or unpaid, nonduty status 
by the head of the designated Federal entity without communicating in writing to both 
Houses of Congress.  The communication shall include the reasons for such action 
and must be received by the Congress not later than 48 hours after the directive is 
issued by the President. 


(a) The reasons for placing an Inspector General in a paid or  unpaid, 
nonduty status are limited to evidence that their continued presence in the 
workplace may pose a threat to the employee or others, result in loss of or 
damage to Government property, or otherwise jeopardize legitimate 
Government interests. 
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(b) The time that an Inspector General may be placed in a paid or unpaid, 
nonduty status shall not exceed 10 days, unless there is a written 
recommendation made to the head of the designated Federal entity for 
additional time by the Integrity Committee of the Council of the Inspectors 
General for Integrity and Efficiency, which is acted upon by the head of the 
designated Federal entity and the decision is communicated immediately to 
both Houses of Congress.   


(4) Nothing in this subsection shall prohibit a personnel action otherwise authorized 
by law. 


 
Supporting Statement: 
 
Section 3(b) of the IG Act provides a specific process for removal of an IG from office or 
transfer to another position or location within an “establishment.”  Similary, Section 8(G)(e) 
provides a similar specific process for IGs within designated Federal entities.  These removal 
processes require Congressional notification not later than 30 days before any such removal.  
These removal standards provides an unparalleled safeguard to protect the independence of 
IGs to carry out, or complete any audit or investigation, or issue any subpoena during the 
course of any audit or investigation.  This safeguard is defeated when an IG is placed on 
“administrative leave” or “suspended without pay” (i.e., a paid or unpaid, nonduty status) by 
the President in instances involving an IG of an establishment or an Agency Head in 
instances involving an IG of a designated Federal entity.  
 
CIGIE supports an amendment to the IG Act to establish a Congressional notification 
requirement for use of either paid or unpaid, nonduty personnel actions involving an IG, to 
establish a clear framework for the limitations on purpose of such leave for IGs, and to 
establish a time limitation for use of such leave in the interest of an exigent circumstance—
time that would allow for the President or Agency Head to better assess or validate an 
allegation or incident and take a more concrete action, such as return to duty or otherwise. 
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D.  TESTIMONIAL SUBPOENA AUTHORITY 


The Inspector General Act of 1978 (5 U.S.C. App.) is amended— 
 


1. by inserting after section 6(g) the following new subsection: 
 


(g)(1) An Inspector General is authorized to require by subpoena the attendance and 
testimony of witnesses as necessary in the performance of functions assigned to the 
Inspector General by this Act, except that the Inspector General shall use procedures 
other than subpoenas to obtain attendance and testimony from Federal employees. 


 
Supporting Statement: 
 
The amendment would authorize IGs to subpoena the attendance and testimony by certain 
witnesses, including any former Federal employee necessary in the performance of the 
functions of the IG Act.  In the absence of such authority, the resignation of Federal 
employees has in some instances substantially hampered an audit, investigation or other 
review into matters within the scope of that individual’s responsibilities.  The new authority 
is most effective in assisting IG work if it does not limit the allowable recipients of a 
subpoena, but rather solely require that the subpoena be necessary in performance of the 
functions assigned to IGs by the IG Act.  That would make the testimonial subpoena 
authority the same as the IGs’ existing authority to subpoena documents.  That authority, set 
forth in section 6(a)(4) of the IG Act, does not specify the recipients to whom IGs may issue 
subpoenas, but rather only requires that a subpoena must be necessary in the performance of 
IG work.  However, we agree that the authority should not include Federal employees in an 
IG’s subpoena authority.  Current Federal employees should not be subpoenaed because they 
are otherwise obligated to provide testimony and cooperate with the Inspector General.    
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E.  FREEDOM OF INFORMATION ACT EXEMPTION TO PROTECT SENSITIVE 
INFORMATION SECURITY DATA 


Section _______. 
  
(a)    Information related to a federal agency’s information security program or practices 
shall be exempt from disclosure under section 552(b)(3) of title 5, United States Code, if 
disclosure could reasonably be expected to lead to or result in unauthorized— 
  
(1)   access,  
(2)   use,  
(3)   disclosure,  
(4)   disruption,  
(5)   modification, or 
(6)   destruction  
  
of an agency’s information system or the information that system controls, processes, stores, 
or transmits. 
  
(b)   Federal agencies’ use of this section shall be conducted in accordance with an agency’s 
obligation to reasonably segregate non-exempt information under 552(b) of title 5, United 
States Code. 
 
Supporting Statement: 
 
Since the Supreme Court’s 2011 decision in Milner v. Department of the Navy, OIGs across 
the Federal government have raised serious concerns that information related to Federal 
agencies’ information security may be unprotected from disclosure under the FOIA.  Prior 
to Milner, a number of Federal agencies, including OIGs, used the “high 2” form of FOIA’s 
Exemption 2 to protect this sensitive information, including audit workpapers and agency 
records related to agency information security vulnerabilities.  After Milner, this exemption 
is no longer available.  Although other FOIA exemptions apply to classified information and 
documents compiled for law enforcement purposes, no single exemption currently covers the 
extremely large area of documents that analyze, audit, and discuss in detail the information 
security vulnerabilities of the Federal government. 


 
CIGIE is proposing a narrow exemption covering information that “could reasonably be 
expected to lead to or result in unauthorized access, use, disclosure, disruption, modification, 
or destruction of an agency’s information system or the information that system controls, 
processes, stores, or transmits.”  This language tracks with existing FISMA language found 
in 44 USC § 354(a)(2)(A), and it is suggested that this intention be included in any legislative 
history that may be developed. 
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F.  PROGRAM FRAUD CIVIL REMEDIES ACT  
 
CIGIE proposes to: 
 


1. Revise the Definition of Hearing Officials. 
2. Add a provision to the Act to revise the statute of limitations language in the PFCRA. 
3. Allow PFCRA recovery for “reverse false claims” cases in which a party withholds 


information material to that party’s obligation to pay the Government. 
4. Amend the statute to encourage the PFCRA as an alternative for low dollar False Claims 


Act claims by specifying that a PFCRA case is an alternate remedy. 
5. Add a definition of “material” to the PFCRA that is similar to the False Claims Act. 
6. Revise the CIGIE Legislation Committee’s proposal regarding the recovery of costs. 
7. Increase the efficiency of DOJ processing PFCRA requests for authorization by allowing 


delegation of PFCRA approval authority at a lower level than the Assistant Attorney 
General. 


8. Give Legislative Branch Inspectors General authority under the PFCRA. 
9. Increase the dollar amount of claims subject to the PFCRA. 


 
*** 
 
1.  Revising the Definition of Hearing Officials.   
 
A.  Subsection (a) of 31 U.S.C. § 3801, is amended to read as follows: 
 


(7) “presiding officer” means— 
 
(A) in the case of an authority to which the provisions of subchapter II of chapter 5 of 
title 5 apply, an administrative law judge appointed in the authority pursuant to section 
3105 of such title or detailed to the authority pursuant to section 3344 of such title; or  
 
(B)  in the case of an authority to which the provisions of such subchapter do not apply, 
an officer or employee of the authority who— 
 
(i) is selected under chapter 33 of title 5 pursuant to the competitive examination process 
applicable to administrative law judges; 
 
(ii) is appointed by the authority head to conduct hearings under section 3803 of this 
title;  
 
(iii) is assigned to cases in rotation so far as practicable;  
 
(iv) may not perform duties inconsistent with the duties and responsibilities of a presiding 
officer;  
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(v) is entitled to pay prescribed by the Office of Personnel Management independently of 
ratings and recommendations made by the authority and in accordance with chapter 51 
of such title and subchapter III of chapter 53 of such title;  
 
(vi) is not subject to performance appraisal pursuant to chapter 43 of such title; and  
 
(vii) may be removed, suspended, furloughed, or reduced in grade or pay only for good 
cause established and determined by the Merit Systems Protection Board on the record 
after opportunity for hearing by such Board; or 
 
(C) a member of a board of contract appeals pursuant to 41 U.S.C. § 7105, if the 
authority does not employ an available presiding officer under subsection (A). 


 
B.  Subsection (d) of 31 U.S.C. § 3803, is amended to read as follows: 
 


(d)(1) On or after the date on which a reviewing official is permitted to refer allegations 
of liability to a presiding officer under subsection (b) of this section, the reviewing 
official shall mail, by registered or certified mail, or shall deliver, a notice to the person 
alleged to be liable under section 3802 of this title. Such notice shall specify the 
allegations of liability against such person and shall state the right of such person to 
request a hearing with respect to such allegations. 
 
(2) If, within 30 days after receiving a notice under paragraph (1) of this subsection, the 
person receiving such notice requests a hearing with respect to the allegations contained 
in such notice (A) the reviewing official shall refer such allegations to a presiding officer 
for the commencement of such hearing; and 
 
(B) (1) In the case of a referral to a presiding officer as defined in subparagraphs 
(a)(7)(A) or (a)(7)(B) of section 3801, the presiding officer shall commence such hearing 
by mailing by registered or certified mail, or by delivery of, a notice which complies with 
paragraphs (2)(A) and (3)(B)(i) of subsection (g) to such person.; or 
 
(2) In the case of a referral to a presiding officer as defined in paragraph (a)(7)(C) of 
section 3801, the reviewing official shall submit a copy of the notice required by 
paragraph (d)(1) and of the response of the person receiving such notice requesting a 
hearing (i) to the board of contract appeal[s] which has jurisdiction over matters arising 
from the reviewing official’s agency pursuant to 41 U.S.C. § 7105(e)(1) or (ii) if the 
Chairman of such board declines to accept the referral, to any other board of contract 
appeals.  The reviewing official shall simultaneously mail, by registered or certified mail, 
or shall deliver, notice to the person alleged to be liable under section 3802 of this title 
that the referral has been made to a board of contract appeals with an explanation as to 
where such person can obtain the relevant rules of procedure promulgated by the board.  
 
* * * 
 
(g)(1) Each hearing under subsection (f) of this section shall be conducted-- 
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(A) in the case of an authority to which the provisions of subchapter II of chapter 5 of 
title 5 apply, in accordance with-- 
 
(i) the provisions of such subchapter to the extent that such provisions are not 
inconsistent with the provisions of this chapter; and 
 
(ii) procedures promulgated by the authority head under paragraph (3) of this 
subsection; or 
 
(B) in the case of an authority to which the provisions of such subchapter do not apply, in 
accordance with procedures promulgated by the authority head under paragraphs (2) 
and (3) of this subsection.; or 
 
(C) in the case of a hearing conducted by a presiding officer as defined in paragraph 
(a)(7)(C) of section 3801, according to the rules of procedure promulgated by such 
board.  Any such hearing will not be subject to the provisions in paragraph (g)(2) or 
subsections (h) or (i). 


 
C.  Subsection (e) of 41 U.S.C. § 7105 is amended to read as follows: 
 


(e) Jurisdiction.— 
 
(1) In general.— 
 
(A) Armed Services Board.--The Armed Services Board has jurisdiction to decide any 
appeal from a decision of a contracting officer of the Department of Defense, the 
Department of the Army, the Department of the Navy, the Department of the Air Force, 
or the National Aeronautics and Space Administration relative to a contract made by that 
department or agency. 
 
(B) Civilian Board.--The Civilian Board has jurisdiction to decide any appeal from a 
decision of a contracting officer of any executive agency (other than the Department of 
Defense, the Department of the Army, the Department of the Navy, the Department of the 
Air Force, the National Aeronautics and Space Administration, the United States Postal 
Service, the Postal Regulatory Commission, or the Tennessee Valley Authority) relative 
to a contract made by that agency. 
 
(C) Postal Service Board.--The Postal Service Board of Contract Appeals has 
jurisdiction to decide any appeal from a decision of a contracting officer of the United 
States Postal Service or the Postal Regulatory Commission relative to a contract made by 
either agency.  
 
(D) Other agency boards.--Each other agency board has jurisdiction to decide any 
appeal from a decision of a contracting officer relative to a contract made by its agency. 
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(E) The Armed Services Board, the Civilian Board, the Postal Service Board, and other 
agency boards also have jurisdiction to hear any Program Fraud Civil Remedies Act 
case referred to such board of contract appeals under subsection (d) of 31 U.S.C. § 3803.  
If the Chairman of a board determines that accepting a PFCRA referral would prevent 
adequate consideration of other cases currently being handled by such board, the 
Chairman may decline to accept the referral. 
 
(2) Relief.--In exercising this jurisdiction, an agency board may grant any relief that 
would be available to a litigant asserting a contract claim in the United States Court of 
Federal Claims or, in the event that a Program Fraud Civil Remedies Act case is filed 
under chapter 38 in title 31, any relief that would be available to a litigant under that 
Act.  


 
D.  The authorizing legislation should also include the following language: 
 


Within 180 days after the date of enactment of this amendment, each 
authority head shall promulgate rules and regulations necessary to 
implement the provisions of this amendment, and each Board of Contract 
Appeal shall revise their procedures as necessary to implement the 
provisions of this amendment. 


 
Supporting Statement: 
 
CIGIE proposes to amend of 31 U.S.C. § 3801(a)(7) to provide that the definition of a “presiding 
officer” in PFCRA includes “a member of an agency board of contract appeals (BCA) with 
jurisdiction under 41 U.S.C. § 7105,” to revise PFCRA to clarify that BCA rules of procedures 
would govern their cases and that agency heads cannot overturn BCA decisions, and to revise 
section 7105 to amend BCA jurisdiction to include PFCRA cases. 
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2.  Statute of Limitations 
 
Subsection (a) of 31 U.S.C. § 3808 is amended to read as follows: 
 


(a) An action hearing under section 3802 3803(d)(2) of this title with respect to a claim 
or statement shall be commenced by sending the notice identified in section 
3803(d)(1) within: 
 
(1) 6 years after the date on which such claim or statement is made, presented, or 
submitted., or 
 
(2) 3 years after the date when facts material to the right of action are known or 
reasonably should have been known by the official of the United States charged with 
responsibility to act in the circumstances, but in no event more than 10 years after the 
date on which the violation is committed, whichever occurs last. 


 
Supporting Statement: 
 
CIGIE proposes to amend the PFCRA so that it provided a statute of limitations (SOL) that was  
not unduly restrictive and that was more consistent with the SOL in the False Claims Act.   
The SOL in the PFCRA provides that a hearing “shall be commenced within 6 years after the 
date on which” an allegedly false claim or statement is made.  If the presiding officer does not 
commence a hearing within this deadline, the claim would be barred. 
 
This language is problematic for several reasons:  (1) it gives the Government less time to file a 
fraud claim than is available under the False Claims Act; and (2) unlike the False Claims Act, 
there is no provision tolling the SOL when the Government has not learned of the fraudulent act.  
The False Claims Act requires the Government to file a complaint within six years of the 
fraudulent act, a structure similar to most civil actions, which provide that the party must file a 
complaint within the allotted SOL.  The PFCRA, however, requires the presiding official to 
commence a hearing within six years, which can only take place after an agency has (1) obtained 
DOJ approval to proceed; (2) notified the defendant of the proposed action; (3) received a 
response from the defendant requesting a hearing; (4) notified the presiding official of the 
defendant’s response; and (5) received notice from the presiding official that a hearing has been 
commenced.1 
 
As a result, under the PFCRA, the government has a shorter period of time to bring a case than it 
would under the False Claims Act.  The defendant, upon receiving the Government’s notice or 
complaint, is fully aware of the Government intent to proceed with a PFCRA case, so requiring 
any additional steps before ending the period in which the statute of limitations can run does not 
further any significant policy goals. 
 
Additionally, unlike the False Claims Act, the PFCRA contains no provision allowing for the 
tolling of the SOL if the government is unaware of the false claim or statement. 
                                                           
1  This phrasing has been interpreted as the date that the presiding official issues a scheduling order not the day when 
a trial is actually commenced. 
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The CIGIE proposal would amend the PFCRA to provide that the agency must send notice to the 
defendant of the intent to refer the matter to a presiding officer within six years of the fraudulent 
act and include a “discovery” provision with wording that is similar to text in the False Claims 
Act. 
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3.  Allowing Recovery of Double Damages for “Reverse False Claims” Cases 
 
 Paragraph 3801(a)(3) is amended to read as follows, which would provide that a claim 
includes a submission: 
 
 (3) “claim” means any request, demand or submission— 
  


* * * 
 
(C) made to an authority which has the effect of concealing or improperly avoiding 
or decreasing an obligation to pay or account for transmit property, services, or money to 
the authority. 


  
Paragraph 3802(a)(3) is amended to read as follows, 
 
(3)  (A) Except as set forth in subparagraph (B), Aan assessment shall not be made under 
the second sentence of paragraph (1) with respect to a claim if payment by the 
Government has not been made on such claim.2 
 
(B) In the case of a claim as defined in section 3801(a)(3)(C), an assessment shall not be 
made under the second sentence of paragraph (1) in an amount more than double the 
value of property, services or money that was wrongfully withheld from the authority.  


 
Supporting Statement: 
 
Unlike the False Claims Act, the PFCRA does not clearly allow for the recovery of damages if a 
person withholds information or submits a false record or statement to understate how much 
money is owed to the Government (commonly referred to as a “reverse false claim”). 
 
It is possible that this is due to a drafting error.  The definition of claim in section 3801(a) 
includes a “submission … made to an authority [i.e., a Federal agency] which has the effect of 
decreasing an obligation to pay or account for property, services or money.”  This language 
suggests that the submission of a false statement to reduce the amount purportedly owed to the 
government would be actionable.  However, paragraph (a)(3) in section 3802 prohibits recovery 
of an “assessment,” i.e., the double recovery of any false claim made to the Government, “if 
payment by the Government has not been made on such claim.”  If a person falsely understated 
how much he or she owed to the Government, there would be no governmental payment, and the 
double recovery assessment would be unavailable. 
 
To address this discrepancy, CIGIE proposes to amend the PFCRA to include language that is 
substantially similar to the reverse false claims language in the False Claims Act and to clarify 
that an assessment can be recovered for such claims.  


                                                           
2  The referenced sentence states:  “Except as provided in paragraph (3) of this subsection, such person shall also be 
subject to an assessment, in lieu of damages sustained by the United States because of such claim, of not more than 
twice the amount of such claim, or the portion of such claim, which is determined under this chapter to be in 
violation of the preceding sentence.” 
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4.  Revise the PFCRA to promote its use as an alternate remedy to resolve qui tam actions 
brought under the False Claims Act  


 
CIGIE proposes to amend the PFCRA to make it clear that these actions are not required when 
the Government has already investigated a qui tam suit.  The proposal would be to add the 
following new provision in the PFCRA: 
  


38 U.S.C. § 3813 – Alternate Remedy to Resolve Actions by Private Persons 
With the written consent of the Attorney General or designee, an authority may elect to 
use this chapter as an alternate remedy under paragraph (c)(5) of section 3730 of this 
title for any claim that could be brought under sections 3802 and 3803.  In the event of 
such an election, the Attorney General may move to dismiss an action by a private party 
under 3730(c)(2)(A), and the reviewing official may provide notice to the person alleged 
to be liable and refer the matter to a presiding official pursuant to subsection (d) of 
section 3803 of this title, without the need to fulfill the requirements of subsections (a) 
and (b).  In such event, the reviewing official will be deemed authorized to compromise 
or settle the allegations of liability under subsection (j). 


 
Supporting Statement: 
 
The False Claims Act allows private parties (known as “relators”) to file “qui tam” actions 
alleging submission of false statements by another party to the obtain a governmental payment.  
The Government has a period of time to investigate and decide if it wants to take over the case or 
allow the relator to litigate the case.  The relator is entitled to a portion of any recovery, earning a 
greater share if he or she litigates the case. 
 
The False Claims Act also provides that the Government can dismiss a qui tam suit, and that, 
notwithstanding a relator’s rights under the Act, the Government can “”elect to pursue its claim 
through any alternate remedy available to the Government, including any administrative 
proceeding to determine a civil money penalty.”  31 U.S.C. § 3730(c)(5).  This could include a 
PFCRA action; however, it is unclear whether the PFCRA would still require the Investigating 
Official to refer the matter to the Reviewing Official, the Reviewing Official to then seek DOJ 
authorization to proceed, even though all three parties had already investigated the case in 
connection with the qui tam suit. 
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5.  Adding a definition of the term “Material” 
 
CIGIE  proposes to include a new subparagraph (10) in section 3801(a) to incorporate the False 
Claims Act’s definition of “material”: 


 
(10) the term “material,” when used as an adjective, means having a natural tendency to 
influence, or be capable of influencing, the payment or receipt of money or property. 
 


Supporting Statement: 
 
PFCRA does not include a definition of the term “material,” which is a term that is used 
throughout the statute.  Somewhat problematically, the word is used both as an adjective --to 
mean important -- and as a noun -- to mean information.  In addition, the statute of limitations 
proposal, discussed above, also includes the word “material.” CIGIE proposes to amend PFCRA 
to incorporate the definition of material from the False Claims Act when the term is used as an 
adjective. 
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6.  Allow agencies to retain PFCRA recoveries to the extent needed to make them whole.  
 


Amend  31 U.S.C. § 3806(g)(1) to read as follows: 
 


(g)(1) Except as provided in paragraph (2) of this subsection, any amount collected 
under this chapter shall be credited, first to reimburse the appropriation(s) that suffered 
the damages; and then, pro rata, to reimburse the appropriation(s) that suffered the 
administrative costs of the proceedings (including the cost of any investigation, litigation 
or other costs associated with the proceeding).  If the appropriation(s) that suffered the 
damages is no longer available for obligation, then to an appropriation(s) for similar 
purposes currently available for obligation.  Any amount collected under this chapter 
and subsequently credited to appropriations in accordance with the preceding sentence 
shall be available for obligation until expended.  Any amount remaining after 
reimbursement of the appropriations described above shall be deposited as 
miscellaneous receipts in the Treasury of the United States.   


 
Supporting Statement: 
 
One obstacle for agencies in PFCRA actions is the nonreimbursable costs associated with 
pursuing a PFCRA action, including investigative expenses, and costs of discovery and 
litigation.   Allowing agencies to retain some or all of the funds collected under PFCRA would 
be a logical way to address this problem, but such an arrangement may be illegal under current 
fiscal law.  PFCRA specifies that all agencies except two must deposit any PFCRA recoveries 
into the Treasury Miscellaneous Receipts account.   This is a disincentive to investing significant 
time or effort into pursuing PFCRA claims.  In fact, PFCRA not only disallows agency 
reimbursement, but pursuing a PFCRA claim requires the agency to spend money beyond what it 
has already lost, without any anticipated compensation.  
 
Allowing agencies to be made whole for damages suffered and administrative costs expended 
would provide an incentive for agencies to pursue PFCRA claims, and it would better fulfill one 
of the key reasons Congress enacted PFCRA: “to provide Federal agencies which are the victims 
of false, fictitious, and fraudulent claims and statements with an administrative remedy to 
recompense such agencies for losses resulting from such claims and statements.” 
 
The proposed statute is based largely on the existing HHS Fraud Abuse Control Program.  42 
U.S.C. § 1320A–7C.  This program has proven highly successful and is often cited as a best 
practice for ensuring program integrity.  Unlike the HHS Fraud Abuse Control Program, funds 
credited to an appropriation would remain available until expended.  This distinction appears 
appropriate as the administrative burdens arising from time limitations on what may be multiple 
recoveries to several separate appropriations is inconsistent with the remunerative nature of the 
provision. 
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7.  Increase the efficiency of DOJ processing PFCRA requests for authorization by allowing 
delegation of PFCRA approval authority at a lower level than the Assistant Attorney 
General. 
 


Amend 31 U.S.C. § 3812 so it reads as follows: 
 


Any function, duty, or responsibility which this chapter specifies be 
carried out by the Attorney General or an Assistant Attorney General 
designated by the Attorney General, shall not may be delegated to, or 
carried out by, any other officer or employee of the Department of Justice. 


 
Supporting Statement: 
 
Experience has shown that requiring involvement of the highest-ranking Department of Justice 
officials may contribute to PFCRA delays.  The proposed revision would change the PFCRA 
authority delegation limits so that this authority could be delegated similar to claims under the 
False Claims Act.  
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8.  Give Legislative Branch Inspectors General authority under the PFCRA 
 


Add new text to existing 31 U.S C. § 3801(a)(1)(F) to read as follows (new text 
underlined): 


 
(F) a designated Federal entity (as such term is defined under Section 8G(a)(2) of the 
Inspector General Act of 1978) and a legislative agency for which the position of 
Inspector General is established by Federal statute. 


 
Supporting Statement: 
 
This amendment allows legislative agencies with statutory Inspectors General to pursue remedies 
under the PFCRA.  Under current law, legislative branch agencies, which may be handling 
Federal funds in a manner similar to executive branch agencies, do not have explicit PFCRA 
authority.  This authority is necessary to provide a remedy to those legislative agencies for 
smaller-dollar loss cases, which might not be pursued by the Department of Justice under the 
False Claims Act. 
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9.  Increase the dollar amount of claims subject to the PFCRA. 
 


CIGIE proposes to amend of 31 U.S.C. § 3803(c)(1) to read: 
 
 (c)(1) No allegations of liability under section 3802 of this title with respect to any claim 
made, presented, or submitted by any person shall be referred to a presiding officer 
under paragraph (2) of subsection (b) if the re-viewing official determines that-- 
 
(A) an amount of money in excess of $150,000500,000; or 
(B) property or services with a value in excess of $150,000500,000, 
is requested or demanded in violation of section 3802 of this title in such claim or in a 
group of related claims which are submitted at the time such claim is submitted. 


 
Supporting Statement: 
 
Dollar values set in the PFCRA have not changed since 1986.  The statute contains, for example, 
a jurisdictional cap that prohibits the Government from referring claims in excess of $150,000 to 
a presiding official.  31 U.S.C. § 3803(c)(1).  According to the U.S. Bureau of Labor Statistics, 
$150,000 in 1986 dollars now has purchasing power in excess of $300,000.       
 
A simple adjustment for inflation, however, may not be enough.  In 1991, GAO documented the 
widespread concern that the cost of processing a PFCRA claim might exceed the recovery.  
Today, surveys indicate Federal agencies have not embraced PFCRA to the degree Congress 
expected.   The reluctance of some federal agencies to make widespread use of PFCRA has 
resulted in a vacuum in which many cases are not prosecuted as the Department of Justice often 
lacks resources to be able to accept low-dollar cases.  It is the experience of Inspectors General 
that a number of DOJ offices decline prosecution of many cases under $500,000.  Increasing the 
dollar limits will likely make PFCRA more attractive to agencies and increase deterrence of 
fraud. 
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G.  TECHNICAL AMENDMENTS TO THE INSPECTOR GENERAL REFORM ACT 
OF 2008 


 


(a) Incorporation of Provisions From the Inspector General Reform Act of 2008 Into the 
Inspector General Act of 1978- 


(1) CLASSIFICATION AND PAY- 


(A) AMENDMENT- Section 8G of the Inspector General Act of 1978 (5 U.S.C. App.) is 
amended by adding at the end the following: 


`(i) Notwithstanding any other provision of law, the Inspector General of each designated 
Federal entity shall, for pay and all other purposes be classified at a grade, level or rank 
designation, as the case may be, at or above those of a majority of the senior level executives 
of the designated Federal entity (such as General Counsel, Chief Information Officer, Chief 
Financial Officer, Chief Human Capital Officer, or Chief Acquisition Officer). The pay of an 
Inspector General of a designated Federal entity shall not be less than the average total 
compensation (including bonuses) of the senior level executives of the designated Federal 
entity calculated on an annual basis.'. 


(B) CONFORMING REPEAL- Section 4(b) of the Inspector General Reform Act of 2008 
(Public Law 110-409; 5 U.S.C. App. note) is repealed. 


(2) PAY RETENTION- 


(A) AMENDMENT- The Inspector General Act of 1978 (5 U.S.C. App.) is amended by 
adding after section 8M the following: 


`SEC. 8N. PAY RETENTION. 


`(a) In General- The provisions of section 3392 of title 5, United States Code, other than the 
term `performance awards' and `awarding of ranks' in subsection (c)(1) of such section, shall 
apply to career appointees of the Senior Executive Service who are appointed to the position 
of Inspector General. 


`(b) Nonreduction in Pay- Notwithstanding any other provision of law, career Federal 
employees serving on an appointment made pursuant to statutory authority found other than 
in section 3392 of title 5, United States Code, shall not suffer a reduction in pay, not 
including any bonus or performance award, as a result of being appointed to the position of 
Inspector General.'. 


(B) CONFORMING REPEAL- Section 4(c) of the Inspector General Reform Act of 2008 
(Public Law 110-409; 5 U.S.C. App. note) is repealed. 
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(3) ALLEGATIONS OF WRONGDOING AGAINST SPECIAL COUNSEL OR DEPUTY 
SPECIAL COUNSEL- 


(A) AMENDMENTS- Section 11(d) of the Inspector General Act of 1978 (5 U.S.C. App.) is 
amended-- 


(i) in paragraph (2)-- 


(I) in subparagraph (C), by inserting `or their designee' before the period; and 


(II) in subparagraph (D), by inserting `or their designee' before the period; and 


(ii) by adding at the end the following: 


`(12) ALLEGATIONS OF WRONGDOING AGAINST SPECIAL COUNSEL OR DEPUTY 
SPECIAL COUNSEL- 


`(A) SPECIAL COUNSEL DEFINED- In this paragraph, the term `Special Counsel' means 
the Special Counsel appointed under section 1211(b) of title 5, United States Code. 


`(B) AUTHORITY OF INTEGRITY COMMITTEE- 


`(i) IN GENERAL- An allegation of wrongdoing against the Special Counsel or Deputy 
Special Counsel may be received, reviewed and referred for investigation by the Integrity 
Committee to the same extent and in the same manner as in the case of an allegation against 
an Inspector General (or a member of the staff of an Office of Inspector General), subject to 
the requirement that the Special Counsel recuse himself or herself from the consideration of 
any allegation brought under this paragraph. 


`(ii) COORDINATION WITH EXISTING PROVISION OF LAW- This paragraph does not 
eliminate access to the Merit Systems Protection Board for review under section 7701 of title 
5, United States Code. To the extent that an allegation brought under this subsection involves 
section 2302(b)(8) of that title, a failure to obtain corrective action within 120 days after the 
date on which the allegation is received by the Integrity Committee shall, for purposes of 
section 1221 of such title, be considered to satisfy section 1214(a)(3)(B) of such title. 


`(C) REGULATIONS- The Integrity Committee may prescribe any rules or regulations 
necessary to carry out this paragraph, subject to such consultation or other requirements as 
might otherwise apply.'. 


(B) CONFORMING REPEAL- Section 7(b) of the Inspector General Reform Act of 2008 
(Public Law 110-409; 5 U.S.C. 1211 note) is repealed. 


(b) Agency Applicability- 


(1) AMENDMENTS- The Inspector General Act of 1978 (5 U.S.C. App.) is further amended-- 
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(A) in section 8M-- 


(i) in subsection (a)(1)-- 


(I) by striking `Each agency' and inserting ` Each Federal agency and designated Federal 
entity'; and 


(II) by striking `that agency' and inserting `the Federal agency or designated Federal entity' 
each place it appears; and 


(ii) in subsection (b)-- 


(I) in paragraph (1), in the matter preceding subparagraph (A), by striking `agency' and 
inserting `Federal agency and designated Federal entity'; and 


(II) in paragraph (2)-- 


(aa) in subparagraph (A), by striking `agency' and inserting `Federal agency and designated 
Federal entity'; and 


(bb) in subparagraph (B), by striking `agency' and inserting `Federal agency and designated 
Federal entity'; and 


(B) in section 11(c)(3)(A)(ii), by striking `department, agency, or entity of the executive 
branch which' and inserting `Federal agency or designated Federal entity that'. 


(2) IMPLEMENTATION- Not later than 180 days after the date of enactment of this Act, the 
head and the Inspector General of each Federal agency (as defined in section 12 of the 
Inspector General Act of 1978 (5 U.S.C. App.)) and each designated Federal entity (as 
defined in section 8G of the Inspector General Act of 1978 (5 U.S.C. App.)) shall implement 
the amendments made by this subsection. 


(c) REQUIREMENTS FOR INSPECTORS GENERAL 
 
WEBSITES.—Section 8L(b)(1) of the Inspector General Act of 1978 (5 U.S.C. App.) is 
amended— 
 
(1) by striking ‘‘report or audit (or portion of any report or audit)’’ and inserting ‘‘audit 
report, inspection report, or evaluation report (or portion of any such report)’’; and 
 
(2) by striking ‘‘report or audit (or portion of that report or audit)’’ and inserting ‘‘report 
(or portion of that report)’’ each place it appears. 
 
(d) Corrections- 
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(1) EXECUTIVE ORDER NUMBER- Section 7(c)(2) of the Inspector General Reform Act of 
2008 (Public Law 110-409; 31 U.S.C. 501 note) is amended by striking `12933' and inserting 
`12993'. 


(2) PUNCTUATION AND CROSS-REFERENCES- The Inspector General Act of 1978 (5 
U.S.C. App.) is amended-- 


(A) in section 4(b)(2)-- 


(i) by striking `8F(a)(2)' and inserting `8G(a)(2)' each place it appears; and 


(ii) by striking `8F(a)(1)' and inserting `8G(a)(1)'; 


(B) in section 6(a)(4), by striking `information, as well as any tangible thing)' and inserting 
`information), as well as any tangible thing'; and 


(C) in section 8G(g)(3), by striking `8C' and inserting `8D'. 


(D) in section 5(a)(13) by striking ‘05(b)’ and inserting ‘804(b)’  


(3) SPELLING- The Inspector General Act of 1978 (5 U.S.C. App.) is amended-- 


(A) in section 3(a), by striking `subpena' and inserting `subpoena'; 


(B) in section 6(a)(4)-- 


(i) by striking `subpena' and inserting `subpoena'; and 


(ii) by striking `subpenas' and inserting `subpoenas'; 


(C) in section 8D(a)-- 


(i) in paragraph (1), by striking `subpenas' and inserting `subpoenas'; and 


(ii) in paragraph (2), by striking `subpena' and inserting `subpoena', each place it appears; 


(D) in section 8E(a)-- 


(i) in paragraph (1), by striking `subpenas' and inserting `subpoenas'; and 


(ii) in paragraph (2), by striking `subpena' and inserting `subpoena' each place it appears; 
and 


(E) in section 8G(d), by striking `subpena' and inserting `subpoena'. 


(e) Repeal- Section 744 of the Financial Services and General Government Appropriations 
Act, 2009 (Public Law 111-8; 123 Stat. 693) is repealed. 
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(f) Section 11(b)(1)(B) of the Inspector General Act of 1978 (5 U.S.C. App.) is amended to 
read as follows: 


`(B) The Inspectors General of the Intelligence Community and the Central Intelligence 
Agency.'. 


Supporting Statement: 
 
The Committee has proposed certain amendments to the Inspector General Reform Act of 
2008 (Reform Act): 
 
• Codify the following provisions from the Reform Act in the Inspector General Act of 


1978: (a) the designated Federal entity inspector general pay provisions set forth in 
section 4(b) of the Reform Act; (b) pay provisions for career Senior Executive Service 
personnel that become inspectors general set forth in section 4(c) of the Reform Act; and 
(c) the authority of the Integrity Committee to investigate allegations of wrongdoing 
against the Special Counsel or Deputy Special Counsel provided in section 7(b) of the 
Reform Act. 
 


• Authorize all executive branch OIGs to fund or participate in CIGIE activities (the 
current language "department, agency, or entity of the executive branch" does not include 
certain designated Federal entities). 
 


• Replace "agency" with "Federal agency, establishment or designated Federal entity" so 
that non-agency OIGs may promise to keep anonymous the identity of parties filing 
complaints. 
 


• Clarify that reports that OIGs must post on their web-sites includes audit reports, 
inspection reports and evaluation reports, consistent with semi-annual reporting 
requirements. 
 


• Repeal parts of the 2009 Omnibus Appropriations Act that conflict with codified Reform 
Act language regarding OIG websites. 
 


• Amend Section 11(d) of the IG Act to designate the Special Counsel and the Director of 
the Office of Government Ethics, or their designees, as members of the Integrity 
Committee. 
 


• Correct various typographical errors. 
 





		`SEC. 8N. PAY RETENTION.






 


 
 
 February XX, 2015 
 
The Honorable Beth Cobert 
Deputy Director for Management 
Office of Management and Budget 
725 17th Street, NW 
Washington, DC 20503 
 
Dear Ms. Cobert: 


 
As Chair of the Legislation Committee of the Council of the Inspectors General on Integrity 


and Efficiency (CIGIE), I am pleased to provide you this summary of the Committee legislative 
priorities for the 114th Congress.  We appreciate your feedback, and thank you in advance for 
your support of these efforts. 
 


The CIGIE Legislation Committee (or Committee) is dedicated to providing helpful and 
timely information about Congressional initiatives to the Inspector General (IG) community; 
soliciting the views and concerns of the community in response to Congressional initiatives and 
requests; and presenting views and recommendations to Congressional entities and the Office of 
Management and Budget on issues and initiatives of interest.  The Committee continues to 
advocate legislative proposals that enhance the work of IGs.  A list of  legislative proposals that 
CIGIE considers a high priority to strengthen oversight of Federal programs or resolve 
challenges that IGs face under current law are detailed below. 
 


The Committee also anticipates a continued interest by the Congress in improving the 
efficiency and transparency of CIGIE’s Integrity Committee (IC).  The IC serves as an 
independent review and investigative mechanism for allegations of wrongdoing brought against 
IGs, designated staff members of an Office of Inspector General (OIG), and the Special Counsel 
and Deputy Special Counsel of the Office of Special Counsel (OSC).  The IG community must 
maintain the highest levels of accountability and integrity, and the IC strives to review 
allegations of wrongdoing in a timely, fair, and consistent manner to allow for a full accounting 
of substantiated allegations.   


 
The IC was newly formed along with CIGIE following enactment of the Inspector General 


Reform Act of 2008 (P.L. 110-409).  Though the IC has been able to fully meet its statutory 
investigative responsibilities, matters that have been addressed by the IC in recent years have 
highlighted certain inefficiencies in its processes.  Should a congressional debate ensue relative 
to adjusting the framework and streamlining the operations of the IC, CIGIE looks forward to 
providing the IG community perspectives on such legislative proposals to preserve the public’s 
trust in our independent oversight efforts of Federal programs.   







 


     As indicated above, the IG community has a strong interest in several legislative proposals 
and will advocate for their enactment and provide technical assistance to advance related 
legislation in these areas: 
 


A. Computer Matching Act 
B. Paperwork Reduction Act 
C. Appropriate Use of Paid or Unpaid, Non-duty Status in Cases Involving an Inspector 


General  
D. Testimonial Subpoena Authority 
E. Freedom of Information Act Exemption to Protect Sensitive Information Security Data 
F. Program Fraud Civil Remedies Act  
G. Technical Amendments to the Inspector General Reform Act of 2008 
 
Summaries of CIGIE legislative proposals are provided below, and additional relevant 


information are provided in the enclosure. 
 


A.  Computer Matching Act 
 
This provision would amend … to exempt the Inspectors General and also exempt an agency 
that is participating in a matching program with the IG from the requirements of the 
Computer Matching and Privacy Protection Act of 1988 (CMPPA).   
The CMPPA amended the Privacy Act of 1974, as amended, (Act) 5 U.S.C. 552a, to add 
certain protections for the subjects of Privacy Act records accessed in computer matching 
programs.  In general, the CMPPA prevents unregulated government access to personal 
records for purposes unrelated to the legitimate reasons for which the records were collected.  
A formal Computer Matching Agreement (CMA) is generally required to conduct audits, 
investigations, or evaluations and inspections, where the review methodology includes 
computerized comparisons constituting a “matching program” under the Privacy Act.  This 
includes such programs designed to determine benefit eligibility, compliance with benefit 
program requirements, or recoup improper benefit payments or delinquent debts from current 
or former beneficiaries.  The CMA requirement applies whether the match is between 
Federal systems of records or those systems and non-Federal agency (State and local) 
systems of records.  
 
The CMPPA sets forth the procedure that must be followed if an agency is requesting 
information from another Federal or non-Federal agency, including: (1) the CMA must be 
reviewed and approved by each agency’s Data Integrity Board (DIB); (2) the CMA must 
include a detailed Cost Benefit Analysis (CBA) that sets out the justification for the program 
and the results, including a specific estimate of any savings: and,(3)  if the CMA is approved, 
notice must be published in the Federal Register at least 30 days prior to the match taking 
place.  If, however, the DIB disapproves the CMA, an appeal may be made to the Director of 
the Office of Management and Budget (OMB).  If OMB disapproves a CMA proposed by the 
agency’s Inspector General (IG), the IG may report the disapproval to the head of the agency 
and to Congress.  Anecdotally, the entire process, even with DIB approval has been known to 
take more than a year to complete.  It is important to note that the DIB of both agencies have 
to approve the CMA. 







 


 
Members of the IG community have expressed concerns that although the IG Act established 
Offices of Inspectors General (OIGs) as independent offices within their host agency, 
provisions of the CMPPA threaten the principle of independence.  For example, the CMPPA 
requires IG offices to obtain the approval of the agency’s DIB to implement a computer 
matching agreement can impair independence, notwithstanding the ability to appeal a DIB 
decision to OMB.  Although the CMPPA includes each IG as a member of his or her host 
agency’s board, the remaining board members are not officials from the IG office.  
Accordingly, requiring these agency officials to approve an IG’s proposed data match could 
allow a board to prevent the match, or to impose undue restrictions or conditions on the 
match, thereby compromising the IG’s independent ability to determine the scope and 
methodology of the IG office’s review.  The time and effort associated with appealing a DIB 
decision to OMB could effectively preclude an IG from carrying out a match in a timely 
fashion and thereby minimize or eliminate the relevance of the match or encourage IGs to 
reluctantly accept conditions imposed by a DIB.  Also, requiring approval from the DIB 
provides other agency officials who are not on the board advance notice regarding the details 
of IG planned actions, which could impair the performance of independent sensitive or 
confidential work by the IG.  (See GAO, Data Analytics For Oversight & Law Enforcement, 
GAO-13680SP, p. 11-12 (July 2013), found at http://www.gao.gov/products/GAO-13-
680SP). 
 
The Do Not Pay Initiative of the Improper Payments Elimination and Recovery Improvement 
Act of 2012 (IPERIA) streamlined this process to a degree.  For example, a CMA may be 
with multiple agencies and its length was extended from a maximum of 18 months to a 
maximum of 3 years.  Unfortunately, even with IPERIA, it appears IGs are still hindered in 
their efforts to investigate and prevent improper payments and fraud within their agency.  IGs 
must still enter into a CMA with another Federal agency or non-Federal agency and submit it 
to each agency’s DIB.  Also, while a DIB is to respond to the proposed CMA within 60 days 
of submission, the DIB may still not approve the proposed CMA requiring the IG to appeal 
to OMB.  In addition, while a detailed CBA, with a specific estimate of any savings under the 
CMA, is not required, a CBA is still required pursuant to OMB guidance issued on IPERIA.  
Finally, as it requires the DIBs of both agencies to the CMA to approve the Agreement, this 
process is still laborious, requiring a substantial expenditure of time.  Even with the 
streamlined process in IPERIA, this is still a protracted process.  This delays IGs from timely 
receiving needed information for an investigation, audit, or evaluation and inspection, thus 
delaying or severely hampering the IGs in their efforts to investigate and prevent improper 
payments and fraud within their agency.  
 
B.  Paperwork Reduction Act 
 
The Paperwork Reduction Act (PRA) requires a lengthy and burdensome approval process 
for the collection of information by a Federal agency.  The CIGIE has recommended that the 
PRA be amended to exempt the Federal IG offices from its requirements for the purpose of 
collecting information during any investigation, audit, inspection, evaluation, or other review 
conducted by a Federal IG.   
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The IG Community has advocated for over a decade for a change to the PRA in order to 
facilitate the independent reviews of IGs, and CIGIE has recommended that the PRA be 
amended to exempt the Federal IG offices from its requirements.  Specifically, our concern is 
that the PRA requires that information collections, such as OIG surveys, be subject to 
approval from a "senior official" of the agency and then from OMB.  Subjecting IGs to the 
review process requirements of the PRA conflicts with their statutory mission to be 
independent and nonpartisan.  Additionally, the protracted approval process affects IG's 
ability to carry out audits and evaluations required by members of Congress, through law or 
by requests, in a timely and effective manner.    
 
While agency heads may generally supervise IGs, they are not to "prevent or prohibit the IG 
from initiating, carrying out, or completing any audit or investigation."  We recognize OMB's 
wealth of knowledge in the formulation and conduct of surveys.  Indeed, our community may 
wish to informally seek its advice in the areas of survey formats, techniques, and 
methodologies.  However, application of the PRA to IGs has both process and substance 
implications, and we continue to support an exemption to the PRA for IGs    
 
C.  Appropriate Use of Paid or Unpaid, Non-duty Status in Cases Involving an 
Inspector General 
 
Section 3(b) of the IG Act provides a specific process for removal of an IG from office or 
transfer to another position or location within an “establishment.”  Similarly, Section 8(G)(e) 
provides a similar specific process for IGs within designated Federal entities.  These removal 
processes require Congressional notification not later than 30 days before any such removal.  
These removal standards provides an unparalleled safeguard to protect the independence of 
IGs to carry out, or complete any audit or investigation, or issue any subpoena during the 
course of any audit or investigation.  This safeguard is defeated when an IG is placed on 
“administrative leave” or “suspended without pay” (i.e., a paid or unpaid, non-duty status) by 
the President in instances involving an IG of an establishment or an Agency Head in 
instances involving an IG of a designated Federal entity.  CIGIE supports an amendment to 
the IG Act to establish a Congressional notification requirement for use of either paid or 
unpaid, non-duty personnel actions involving an IG, to establish a clear framework for the 
limitations on purpose of such leave for IGs, and to establish a time limitation for use of such 
leave in the interest of an exigent circumstance. 


 
D.  Testimonial Subpoena Authority 
 
The amendment would authorize IGs to subpoena the attendance and testimony by certain 
witnesses, including any former Federal employee necessary in the performance of the 
functions of the IG Act.  In the absence of such authority, the resignation of Federal 
employees has in some instances substantially hampered an audit, investigation or other 
review into matters within the scope of that individual’s responsibilities.  The new authority 
is most effective in assisting IG work if it does not limit the allowable recipients of a 
subpoena, but rather solely require that the subpoena be necessary in performance of the 
functions assigned to IGs by the IG Act.  That would make the testimonial subpoena 
authority the same as the IGs’ existing authority to subpoena documents.  That authority, set 







 


forth in section 6(a)(4) of the IG Act, does not specify the recipients to whom IGs may issue 
subpoenas, but rather only requires that a subpoena must be necessary in the performance of 
IG work.  However, we agree that the authority should not include Federal employees in an 
IG’s subpoena authority.  Current Federal employees should not be subpoenaed because they 
are otherwise obligated to provide testimony and cooperate with the Inspector General.    
  
E.  Freedom of Information Act Exemption to Protect Sensitive Information Security 
Data 
 
Since the Supreme Court’s 2011 decision in Milner v. Department of the Navy, OIGs across 
the Federal government have raised serious concerns that information related to Federal 
agencies’ information security may be unprotected from disclosure under the FOIA.  Prior 
to Milner, a number of Federal agencies, including OIGs, used the “high 2” form of FOIA’s 
Exemption 2 to protect this sensitive information, including audit workpapers and agency 
records related to agency information security vulnerabilities.  After Milner, this exemption 
is no longer available.  Although other FOIA exemptions apply to classified information and 
documents compiled for law enforcement purposes, no single exemption currently covers the 
extremely large area of documents that analyze, audit, and discuss in detail the information 
security vulnerabilities of the Federal government. 


 
CIGIE is proposing a narrow exemption covering information that “could reasonably be 
expected to lead to or result in unauthorized access, use, disclosure, disruption, modification, 
or destruction of an agency’s information system or the information that system controls, 
processes, stores, or transmits.”  This language tracks with existing FISMA language found 
in 44 USC § 354(a)(2)(A), and it is suggested that this intention be included in any legislative 
history that may be developed. 


 
F.  Program Fraud Civil Remedies Act  


 
The PFCRA (31 U.S.C. §§ 3801-3812) is often referred to as the “mini False Claims Act” 
because it provides administrative civil remedies for false claims of $150,000 or less and for 
false statements in cases DOJ does not accept for prosecution.  Although many of the terms 
in, and underlying concepts of, the False Claims Act (31 U.S.C. §§ 3729–3733) and the 
PFCRA are similar, PFCRA cases are adjudicated before Administrative Law Judges (ALJs), 
unlike False Claims Act cases, which are litigated in Federal court.  The False Claims Act 
allows the Government to recover treble the amount of the false claim(s), whereas only 
double damages are available under the PFCRA.  Both statutes also allow for recovery of 
civil money penalties for false claims; whereas the False Claims Act allows penalties of 
$11,000 per false claim, the PFCRA permits a $5,000 recovery for each false claim.  Unlike 
the False Claims Act, however, the PFCRA authorizes civil money penalties for false 
statements even if there has been no claim for payment of money. 


 
Use of ALJs can make the PFCRA a potentially faster and lower-cost alternative to recover 
damages in smaller dollar fraud cases.  However, the statute remains a relatively 
underutilized tool as noted in a 2012 report from the Government Accountability Office 
(GA0) entitled: “Program Fraud Civil Remedies Act: Observations on Implementation,” 







 


GAO-12-275R (January 27, 2012) (hereinafter the “GAO 2012 Report”).  According to the 
GAO 2012 Report, which was based upon a survey GAO undertook of OIGs and interviews 
with Federal officials, many agencies were not using the PFCRA for several reasons 
including: a lack of familiarity with the statute; insufficient resources; cumbersome and time-
consuming procedures; availability of alternate remedies; and the absence of ALJs in certain 
agencies that could hear PFCRA cases. 
 
In November 2012, CIGIE approved a cross cutting project to explore ways to increase the 
use of the PFCRA to deter fraud.  A survey that the Working Group conducted of CIGIE 
members in 2013 revealed that a number of the GAO concerns remain, thus underscoring the 
continuing challenges that inhibit widespread use of the PFCRA to combat fraud.  Though 
the Working Group focused its efforts on identifying measures to promote the use of the 
PFCRA within the confines of the current law, to include training for key officials in 
agencies across government, it is widely recognized that statutory changes could improve 
PFCRA usage.  As such, CIGIE is proposing several statutory changes, which have been 
developed in consultation with key stakeholders, such as the Armed Services Board of 
Contract Appeals and Boards of Contract Appeals.  The following is a list of specific 
proposals: 
 
1. Revise the Definition of Hearing Officials. 
2. Add a provision to the Act to revise the statute of limitations language in the PFCRA. 
3. Allow PFCRA recovery for “reverse false claims” cases in which a party withholds 


information material to that party’s obligation to pay the Government. 
4. Amend the statute to encourage the PFCRA as an alternative for low dollar False Claims 


Act claims by specifying that a PFCRA case is an alternate remedy. 
5. Add a definition of “material” to the PFCRA that is similar to the False Claims Act. 
6. Revise the CIGIE Legislation Committee’s proposal regarding the recovery of costs. 
7. Increase the efficiency of DOJ processing PFCRA requests for authorization by allowing 


delegation of PFCRA approval authority at a lower level than the Assistant Attorney 
General. 


8. Give Legislative Branch Inspectors General authority under the PFCRA. 
 
G. Technical Amendments to the Inspector General Reform Act of 2008 
 
The Committee has proposed certain amendments to the Inspector General Reform Act of 
2008 (Reform Act): 
 
• Codify the following provisions from the Reform Act in the Inspector General Act of 


1978: (a) the designated Federal entity inspector general pay provisions set forth in 
section 4(b) of the Reform Act; (b) pay provisions for career Senior Executive Service 
personnel that become inspectors general set forth in section 4(c) of the Reform Act; and 
(c) the authority of the Integrity Committee to investigate allegations of wrongdoing 
against the Special Counsel or Deputy Special Counsel provided in section 7(b) of the 
Reform Act. 
 







 


• Authorize all executive branch OIGs to fund or participate in CIGIE activities (the 
current language "department, agency, or entity of the executive branch" does not include 
certain designated Federal entities). 
 


• Replace "agency" with "Federal agency, establishment or designated Federal entity" so 
that non-agency OIGs may promise to keep anonymous the identity of parties filing 
complaints. 
 


• Clarify that reports that OIGs must post on their web-sites includes audit reports, 
inspection reports and evaluation reports, consistent with semi-annual reporting 
requirements. 
 


• Repeal parts of the 2009 Omnibus Appropriations Act that conflict with codified Reform 
Act language regarding OIG websites. 
 


• Amend Section 11(d) of the IG Act to designate the Special Counsel and the Director of 
the Office of Government Ethics, or their designees, as members of the Integrity 
Committee. 
 


• Correct various typographical errors. 
 


The Committee appreciates the opportunity to present to you this summary of important 
legislative initiatives.  We look forward to working with you to advance our legislative 
initiatives.  Should you have any questions or need more information, please do not hesitate to 
contact me directly at 202-205-6586. 
 
 Sincerely, 
 
 
 
 Peggy E. Gustafson 
 Inspector General 
 U.S. Small Business Administration 
 
 Chair, Legislation Committee 
 Council of the Inspectors General on Integrity  
      and Efficiency 
 
Enclosure 
 
Cc: CIGIE Executive Committee 
 CIGIE IGs and Liaisons 
 Committee on Homeland Security and Governmental Affairs 
 Committee on Oversight and Government Reform 







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, April 21, 2015
Date: Monday, April 20, 2015 4:33:50 PM
Attachments: SHSGAC Sen McCaskill QFRs Final.pdf

Aud Com Newsletter - April 2015.pdf
Agenda - April 21, 2015 - Final.docx
I&E Newsletter April 2015.pdf

Good Afternoon,

As many of you may have received notice regarding an active COOP exercise tomorrow, we wanted to inform you
that we are still moving forward with tomorrow's CIGIE Monthly meeting.

Additionally, we wanted to share with you the attached, which is the CIGIE response to Senator McCaskill's
Questions for the Record associated with the February 24, 2015, HSGAC hearing - Improving the Efficiency,
Effectiveness, and Independence of Inspectors General.  Please also find attached the Audit and  I&E Newsletter for
this month.

Thanks and we'll see you tomorrow morning.

Mark

-----Original Message-----
From: Council of IGs Liaisons [mailto:CIGIE-LIAISONS@LIST.NIH.GOV] On Behalf Of Mark Jones
Sent: Friday, April 17, 2015 6:41 PM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, April 21, 2015

Folks,

Attached is an updated Agenda for Tuesday's meeting and the PowerPoint presentation that will be used for
MITRE's discussion on their Payment Integrity Study.  Additionally, attached are the Committee Newsletters for the
IT Committee and the PDC Committee.

Have a good weekend.

Mark

From: Mark Jones
Sent: Tuesday, April 14, 2015 3:55 PM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting - 10:00 a.m., Tuesday, April 21, 2015

Good Afternoon,

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:CIGIE-LIAISONS@LIST.NIH.GOV



1 
 


Post-Hearing Questions for the Record 
Submitted to Hon. Michael Horowitz 


From Senator Claire McCaskill 
 


“Improving the Efficiency, Effectiveness, and Independence of Inspectors General” 
 


Tuesday, February 24, 2015 
 


I understand that the CIGIE Audit Committee is conducting a pilot to peer review IG 
work products that are not considered audits.   


1. What is the status of the pilot program? 
 
Response:  At present, the Council of Inspectors General on Integrity and Efficiency 
(CIGIE) maintains a robust peer review program for both the Audit divisions of the 
Offices of the Inspector General (OIGs) as well as the Investigations divisions. These 
programs are overseen and managed by the Council’s Audit and Investigations 
Committees respectively.  These peer review programs already have well-established 
guidelines and quality standards for conducting peer reviews of the OIG’s Audit and 
Investigations processes.  The Council’s Audit Committee policy statement on the 
system of quality control and the peer review guidance was first issued in August 
1989, and is periodically revised.  Every OIG currently has both its Audit and 
Investigations functions subject to peer review every three years and this has been 
ongoing.  
 
Similarly, the Inspections & Evaluation (I&E) Committee of the Council of Inspectors 
General has initiated a pilot program to develop a peer review process for OIGs’ 
Inspections and Evaluation function.  To date, there have been two rounds of reviews 
conducted under the pilot in which OIGs’ I&E divisions were examined and assessed.  
These reviews have provided valuable insight into the development of the I&E peer 
review process.  The Committee is currently soliciting volunteers to serve as 
reviewers and reviewees for the third round of reviews and finalizing refinements to 
the peer review pilot based on issues that surfaced during the first two rounds.  The 
Working Group on Policy for the peer review pilot program is also preparing 
recommendations for the I&E Committee on issues underlying the process. 
   


2. What are the next steps?   
 
Response:  The I&E Committee plans to commence the third round of the pilot peer 
review program this summer.  This third round of the program will test the 
improvements to the peer review processes that were identified in the previous 
rounds.  In this way, we can continue to revise and refine the process in order to 
ensure consistency among IGs for conducting peer reviews of I&E offices.  Following 
this third round, the I&E Committee will re-evaluate the peer review pilot program 
and will make recommendations for consideration by the Council of Inspectors 
General.   
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3. When do you expect to be at a point where every IG is having at least some of its 
work product audited regularly? 


 
Response:  Every OIG currently has both its Audit and Investigations functions 
subject to peer review every three years.  The I&E Committee expects to finish the 
evaluation of the I&E pilot and make recommendations to the Council of Inspectors 
General on the appropriate form and timeframes for an I&E peer review in 2016.   


 
Several reform options have been explored regarding these small IG offices, including 


everything from consolidation to expanding CIGIE’s role to provide these smaller agencies with 
additional resources.   


4. Do you have an opinion on how we can maximize the efficiency and effectiveness of 
these smaller IGs?  


Response:  The Council of Inspectors General has an important role to play in 
collaborating with smaller IG offices to address resource issues that they may have, 
and to consider ways to maximize their effectiveness.  To that end, I am pleased that a 
group of IGs, comprised of IGs of all sizes, is in the developmental stages of a shared 
platform program which would provide IG investigators, auditors, program 
managers, and evaluators in all OIGs, large and small, with capabilities to request 
services from partner IGs.  The envisioned sharing will formalize and improve the 
efficiency of the practice of sharing investigative services, referencing services, 
specialized audit services, and technical services such as polygraphs and data 
analysis.  As CIGIE Chair, I look forward to continuing to support this effort. 
 
In addition, some smaller DFE IGs have mutually agreed with other IG offices 
through periodic memoranda of understanding to share legal counsel, audit 
referencing assistance, or investigative resources.  Through the years, IGs of all sizes 
have resorted to resource sharing when a conflict arose or there was a need for a 
specialized expertise, such as handwriting analysis, or profiling, not developed in 
their own office.  As Chair of the Council of IGs, I look forward to supporting the 
expansion and further development of these efforts, and CIGIE will continue to 
develop cross-cutting projects and initiatives in order to achieve greater efficiency 
and effectiveness.  
 
In addition, in order to examine the issues of proper oversight over small Government 
agencies, a group of Inspectors General (IGs), of which I was a member, formed a 
working group last year to formulate a risk-based approach for achieving effective, 
efficient, and economical oversight of small Government agencies.  The primary 
objective of the working group was to raise the level of informed dialogue as a 
foundation for collegial deliberations and analysis among all stakeholders.  The 
working group focused on 56 Executive Branch entities without direct OIG oversight; 
these entities have combined budgets in excess of $1 billion.  While many of these 
mostly small Government entities share common characteristics, implementation of a 
one-size-fits-all approach for OIG oversight would not be practicable and would fail 
to embody the OIG core values of efficiency, effectiveness, and economy.  Over a 
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period of several months, the members of the working group focused their experience 
and expertise on identification and resolution of issues central to establishing risk-
based, right-sized oversight of the mostly small entities without OIGs.   
 
Earlier this year, the working group compiled our findings into a Proposal for 
Oversight of Certain Entities Without an Office of Inspector General that 
recommended two possible models for risk-appropriate frameworks for these 
agencies.  The first recommended model for small entities with a low level of 
apparent risk involves a central hotline-focused framework for OIG oversight.  Each 
small entity would be paired with a legislatively-designated OIG (Designated OIG).  
Additionally, a central administrator would be designated to manage a coordinated 
Central Hotline and refer allegations of fraud, waste, abuse, and whistleblower 
retaliation to the appropriate OIG.  A second proposed model would include creating 
four new OIGs for traditional oversight of six entities and expanding the authorities 
and responsibilities of five existing OIGs to include traditional oversight of eleven 
entities with closely aligned missions, activities, and risks.  The working group’s 
proposal has been distributed to congressional committees for consideration.  The 
working group intended this effort to contribute to further consideration of enhanced 
right-sized OIG oversight to prevent and detect fraud, waste, and mismanagement in 
small agencies currently without OIGs. 


 
5. What do you think is the proper role for CIGIE to play in providing additional 


resources for these IGs?  


Response: The Council of Inspectors General has an important role to play in making 
sure that all IGs have appropriate resources to conduct their proper oversight 
activities.  As Chair of the Council of Inspectors General, I intend to work within the 
IG community to address the needs of smaller OIGs and strive for greater efficiency 
and effectiveness in the use of its resources.  This can be accomplished through 
existing efforts such as the shared platform (discussed above), Council training 
efforts, and collaboration by IGs on cross-cutting initiatives.  In addition, the Council 
has sought to reduce the burden of certain reporting requirements on small OIGs.  
Reducing annual reporting mandates by addressing applicable thresholds has been 
helpful to small OIGs.   
 


It has come to my attention that some of the 2008 IG Act reforms have had some 
unintended consequences.  For one, in an attempt to take salaries for Designated Federal Entity 
(DFE) IGs out of the hands of the agency heads they’re tasked with overseeing, we created a 
formula to tie their salaries to those of the top executives in their agencies.  What has happened 
as a result, is that some of these small agency IGs are making salaries that are more than 70% 
higher than the statutory IGs.  Reuters reported that the Fed IG is making over $300,000, more 
than Janet Yellen and far more than the IGs tasked with oversight of some of our largest federal 
departments.   


I have been, and continue to be, a strong supporter of the work of IGs.  I think you all 
deserve to be paid as much as the top executives at federal agencies because you should be 
considered a top executive.  Your work is critical to the well-functioning of this government, and 
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I don’t think anyone works harder than the IG community at making our government as efficient 
and effective as possible.  But this formula has created sort of an upside down structure where 
the smallest IGs are making the most money. 


6. Will you collect and provide to my staff salary information for all DFE IGs? 


Response:  Yes, the Council of Inspectors General on Integrity and Efficiency is in the 
process of working with its IG members to collect salary information and provide that 
information to your staff.   
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Curtis Crider 
EAC IG 
 
Greg Friedman 
Energy IG 
 
Fred Gibson, 
FDIC IG 
 
Patrick O’Carroll 
SSA IG 
 
Scott Dahl, 
Labor IG 
 
Michael Raponi 
GPO IG 
 
Jeffrey Schanz 
LSC IG 
 
Hubert Sparks 
ARC IG 
 
Eric Thorson 
Treasury IG 
 
Kathleen Tighe 
Education IG 
 
Kurt Hyde 
LOC IG 
 
Kelly Tshibaka 
FTC IG 
 
John Sopko 
SIGAR 
 
Chuck McCullough 
IC IG 
 
FAEC Representative 
Dr. Brett Baker 


 


 
 
 
 
Auditor Training  
The Academy has delivered 21 training programs to more than 680 participants including 
two Audit Peer Review training programs in February to accommodate the demand. The 
Academy also sponsored a Learning Forum on "Streamlining the Audit Report Writing 
Process" on March 31 and is delivering the Introductory Auditor training program April 14-
22.  Other audit-related training opportunities include the 2015 CIGIE/GAO Financial 
Statement Audit Conference on April 28 (registration is full) and the 2015 FAEC 
Procurement Audit Conference on April 30 (registration for remote participation remains 
open). Both conferences provide free CPEs for audit staff.  To register or obtain more 
information on CIGIE training programs, please go to https://www.ignet.gov/content/cigie-
training-institute. 
 
DATA Act 
The FAEC-DATA Act working group agreed on a mission statement and had proposed the 
creation of sub-groups to work on critical topics including Governance Structure, 
Stakeholder Outreach, Technical Approach, Data Standards, Common Methodology, and 
Data Analysis. 
 
The group issued an engagement memorandum to initiate the second in our series of DATA 
Act audits that will focus on the status of Treasury implementation activities as of May 31, 
2015. 


 
Grant Reform Working Group 
The Audit Committee approved the issuance of the updated CIGIE Single Audit Desk 
Review and Quality Control Review Guides.  The Desk Review Guide is used by OIG 
Single Audit staff to ensure the presentation of the Single Audit report includes all of the 
elements required by OMB, GAGAS, and AICPA standards. The Quality Control Review 
Guide is used by OIG Single Audit staff as part of a QCR to look at the audit report and 
supporting working papers to determine compliance with OMB, GAGAS, and AICPA 
standards. The Single Audit Desk Review and Quality Control Review Guide have been 
posted to the IGNet public website at: https://www.ignet.gov/content/manuals-guides. 
 
Federal Audit Executive Council 
The Teammate Federal Users Group held its annual forum on March 25-26 at the 
Department of Education auditorium.  The Audit Committee has established a governance 
structure for the Federal Users Group to fall within the Federal Audit Executive Council.  
This will help promote CIGIE objectives for electronic working papers with software 
vendors.  
  
The next bimonthly meeting of FAEC will be at US Access Board on April 20 at 1:00pm. 
Treasury OIG will present the efforts of the DATA Act Working Group and USAID OIG 
will present the results of its recent audit of Haiti New Settlement Construction. 
 
Next Audit Committee Meeting 
The next Audit Committee meeting will be held on May 26, 2015, at 2:00pm, at the DoD 
Office of Inspector General Conference Room, 4800 Mark Center Drive, Alexandria, VA.  
Please contact David Gross at 703-604-8326, or david.gross@dodig.mil, for additional 
information.  
 


Next Meeting 
• May 26, 2015, 2:00pm 
• Location: DoD IG 


 


Audit Committee 


April 2015 



https://www.ignet.gov/content/cigie-training-institute

https://www.ignet.gov/content/cigie-training-institute

https://www.ignet.gov/content/manuals-guides

mailto:lbollea@fdic.gov
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Tuesday, April 21, 2015

10:00 a.m. – 11:40 a.m.



American Institute of Architects’ Boardroom

1735 New York Avenue, NW

Washington, D.C.





Welcome 	Michael Horowitz

10:00 a.m. 





Payment Integrity Study 	Jim Cook

10:00 a.m. – 10:20 a.m.	Vice President and Director

	Center for Enterprise Modernization

	and

	Gordon Milbourn

	Principal

	MITRE





Chair & Vice Chair Report	Michael Horowitz

10:20 a.m. – 10:40 a.m.	Allison Lerner	



IG Pay Survey

Integrity Committee Program and Process

May 14-15, 2015 IG Conference

Executive Council Retreat





Legislative Committee Key Issues	Peg Gustafson

10:40 a.m. – 11:00 a.m.		



Meeting with House Committee on Oversight and Government Reform Staff

CIGIE Views Letter on S.579, IG Empowerment Act of 2015





Facilitating Shared Services 	David Williams

11:00 a.m. – 11:10 a.m.	





Leadership Training 	Mary Kendall

11:10 a.m. – 11:20 a.m.


	





Investigations Committee Key Issues	Eric Thorson

11:20 a.m. – 11:40 a.m.	





Committee Updates	

11:40 a.m. – 11:50 p.m.



	Audit Committee	Jon Rymer

	Budget Committee	Paul Martin

	Inspections and Evaluations Committee	Kathy Buller/Sue Murrin

	Investigations Committee	Eric Thorson

	IT Committee	Phil Heneghan

	Legislation Committee	Peg Gustafson

	Professional Development Committee	Mary Kendall

	Integrity Committee	Russell George

	DATA Act Interagency Advisory Committee	Allison Lerner

	Disaster Assistance Workgroup	John Roth	

	Improper Payments Information Act/Guidance	Patrick O’Carroll

	Inspector General Candidate 	Lynne McFarland

	    Recommendation Panel

	CAO Council	Robert Erickson

	CFO Council	David Berry

	CIO Council	 Phil Heneghan
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INSPECTION and EVALUATION 
COMMITTEE April 2015  


I&E TRAINING TEAM


CIGIE TRAINING INSTITUTE


On April 7, 2015, the Training Team had its 
quarterly meeting. Members include a cross sec-
tion of I&E units, for example HHS, Peace Corps, 
EEOC, DOJ, FHFA, and DOD. Others include rep-
resentatives from the District of Columbia  OIG 
and CIGIE’s Training Institutes. On behalf of the 
I&E Committee, the Training Team works closely 
with the CIGIE Audit, Evaluation, and Inspection 
Academy to plan useful and interesting training 
for the I&E Community.  


The Training Team discussed plans for the 
next Learning Forum, which will be held later this 
year. The first Learning Forum on work planning 
brought together a panel of senior staff from th the 
I&E units of HHS, EEOC, and EPA who discussed 
strategies for work planning with colleagues from 
almost half the OIGs with I&E units. In addition, 
several topics were discussed for our next Learn-
ing Forum,. The next step is to find volunteers to 
develop and deliver the content for the Forum. The 
Training Team will present three topics and iden-
tify panel members for each (1) measuring impact/
return on investment when not reporting mone-
tary findings, (2) recommendation follow-up, and 
(3) project management to the I&E Roundtable for 
approval at its May 12th meeting before proceed-
ing with planning.  


The next meeting of the I&E Training Team 
will be June 2nd at 10 a.m., at CIGIE.


In February, the AI&E Academy of the CIGIE 
Training Institute held a curriculum development 
conference to develop learning objectives for an 
I&E Fundamentals course. This course would be 


geared toward a broad spectrum of staff that is 
new to I&E units. Based on the February confer-
ence, learning objectives for the course, as well as 
an I&E case study that can be used as an exercise, 
are being developed with the AIE Academy. The 
next step will be to identify volunteer instructors 
from the I&E community, who will also develop 
the course content. We anticipate that a bench of 
approximately 20 instructors would be ideal.  The 
Training Institute anticipates offering the course 
semiannually.


Next meeting:  May 12, 2015 from 1-3 p.m. in 
HHS OIG Conference Room.


PEER REVIEW POLICY


The Executive Working Group has outlined 
open questions about the peer review policy that 
need to be resolved prior to the next pilot. The 
group met on April 7th to discuss the policy under-
lying the I & E peer review process and produced 
recommendations that will be presented to the I 
& E Roundtable on May 12th and subsequently to 
the I & E Committee and CIGIE for approval.  The 
group easily reached consensus on the majority of 
the policy issues.


The issues discussed at the April 7th meet-
ing and accompanying recommendations can be 
found on the second page of this newsletter.


The Working Group will present these issues 
for discussion at the next I & E Roundtable meet-
ing on May 12th.


CIGIE I&E ROUNDTABLE


CO-CHAIRS
Kathy  A. Buller & Dan Levinson


         Peace Corps                Health & Human Services
 


Elizabeth Dean 
Farm Credit Administration


Arthur Elkins 
Environmental Protection Agency


Richard Griffin 
Veterans Administration


Tonie Jones 
National Endowment for the Arts


Mary Kendall 
Department of the Interior


Steve Linick 
State


Charles McCullough, III 
Intelligence Community


Mary Mitchelson 
Corporation for Public Broadcasting


Dana Rooney 
Federal Labor Relations Authority


 
John Roth 


Department of Homeland Security


Hubert Sparks 
Appalachian Regional Commission


Laura Wertheimer 
Federal Housing Finance Agency


I&E COMMITTEE MEMBERS


The main topic was moving forward the final 
pilot peer review and planning for the formal peer 
review process to  begin in 2016.  


We anticipate launching the third round of 
peer review pilots this summer. Four I&E units 
have volunteered to be reviewed. We still need 
volunteer reviewers. Please contact Sue Murrin 
or Elise Stein at HHS OIG by May 12th if you are 
interested in participating. We are planning to 
train reviewers for the next round of pilots in May, 
conduct the reviews during the summer, and final-
ize the I&E Peer Review process in November.







The issues discussed at the April 7th meeting and accompanying recommendations are:


1. Frequency of Reviews:
Recommendation:  A three year cycle is recommended as the optimal interval to be consistent with the audit 
and investigation standards.  It also ensures the IG is provided insight into his/her organization on an inter-
val that is not too burdensome.


2. Implementation of Recommendations:  
Recommendation:  In instances where an External Peer Review cites material weaknesses those recom-
mendations should be implemented.  Implementation of observations/suggestions is at discretion of the 
reviewed IG.  


3. Follow-up on Recommendations (responsibility of requirement levied in PL 111-203 Section 989C [Dodd-Frank]):
Recommendation:  The OIG’s Semiannual Report will include, “a list of any outstanding recommendations 
from any previous peer review that remain outstanding or have not been fully implemented.”  Successive 
External Peer Reviews look at results of previous External Peer Reviews and affirm all recommendations have 
been closed out, or where open, valid explanation for status.  


4. Scheduling/Process Management:
Recommendation:  Adopt the Audit Committee’s approach as a best practice with I&E Committee (or a 
designated sub-element) managing three year schedule.  Factors to consider include synchronizing External 
Peer Reviews where the Audit and I&E activities are a combined function in the OIG.  The group advocated 
External Peer Review teams comprise more than two OIGs to foster a diversity of views and increase the in-
herent value of External Peer Reviews.  


5. Pass/Fail Criteria:  
Recommendation:  The group was unanimous in not endorsing a pass/fail approach at this stage.  If the CI-
GIE I&E Committee approves policy instituting External Peer Reviews, this issue may be revisited at a later 
date.


6. Accommodating small OIGs or new OIGs:
Recommendation:  The group recommends a review after one year experience with External Peer Reviews of 
larger OIGs.  Also, the group identified the need to baseline the size of I&E activities in OIGs and the number 
of products produced by each respective organization to aid in understanding equities.


7. Work Paper Retention:  
Recommendation:  External Peer Review’s team lead will maintain working papers and deliver to subsequent 
External Peer Review team per I&E Committee-directed schedule.  An issue remaining to be resolved is to 
identify record retention/retirement responsibilities by the Reviewing and Reviewed organizations.


8. Mandatory v Voluntary: 
Recommendation:  Unanimity among group for mandatory status.  Collective sense was OIGs’ responsibility 
to assess compliance, independent of any external drivers which may similarly argue for mandatory External 
Peer Reviews.


9. Posting of Reports:  
Recommendation:  Range of options from posting of External Peer Review reports on OIG websites to inclu-
sion in Semiannual Report (SAR).  The group recommends limiting to inclusion in SAR.  Broader dissemina-
tion of External Peer Review reports at this early stage was judged counterproductive.


10. Update Quality Standards (Blue Book) to Include External Peer Reviews:   
Recommendation:  No views were expressed suggesting the standards are lacking/require refinement.  In-
stead, sense was a companion External Peer Review guide should be produced to assist OIGs prepare for 
and administer External Peer Reviews.  Considerable work of I&E External Peer Reviews Pilots’ “Framework” 
suggested starting point.  


The Working Group will present these issues for discussion at the next I & E Roundtable meeting on May 12th.  







Please find attached the draft Agenda for the April 21, 2015, CIGIE monthly meeting being held at 
, and the PowerPoint

presentation that will be used for the Facilitating Shared Services presentation.  In addition to the business that will
be discussed, you will see on the Agenda that we have invited representatives from MITRE to discuss a research
project they are working on relating to improper payments. 

If any members have items that they would like considered for discussion at this month's meeting or at a future
meeting, please don't hesitate to raise those to me or one of the Executive Council members.

Thanks

Mark

(b) (2), (b) (3)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Monday, June 15, 2015 6:21:52 AM
Attachments: Council Statutory Mission - Functions & Duties.docx

OFPP-Memo-Effective-Use-of-Reverse-Auctions-June2014.pdf
IC Newsletter - May 2015 FINAL.DOCX
IandE Newsletter June 2015 (1).pdf

Good Morning,
In preparation for tomorrow’s monthly meeting, we are providing additional attachments. The first
attachment relates to the last agenda topic and is an informational page that provides the Council’s
legislative mission, function, and duties. The second attachment is an Office of Federal Procurement
Policy on the effective use of reverse auctions that will be reported during the CAO Council report.
The other two attachments are the newsletters for the Investigations Committee and the Inspection
and Evaluation Committee.
We look forward to seeing everyone tomorrow.
Mark

From: Mark Jones 
Sent: Tuesday, June 09, 2015 7:50 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 

Thanks
Mark

(b) (2), (b) (3)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

Sections 11(a) and (c) of the IG Act of 2008, as amended



§11. Establishment of the Council of the Inspectors General on Integrity and

Efficiency



(a) Establishment and Mission.—



(1) Establishment.—There is established as an independent entity within the executive branch

the Council of the Inspectors General on Integrity and Efficiency (in this section referred to as

the “Council”).



(2) Mission.—The mission of the Council shall be to—



(A) address integrity, economy, and effectiveness issues that transcend individual Government

agencies; and



(B) increase the professionalism and effectiveness of personnel by developing policies,

standards, and approaches to aid in the establishment of a well-trained and highly skilled

workforce in the offices of the Inspectors General. 



[bookmark: _GoBack]

(c) Functions and Duties of Council.—



(1) In general.—The Council shall—



(A) continually identify, review, and discuss areas of weakness and vulnerability in Federal

programs and operations with respect to fraud, waste, and abuse;



(B) develop plans for coordinated, Governmentwide activities that address these problems and

promote economy and efficiency in Federal programs and operations, including interagency and

interentity audit, investigation, inspection, and evaluation programs and projects to deal

efficiently and effectively with those problems concerning fraud and waste that exceed the

capability or jurisdiction of an individual agency or entity;



(C) develop policies that will aid in the maintenance of a corps of well-trained and highly skilled

Office of Inspector General personnel;



(D) maintain an Internet website and other electronic systems for the benefit of all Inspectors

General, as the Council determines are necessary or desirable;



(E) maintain 1 or more academies as the Council considers desirable for the professional training

of auditors, investigators, inspectors, evaluators, and other personnel of the various offices of

Inspector General;



(F) submit recommendations of individuals to the appropriate appointing authority for any

appointment to an office of Inspector General described under subsection (b)(1)(A) or (B);



(G) make such reports to Congress as the Chairperson determines are necessary or appropriate;

and



(H) perform other duties within the authority and jurisdiction of the Council, as appropriate.




  EXECUTIVE OFFICE OF THE PRESIDENT 
   OFFICE OF MANAGEMENT AND BUDGET 


  W ASHINGTON,  D.C.  20503  
 


 
 
  O F F I C E  O F  F E D E R A L  
P R O C U R E M E N T  P O L I C Y  


June 1, 2015 
 
 


MEMORANDUM FOR CHIEF ACQUISITION OFFICERS 
SENIOR PROCUREMENT EXECUTIVES 


 
FROM: Anne E. Rung 
 Administrator  
 
SUBJECT: Effective Use of Reverse Auctions 
 


This past December, the Office of Federal Procurement Policy (OFPP) issued guidance 
directing that agencies take a series of actions to foster innovation, increase savings, and improve 
performance in the acquisition process.1 For commonly purchased goods and services, these 
goals will be pursued through category management and a broad set of supporting strategies to 
achieve better results. Reverse auctions are one of the tools agencies have used in recent years to 
acquire certain common needs, such as commercial off-the-shelf information technology (IT) 
hardware and software.  In a report published December 9, 2013, the Government Accountability 
Office (GAO) noted the increased use of reverse auctions at a number of agencies and 
recommended that OFPP issue guidance to help ensure agencies capture savings and other 
benefits of this tool.2  This memorandum reviews the benefits of reverse auctions, offers a set of 
reminders to help contracting offices maximize the value of this tool, and asks agencies to work 
with OFPP in identifying and collecting data that can be used to evaluate and improve results. 
 
The value of reverse auctions 
 


A reverse auction is a process for pricing contracts supported by an electronic tool where 
offerors bid down, as opposed to the traditional auction which requires buyers to submit 
sequentially higher bids, the main goal of which is to drive prices downward. Offerors are given 
the opportunity to continually revise their prices during the bidding process until the auction 
closes.  Multiple benefits have been identified in connection with the use of reverse auctions, 
including the following: 
 


Price reductions. When properly used in combination with other source selection 
principles, reverse auctions can yield noteworthy savings.  GAO notes that the four agencies it 
studied (Army, Department of Homeland Security (DHS), Department of the Interior, and the 


1 See Transforming the Marketplace: Simplifying Federal Procurement to Improve Performance, Drive Innovation, 
and Increase Savings (December 4, 2014), available at  
http://www.whitehouse.gov/sites/default/files/omb/procurement/memo/simplifying-federal-procurement-to-
improve-performance-drive-innovation-increase-savings.pdf. 
2 See REVERSE AUCTIONS:  Guidance Is Needed to Maximize Competition and Achieve Cost Savings (GAO-14-
108), http://www.gao.gov/products/GAO-14-108. 


 
 


                                                           



http://www.whitehouse.gov/sites/default/files/omb/procurement/memo/simplifying-federal-procurement-to-improve-performance-drive-innovation-increase-savings.pdf

http://www.whitehouse.gov/sites/default/files/omb/procurement/memo/simplifying-federal-procurement-to-improve-performance-drive-innovation-increase-savings.pdf

http://www.gao.gov/products/GAO-14-108





Department of Veterans Affairs (VA)) reported approximately 12% in savings from purchases 
totaling more than $800 million during fiscal year (FY) 2012 for a range of commercial items, 
including IT, laboratory equipment, furniture, and detection and radiation equipment.  The 
Department of Energy separately reported seeing an average savings of about 14% per contract 
awarded to provide core supplies and services for its National laboratories.  These savings were 
generally calculated by comparing the agency’s independent government cost estimate to the 
closing price of the reverse auction.  


 
Savings have been reported both through open market purchases (e.g., often for purchase 


orders awarded under the simplified acquisition threshold (SAT)) and by leveraging existing 
multiple award contracts.  The latter include the Federal Supply Schedules managed by the 
General Services Administration (GSA) and government-wide acquisition contracts (GWACs), 
such as the Department of Health and Human Services’ Electronic Commodities Store GWAC 
and DHS’s FirstSource contract for IT commodities, which is a total small business set-aside. 
GSA reports that agencies who conducted reverse auctions against Schedule contracts using its 
electronic platform, which launched in FY 2013, achieved savings of 19% and more than 23% in 
FY13 and FY14, respectively. 


 
Enhanced competition. Reverse auctions offer the ability to conduct robust, real-time 


price competitions.  They allow for multiple “rounds of bidding” for continued price reduction. 
This type of interactive bidding, when it occurs, strengthens competition. 


 
Significant small business participation. GAO reported that 80% of the dollars awarded 


through the reverse auctions it reviewed from FY 2012 were made to small businesses.  A 
number of agencies have reported continued success in driving dollars to small businesses.  For 
example, agencies have awarded 85% of auctions to small businesses using GSA’s reverse 
auction tool since it was launched in July 2013. 
 
Getting the best results from reverse auctions 
 


As with all procurement tools, effective use of reverse auctions requires careful planning 
and execution. Contracting officers should consider the following issues to help optimize the 
results achieved from reverse auctions: 
 


Is the requirement suited for a reverse auction? Reverse auctions are not a one-size-fits-
all tool.  Reverse auctions are likely to be most effective in a highly competitive marketplace 
when requirements are steady and relatively simple and might otherwise be acquired using either 
a sealed bid or achieving best value through “low price technically acceptable” source selection 
criteria, and result in fixed price agreements.  These circumstances would typically exist in 
acquisitions for commercial items and simple services that often fall under the SAT.  As with 
any procurement, market research must be conducted to understand the marketplace and to 
determine if it is reasonable to assume that the potential benefits of a reverse auction can be 
achieved. 
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 Is the agency capturing and reviewing data from prior reverse auctions?  A number of 
reverse auction tools capture prices paid information, as well as offered prices made during the 
auction.  This information has a number of important benefits.  In particular, this information can 
help agencies formulate more accurate government cost estimates, which, in turn, helps to ensure 
fair and reasonable pricing.  Outside of reverse auctions, this cost information (used in 
conjunction with relevant non-cost information) may help an agency as it looks for more 
competitive prices for similar items on existing contracts, and reduce overall contract 
duplication.  


 
GSA’s reverse auction tool, which can be used in conjunction with its Schedule contracts, 


VA’s Schedule contracts, Federal Strategic Sourcing Blanket Purchase Agreements (BPAs), 
agency BPAs against GSA Schedules, and other agencies’ contracts (e.g., DHS First Source II), 
captures detailed (level III) prices paid spending data from past reverse auctions.  Agencies can 
access prices paid information through the Common Acquisition Platform,3 a tool that GSA has 
launched to help agencies identify best-in-class contracts issued by GSA and other agencies, best 
practices, and other information agencies need to reduce the proliferation of duplicative contract 
vehicles and deliver the best value possible to federal customers and the American people. 


 
To ensure the competition benefits of reverse auctions are being appropriately leveraged, 


agencies should review any available data on offers received and consider questions such as the 
following:  Is the agency getting more bidders?  If the agency is getting a similar number of 
bidders as it did without using a reverse auction, is it getting interactive bidding?  If not, is the 
transparency of the bids helping to generate lower prices than the government was getting 
previously?  If the agency has previously used a reverse auction and gotten only one bid, has it 
taken steps that it believes will increase interest in the auction to justify any fees it may be 
paying to a third party provider? 


 
Is the agency promoting small business participation to the maximum extent practicable? 


Agencies remain fully responsible for adhering to all applicable small business contracting 
policies when using reverse auctions.  In general, agencies are required to automatically set-aside 
work for small businesses when the anticipated dollar value is below the SAT. If a determination 
is made that a small business set-aside is inappropriate, contracting officers must document the 
reason.  For acquisitions above the SAT, contracting officers must set-aside for small businesses 
when there is a reasonable expectation that offers will be obtained from at least two responsible 
small business concerns and an award will be made at fair market prices.4  
 


When a requirement is set-aside for small business, this information must be conveyed in 
the solicitation and notice for a reverse auction so that participation in the auction is 
appropriately limited.  In both set-aside and non-set-aside solicitations, the contracting officer 
must take reasonable steps to ensure that the offerors have access to information regarding the 
process and any expectations when utilizing reverse auctions, including contact information of 
the contracting official who will answer questions about the solicitation.5 
  


3 https://hallways.cap.gsa.gov 
4 See FAR 19.502-2 Total small business set-asides.  
5 See FAR 5.102(c)(2).  
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Has the agency sought feedback from the vendor?  While use of reverse auctions in 


federal contracting has increased in recent years, agency experience with this tool is likely to be 
more limited than with many other more established practices. Vendor feedback may be 
particularly helpful as agencies build experience and work to generate robust competition. 
Accordingly, agencies are encouraged to elicit feedback from auction participants, including 
experiences with a third party contractor, if one was used to facilitate the competition.6   


 
Have the appropriate internal controls been followed? An agency should ensure its 


contracting staff is carrying out its statutory and regulatory responsibilities, irrespective of 
whether a third party contractor is used to support the effort. This includes making sure that the 
contract file is documented7 with market research results, an independent government cost 
estimate, vendor quotes, brand name justifications (where applicable), a price reasonableness 
determination, and documentation that the vendor is a responsible source.  
 


Has the workforce been provided tools, guidance, and/or training? Agencies must ensure 
that members of the acquisition workforce are trained and are familiar with any agency-specific 
policies and procedures that govern the use of reverse auctions. Online continuous learning 
modules, CLC 031 – Reverse Auctioning and FAC 052 – The GSA Reverse Auction Platform, 
are available from the Defense Acquisition University (DAU) and the Federal Acquisition 
Institute (FAI).8 These courses provides a basic introduction to the process of using reverse 
auctions. 


 
Does the agency regularly review its reverse auction practices and policies? Like other 


acquisition tools, agencies should be evaluating their experiences with reverse auctions and the 
effectiveness of existing practices and policies as part of its procurement management reviews so 
that refinements can be made as necessary. To support these efforts, OFPP intends to convene a 
working group to review needs for standardized data collection and other matters (see next steps 
below). 
 
Additional considerations when using a third party contractor 
 


When agencies decide to contract with a vendor to conduct reverse auctions (hereinafter 
referred to as a “third party contractor,”) agencies must consider the following additional issues: 


 
Fees. Contracting officers should negotiate a fee structure with a private sector service 


provider that provides the best value to the government. There are multiple ways in which fees 
might be charged when a third party contractor is used. The cost to conduct a reverse auction 
may be a percentage of the transaction, a percentage of the savings, or a flat fee. Whatever the 
arrangement, agencies must make a determination before awarding a contract with a third party 
contractor that the fee structure represents a fair and reasonable cost for the reverse auction 


6 For general guidance on the use of vendor feedback surveys to target opportunities for improved acquisition 
practices, agencies may wish to consider Acquisition 360-Improving the Acquisition Process through Timely 
Feedback from External and Internal Stakeholders (March 18, 2015) available at 
https://www.whitehouse.gov/sites/default/files/omb/procurement/memo/acquisition-360-improving-acquisition-
process-timely-feedback-external-internal-stakeholders.pdf.    
7 See, FAR Subpart 4.8.  
8 http://icatalog.dau.mil/onlinecatalog/courses.aspx?crs_id=440 
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service. In addition, fees should be considered in evaluating whether the price of the product or 
service (including any additional fees for use of another agency’s existing contract) is fair and 
reasonable. Anticipated cost savings should be taken into account in determining the 
reasonableness of the fee. 


 
In order to maximize competition and small business participation, agencies are 


encouraged to cover the costs of vendor participation and avoid fee arrangements where vendors 
must pay to participate in the agency’s reverse auction. 


 
Government contracting official responsibilities. Agencies must take additional steps to 


ensure that the selected third party contractor provides a “seller-neutral” marketplace. The 
agency remains ultimately responsible for ensuring that third party contractors do not perform 
inherently governmental functions and that processes are compliant with all procurement laws 
and regulations, including those associated with protecting the integrity of competition, 
reviewing past performance, providing appropriate notice of the reverse auction, establishing 
terms of participation and the basis for source selection, securing proprietary vendor information, 
and facilitating communications between the agency and vendors during the course of an 
auction. Agencies should ensure that no contractors are excluded from bidding in an auction by a 
third party contractor. Only an agency official may exclude a bidder from participating in an 
auction. 
 


Contract data information. Any information used in a reverse auction conducted by a 
third party contractor is the property of the Federal Government and should be provided to the 
agency on a regular basis based on the agreement between the agency and the third party 
contractor. These data will be used in support of government-wide efforts to reduce duplication 
and create further savings. 
 
Next steps 
 


To maximize the value of reverse auctions and ensure practices are effective and meeting 
their intended purposes, OFPP seeks to work with agencies to identify the essential management 
data points (e.g., price paid for item, fees paid (if any), number of bidders, and level of 
interactive bidding) and mechanisms for collecting and aggregating information in a manner that 
leverages technology and avoids the need for manual collection. As explained above, electronic 
reverse auction tools typically allow agencies to maintain documentation of each auction online, 
creating a virtual library of prices paid data that is a key component of category management and 
can be useful in developing better price estimates and purchasing strategies for future 
requirements. Similarly, terms and conditions can be stored in an easily reusable format for 
recurring requirements, saving valuable time. 


 
Accordingly, agencies that have used reverse auction tools (either directly or with the 


assistance of a third party contractor) are asked to provide points of contact to Susan Minson (e-
mail:  sminson@omb.eop.gov or 202-395-6810) no later than July 10, 2015. As part of this 
process, OFPP will work with agencies to review methodologies for calculating savings. 
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Please remind your acquisition workforce of the points and best practices outlined in this 


memorandum and encourage them to take the online training accessible through FAI and DAU.  
For your awareness, as a further step, the Federal Acquisition Regulatory Council will open a 
case to develop coverage on the use of reverse auctions in the Federal Acquisition Regulation 
and will address the guidance in this memorandum, as appropriate. 


 
Any questions should be directed to Ms. Minson.  Thank you for your attention to this 


guidance. 
 
 


6 





		EXECUTIVE OFFICE OF THE PRESIDENT




[image: ]

Investigations Committee













  Investigations Committee Meeting Updates:  

      Next Committee Meeting:		















 

· June 30, 2015 

· 10:00 a.m.

· 100 F Street N.E.

Washington, DC 20549

           Room # 4000





   Investigations

   Committee Members:



  Carl Hoecker, SEC, Chair

  Patrick O’Carroll, SSA, Vice Chair

  Mark Bialek, FRB

  Arthur Elkins, EPA

  Mary Kendall, Dept. of Interior

  Steve Linick, Dept. of State

  Adam Trezciak, GAO

  Jon Hatfield, FMC

  Peg Gustafson, SBA

  David Berry, NLRB

  James Springs, National Archives 

  Robert Erickson, GSA

  J. Russell George, TIGTA

  Allison Lerner, NSF

  Charles McCullough, III, IC

  David Montoya, HUD

  Laura Wertheimer, FHFA

























· Law Enforcement Authorities (LFA) Working Group – The Executive Council directed the Investigations Committee to create a working group with the Legislative Committee to gather information about the history, requirements and necessity of OIGs LFA.  In response the group is developing a reporting framework for further discussion.

· Project Target Share Feasibility Study – At the November, 2014 membership meeting, CIGIE approved a cross-cutting project, “Target Share” to study the feasibility of OIGs, and those tasked with completing background checks, sharing limited information on individual subjects or business subjects under investigation.  The technical information options will be identified at the next IC meeting to finalize the scope of the study.

· Quality Standards for Investigations (QSI) and Peer Review Working Group - Responses to a questionnaire distributed throughout the OIG community have been received and evaluated.  Working group members met on June 10 and were provided with a synopsis of survey results.  It was determined the work group has reached a stage whereby members can begin drafting a written product.  Additionally, working group members continue to solicit verbal input from OIG community members via existing CIGIE forums.  AIGI training conference attendees were briefed on May 29, 2015.  Jim Ives is scheduled to solicit input from the Intelligence Community’s Assistant Inspector General Forum on June 16, 2015.  


· 21st Century Policing Report - The Investigations Committee discussed the report and its recommendations at the April meeting and asked the AIGI Committee to review the report.  The AIGI Committee will recommend follow-up action as appropriate.  The IC will then report back to CIGIE.  



May 2015
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Committee Chair 


Dan Levinson  


Health & Human Services  


 


Elizabeth Dean  


Farm Credit Administration  


Arthur Elkins  


Environmental Protection Agency  


Richard Griffin  


Veterans Administration  


Tonie Jones  


National Endowment for the Arts  


Mary Kendall  
Department of the Interior  


Steve Linick  
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Charles McCullough, III  


Intelligence Community  
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Corporation for Public Broadcasting  


Dana Rooney  


Federal Labor Relations Authority  


John Roth  


Department of Homeland Security  


Hubert Sparks  


Appalachian Regional Commission  


Laura Wertheimer  


Federal Housing Finance Agency  


Development continues on a 


week-long training program 


for new I&E staff.  The train-


ing is designed for anyone 


who has not previously 


received training and/or had 


experience in conducting I&E 


work in accordance with the 


CIGIE Quality Standards for 


Inspection and Evaluation.  


 


Most of the training program 


will be taught by volunteer 


instructors from the I&E 


community.  The instructors, 


in partnership with CIGIE 


Training Institute staff, are 


hard at work preparing the 


curriculum. The new training 


program will be piloted in 


September 2015.  
  


On May 20, the CIGIE 


Training Institute hosted 


another Learning Forum 


designed for I&E staff. The 


day-long Forum, attended 


by 35 I&E professionals 


from 18 OIGs, focused on 


project management skills 


and approaches to help   


consistently deliver I&E 


projects to successful     


completion. The Forum also 


gave participants the       


opportunity to meet I&E 


staff in other OIGs and   


widen their professional 


network.  


The Training Institute    


anticipates offering at least 


one more Learning Forum 


before the end of the fiscal 


year. 


External Peer Review 


 Updates   


The third round of the external pilot peer review process is 


almost underway! On June 17, the CIGIE Training Institute 


will deliver a day-long training session for those participating 


in the third round of the pilot.  


 


These external peer reviews will be conducted throughout the 


summer.  A final evaluation on the pilot process will be      


presented to both the I&E Committee and Roundtable.  The 


evaluation findings will inform the planning for the formal 


I&E external peer review process.  







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Date: Monday, June 15, 2015 6:43:51 AM
Attachments: Council Statutory Mission - Functions & Duties.docx

IC Newsletter - May 2015 FINAL.DOCX
IandE Newsletter June 2015 (1).pdf

Good Morning,
In preparation for tomorrow’s monthly meeting, we are providing additional attachments. The first
attachment relates to the last agenda topic and is an informational page that provides the Council’s
legislative mission, function, and duties. The second attachment is an Office of Federal Procurement
Policy on the effective use of reverse auctions that will be reported during the CAO Council report.
The other two attachments are the newsletters for the Investigations Committee and the Inspection
and Evaluation Committee.
We look forward to seeing everyone tomorrow.
Mark

From: Mark Jones 
Sent: Tuesday, June 09, 2015 7:50 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Monthly Meeting, 10:00 a.m., Tuesday, June 16, 2015
Members,
Please find attached the Agenda for next Tuesday’s CIGIE monthly meeting. For the first topic
attached are two project proposals that will be presented for your consideration. For the last
discussion topic on the agenda, where a large block of time has been included, will be a principles
only session. Therefore, all other folks attending the meeting will be excused from the meeting after
Committee updates. For members unable to attend the meeting, you may wish to request that your
Deputy or other Senior Level official attend in your stead and act on your behalf or you may wish to
designate a proxy for this session for any actions that may occur. In such an instance, please inform
me of your designee.
Further, If any members have items that they would like considered for discussion at this month’s
meeting or at a future meeting, please don’t hesitate to raise those to me or one of the Executive
Council members.
Additionally, please find attached the IT Committee Newsletter for this month.
The meeting will be held at 

Thanks
Mark

(b) (2), (b) (3)
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Sections 11(a) and (c) of the IG Act of 2008, as amended



§11. Establishment of the Council of the Inspectors General on Integrity and

Efficiency



(a) Establishment and Mission.—



(1) Establishment.—There is established as an independent entity within the executive branch

the Council of the Inspectors General on Integrity and Efficiency (in this section referred to as

the “Council”).



(2) Mission.—The mission of the Council shall be to—



(A) address integrity, economy, and effectiveness issues that transcend individual Government

agencies; and



(B) increase the professionalism and effectiveness of personnel by developing policies,

standards, and approaches to aid in the establishment of a well-trained and highly skilled

workforce in the offices of the Inspectors General. 



[bookmark: _GoBack]

(c) Functions and Duties of Council.—



(1) In general.—The Council shall—



(A) continually identify, review, and discuss areas of weakness and vulnerability in Federal

programs and operations with respect to fraud, waste, and abuse;



(B) develop plans for coordinated, Governmentwide activities that address these problems and

promote economy and efficiency in Federal programs and operations, including interagency and

interentity audit, investigation, inspection, and evaluation programs and projects to deal

efficiently and effectively with those problems concerning fraud and waste that exceed the

capability or jurisdiction of an individual agency or entity;



(C) develop policies that will aid in the maintenance of a corps of well-trained and highly skilled

Office of Inspector General personnel;



(D) maintain an Internet website and other electronic systems for the benefit of all Inspectors

General, as the Council determines are necessary or desirable;



(E) maintain 1 or more academies as the Council considers desirable for the professional training

of auditors, investigators, inspectors, evaluators, and other personnel of the various offices of

Inspector General;



(F) submit recommendations of individuals to the appropriate appointing authority for any

appointment to an office of Inspector General described under subsection (b)(1)(A) or (B);



(G) make such reports to Congress as the Chairperson determines are necessary or appropriate;

and



(H) perform other duties within the authority and jurisdiction of the Council, as appropriate.
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· Law Enforcement Authorities (LFA) Working Group – The Executive Council directed the Investigations Committee to create a working group with the Legislative Committee to gather information about the history, requirements and necessity of OIGs LFA.  In response the group is developing a reporting framework for further discussion.

· Project Target Share Feasibility Study – At the November, 2014 membership meeting, CIGIE approved a cross-cutting project, “Target Share” to study the feasibility of OIGs, and those tasked with completing background checks, sharing limited information on individual subjects or business subjects under investigation.  The technical information options will be identified at the next IC meeting to finalize the scope of the study.

· Quality Standards for Investigations (QSI) and Peer Review Working Group - Responses to a questionnaire distributed throughout the OIG community have been received and evaluated.  Working group members met on June 10 and were provided with a synopsis of survey results.  It was determined the work group has reached a stage whereby members can begin drafting a written product.  Additionally, working group members continue to solicit verbal input from OIG community members via existing CIGIE forums.  AIGI training conference attendees were briefed on May 29, 2015.  Jim Ives is scheduled to solicit input from the Intelligence Community’s Assistant Inspector General Forum on June 16, 2015.  


· 21st Century Policing Report - The Investigations Committee discussed the report and its recommendations at the April meeting and asked the AIGI Committee to review the report.  The AIGI Committee will recommend follow-up action as appropriate.  The IC will then report back to CIGIE.  
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evaluation findings will inform the planning for the formal 


I&E external peer review process.  







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Teleconference - 11:00 a.m., Friday, July 24, 2015
Date: Wednesday, July 22, 2015 12:12:30 PM

Folks,

The teleconference information provided in the original message was incorrect.  Please use the following when
calling in on Friday:

           Telephone:  
           Participant Passcode:  

Thanks

Mark

On Wed, 22 Jul 2015 11:30:13 -0400, Mark Jones <mark.jones@CIGIE.GOV> wrote:

>FYI - The following was sent to the CIGIE members:
>
>--------------------------------------------------------------------------------------------------
>
>CIGIE Members,
>
>As discussed at yesterday’s monthly meeting, we have scheduled a membership teleconference for 11:00 a.m. this
Friday in anticipation of the Office of Legal Counsel’s issuance of their opinion regarding the Department of
Justice’s OIG’s authority to access certain records and information.
>
>The teleconference information for this call follows:
>
>Telephone:  
>Participant Passcode:  
>
>This teleconference is limited to no more than 100 callers; therefore, we request that you be respectful in the
number of callers from your office calling in so that all members have the opportunity to be on the call.
>
>Further, we are requesting that all callers, after connecting to the conference mute your telephone in order to
reduce noise over the call.
>
>If the OLC opinion is delayed, we will notify you in order to reschedule this call.
>
>Thanks
>
>Mark

(b) (2)
(b) (2)

(b) (2)
(b) (2)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: CIGIE Views Draft Letter on S.579 - Suspense Thursday, April 23, 2015 (Friendly Reminder)
Date: Tuesday, April 21, 2015 3:29:16 PM

Good Afternoon,
As discussed at this morning’s CIGIE monthly meeting, in addition to your feedback on the Views
letter, we are requesting your opinion more specifically on the matter of the term “general
supervision” contained in the IG Act, as amended. 

Please provide this information to me by Thursday, April 23, 2015, as well as any other feedback on
the Views letter.
Thanks
Mark

From: Mark Jones 
Sent: Friday, April 17, 2015 10:12 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE Views Draft Letter on S.579 - Suspense Thursday, April 23, 2015
Good Morning,
Please find attached the latest draft of the Views Letter regarding the proposed bill, Inspector
General Empowerment Act of 2015 (S.579). We are seeking written edits or comments on the Views
Letter by NLT Thursday, April 23, 2015. Please provide your comments to me at

@cigie.gov.
Additionally, please note that the Views Letter is on the agenda for discussion at next Tuesday’s
Monthly meeting.
Please let me know if you have any questions.
Thanks
Mark
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: DOJ OIG Press Release Relating to the OLC Opinion Regarding DOJ OIG Access to Certain Records
Date: Thursday, July 23, 2015 1:50:08 PM
Attachments: Final Press Statement 7-23-15.pdf

FYI - Attached is the DOJ OIG's Press Release in regards to the OLC opinion.

On Thu, 23 Jul 2015 12:35:03 -0400, Mark Jones <mark.jones@CIGIE.GOV> wrote:

>CIGIE Members,
>
>As discussed at Tuesday’s meeting, please find enclosed the DOJ OLC opinion regarding DOJ OIG’s  access to
certain records that was issued today.  Additionally, attached is DOJ OIG’s executive summary of the this opinion.
>
>Again, a teleconference will be held on tomorrow at 11:00 a.m. regarding this opinion.  Below is the dial in
information for the call:
>
>•Telephone:  
>•Passcode:  
>
>Thanks
>
>Mark
>
>
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The  Department  of  Justice  Office  of  the  Inspector  General  (OIG)  released  the  following  statement 
regarding  the  Office  of  Legal  Counsel’s  (OLC)  July  23,  2015 memorandum  to  the  Deputy  Attorney 
General concerning the OIG’s access to grand jury, wiretap, and credit information: 
 
Today’s opinion by  the OLC undermines the OIG’s  independence, which  is a hallmark of  the  Inspector 
General system and  is essential to carrying out the OIG’s oversight responsibilities under the Inspector 
General Act.    The OLC’s opinion  restricts  the OIG’s  ability  to  independently  access  all  records  in  the 
Justice Department’s possession  that are necessary  for our audits,  reviews, and  investigations, and  is 
contrary to the principles and express language set forth in the Inspector General Act.   
 
The  opinion  also  finds  that,  in  adopting  Section  218  of  the  Department  of  Justice’s  FY  2015 
Appropriations Act, Congress’ intent was not sufficiently clear to support independent OIG access to all 
records  in  the  Department’s  possession.    The  OLC’s  opinion  reaches  this  conclusion  even  though 
Congress  passed  Section  218  “to  improve  OIG  access  to  Department  documents  and  information” 
following  the Department’s  failure  to  independently and  timely provide all  responsive  records  to  the 
OIG,  and  Section  218  explicitly  provides  that  the  Department  may  not  use  appropriated  funds  to 
withhold  records  from  the OIG  for  reasons other  than as expressly provided  in  the  Inspector General 
Act.   
 
As a result of the OLC’s opinion, the OIG will now need to obtain Justice Department permission in order 
to get access  to  important  information  in  the Department’s  files – putting  the agency over which  the 
OIG conducts oversight  in  the position of deciding whether  to give  the OIG access  to  the  information 
necessary to conduct that oversight.  The conflict with the principles enshrined in the Inspector General 
Act could not be clearer and, as a result, the OIG’s work will be adversely impacted. 
 
The OIG will immediately ask Congress to pass legislation ensuring that the OIG has independent access 
to the  information  it needs for  its work.   The Attorney General and the Deputy Attorney General have 
each expressed their commitment to join the OIG in this effort.  
 
Inspector General Michael E. Horowitz stated:  
 


“I strongly disagree with the OLC opinion.  Congress meant what it said 
when  it  authorized  Inspectors  General  to  independently  access  ‘all’ 
documents  necessary  to  conduct  effective  oversight.    Without  such 
access,  our  Office’s  ability  to  conduct  its  work  will  be  significantly 
impaired, and  it will be more difficult for us to detect and deter waste, 
fraud, and abuse, and to protect taxpayer dollars.   We  look forward to 
working  with  the  Congress  and  the  Justice  Department  to  promptly 
remedy this serious situation.” 







From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: For Review: SES Certification workgroup recommendations
Date: Thursday, June 11, 2015 9:32:52 AM
Attachments: SES Certification WG Report Final June 2015.pdf

Folks,
Attached is a new file from OPM that should open for you. Please let me know if you have any
difficulty opening.
Thanks
Mark

From: Mark Jones 
Sent: Thursday, June 11, 2015 5:36 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: FW: For Review: SES Certification workgroup recommendations
Folks with SES personnel systems,
Please see the below and attached that has been circulated for feedback to the CHCOs. If you would
like to provide feedback, please provide that information to me by June 19, 2015, or provide it
directly to @opm.gov) at OPM by June 23, 2015.
Thanks
Mark

Begin forwarded message:

From: "Johnson, Justin R." < @opm.gov>
To: "CHCOC" <chcoc@opm.gov>
Subject: For Review: SES Certification workgroup recommendations

To CHCOs and Deputies via BCC:

Attached is a report of the interagency working group initiative to identify
improvements to the Federal Government’s SES Performance Appraisal System
Certification process. This report summarizes the process and approach of the
working group, which convened on a weekly basis between December 2014 and
May 2015, and presents the recommendations they have identified to improve and
streamline the certification process. This working group was formed after an
initial interagency group of high-level officials (many of whom were agency
CHCOs) met in February 2014 to discuss interagency concerns and strategic
opportunities to improve the efficiency and value of the certification process
while reducing administrative burden for agencies. As you may recall, this work
was last discussed at the April 21 Council meeting.

Please review the report, particularly the recommendations of the workgroup for
improving the certification process, and provide any feedback or further input to

 at
@opm.gov<mailto: @opm.gov> by no later than

June 23, 2015.

Once the OPM program office has consolidated stakeholder input, the
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Introduction 


In December 2014, the U.S. Office of Personnel Management (OPM) convened an interagency Working Group (WG) to review and 
recommend improvements to the Federal Government’s Senior Executive Service (SES) Performance Appraisal System Certification Process.  
OPM invited a diverse group of agency subject matter experts to participate in this WG (see Appendix C), and the WG met on a weekly basis 
between December 2014 and May 2015.  The WG specifically focused on recommendations to the following:  


• Opportunities to streamline the certification process while maintaining integrity, as envisioned by law; 
• Administrative changes capable of immediate implementation; and  
• Potential regulatory changes.   


 


At the inaugural meeting in December 2014, OPM Deputy Associate 
Director for Senior Executive Services and Performance Management, 
Steve Shih, provided opening remarks to the WG.  In these remarks, he 
included a history of the 2011 interagency effort and approach to develop 
the Basic SES Appraisal System – an initiative in which many of the WG 
members had participated.  He also articulated a charge for the WG and 
encouraged the WG participants to focus on the opportunity to 
meaningfully improve the overall certification process while avoiding an 
approach where participants would settle for compromise or convenience. 


In addition to the WG’s primary work on the SES performance appraisal 
system certification process, the WG also considered an ancillary SES 


performance management project that had recently emerged from the President’s Management Agenda (PMA) SES reform initiatives, 
regarding accountability of SES members for employee engagement.  Specifically, the WG reviewed a new Governmentwide mandate for 
agencies to include performance requirements in the Leading People critical element of all SES performance plans by Fiscal Year (FY) 2016, 
holding SES members accountable for employee engagement, and concluded that each Department and agency (hereafter referred to 
collectively as agency) should have flexibility to determine the best approach for this requirement.  The WG specifically emphasized the need 
for each agency to develop its own agency-specific performance requirements, and the WG unanimously agreed the current language in the 
Leading People requirements of the Basic SES Appraisal System is appropriate and should not be modified. 


With regard to the WG’s primary focus, the WG concentrated on reviewing each of the ten certification criteria as applied in agencies using the 
Basic SES Appraisal System (see Appendix A) and the process for determining agency adherence and effective implementation against the 
criteria.  This report constitutes a summary of the most pertinent WG discussions and recommendations. 
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Employee Engagement 


Initially, the WG addressed an ancillary new SES performance management mandate that emerged from PMA SES reform initiatives – i.e., including in the 
Leading People critical element of SES performance plans by FY 2016 specific performance requirements relating to employee engagement.  Through a 
facilitated discussion, the WG considered and discussed ways to accomplish this requirement, and considered the following issues: 


• Did the current language in the Leading People critical element of the Basic SES performance appraisal system appropriately describe a 
Governmentwide standard, enabling agencies to properly hold SES members accountable for leadership, including for the engagement of 
employees? 


• Should the current language be maintained or revised?  
• Should agencies have the discretion and flexibility to take their own specific approaches to develop and include the required SES performance 


requirements relating to employee engagement?  


 


 


 


 


 


Group recommendations 


• The WG unanimously agreed the current language in the Leading People critical element of the Basic SES Performance Appraisal System is 
comprehensive and sets an appropriate Governmentwide standard for leadership, including for employee engagement. 


• The WG unanimously agreed the current language of the Leading People element should not be revised, with the exception of possibly replacing 
“workplace” with “culture” to better reflect a deeper impact in the current Government environment. 


• The WG also unanimously agreed agencies should have the discretion and flexibility to develop and apply agency-specific performance 
requirements relating to employee engagement because such requirements are not appropriately or effectively addressed on the Governmentwide 
level beyond the current Leading People language; effective planning and execution of employee engagement must occur at the agency level, 
specific to each agency. 


• Any further consideration of changes to the Leading People critical element should be revisited no earlier than 3-5 years from the present to enable 
agencies newly implementing the Basic SES Performance Appraisal System to have time to assess implementation and to better determine helpful 
improvements. 
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Overview of Recommendations for Improving Certification Process 


The WG developed the following goals as the focus of this initiative: 


• Identify the appropriate criteria for certification;  
• Determine how to assess the criteria; and 
• Decide the appropriate types of certification.  


 


In keeping with these goals, the WG agreed to evaluate each criterion for three 
possible outcomes – whether a criterion should continue to be reviewed in the same 
way by OPM and OMB, with agencies submitting documentation to show evidence 
they are meeting the criterion; whether a criterion could be self-verified by an 
agency with an associated spot check by OPM; or whether the criterion could be 
removed from certification requirements and executed independent of OPM/OMB review.  


Ultimately, the recommendations in this report provide an effective and appropriate way to improve the certification process by providing 
greater responsibility for agencies to jointly partner with OPM/OMB on reviewing and determining certification, as well as significantly 
reducing the amount and frequency of documentation submission by agencies.  The recommendations do not suggest any change in the 
importance of each criterion for implementation of good performance management or good pay for performance; rather, they simply reflect 
a shift in the process and responsibility for assessing each criterion, along with a streamlining of the process to reduce administrative 
burden. 


Small Agencies  


The WG specifically reviewed the appropriateness of the documentation requirements as applied to small agencies (defined as having fewer 
than 10 SES members) to ensure small agencies – with potentially different organizational dynamics and a lower level of resources available 
to prepare for certification reviews – are not unfairly impacted by the certification process.  Subsequently, the WG determined the current 
requirements are appropriate and should not be modified as long as small agencies have the opportunity during certification reviews to 
justify any unique circumstance that impedes their ability to demonstrate the satisfaction of any criteria. 
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New Role Responsibilities  


OPM/OMB Review Agency Self-Verify with OPM Spot 
Check 


Agency Responsibility 


Performance Distinctions Organizational Performance and 
Guidelines 


Consultation 


Pay Differentiation Oversight Accountability 


Aligned Results (combines prior 
Results and Alignment criteria) 
 
[Provisional certification and first 
Full Certification] 


Communication of System 
Application Results 


Balance 


 Aligned Results 
 
[Peer review after Full Certification 
from OPM/OMB] 


Training 
 


 


Specific Criteria Recommendations 
A.  OPM/OMB Review 


1. Performance Distinctions & Pay Differentiation 
- Agencies report their SES/SL/ST ratings, pay adjustments and awards to OPM through an annual data call.  Previously, when an 


agency received full certification, OPM would review its data at the time of a new certification request.  Therefore, some data 
issues may have gone undetected until the agency again requested certification.  To facilitate agency awareness of any data 
concerns on an off-year when there is no certification request, OPM will to review and analyze the data for affected agencies for 
any major issues, calculate the Pearson Correlation Coefficient, and notify agencies of any issues identified. 


- Under the revised process, each agency will submit its pay policy with the initial certification request; subsequently, for future 
certification requests, agencies need not submit their pay policies unless the policy has changed.  The CHCO or other appropriate 
individual will verify that the pay policy has not changed since last reviewed by OPM. 


- Agencies will submit pay and award recommendation ranges to OPM as part of the annual data call. 
- Agencies will submit appropriate justification of ratings distributions for each year being considered in the certification request 


(one year for provisional and two years for full).  Agencies may choose to submit the justification annually along with the data call, 
or when they submit the certification request. 


*** See detailed notes on justification requirements in later section – Justification of Ratings Distribution*** 
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2. Aligned Results (Provisional Certification and first submission under revised process) 
- Merge the results and alignment criteria since both are documented through review of the sample of executive performance plans. 
- OPM will continue to focus on the Results Driven element. 
- The Results Driven element must include be at least one performance 


requirement specifying what the executive is expected to accomplish 
during the applicable appraisal period.  Each performance requirement 
must have at least one main result and quality indicator(s) that describe 
success. Agencies will include other appropriate measures as applicable 
(e.g., quantity, timeliness, cost-effectiveness).  


- The plans submitted to OPM will clearly and separately identify the results 
and their applicable measures (e.g. underline result and bold measure).  
The executives will be responsible for this identification since they are the 
ones who best know the outcomes and outputs of their work (they may also 
collaborate with their Executive Resources specialist). 


- Each plan performance requirement must include a clear, transparent 
reference to what in the strategic plan and/or other organizational performance document the requirement aligns.  Agencies must 
make these documents accessible to OPM for verifying the alignment.  The WG also discussed the possibility of utilizing OMB 
MAX for the submission of alignment documents (i.e., Agency’s Strategic Plan and other appropriate documentation). 


- OPM will conduct the review of agency performance plans to ensure aligned results.  When an agency obtains Full Certification, it 
subsequently will have the option to request a peer review of performance plans.  The peer agency completing the review must 
have Full Certification, and the agencies may not give reciprocal reviews.  


*** See detailed notes on peer review in later section – Agency Peer Review*** 
 


B.  Agency Self-Verification with OPM Spot Check 


1. Organizational Assessment and Guidelines 
- Agencies must issue Guidelines for using organizational performance results to inform executive ratings.  This is generally done in 


the form of a memorandum or email communicating the results of a recent organizational assessment and instructions for using this 
information when making rating, pay, and award recommendations.  For small agencies, a description of the guidelines’ content 
and how they were communicated is acceptable.   


When spot-checked, agencies will send OPM the memorandum or other form of communication used to address Guidelines.   


2. Communication of System Application Results 
- Agencies must communicate system application results (the rating distribution and average pay adjustment and performance award 


by performance level) from the previous appraisal period. 


When spot-checked, the agency will send OPM the memorandum or other communication issued. 
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3.  Oversight 
- Agencies must identify the high-level official who provides oversight and consistency of the appraisal process.  They must also 


confirm the oversight function was completed. 


When spot-checked, agencies will send OPM the name and title of the official with responsibility for appraisal system implementation 
and assessment. 


4. Aligned Results (Peer Review of Performance Plans after Full Certification from OPM/OMB) 
- After an agency obtains Full Certification, it will have the option to request a peer review of its performance plans from another 


agency with Full Certification. 


When spot-checked, agencies will send OPM the Peer Review Assessment template and the sample of executive performance plans 
reviewed in the peer review. 


*** See detailed notes on peer review in later section – Agency Peer Review*** 
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C.  Agency Responsibilities – agencies will assume responsibility for the following criteria, recommended for removal from submission for 
OPM/OMB review and OPM spot check.  All of these criteria are accounted for in the Basic System description and its performance plan 
template, thereby obviating the need for subsequent verification. 


1. Consultation  
- This is covered in the system description and in the performance plan template (indicated by signatures on the performance plan).  


The executive’s signature signifies the completion of a full discussion about expectations across all critical elements and s/he has 
been involved in the development of the requirements in the Results Driven element. 


2. Accountability  
- This is covered in the system description and in the performance plan template in the Leading People element.  Specific language 


is already included to address the requirement for the executive to be accountable for alignment of their own employees’ plans and 
the rigorous appraisal of performance. 


3. Balance 
- This is covered in the system description and in the performance plan template in the Building Coalitions and Leading People 


elements, and requires stakeholder and employee perspective.  This is currently called “customer feedback,” and the group 
recommends changing it to “stakeholder feedback.” 


4. Training 
- This is required in the system description.  It requires agencies to provide information and training for executives and 


rating/reviewing officials on the requirements and operation of the agencies’ performance management and pay-for-performance 
systems.  Additional training should be provided as needed, before the end of the appraisal cycle. 
 


Other Recommendations 


Provisional vs Full Certification 


The WG members agreed unanimously to retain the use of Provisional Certification, which enables agencies to access the higher pay rates 
and higher aggregate limit for a period of 12 months while they address issues with the application of their appraisal systems. 
 
Full Certification covers a period of 24 months and is granted when agencies have independently fully met all certification criteria.  
 
No limit will be placed on the number of times an agency may receive Provisional Certification.  
 
The two most common reasons agencies fall from Full to Provisional Certification are as follows: 


- Inadequate Aligned Results in Performance Plans 
- Data Issues 







10 
 


Performance Plans 
- Agencies will drop to Provisional Certification if any performance plan(s) in the sample requires revision, whether reviewed by 


OPM or peer review.  This feature recognizes agencies have the flexibility to select the specific sample of performance plans to 
demonstrate adherence to certification criteria, demonstrating sound performance management implementation. 


 
Agency Data 


- For Full Certification, an agency must have 2 years of data where the ratings distribution shows meaningful distinctions (ratings 
are distributed over various rating levels and overall ratings are properly justified) and the agency has made individual 
differentiations in both pay and awards based on those ratings.  Pay differentiation requires executives with the highest ratings to 
receive the highest pay adjustments and the largest bonuses.  Some exceptions may be acceptable (e.g., when executives are at the 
pay range maximum). 


- No across-the-board pay adjustments or awards are acceptable – either by dollar amount or percentage – because the SES 
performance is managed by statute under a pay-for-performance system. 


- OPM will alert agencies that have Full Certification if Year 1 data have issues, to help agencies avoid the continuation of any 
inappropriate compensation actions; however, irreconcilable data issues and the timing of these issues may not allow for 
corrections, and in such circumstances, agencies will be precluded from achieving Full Certification.  Irreconcilable data issues in 
Year 2 data will prevent certification until correct data from a new data cycle is available.  This practice recognizes agencies are 
responsible for adhering to SES pay-for-performance statutory and regulatory requirements.  
 


Agency Peer Review of Performance Plans 


Agency peer review— 
- Agencies with Full Certification have the option to ask other agencies with Full Certification to conduct a peer review of their 


performance plans in lieu of an OPM review. 
- Full Certification includes the responsibility for conducting peer reviews under a new framework of shared responsibilities for 


certification.  While agencies may agree to conduct multiple peer reviews in a year, they will only be expected to conduct one in 
any given year if asked to do so.   


- Peer review is not mandatory.  An agency may still submit its performance plans to OPM if the agency prefers.   
- The same standards for reviewing plans will be applied for all agencies. 
- Peer reviews of plans are expected to be as rigorous and to incorporate the same scrutiny of aligned results as if OPM conducted 


the review. 
- OPM will maintain a list of agencies with Full Certification eligible to conduct peer reviews.  The list will be divided between 


small agencies and large agencies.  The list will be available to the executive resources community, either on OMB MAX or 
OPM’s ESCS database. 
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What happens if a reviewing agency determines a performance plan is inadequate?  
Any revision that needs to be made to a single performance plan in the sample will drop agencies to Provisional Certification 
(regardless of whether OPM or agencies review the plans).  If reviewing agencies find an issue with one or more of the plans, they must 
notify OPM.  The peer review assessment template includes the reviewing agencies’ recommendation regarding Full or Provisional 
certification.  The reviewing agencies will not provide a signed peer-review assessment when the sample plans do not meet the aligned 
results criterion, either upon initial submission or with required revisions. 
 


Who   will sign-off on agencies’ review of the plans and provide documentation to OPM? 
The reviewing agency will provide dual signatures:  (1) the individual who conducted the review, and (2) the agency head, CHCO, or 
other designated official.  These two signatures will be included on the peer review assessment template sent to OPM assuring that the 
peer review was conducted, and the sample plans were adequate. 


What happens if an OPM spot check of peer-reviewed sample plans disagrees with the reviewer assessment? 
If a peer review fails the OPM spot check, the agency reviewed is returned to Provisional Certification status, provided all other criteria 
are met, and the reviewing agency is subject to OPM spot check on its next certification request. 
 


Ratings Distribution Justification  
 
Forced distribution of ratings is prohibited.  No predefined ratings distribution or ratings limitations or restrictions are appropriate.  To 
ensure accountability of agency ratings distributions and the certification requirement that appraisal systems make meaningful distinctions in 
performance, the amount of information required for the ratings distribution justification will vary based on the modal rating. 


The following summarizes the three groupings and accompanying requirements for justification and documentation: 


1. Modal rating is Level 3 or bimodal of Levels 3 and 4 
-  No requirement to submit justification  (i.e., no trend analysis, GPRAMA data, or explanation) 


 
2. Modal rating is Level 4 


- Organizational performance data (use data reported to OMB of goals Exceeded, Met, and Not Met aggregated at the agency level) 
- Explanation of how organizational performance supports the rating distribution (explanation of the nexus/relationship between the 


two, not just an assertion that one justifies the other) 
 


3. Modal rating is Level 5, or bimodal of Levels 4 and 5  
- Same justification as Level 4, plus rating distributions for last 5 years to show agency trend 
- Organizational performance data (data reported to OMB on goals Exceeded, Met, and Not Met aggregated at the agency level) for 


last 5 years to show agency trend  
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- Explanation of other external factors, such as budgetary cuts/revisions, staffing or mission/mandate changes, etc., that impacted the 
ratings distribution 


(See Appendix B for additional WG suggestions)        


Tools and Templates 


The WG reviewed and approved the following tools and templates to promote consistent documentation for certification requests. 
• Certification request letter template including agency self-verification (addresses all required information and provides some 


flexibility for customization) 
• Certification checklist 
• Certification instructions (OPM-provided instructions document) 
• Ratings distribution justification templates/tool 
• Agency peer review template 
• OPM spot check template 


Next Steps 


This report will be provided to stakeholders (including agency CHCOs and Human Resources Directors) for review and comment.  
Stakeholder comments will be reviewed and considered by OPM, along with the recommendations of the WG contained in this report. 


OPM will issue determinations on all recommendations and stakeholder input, and OPM will subsequently coordinate with OMB on the 
revision of joint regulations addressing certification to replace the current interim regulation.   
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In the interim, OPM will implement the recommendations regarding agency self-verification, which can be accomplished under current 
regulation.  OPM anticipates being able to do this for certification requests submitted after October 1, 2015.  Until then, agencies may use 
any of the templates/tools provided when submitting their certification requests.  In late summer or early fall, OPM will convene a work 
group of agencies with SL/ST employees to address SL/ST performance management and certification to determine consistent alternatives 
to offer agencies with senior professionals.  
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Appendix A – Current Certification Criteria 


Certification Criteria 
Review and 


Certify  Current Criteria found in  5CFR 430.404(a) 


Alignment OPM 
(1) Individual performance expectations must be derived from/aligned with the agency’s mission, strategic goals, 
program/policy objectives, and/or annual performance plan. Alignment should be clear and transparent. 


Consultation OPM 
(2) Agencies must consult an executive in the development of his or her performance.  


Results OPM 
(3) The performance expectations for individual senior employees apply to their respective areas of responsibility; reflect 
expected agency and/or organizational outcomes and outputs, performance targets or metrics, policy/program objectives; 
identify specific programmatic crosscutting, external, and partnership-oriented goals or objectives; and are stated in terms of 
observable, measurable, and/or demonstrable performance. 


Balance OPM 
(4) Individual performance expectations must include measures of customer/stakeholder and employee perspectives and 
feedback, and leadership competencies or behaviors that contribute to and are necessary to distinguish outstanding 
performance.  


Organizational 
Assessment & 


Guidelines 
OPM 


(5) Appropriate assessments of the agency’s performance.  Guidelines on how to evaluate individual performance, based in 
part on those organizational assessments, that are communicated to senior employees, senior employee rating and reviewing 
officials, and PRB members at the end of the appraisal cycle and before initial ratings are done.  


Oversight 
OPM 


(6) Provide for oversight by the designated individual who certifies that 1) the appraisal process makes meaningful 
distinctions based on relative performance; 2) the results of the appraisal process take into account the agency’s 
organizational performance assessment; and 3) pay levels and adjustments and performance awards based on the results of 
the appraisal process accurately reflect individual performance and/or contribution to agency performance. 


Accountability OPM 
(7) For supervisory senior employees, a senior employee’s performance plan must include a critical element that holds the 
senior employee accountable for aligning subordinate performance plans with organizational goals and the rigor with which 
the senior employee appraises subordinate employees. 


Performance 
Distinctions OPM 


(8) Application of the system must result in meaningful distinctions based on relative performance. Agencies need to justify 
their rating distribution using organizational performance, such as strategic goals achieved. 


 
Pay Differentiation OPM 


(9) Annual ratings, pay, and awards data showing that those senior employees who have demonstrated the highest levels of 
individual performance and/or contribution to the agency’s performance receive the highest annual summary ratings and the 
largest corresponding pay adjustments, performance awards, and levels of pay, particularly above the rate for level III of the 
Executive Schedule. 


Training and 
Communication of 
System Application 


Results 


OPM 
(10) Documentation of training provided to senior employees on the policies and operation of their performance management 
and pay systems as well as communication of the results of the previous appraisal period (i.e., overall ratings distribution, 
average pay adjustments, and average performance awards for each rating level). 
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Appendix B – Additional Suggestions 


Additional Suggestions 


The WG participated in rich discussions on various topics related to appraisal system certification and performance management in general.  
While not all suggestions will go forward for adoption, the others are noted here as they informed the discussions and contributed to the 
final recommendations. 


General Recommendations 


- Agency Heads – Get their buy-in and increase awareness on the importance of the certification process  
- Agency Heads – Send message that Senior Executives are all part of a distinguished cadre and their performance is valued, and 


Outstanding is/should be a very high threshold.  Explain what Outstanding means among an already high-performing group   
- SES/SL/ST – Need training on the value of the certification process and the impact on performance 
- SES/SL/ST – Need to understand that when performance requirements (expectations) are set rigorously a Level 3 rating (meeting 


all expectations) is actually very challenging and should be the norm 
- Change the law requiring 5% statutory minimum for individual performance awards 
- OMB – As economic conditions allow, reduce restrictions on pay and performance awards 
- OMB – Issue more timely pay and performance awards guidelines 


Certification Process and Requirements 


- Length of Certification – propose statutory changes to extend certification to 4 or 5 years and provisional to 2 years 
- Greater automation of performance appraisal process 


o Have OPM pull data already submitted by agencies to OPM-maintained systems for annual SES/SL/ST ratings and pay data  
o Automate certification submissions 


- Have a chance to correct plans before dropping to Provisional Certification   
- Agencies could work with OPM on ratings distribution and pay recommendation prior to PRB submission to appointing authority 
- Certification for non-basic SES systems would be similar to SL/ST certification 


SL/ST Certification 


- Provide a streamlined SL/ST certification request process 
- System description for SL/ST to be submitted for initial certification and only provided for subsequent certifications if revised 
- Streamlining the SL/ST process, including performance plan sample size (same sample size as for SES certification) 
- Ratings distribution justification – focus more on the impact of SL/ST on an individual level rather than at the organizational level 
- Some or all items in the “agency responsibility” bucket for the SES would be moved to the self-verification bucket for the SL/ST 
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Appendix C – Participating Agencies 


Agencies participating in the WG were— 
 
Court Services and Offender Supervision Agency (CSOSA)  -  Rhonda Jones 
Department of Agriculture (USDA)  -  Kim Hobbs  
Department of Commerce (DoC)  -  Denise Yaag 
Department of Defense (DoD)  -  Alyson Grant  
Department of Justice (DoJ)  -  Virginia Thompson  
Environmental Protection Agency (EPA)  -  Susan Smith and Lisa Matluk 
U.S. International Trade Commission (USITC)  -  Eric Mozie and Charlee Marcus  
National Aeronautics and Space Administration (NASA)  -  Veronica Marshall 
National Transportation Safety Board (NTSB)  -  Anh Bolles 
Social Security Administration (SSA)  -  Bonnie Doyle and Sarah Rohde 
 
OMB was available for technical and process input - Jeremy Leon 
 
OPM staff support  -  Senior Executive Service and Performance Management  


Barbara Colchao, Christian Fajardo, Febbie Gray, Louis Ingram, Nikki Johnson, Aisha Kendall, Myriam Mayobre, Justin Sams, Eric 
Schmidt, Charlene Seon, and Loretta Whitacre (rotational detailee) 





		Introduction

		Employee Engagement

		Group recommendations



		Overview of Recommendations for Improving Certification Process

		Small Agencies

		New Role Responsibilities



		Specific Criteria Recommendations

		Other Recommendations

		Provisional vs Full Certification

		Agency Peer Review of Performance Plans

		Ratings Distribution Justification



		Tools and Templates

		Next Steps

		Appendix A – Current Certification Criteria

		Appendix B – Additional Suggestions

		Appendix C – Participating Agencies





recommendations of the workgroup and the input of stakeholders will be
presented to OPM Director Archuleta before proceeding with next steps,
including immediate implementation of improvements that are administratively
possible as well as longer-term revision to regulations.

Thank you,

Justin Johnson
Executive Director
Chief Human Capital Officers Council
Office of Personnel Management (OPM)
1900 E Street, NW, Suite 5H27
Washington, DC 20415
(b) (6)



From: Council of IGs Liaisons on behalf of 
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: FY 2018 Annual Progress Report to the President - Data Call - SUSPENSE December 23, 2018
Date: Thursday, December 13, 2018 4:04:51 PM
Attachments: image001.png

FY18 Annual Report - Membership Listing (003).docx

Hello All,
 
Attached is a copy of the Annual Progress Report – Membership Listing.  Please review and make the
appropriate updates for FY 18.
 
Thanks,
 

Management Analyst

 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
 
 
 
 
 
 

From:  
Sent: Tuesday, November 27, 2018 3:00 PM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: FY 2018 Annual Progress Report to the President - Data Call - SUSPENSE December 23, 2018
 

Good Afternoon,

 

Attached is the data call for the FY 2018 Progress Report to the President.  The data call
includes the following:

 

·           A memo from the Chair kicking off the project along with an attachment that
explains in detail the process we will follow for this data call.

(b) (6)

(b) (6)

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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Ann Calvaresi Barr Inspector General

U.S. Agency for International Development

(202) 712-1150

http:/oig.usaid.gov/ Hotlines: (202) 712-1023

(800) 230-6539

Phyllis K. Fong Inspector General

U.S. Department of Agriculture

(202) 720-8001

http://www.usda.gov/oig/index.htm Hotlines: (202) 690-1622

(800) 424-9121

Hearing Impaired: (202) 690-1202

Tom Howard Inspector General AMTRAK

(202) 906-4600

http://www.amtrakoig.gov Hotline: (800) 468-5469

Hubert Sparks Inspector General

Appalachian Regional Commission

(202) 884-7675

http://www.arc.gov/index.do?nodeId=2060 Hotlines: (202) 884-7667

(800) 532-4611

Christopher Failla Inspector General Architect of the Capitol (202) 593-1948

Hotlines: (202) 593-1067

(877) 489-8583

Email: Hotline@aoc-oig.org

Michael A. Bolton Acting Inspector General

U.S. Capitol Police

(202) 593-4555

Hotline: (866) 906-2446

Email: : Oig@uscp.gov


Christine Ruppert

Acting Deputy Inspector General

Central Intelligence Agency

(703) 874-2555

Peggy E. Gustafson Inspector General Department of Commerce (202) 482-4661

http://www.oig.doc.gov Hotlines: (202) 482-2495

(800) 424-5197

Hearing Impaired: (800) 854-8407

(202) 482-5923

Thomas K. Lehrich Inspector General

Committee for Purchase From People Who Are Blind or Severely Disabled (AbilityOne) (703) 603-2150

Email: OIG@abilityone.gov

A. Roy Lavik Inspector General

Commodity Futures Trading Commission

(202) 418-5110

http://www.cftc.gov/About/ OfficeoftheInspectorGeneral/index.htm Hotline: (202) 418-5510

Christopher W. Dentel Inspector General

Consumer Product Safety Commission

(301) 504-7644

http://www.cpsc.gov/about/oig/oig.html Hotline: (866) 230-6229

Deborah Jeffrey Inspector General

Corporation for National and Community Service

(202) 606-9390

http://www.cncsig.gov Hotline: (800) 452-8210



Mary Mitchelson Inspector General

Corporation for Public Broadcasting

(202) 879-9660

http://www.cpb.org/oig Hotlines: (202) 783-5408

(800) 599-2170

Kristi Waschull Inspector General Defense Intelligence Agency (202) 231-1010

Hotline: (202) 231-1000

Email: ig_hotline@dodiis.mil

Glenn Fine

Acting Inspector General Department of Defense (703) 604-8300

http://www.dodig.mil Hotline: (800) 424-9098

David Sheppard Inspector General Denali Commission (907) 271-2372

http://www.oig.denali.gov

Kathleen S. Tighe Inspector General Department of Education (202) 245-6900

http://www.ed.gov/about/offices/list/oig Hotline: (800) 647-8733

Patricia L. Layfield Inspector General

U.S. Election Assistance Commission (301) 734-3104 http://www.eac.gov/inspector_general/ Hotline: (866) 552-0004

April G. Stephenson Acting Inspector General Department of Energy (202) 586-4393

http://www.ig.energy.gov Hotlines: (202) 586-4073

(800) 541-1625


Arthur A. Elkins, Jr. Inspector General

Environmental Protection Agency and the Chemical Safety and Hazard Investigation Board (202) 566-0847

http://www.epa.gov/oig Hotlines: (202) 566-2476

(888) 546-8740

Milton A. Mayo, Jr. Inspector General

Equal Employment Opportunity Commission

(202) 663-4301

http://www.eeoc.gov/eeoc/oig/index.cfm Hotline: (800) 849-4230

Parisa Salehi

Acting Inspector General

Export-Import Bank of the United States

(202) 565-3908

http://www.exim.gov/oig Hotline: (888) 644-3946

Wendy Lagaurda

Inspector General

Farm Credit Administration

(703) 883-4030

http://www.fca.gov/home/inspector.html Hotlines: (703) 883-4316

(800) 437-7322

Hearing Impaired: (703) 883-4359

Catherine Brunno

Acting Chief Compliance Officer Office of Integrity and Compliance Criminal Investigative Division Federal Bureau of Investigation (202) 324-4260

David L. Hunt Inspector General

Federal Communications Commission

(202) 418-0470

http://www.fcc.gov/office-inspector-general Hotline: (202) 418-0473

Jay N. Lerner Inspector General

Federal Deposit Insurance Corporation

(703) 562-6339

http://www.fdicig.gov Hotline: (800) 964-3342

Email: ighotline@fdic.gov



J. Cameron Thurber Deputy Inspector General Federal Election Commission (202) 694-1015

http://www.fec.gov/fecig/mission.htm Hotline: (202) 694-1015

Laura S. Wertheimer Inspector General

Federal Housing Finance Agency

(202) 730-0881

http://www.fhfaoig.gov Hotline: (800) 793-7724

Dana Rooney-Fisher Inspector General

Federal Labor Relations Authority

(202) 218-7744

http://www.flra.gov/oig Hotline: (800) 331-3572

Jon A. Hatfield Inspector General

Federal Maritime Commission

(202) 523-5863

http://www.fmc.gov/bureaus/inspector_general/ InspectorGeneral.asp

Hotline: (202) 523-5865

Mark Bialek Inspector General

Federal Reserve Board and Consumer Financial Protection Bureau

(202) 973-5000

http://oig.federalreserve.gov http://oig.consumerfinance.gov Hotlines: (202) 452-6400

(800) 827-3340

Hotline Email: oighotline@frb.gov

Roslyn A. Mazer Inspector General Federal Trade Commission (202) 326-3527

http://www.ftc.gov/oig/ Hotline: (202) 326-2800

Carol Fortine Ochoa Inspector General

General Services Administration

(202) 501-0450

http://www.gsaig.gov Hotlines: (202) 501-1780

(800) 424-5210


Adam Trzeciak Inspector General

U.S. Government Accountability Office

(202) 512-5748

http://www.gao.gov/about/workforce/ig.html Hotline: (866) 680-7963

Melinda M. Miguel Inspector General Government Publishing Office (202) 512-0039

http://www.gpo.gov/oig/ Hotline: (800) 743-7574

Daniel R. Levinson Inspector General

Department of Health and Human Services

(202) 619-3148

http://oig.hhs.gov Hotline: (800) 447-8477

Email: hhstips@oig.hhs.gov

John Kelly

Deputy Inspector General Department of Homeland Security (202) 254-4100

http://www.oig.dhs.gov/ Hotline: (800) 323-8603

Hotline Submission: http://www.oig.dhs.gov/ hotline/hotline.php

Disaster Fraud Hotline: (866) 720-5721 Disaster Fraud Email: : disaster@leo.gov

Helen M.  Albert Acting Inspector General

Department of Housing and Urban Development

(202) 708-0430

http://www.hudoig.gov Hotlines: (202) 708-4200

(800) 347-3735

Mary L. Kendall Acting Inspector General Department of the Interior (202) 208-5745

http://www.doioig.gov/ Hotline: (800) 424-5081

Philip M. Heneghan Inspector General

U.S. International Trade Commission (202) 205-2210 http://www.usitc.gov/oig

Hotline: (202) 205-6542



Michael E. Horowitz Chairperson, CIGIE Inspector General Department of Justice (202) 514-3435

http://www.justice.gov/oig Hotline: (800) 869-4499

Scott S. Dahl Inspector General Department of Labor (202) 693-5100

http://www.oig.dol.gov Hotlines: (202) 693-6999

(800) 347-3756

Jeffrey E. Schanz Inspector General

Legal Services Corporation

(202) 295-1677

http://www.oig.lsc.gov/ Hotline: (800) 678-8868

Kurt W. Hyde Inspector General Library of Congress (202) 707-2637

http://loc.gov/about/oig/ Hotline: (202) 707-6306

Paul K. Martin Inspector General

National Aeronautics and Space Administration

(202) 358-1220

http://oig.nasa.gov Hotline: (800) 424-9183

Hotline Web site: http://oig.nasa.gov/ cyberhotline.html

James Springs Inspector General

National Archives and Records Administration

(301) 837-1532

http://www.archives.gov/oig Hotlines: (301) 837-3500

(800) 786-2551

Email: oig.hotline@nara.gov

James Hagen Inspector General

National Credit Union Administration

(703) 518-6351

http://www.ncua.gov/Resources/OIG/index.aspx Hotlines: (703) 518-6357

(800) 778-4806


Ronald Stith Inspector General

National Endowment for the Arts

(202) 682-5774

http://www.arts.gov/about/OIG/Contents.html Hotline: (202) 682-5402

Laura M. H. Davis Inspector General

National Endowment for the Humanities

(202) 606-8350

http://www.neh.gov/whoweare/oig.html Hotline: (202) 606-8423

(877) 786-7598

Cardell Richardson Inspector General

National Geospatial-Intelligence Agency

(571) 557-7500

http://www.nga.mil Hotline: (800) 380-7729

Email: IG@nga.mil

David P. Berry Inspector General

National Labor Relations Board

(202) 273-1960

http://www.nlrb.gov/About_Us/inspector_ general/index.aspx

Hotline: (800) 736-2983

Susan S. Gibson Inspector General

National Reconnaissance Office

(703) 808-1810

http://www.nro.gov/offices/oig/ar.html Hotline: (703) 808-1644

Robert P. Storch Inspector General National Security Agency (301) 688-6666

http://www.nsa.gov/about/oig/index.shtml Hotline: (301) 688-6327

Hotline Submission: https://www.nsa.gov/ about/contact-us/#subject:oig-hotline

Allison Lerner

Vice Chairperson, CIGIE Inspector General National Science Foundation (703) 292-7100

http://www.nsf.gov/oig Hotline: (800) 428-2189

Email: oig@nsf.gov



Hubert T. Bell Inspector General

Nuclear Regulatory Commission

(301) 415-5930

http://www.nrc.gov/insp-gen.html Hotline: (800) 233-3497

Emory A. Rounds, III Director

Office of Government Ethics

(202) 482-9300

Michael K. Atkinson Inspector General

Office of the Inspector General of the Intelligence Community

http://www.dni.gov/ig.htm Hotline: (703) 482-1300

Margaret  Weichert Executive Chairperson, CIGIE

Deputy Director for Management Office of Management and Budget (202) 395-3080

Vacant Controller

Office of Management and Budget

(202) 395-3080

Norbert Vint

Deputy Inspector General Office of Personnel Management (202) 606-1200

http://www.opm.gov/oig Hotline—Fraud/Waste/Abuse: (202) 606-2423

Hotline—Healthcare Fraud: (202) 418-3300

Michael Rigas Deputy Director

Office of Personnel Management

(202) 606-1000

Henry Kerner Special Counsel

Office of Special Counsel

(202) 254-3610

Disclosure Hotline: (800) 872-9855

Whistleblower Protection: (800) 572-2249

Hatch Act Information: (800) 854-2824


Kathy A. Buller Inspector General Peace Corps

(202) 692-2916

http://www.peacecorps.gov/OIG Hotline: (800) 233-5874

Hotline Email: oig@peacecorps.gov

Hotline E-Form: http://www.peacecorps.gov/ OIG/ContactOIG

Robert A. Westbrooks Inspector General

Pension Benefit Guaranty Corporation

(202) 326-4000 ext. 3437

http://oig.pbgc.gov/ Hotline: (800) 303-9737

Jack Callender Inspector General

Postal Regulatory Commission

(202) 789-6817

http://www.prc.gov/oig Hotline: (202) 789-6817

Tammy Whitcomb Acting Inspector General

U.S. Postal Service

(703) 248-2300

http://www.uspsoig.gov Hotline: (888) 877-7644

Martin J. Dickman Inspector General Railroad Retirement Board (312) 751-4690

http://www.rrb.gov/oig Hotline: (800) 772-4258

Carl W. Hoecker Inspector General

Securities and Exchange Commission

(202) 551-6061

http://www.sec.gov/about/offices/inspector_ general.shtml

Hotline: (877) 442-0854

Hannibal Ware Inspector General

Small Business Administration

(202) 205-6586

http://www.sba.gov/office-of-inspector-general Hotline: (800) 767-0385



Cathy Helm Inspector General Smithsonian Institution (202) 633-7050

http://www.si.edu/oig/ Hotline: (202) 252-0321

Gale Stone

Acting Inspector General Social Security Administration (410) 966-8385

http://oig.ssa.gov Hotline: (800) 269-0271

John F. Sopko Inspector General

Special Inspector General for Afghanistan Reconstruction (703) 545-6000

http://www.sigar.mil

Hotline Email: hotline@sigar.mil

Christy L. Romero Special Inspector General

Special Inspector General for the Troubled Asset Relief Program (202) 622-1419

http://www.SIGTARP.gov/ Hotlines: (877) 744-2009

(877) SIG-2009

Email: SIGTARP.Hotline@do.treas.gov

Steve A.  Linick Inspector General Department of State and the

Broadcasting Board of Governors

(202) 663-0361

http://oig.state.gov Hotlines: (202) 647-3320

(800) 409-9926

Email: oighotline@state.gov

Jill Matthews

Acting Inspector General Tennessee Valley Authority (865) 633-7300

http://oig.tva.gov Hotline: (855) 882-8585

Hotline Web site: www.OIGempowerline.com

Calvin L. Scovel III Inspector General Department of Transportation (202) 366-1959

http://www.oig.dot.gov Hotline: (800) 424-9071


Eric M. Thorson Inspector General Department of the Treasury (202) 622-1090

http://www.ustreas.gov/inspector-general Hotline: (800) 359-3898

J. Russell George Inspector General

Treasury Inspector General for Tax Administration Department of the Treasury (202) 622-6500

http://www.treas.gov/tigta Hotline: (800) 366-4484

Michael Missal Inspector General

Department of Veterans Affairs

(202) 461-4720

http://www.va.gov/oig Hotline: (800) 488-8244

Email: vaoighotline@va.gov

 (
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·           Three workbooks and accompanying instructions for the OIG profile, audit, and
investigation statistics.

 

This year, you will note, that we are soliciting from each member information about one
significant work product (i.e., an audit, investigation, evaluation, inspection, etc.) your office
completed in FY 2018.  These submissions will be considered for potential inclusion in the
report.

 

As in the past, we are relying on the liaisons to make this process as efficient as possible.  We
sincerely appreciate their willingness to receive the data call, coordinate it within their OIG,
and return the information to us.  It is so critical for liaisons, as the IGs' representative, to be
knowledgeable and comfortable with the information being submitted. 

 

We look forward to working with all of you.  The process itself is very similar to the ones
followed in years past.  Should you have questions regarding the workbooks and/or instruction
guides, please feel free to contact @cigie.gov) at 
or me @cigie.gov) at .  Please email me the completed workbooks
by December 23, 2018.

 

Thanks,

 

Mark

 
 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
 

(b) (6) (b) (6)
(b) (6) (b) (6)



From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Letter from HSGAC and HOGR
Date: Tuesday, March 17, 2015 5:57:40 AM
Attachments: Sens Grassley Coburn Undisclosed Reports.pdf

Sens Grassley Coburn Undisclosed Reports July 14, 2014.pdf
OIG Response to HOGR Letter 3.11.2015.pdf

The following is being sent on behalf of Chair Michael Horowitz.

Dear Fellow IGs:
Several of you have asked a variety of questions regarding the recent letters
from HSGAC and HOGR. I appreciate that they have caused a lot of concern.
The DOJ-OIG has been responding to similar letters for several years now (our
responses started in 2010 when Glenn Fine was IG), and at our meeting with
HSGAC staff and Sen. Grassley’s staff to discuss the draft IG reform act, they
indicated that our past responses provide the kind of detail that they are
seeking regarding closed investigations. As you will see from our responses,
they are consistent with the privacy act and do not identify the subject(s). Feel
free to reach out to me with any questions or thoughts. These requests, and
the provisions in the legislation, raise significant issues, and we will be
discussing them at today’s CIGIE meeting and at future meetings. I look forward
to working through them with you.

Michael

mailto:CIGIE-LIAISONS@LIST.NIH.GOV













































































































DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


1


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Develop policies and procedures for adequate monitoring of contractors and 
verification of supporting documentation.


2


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Ensure DCCV complies with 28 C.F.R. § 70.21 and that it does not circumvent its 
accounting system and its internal controls to account for the grant 
expenditures.


3


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Ensure DCCV bills the grant for the allocation amount supported by the amount 
allocated on the timesheet.


4


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Ensure only actual, allowable, and supported translation and interpretation 
services and costs are billed to Grant No. 2011‐WL‐AX‐0017.


5


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Ensure FFRs are supported by their accounting system.


6


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Ensure progress reports are submitted accurately and the supporting 
documents used at the time of submission are maintained.


7


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Ensure DCCV complies with the special conditions of the grant.


8


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved


Ensure that DCCV maintains documentation demonstrating and supporting 
program performance and accomplishments for Grant No. 2011‐WL‐AX‐0017.
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9


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $71,414 in unsupported salary costs.


10


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $37,754 in unsupported fringe benefit costs.


11


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $1,582 in unsupported other direct costs.


12


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $52,777 in unsupported contractual costs.


13


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $70,091 in unsupported TI Center costs.


14


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $9,756 in unallowable salary costs.


15


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $5,900 in unallowable fringe benefit costs.


16


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $6,010 in unallowable other direct costs.
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17


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $32,076 in unallowable contractual costs.


18


Audit of the Office on Violence Against 
Women Grant Awarded to the Denver 
Center for Crime Victims, Denver, Colorado 2/18/2015 Resolved Remedy the $12,753 in unallowable TI Center costs.


19


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP ensure CSOC develops and implements a process to 
enhance consultant oversight.


20


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP obtain a final FFR for Grant Nos. 2008‐VN‐CX‐0012 
and 2011‐VN‐CX‐0007 with the corrected cumulative matching expenditures 
and indirect costs.


21


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $1,472 in unallowable questioned costs 
related to expenditures for items that were not included in the approved grant 
budget for Grant No. 2008‐VN‐CX‐0012.


22


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $1,835 in unallowable questioned costs that 
were also reported as matching costs for Grant No. 2008‐VN‐CX‐0012.
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23


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $34,297 in unallowable questioned costs 
related to excess compensation for Grant No. 2011‐VN‐CX‐0007.


24


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend OJP remedy $28,692 in unallowable questioned costs for 
services provided after the grant end date for Grant No. 2011‐VN‐CX‐0007.


25


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $15,228 in unallowable questioned costs that 
were incurred after the grant end date.


26


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend OJP remedy $2,980 in unsupported questioned costs for 
materials used by a consultant for Grant No. 2011‐VN‐CX‐0007.


27


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $336,549 in unsupported matching 
questioned costs for Grant No. 2008‐VN‐CX‐0012.
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28


Audit of the Office of Justice Programs 
Developing and Enhancing Statewide 
Automated Victim Information and 
Notification Program Grants Awarded to 
the County Sheriffs of Colorado, Littleton, 
Colorado 2/11/2015 Resolved


We recommend that OJP remedy $283,833 in unsupported matching 
questioned costs for Grant No. 2011‐VN‐CX‐0007.


29


Audit of Office on Violence Against Women 
Cooperative Agreements Awarded to Praxis 
International, Incorporated, Saint Paul, 
Minnesota 2/10/2015 Resolved


We recommend that OVW ensure Praxis develops a formal, written procedure 
for requesting drawdowns based on its immediate need for disbursements.


30


Audit of Office on Violence Against Women 
Cooperative Agreements Awarded to Praxis 
International, Incorporated, Saint Paul, 
Minnesota 2/10/2015 Resolved


We recommend that OVW require Praxis to establish a formal, written 
procedure to review progress reports and the data provided in those reports 
for accuracy before submission.


31


Audit of Office on Violence Against Women 
Cooperative Agreements Awarded to Praxis 
International, Incorporated, Saint Paul, 
Minnesota 2/10/2015 Resolved


We recommend that OVW require Praxis to establish a formal, written 
procedure for monitoring its subrecipient to ensure that the subrecipient’s 
financial operations, records, systems, and procedures comply with the OVW 
Financial Guide.


32


Audit of Office on Violence Against Women 
Cooperative Agreements Awarded to Praxis 
International, Incorporated, Saint Paul, 
Minnesota 2/10/2015 Resolved


We recommend that OVW require Praxis to establish a process to ensure that it 
meets OVW’s approval and reporting requirements for all of its cooperative 
agreement events.


33


Audit of Compliance with Standards 
Governing Combined DNA Index System 
Activities at the Arizona Department of 
Public Safety Northern Regional Crime 
Laboratory, Flagstaff, Arizona 2/10/2015 Resolved


We recommend that the FBI ensure that the Laboratory obtains sufficient 
information to determine a profile's eligibility prior to uploading it to NDIS.


34


Audit of Compliance with Standards 
Governing Combined DNA Index System 
Activities at the Arizona Department of 
Public Safety Northern Regional Crime 
Laboratory, Flagstaff, Arizona 2/10/2015 Resolved


We recommend that the FBI work with the Laboratory to ensure all the 
unallowable profiles that were not intended for upload to NDIS, but 
inadvertently uploaded to NDIS after the 2007 software upgrade are not 
currently at NDIS.
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35


Review of the Drug Enforcement 
Administration's Use of Cold Consent 
Encounters at Mass Transportation 
Facilities 1/28/2015 Resolved


We recommend that the DEA consider how to determine if cold consent 
encounters are being conducted in an impartial manner, including reinstituting 
the collection of racial and other demographic data and how it could be used to 
make that assessment.


36


Review of the Drug Enforcement 
Administration's Use of Cold Consent 
Encounters at Mass Transportation 
Facilities 1/28/2015 Resolved


We recommend that the DEA develop a way to track cold consent encounters 
and their results and use the information collected to gain a better 
understanding of whether and under what circumstances they are an effective 
use of law enforcement resources.


37


Review of the Drug Enforcement 
Administration's Use of Cold Consent 
Encounters at Mass Transportation 
Facilities 1/28/2015 Resolved


We recommend that the DEA require all interdiction TFG members and 
supervisors to attend either Jetway or alternative DEA‐approved interdiction 
training.


38


Review of the Drug Enforcement 
Administration's Use of Cold Consent 
Encounters at Mass Transportation 
Facilities 1/28/2015 Resolved


We recommend that the DEA ensure appropriate coordination of training, 
policies, and operations for conducting cold consent encounters and searches, 
including assessing which policies should apply to cold consent searches at 
transportation facilities and ensuring that interdiction TFG members know 
when and how to apply them.


39


Review of the Drug Enforcement 
Administration's Use of Cold Consent 
Encounters at Mass Transportation 
Facilities 1/28/2015 Resolved


We recommend that the DEA examine whether disclaimer of ownership of cash 
forms should be used in cold consent encounters and, if so, establish a 
consistent practice and training regarding their use.


40


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved Remedy the $60,525 in unsupported salaries and fringe benefits.


41


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved Remedy the $43,371 in remaining unallowable other direct costs.


42


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved Remedy the $373,175 in unsupported programmatic costs.
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43


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved


Ensure Osage maintains detailed records in order to provide accurate reporting 
for the program.


44


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved


Ensure that Osage includes all property purchased with grant funds be included 
in the inventory system.


45


Audit of the Office on Violence Against 
Women Grants Awarded to the Osage 
Nation of Oklahoma, Pawhuska, Oklahoma 1/27/2015 Resolved Ensure that Osage adheres to all grant requirements.


46


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Develop and disseminate clear and comprehensive Department‐wide policy 
that communicates DOJ’s authority and expectations regarding off‐duty 
conduct.


47


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Identify best practices for guiding employee behavior and ensure that these 
practices are shared with all components that send employees to work in 
foreign countries.


48


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Ensure that the components develop clear, complementary, and consistent 
policies in a timely manner.


49


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Disseminate clear, complementary, and comprehensive policy to all personnel 
regarding off‐duty conduct, including provisions for employees representing 
the government in other countries.


50


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Disseminate clear, complementary, and comprehensive policy to all personnel 
regarding off‐duty conduct, including provisions for employees representing 
the government in other countries.
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51


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Disseminate clear, complementary, and comprehensive policy to all personnel 
regarding off‐duty conduct, including provisions for employees representing 
the government in other countries.


52


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Disseminate clear, complementary, and comprehensive policy to all personnel 
regarding off‐duty conduct, including provisions for employees representing 
the government in other countries.


53


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Disseminate clear, complementary, and comprehensive policy to all personnel 
regarding off‐duty conduct, including provisions for employees representing 
the government in other countries.


54


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Raise awareness of that policy and how it applies to a variety of situations 
through existing basic law enforcement training, new employee orientation, 
and periodic training throughout employees’ careers.


55


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Raise awareness of that policy and how it applies to a variety of situations 
through existing basic law enforcement training, new employee orientation, 
and periodic training throughout employees’ careers.


56


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Raise awareness of that policy and how it applies to a variety of situations 
through existing basic law enforcement training, new employee orientation, 
and periodic training throughout employees’ careers.


57


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Raise awareness of that policy and how it applies to a variety of situations 
through existing basic law enforcement training, new employee orientation, 
and periodic training throughout employees’ careers.


58


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Raise awareness of that policy and how it applies to a variety of situations 
through existing basic law enforcement training, new employee orientation, 
and periodic training throughout employees’ careers.


Page 8 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


59


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Reinforce the policy and how to apply it through pre‐deployment training for 
employees being sent abroad.


60


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Reinforce the policy and how to apply it through pre‐deployment training for 
employees being sent abroad.


61


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Reinforce the policy and how to apply it through pre‐deployment training for 
employees being sent abroad.


62


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Reinforce the policy and how to apply it through pre‐deployment training for 
employees being sent abroad.


63


Review of Policies and Training Governing 
Off‐Duty Conduct by Department 
Employees Working in Foreign Countries 1/21/2015 Resolved


Reinforce the policy and how to apply it through pre‐deployment training for 
employees being sent abroad.


64


Audit of the Assets Forfeiture Fund and 
Seized Asset Deposit Fund Annual Financial 
Statements Fiscal Year 2014 1/12/2015


On Hold – 
Pending 
Ongoing 
Review


Implement analytical review and analysis procedures, including the comparison 
of current year to prior year financial statement account  balances, interrelated 
disclosures, and the investigation of significant fluctuations, as part of the 
financial statement preparation and  review process, in addition to the 
quarterly reconciliation of UFMS and CATS data at the individual‐asset level.


65


Audit of the Assets Forfeiture Fund and 
Seized Asset Deposit Fund Annual Financial 
Statements Fiscal Year 2014 1/12/2015


On Hold – 
Pending 
Ongoing 
Review


Use complete and accurate underlying reports to prepare financial statement 
footnote disclosures.


66


Audit of the Assets Forfeiture Fund and 
Seized Asset Deposit Fund Annual Financial 
Statements Fiscal Year 2014 1/12/2015


On Hold – 
Pending 
Ongoing 
Review


Perform a more thorough review of the interim and annual financial statement 
packages.
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67


Audit of the Assets Forfeiture Fund and 
Seized Asset Deposit Fund Annual Financial 
Statements Fiscal Year 2014 1/12/2015


On Hold – 
Pending 
Ongoing 
Review


Make revisions to the pending Obligation and Accrued Liability Estimation 
policy that include (a) updating the policy to include only the relevant 
authoritative literature; (b) developing and implementing an analysis that 
includes at least 3 years of prior CATS data supporting the estimated 
obligations and accrued liabilities, and compares subsequently known data to 
the estimated accruals to determine the precision of the estimates over time; 
(c) maintaining a quarterly analysis, including an aging of obligations and 
related accrued liabilities; (d) developing and implementing written policy 
guidance to the participating agencies that describes how each data element in 
CATS is used as an assumption in the estimated obligation and related accrued 
liability; and (e) performing sufficient testing of underlying data to validate that 
the CATS outputs produce relevant and reliable information that should be 
used as the basis to estimate future outlays.


68


Audit of the Office of Justice Programs 
Correctional Systems and Correctional 
Alternatives on Tribal Lands Program 
Awarded to Pueblo of Laguna, Laguna, New 
Mexico 12/16/2014 Resolved


Ensure that Pueblo of Laguna only charges indirect costs to DOJ grants 
according to an approved rate.


69


Audit of the Office of Justice Programs 
Correctional Systems and Correctional 
Alternatives on Tribal Lands Program 
Awarded to Pueblo of Laguna, Laguna, New 
Mexico 12/16/2014 Resolved


Ensure Pueblo of Laguna develops and implements a process to ensure grant 
funds are only paid to recipients that are eligible to receive federal funding.


70


Audit of the Office of Justice Programs 
Correctional Systems and Correctional 
Alternatives on Tribal Lands Program 
Awarded to Pueblo of Laguna, Laguna, New 
Mexico 12/16/2014 Resolved


Ensure Pueblo of Laguna completes all planned objectives for Grant Numbers 
2010‐IP‐BX‐0057 and 2012‐IP‐BX‐0003.


71


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved Remedy the $166,469 in excess drawdowns.
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72


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved


Remedy the $29,583 in unsupported costs due to missing files or inadequate 
documentation.


73


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved Remedy the $1,096 in unallowable costs related to IRS fines.


74


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved Remedy the $6,758 in unallowable unbudgeted personnel costs.


75


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved


Ensure FFR's, Progress Reports, and Recovery Act Reports are submitted timely 
and are properly supported with appropriate documentation.


76


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved


Ensure General Ledger accounts are set up appropriately to allow direct 
comparison of approved budgets to actual expenditures.


77


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved


Ensure procedures for obtaining contracts and monitoring contractors are 
adequate and properly followed.


78


Audit of the Office on Violence Against 
Women Awarded to the Advocates Against 
Family Violence Caldwell, Idaho 12/15/2014 Resolved Ensure all grant post end date activities are completed timely.


79


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Cooperative 
Agreements Awarded to the City of 
Philadelphia, Pennsylvania 12/8/2014 Resolved


We recommend that OJP ensure that the Philadelphia Laboratory updates its 
property and equipment inventory records to be in compliance with OJP 
requirements covering accountable property and equipment.
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80
Report of Investigation Regarding the DEA's 
Relationship with K. Wayne McLeod 12/3/2014 Open


The OIG recommend that the DEA implement improved vetting for financial 
education instructors.


81
Report of Investigation Regarding the DEA's 
Relationship with K. Wayne McLeod 12/3/2014 Open


The OIG recommend that the DEA finalize and implement the rules set fourth in 
Division Order 206 and the "best practices" document as part of a mandatory, 
agency‐wide policy to ensure that all parts of the agency are in compliance with 
41 C.F.R. section 102‐74.410 and the OPM guidance for conducting financial 
seminars, including prohibiting the solicitation of business and requiring the 
use of appropriate disclaimers of agency endorsement.


82
Report of Investigation Regarding the DEA's 
Relationship with K. Wayne McLeod 12/3/2014 Open


The OIG recommend that the DEA conduct a review of the relationship 
between the DEA and DEA SBF and issue guidance regarding this relationship. 
Such guidance should address, at a minimum, the proper limitations on the use 
of the DEA time and resources in support of DEA SBF fundraising, the ban on 
soliciting funds from prohibited sources, and the need to avoid favoring or 
appearing to favor supporters of the DEA SBF in DEA decisions.


83


Audit of the Office of Justice Programs 
Justice Assistance Grants Awarded to  the 
East Baton Rouge Sheriff's Office Baton 
Rouge, Louisiana 12/1/2014 Resolved


Ensure the Sheriff’s Office establishes and implements policies and procedures 
for all grant‐related staff, including the grant manager, accounting staff, and 
property manager.


84


Audit of the Office of Justice Programs 
Justice Assistance Grants Awarded to  the 
East Baton Rouge Sheriff's Office Baton 
Rouge, Louisiana 12/1/2014 Resolved


Ensure the Sheriff’s Office establishes and implements procedures so that all 
grant property purchases are recorded accurately and properly identified in the 
inventory system.


85


Audit of the Office of Justice Programs 
Justice Assistance Grants Awarded to  the 
East Baton Rouge Sheriff's Office Baton 
Rouge, Louisiana 12/1/2014 Resolved


Ensure the Sheriff’s Office establishes and implements procedures for 
completing all federal financial reports and progress reports in accordance with 
the grant requirements.


86


Audit of the Office of Justice Programs 
Justice Assistance Grants Awarded to  the 
East Baton Rouge Sheriff's Office Baton 
Rouge, Louisiana 12/1/2014 Resolved


Ensure the Sheriff’s Office provides measureable outcomes for grant purchases 
and reports the improvements in effectiveness and efficiency as a result of the 
new purchases.
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87


Audit of the Office of Justice Programs 
Justice Assistance Grants Awarded to  the 
East Baton Rouge Sheriff's Office Baton 
Rouge, Louisiana 12/1/2014 Resolved


Ensure the Sheriff’s Office establishes and implements procedures for 
monitoring subrecipients in accordance with grant requirements.


88


Audit of the City of Sunrise Police 
Department's Equitable Sharing Program 
Activities Sunrise, Florida 11/19/2014 Resolved


Ensure that the City of Sunrise Police Department consistently follows its 
written procedures for recording equitable sharing receipts.


89


Audit of the City of Sunrise Police 
Department's Equitable Sharing Program 
Activities Sunrise, Florida 11/19/2014 Resolved


Remedy the $374,257 in questioned costs for unallowable payments to a 
private law firm for forfeiture litigation services over an extended period.


90


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP ensure that Hoh‐Kue‐Moh charges grant 2011‐AL‐BX‐
0001 with only allowable expenses.


91


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP remedy $2,607 in questioned costs related to 
inadequately supported fringe benefits (medical insurance premiums).


92


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP ensure that Hoh‐Kue‐Moh maintains adequate 
support for grant‐related expenditures, such as medical insurance premium 
fringe benefits.


93


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP ensure that Hoh‐Kue‐Moh correctly charges indirect 
costs to both grants.


94


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP ensure Hoh‐Kue‐Moh prepares accurate FFRs to 
include timely posted transactions and adequate support.


95


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


We recommend that OJP ensure Hoh‐Kue‐Moh submits accurate performance 
measurement data and maintains adequate documentation to support its 
performance measurement data.


Page 13 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


96


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


Remedy $493 in unallowable telecommunications costs that were charged to 
grant 2011‐AL‐BX‐0001.


97


Audit of the Office of Justice Programs 
Tribal Legal Assistance Program Grants 
Awarded to the Hoh‐Kue‐Moh Corporation 
Klamath, California 11/17/2014 Resolved


Remedy $109,023 in questioned costs related to Hoh‐Kue‐Moh’s ineligibility 
when it failed to maintain its non‐profit status for both grants.


98


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Consider whether the Department should seek legislative change to address 
the significant costs of venue‐specific international removals, such as those 
associated with the Controlled Substance Act.


99


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Enhance the international fugitive removal activity decision‐making process to 
ensure that the decision makers employ a comprehensive assessment of all 
relevant factors, including costs, and assess the practicality of implementing a 
process to begin tracking and analyzing the outcomes of removal cases for use 
in future removal decisions.


100


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Examine the feasibility of developing an appropriate cost‐sharing model among 
federal, state, and local agencies for funding international fugitive removals, 
including at least partial reimbursement from state and local agencies and the 
use of DOJ non‐component specific funding sources to fund at least a portion of 
the removal costs.


101


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Establish a mechanism for accurately and completely tracking its international 
fugitive removal activities, including all costs associated with those removals 
and whether the removals involved venue‐specific charges.


102


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Review historical removal events to establish norms for executing removals 
based upon various factors, including the location of the fugitive and the 
charge against the fugitive, and develop a process to routinely analyze removal 
events to identify and assess deviations from the established norms.
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103


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Establish written procedures for determining the baseline number of deputies 
needed to conduct international fugitive removals, and ensure that a 
reasonable justification is documented and approved for any removals 
conducted with more than the standard number of deputies.


104


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Establish a mechanism for evaluating whether travel itineraries associated with 
international fugitive removal events are operationally appropriate.


105


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Establish a mechanism for the IIB to routinely review the overtime costs 
charged to the international fugitive removal project code and ensure that the 
overtime costs are appropriate and reasonable.


106


Audit of the Department of Justice's 
Management of International Fugitive 
Removal Activities 11/12/2014 Resolved


Establish written procedures requiring the IIB to document the justification for 
using a charter aircraft for international fugitive removals, and that the decision 
is approved at an appropriate level of authority.


107
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that Childhelp establishes and implements accounting procedures 
covering internal controls.


108
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that Childhelp establishes and maintains and adequate accounting 
system and financial records to accurately account for funds received.


109
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that drawdowns are made in accordance with the terms and conditions 
of the OJP Financial Guide.


110
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Remedy the $29,542 in drawdowns which are not supported by Childhelp’s 
accounting records.


111
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $720,897 in unsupported personnel transactions.


112
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $101,387 in unsupported fringe transactions.
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113
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that Childhelp maintains the required personnel records for all full and 
part‐time individuals reimbursed under the awards.


114
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $6,211 in unallowable personnel and fringe transactions.


115
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $8,973 in unallowable direct cost transactions.


116
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $196 in unsupported direct cost transactions.


117
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved Remedy the $14,891 in unallowable transfers between budget categories.


118
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that future FFRs are submitted in accordance with the terms and 
conditions of the OJP Financial Guide.


119
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Coordinate with Childhelp to ensure the establishment and implementation of 
procedures to maintain accurate grant records, and to ensure that all records 
pertinent to federal awards are maintained in accordance with the terms and 
conditions of the OJP Financial Guide.


120
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Remedy the $100,000 in unsupported costs associated with Grant Number 
2010‐JL‐FX‐0058.


121
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Remedy the $200,000 in unsupported costs associated with Grant Number 
2010‐JL‐FX‐0430.


122
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Remedy the $207,791 in unsupported costs associated with Grant Number 
2010‐JL‐FX‐0431.
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123
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that Childhelp establish and implement policies and procedures to 
ensure that future services provided are adequately documented and that 
records are retained in accordance with the terms and conditions of the OJP 
Financial Guide.


124
Audit of the Office of Justice Programs 
Grant to Childhelp, Inc. Phoenix, Arizona 11/12/2014 Resolved


Ensure that final financial reconciliations are performed for any future awards 
to verify that Childhelp's accounting records are complete and accurate, and to 
ensure that any funds due back to OJP will be returned as required.


125


Report Regarding Investigation of Improper 
Hiring Practices by Senior Officials in the 
Executive Office for Immigration Review 11/6/2014 Open


 The OIG recommends that EOIR's training focus not only on the need to avoid 
improper "advocacy" for the hiring of relatives that would violate the nepotism 
statute, but also the broader provisions of the Merit Systems Principles and 
Prohibited Personnel Practices that prohibit the granting of unauthorized 
preferences to relatives of EOIR employees, regardless of whether the 
employee has engaged in any "advocacy" of his or her relative's behalf.


126
A Review of ATF's Investigation of Jean 
Baptiste Kingery 10/30/2014 Open


 The OIG recommends that the Office of the Deputy Attorney General, ATF 
leadership, and the Attorney General's Advisory Committee engage with the 
the leadership at the Department of Homeland Security, ICE, and CBP in an 
effort to identify and develop opportunities to improve these important and 
highly consequential relationships.


127


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW ensure the Crisis Center includes in its procurement 
procedures the required provisions regarding solicitation, conflicts of interest, 
and other requirements described in the OVW’s Financial Grants Management 
Guide.


128


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW require the Crisis Center to include its complete pre‐
purchase approval requirements in its written procedures, and ensure that the 
Crisis Center reiterates to its employees the importance of following its 
expenditure approval procedures, including those for payroll.
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129


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW ensure the Crisis Center establishes formal written 
procedures for: (1) cost analysis and competitive bidding before procuring 
contracts, and documents the results of this analysis; and (2) ensuring 
contractor conformance with the terms, conditions, and specifications of the 
contract.


130


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW ensure that the Crisis Center establishes procedures 
to notify OVW and request prior approval of program changes as specified in 
the application or grant agreement.


131


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW ensure the Crisis Center develops and implements 
written procedures for drawing down grant funds.


132


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW ensure that the Crisis Center is aware of all program 
requirements regarding partner agencies and collaborations and complies with 
the program guidelines to create a MOU as required.


133


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW remedy the $1,470 in unsupported rental assistance 
expenditures.


134


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW remedy the $3,691 in unallowable rent 
expenditures.


135


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW remedy the $3,300 in unallowable rent paid for a 
vacant apartment.


136


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW remedy the $4,476 in unallowable salary costs for 
the Transitional Housing Specialist and the Program Manager.
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137


Audit of the Office on Violence Against 
Women Transitional Housing Grant 
awarded to the Crisis Center for South 
Suburbia Tinley Park, Illinois 10/28/2014 Resolved


We recommend that OVW require the Crisis Center to implements procedures 
to ensure the accuracy of progress reports.


138


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Remedy $2,329,659 for Grant Number 2009‐RJ‐WX‐0037 for the following 
reasons.   a. $2,329,659 for unsupported CHRP application data.  b. $16,446 in 
excess drawdowns that were not supported with expenditures.  c. $5,657 in 
unsupported salary and fringe benefits.


139


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure that the Police Department establishes procedures to verify the 
accuracy of data submitted for future DOJ grant applications.


140


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure the Police Department establishes procedures to maintain support for 
salary and fringe benefits charged to grants.


141


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure the Police Department establishes procedures to ensure allowable 
salary and fringe benefits are charged to grants.


142


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Remedy the $48,503 in unallowable vacation, sick, and adjustment hours 
charged to Grant Number 2009‐RJ‐WX‐0037.


143


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure the Police Department adheres to the grant conditions by taking active 
steps to fill vacant positions.


144


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Remedy $4,435 for unallowable salary and fringe benefits for Grant Number 
2011‐CS‐WX‐0010.


145


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure the Police Department establishes controls for identifying budget 
deviations and notifying COPS of those deviations that may require the 
reassessment of the use of grant funds.


146


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Require that the Police Department carefully monitor its use of grant funds 
awarded and request timely deobligation of unused grant funds.
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147


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Ensure that the Police Department adheres to the grant requirement for 
retaining the required number of grant‐funded officers for a minimum of 12‐
months after the conclusion of the grant period.


148


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Remedy $2,329,659 for Grant Number 2009‐RJ‐WX‐0037    for the following 
reasons.   a.  $2,329,659 for unsupported CHRP application data.  b.  $16,446 in 
excess drawdowns that were not supported with expenditures.


149


Audit of the Office of Community Oriented 
Policing Services Grants Awarded to DeKalb 
County, Georgia 10/27/2014 Resolved


Remedy $2,329,659 for Grant Number 2009‐RJ‐WX‐0037 for the following 
reasons.   a.  $2,329,659 for unsupported CHRP application data.  c.  $5,657 in 
unsupported salary and fringe benefits.


150


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


Ensure the MBN reconciles the financial system to ensure grant expenditures 
are accurately reflected.


151


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Ensure the MBN uses the financial system reports to prepare drawdown 
requests.


152


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Remedy $3,265 for unsupported costs charged to Grant Numbers 2008‐CK‐WX‐
0882 and 2009‐CK‐WX‐0333:  a. Unsupported travel costs of $1,258;  b. 
Unsupported leave costs of $1,799; and  c. Unsupported overtime costs of 
$208.


153


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Ensure the MBN follows established procedures for the submission and 
approval of leave requests.
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154


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Ensure the MBN strengthens established controls to ensure  unsupported 
overtime costs are not charged to the grants.


155


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved  Ensure the MBN uses the financial system reports to prepare FFRs.


156


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved  Ensure the MBN establishes a baseline for measuring the grant progress.


157


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Remedy $4,357 for unsupported leave for subgrants 09YI4052 ($1,248) and 
09ZJ4051 ($3,109).


158


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Ensure the MBN follows established procedures for the submission and 
approval for leave requests.


159


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved  Remedy $1,140 for unallowable overtime costs for subgrant 09YI4052.
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160


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved


 Ensure the MBN established controls are strengthened to ensure unallowable 
overtime costs are not charged to the subgrants.


161


Audit of the Office of Community Oriented 
Policing Services Grants and Office of 
Justice Programs Subgrants Awarded to the 
Mississippi Bureau of Narcotics 10/24/2014 Resolved  Ensure the MBN establishes a baseline for measuring subgrant progress.


162
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Remedy the $176,915 in unallowable expenditures resulting from:      a)$560 of 
unallowable service expenditures paid without following Trenton procurement 
procedures related to YouthStat Phase I.      b)$1,294 of unauthorized travel 
expenditures related to YouthStat Phase I.        c)$8,616 of unallowable 
contractor expenses were not approved by OJP related to YouthStat Phase I.      
d)$111,459 of unallowable personnel expenditures cost associated supplanting 
related to Recovery JAG.      e)$54,986 of unallowable consultant expenditures 
per the budget and contract terms related to YouthStat Phase I.


163
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Remedy the $128,566 in unsupported expenditures resulting from:      a)$970 of 
unsupported travel expenditures paid without proper supporting 
documentation related to YouthStat Phase I.      b)$13,021 of unsupported 
contractor expenses paid with inaccurate time sheets related to YouthStat 
Phase I.      c)$111,459 of unsupported personnel expenditures cost associated 
with personnel due to the lack of time and effort reports and conflict of interest 
related to Recovery JAG.      d)$3,116 of missing accountable property that 
could not be account for related to YouthStat Phase I.


164
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Remedy the $5,502 in unreasonable expenditures resulting from:      a)$2,228 
of unreasonable contractual related expenses related to YouthStat Phase I.      
b)$3,274 of unreasonable contractor expenditures related to YouthStat Phase I.
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165
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Put to better use $63,444 resulting from undrawn down funds related to 
YouthStat Phase I ($62,450) and Recovery JAG ($994).


166
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton establishes appropriate internal controls that include the 
design and implementation of accounting and financial policies and procedures 
relating to grant management activities.


167
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton implements internal controls related to ensuring proper 
segregation of duties and supervision.


168
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton staff are adequately trained in the areas of grant 
management.


169
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton establishes and adheres to policies and procedures for (1) 
identifying drawdown amounts and (2) minimizing the time between 
drawdown and disbursement in accordance with the OJP Financial Guide to 
reduce excess cash on hand.


170
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton implements and adheres to policies and procedures that 
ensure personnel expenditures paid with grant funding are documented as 
required and are based on actual time and effort reports with timely 
supervisory review as required by the OJP Financial Guide.


171
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton implements policies and procedures for monitoring 
contractor quality and performance.


172
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure Trenton revises the sub‐grantee monitoring policy to document the 
evaluation and all monitoring procedures required by the OJP Financial Guide, 
including managing and documenting accountable property purchased by the 
sub‐grantees.


173
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton establishes and implements policies and procedures for 
the acquisition, inventory, chain of custody, and disposal of accountable 
property including the documentation of accountable property purchased with 
federal funding.
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174
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton implements and adheres to policies and procedures to 
ensure FFRs are based on accurate information and submitted timely.


175
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


We recommend OJP ensure that Trenton implements and adheres to policies 
and procedures to ensure Progress Reports are based on accurate information 
and submitted timely.


176
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton implements and adheres to policies and procedures to 
ensure the Recovery Act reports are based on accurate information and 
submitted timely.


177
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton conducts the program evaluations as planned and 
provided for in the grant budget, and coordinate approval for any deviations 
with OJP.


178
Audit of the Office of Justice Programs 
Grants Awarded to Trenton, New Jersey 10/22/2014 Resolved


Ensure that Trenton develops and implements procedures to use a trust 
account when required.


179


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend OJP remedy the $955,622 in unsupported expenditures 
resulting from:  (a) costs associated with salaries and fringe benefits due to lack 
of periodic certifications(expenditures of $365,870 and $23,360),   (b) costs 
associated with overtime, and consultant expenditures due to lack of time and 
effort reports (expenditures of $272,878 and $227,369),  (c) costs associated 
with equipment and equipment‐related expenses due to the lack of supporting 
documentation (expenditures of $28,024), and   (d) costs associated with travel 
expenditures due to the lack of receipts (expenditures of $38,121).
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180


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend OJP remedy the $81,423 in unallowable expenditures resulting 
from:  (a) car equipment that was not approved in the award budget 
(expenditures of $10,665),  (b) interest and fees for a credit card (expenditures 
of $1,050),  (c) equipment and equipment‐related costs purchased using credit 
cards that Delaware County could not provide documentation showing what 
was actually purchased (expenditures of $18,777),  (d) consultant hours that 
exceeded the number of allowable hours per day and were not approved in the 
award budget (expenditures of $25,735), and  (e) travel expenditures that were 
not approved in the budget (expenditures of $25,196).


181


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure that Delaware County establish policies and 
procedures to ensure that accounting records accurately reflect the revenue 
received and expenditures made and include periodic reconciliations.


182


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure that Delaware County implements procedures 
to document the required certification of employees and these employees 
document the time spent on award‐related activities.


183


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure that Delaware County implements time and 
effort tracking procedures for overtime expenditures, and controls to ensure 
charges are appropriately authorized and adequately supported.


184


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure that Delaware County complies with the 
award budget and Delaware County’s own purchasing procedures to ensure 
equipment and travel expenditures are properly authorized, adequately 
supported, and funds are spent in accordance with the award objectives.
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185


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure that Delaware County establishes and 
implements policies and procedures to ensure that consultants are obtained 
competitively and are properly documented, and that the required time and 
effort reports are maintained.


186


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County implements policies and 
procedures that ensure consultants paid with award funds are identified on 
approved award budgets.


187


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County establishes and implements 
policies and procedures for the acquisition, inventory, and disposal of 
accountable award‐funded property.


188


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County establishes and adheres to 
written policies and procedures for (1) identifying drawdown amounts and (2) 
minimizing the time between drawdown and disbursement in accordance with 
the Financial Guide.


189


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County implements policies and 
procedures that comply with all budget‐related requirements, including the 
monitoring of award budgets so that only reimbursement requests are made 
for actual expenditures approved in the budget by cost category and amount.


190


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County implements policies and 
procedures to ensure FFRs are submitted based on accurate information.


Page 26 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


191


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County properly recognizes its 
affiliates as subawardees and monitors the subawardees as required.


192


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreement 
Awarded to the County of Delaware, 
Pennsylvania 10/9/2014 Resolved


We recommend that OJP ensure Delaware County implements policies and 
procedures to ensure that it makes timely and accurate notifications and 
requests, and obtains approvals, as necessary, of personnel changes as 
required by the special conditions.


193


Audit of the Office on Violence Against 
Women Award to AYUDA Incorporated 
Washington, D.C. 9/30/2014 Resolved


Ensures that Ayuda properly allocates direct costs, such as supplies, travel, 
contractual, and other costs, to the LAV award.


194


Audit of the Office on Violence Against 
Women Award to AYUDA Incorporated 
Washington, D.C. 9/30/2014 Resolved Remedy $5,982 in unsupported health and dental insurance costs.


195


Audit of the Office on Violence Against 
Women Award to AYUDA Incorporated 
Washington, D.C. 9/30/2014 Resolved Remedy $6,721 in unsupported costs allocated to the grant.


196


Audit of the Office on Violence Against 
Women Award to AYUDA Incorporated 
Washington, D.C. 9/30/2014 Resolved


Ensures that Ayuda implements a written contractor and consultant monitoring 
policy.


197


Fiscal Year 2013 Risk Assessment of 
Department of Justice Charge Card 
Programs 9/29/2014 Resolved


Periodically issue reminders to both purchase card holders and approving 
officials regarding the importance of performing and reviewing monthly 
reconciliations for every active account.


198


Fiscal Year 2013 Risk Assessment of 
Department of Justice Charge Card 
Programs 9/29/2014 Resolved


Update the DOJ Charge Card Management Plan to ensure that appropriate 
purchase card agency program coordinators (APC) and travel card coordinators 
receive notification when an employee with a charge card leaves employment 
and promptly cancel all associated charge card accounts.


199


Fiscal Year 2013 Risk Assessment of 
Department of Justice Charge Card 
Programs 9/29/2014 Resolved


Work with other DOJ components to implement a process that ensures 
component APCs receive and track all travel card training certifications and so 
they can identify and prompt card holders due to receive required travel card 
refresher training.
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200


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP ensure that the SMCSO separately accounts for and 
does not commingle all award‐related expenditures and records program 
income in its accounting records.


201


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP remedy the $84,828 in program income and 
expenditures that were commingled.


202


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP ensure that the SMCSO and its Laboratory accurately 
calculate program income, including the amount that has yet to be determined 
for award 2012‐DN‐BX‐0082, from January 2014 through March 2014.


203


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP remedy the $1,298 in unallowable travel 
reimbursements.


204


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP ensure that the SMCSO provides guidance to its 
employees regarding allowable travel lodging rates and advances and develops 
procedures to ensure employees adhere to those requirements.


205


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP ensure that the SMCSO submit accurate FFRs and 
maintain adequate documentation to support the financial information 
contained within the FFRs it submits.
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206


Audit of the Office of Justice Programs 
National Institute of Justice DNA Backlog 
Reduction Program Awards to the San 
Mateo County Sheriff's Office, Redwood 
City, California 9/29/2014 Resolved


We recommend that OJP ensure that the SMCSO and its Laboratory submits 
accurate performance measurement data in its Progress Reports and maintains 
adequate documentation to support the performance measurements.


207


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommended that EOUSA work with each investigative agency, including 
the FBI, to develop a process that ensures that Victim‐Witness Coordinators are 
notified and provided comprehensive victim information as soon as a case 
involving victims is transitioned to the USAOs.


208


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommended that EOUSA ensure that victim data provided by all agencies 
participating in the VNS can be automatically and accurately linked to the 
USAOs’ case management system information and evaluate potential 
enhancements the VNS access that would allow more edit flexibility for cases 
designated as Global Cases.


209


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that EOUSA implement internal controls to ensure EOUSA and 
the USAOs are in compliance with all rules, regulations, and guidelines related 
to the administration of CVF funds and ensure CVF funds are accurately 
accounted, properly expensed, accurately reported to the OVC.  This includes 
improving the tracking system to ensure that CVF expenses can be identified 
for reporting total expenditures and requesting reimbursements; that adequate 
guidance is provided to USAOs to ensure expenses incurred using the Victim 
Witness Coordinator funding are allowable; and that supporting 
documentation from the FBI, BOP, and USPIS is provided prior to making 
reimbursement payments for VNS‐related expenses.


210


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the OVC Remedy $685,047 in unallowable costs from the 
Victim Witness Coordinator funding.


211


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the OVC Remedy $3,674 in unsupported costs from the 
Victim Witness Coordinator funding and $2,678 from the VNS funding.
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212


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommended that EOUSA and the FBI enhance coordination efforts to 
ensure case transitions to the USAOs are accomplished in a timely, complete, 
and accurate manner; that all parties are aware of the services the FBI Victim 
Specialists have already provided or may continue to provide at the request of 
the victim; and that current contact information for the FBI Victim Specialists 
and Victim Witness Coordinators at the USAOs is exchanged.  Additionally, 
coordination efforts should be enhanced to improve the delivery of victim 
services in Indian Country, including using OTJ as a resource for developing best 
practices and policies and promoting coordination with other federal agencies 
working in Indian Country.


213


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommended that EOUSA and the FBI enhance coordination efforts to 
ensure case transitions to the USAOs are accomplished in a timely, complete, 
and accurate manner; that all parties are aware of the services the FBI Victim 
Specialists have already provided or may continue to provide at the request of 
the victim; and that current contact information for the FBI Victim Specialists 
and Victim Witness Coordinators at the USAOs is exchanged.  Additionally, 
coordination efforts should be enhanced to improve the delivery of victim 
services in Indian Country, including using OTJ as a resource for developing best 
practices and policies and promoting coordination with other federal agencies 
working in Indian Country.


214


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC discuss the need to better align 
the CVF funded FTE programs and, if necessary, collaborate to establish 
requirements for the FTE positions that ensure employees possess the 
necessary skills to support victims of crime so that the highest quality of 
services are being provided to victims of crime.


215


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC discuss the need to better align 
the CVF funded FTE programs and, if necessary, collaborate to establish 
requirements for the FTE positions that ensure employees possess the 
necessary skills to support victims of crime so that the highest quality of 
services are being provided to victims of crime.
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216


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC discuss the need to better align 
the CVF funded FTE programs and, if necessary, collaborate to establish 
requirements for the FTE positions that ensure employees possess the 
necessary skills to support victims of crime so that the highest quality of 
services are being provided to victims of crime.


217


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC collaborate to develop more 
uniform reporting standards for performance statistics.


218


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC collaborate to develop more 
uniform reporting standards for performance statistics.


219


Audit of the Crime Victims Fund 
Disbursements to the Federal Bureau of 
Investigation and Executive Office for 
United States Attorneys 9/26/2014 Resolved


We recommend that the FBI, EOUSA, and OVC collaborate to develop more 
uniform reporting standards for performance statistics.


220


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Ensure that FEW funds are not expended for expert witness services provided 
prior to a case being docketed in a federal court.  If JMD believes that 
exceptions to this rule are necessary, or the rule as stated in the FEW Guiding 
Principles should be adjusted, the FEW Guiding Principles should be updated 
accordingly.


221


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Ensure that litigative consultants or fact witnesses are not paid under expert 
witness contracts with FEW funding.


222


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Ensure that expert witness services paid for with FEW funds are only utilized in 
cases heard in a federal judicial proceeding or judicially‐sponsored Alternative 
Dispute Resolution proceeding.  If JMD intended for expert witness fees to be 
paid with FEW funds for judicial proceeding outside of those described in the 
FEW Guiding Principles, it should update the FEW Guiding Principles 
accordingly.
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223


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Ensure that expert witness contracts paid with FEW funds are used to retain 
administrative services only when allowable under the FEW Guiding Principles 
and that, if JMD intends to expand the allowable uses of FEW funds, it formally 
incorporate all relevant guidance into the FEW Guiding Principles.


224


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Provide clear guidance to department attorneys and administrative staffs on 
the necessary elements of an expert witness contract to be paid with FEW 
funding.


225


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Assess whether payments made to experts retained to assess compliance with 
settlement agreements or judgment orders are an allowable use of FEW funds 
and update the FEW Guiding Principles as appropriate.


226


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Assess whether experts retained for translation and enhancement of evidence 
purposes can be paid with FEW funds and update the FEW Guiding Principles as 
appropriate.


227


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Definitively determine when expert witness fees for grand jury proceedings can 
be paid with FEW funds and update the FEW Guiding Principles accordingly.


228


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Revise the FEW Guiding Principles to identify a clear procedure for the 
repurposing of FEW funds that includes adequate documentation and approval 
requirements.  In addition, the Department should consider whether 
congressional notification of such repurposing would be appropriate.


229


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Clarify and issue updated guidance that clearly delineates the responsibility to 
conduct oversight and monitoring of FEW funds used for expert witness 
contracts and ensure that appropriate funds are budgeted for this oversight 
and monitoring.


230


Audit of the Department of Justice's 
Oversight of Costs Incurred Through the 
Fees and Expenses of Witnesses 
Appropriation 9/23/2014 Resolved


Ensure that FEW expenses are coded consistently in FMIS so that all 
Department financial reporting in the form of 1099 tax forms are consistent 
across components.
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231
Audit of the Status of the Federal Bureau of 
Investigation's Sentinel Program 9/22/2014 Resolved


Evaluate the progress that FBI field offices have made in ensuring that 
Operational Support Technicians (OST) are fully and effectively performing 
administrative tasks within Sentinel to optimally reduce the administrative 
responsibilities of Special Agents.


232
Audit of the Status of the Federal Bureau of 
Investigation's Sentinel Program 9/22/2014 Resolved


Continue to research technological solutions and review business processes 
and policies to identify ways to reduce the time it takes users to index large 
unstructured documents.


233


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the Oak Lawn PD 
develops written procedures for the administration of the federal equitable 
sharing program through the development of formalized policies that address 
the needs for cross‐training and a back‐up person to learn and oversee the 
program in the event of an extended absence of officials responsible for 
managing the equitable sharing program.


234


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the village of Oak 
Lawn Finance Department establishes procedures to ensure that it accounts for 
DOJ equitable sharing funds separately from all other funds in its accounting 
system and only posts federal equitable sharing transactions to the federal 
equitable sharing ledger.


235


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the Oak Lawn PD and 
the village of Oak Lawn Finance Department reexamine the equitable sharing 
ledger and ensure that all non‐equitable sharing federal program expenditures 
and reimbursements have been identified, removed from the federal equitable 
sharing ledger, and properly accounted for elsewhere.


236


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the village of Oak 
Lawn Finance Department establishes procedures to ensure that interest 
earned on the federal equitable sharing funds is appropriately allocated.


237


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the Oak Lawn PD 
submits amended certification reports for FYs 2011 and 2012 to show actual 
federal equitable sharing receipts and expenditures, as well as the appropriate 
amount of interest earned on DOJ equitable sharing funds.
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238


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division remedy the $13,796 in questioned 
costs associated with impermissible expenses.


239


Audit of the Village of Oak Lawn, Illinois 
Police Department's Equitable Sharing 
Program Activities 8/27/2014 Resolved


We recommended that the Criminal Division ensure that the Oak Lawn PD 
establishes a formal, written procedure that requires the DAG‐71 log to be 
periodically reconciled with the EFT receipts and its federal equitable sharing 
ledger to ensure all receipts are accurately recorded.


240


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI should provide periodic training and guidance reemphasizing the 
importance of (1) sending NSL‐related documents, including NSL return data, to 
the appropriate NSL sub‐file, and (2) properly documenting and scrutinizing the 
predication for the investigation, the relevance of the specific records 
requested in the NSL to the investigation, and the justification for the 
invocation ofthe non‐disclosure provisions in the approval EC.


241


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


The FBI should take steps to ensure that case agents and supervisors assigned 
to national security investigations are aware of and adhere to FBI OGC 
guidance pertaining to the identfication of information that is beyond the 
scope of an NSL request, including providing additional training and assuring 
that the guidance contained in the FBI OGC's NSL Collection Chart is well 
publicized and easily accessible.


242


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 Notify the President's Intelligence Oversight Board concerning the 
unauthorized collections found in this review containing [redacted‐classified] 
from two providers and seek guidance on whether the FBI should undertake 
the effort necessary to identify and remove similar unauthorized collections 
that likely remain in many FBI case files.
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243


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI should upgrade the NSL subsystem in the FISA Management System to 
require that case agents verify whether NSL return data matched the 
information requested in the NSL and whether it contained an overcollection. 
In addition, the FBI should consider an upgrade that would require that case 
agents make the same entries in the NSL subsystem for the return data of 
manually generated NSLs as are required for subsystem generated NSLs and 
send escalating e‐mail notifications when those entries are not made.


244


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI should reconsider whether Section 1681f of the FCRA prohibits a 
consumer reporting agency from voluntarily providing the FBI with an NSL 
target's date of birth, social security number, or telephone number in response 
to a FCRA NSL under Section 1681u, and provide additional guidance as 
appropriate.


245


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


The FBI should take additional steps to address the substantial delays in the FBI 
OGC's adjudicaiton of potential IOB matters caused by limited resources and 
competing priorities.


246


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 In future NSL ocmpliance reviews, the FBI Inspection Division should 
incorporate the examination of two additional data points: (1) the extent to 
which NSL documents are maintained in the appropriate NSL sub‐file; and (2) 
with respect to uncompouned third party errors, whether the FBI took the 
appropriate remedial measures in conformity with FBI policies and procedures.


247


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI and the Department should revive their efforts to bring about a 
legistlative amendment to Section 2709 by submitting another proposal that 
defines the phrase "toll billing records."
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248


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI should take steps to ensure that it does not request or obtain 
"associated" records without a separate determination and certification of 
relevance to an authorized national security investigation.


249


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters: Assessment of Progress in 
Implementing Recommendations and 
Examination of Use in 2007 through 2009 8/14/2014 Open


 The FBI should consider implementing a policy that would require agents, in 
consultation with FBI OGC attorneys, to carefully balance the privacy interests 
of the individuals against the potential for future investigative value before 
permitting the uploading into FBI databases of NSL return data received after a 
case has closed or after the authority for the investigation has expired.


250
Review of Termination and Appeals Notice 
to Witness Security Inmate Participants 8/6/2014 Resolved


The Office of Enforcement Operations require all current inmate participants in 
the Witness Security Program sign the new memorandum of understanding or 
an addendum to their previously executed memorandum of understanding. 
The addendum should include language such as that contained in the August 
20, 2013, memorandum of understanding used for newly authorized inmate 
participants.


251


Audit of the National Institute of Justice's 
Oversight of the Solving Cold Cases with 
DNA Program 7/28/2014 Resolved


Enhance its monitoring efforts to include verification of the allowable  uses of 
funds.


252


Audit of the National Institute of Justice's 
Oversight of the Solving Cold Cases with 
DNA Program 7/28/2014 Resolved


Enhance its monitoring efforts of FFRs, drawdowns, and GANs to  include 
identification of issues related to program implementation,  including no or 
slow spending and multiple requests for program  extensions or scope changes.


253


Audit of the National Institute of Justice's 
Oversight of the Solving Cold Cases with 
DNA Program 7/28/2014 Resolved


Enhance its monitoring efforts to include verification of the accuracy  of 
performance reporting. This includes requiring Cold Case DNA  program award 
recipients to submit supporting documentation for  the performance metrics 
along with progress reports.


254


An Assessment of the 1996 Department of 
Justice Task Force Review of the FBI 
Laboratory 7/15/2014 Resolved


Urge states to allow FBI retesting of physical evidence, if available, for 24 of the 
26 death row defendants who were executed or who died in prison while on 
death row.
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255


An Assessment of the 1996 Department of 
Justice Task Force Review of the FBI 
Laboratory 7/15/2014 Resolved


Provide case‐specific notice to currently and previously incarcerated 
defendants whose cases were reviewed by the Task Force (approximately 
2,900).


256


An Assessment of the 1996 Department of 
Justice Task Force Review of the FBI 
Laboratory 7/15/2014 Resolved


Provide the broadest possible notice to offices and organizations such as 
defense and civil liberties groups, state attorneys general and district attorneys, 
governors’ offices, and federal, state, and local courts.


257


An Assessment of the 1996 Department of 
Justice Task Force Review of the FBI 
Laboratory 7/15/2014 Resolved


Consistently track the notice provided to specific defendants or defense 
counsel and the steps taken to provide constructive notice to categories of 
defendants whose identities are unknown or unidentifiable.


258


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved Remedy the $502,325 in unsupported costs related to transaction testing.


259


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved Remedy the $653,887 in unsupported costs due to missing files.


260


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved  Remedy the $41,422 in unallowable costs due to early expenditures.


261


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved  Remedy the $4,082 in unallowable bank charges.
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262


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved Remedy the $13,500 in unallowable bonuses.


263


Audit of the Office on Violence Against 
Women Grants Awarded to the Sicangu 
Coalition Against Sexual and Domestic 
Violence, Mission, South Dakota 7/14/2014 Resolved


Put funds to better use by returning to the program $72,275 in excess cash and 
undrawn funds.


264


Audit of the Office of Community Oriented 
Policing Services 2009 COPS Hiring Recovery 
Program Grant Awarded to the Toledo 
Police Department, Toledo, Ohio 7/9/2014 Resolved


We recommend that the COPS Office ensure that the Toledo PD establishes 
written procedures to ensure future data submitted on DOJ grant applications 
is accurate and correct, as well as based on appropriate and supported 
information.


265


Audit of the Office of Community Oriented 
Policing Services 2009 COPS Hiring Recovery 
Program Grant Awarded to the Toledo 
Police Department, Toledo, Ohio 7/9/2014 Resolved


We recommend that the COPS Office coordinate with the Toledo PD and 
conduct a comprehensive analysis of the Toledo PD’s locally funded sworn 
officer levels to determine what baseline should have been established for use 
during the grant and whether the Toledo PD was in full compliance with the 
non supplanting agreement.


266


Audit of the Office of Community Oriented 
Policing Services 2009 COPS Hiring Recovery 
Program Grant Awarded to the Toledo 
Police Department, Toledo, Ohio 7/9/2014 Resolved


We recommend that the COPS Office remedy the $2,508,576 in unallowable 
questioned costs for grant‐funded officers’ salary and fringe benefit costs while 
the Toledo PD was below the COPS Office’s approved baseline.


267


Audit of the Office of Community Oriented 
Policing Services 2009 COPS Hiring Recovery 
Program Grant Awarded to the Toledo 
Police Department, Toledo, Ohio 7/9/2014 Resolved


We recommend that the COPS Office ensure that the Toledo PD establishes 
written procedures to ensure that any future requested grant reimbursements 
are based only upon allowable costs as stipulated by the awarding agency.
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268


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Remedy the $29,709 in grant funds spent after the project period  ended.


269


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Remedy the $18,242 in unallowable conference costs.


270


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Remedy the $10,097 in unsupported conference costs.


271


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Remedy the $24,550 in unbudgeted costs.


272


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Remedy the $3,778 in other unallowable costs.


273


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved


Coordinate with the CSVANW to ensure that future grant goals  and objectives 
are being met.
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274


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved


Ensure that future drawdowns are made in accordance with the  terms and 
conditions of the OVW Financial Grants Management  Guide.


275


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved


Ensure that complete and accurate fiscal policies are approved  and adopted by 
CSVANW officials.


276


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved


Ensure that accurate budgets are submitted to the OVW for review  and 
approval.


277


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Ensure the timely submission of future Federal Financial Reports  (FFRs).


278


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved Ensure the accurate submission of future Federal Financial  Reports.


279


Audit of the Office on Violence Against 
Women Grants Awarded to the Coalition to 
Stop Violence Against Native Women, 
Albuquerque, New Mexico 7/1/2014 Resolved


Ensure compliance with Special Conditions of the awards,  including compliance 
with OVW requirements for grant funded  publications.


Page 40 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


280


Audit of the National Institute of Justice 
Award to Georgetown University's Institute 
for the Study of International Migration 
Washington, D.C. 6/30/2014 Resolved


OIG recommends that OJP work with ISIM to modify or supplement its 
reporting system to ensure the method recognizes the principle of after‐the‐
fact confirmation for the actual percentages of time spent on multiple grant 
programs.  The method should provide a suitable means of verification showing 
that the work was performed.


281


Audit of the Office of Juvenile Justice and 
Delinquency Prevention's Award to Friends 
First, Inc., Littleton, Colorado 6/25/2014 Resolved Remedy $674,576 in unsupported questioned costs.


282


Audit of the Office of Juvenile Justice and 
Delinquency Prevention's Award to Friends 
First, Inc., Littleton, Colorado 6/25/2014 Resolved Remedy $38,040 in unallowable questioned costs.


283


Audit of the Office of Juvenile Justice and 
Delinquency Prevention's Award to Friends 
First, Inc., Littleton, Colorado 6/25/2014 Resolved


Credit the grant account for the $6,685 in program income generated by four 
conferences occurring from 2010 through 2012.


284


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend OJP remedy the $176,021 in unsupported expenditures 
resulting from:      (a) unauthorized personnel paid with award funding without 
reliable time and effort report (expenditures of $5,046),      (b) costs associated 
with personnel due to unreliable time and effort reports (expenditures of 
$136,794),      (c) costs associated with fringe benefits due to unreliable time 
and effort reports (expenditures of $32,831), and       (d) costs associated with 
consultant fees without supporting time and effort report (expenditures of 
$1,350).
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285


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend OJP remedy the $78,483 in unallowable expenditures resulting 
from:      (a) unauthorized personnel paid with award funding (expenditures of 
$5,046),      (b) costs associated with personnel paid for non‐award activities 
paid with award funding (expenditures of $2,989),      (c) costs associated with 
fringe benefits paid for non‐award activities (expenditures of $729),      (d) costs 
associated with a contract awarded without competition (expenditures of 
$65,000),      (e) costs associated with clinical sessions in excess of the 
maximum allowable rate (expenditures of $3,369), and      (f) costs associated 
with consultant fees in excess of $450 per day (expenditures of $1,350).


286


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure that PCA update its policies and procedures to 
ensure that it maintains a financial management system that accounts for 
funds from different awards separately and avoids commingling.


287


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure that PCA implements policies and procedures 
that meet OJP’s requirements for salary expenses.


288


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure PCA develops and adheres to written policies 
and procedures that ensure budget modifications that affect the scope of the 
project receive prior approval from OJP.
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289


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure PCA develops and adheres to written policies 
and procedures that ensure all contracts are procured in an open, free, and fair 
competition.


290


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure PCA develops and adheres to written policies 
and procedures that ensure consultants paid with award funding comply with 
award terms and conditions, including obtaining prior approval from OJP for 
consulting fees in excess of maximum rates and that detailed time and effort 
reports are maintained for consultant activities.


291


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP ensure PCA implements policies and procedures for 
subrecipient monitoring.


292


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP require PCA to implement policies and procedures 
that will ensure its drawdowns are based on immediate cash needs and excess 
cash on hand is identified and returned to OJP.


293


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Cooperative Agreements 
Awarded to Philadelphia Children's Alliance, 
Philadelphia, Pennsylvania 6/24/2014 Resolved


We recommend that OJP review its methodology for awarding funding under 
the Regional Children’s Advocacy Center’s program.
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294


Audit of the National Institute of Justice 
Cooperative Agreement Award Under the 
Solving Cold Cases With DNA Program to 
the San Francisco Police Department, San 
Franciso, California 6/11/2014 Resolved


We recommend that OJP ensure that the SFPD implements written policies and 
procedures that address the patent rights provision required under  28 C.F.R. § 
66.36(i)(8).


295


Audit of Bureau of Justice Assistance 
Cooperative Agreements Awarded to 
National Alliance for Drug Endangered 
Children, Westminster, Colorado 6/10/2014 Resolved Remedy the $557,862 in unsupported salaries.


296


Audit of Bureau of Justice Assistance 
Cooperative Agreements Awarded to 
National Alliance for Drug Endangered 
Children, Westminster, Colorado 6/10/2014 Resolved Remedy the $77,279 in unsupported fringe benefits.


297


Audit of Bureau of Justice Assistance 
Cooperative Agreements Awarded to 
National Alliance for Drug Endangered 
Children, Westminster, Colorado 6/10/2014 Resolved Remedy the $175,165 in unsupported other direct costs.


298


Audit of Bureau of Justice Assistance 
Cooperative Agreements Awarded to 
National Alliance for Drug Endangered 
Children, Westminster, Colorado 6/10/2014 Resolved Remedy the $3,717 in unallowable other direct costs.


299


Audit of Bureau of Justice Assistance 
Cooperative Agreements Awarded to 
National Alliance for Drug Endangered 
Children, Westminster, Colorado 6/10/2014 Resolved Remedy the $55,176 in unsupported contract expenditures.


300
Limited Scope Audit of Justice Planners 
International, LLC, Atlanta, Georgia 6/5/2014 Resolved Remedy $1,554,580 in unsupported costs.


301
Limited Scope Audit of Justice Planners 
International, LLC, Atlanta, Georgia 6/5/2014 Resolved Remedy $4,980 in unallowable costs.
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302


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Ensure that JSG develops formal policies and procedures to ensure that 
property records and inventory lists are maintained for each grant to accurately 
reflect the equipment and property purchased with federal funds and complies 
with all requirements detailed in the OJP Financial Guide.


303


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Remedy costs associated with the award Special Conditions non compliance 
and ensure JSG implements policies that prevent future non‐compliance.


304


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Ensure that, as it relates to Special Condition No. 11 under Grant No. 2009 ST 
B9 0101, JSG adequately complies with the requirement that all consultant 
contracts are competitively bid.


305


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Remedy $649,844 in questioned costs from Grant No. 2008 IP BX K001, and 
$64,438 in questioned costs from Grant No. 2009 ST‐B9 0101.  ($403868 
unallowable from 2008‐IP‐BX‐K001)


306


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Remedy $649,844 in questioned costs from Grant No. 2008 IP BX K001, and 
$64,438 in questioned costs from Grant No. 2009 ST‐B9 0101. (Unsupported 
costs of $245,976 from 2008‐IP‐BX‐K001)
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307


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Remedy $649,844 in questioned costs from Grant No. 2008 IP BX K001, and 
$64,438 in questioned costs from Grant No. 2009 ST‐B9 0101. (Unallowable 
costs of  $41,975 from 2009‐ST‐B9‐0101)


308


Audit of the OJP Bureau of Justice 
Assistance Correctional Facilities on Tribal 
Lands Training and Technical Assistance 
Program Grants Awarded to Justice 
Solutions Group, Closter, New Jersey 6/5/2014 Resolved


Remedy $649,844 in questioned costs from Grant No. 2008 IP BX K001, and 
$64,438 in questioned costs from Grant No. 2009 ST‐B9 0101. ($22,463 in 
unsupported costs from 2009‐ST‐B9‐0101)


309


Audit of the OVW Rural Domestic Violence, 
Sexual Assault, and Stalking Assistance 
Program Grant Awarded to the Crisis Center 
For Domestic Abuse and Sexual Assault, 
Fremont, Nebraska 5/22/2014 Resolved Remedy the $163,028 in unsupported personnel costs.


310


Audit of the OVW Rural Domestic Violence, 
Sexual Assault, and Stalking Assistance 
Program Grant Awarded to the Crisis Center 
For Domestic Abuse and Sexual Assault, 
Fremont, Nebraska 5/22/2014 Resolved


Remedy the $10,273 in reimbursements for unsupported subgrantee personnel 
costs.


311


Audit of the OVW Rural Domestic Violence, 
Sexual Assault, and Stalking Assistance 
Program Grant Awarded to the Crisis Center 
For Domestic Abuse and Sexual Assault, 
Fremont, Nebraska 5/22/2014 Resolved


Ensure that the subgrantees implement policies to ensure that timesheets 
adequately document the time worked on the grant.


312
The Drug Enforcement Administration's 
Adjudication of Registrant Actions 5/20/2014 Resolved Establish timeliness guidelines for adjudicating all orders to show cause. 
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313
The Drug Enforcement Administration's 
Adjudication of Registrant Actions 5/20/2014 Resolved


Establish policy and procedures, including timeliness guidelines for forwarding 
a case to the Office of the Administrator for final decision when a hearing is 
waived or terminated. 


314


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Monitor JRJ funds more closely to identify States that are not using their 
awarded funds and encourage the States to use their funds or voluntarily 
refund the unspent amounts for redistribution.


315


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved Put $651,949 in unspent funds to a better use.


316


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Implement an enforcement mechanism adequate to ensure that States comply 
with the requirement to submit beneficiary service agreements.


317


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Either update its service agreements to capture each beneficiary’s name, State 
grant number, eligible position, award amount, and required service 
commitment dates, or maintain a separate list of all JRJ participants including 
each beneficiary’s name, State grant number, eligible position, award amount, 
and required service commitment dates.


318


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Remedy $1,080,192 in payments awarded to beneficiaries who are known to 
have left their initially‐qualifying eligible positions.


319


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Identify a comprehensive list of participants who have left the program and 
determine the amount of repayments they owe the federal government.


320


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Reconcile program information on exiting beneficiaries with OCFO records to 
improve tracking and collection of required repayments.


321


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved Develop a formal process for submitting and evaluating repayment waivers.


322


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Standardize the requirements for state impact assessments, ensure that the 
assessments are designed to support a rigorous analysis of the impact of the 
JRJ program, and examine the content of these assessments for potential 
adjustments to program implementation.
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323


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Revise the language of future service agreements to reflect the latest IRS tax 
guidance the BJA has received regarding the JRJ awards.


324


Audit of the Office of Justice Programs 
Bureau of Justice Assistance John R. Justice 
Grant Program 5/19/2014 Resolved


Consider adjustments to the JRJ program to improve its compatibility with 
Department of Education debt relief programs.


325


Audit of The Bureau of Justice Assistance 
Convention Security Support Grant 
Awarded to Tampa, Florida, for the 2012 
Republican National Convention 5/13/2014 Resolved Remedy $25,192 in unsupported overtime, salary, or fringe benefits costs.


326


Audit of The Bureau of Justice Assistance 
Convention Security Support Grant 
Awarded to Tampa, Florida, for the 2012 
Republican National Convention 5/13/2014 Resolved


Ensure property purchased by the city with grant funds are used only for 
criminal justice purposes.


327


Audit of the Office of Justice Programs, 
Office of Juvenile Justice and Delinquency 
Prevention Grant Awarded to Chicago 
Public Schools, Chicago, Illinois 5/9/2014 Resolved


We recommended that OJP ensure that the grantee implements procedures to 
submit progress reports in a timely manner.


328


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Ensure Brandeis implements policies and procedures that ensure accountability 
over federal funds.


329


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved Remedy $595,001 in unsupported consultant expenditures.
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330


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Ensure Brandeis implements policies and procedures that ensure consultant 
invoices are supported by time and activity reports.


331


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Remedy $60,068 in unallowable consultant payments for exceeding the OJP 
Financial Guide $56.25 per hour limit on consultant pay.


332


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Ensure Brandeis develops policies and procedures to prevent consultant 
compensation from exceeding $56.25 per hour without BJA prior approval.


333


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Ensure Brandeis strengthens its policies and procedures related to the timely 
submission of its progress reports.


334


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Cooperative 
Agreements Awarded to Brandeis 
University, Waltham, Massachusetts 4/23/2014 Resolved


Ensure Brandeis implements policies and procedures that ensure the routine 
monitoring of compliance with award special conditions.


335


Audit of the Arlington Heights Police 
Department’s Equitable Sharing Program 
Activities Arlington Heights, Illinois 4/22/2014 Resolved


We recommended that the Criminal Division ensure that the Arlington Heights 
PD establishes procedures to confirm that only DOJ equitable sharing receipts 
are contained within the ledger account created for such receipts, and to make 
proper adjustments in the official accounting records for any non‐DOJ equitable 
sharing receipts assigned to this account.
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336


Audit of the Arlington Heights Police 
Department’s Equitable Sharing Program 
Activities Arlington Heights, Illinois 4/22/2014 Resolved


We recommended that the Criminal Division ensure that the Arlington Heights 
PD establishes procedures for submitting accurate and complete Equitable 
Sharing Agreement and Certification Reports.  These procedures should include 
a process to appropriately categorize equitable sharing expenditures on an 
ongoing basis, separately account for and accurately compute interest income 
earned on DOJ equitable sharing funds, and correctly report non‐cash assets 
received.


337


Audit of the Arlington Heights Police 
Department’s Equitable Sharing Program 
Activities Arlington Heights, Illinois 4/22/2014 Resolved


We recommend that the Criminal Division ensure that the Arlington Heights PD 
establishes procedures to maintain all equitable sharing requests submitted to 
DOJ and consecutively number its equitable sharing request log as required.


338


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP make certain that Soboba establishes appropriate 
internal controls that ensure Soboba’s grant accounting records reflect all grant‐
related activity, including in‐kind matches.


339


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP ensure that Soboba strengthens its internal controls 
related to payroll expenditures to make sure that such charges are adequately 
supported  and are periodically certified, as required.


340


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP remedy $184,694 in questioned costs pertaining to 
inadequately supported in‐kind match.


341


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP ensure that Soboba submits accurate financial reports 
on time.


342


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP ensure that Soboba strengthens its internal controls 
to make certain that objectives on future grants are accomplished and that it 
has the capability to maintain related evidence and supporting documentation.
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343


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP remedy $589,535 for Soboba’s failure to maintain 
sufficient evidence related to its accomplishment of grant objectives.


344


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP remedy $330,556 for inadequately supported salary 
and fringe benefits for two full time employees.


345


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP remedy $2,170 for inadequately supported payroll 
expenditures.


346


Audit of the Office of Justice Programs 
Tribal Victims Assistance Grant Awarded to 
the Soboba Band of Luiseno Indians San 
Jacinto, California 4/16/2014 Resolved


We recommend that OJP remedy $1,059 in travel expenditures which lacked 
adequate support.


347


Audit of the Office of Justice Programs 
Grants and Cooperative Agreements 
Awarded to the National Forensic Science 
Technology Center, Largo Florida 4/14/2014 Resolved


Remedy the $105,778 in unreasonable questioned costs for retroactive pay 
that the National Forensic Science Technology Center provided based on re‐
evaluations of employee job descriptions.


348


Audit of the Office of Justice Programs 
Grants and Cooperative Agreements 
Awarded to the National Forensic Science 
Technology Center, Largo Florida 4/14/2014 Resolved


Remedy the $744,395 in unallowable questioned costs from the transfer of 
funds from Grant Number 2000‐RC‐CX‐K001 to Grant Number 2006‐MU‐BX‐
K002.


349


Information Handling and Sharing Prior to 
the April 15, 2013 Boston Marathon 
Bombings 4/10/2014 Open


The DOJ and DHS OIGs recommend that the FBI and DHS clarify the 
circumstances under which JTTF personnel may change the display status of a 
TECS record, particulary in closed cases.
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350


Information Handling and Sharing Prior to 
the April 15, 2013 Boston Marathon 
Bombings 4/10/2014 Open


 The DOJ OIG recommends that the FBI consider sharing threat information 
with state and local partners more proactively and uniformly by establishing a 
procedure for notifying state and local representatives on JTTFs when it 
conducts a counterterrorism assessment of a subject residing in or having a 
nexus to a representative's area of responsibility. Such a procedure would 
allow state and local representatives to JTTFs the opportunity to share 
potentially relevant information with the FBI.


351


Audit of The Federal Bureau of Prisons' 
Efforts to Improve Acquisition Through 
Strategic Sourcing 3/26/2014 Resolved


Implement a strategic sourcing program to:  � continuously analyze its 
spending to identify and prioritize  commodities with the greatest potential for 
cost savings through  strategic sourcing;  � identify appropriate benchmark 
prices for those commodities;  determine whether those commodities can be 
obtained at a lower  cost by participating in existing government‐wide, agency, 
or BOP  national contracts and blanket purchase agreements; and consider  
participating in those before initiating any new contracts; and  � establish 
performance measures for strategic sourcing activities,  including a process to 
collect cost data and report savings using  appropriate “cost per unit” 
information.


352


Audit of The Federal Bureau of Prisons' 
Efforts to Improve Acquisition Through 
Strategic Sourcing 3/26/2014 Resolved


Include in its internal program review process steps to verify whether BOP 
procurement offices are using strategic sourcing concepts in the acquisition of 
goods and services.


353


Audit of the National Institute of Justice 
Cooperative Agreement Award Under the 
Solving Cold Cases with DNA Program to the 
Kansas City, Missouri Board of Police 
Commissioners 3/25/2014 Resolved


Remedy the $440,232 in unallowable questioned costs associated with the 
review of ineligible cases.


354


Audit of the National Institute of Justice 
Cooperative Agreement Award Under the 
Solving Cold Cases with DNA Program to the 
Kansas City, Missouri Board of Police 
Commissioners 3/25/2014 Resolved


Obtain a final progress report that includes the corrected performance metrics 
based on eligible cases under the program.
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355


Audit of the National Institute of Justice 
Cooperative Agreement Awards Under the 
Solving Cold Cases with DNA Grant Program 
to the Jackson County, Missouri 
Prosecutor's Office, Kansas City, Missouri 3/25/2014 Resolved


Remedy the $504,524 in unallowable questioned costs associated with the 
review of ineligible cases.


356


Audit of the National Institute of Justice 
Cooperative Agreement Awards Under the 
Solving Cold Cases with DNA Grant Program 
to the Jackson County, Missouri 
Prosecutor's Office, Kansas City, Missouri 3/25/2014 Resolved


Remedy the $415,829 in funds to better use associated with the review of 
ineligible cases.


357


Audit of the National Institute of Justice 
Cooperative Agreement Awards Under the 
Solving Cold Cases with DNA Grant Program 
to the Jackson County, Missouri 
Prosecutor's Office, Kansas City, Missouri 3/25/2014 Resolved


Obtain a final progress report that includes the corrected performance metrics 
based on eligible cases under the program.


358
Review of the Organized Crime Drug 
Enforcement Task Forces Fusion Center 3/25/2014 Resolved


The Office of the Deputy Attorney General should evaluate the structure of the 
OFC and the procedures for appointment of its management and staff to 
determine if modifications are appropriate to ensure efficient and cooperative 
operations.


359
Review of the Organized Crime Drug 
Enforcement Task Forces Fusion Center 3/25/2014 Resolved


The OFC work with SOD to define the management and workflow 
responsibilities of the OSF section, including what actions the OSF section can 
and should take to allow appropriate information sharing between SOD and 
OFC and increase the intelligence value of OFC products.


360
Review of the Organized Crime Drug 
Enforcement Task Forces Fusion Center 3/25/2014 Resolved


The OFC improve the capabilities of its product workflow system or make other 
process improvements to collect accurate product workflow data on product 
requests and disseminations processed by the OSF section at SOD.
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361


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI require the TSC to continue the development 
and implementation of enhancements to the TSDB that will allow the TSC to 
more efficiently identify individuals who meet threat based criteria and to track 
any resulting watchlist record modifications, and also to ensure that modified 
records are subsequently reviewed in a timely fashion to determine their 
appropriate watchlist status after the specific threat has passed or the 
designated period of modification has expired.


362


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI re‐assess its timeliness standards for field 
division submission of watchlist nominations, including the possibility of 
mandating the existing best practice of submitting watchlist nominations at the 
same time as the opening communication.


363


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI review all of its watchlist guidance and 
procedures to ensure that they are accurate, complete, and consistent, 
including those applicable to the new functionality within the TSDB for 
identifying expedited nominations and the requirements for closure of 
terrorism investigations.


364


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI develop the ability to independently generate a 
complete listing of FBI terrorism subjects who are eligible for inclusion on the 
watchlist, those for whom it has submitted a watchlist nomination, and 
whether the nominations are active or removed.


365


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI re‐evaluate the timeframes for submission and 
processing of removal packages by the field divisions and TREX.


366


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI develop and implement policy requiring that all 
watchlist actions, including requests for non investigative subject watchlisting, 
be submitted and processed through one central automated process.  The 
automated process should contain all information necessary for the adequate 
tracking of watchlist actions, including data needed for the FBI’s watchlist 
metrics process and oversight of the non investigative subject team.
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367


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI include in its metrics and compliance process 
the evaluation of field division compliance with timeliness standards for non‐
investigative subjects.


368


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI evaluate its policies and determine the 
appropriate frequency for the review of watchlist records for non investigative 
subjects.


369


Audit of the Federal Bureau of 
Investigation's Management of Terrorist 
Watchlist Nominations 3/24/2014 Resolved


We recommended that the FBI, in conjunction with the listing identified in 
Recommendation 7 in this report, ensure that closed terrorism investigations 
are reviewed to ensure that individuals convicted of terrorism‐related offenses 
and subjects of preliminary and full investigations are appropriately 
watchlisted.


370


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Verify and document that full‐disk encryption is installed on all laptops, 
including the classified laptops, in accordance with DOJ policy, such as using a 
checklist during the imaging process.


371


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Develop policies on the use of non‐encrypted laptops for special use if such 
laptops are deemed necessary, and label these laptops accordingly.


372


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved Identify unapproved laptops and remove them from use.


373


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Complete a Security Authorization package (formerly known as Certification & 
Accreditation package) for all classified laptops and standalone computers and 
re‐authorize them every 3 years in accordance with DOJ policy.


374


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Implement procedures to ensure that accurate, current, and reliable 
information is maintained in an official inventory for unclassified and classified 
equipment to help EOUSA to ensure that all required laptops are encrypted and 
deployed in compliance with DOJ policy.
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375


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Develop comprehensive security policies and procedures for monitoring and 
handling electronic tablets.


376


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Implement each of the conditions of the February 11, 2013, waiver to ensure 
that all sensitive data are encrypted between USAOs and their consultants and 
expert witnesses.


377


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Define roles of the attorneys, legal assistants, and contracting officers within 
the USAOs regarding contractor data security responsibility.


378


Audit of the Executive Office For United 
States Attorneys' Laptop Computer and 
Electronic Tablet Encryption Program and 
Practices 3/19/2014 Resolved


Increase its oversight of contractors to ensure that  contractors:  (1) are aware 
of and adhere to any security provisions required by the USAOs prior to starting 
work; (2) receive case information in an encrypted format; (3) implement 
sound business practices such as anti‐virus software, password protection, and 
data destruction when the case data are not needed; and (4) instruct the sub‐
contractors about pass‐through data security provisions.


379


Audit of the Office on Violence Against 
Women Legal Assistance for Victims Grant 
Awarded to the Mile High Ministries, 
Denver, Colorado 3/18/2014 Resolved Remedy the $362,796 in unsupported personnel costs.


380


Audit of the Office on Violence Against 
Women Legal Assistance for Victims Grant 
Awarded to the Mile High Ministries, 
Denver, Colorado 3/18/2014 Resolved Remedy the $4,724 in unallowable personnel costs.


381


Audit of the Office on Violence Against 
Women Legal Assistance for Victims Grant 
Awarded to the Mile High Ministries, 
Denver, Colorado 3/18/2014 Resolved Remedy the $3,513 in unsupported other direct costs.
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382
Audit of the Department of Justice's Efforts 
to Address Mortgage Fraud 3/12/2014 Resolved


We recommended that the Department of Justice, as the Chair of the Financial 
Fraud Enforcement Task Force, revisit the results of Operation Stolen Dreams 
to determine if corrective action on the publicly reported results is necessary.


383
Audit of the Department of Justice's Efforts 
to Address Mortgage Fraud 3/12/2014 Resolved


We recommended that the Department of Justice and EOUSA develop a 
method to capture additional data that will allow DOJ to better understand the 
results of its efforts in investigating and prosecuting mortgage fraud and to 
identify the position of mortgage fraud defendants within an organization.


384
Audit of the Department of Justice's Efforts 
to Address Mortgage Fraud 3/12/2014 Resolved


We recommend that the Department of Justice and EOUSA develop a method 
to readily identify mortgage fraud criminal and civil enforcement efforts for 
reporting purposes.


385


Audit of the Office on Violence Against 
Women Grants Awarded to Our Sister's 
Keeper Coalition, Durango, Colorado 3/4/2014 Resolved Remedy the $16,514 in drawdowns in excess of expenditures.


386


Audit of the Office on Violence Against 
Women Grants Awarded to Our Sister's 
Keeper Coalition, Durango, Colorado 3/4/2014 Resolved Remedy the $64,292 in unsupported personnel expenditures.


387


Audit of the Office on Violence Against 
Women Grants Awarded to Our Sister's 
Keeper Coalition, Durango, Colorado 3/4/2014 Resolved Remedy the $12,632 in unallowable personnel expenditures.


388


Audit of the Office on Violence Against 
Women Grants Awarded to Our Sister's 
Keeper Coalition, Durango, Colorado 3/4/2014 Resolved Remedy the $92,914 in unsupported direct cost expenditures.


389


Audit of the Office on Violence Against 
Women Grants Awarded to Our Sister's 
Keeper Coalition, Durango, Colorado 3/4/2014 Resolved Remedy the $23,046 in unallowable direct cost expenditures.
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390


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $101,143 in questioned unallowable costs, which include the Executive 
Director’s salary ($81,942) and associated fringe benefits ($19,201) paid with 
OJP grant funding, but were not approved by the PSN Board of Directors.


391


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $346,394 in questioned unreasonable costs, which include the 
Executive Director’s salary ($276,780) and associated fringe benefits ($69,614) 
paid with OJP grant funding, but were neither approved by the PSN Board of 
Directors, nor based on the value of services rendered.


392


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $346,394 in questioned unsupported costs, which include the 
Executive Director’s salary ($276,780) and associated fringe benefits ($69,614) 
paid with OJP grant funding, but were neither approved by the PSN Board of 
Directors, nor adequately documented in accordance with the grant terms.


393


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $45,156 in questioned unallowable costs, which represents the portion 
of the Executive Director’s salary ($37,444) and associated fringe benefits 
($7,712) paid with OJP grant funding which PSN estimates was used for 
fundraising activities.


394


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy the $8,300 in questioned unallowable costs for gift card expenditures 
that did not result in guns collected by the Philadelphia Police Department.


395


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $28,000 in questioned unsupported costs for gift card expenditures 
that did not result in guns collected by the Philadelphia Police Department.
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396


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $13,947 in questioned unsupported costs for utility expenditures 
which were not adequately documented in accordance with grant terms.


397


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $34,003 in questioned unreasonable costs for rent and utilities on an 
underutilized building.


398


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to Philadelphia Safety Net, 
Philadelphia, Pennsylvania 1/15/2014 Resolved Remedy $52,792 in unallowable consultant expenditures.


399


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Grants 
Awarded to the Father's Day Rally 
Committee, Philadelphia, Pennsylvania 1/15/2014 Resolved Remedy the $103,092 in unsupported costs charged to the grant.


400


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Grants 
Awarded to the Father's Day Rally 
Committee, Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy the $43,344 in unallowable expenditures made by FDRC subgrantee, 
the Philadelphia Safety Net.


401


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Grants 
Awarded to the Father's Day Rally 
Committee, Philadelphia, Pennsylvania 1/15/2014 Resolved


Remedy $37,113 in unsupported expenditures made by FDRC subgrantee, the 
Philadelphia Safety Net.
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402


Audit of the Office of Justice Programs 
Bureau of Justice Assistance Grants 
Awarded to the Father's Day Rally 
Committee, Philadelphia, Pennsylvania 1/15/2014 Resolved


Ensure that FDRC improve the accurate preparation of the FFR to include 
unliquidated obligations and ensure timely filing.


403


Audit of the Lansing Police Department's 
Equitable Sharing Program Activities, 
Lansing, Michigan 12/20/2013 Resolved


We recommended AFMLS require the auditee to account for DOJ equitable 
sharing funds separately from all other funds.


404


Audit of the Lansing Police Department's 
Equitable Sharing Program Activities, 
Lansing, Michigan 12/20/2013 Resolved


We recommended AFMLS require the auditee to establish procedures to 
ensure it accurately reports its equitable sharing expenditures on its SEFA.


405


Audit of the Lansing Police Department's 
Equitable Sharing Program Activities, 
Lansing, Michigan 12/20/2013 Resolved


We recommended AFMLS require the auditee to be required to establish and 
properly maintain a DAG‐71 log.


406


Audit of the Office on Violence Against 
Women Cooperative Agreement Awarded 
to the City of Spokane, Washington 12/17/2013 Resolved


We recommend that OVW remedy the $15,268 in questioned costs related to 
unauthorized training expenditures.


407


Audit of the Office on Violence Against 
Women Cooperative Agreement Awarded 
to the City of Spokane, Washington 12/17/2013 Resolved


We recommend that OVW work with Spokane to identify solutions to ensure 
that investigations related to crimes against the elderly are not neglected as a 
result of other program activity.


408


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved Remedy the $91,051 in unsupported excess drawdowns.


409


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Remedy the $690,782 in unallowable contract and subgrant expenditures  
(adjusted to 677007 based on added information)
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410


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Develop policies and procedures to maintain complete and approved 
timesheets with original signatures, and ensure that paychecks are issued after 
completion and verification of all employee time for the pay period.


411


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Remedy the $375,939 in unallowable compensation for multiple full‐time 
salaries paid to the same employees.


412


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Develop policies and procedures to document expenses as properly authorized, 
expenses are accurately recorded and classified in the accounting records, 
receipts are maintained for all grant and cooperative agreement credit card 
purchases, and the general ledger entries are detailed enough to trace 
expenditures to supporting documentation.


413


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved Remedy $54,683 in unsupported personnel expenditures.


414


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved Remedy $5,730 in unallowable personnel expenditures.
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415


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved Remedy $9,154 in unsupported fringe benefit expenditures.


416


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved Remedy $3,792 in unallowable fringe benefit expenditures.


417


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Remedy the $69,769 in unsupported other direct costs and $46,253 in 
unallowable other direct costs.


418


Audit of the Office on Violence Against 
Women Grants and Cooperative Agreement 
Awarded to the New Mexico Coalition of 
Sexual Assault Programs, Inc., Albuquerque, 
New Mexico 10/21/2013 Resolved


Remedy the $69,769 in unsupported other direct costs and $46,253 in 
unallowable other direct costs.


419


Review of Department of Justice Airfares 
and Booking Fees October 2012 Through 
June 2013 9/27/2013 Resolved


Work with DOJ components to ensure that officials approving travel have the 
information necessary to ensure that employees comply with the DOJ travel 
policy and select the lowest‐priced ticket available that meets mission 
requirements.


420


Audit of the Department of Justice’s 
Implementation of and Compliance with 
Certain Classification Requirements 9/27/2013 Resolved


We recommended that review all DOJ security classification guides and work 
with Security Programs Managers and OCA officials to identify and reduce 
redundancies to ensure that instructions are clear, precise, consistent, and 
provide derivative classifiers with sufficient information to make accurate 
classification decisions.
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421


Audit of the Department of Justice’s 
Implementation of and Compliance with 
Certain Classification Requirements 9/27/2013 Resolved


We recommended that JMD ensure that Office of the Director of National 
Intelligence’s (ODNI) Originator Controlled (ORCON) specific training is 
promulgated to DOJ components once it is issued and to coordinate with the 
Drug Enforcement Administration (DEA) Security Programs Manager and 
officials representing all DEA entities using the ORCON control markings to 
ensure that DEA’s use of dissemination control markings is appropriate.


422


Audit of the Department of Justice’s 
Implementation of and Compliance with 
Certain Classification Requirements 9/27/2013 Resolved


We recommended that JMD ensure that all DOJ components are aware of and 
understand how to apply classification resources and markings, in particular, 
security classification guides, the Controlled Access Program Coordination 
Office (CAPCO) manual, and required Foreign Intelligence Surveillance Act 
(FISA) specific dissemination controls, as appropriate.


423


Audit of the Department of Justice’s 
Implementation of and Compliance with 
Certain Classification Requirements 9/27/2013 Resolved


We recommended that JMD reinforce to DOJ components its requirement to 
include the specific item number of the security classification guide used as the 
source of the derivative classification decision and clarify that this is necessary 
for up to four line items when multiple line items are used.


424


Audit of the Department of Justice’s 
Implementation of and Compliance with 
Certain Classification Requirements 9/27/2013 Resolved


We recommended that JMD evaluate the possibility of using automated 
classification tools throughout DOJ.


425


Interim Report on the Department of 
Justice's Use and Support of Unmanned 
Aircraft Systems 9/25/2013 Resolved


 Convene a working group comprised of DOJ components using or with an 
interest in using UAS to:  (1) determine whether UAS capabilities are sufficiently 
distinct from those of manned aircraft that they require a specific DOJ‐level 
policy to address privacy and legal concerns; and (2) identify and address UAS 
policy concerns that are shared across components or require coordination 
among components and other federal agencies.


426


Audit of the Bureau of Alcohol, Tobacco, 
Firearms and Explosives' Use of Income‐
Generating, Undercover Operations 9/24/2013 Resolved


Ensure that all tobacco procured for investigations is adequately documented, 
tracked, inventoried, and reconciled, including a system for the independent 
and periodic review and reconciliation of tobacco inventories by headquarters 
management staff.
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427


Audit of the Bureau of Alcohol, Tobacco, 
Firearms and Explosives' Use of Income‐
Generating, Undercover Operations 9/24/2013 Resolved


Develop and implement a system to ensure proper inventory, management and 
disposition of non‐tobacco assets.


428


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to the City of Passaic, New 
Jersey 9/24/2013 Resolved


Ensure Passaic develops and implements written subgrantee monitoring 
polices that comply with OJP requirements.


429


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to the City of Passaic, New 
Jersey 9/24/2013 Resolved


Ensure Passaic and its subgrantees develop and implement systems to track 
grant‐funded equipment in conformance with OJP requirements.


430


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grants Awarded to the City of Passaic, New 
Jersey 9/24/2013 Resolved


Ensure that Passaic and its subgrantees conduct physical inventories at least 
every 2 years, reconcile the results with property records, and appropriately 
track grant funded equipment.


431


Audit of the Office of Justice Programs 
Weed and Seed Grants Awarded to the City 
of Atlanta, Georgia 9/19/2013 Resolved


Remedy $338,790 in unallowable costs charged to the grant as “Service Grants” 
expenses, which was not an approved budget category.


432


Audit of the Office of Justice Programs 
Weed and Seed Grants Awarded to the City 
of Atlanta, Georgia 9/19/2013 Resolved Remedy $117,306 in unallowable other direct costs.


433


Audit of the Office of Justice Programs 
Weed and Seed Grants Awarded to the City 
of Atlanta, Georgia 9/19/2013 Resolved


Remedy $29,837 in grant expenditures that were not supported by adequate 
documentation.


434


Audit of the Office of Justice Programs 
Weed and Seed Grants Awarded to the City 
of Atlanta, Georgia 9/19/2013 Resolved


Remedy $24,659 in grant matching costs that the city did not provide or could 
not show that it had provided.


435
Review of FBI Interactions with the Council 
on American‐Islamic Relations 9/18/2013 Resolved


Ensure effective implementation of FBI policy relating to interactions with CAIR, 
including the coordination mandated by the  policy and the enforcement and 
oversight of compliance with the policy.
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436


Follow‐up Audit of the Department of 
Justice's Internal Controls over Reporting of 
Terrorism‐Related Statistics: the Executive 
Office for United States Attorneys 9/13/2013 Resolved


Update reporting practices to clearly define the methodology used to collect 
the data for each statistic, including an explanation for those statistics 
identified as “all occurrences.”


437


Follow‐up Audit of the Department of 
Justice's Internal Controls over Reporting of 
Terrorism‐Related Statistics: the Executive 
Office for United States Attorneys 9/13/2013 Resolved


Clarify reporting practices on the number of dispositions in U.S. District Court 
guilty in program category Terrorism/National Security Critical Infrastructure by 
footnoting that the dispositions could have resulted from guilty pleas or guilty 
verdicts that were obtained in a prior year.


438


Follow‐up Audit of the Department of 
Justice's Internal Controls over Reporting of 
Terrorism‐Related Statistics: the Executive 
Office for United States Attorneys 9/13/2013 Resolved


Monitor the USAOs compliance with the LIONS data‐entry timeframe 
established and require corrective actions by the USAO when non‐compliance 
is identified.


439


Follow‐up Audit of the Department of 
Justice's Internal Controls over Reporting of 
Terrorism‐Related Statistics: the Executive 
Office for United States Attorneys 9/13/2013 Resolved


Ensure the statistical reporting log is maintained and captures requests for all 
terrorism and national security program category code statistics and contains 
the responsive data to support the statistics reported.


440


Follow‐up Audit of the Department of 
Justice's Internal Controls over Reporting of 
Terrorism‐Related Statistics: the Executive 
Office for United States Attorneys 9/13/2013 Resolved


Ensure that all staff responsible for entering data into LIONS are instructed on 
the proper procedures for updating data in LIONS for closed cases to ensure 
that cases are not inappropriately reopened and closed in a manner that results 
in inaccurate case statistics.


441


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $169,907 in unsupported payroll costs.


442


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $29,794 in unsupported fringe costs.
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443


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $4,592 in unsupported contractor costs.


444


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $86,751 in unallowable direct costs.


445


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $51,505 in unsupported direct costs.


446


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved Remedy the $12,877 in unsupported unidentified questioned costs.


447


Audit of the Office of Justice Programs 
Grants Awarded to the Booker T. 
Washington Resource Center, Marlin, Texas 8/20/2013 Resolved


Remedy the $63,010 in unsupported costs associated with the match 
requirement for Grant No. 2006 WS Q6 0204.


448


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved Remedy $353,805 in unallowable employee salaries.


449


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved Remedy $66,924 in unallowable fringe benefits.


450


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved


Remedy $34,834 in unallowable expenditures outside the scope of the 
approved budget or used for purposes not permitted under the awards.
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451


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved


Remedy $9,631 in unsupported expenditures including background checks and 
recruiting mentors.


452


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved Remedy $232,754 in unallowable indirect costs.


453


Audit of the Office of Justice Programs 
Mentoring Grants Administered by People 
for People, Inc., Philadelphia, Pennsylvania 8/9/2013 Resolved Remedy $195,497 in drawn down expenditures not in the accounting records.


454


Audit of the Office of Community Oriented 
Policing Services Hiring Recovery Program 
Grant Administered by the Siskiyou County 
Sheriff’s Department, Yreka, California 8/7/2013 Resolved


We recommend that COPS ensure that Siskiyou establishes procedures to verify 
that it submits accurate information for future DOJ grant applications.


455


Audit of the Office of Community Oriented 
Policing Services Hiring Recovery Program 
Grant Administered by the Siskiyou County 
Sheriff’s Department, Yreka, California 8/7/2013 Resolved


We recommend to that COPS ensure that Siskiyou develops procedures to 
adequately account for future grant fund expenditures in accordance with 28 
C.F.R. Part 66.


456


Audit of the Office of Community Oriented 
Policing Services Hiring Recovery Program 
Grant Administered by the Siskiyou County 
Sheriff’s Department, Yreka, California 8/7/2013 Resolved


We recommend that COPS ensure that Siskiyou establishes procedures to make 
certain that its employees' timecards are properly approved.


457


Audit of the Office of Community Oriented 
Policing Services Hiring Recovery Program 
Grant Administered by the Siskiyou County 
Sheriff’s Department, Yreka, California 8/7/2013 Resolved


We recommend that COPS ensure that Siskiyou establishes policies to account 
for future program income generated by federal grant‐funded activities and 
that the resulting revenue is properly applied in accordance with applicable 
regulations.
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458


Audit of the Office of Community Oriented 
Policing Services Hiring Recovery Program 
Grant Administered by the Siskiyou County 
Sheriff’s Department, Yreka, California 8/7/2013 Resolved


We recommend that COPS ensure that Siskiyou bases its FFRs on actual 
expenditures rather than estimates or budgeted amounts.


459


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Remedy the $19,462,448 in unsupported expenditures resulting from:  (a) grant 
drawdowns that were unsupported due to commingling (drawdown of 
$19,462,448),  (b) payments made to subrecipients, from the initiation of the 
grants to June 27, 2012, due to lack of monitoring how the subrecipients spent 
the funds (expenditures of $12,624,008),  (c) costs associated with personnel 
and fringe benefits due to lack of time and effort reports (expenditures of 
$2,008,405),    (d) travel expenditures that were not sufficiently documented 
(expenditures of $196,059),   (e) costs of a Native American Mentoring 
consultant without the required time and effort reports (expenditures of 
$19,375),    (f) costs associated with a Native American Mentoring consultant 
with no documentation of grant related activity (expenditures of $11,625), and  
(g) indirect costs not verifiable due to a lack of direct cost data resulting from 
commingling expenditures (expenditures of $434,157).


460


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Remedy the $1,019,818 in unallowable expenditures resulting from:  (a) costs 
associated with the Associate Director of Native American Mentoring position 
not on the 2009‐TY‐FX‐0047 approved budget (expenditures of $37,017),  (b) 
travel expenditures that were not allowable (expenditures of $196,059),  (c) 
consultant costs due to a failure to ensure that reasonable consultant rates 
were established on a case‐by‐case basis (expenditures of $221,182),  (d) costs 
due to an unapproved, non‐competitively negotiated rate without justification 
for the AIM consultant (expenditures of $79,000), and  (e) indirect costs that 
were improperly calculated (expenditures of $434,157).
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461


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved Deobligate and put to better use the remaining $3,714,838.


462


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure that BBBSA establishes appropriate internal controls that include the 
design and implementation of policies and procedures to assure that its 
financial management system provides for adequate recording and 
safeguarding of grant‐related activities and ensure that staff are adequately 
trained and supervised in the use of the system.


463


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure that BBBSA document and implement policies and procedures for 
subrecipient monitoring.


464


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure that BBBSA implement policies and procedures that ensure personnel 
expenditures paid with grant funding are documented as required by the OJP 
Financial Guide.


465


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure that BBBSA implements time and effort tracking procedures that ensure 
employees document time spent on grant‐related activities.


466


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implement policies and procedures that ensure employees paid 
with grant funds are identified on approved grant budgets.
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467


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Require that BBBSA clearly document and maintain the analysis, negotiation, 
justification, and monitoring for grant‐funded consultants.


468


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implements policies and procedures for accurately calculating 
and charging indirect costs to Department of Justice grants.


469


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA establishes and adheres to written policies and procedures for 
(1) identifying drawdown amounts and (2) minimizing the time between 
drawdown and disbursement in accordance with the Financial Guide.


470


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implements policies and procedures that comply with all budget‐
related requirements, including the monitoring of grant budgets so that only 
reimbursement requests are made for actual expenditures approved in the 
budget by cost category and amount.


471


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implements policies and procedures for the acquisition, 
inventory, and disposal of accountable grant‐funded property.


472


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implements policies and procedures to ensure FFRs are 
submitted based on accurate information and implements and adheres to 
policies and procedures to ensure progress reports are submitted timely.
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473


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Grants Awarded to Big Brothers 
Big Sisters of America 6/21/2013 Resolved


Ensure BBBSA implement policies and procedures to identify, track, manage, 
and use program income in accordance with the Financial Guide requirements.


474


Audit of the Financial Management of the 
United States Marshals Service's Office in 
the Superior Court of the District of 
Columbia 6/4/2013 Resolved


 Review its directives to clarify who within the USMS is responsible for 
reporting lost or stolen weapons to the NCIC.


475


Audit of the Financial Management of the 
United States Marshals Service's Office in 
the Superior Court of the District of 
Columbia 6/4/2013 Resolved


Develop a policy to ensure that if one of its weapons is stolen in the future that 
the weapon will remain listed in the NCIC until it is recovered.


476


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved Remedy $78,269 in unallowable employee salary.


477


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved


Remedy $337,376 in unallowable consultant expenditures, which includes 
$262,220 in unauthorized costs and $38,375 for the authorized but sole‐
sourced Event Planner.  The amount also includes costs totaling $124,470 
($106,970 + 17,500) for two consultants who were unauthorized and 
unallowably hired without competitive bidding and one consultant paid over 
$450 per day ($36,781).


478


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved Remedy $300,595 in unsupported consultant expenditures.


479


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved Remedy $3,784 in unallowable expenditures.


Page 71 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


480


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved Remedy $48,339 in unsupported expenditures.


481


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved Remedy $46,348 in costs that exceeded the 10 percent budget rule.


482


Audit of the Office of Justice Programs 
Grant Administered by the Educational 
Advancement Alliance, Inc., Philadelphia, 
Pennsylvania 5/2/2013 Resolved


Remedy the $790,594 in contractor payments for sole‐sourced contracts that 
were not approved by OJP to be procured non‐competitively.


483
Review of the Federal Bureau of Prisons' 
Compassionate Release Program 4/29/2013 Resolved


Establish timeframes for processing requests at each step of the review 
process, including Warden, Central Office, and external agency input and 
review.


484 ATF's Explosives Inspection Program 4/9/2013 Resolved


Create a reliable, consistent, and efficient mechanism for explosives sellers to 
verify a buyer’s authorization to purchase explosives, such as by providing a 
Letter of Authorization to every buyer with an expired license that files a timely 
renewal application.


485


Audit of the Federal Bureau of 
Investigation's Foreign Terrorist Tracking 
Task Force 3/27/2013 Resolved


We recommended that the FBI ensure that the FTTTF submits to the OPCL an 
update to the FY 2008 FTTTF Datamart Privacy Impact Assessment.


486
A Review of the Operations of the Voting 
Section of Civil Rights Division 3/12/2013 Resolved


The OIG recommends that the Voting Section should adopt hiring criteria that 
better account for the significant contributions that applicants with limited or 
no civil rights backgrounds can make to the Section, including those with 
defensive litigation experience.


487
A Review of the Operations of the Voting 
Section of Civil Rights Division 3/12/2013 Open


The OIG recommends that the Civil Rights Division not place primary emphasis 
on "demonstrated interest in the enforcement of civil rights laws" as a hiring 
criterion.


488


Audit of the Office on Violence Against 
Women Grants Awarded to the Eight 
Northern Indian Pueblos Council, Inc. San 
Juan Pueblo, New Mexico 2/25/2013 Resolved Remedy the $347,578 in unallowable payroll costs.
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489


Audit of the Office on Violence Against 
Women Grants Awarded to the Eight 
Northern Indian Pueblos Council, Inc. San 
Juan Pueblo, New Mexico 2/25/2013 Resolved Remedy the $81,068 in unallowable fringe costs.


490


Audit of the Office on Violence Against 
Women Grants Awarded to the Eight 
Northern Indian Pueblos Council, Inc. San 
Juan Pueblo, New Mexico 2/25/2013 Resolved Remedy the $83,328 in unallowable training and travel costs.


491


Audit of the Office on Violence Against 
Women Grants Awarded to the Eight 
Northern Indian Pueblos Council, Inc. San 
Juan Pueblo, New Mexico 2/25/2013 Resolved


Remedy the $15,011 in unallowable property, automobile, and liability 
insurance charges.


492
Review of BOP's New Drug Interdiction 
Policy 1/31/2013 Resolved


The Director, BOP, should implement a policy requiring searches of staff and 
their property when entering institutions.  In addition to manual searches, the 
BOP should consider using ion spectrometry and all other available   technology 
when searching staff.   


493


Audit of the Department of Justice's 
Oversight of Non‐Federal Detention Facility 
Inspections 1/9/2013 Resolved


We recommended that the USMS develop a mechanism to track and monitor 
its inspection activities accurately and adequately in order to assist in 
scheduling inspections, identifying facilities in need of inspections, and 
analyzing the results of inspections.


494
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Re‐emphasize to all USMS procurement staff the policies and procedures that 
must be followed in the areas of:    • advance approval of purchases,    • 
certification of availability of funds,    • maintenance of receiving documents,    
• justification for non‐competitive awards,    • reconciliation of monthly 
purchase card and fleet card statements,    • recording accountable property 
purchased in the property records, and    • strategic sourcing.
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495
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Strengthen the oversight of procurement training by:    • developing a tracking 
system to monitor the training completion of all procurement staff including 
Contracting Officers, purchase and fleet cardholders, and approving officials; 
and     • establishing procedures to ensure that procurement staff complete all 
required training, and to ensure all procurement related training is reported for 
inclusion in the training tracking system.


496
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Strengthen the process for approving and certifying procurement requests by:    
• instructing approving and certifying officials that the use of rubber stamps for 
signatures for documenting approvals and certifications is not appropriate; and  
• clarifying the appropriate use of any blanket approvals for investigators in 
remote locations, working on weekends and holidays with immediate needs.


497
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Clarify the requirement for specific identification of the items to be purchased 
and the impropriety of establishing pre‐paid accounts with vendors for ease of 
future purchases.


498
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Establish policy on the proper methods and procedures for contracting with 
hotels for conferences and training facilities to include the use of the proper 
forms, adequate procurement planning to minimize cancellation and attrition 
fees, and the use of required Federal Acquisition Regulation clauses regarding 
terminations and contingencies.


499
Audit of the United States Marshals 
Service's Procurement Activities 12/18/2012 Resolved


Implement a comprehensive strategy for managing USMS acquisitions across 
the organization using information gathered from the procurement study 
completed in FY 2012, along with information gathered during the district 
office study continuing in FY 2013.


500


Audit of the Community Oriented Policing 
Services Grants Awarded to the City of 
Wilmington, North Carolina, Police 
Department 12/4/2012 Resolved


Require the police department to establish procedures that ensure future grant 
applications are supported by complete documentation.


501


Audit of the Community Oriented Policing 
Services Grants Awarded to the City of 
Wilmington, North Carolina, Police 
Department 12/4/2012 Resolved


Remedy $4,211 in excess salaries and $6,190 in excess fringe benefits paid with 
CHRP grant funds.
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502


Audit of the Community Oriented Policing 
Services Grants Awarded to the City of 
Wilmington, North Carolina, Police 
Department 12/4/2012 Resolved


Require the police department to implement procedures that ensure salary and 
fringe benefit costs are accurately charged to the CHRP grant.


503


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grant Program Grant Awarded to the 
Municipality of Anchorage, Alaska 11/15/2012 Resolved


We recommend that OJP ensures that Anchorage strengthen its internal 
controls to make certain that asset recording and inventory duties are 
adequately segregated, and grant‐related assets are adequately safeguarded.


504


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grant Program Grant Awarded to the 
Municipality of Anchorage, Alaska 11/15/2012 Resolved


We recommend that OJP ensures that Anchorage strengthens its allocation 
procedures to make certain that overtime expenditures are accurately, and in a 
timely manner, charged to the grant.


505


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grant Program Grant Awarded to the 
Municipality of Anchorage, Alaska 11/15/2012 Resolved


We recommend that OJP ensures that Anchorage maintains adequate support 
for its federally grant‐funded employees’ payroll expenses.


506


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grant Program Grant Awarded to the 
Municipality of Anchorage, Alaska 11/15/2012 Resolved


We recommend that OJP ensures that Anchorage establishes appropriate 
procedures and internal controls to make certain that it submits accurate 
progress reports and Recovery Act reports.


507


Audit of the Office of Justice Programs 
Edward Byrne Memorial Justice Assistance 
Grant Program Grant Awarded to the 
Municipality of Anchorage, Alaska 11/15/2012 Resolved


We recommend that OJP ensures that Anchorage collects and maintains 
performance measurement data, with corresponding support on its efforts to 
achieve the grant goals and objectives.


508


Management of Immigration Cases and 
Appeals by the Executive Office for 
Immigration Review 10/31/2012 Resolved


To improve case processing by the immigration courts, we recommend that 
EOIR develop a process for tracking time that immigration judges spend on 
different types of cases and work activities.
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509


Management of Immigration Cases and 
Appeals by the Executive Office for 
Immigration Review 10/31/2012 Resolved


To improve case processing by the immigration courts, we recommend that 
EOIR develop an objective staffing model to assist in determining staffing 
requirements and the allocation of positions among immigration courts. 


510
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


 The OIG recommends that the Department should examine ATF's policies on 
law enforcement operations to ensure that they are in compliance with 
Department guidelines and policies.


511
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


 The OIG recommends that the Department should examine ATF's case review 
procedures adopted in other Department law enforcement components to 
ensure that matters involving "sensitive circumstances," "special 
requirements," and "otherwise illegal activity" are sufficiently evaluated. The 
Department should assess ATF's implementation of these procedures to ensure 
that they are effective and consistently applied.


512
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


 The OIG recommends that the Department should work with ATF to develop 
guidance on how to conduct enterprise investigations against gun  trafficking 
organizations consistent with lessons learned from Operation Fast and Furious.


513
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


 The OIG recommends that the Department should review the policies and 
procedures of its other law enforcement components to ensure that they are 
sufficient to address the concerns we have identified in the conduct of 
Operations Wide Receiver and Fast and Furious, particularly regarding 
oversight of sensitive and major cases, the authorization and oversight of 
“otherwise illegal activity,” and the  use of informants in situations where the 
law enforcement component also has a regulatory function.


514
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


The OIG recommends that the Department should require that highlevel 
officials who are responsible for authorizing wiretap applications  conduct 
reviews of the applications and affidavits that are sufficient to enable those 
officials to form a personal judgment that the  applications meet the statutory 
criteria.
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515
A Review of ATF's Operation Fast and 
Furious and Related Matters 9/19/2012


On Hold – 
Pending 
Ongoing 
Review


The OIG recommends that the Department should require that highlevel 
officials who are responsible for authorizing wiretap applications  conduct 
reviews of the applications and affidavits that are sufficient to enable those 
officials to form a personal judgment that the  applications meet the statutory 
criteria.


516
The Department's and Component's 
Personnel Security Processes 9/13/2012 Resolved


SEPS work with OPM, FBI, and OARM to ensure that all of the attorney 
background investigation and adjudication data is included in the Department’s 
IRTPA timeliness reports.


517


Audit of the Office on Violence Against 
Women Technical Assistance Cooperative 
Agreements Administered by the 
Pennsylvania Coalition Against Rape, Enola, 
Pennsylvania 9/4/2012 Resolved Remedy $298,980 in unsupportable consultant costs.


518


Audit of the Office on Violence Against 
Women Technical Assistance Cooperative 
Agreements Administered by the 
Pennsylvania Coalition Against Rape, Enola, 
Pennsylvania 9/4/2012 Resolved Remedy $32,085 in unallowable expenses.


519


Audit of the Office on Violence Against 
Women Technical Assistance Cooperative 
Agreements Administered by the 
Pennsylvania Coalition Against Rape, Enola, 
Pennsylvania 9/4/2012 Resolved Remedy $5,246 in unreasonable expenses.


520


Audit of the Office on Violence Against 
Women Technical Assistance Cooperative 
Agreements Administered by the 
Pennsylvania Coalition Against Rape, Enola, 
Pennsylvania 9/4/2012 Resolved


Ensure that PCAR properly accounts for, reports, and applies program income 
generated from cooperative agreement funded activities including the $64,970 
identified in this report.
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521


Audit of the Office on Violence Against 
Women Technical Assistance Cooperative 
Agreements Administered by the 
Pennsylvania Coalition Against Rape, Enola, 
Pennsylvania 9/4/2012 Resolved


Ensure PCAR does not charge any indirect costs as direct costs and, if 
necessary, obtain an indirect cost rate to cover the indirect costs.


522


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $20,467 in unsupported personnel costs charged to Grant Number 
2006‐WS‐Q6‐0201.


523


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $20,060 in unsupported matching contributions ($17,213), 
independent contractor payments ($2,513) and police overtime costs ($334) 
for Grant Number 2010‐WS‐QX‐0013 before permitting the city to draw down 
any grant funds that due to them.


524


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $36,000 in unsupported police overtime charged to Grant Number 
2008‐WS‐QX‐0195.


525


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $26,338 in unsupported matching costs for Grant Number 2006‐WS‐
Q6‐0201.


526


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $30,271 in unsupported matching costs for Grant Number 2008‐WS‐
QX‐0195.


527


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $28,401 in unsupported matching costs for Grant Number 2009‐WS‐
QX‐0141.


528


Audit of Office of Justice Programs Grants 
Awarded to the City of Alexandria, 
Louisiana 8/21/2012 Resolved


Remedy $1,631 in unaccounted for property items for Grant Number 2006‐WS‐
Q6‐0201.


529


Audit of the Office on Violence Against 
Women Grant Awarded to the Swinomish 
Indians of the Swinomish Reservation, La 
Conner, Washington 7/19/2012 Resolved


We recommend that the OVW ensure Swinomish to remedy the $5,025 in 
questioned costs related to unallowable grant expenditures that were 
unrelated to the grant that we audited.
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530


Audit of the Office on Violence Against 
Women Grant Awarded to the Swinomish 
Indians of the Swinomish Reservation, La 
Conner, Washington 7/19/2012 Resolved


We recommend that the OVW ensure Swinomish to remedy $6,881 of 
inadequately supported personnel expenditures for grant‐funded personnel.


531


Audit of the Office of Community Oriented 
Policing Services Grant to the City of 
Newark, New Jersey 7/10/2012 Resolved


Remedy the $3,539,432  in unallowable expenditures resulting from: (a) project 
changes that were not approved by COPS and failure to achieve the voice 
communication objective of the grant (net project costs of $3,539,432), (b) 
purchase of equipment not competitively procured and not authorized for 
purchase under the New Jersey Cooperative Purchasing Program (net 
expenditures of $2,777,569), (c) purchase of a mobile communications 
command center vehicle procured in a manner that likely hindered an open 
and competitive bid process ($626,221), (d) purchase of surveillance cameras 
denied by COPS during the grant budget review ($62,325), and (e) purchase of 
a record management system and other computer equipment not related to 
the project ($73,316).


532


Audit of the Office of Community Oriented 
Policing Services Grant to the City of 
Newark, New Jersey 7/10/2012 Resolved


Remedy the $2,282,513 in expenditures for equipment not adequately 
supported or safeguarded by a property management system with periodic 
inventories.


533


Audit of the Office of Community Oriented 
Policing Services Grant to the City of 
Newark, New Jersey 7/10/2012 Resolved


Ensure Newark implement and adhere to policies and procedures for 
submitting timely FSRs and accurate progress reports.


534


Audit of the Office of Community Oriented 
Policing Services Grant to the City of 
Newark, New Jersey 7/10/2012 Resolved


Ensure that Newark implements and adheres to policies and procedures to 
adequately administer grant funding that address our concerns over the related 
internal controls.  These include, but should not be limited to the following: 
adhering to procurement regulations, approving grant expenditures in 
accordance with applicable budgets, and safeguarding equipment.


535


Audit of the Office of Community Oriented 
Policing Services Grant Awarded to the City 
of Wilmington, Delaware 5/11/2012 Resolved


Remedy the $2,990,985 in expenditures that were unsupported as a result of 
deficiencies related to contract competition, equipment, and an electrical 
study.


Page 79 of 98


Enclosure I







DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


536


Audit of the Office of Community Oriented 
Policing Services Grant Awarded to the City 
of Wilmington, Delaware 5/11/2012 Resolved


Remedy the $2,990,985 in unallowable expenditures that were not approved 
by COPS as a result of the project scope change.


537


Audit of the Office of Community Oriented 
Policing Services Grant Awarded to the City 
of Wilmington, Delaware 5/11/2012 Resolved


Ensure grant‐funded equipment is properly recorded and reconciled to a 
physical inventory at least once every 2 years in accordance with the fede 
regulations.


538


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved Remedy the $600,542 in grant fund drawdowns that are unaccounted for.


539


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved Remedy the $160,546 in excess administrative costs charged to the grants.


540


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved


Remedy $286,533 in unsupported costs associated with subawards 
administered by the LEPC.


541


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved


Remedy $6,789 in unallowable costs associated with subawards administered 
by the LEPC.


542


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved


Remedy $86,127 in unsupported costs associated with subawards administered 
by the St. Croix Foundation, a third‐party fiduciary.
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543


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved


Remedy $7,305 in unallowable costs associated with subawards administered 
by the St. Croix Foundation, a third‐party fiduciary.


544


Audit of Management of DOJ Grants 
Awarded to the U.S. Virgin Islands Law 
Enforcement Planning Commission by the 
Office of Justice Programs and the Office on 
Violence Against Women 3/29/2012 Resolved Deobligate $472,056 in OVW grant funds that have expired.


545


Audit of the Office on Violence Against 
Women Cooperative Agreement 
Administered by Girls Educational and 
Mentoring Services, New York, New York 3/21/2012 Resolved


OVW concurred with our recommendation to remedy the $119,907 in 
unsupported personnel expenditures and $32,973 in unsupported fringe 
benefit charges for the grant.  OVW said in its response that it would 
coordinate with GEMS to remedy the $119,907 in unsupported personnel 
expenditures and $32,973 in unsupported fringe benefit expenditures for the 
grant.


546


Audit of the Office on Violence Against 
Women Grants Awarded to the Oklahoma 
Office of the Attorney General Oklahoma 
City, Oklahoma 1/26/2012 Resolved


Remedy the $102,594 in questioned costs related to the four unsupported 
transactions.


547


Audit of the Drug Enforcement 
Administration's Personnel Resource 
Management and Casework 12/8/2011 Resolved


We recommended that the DEA consider conducting an organization‐wide, 
comprehensive, strategic examination of its domestic field division personnel 
resources to ensure that its resources are adequately aligned to address 
ongoing and emerging drug threats.


548
The DOJ's International Prisoner Transfer 
Program 12/6/2011 Resolved


The BOP and IPTU coordinate to ensure the BOP’s program statement 
accurately reflects eligibility criteria based on treaty requirements and IPTU 
considerations, and the BOP provide a revised program statement to its union 
for review.  


549
The DOJ's International Prisoner Transfer 
Program 12/6/2011 Resolved


The BOP ensures all staff involved in treaty transfer determinations are 
properly trained.    


550
The DOJ's International Prisoner Transfer 
Program 12/6/2011 Resolved


The BOP establishes a process for reviewing eligibility determinations made by 
case managers to ensure their accuracy.  
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551
The DOJ's International Prisoner Transfer 
Program 12/6/2011 Resolved


The BOP and IPTU coordinate with each other to update the BOP’s program 
statement to accurately reflect the process by which inmates can obtain more 
information from IPTU regarding the reasons for denial.  


552


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Awards to Enough is Enough 8/29/2011 Resolved


 Remedy the unsupported $22,288 in overdrawn funds for award 2007‐JL‐FX‐
K006.


553


Audit of the Office of Justice Programs 
Office of Juvenile Justice and Delinquency 
Prevention Awards to Enough is Enough 8/29/2011 Resolved


 Remedy $69,175 in unsupported other direct costs charged to award 2007‐JL‐
FX‐K006.


554


Audit of the Office on Violence Against 
Women Grants to Jane Doe, Inc. Boston 
Massachusetts 8/10/2011 Resolved


Remedy $605,504 in unsupported personnel and fringe benefit expenditures 
for the grants.


555


Audit of the Office on Violence Against 
Women Grants to Jane Doe, Inc. Boston 
Massachusetts 8/10/2011 Resolved


Remedy $1,975 in unallowable personnel expenditures for purposes of 
fundraising charged to grant 2009‐EU‐S6‐004.


556


Audit of the Office on Violence Against 
Women Grants to Jane Doe, Inc. Boston 
Massachusetts 8/10/2011 Resolved


Remedy $16,972 in total unallowable and unreasonable expenditures charged 
to grant 2007‐MU‐AX‐0067.  This total represents $12,691 in unallowable 
conference expenditures, which includes $487 in unallowable expenditures for 
alcohol and bar related charges.  Additionally, this total includes $4,281 in 
unreasonable expenditures for exceeding lodging and M&IE per diem limits.


557


Audit of the Office on Violence Against 
Women Grants to Jane Doe, Inc. Boston 
Massachusetts 8/10/2011 Resolved


Remedy $8,456 in conference‐related expenditures charged to grant 2007‐TA‐
AX‐K039, which includes $6,104 in unreasonable charges for exceeding lodging 
and M&IE per diem limits and $2,352 in unallowable attrition fee charges.


558


Audit of the Office on Violence Against 
Women Grants to Jane Doe, Inc. Boston 
Massachusetts 8/10/2011 Resolved


Remedy $10,031 in unallowable consultant expenditures charged to grant 2007‐
MU‐AX‐0067.
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559


Audit of the Office of Justice Programs 
Bureau of Justice Assistance State and Local 
Emergency Preparedness Program Grant to 
Jersey City, New Jersey 3/28/2011 Resolved


Remedy $1,125,000 in unsupported consultant expenditures that were not 
supported by detailed accounting records.


560


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Remedy the $9,076,609 in unsupportable grant‐funded contractor 
expenditures claimed by Nassau and the related drawdowns of grant funding.


561


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Remedy the $9,076,609 in unallowable grant‐funded contractor expenditures 
claimed by Nassau and the related drawdowns of grant funding.


562


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved Remedy the $1,278 in unsupported overtime expenditures.


563


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Remedy the $2,468,129 in excess drawdowns that are unrelated to the grant 
award.


564


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved Remedy the $2,066,564 deficiency in the match requirement.


565


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Remedy the $1,531,142 in unallowable local match expenditures that are 
unrelated to the grant award.


566


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved Continue monitoring the grant to ensure grant objectives are met.
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567


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Ensure that the Nassau County Police Department implements policies and 
procedures to adequately administer grant funding that address our concerns 
over the related internal controls.  These include, but should not be limited to 
the following: obtaining written approval from COPS prior to making significant 
changes to grant budgets, adequately supporting expenditures and 
drawdowns, identifying grant‐related expenditures acquired with unrelated 
expenditures in a single procurement, and submitting financial and progress 
reports that are timely, accurate, complete, and adequately supported.


568


Audit of the Community Oriented Policing 
Services Technology Grant Awarded to 
Nassau County, Mineola, New York 1/10/2011 Resolved


Ensure that equipment purchased with grant funding is identified and included 
in a property management system as required.


569
Audit of USMS's Oversight of Judicial 
Facilities Program 11/18/2010 Resolved


We recommend that USMS ensure that all of its district offices assign a 
principal coordinator to the district Court Security Committee and encourage 
the local judiciary to lead regular meetings.


570
Audit of USMS's Oversight of Judicial 
Facilities Program 11/18/2010 Resolved


We recommend that USMS seek to streamline its current timekeeping practices 
for CSOs.


571
A Review of U.S. Attorney Travel that 
Exceeded the Government Lodging Rate 11/8/2010 Resolved


The OIG recommends that the Department issue guidance describing the effort 
required by travelers to find the government rate before declaring that such 
rate is “unavailable.”


572
A Review of U.S. Attorney Travel that 
Exceeded the Government Lodging Rate 11/8/2010 Open


 To ensure compliance with DOJ travel policies and allow appropriate reviews 
of DOJ travel, including U.S. Attorney travel, the OIG recommends that the 
Department require that justification memoranda sufficiently document the 
facts that support a decision to exceed the government rate. The justification 
memorandum for any travel involving lodging above the government rate 
should provide sufficient detail to establish that the applicable exception to the 
government rate has been satisfied. In cases in which the traveler claims the 
government rate is unavailable, the justification memorandum should be 
required to describe the efforts made to locate lodging at the government rate 
within a reasonable distance of the duty station rather than simply declaring 
that it was unavailable.
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573
A Review of U.S. Attorney Travel that 
Exceeded the Government Lodging Rate 11/8/2010 Resolved


 The OIG recommends that JMD consider reviewing and conforming its 
structure of policies and guidance relating to DOJ travel. We believe that the 
JMD should review DOJ travel policies for consistency and simplicity, and make 
appropriate changes. In addition, the Department should also revise the U.S. 
Attorneys’ Manual to ensure conformity and eliminate confusion.


574 ATF's Review of Gunrunner 11/8/2010 Resolved


Develop an automated process that enables ATF managers to track and 
evaluate the usefulness of investigative leads provided to firearms trafficking 
enforcement groups.    


575


Audit of Office of Justice Programs, Bureau 
of Justice Assistance Grant Awarded to the 
Illinois Department of Corrections 9/22/2010 Resolved


We recommended that the Office of Justice Programs (OJP) ensure that IDOC 
records all grant‐funded accountable property in its property management 
records.


576


Audit of Office of Justice Programs, Bureau 
of Justice Assistance Grant Awarded to the 
Illinois Department of Corrections 9/22/2010 Resolved


We recommended that the Office of Justice Programs (OJP) ensure that the 
grantee develops procedures to submit timely and accurate required reports.


577
A Review of the FBI's Investigations of 
Certain Domestic Advocacy Groups 9/20/2010 Open


The OIG recommends that the FBI seek to ensure that it is able to identify and 
document the source of facts provided to Congress through testimony and 
correspondence, and to the public.


578
A Review of the FBI's Investigations of 
Certain Domestic Advocacy Groups 9/20/2010 Resolved


The OIG recommends that FBI agents be required to specify the potential 
violation of a specific federal criminal statute as part of documenting the basis 
for opening a preliminary or full investigation in cases involving investigation of 
advocacy groups or their members for activities connected to the exercise of 
their First Amendment rights.


579
A Review of the FBI's Investigations of 
Certain Domestic Advocacy Groups 9/20/2010 Resolved


The OIG recommends that the Department examine the Guidelines and the 
DIOG to determine whether to reinstate the prohibition on retaining 
information from public events that is not related to potential criminal or 
terrorist activity.


580
A Review of the FBI's Investigations of 
Certain Domestic Advocacy Groups 9/20/2010 Resolved


The OIG recommends that the FBI and the Department consider and provide 
further guidance on when such cases involving First Amendment issues should 
be classified as Acts of Terrorism matters and when they should not.
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581
Audit of the Federal Bureau of Prisons' 
Furlough Program 9/2/2010 Resolved


We recommended that the Federal Bureau of Prisons (BOP) continue to 
explore alternative methods for sharing and storing documentation related to 
furloughs, such as the development of an electronic inmate case file system.


582
Audit of the Federal Bureau of Prisons' 
Furlough Program 9/2/2010 Resolved


We recommended that the Federal Bureau of Prisons (BOP) consider the 
required use of document checklists to ensure that inmate case files contain all 
required documentation.


583


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved Implement written financial policies and procedures.


584


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved Implement procedures to ensure timely completion of single audits.


585


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure drawdowns are accurate and supported by 
accounting records.


586


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure expenses are properly categorized in the 
accounting records.


587


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Remedy $15,186 in unsupported questioned costs for Grant Number 2005 IW‐
AX‐0007.


588


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Remedy $7,212 in unsupported questioned costs for Grant Number 2005 WR‐
AX‐0068.


589


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure payroll records reconcile with time and 
attendance records.


590


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved Implement procedures to ensure adherence to the grant approved budget.


591


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure matching costs are properly recorded in the 
accounting system.
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592


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure FSRs are accurate and reconcile to the 
accounting records.


593


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved Implement procedures to ensure timely submission of FSRs.


594


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved Implement procedures to ensure timely submission of Progress Reports.


595


Office on Violence Against Women Grants 
Awarded to Ama Doo Alchini Bighan, 
Incorporated, Chinle, Arizona 9/1/2010 Resolved


Implement procedures to ensure adherence to award special conditions and 
reporting requirements.


596


Office of Justice Programs, Edward Byrne 
Memorial Justice Assistance Grants 
Awarded to the City of Atlanta, Georgia 7/28/2010 Resolved


Remedy the $108,241 in unsupported other direct costs charged to Grant 
Number 2006‐DD‐BX‐0266.


597


Follow‐up Audit of the Federal Bureau of 
Prisons' Efforts to Manage Inmate Health 
Care 7/7/2010 Resolved


Ensure that the revised Program Statement on Health Care Provider Credential 
Verification, Privileges, and Practice Agreement Program incorporates the 
interim guidance established as a result of Recommendations 1 through 5.


598
Review of the Grantee Selection Process for 
the COPS Hiring Recovery Act 5/14/2010 Resolved


Provide OJP additional access to grant management documentation, such as 
through direct access of CMS.


599
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy questioned costs of $85,536 in holiday charges


600
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy questioned costs of $18,483 in personal charges.


601
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy the $1,047,688 in unsupported fringe benefits.


602
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved


Remedy $163,662 for travel transactions without written authorizations, 
vouchers or adequate supporting documentation.


603
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy $1,071,039 in unsupported indirect costs.
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604
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy questioned costs of $24,141 in holiday charges.


605
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy questioned costs of $6,038 in personal charges.


606
Department of Justice Awards to the 
National District Attorneys Association 4/22/2010 Resolved  Remedy $90,209 for travel transactions without authorizations or vouchers.


607
Limited Scope Audit of Advocates Crisis 
Support Services, Craig, Colorado 3/25/2010 Resolved Remedy the $10,653 in unsupported direct questioned costs.


608
Limited Scope Audit of Advocates Crisis 
Support Services, Craig, Colorado 3/25/2010 Resolved Remedy the $8,250 in unsupported payroll questioned costs.


609


A Review of the Federal Bureau of 
Investigation's Use of Exigent Letters and 
Other Informal Requests for Telephone 
Records 1/19/2010 Resolved


 The OIG recommends that the FBI should issue periodic guidance and conduct 
periodic training of FBI Headquarters and field personnel engaged in national 
security investigations regarding the authorities available to the FBI under the 
Electronic Communicatons Privacy Act (ECPA) and other federal statutes to 
obtain telephone subscriber and toll billing records information and other 
information protected by the ECPA.  Such training should cover not only the 
provisions of the ECPA, but also other federal statutes and regulations 
governing the FBI's authority to obtain such records, including the Pen Register 
Act, the federal regulation governing subpoenas for toll billing records of 
reporters, and the FBI's administrative subpoena authorities.


610


 A Review of the Federal Bureau of 
Investigation's Use of Exigent Letters and 
Other Informal Requests for Telephone 
Records 1/19/2010 Open


The OIG recommends that the FBI should issue guidance specifically directing 
FBI personnel that they may not use the practices known as hot number 
[classified and redacted] to obtain calling activity information from electronic 
communications service providers.
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611


A Review of the Federal Bureau of 
Investigation's Use of Exigent Letters and 
Other Informal Requests for Telephone 
Records 1/19/2010 Resolved


 The OIG recommends that the FBI should issue guidance regarding when FBI 
personnel may issue [classified and redacted] community of interest [classified 
and redacted] requests.  As described in Chapter Two, in November 2007 the 
FBI Counterterrorism Division prepared draft guidance that would require 
advance determinations of the relevance of [classified and redacted] telephone 
numbers included in the community of interest [classified and redacted] 
requests.  The draft guidance also would require that senior FBI officials and a 
Department attorney approve such requests and that telephone numbers 
[classified and redacted] pursuant to these requests be documented for 
purposes of congressional reporting on NSL usage. We recommend that the FBI 
finalize and issue this guidance to FBI personnel.


612


A Review of the Federal Bureau of 
Investigation's Use of Exigent Letters and 
Other Informal Requests for Telephone 
Records 1/19/2010 Resolved


The OIG recommends that the FBI, in conjunction with the National Security 
Division(NSD) and other relevant Department components, should review 
current policies and procedures governing [classified and redacted] reporters 
by Department personnel.


613


A Review of the Federal Bureau of 
Investigation's Use of Exigent Letters and 
Other Informal Requests for Telephone 
Records 1/19/2010 Resolved


The OIG recommends that the FBI and the Department should consider how 
the FBI may use [classified and redacted] when seeking telephone billing 
records, particularly with respect to [classified and redacted]. We also 
recommend that the Department notify Congress of this issue and of the OLC 
opinion interpreting the scope of the FBI's authority under it, so that Congress 
can consider the [classified and redacted] and the implications of its potential 
use.


614
The Federal Bureau of Investigation's 
Foreign Language Translation Program 10/23/2009 Resolved


Develop protocols for monitoring and ensuring that unreviewed foreign 
language material collected for high‐priority counterterrorism and 
counterintelligence cases is reviewed and translated in a timely manner.


615


Office of Justice Programs National Institute 
of Justice Cooperative Agreements and 
Grants Awarded to the National Forensic 
Science Technology Center, Largo, Florida 9/30/2009


On Hold – 
Pending 
Ongoing 
Review


‐ Require the NFSTC to account for the entire $744,395 in costs it shifted from 
cooperative agreement number 2006‐MU‐BX‐K002 to number 2000‐RC‐CX‐
K001.
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616
Report on the President's Surveillance 
Program 7/10/2009


On Hold – 
Pending 
Ongoing 
Review


The OIG recommends that the Department assess its discovery obligations 
regarding PSP‐derived information, if any, in international terrorism 
prosecutions.


617
Report on the President's Surveillance 
Program 7/10/2009


On Hold – 
Pending 
Ongoing 
Review


The OIG recommends that the Department consider whether it must re‐
examine past international terrorism prosecutions to determine if potentially 
discoverable but undisclosed Rule 16 or Brady material was collected under the 
PSP.


618
Report on the President's Surveillance 
Program 7/10/2009


On Hold – 
Pending 
Ongoing 
Review


The OIG recommended that the Department implement a procedure to identify 
PSP‐derived information, if any, that may be associated with international 
terrorism cases currently pending or likely to be brought in the future and 
evaluate whether such information should be disclosed in light of the 
government’s discovery obligations under Rule 16 or Brady.


619
Audit of the FBI's Terrorist Watchlist 
Nominations Practices 5/6/2009 Resolved


We recommended that the Federal Bureau of Investigation (FBI) evaluate the 
overall watchlist nomination process, determine the total amount of time that 
is needed and can be afforded to this process, and determine how much time 
should be allocated to each phase of the process.


620


Compliance with Standards Governing 
Combined DNA Index System Activities at 
the Louisiana State Police Crime Laboratory, 
Baton Rouge, Louisiana 1/23/2009 Resolved


Ensure that the Laboratory provide documentation that all arrestee profiles 
uploaded to NDIS prior to January 2007 have been reviewed for allowability.


621


An Investigation of Overtime Payments to 
FBI and Other Department of Justice 
Employees Deployed to Iraq and 
Afghanistan 12/8/2008 Resolved


The OIG recommends that ATF, USMS, and DEA should issue new guidance 
documents governing premium pay for employees in Iraq and Afghanistan.  
This document should be drafted in consultation with the component's Office 
of General Counsel, Human Resources Division or equivalent division, and the 
component's division responsible for administering the missions in Iraq and 
Afghanistan.


622


An Investigation of Overtime Payments to 
FBI and Other Department of Justice 
Employees Deployed to Iraq and 
Afghanistan 12/8/2008 Resolved


The components should adopt procedures that will permit a complete and 
accurate accounting of the costs for all categories of premium pay for their 
employees serving in Iraq and Afghanistan on a quarterly basis.
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623


An Investigation of Overtime Payments to 
FBI and Other Department of Justice 
Employees Deployed to Iraq and 
Afghanistan 12/8/2008 Resolved


The OIG recommends that ATF, USMS, and DEA should comply with the 
requirement that overtime for their employees in Iraq and Afghanistan be 
officially ordered, approved in writing, and actually worked. Any component 
decision to order and approve overtime should be of limited duration, no 
longer than 1 year. Any such decision, and any decision to renew the order and 
approval of overtime, should take into consideration costs, manpower 
consideration, and the results of quarterly audits.


624
Resource Management of United States 
Attorneys' Offices 11/7/2008 Resolved


We recommended that the Executive Office for United States Attorneys ensure 
that “reopened” cases are not reflected in the statistical reports in the fiscal 
years in which the cases were reopened.


625


An Investigation of Allegations of Politicized 
Hiring by Monica Goodling and Other Staff 
in the Office of the Attorney General 7/28/2008 Open


The OIG recommends that the Department clarify its policies regarding the use 
of political or ideological affiliations to select career attorney candidates for 
temporary details within the Department.


626


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs (OJP) remedy the entire 
award amount of $3,162,580 for material grant improprieties.


627


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs withhold all future DOJ 
funding to NTIC until outstanding audit issues are resolved.


628


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the unsupported 
costs of $7,500 paid to sub‐grantee Housing Comes First.


629


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $11,250 paid 
to sub‐grantee HART for unsupported expenditures.
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630


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $49,957 in 
unallowable salaries paid to NTIC for 24 hour days while employees were in 
travel status.


631


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $4,413 paid 
to NTIC in unallowable bonuses.


632


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $29,305 paid 
to NTIC for unsupported payroll expenditures due to unreversed year‐end 
accruals.


633


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $697 paid to 
NTIC for unexplained payroll charges.


634


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $227 paid to 
NTIC for unsupported salary expenditures.


635


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $6,059 billed 
to the grant for unrelated grant expenditures.


636


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $900 billed 
to the grant for three lifeguards at the youth retreat.


637


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $50 in 
unallowable costs billed to the grant for a lost personal cell phone.
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638


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $1,514 
charged to the grant for miscellaneous unallowable expenditures, including 
cabs to restaurants, in‐hotel room movies, and excessive single meal expenses.


639


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $166 for an 
unallowable evening cruise, wherein alcohol was served, that was billed to the 
grant as staff development.


640


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $98 
allocated to the grant for unallowable office Christmas parties.


641


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $15,816 in 
charges to the grant for which NTIC did not provide adequate supporting 
documentation.


642


Community Justice Empowerment Project 
Grant Administered by the National 
Training and Information Center, Chicago, 
Illinois 3/25/2008 Resolved


We recommended that the Office of Justice Programs remedy the $7,699 in 
unallowable technical assistance professional services costs.


643


A Review of the FBI's Use of National 
Security Letters: Assessment of Corrective 
Actions and Examination of NSL Usage in 
2006 3/17/2008 Resolved


The OIG recommends that the FBI Implement measures to verify the accuracy 
of data entry into the new NSL data system by including periodic reviews of a 
sample of NSLs in the database to ensure that the training provided on data 
entry to the support staff of the FBI OIG National Security Law Branch (NSLB), 
other Headquarters divisions, and field personnel is successfully applied in 
practice and has reduced or eliminated data entry errors.  These periodic 
reviews should also draw upon resources available from the FBI Inspection 
Division and the FBI’s new Office of Integrity and Compliance (OIC).


644


A Review of the FBI's Use of National 
Security Letters: Assessment of Corrective 
Actions and Examination of NSL Usage in 
2006 3/17/2008 Resolved


The OIG recommends that the FBI implement measures to verify that data 
requested in NSLs is checked against serialized source documents to verify that 
the data extracted from the source document and used in the NSL (such as the 
telephone number or e‐mail address) is accurately recorded on the NSL and 
approval EC.
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645


A Review of the FBI's Use of National 
Security Letters: Assessment of Corrective 
Actions and Examination of NSL Usage in 
2006 3/17/2008 Resolved


The OIG recommends that the FBI include in its routine case file reviews and 
the National Security Division’s (NSD) national security reviews an analysis of 
the FBI’s compliance with requirements governing the filing and retention of 
NSL‐derived information.


646


A Review of the FBI's Use of National 
Security Letters: Assessment of Corrective 
Actions and Examination of NSL Usage in 
2006 3/17/2008 Resolved


Direct that the NSL Working Group, with the FBI’s and the NSD’s participation, 
re‐examine measures for (a) addressing the privacy interests associated with 
NSL‐derived information, including the benefits and feasibility of labeling or 
tagging NSL‐derived information, and (b) minimizing the retention and 
dissemination of such information.


647
A Review of the FBI's Use of Section 215 
Orders for Business Records in 2006 3/10/2008 Resolved


The OIG recommends that the FBI should develop procedures that require FBI 
employees to review materials received from Section 215 orders to ensure that 
the material they receive prusuant to Section 215 is authorized by the Section 
215 order.


648
A Review of the FBI's Use of Section 215 
Orders for Business Records in 2006 3/10/2008 Resolved


The OIG recommends that the FBI should develop final standard minimization 
procedures for business records that provide specific guidance for the 
retention and dissemination of U.S. person information.


649


A Review of the Federal Bureau of 
Investigation's Use of National Security 
Letters 3/9/2007 Resolved


The OIG recommends that the FBI consider measures that would enable FBI 
agents and analysts to (a) label or tag their use of information derived from 
national security letters in analytical intelligence products and (b) identify when 
and how often information derived from NSLs is provided to law enforcement 
authorities for use in criminal proceedings.


650


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $482,152 in unsupported salaries shown in Organizational Income 
Statements that could not be reconciled to Personnel/Payroll Add or Change 
Forms, and Request for Action Forms, for Grant No. 1999‐HH‐WX‐0028.


651


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $16,332 in unallowable salary paid to a non‐COPS officer for Grant 
No. 1999‐HH‐WX‐0028.
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652


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $453,474 in unallowable salaries and fringe benefits for the 183 of 
the 720 months that police officers were not employed by Grant No. 1999‐HH‐
WX‐0028.


653


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $200,400 in unallowable fringe benefits (vacation, $120,000; 
worker’s comp, $80,400)) that were approved in the Financial Clearance 
Memorandum but not charged to Grant No. 1999‐HH‐WX‐0028.


654


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $9,128 in unallowable fringe benefits (state unemployment tax) 
that were charged in excess of the Financial Clearance Memorandum for Grant 
No. 1999‐HH‐WX‐0028.


655


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $3,743 in unallowable fringe benefits (federal unemployment tax) 
that were charged but not approved in the Financial Clearance Memorandum 
for Grant No. 1999‐HH‐WX‐0028.


656


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Ensure that property records are maintained in accordance with the OJP 
Financial Guide and include the source of the funding, the date of purchase, 
and the cost of the vehicle.


657


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $114,972 in unallowable salaries paid in excess of the amount 
approved in the Financial Clearance Memorandum for Grant No. 2000‐HH‐WX‐
0020.


658


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $8,090 for unallowable salaries paid in excess of the amount 
approved in the Financial Clearance Memorandum for Grant No. 2001‐HM‐WX‐
0008.


659


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $114,562 in questioned costs for failure to retain the two officer 
positions for Grant No. 2001‐HM‐WX‐0008.
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660


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $39,783 in unallowable costs (three unapproved Account Codes, 
$24,453; $15,330 other purchases) for items/services not approved in the 
Financial Clearance Memorandum for Grant No. 2003‐HE‐WX‐0077.


661


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $15,383 in unallowable salaries and fringe benefits for positions 
not approved in the Financial Clearance Memorandum for Grant No. 2003‐HE‐
WX‐0077.


662


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $13,480 in unsupported salary and fringe benefits for Grant No. 
2003‐HE‐WX‐0077.


663


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $13,287 in unallowable fringe benefits (state unemployment tax) 
not approved in the Financial Clearance Memorandum for Grant No. 2003‐HR‐
WX‐0002.


664


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $47,960 in unallowable salaries in excess of the amount approved 
in the Financial Clearance Memorandum for Grant No. 2003‐HRWX‐0002.


665


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy $9,734 in funds to better use for worker’s comp funds that were 
approved in the Financial Clearance Memorandum but not charged to Grant 
No. 2001‐HM‐WX‐0008.


666


Community Oriented Policing Services 
Grants to the Assiniboine and Sioux Tribes 
Department of Public Safety, Poplar, 
Montana 9/21/2006 Resolved


Remedy the $70,106 in funds to better use for failure to retain the two 
positions for Grant No. 2001‐HM‐WX‐0008.


667
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI should continue its FBI Headquarters 
managed asset validation review process and provide sufficient resources for 
the Analytical Unit to devote to these reviews.
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668
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI should require that any analytical products 
relating to the asset, together with red flags, derogatory reporting, anomalies, 
and other counterintelligence concerns be documented in a subsection of the 
asset's file.


669
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI should require the field SSA, the ASAC, and 
the FBI Headquarters SSA responsible for each asset to signify that they have 
reviewed the entries in this subsection as part of the routine file review or of 
semi‐annual or annual asset re‐evaluations.  If anomalies exist, the SSA should 
note what action has been taken with respect to them, or explain why no 
action is necessary, and the ASAC’s agreement should be noted.


670
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI require agents to record in the asset file any 
documents passed and all matters discussed with the asset, as well as each 
person present for the meeting.


671
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI require alternate case agents to meet with 
the source on a regular basis, together with the case agent.


672
A Review of the FBI's Handling and 
Oversight of FBI Asset Katrina Leung 3/31/2006 Resolved


The OIG recommends that the FBI should limit the number of years any Special 
Agent can continue as an asset’s handler.  Exceptions should be allowed for 
good cause only.


673


Office of Justice Programs Grants Awarded 
to the Oglala Sioux Tribe, Pine Ridge, South 
Dakota 2/17/2005


On Hold – 
Pending 
Ongoing 
Review


Remedy the $72,562 in unsupported direct costs because the OST did not 
provide accounting records for the Cangleska, Inc.'s essential services account 
for Grant No. 1995‐WI‐NX‐0007.


674


Office of Justice Programs Grants Awarded 
to the Oglala Sioux Tribe, Pine Ridge, South 
Dakota 2/17/2005


On Hold – 
Pending 
Ongoing 
Review


Remedy the $10,493 in unsupported direct costs for Grant No. 1995‐WI‐NX‐
0007 because the OST did not provide invoices or receipts to support its costs.


675


Office of Justice Programs Fiscal Year 1995 
Violent Offender Incarceration Technical 
Assistance Program by the Criminal Justice 
Institute (VCRTF) 9/30/1999 Resolved Remedy the $14,370 in questioned personnel costs.
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DEPARTMENT OF JUSTICE OFFICE OF THE INSPECTOR GENERAL ‐ RECOMMENDATIONS NOT CLOSED
(As of March 2, 2015)


# Report Title Issued Status Recommendation Description


676


Office of Justice Programs Fiscal Year 1995 
Violent Offender Incarceration Technical 
Assistance Program by the Criminal Justice 
Institute (VCRTF) 9/30/1999 Resolved Remedy the $56,899 in questioned unsupported costs.
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Enclosure II 


 


 
 


U.S. DEPARTMENT OF JUSTICE 
OFFICE OF THE INSPECTOR GENERAL 


OUTSTANDING RECOMMENDATIONS ASSOCIATED WITH POTENTIAL SAVINGS 
(As of March 2, 2015) 


 
 
 


Report Title Issue Date Agency Recommendation 


Review of the Department's 
International Prisoner 
Transfer Program 


12/6/2011 BOP 


The BOP and IPTU coordinate to ensure the BOP’s 
program statement accurately reflects eligibility 
criteria based on treaty requirements and IPTU 
considerations, and the BOP provide a revised 
program statement to its union for review. 
 


Audit of the Drug 
Enforcement 
Administration's Personnel 
Resource Management and 
Casework 


12/8/2011 DEA 


We recommended that the DEA consider 
conducting an organization-wide, comprehensive, 
strategic examination of its domestic field division 
personnel resources to ensure that its resources 
are adequately aligned to address ongoing and 
emerging drug threats. 


Review of Department of 
Justice Airfares and 
Booking Fees October 2012 
Through June 2013 


9/27/2013 JMD 


Work with DOJ components to ensure that 
officials approving travel have the information 
necessary to ensure that employees comply with 
the DOJ travel policy and select the lowest-priced 
ticket available that meets mission requirements. 
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Report Title Issue Date Agency Recommendation 


Audit of The Federal 
Bureau of Prisons' Efforts 
to Improve Acquisition 
Through Strategic Sourcing 


3/26/2014 BOP 


Implement a strategic sourcing program to: 
- continuously analyze its spending to identify and 
prioritize 
commodities with the greatest potential for cost 
savings through strategic sourcing; 
- identify appropriate benchmark prices for those 
commodities; 
- determine whether those commodities can be 
obtained at a lower cost by participating in 
existing government-wide, agency, or BOP 
national contracts and blanket purchase 
agreements, and consider participating in those 
before initiating any new contracts; and 
- establish performance measures for strategic 
sourcing activities, including a process to collect 
cost data and report savings using appropriate 
“cost per unit” information. 


Audit of the Office of 
Justice Programs Bureau 
of Justice Assistance John 
R. Justice Grant Program 


5/19/2014 OJP Put $651,949 in unspent funds to a better use. 


Audit of the Office of 
Justice Programs Bureau 
of Justice Assistance John 
R. Justice Grant Program 


5/19/2014 OJP 
Remedy $1,080,192 in payments awarded to 
beneficiaries who are known to have left their 
initially-qualifying eligible positions. 


Audit of the Office of 
Justice Programs Bureau 
of Justice Assistance John 
R. Justice Grant Program 


5/19/2014 OJP 
Identify a comprehensive list of participants who 
have left the program and determine the amount 
of repayments they owe the federal government. 
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Report Title Issue Date Agency Recommendation 


Audit of the Crime Victims 
Fund Disbursements to the 
Federal Bureau of 
Investigation and Executive 
Office for United States 
Attorneys 


9/26/2014 OJP 
We recommend that the OVC Remedy $685,047 in 
unallowable costs from the Victim Witness 
Coordinator funding. 


Audit of the Crime Victims 
Fund Disbursements to the 
Federal Bureau of 
Investigation and Executive 
Office for United States 
Attorneys 


9/26/2014 OJP 


We recommend that the OVC Remedy $3,674 in 
unsupported costs from the Victim Witness 
Coordinator funding and $2,678 from the VNS 
funding. 


Audit of the Department of 
Justice's Management of 
International Fugitive 
Removal Activities 


11/12/2014 USMS 


Consider whether the Department should seek 
legislative change to address the significant costs 
of venue-specific international removals, such as 
those associated with the Controlled Substance 
Act. 


Audit of the Department of 
Justice's Management of 
International Fugitive 
Removal Activities 


11/12/2014 USMS 


Enhance the international fugitive removal activity 
decision-making process to ensure that the 
decision makers employ a comprehensive 
assessment of all relevant factors, including costs, 
and assess the practicality of implementing a 
process to begin tracking and analyzing the 
outcomes of removal cases for use in future 
removal decisions. 
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Report Title Issue Date Agency Recommendation 


Audit of the Department of 
Justice's Management of 
International Fugitive 
Removal Activities 


11/12/2014 USMS 


Examine the feasibility of developing an 
appropriate cost-sharing model among federal, 
state, and local agencies for funding international 
fugitive removals, including at least partial 
reimbursement from state and local agencies and 
the use of DOJ non-component specific funding 
sources to fund at least a portion of the removal 
costs. 
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U.S. DEPARTMENT OF JUSTICE 


OFFICE OF THE INSPECTOR GENERAL 
THE THREE MOST IMPORTANT OPEN RECOMMENDATIONS 


(As of March 2, 2015) 
  
1. A Review of ATF’s Operation Fast and Furious 


September 2012   
 
Recommendation:  The Department should review the policies and procedures 
of its other law enforcement components to ensure that they are sufficient to 
address the concerns the OIG has identified in the conduct of Operations Wide 
Receiver and Fast and Furious, particularly regarding oversight of “otherwise 
illegal activity,” and the use of informants in situations where the law 
enforcement component also has a regulatory function. 
 
The Department agreed with this recommendation, and implementation is 
ongoing.  The OIG is currently reviewing the Department’s and ATF’s 
implementation of recommendations in the September 2012 report, as well as 
other information to evaluate the progress and effectiveness of these 
measures.   
 
The redacted report is located at: 
www.justice.gov/oig/reports/2012/s1209.pdf.   


 
2. Audit of the FBI's Terrorist Watchlist Nominations Practices  


May 2009 
 
Recommendation: We recommended that the Federal Bureau of Investigation 
(FBI) evaluate the overall watchlist nomination process, determine the total 
amount of time that is needed and can be afforded to this process, and 
determine how much time should be allocated to each phase of the process. 
 
The FBI concurred with our recommendation to evaluate the overall watchlist 
nomination process, determine the total amount of time that is needed and can 
be afforded to this process, and determine how much time should be allocated 
to each phase of the process.  Based on our March 2014 follow-up audit of the 
FBI’s management of watchlist nominations, we continue to monitor the FBI’s 
ongoing initiatives to automate the watchlist nomination process. 


 
The report is located at:  
http://www.justice.gov/oig/reports/FBI/a0925/final.pdf 
 



http://www.justice.gov/oig/reports/FBI/a0925/final.pdf
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3. Audit of the Office of Justice Programs Office of Juvenile Justice and 
Delinquency Prevention Grants Awarded to Big Brothers Big Sisters of 
America  
June 2013 


 
Recommendation: Remedy the $19,462,448 in unsupported expenditures 
resulting from: 


(a) grant drawdowns that were unsupported due to commingling 
(drawdown of $19,462,448), 


(b) payments made to subrecipients, from the initiation of the grants to 
June 27, 2012, due to lack of monitoring how the subrecipients spent 
the funds (expenditures of $12,624,008), 


(c) costs associated with personnel and fringe benefits due to lack of time 
and effort reports (expenditures of $2,008,405),   


(d) travel expenditures that were not sufficiently documented 
(expenditures of $196,059),  


(e) costs of a Native American Mentoring consultant without the required 
time and effort reports (expenditures of $19,375),   


(f) costs associated with a Native American Mentoring consultant with no 
documentation of grant related activity (expenditures of $11,625), and 


(g) indirect costs not verifiable due to a lack of direct cost data resulting 
from commingling expenditures (expenditures of $434,157).  


 
This recommendation remains outstanding until we receive documentation 
from OJP demonstrating the remedy of the questioned costs, totaling 
$19,462,448, due to unsupported expenditures. 
 
The report is located at: 
http://www.justice.gov/oig/reports/2013/g7013006.pdf
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U.S. DEPARTMENT OF JUSTICE 


OFFICE OF THE INSPECTOR GENERAL 
INSTANCES WHERE THE DEPARTMENT DELAYED THE OIG’S ACCESSS 


TO INFORMATION 
 


The OIG continues to face challenges in getting timely access to 
information from Department components.  Beginning in 2010 and continuing 
to the date of this letter, the FBI and other Department components have 
objected in several reviews to providing the OIG with access to certain types of 
records that were in the Department’s possession and were responsive to OIG 
document requests.  In a number of those reviews, requested information was 
provided to the OIG only after protracted discussions between the Inspector 
General and the leadership of the component.  For example, in our joint review 
with three other Inspector General Offices regarding information sharing by the 
U.S. Government prior to the Boston Marathon bombing, the FBI’s refusal to 
provide certain records to the OIG, which they ultimately did produce to us, 
needlessly delayed our work for months.  Additionally, in each of the three 
instances described below, the matters were resolved only after the 
Department’s leadership issued memoranda to the relevant Department 
component providing the OIG with permission to access the records sought; 
however, they did so by making case-specific findings that these reviews were 
of assistance to the Department’s leadership, impinging on the independence of 
the OIG and unduly delaying OIG reviews. 


 
• A Review of the Department's Use of the Material Witness Statute 


with a Focus on Select National Security Matters 
 
The OIG experienced significant delays resulting from the FBI’s 
objections to providing the OIG with access to both grand jury and  
Title III electronic surveillance material. 
 


• A Review of the FBI's Use of National Security Letters: Assessment 
of Progress in Implementing Recommendations and Examination of 
Use in 2007 through 2009 
 
In the course of the review, the FBI objected to providing access to 
information it had collected using Section 1681u of the Fair Credit 
Reporting Act (FCRA). 
 


• A Review of ATF's Operation Fast and Furious and Related Matters 
 
The OIG experienced issues gaining access to grand jury and Title III 
wiretap information that was directly relevant to our review. 
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In particular, the FBI continues to take the position that Section 6(a) of 
the Inspector General Act does not entitle the OIG to all records in the FBI’s 
possession and therefore has refused OIG requests for various types of records.  
The OIG strenuously disagrees with the FBI’s position.  In May 2014, in an 
attempt to resolve this dispute, the Department’s leadership asked the Office of 
Legal Counsel (OLC) to issue an opinion addressing the legal objections raised 
by the FBI.  However, we are still waiting for that opinion even though, in our 
view, this matter is straightforward and could have been resolved by the 
Department’s leadership without requesting an opinion from OLC.  The existing 
process at the Department undermines our independence by requiring us to 
seek permission from the Department’s leadership in order to access certain 
records.   


 
Additionally, in December 2014, a provision was included in the 


Fiscal Year 2015 appropriations law – Section 218 – which prohibits the 
Department from using appropriated funds to deny, prevent, or impede the 
OIG’s timely access to records, documents, and other materials in the 
Department’s possession, unless it is in accordance with an express limitation 
of Section 6(a) of the Inspector General Act.  The provision also included a 
requirement to inform Congress of violations of this section.  In Enclosure VI, 
we describe instances where the Department has unnecessarily delayed our 
access to documents relevant to our reviews, and include four letters sent to 
Congress that describe the FBI’s violations of Section 218. 
 


Since the law was enacted, the OIG has sent four letters to Congress, 
included as a part of this Enclosure, to report that the Federal Bureau of 
Investigation has failed, for reasons unrelated to any express limitation in 
Section 6(a) of the Inspector General Act (IG Act), to provide the Department of 
Justice Office of the Inspector General (OIG) with timely access to certain 
records.  The OIG requested these records in connection with: 
 


• A review of the FBI’s security clearance adjudication process (letter dated 
March 4, 2015); 
 


• A pending review of the FBI's use of information derived from the 
National Security Agency's collection of telephony metadata obtained 
from certain telecommunications service providers under Section 215 of 
the Patriot Act, which is set to expire in June of this year (letter dated 
February 25, 2015); 
 


• An ongoing review of the Drug Enforcement Administration's use of 
administrative subpoenas to obtain and utilize certain bulk data 
collections (letter dated February 19, 2015); and 
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• Two investigations being conducted by the OIG under the Department's 
Whistleblower Protection Regulations for FBI Employees, 28 C.F.R. pt. 27 
(letter dated February 3, 2015). 
 
The DOJ OIG will continue reporting to Congress, as required under 


Section 218, impediments imposed by the FBI, or any DOJ component, to our 
timely access to records in the Department’s possession that we are entitled to 
receive under Section 6(a) of the IG Act.
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: LOCATION CHANGE for a Committee Hearing on Wed., August 5 at 10:00 a.m.
Date: Tuesday, August 4, 2015 6:58:42 PM

Folks,

For those that are attending the subject hearing, I was just notified that as part of Senator
Grassley’s opening statement, he will acknowledge all of the members of the OIG community
in attendance at the hearing tomorrow, and will ask all of those attending to stand up.

Mark

On Aug 4, 2015, at 10:49 AM, Mark Jones < @cigie.gov> wrote:

Good Morning,
We have just been notified of another change to the Hearing room location for the

August 5th hearing. Thus, if you, and or any of your staff, are planning to attend, please
note the new location for the Hearing below.
Thanks
Mark

From:  (Judiciary-Rep) [mailto: @judiciary-rep.senate.gov] 
Sent: Tuesday, August 04, 2015 10:44 AM
To: Mark Jones
Subject: RE: LOCATION CHANGE for a Committee Hearing on Wed., August 5 at 10:00
a.m.

August 4, 2015
NOTICE OF COMMITTEE HEARING LOCATION CHANGE
The Senate Committee on the Judiciary hearing entitled, “‘All’ Means

‘All’: The Justice Department’s Failure to Comply With Its Legal Obligation to
Ensure Inspector General Access to All Records Needed For Independent
Oversight,” scheduled for Wednesday, August 5 at 10:00 a.m., will now be held
in Room 216 of the Hart Senate Office Building.

By order of the Chairman.

(b) (6)

(b) (6)(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV


From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: PFCRA Data Request for Circulation - SUSPENSE Friday, July 20, 2018
Date: Friday, July 6, 2018 7:46:55 AM

Folks,
 
It was pointed out the referenced attachment in the below email was not included in the
transmission.  Thus, attachment referenced below can be located on the CIGIE website at
https://www.ignet.gov/sites/default/files/files/CIGIE%20Legislative%20Priorities%20115th.pdf.
 
Thanks

Mark
 

From: Mark Jones 
Sent: Friday, July 6, 2018 6:06 AM
To: 'cigie' <cigie@list.nih.gov>
Cc: 'cigie-liaisons' <cigie-liaisons@list.nih.gov>; Ranju Shrestha <RShrestha2@peacecorpsoig.gov>
Subject: PFCRA Data Request for Circulation - SUSPENSE Friday, July 20, 2018
 
The following is being shared on behalf of CIGIE’s Legislation Committee Chair Kathy Buller.
 
---------------------------------------------------------
 
Dear Colleagues,
 
As we continue to engage Congress on our Program Fraud Civil Remedies Act (PFCRA) legislative
priority, key Congressional stakeholders have suggested that we have available real-world examples
that demonstrate the need for our proposed reforms. These would be examples that we could share
with the Hill, put in a views letter, or otherwise use as we educate Congress on the need for and
benefits of the proposed reforms. 
 
Accordingly, the Legislation Committee is doing a data request for the following information:

 
Question 1:  

 
Question 2:  

(b) (5)

(b) (5)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://www.ignet.gov/sites/default/files/files/CIGIE%20Legislative%20Priorities%20115th.pdf


 
Question 3:  

 
Question 4:  

 

 

 
For additional information on the proposed PFCRA reforms, please reference the attached PFCRA
sections from our legislative priorities letter and corresponding attachment.
 
Please direct feedback or questions to  , by COB
Friday, July 20th. 
 
Thank you,
 
 

CIGIE Legislation Committee
Peace Corps OIG
Office:  
Email:  
 

(b) (6)

(b) (6)

(b) (6)
(b) (6)

(b) (5)

(b) (5)

(b) (5)

(b) (5)



From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Program Integrity: The Antifraud Playbook Draft for Review - Comments Due August 17, 2018
Date: Tuesday, August 14, 2018 2:55:45 PM
Attachments: Government-Wide Antifraud Playbook_Stakeholder Feedback Template_08.02.2018.xlsx

Program Integrity - Antifraud Playbook_Exposure Draft_2018.08.02.pdf

Folks,
 
I was reminded that the Audit and Investigations Committees, who liaise with OMB on the
fraud reduction and data act working group, received this request and   have been
coordinating and working on a joint response.  With this said each of the IGs should feel free
to comment directly on this if you choose.
 
Thanks

Mark

From: Mark Jones 
Sent: Tuesday, August 14, 2018 2:31 PM
To: CIGIE@LIST.NIH.GOV
Cc: 'cigie-liaisons' <cigie-liaisons@list.nih.gov>
Subject: FW: Program Integrity: The Antifraud Playbook Draft for Review - Comments Due August
17, 2018
 
Good Afternoon,
 
Some of your offices may have received the below message but it appears that it was not
distributed to all of the OIG offices.  Therefore, we are sharing for your information.
 
Thanks

Mark
 

From: 
Sent: Thursday, August 2, 2018 1:31 PM
To: 

(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV

0. Feedback Instructions

		The Antifraud Playbook
Feedback Instructions



		Playbook Background
Fraud, waste and abuse inhibits agencies from fulfilling their mission, from spending dollars efficiently and from safeguarding assets. Furthermore, fraud threatens the integrity, reputation, and public trust of agencies. The Fraud Reduction and Data Analytics Act of 2015 directs federal agencies to use the leading practices described in the Government Accountability Office’s (GAO) Framework for Managing Fraud Risks in Federal Programs (Fraud Risk Management Framework) to strengthen antifraud controls across agency operations. The recently updated Office of Management and Budget (OMB) Circular A-123, Management’s Responsibility for Enterprise Risk Management and Internal Control and principle 8 of GAO’s Standards for Internal Control in the Federal Government (Green Book) also call for implementation of fraud risk management activities.

The Department of Treasury is developing a government-wide Antifraud Playbook to guide agencies in developing initiatives to address fraud, waste and abuse that align with federal statutes and guidance.




















		Purpose
To collect feedback from various agency stakeholders in response to initial drafts of the Government-Wide Anti-Fraud Playbook.

Instructions
   0. Feedback Instructions Tab
      Please read through the background information located on the Feedback Instructions tab prior to responding on the other sections of the workbook. If you'd be so inclined, please feel free to leave your contact information under the
      Respondent Contact Information--this information will be utilized to gauge average feedback across various agencies as well as for any additional clarifying questions which arise as a result of feedback given. However, providing your contact 
      information is completely optional.
   1. Section & Play Feedback Tab
      Located on the Section & Play Feedback tab of this workbook, you will find space to provide feedback on the Content/Information and the Formatting/Graphics (both written and graded) broken out by each individual section/play of the
      Playbook. Please provide the following for each section/play as you see fit. 
         > Satisfaction: Please select from the drop-down listing your satisfaction level with the individual section/play in relation to Content/Information and the Formatting/Graphics. The options are as follows:
               Very Satisfied - you think the section content/format is appropriate and easy to understand (please describe what you think works well)
               Satisfied - you think the section content/format is okay but could be improved (please explain how it could be improved)
               Unsatisfied - you don't think the section communicates the right information, is difficult to understand, or generally misses the mark (please explain)
               No Opinion
         > Feedback: To provide more clarity into satisfaction levels, please provide as much written information (positive, negative, recommendations, etc.) as you see fit to appropriately address the topic(s) of the section/play. Please feel free to
                                be as open and honest in your feedback as possible, as the goal of the Antifraud Playbook is to be extremely user-friendly and content rich for individuals and agencies to gain significant value from the product.
   2. Overarching Feedback Questions
      For final thoughts and overarching general feedback questions, please visit the 2. General Feedback Questions tab and respond under the "Feedback" column to the listed topics.

Respondent Contact Information (Optional)
  Name/Title:
  Agency: 
  Office: 
  Email: 

Due Date
Please return feedback to Tammie Johnson of the Bureau of the Fiscal Service at FIT@fiscal.treasury.gov by Friday, August 17, 2018.

Questions / Concerns
If you should have any questions or concerns throughout the process, please contact Tammie Johnson - Tammie.Johnson@fiscal.treasury.gov







































































































































1. Section & Play Feedback

		The Antifraud Playbook
Section & Play Feedback



		Purpose
To collect feedback from various agency stakeholders in response to initial drafts of the Government-Wide Antifraud Playbook. Please refer to the Feedback Instructions tab for further details and steps on how to appropriately fill in this template.





		Playbook Section		Content/Information				Formatting/Graphics

				Satisfaction		Feedback		Satisfaction		Feedback

		Introduction

		The Plays (Table of Contents)

		Create a Culture - Section Transition Page

		Create a Culture - 1. Naked and afraid: Determine your fraud exposure

		Create a Culture - 2. Know Where You Are and Where You Want to Be

		Create a Culture - 3. Fraud Is Not a Four Letter Word

		Create a Culture - 4. Create the Antifraud Dream Team

		Create a Culture - 5. Leverage What You Have

		Identify and Assess - Section Transition Page

		Identify and Assess - 6. Think Like a Fraudster

		Identify and Assess - 7. Discover What You Don’t Know

		Identify and Assess - 8. Rome Wasn’t Built in a Day

		Prevent and Detect - Section Transition Page

		Prevent and Detect - 9. Train Your People

		Prevent and Detect - 10. Look for Quick Wins When Starting Fraud Analytics

		Prevent and Detect - 11. Stay a Step Ahead

		Insight into Action - Section Transition Page

		Insight into Action - 12. Know Thyself (and Thy Agency)

		Insight into Action - 13. Sharing Is Caring

		Insight into Action - 14. Take What is Theirs and Make it Yours!

		Insight into Action - 15. Establish a Feedback Loop with Your IG

		Insight into Action - 16. Take Action

		Other Comments









































2. General Feedback Questions

		The Antifraud Playbook
General Feedback Questions



		Purpose
To collect additional overarching, general feedback about the Government-Wide Antifraud Playbook not captured within the Section & Play Feedback tab.





		#		Question		Feedback

		1		Were you able to maneuver easily through the playbook?  If not, what suggestions do you have to improve maneuverability?

		2		Was the organization of the plays intuitive?  Do you have any suggestions to improve the organization?

		3		Do you feel any plays are missing that should be included?

		4		Do you believe that, armed with this information, you feel comfortable and prepared to implement a fraud risk management program above it's potential current level within your program and/or agency?

		5		If you have any additional comments/feedback that were not captured elsewhere throughout this document, please feel free to elaborate on that information here.
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It takes years to build your agency’s reputation and public trust in it and 


one incident of fraud to destroy it. The American people expect agencies 


to protect their valuable tax dollars by developing and maintaining 


governance structures, controls, and processes to safeguard resources and 


assets. By making the management of fraud, waste ,and abuse a priority, 


you can balance the achievement of your agency’s mission with enhanced 


program integrity.


This playbook provides a four-phased approach with 16 plays drawn from 


successful practices from the federal government and private sector to help 


you combat fraud, waste, and abuse at your agency.


Program Integrity:
The Antifraud Playbook


See the Plays


Help Improve This Content


How much does your agency lose annually in Fraud? It is probably 
significantly higher than you think. The deceptive nature of fraud makes it 
extremely difficult to quantify because it is invisible until you discover it.


"
"



mailto:FIT%40fiscal.treasury.gov?subject=%22Program%20Integrity%3A%20The%20Antifraud%20Playbook%22%20Feedback
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What is program integrity and why is it important?
The term “program integrity” encompasses the concept that programs 
should be organizationally and structurally sound and capable of achieving 
their mission without compromise. It is the umbrella under which payment 
integrity, and fraud, waste, and abuse fall. 


Introduction


In the government context, program integrity as a foundational concept 
seeks to ensure that agencies develop and maintain governance structures, 
controls and processes to safeguard taxpayer resources. This makes program 
integrity a broad concept with numerous components. In this playbook, we 
focus on a bite-sized piece of program integrity, e.g. fraud, waste, and abuse, 
so you can begin your program integrity efforts in a manageable way. 


With an enhanced anti-fraud program, you will see improved overall program 
integrity and be better prepared to expand your integrity efforts into other 
facets of your agency.


Figure 1: Program Integrity
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INTRODUCTION


Why was this playbook developed?
This playbook provides practical guidance for government agencies to use 
when developing their antifraud program. It draws on the insights of a wide 
range of agency officials with responsibility for designing or managing 
antifraud and integrity-focused programs. The playbook includes practical 
guidance that will facilitate the development of effective antifraud programs 
at your agency.


What constitutes fraud, waste, and abuse?
There are a lot of definitions floating around for what constitutes an incident 
of fraud, waste, or abuse. Agreeing upon a standard set of definitions for 
these terms at your agency is a vital component of a successful antifraud 
effort. Understanding each term provides a foundation from which individuals 
across your agency can level-set their perceptions and begin antifraud 
efforts and conversations on the same wavelength. Below are definitions for 
each term pulled from GAO’s Standards for Internal Control in the Federal 
Government (the Green Book) - 


 º Fraud involves obtaining something of value through willful 
misrepresentation. 


 º Waste is the act of using or expending resources carelessly, 
extravagantly, or to no purpose.


 º Abuse involves behavior that is deficient or improper when 
compared with behavior that a prudent person would consider 
reasonable and necessary operational practice given the facts 
and circumstances. This includes the misuse of authority or 
position for personal gain or for the benefit of another.


The standard definitions provided above should be used as a starting point. 
You can and should tailor the definitions of the above terms to fit the unique 
circumstances and strategic goals of your agency as you see fit. Having clear 
and tailored definitions of these key terms is vital prior to moving forward to 
ensure you can facilitate your antifraud efforts with ease, while maximizing 
the potential for insight and avoiding confusion.


○


○


○



https://www.gao.gov/assets/670/665712.pdf

https://www.gao.gov/assets/670/665712.pdf

https://www.gao.gov/assets/670/665712.pdf
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How is the playbook organized?


The playbook includes 16 plays, which are organized into four phases -


1. Create a Culture - Build a culture that is conducive to both integrity efforts and 


furthering antifraud measures at your agency.


2. Identify and Assess - Identify your fraud risks and develop a path forward for 


executing, repeating, and expanding a fraud risk assessment that is unique and 


customizable for your agency.


3. Prevent and Detect - Develop or strengthen antifraud controls that mitigate your 


highest risk areas and start or advance your fraud analytics program.


4. Insight into Actions - Use available information, either within your agency, or from 


external sources, and turn that insight into actionable tasks.


There are many ways you can use this playbook, and it doesn’t have to be in sequential 


order. For example, if you identify a lead through analytics (Play 10 and Play 11) you do 


not have to wait to take action on that lead until you reach Play 16. Further, you can also 


utilize this playbook differently based on the maturity of your current efforts.


INTRODUCTION


Figure 2: Four-Phased Approach
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How does the playbook align to relevant guidance?


The playbook helps to clarify and operationalize the concepts put forward in other guidance, 


including the Government Accountability Office’s (GAO) Framework for Managing Fraud 


Risks in Federal Programs (The Fraud Framework), GAO’s Green Book, improper-payment 


legislation, and the Office of Management and Budget (OMB) circulars. Additionally, the 


playbook offers suggestions for integrating disparate compliance activities using your 


existing governance structure. 


The Fraud Framework


GAO issued the Fraud Framework in July 2015. The Fraud Framework establishes a 


structure for developing an effective integrity program. The four key components of The 


Fraud Framework are: 


INTRODUCTION


• Commit - Commit to combating fraud by creating an organizational culture and 


structure conducive to fraud risk management.


• Assess - Plan regular fraud risk assessments and assess risks to determine a fraud 


risk profile.


• Design and Implement - Design and implement a strategy with specific control 


activities to mitigate assessed fraud risks and collaborate to help ensure effective 


implementation.


• Evaluate and Adapt - Evaluate outcomes using a risk based approach and adapt 


activities to improve fraud risk management.


If your antifraud efforts and program are just beginning, don’t worry. The playbook is 


organized in such a way that each phase builds on the previous one, leading to a robust 


program integrity and antifraud program at the finish line. 


If your antifraud efforts and program are more mature, this playbook will help you 


continue to advance those initatives. You can pick and choose the plays that are 


relevant to your agency and the priorities or strategic goals you have for the future. 


No matter how you use this playbook, there is valuable information and guidance 


provided to help you, no matter where your efforts currently are, develop or advance 


your program integrity and antifraud programs.



https://www.gao.gov/assets/680/671664.pdf
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INTRODUCTION


Completing the checklist items included in each play will help your agency 


satisfy GAO’s requirements within each component of the Fraud Framework. 


While the playbook is not meant to provide an exhaustive list of fraud risk 


management activities, they will help you start down the path towards 


building a robust antifraud program and are in line with our key piece of 


advice – just do something, start somewhere. 


Figure 3: Fraud Framework and the Antifraud Playbook


Each of these components aligns to a set of plays within this playbook, see 
Figure 3 below.
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The Plays


Create a Culture


Identify and Assess


Insight into Action


Prevent and Detect


Naked and Afraid: Determine Your Fraud Exposure
Know Where You Are and Where You Want to Be
Fraud is Not a Four-Letter Word
Create the Antifraud Dream Team
Leverage What You Have


Think Like a Fraudster
Discover What You Don't Know
Rome Wasn't Built in a Day


Train Your People
Look for Quick Wins When Starting Fraud Analytics
Stay a Step Ahead


Know Thyself (and Thy Agency)
Sharing is Caring
Take What is Theirs and Make it Yours!
Establish a Feedback Loop with Your IG
Take Action


1.
2.
3.
4.
5.


6.
7.
8.


9.
10.
11.


12.
13.
14.
15.
16.
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Why is this important?


The first phase in your antifraud journey is all about culture. A fraud aware 


culture is a key component of every antifraud program, and can even act 


as a preventive measure for combatting fraud at your agency.  The five 


plays included in this phase will help you build a culture that is conducive to 


antifraud efforts and furthering antifraud measures at your agency.


Create a Culture


What plays are included?


1. Naked and Afraid: Determine Your Fraud Exposure


2. Know Where You Are and Where You Want to Be


3. Fraud is Not a Four-Letter Word


4. Create the Antifraud Dream Team


5. Build on What You Have
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CREATE A CULTURE  |  PLAY ONE


Not every agency needs the same level of effort when it comes to an antifraud program. 


Those agencies with a higher “fraud exposure” will need to invest more in developing a 


robust antifraud program than those with low fraud exposure. Your approach to fraud risk 


management should be tailored to your agency’s vulnerability to fraud, both financial 


and non-financial. The first step in determining how comprehensive your antifraud effort 


should be is to understand how vulnerable your agency is to fraud - your “fraud exposure.” 


This is a technical approach to interpreting various vulnerabilities in your organization. 


Work with program managers to understand and quantify the types of fraud risks you 


face and the factors that contribute to those risks.  Additionally, after understanding what 


types of fraud you are susceptible to, quickly assess whether this information helps you 


focus on particular areas of concern. This will help you develop a fraud risk management 


approach that is appropriate for your agency’s unique fraud exposure. Remember, this is 


a way to help you figure out where to start and what to focus on, and to work on some of 


the technical parts of fraud risk management while simultaneously building a culture of 


fraud risk awareness.


Play 1 - Naked and Afraid: Determine 
Your Fraud Exposure


Determining your fraud exposure can help your agency quickly 
prioritize limited resources to focus on assessing programs and 


processes most susceptible to fraud. The scores associated with fraud 
exposure are not the end result, but a means to help you go to the next 
step. They can help an agency determine which program is at highest 


risk of fraud, as well as what factors to address first when devising 
mitigation strategies.


Why is this important?


"


"
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CREATE A CULTURE  |  PLAY ONE (continued)


• Outline the factors that contribute to fraud risk areas, such as the 
“materiality”, or financial significance, of a program; the need to verify self-
reported information; and how well your agency has complied with existing 
regulations, among others. 


• Think about financial and non-financial risks, along with both financial 
and reputational impacts. For example, compromising the security of 
personally identifiable information (PII) can be just as damaging as making 
payments to a fraudster. The payment has a financial impact while the 
compromised PII has a reputational impact. Consider what affects your 
agency's bottom line along with what will land your agency on the cover of 
the Washington Post.


• Quantify the risk factors to determine an overall “fraud exposure” (See 
Tables below for guidance).


• The fraud exposure determination is not meant to be an exhaustive risk 
assessment - it is supposed to help you quickly understand the level of 
fraud your agency and programs may be susceptible to so you can better 
tailor your antifraud strategy.


Play 1 - Naked and Afraid: Determine 
Your Fraud Exposure


Key 
Points


Fraud Exposure Tables


Below are examples (Table 1 and Table 2) that demonstrate some common elements that 


comprise a fraud exposure determination. The tables provide a simple methodology for  


determining risk factors (horizontal axis) within different hypothetical federal programs 


(vertical axis). For this example, each of the risk factors carries a weight of 25% to 


contribute to the total fraud exposure. Keep in mind that these weights do not have to 


be equal and they can and should be tailored from agency to agency or from program 


to program to reflect the priority and relevancy of the risk factors to the program or 


organization. The factors may vary for financial and non-financial programs. The total 


fraud exposure is a combination of the preceding factors within a given program. 
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CREATE A CULTURE  |  PLAY ONE (continued)


Play 1 - Naked and Afraid: Determine 
Your Fraud Exposure


Table Note: The figures and corresponding risk eterminations in this table are for example purposes only. Actual 
figures will vary based on the program and agency. For example, the risk factors are currently weighted equal-
ly at 25%. However, they do not have to be equal and should be tailored to reflect the priority and relevancy of 
risk factors as they relate to the program or organization. The same applies to the risk levels of the individual 
risk factors within a program.


TABLE 
ONE


When looking at improper payments, agencies are given guidance on what constitutes a high 


risk program. In managing fraud risks, this guidance does not exist; it is up to you and your 


colleagues to understand and decide the thresholds for these risk factors according to the 


needs and priorities of your program or agency. In the example below, it was determined 


that an agency that had to verify more than half of the external information coming to it was 


putting itself at a high risk of fraud. Similarly, the example states that a bank transfer of funds 


is less risky than issuing an EBT card or cash, giving the three forms of payment different risk 


levels. 


TABLE 
TWO
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CREATE A CULTURE  |  PLAY ONE (continued)


Play 1 - Naked and Afraid: Determine 
Your Fraud Exposure


• Size of payments as a percentage of all payments 


• Type of payment (cash, transfer, EBT, etc.) 


• Recipient (institution, individual, etc.)


• Amount of information to be verified


• Program history


• Turnover of key staff


Grant, Loan, and Reimbursement Programs:


These tables can help identify areas of concern, but what do you do when 


your programs come out to have the same fraud exposure and you can only 


focus on one? In that event, it may be prudent to identify which program 


has the larger budget impact or larger impact on operations and identify 


solutions for that program.


In order to help you build your own table to determine your fraud exposure, 


the following are some examples of program types and the risk factors that 


are a part of those program types. Remember, this is not an exhaustive or 


comprehensive list, but a few examples to help you get started and help you 


brainstorm other risk factors relevant to your agency or program.  Additionally, 


factors for one type of program can apply to multiple program types even if 


they aren’t listed as such here.
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CREATE A CULTURE  |  PLAY ONE (continued)


Play 1 - Naked and Afraid: Determine 
Your Fraud Exposure


• Vendor history


• CO/COR training


• Compliance with existing regulations


• Size of contracting department as a percentage of personnel in the 
agency


• Value of contract as a percentage of overall agency expenditures


• Oversight


• Decentralization of contracting processes and management


• Amount of external information to be verified


• Impact on national security or other non-financial area


• History of applicant or party of concern


• Turnover of key staff


• Clearly documented processes and procedures for adjudication


• Source of information


• Type of information (official records versus personal letters)


• Impact of program on other agency operations or programs


Contracting:


Non-financial programs:
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CREATE A CULTURE  |  PLAY TWO


Grading yourself on the maturity of your overall antifraud integrity initiatives 


can help identify where things are - the current state - and where you want 


to be - the goal state. There are several stages to transforming fraud, waste, 


and abuse operations at your agency, and your goal state is dependent on 


your agency’s fraud exposure (See Play 1). These ‘stages’ align to the Fraud 


Framework (see Figure 3 in the Introduction).  


Play 2 - Know Where You Are and 
Where You Want to Be


Have A Long Term Vision For Your Fraud Reduction And Integrity Program 
– Resources will be scarce and there will be some bumps in the road, but it 


really helps to have a clear vision of what you are building towards. 
– CMS


Why is this important?


• No two agencies will have the same path towards their goal 
state, and you should tailor this model to suit the unique 
circumstances and strategic goals of your antifraud efforts.


• You can establish your own levels of maturity based on where 
you want to be, but generally each level builds on the previous 
one. 


• The goal state for your agency is dependent on your fraud 
exposure (See Play 1). For example, agencies with a low fraud 
exposure need not aim for ‘Leadership’ level maturity, but can 
instead aim for ‘Operational’ as their goal state. (See Illustration 
below).


Key 
Points


"
"
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CREATE A CULTURE  |  PLAY TWO (continued)


Illustration
What if you have read the Fraud Framework and you are still unsure what level of maturity 
your efforts are at or where you should be headed? Below is an example of what the 
different levels of maturity might look like related to your antifraud initiatives and the 
implementation of the Fraud Framework. 


Using the below example, you can effectively conduct a self-assessment and identify 
where things are - the current state - and where you want to be - the goal state. It is 
important to note that the above is intended as a guide, and your agency should tailor this 
model to suit the unique circumstances and strategic goals of your antifraud program.


Play 2 - Know Where You Are and 
Where You Want to Be


AD HOC
INITIAL


OPERATIONAL
LEADERSHIP


CREATE A 
CULTURE


- The agency has not yet built an 
antifraud tone or culture, perhaps only 
having disparate activities in place.


- The agency may or may not have 
payment integrity roles in place, with no 
other infrastructure to support program 
integrity efforts.


- Program integrity efforts are compliance 
focused vs. taking proactive actions to 
prevent fraudulent or improper 
payments. 


- A disparate group across the agency 
shares an antifraud tone and views FWA 
reduction as beneficial to mission.


- The agency has clearly understood 
payment integrity roles in place, and is 
beginning to develop an infrastructure to 
support program integrity efforts.


- A select group of leaders across the 
agency are making efforts to move away 
from a compliance focused mindset, but 
it has not spread across the agency.


- Fraud risk definitions often vary across 
the agency.


- Most of the agency shares an antifraud 
tone as demonstrated through recurring 
program-specific communications and 
views FWA reduction as beneficial to 
mission.


- FWA- or program integrity-focused roles 
and/or group(s) exist(s) but relationship 
with the business lines is not clearly 
defined or understood.


- Most of the agency has moved away 
from a compliance focused mindset and 
has begun implementing proactive 
antifraud solutions in select business 
units.


- The entire agency shares an antifraud 
tone and recognizes FWA reduction and 
increasing overall program integrity as 
mission-enabling. 


- FWA-focused group(s) exist(s), and roles 
and relationships with the business are 
well-understood and effective.


- Program integrity efforts across the 
agency are focused on improving overall 
program integrity vs. compliance 
focused. 


Phase Goal state for agencies with 
low fraud exposure


Goal state for agencies with 
high fraud exposure


IDENTIFY 
AND 
ASSESS


- Fraud risk assessment processes are 
undocumented and in a state of dynamic 
change, tending to be driven in an ad 
hoc, uncontrolled, and reactive manner 
by users or events.


- Fraud risk management processes are 
disorganized, even chaotic.


- Success is likely to depend on individual 
efforts, and is not considered to be 
repeatable because processes would not 
be sufficiently defined and documented 
to allow them to be replicated.


- Fraud risk assessment processes are 
repeatable, possibly with consistent 
results, and require supporting 
documentation to validate responses.


- The agency is aware of the need for a 
more formal fraud risk management 
approach.


- Fraud risk is assessed and/or managed 
in silos, and enterprise-wide risks are not 
routinely considered.


- Information on fraud risks is aggregated, 
analyzed and is easily available to 
management. A process for notifying 
management in changes to fraud risk 
profile is established and operating.


- Fraud risk management activities across 
the agency are aligned with controls 
and performance indicators.


- Full integration of the fraud risk 
principles into management processes 
has been achieved.


- Fraud risk tolerance has been 
established and fraud risk assessments 
are designed to inform management 
when thresholds have been exceeded.


- The agency's focus is on continually 
improving fraud risk management 
through both incremental and innovative 
changes/ improvements.


- Management discusses fraud risk with a 
goal of strategic, operational 
improvements.


PREVENT 
AND 
DETECT


- Data analytics are not leveraged to 
enhance program integrity efforts. 
Perhaps individual employees perform 
analytics because of personal interest 
but efforts are not coordinated or 
well-developed.


- The agency does not have antifraud 
training in place.


- An advanced analytics (AA) group(s) 
exist, but are siloed and coordination is 
inconsistent.


- The agency has begun the development 
of antifraud training, but there has not 
been an agency-wide roll-out and is 
targeted only to internal audit or 
program integrity staff.


- AA formed into well-defined groups and 
coordinated, but some programs or 
functional areas do not participate.


- The agency has rolled-out formal 
antifraud training, but only for specific 
programs or functional areas.


- A defined AA CoE of significant size that 
is leveraged or applied to all areas of the 
agency is in place.


- Agency-wide formal antifraud training 
has been rolled-out to all areas.


INSIGHT 
INTO 
ACTION


- There is no forum for sharing intelligence 
with other agencies.


- Internal data is siloed and difficult to 
access even within the siloed area.


- All FWA action is referral based vs. 
analytics based and is only investigated 
by the IG.


- ‘Low tech’ (e.g. share-point) collaborative 
relationships are established with a small 
number of agencies to share detection 
techniques and criminal MOs.


- Internal data is consolidated and used in 
some areas for analytics but some siloes 
or “data hoarding” remains.


- Detected FWA is handled by designated 
leader(s) from the business, but lead 
working or follow up is inconsistent.


- Web based, searchable and high volume 
cross-agency collaborative relationships 
to share detection techniques and 
criminal MOs, supplemented by a 
regular in-person forum.


- Internal data is consolidated and easy 
to access for analytics within the 
agency.


- Detected FWA is handled by designated 
business POCs, and a process exists to 
prioritize, assign, and work the leads.


- Extensive informal communication with 
collaborator agencies and regular 
in-person forums with other agency and 
IG officials.


- There are established processes, 
procedures, and protocols for internal 
data sharing and retrieval across all 
aspects of the agency, i.e. programs or 
functional areas can ‘talk’ to one another 
and share intel gathered.


- Detected FWA is handled in a repeatable 
and systematic manner by the agency 
and the agency has an effective cadence 
of lead assignment, work, and reporting.
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CREATE A CULTURE  |  PLAY TWO (continued)


Play 2 - Know Where You Are and 
Where You Want to Be


 □ Review each phase and the bullets underneath.


 □ Evaluate where your agency’s current antifraud efforts lie.


 □ Tailor the phases and bullets to fit the unique circumstances 
and strategic goals of your agency.


 □ Identify your agencies ‘goal state’ based on your current 
level of maturity (See Illustration above) and fraud exposure 
(See Play 1).


 □ Pinpoint the gaps between your current level of maturity and 
your goal state.


 □ Recognize and consider the environmental factors that could 
impact the achievement of your goal state, such as political, 
legislative, resources, etc.


CHECKLIST


I like the dreams of the future better than the history 
of the past.


- Thomas Jefferson


" "


 □ Develop a "road map" for how you will get to your goal state.


16
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CREATE A CULTURE  |  PLAY THREE


Promoting fraud awareness throughout 


the agency from the top down is vital to 


a strong antifraud culture. Many program 


managers don’t acknowledge that fraud 


could occur within their programs because 


of the perception that it equates to poor 


processes and controls. This needs to 


change. Discussing fraud within program 


teams and across programs is a crucial 


step towards building a fraud aware 


culture. 


Play 3 - Fraud is Not a Four-letter Word
Why is this important?


• Identifying fraud is not a bad thing. Let’s repeat. Identifying fraud is not a 
bad thing, and in fact it is vital to improving integrity within your agency.


• Fraud awareness should be embedded and communicated throughout the 
agency, from leadership down to employees at all levels.


• Fraud awareness can be developed through periodic assessment, training, 
codes of conduct, and frequent communication (e.g. town hall meetings, 
fraud newsletters, articles in existing newsletters, and internal social media 
campaigns).


• Discussing how fraud may occur takes away the stigma and helps agency 
personnel discuss fraud risks openly and thoughtfully.


• Communication methods should be tailored to best fit the needs of the 
agency.


Key 
Points


 Being serious about fraud 
reduction means that all 


areas of the business needs 
to think about fraud. If fraud 


operations do not have a 
seat at the table, new policy 
and provisions can be rolled 
out without realizing that the 
roll out has created a huge 


vulnerability.
- CMS "


"
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CREATE A CULTURE  |  PLAY THREE (continued)


 □ Develop materials - red flags checklists, brochures, posters, etc., to 
support fraud awareness that describes potential fraud and fraud 
risks.


 □ Weave frequent fraud discussions into your day-to-day activities, 
such as including fraud topics during regularly scheduled conference 
calls with key stakeholders.


 □ Host a fraud awareness event or activity that occurs periodically and 
involves all levels of the agency. For example - 


CHECKLIST


Play 3 - Fraud is Not a Four-letter Word


Resource Call-out
Each year, fraud fighters around the world use International Fraud 
Awareness Week (#fraudweek) as an opportunity to come together to raise 
fraud awareness in their communities. Fraud Week (usually takes place in 
November) is the perfect time to go a step further and start discussions among 
peers, coworkers, executives and stakeholder in your community about how 
important fraud prevention is to your organization.


• The ACFE hosts #fraudweek every November as a spearhead for 
building fraud awareness.


• Hold periodic fraud-focused events, such as a fraud knowledge 
contest, to challenge your coworkers to a game of who knows 
the most about infamous fraud cases by using a quiz.


18



http://www.fraudweek.com/what-you-can-do.aspx
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Play 4 - Create the Antifraud Dream 
Team


CREATE A CULTURE  |  PLAY FOUR


Why is this important?
The antifraud team plays a crucial role in executing your fraud risk management activities 


because of their fraud expertise and ability to work across agency silos. The team’s primary 


responsibilities are assessing fraud risks, coordinating risk management processes and 


mitigation activities, communicating to raise fraud awareness, and training agency staff 


on antifraud policies and procedures. 


• You can’t be successful without dedicated people whose focus is fraud, 
waste, and abuse. 


• Your antifraud team should:


Key 
Points


 º Identify an executive sponsor that is no more than two levels below the 
agency’s top executive.


 º Include individuals with a mix of operations and fraud expertise based 
on the types of fraud you’re most susceptible to (e.g. Certified Fraud 
Examiners (CFE), financial analysts, grants experts, health clinicians, 
data scientists).


 º Design, coordinate, and oversee fraud risk management activities 
across the agency.


 º Function as a single point of accountability across the agency, 
whose responsibility is addressing fraud and the myriad antifraud and 
compliance activities.


 º Provide antifraud training to agency staff (See Play 9) and assist with 
other fraud-awareness activities (See Play 3).


 º Support operations staff to help solve specific business process, 
technical problems related to FWA activities.


 º Act as the primary champions for balancing the competing 
imperatives: mission delivery and fighting fraud.
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CREATE A CULTURE  |  PLAY FOUR (continued)


 □ Establish the antifraud team, using guidance outlined in Key 
Points above, which is comprised of the right individuals to 
execute the agency’s antifraud strategy.


CHECKLIST


Play 4 - Create the Antifraud Dream 
Team


 □ Assess fraud risks across the organization (See Play 7 and 
Play 8) by overseeing the fraud risk assessment process. 


 □ Develop clearly defined antifraud team roles and 
responsibilities.


 □ Coordinate across business units to streamline risk 
management activities (e.g. internal controls, IPERIA, ERM) 
and develop fraud risk responses and mitigation activities. 


 □ Train - develop antifraud training and fraud-awareness 
campaigns by following the guidance provided in Play 3 and 
Play 9.


Antifraud team should ACCT
(Access, Coordinate, Communicate and Train)!"


"


 □ Communicate to raise fraud awareness across your agency 
and establish relationships with program offices.


20


• Coordinate investigative roles and responsibilities with 
the agency IG office.







1 2 3 4 5 6* 7 8 9 10 11 12 13 14 15 16


D
R


A F T


21


Play 5 - Leverage What You Have


CREATE A CULTURE  |  PLAY FIVE


Why is this important?
Whether your agency has robust enterprise risk 


management, financial reporting, understanding 


of improper payments and relevant improper 


payment statutes, internal controls, or non-


financial efforts, building on existing efforts will 


help you incorporate all that your agency is doing 


and move you forward in a unified and efficient 


manner. This will not only be more effective, but 


will likely enhance buy-in from those already 


working in these areas.


• Draw on the lessons learned from other reporting and 
risk management efforts such as your ERM program, 
improper payment process, or internal controls program.


• Leverage templates, processes, and tools from other 
efforts and expand on those. Build on existing fraud-
related efforts if they exist. Don’t start from scratch - 
modify and leverage what is already being done.


• Consider financial and non-financial efforts in order to 
incorporate all practices in your organization.


• Seek out feedback from program managers who have in 
depth knowledge of other efforts in your agency.


Key 
Points


It is much 
easier to 


put existing 
resources to 


better use than 
to develop 
resources 


where they do 
not exist.


- George Soros"


"
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CREATE A CULTURE  |  PLAY FIVE (continued)


 □ Solicit input from program managers and leadership on what 
kind of fraud efforts would be most useful to them.


CHECKLIST


Play 5 - Leverage What You Have


 □ Create a communication strategy that conveys these 
consolidation efforts throughout your agency.


 □ Identify other efforts that would be best to leverage or expand 
and consolidate by coordinating with the leaders of those 
efforts.


Illustration
If you have already implemented an ERM program, you can use the 
templates, data collection processes, and scoring methodologies 
as part of your fraud risk management efforts. Utilizing similar 
templates for ERM and fraud risk management efforts will help you 
present new information in a familiar format. Further, consolidating 
your data collection processes can help you obtain information in 
an efficient manner that minimizes the burden in your program or 
agency.


22
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Why is this important?


The second phase in your antifraud journey is all about the fraud risk 


assessment and the steps you need to successfully complete one at your 


agency. A fraud risk assessment is an invaluable tool you can leverage to 


identify and assess your agency’s vulnerabilities to fraud.  The three plays 


included within this phase will help you identify your fraud risks and develop 


a path forward for executing and repeating a fraud risk assessment that is 


tailored to your agency, and expanding the assessment as efforts grow.


Identify and Assess


What plays are included?


6. Think Like a Fraudster


7. Discover What You Don't Know


8. Rome Wasn't Built in a Day
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Play 6 - Think Like a Fraudster


IDENTIFY AND ASSESS  |  PLAY SIX


Understanding the types of fraud that your agency is vulnerable to 
is imperative to developing the right antifraud activities. “Thinking 
like a fraudster,” and coming up with the fraud schemes that could 
be used to commit fraud at your agency is a vital exercise. 


• Fraud can be committed either internally by employees, 
managers, officers, or stakeholders of a company, or externally 
by customers, vendors, and other parties. 


• Not all fraud is financial. Some fraud can affect an agency’s 
reputation or national security even if it doesn’t lead to major 
financial loss. 


• Developing fraud schemes that your agency may be vulnerable 
to, based on the nature of the program or process being 
assessed, is the best way to identify your risks.


• The type of fraud you are susceptible to depends on a number 
of factors. For example, there are different potential fraud 
risks depending on who makes up your program recipient or 
beneficiary population, such as Social Security and Welfare 
fraud, Medicare/Medicaid fraud, grant fraud, etc.  


• When identifying fraud schemes, consider both the actor (i.e. 
the perpetrator) and the channel (i.e., the method or medium the 
actor utilizes to carry out the fraud scheme). See the Illustration 
below for examples of possible fraud schemes, actors and 
channels.


Key 
Points


Why is this important?


●



http://www.acfe.com/fraud-101.aspx

http://www.acfe.com/fraud-tree.aspx
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IDENTIFY AND ASSESS  |  PLAY SIX (continued)


 □ Identify the types of occupational or internal fraud your agency 
is susceptible to, one actor or channel at a time. Actors to consider 
include, but are not limited to:


CHECKLIST


 □ Identify the types of external fraud your agency is susceptible to one 
actor or channel at a time. For example, you can start this process by 
identifying the different actors external to your organization that may 
commit fraud such as:


 □ Develop (through research, prior IG findings, brainstorming, etc.) a 
comprehensive 'Fraud Risk Map', illustrated below, to understand the 
potential entry points for fraud within your agency.


• Grantees
• Medical Providers
• Individuals
• Contractors


Play 6 - Think Like a Fraudster


If you know the enemy and know yourself, you need not fear 
the result of a hundred battles. If you know yourself but not 


the enemy, for every victory gained you will also suffer a 
defeat. If you know neither the enemy nor yourself, you will 


succumb in every battle.


Sun Tzu, The Art of War "
"


• Payroll Staff
• Contracting Officers (COs)/Contracting Officer Representatives (CORs)
• Management
• Purchase Card Holders


25
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IDENTIFY AND ASSESS  |  PLAY SIX  (continued)


Play 6 - Think Like a Fraudster


Channel: 
Time 


Sheets


Scheme Actors


Executive 
Branch 
Payroll


Fraud Risk Map Example
Fraud creates “leaks” of funding, reducing available funds for legitimate activities


Channel: 
Payroll 
Records


Scheme Actors


Non-financial
Fraud encompasses the loss of anything of value, 
even non-financial value - such as PII - which can 


create other risks, such as reputational, compliance, 
or operational failures and challenges.


Channel: 
Payroll 
System


Scheme Actors


The payroll staff creates a 
fake employee in the payroll 


records and falsifies the 
payment record so that the 
direct deposit information is 
replaced with bank account 
information of his/her own.


Employees pad time 
sheets, usually in small 
enough increments to 
escape the notice of 


supervisors.


The payroll staff 
prolongs the pay of 


an employee who has 
just left the company, 


and alters the 
payment record so 


that the direct deposit 
information is 


replaced with bank 
account information 


of his/her own.


$13.8 BILLION*


*According to the ACFE 2018 Report to the Nations, organizations lose 5% of revenue 
annually to fraud. Reported 2017 wages and benefits for executive branch civilian workers 
cost $276 billion (Budget of the U.S. Government, Fiscal Year 2018, Analytical Perspectives, 
Washington: Government Printing Office, 2017, Excludes the U.S. Postal Service). This 
translates to approximately $13.8 billion in loss as a result of fraud using the ACFE’s estimate.


Payroll Staff Employee


The identification of fraud schemes will involve putting on your ‘fraudster’ cap 
and walking through possible fraud types (internal and external), channels, 
and actors to identify entry points for fraud, waste, or abuse within your 
agency as a whole, individual programs, and business processes. Below 
we have illustrated an example of a ‘Fraud Risk Map’ specifically for the 
payroll function within an agency. This illustration focuses on occupational 
or internal fraud and we identified three common payroll fraud schemes that 
a government agency may consider when discussing potential payroll fraud 
committed by individuals within or internal to the agency. 


Illustration


Note: The above graphic is included to help you visualize the process for identifying possible fraud schemes, 
actors, and channels. For a tangible template for how you might record this information, see the illustration in 
Play 7.
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Play 7 - Discover What You Don't Know


IDENTIFY AND ASSESS  |  PLAY SEVEN


Fraud risk assessment helps you understand exactly where your controls may be vulnerable 


to fraud, and allows for a holistic look at the fraud risks across the agency. Conducting a 


fraud risk assessment will shine a light on all the dark corners of your agency’s processes 


and uncover a wealth of previously unknown vulnerabilities. 


Why is this important?


1


2


3


4


5


Identify 
inherent 
fraud 
risks


Assess 
likelihood 
and impact 
of inherent 
risks


Determine 
fraud risk 
tolerance


Determine 
and prioritize 
residual 
fraud risks


Document 
program’s 
fraud risk 
profile


GAO Guidance


Leverage your Fraud Risk Map (See Play 6) to understand the potential entry points for fraud 
Identify your preferred risk assessment technique (See Key Points) and –


º  Gather information on the controls and processes in place
º  Determine if and how the controls and processes in place could be exploited or 


circumvented 
º  Determine the likelihood and impact of given schemes being successful


For example, you could conduct focus groups with stakeholders that know the controls and 
processes related to the fraud schemes you plan to assess and discuss the controls and 
processes in place related to the fraud schemes identified, the strength of those controls, and 
the potential likelihood and impact of the schemes. 


Document the results of your risk assessment. For example, you can document final likelihood 
and impact scores for given fraud schemes in addition to any identified controls gaps in your 
Fraud Risk Map (See Illustration).
Translate the fraud schemes into specific risks. For example, if the fraud scheme you were 
discussing related to a contractor overbilling for services, the specific risks you might identify 
include –


º  Contractors bill for goods or services that were not provided, which results in financial 
loss to the agency. 


º  Contractors overbill for goods or services that were provided, which results in financial 
loss to the agency.


These specific risks should align to the fraud schemes assessed, but call out the specific risk 
associated with the scheme. In the examples above, the risk we identified was financial loss, 
but it can be anything you may discuss or identify in your assessment as a potential risk of 
the particular fraud scheme.


Prioritize risks based on the results of the assessment. For example, you can prioritize risks can 
be based on likelihood and impact scores or strategic priorities. 
Note: We recommend focusing on residual risks at this stage because those are the risks you 
will be focused on mitigating, see Key Points.


Establish thresholds above which the component (See Play 8) you are assessing feels it is 
necessary, from a cost or reputational standpoint, to avoid and what you are willing to accept 
or share in terms of fraud risk.


Note: You will never get to “zero” fraud, so you may decide not to dedicate resources to risks 
that are deemed unlikely or low-impact.


Document prioritized risks including key pieces of information such as the likelihood and 
impact score, the existing controls, any identified gaps, and response – or mitigation 
activities – you will put in place to address the risk.


Document your fraud risk profile based on your risk tolerance, prioritized risks and overall 
results of the assessment process.


Playbook Checklist


 □ Assess risks by following the "Playbook Checklist" items that agencies can take 
within each of the five phases GAO has outlined in the GAO Fraud Framework for 
an effective fraud risk assessment, as show below.


CHECKLIST



https://www.gao.gov/assets/680/671664.pdf
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IDENTIFY AND ASSESS  |   PLAY SEVEN  (continued)


Play 7 - Discover What You Don't Know
Key 
Points


• Fraud risk assessment is more art than science, there’s no “right way” to 
assess your fraud risks. Develop an approach and use techniques that work 
for your agency’s culture and fraud exposure (See Play 1).


• 'Inherent risk’ and ‘residual risk’ are terms used frequently throughout the 
risk management literature. In practice it is not necessary to establish two 
separate risk scores for these items, residual risk is the risk you will be 
focused on mitigating.


• Risk assessment techniques vary, and you can use the technique that best 
suits your agency. Keep in mind that not all risk assessment techniques are 
made equal. Techniques include but are not limited to -


 º Focus Groups/Workshops are the “gold standard” for 
assessing fraud risks. They involve convening knowledgeable 
stakeholders in workshops or focus groups. Ideally, these are 
cross-functional workshops, as they facilitate consideration 
of risk interactions and break down silos. Workshops can 
be extremely useful in getting people to have meaningful 
discussion about how process and risks interrelate.


 º Fraud Scenario Analysis entails identifying fraud risk 
scenarios, detailing the key assumptions that determine 
the severity of impact and estimating the impact on a 
key objective. These scenarios can be discussed in cross-
functional fraud risk workshops.


 º Surveys can be useful to gauge things like the antifraud 
environment, as they solicit the perspectives of staff across 
the agency. Surveys should not substitute for workshops and 
other techniques as drawbacks include:


 − low response rates
 − difficult to identify information gaps if anonymous
 − low quality of responses due to time constraints or 


misunderstanding  due to lack of context
 − no cross-function discussions


Consult resources, 
including the 
Association of 
Government 


Accountants (AGA) 
Fraud Prevention 


Toolkit, which 
contains a Risk 
Modeling and 


Assessment page 
and the GAO Fraud 


Framework for 
additional guidance 


or materials to further 
your understanding 


of the Fraud Risk 
Assessment process 
and how it can be 


tailored to your 
agency.



https://www.agacgfm.org/fraud-prevention-toolkit/home.aspx

https://www.agacgfm.org/fraud-prevention-toolkit/home.aspx

https://www.agacgfm.org/fraud-prevention-toolkit/home.aspx

https://www.agacgfm.org/fraud-prevention-toolkit/home.aspx

https://www.agacgfm.org/Intergov/Fraud-Prevention/Resources-Best-Practices/Risk-Modeling-Assessment.aspx

https://www.agacgfm.org/Intergov/Fraud-Prevention/Resources-Best-Practices/Risk-Modeling-Assessment.aspx

https://www.agacgfm.org/Intergov/Fraud-Prevention/Resources-Best-Practices/Risk-Modeling-Assessment.aspx

https://www.gao.gov/assets/680/671664.pdf

https://www.gao.gov/assets/680/671664.pdf
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IDENTIFY AND ASSESS  |  PLAY SEVEN  (continued)


Play 7 - Discover What You Don't Know


Risk Assessment techniques may vary, but in order to be effective you must have 


a comprehensive view of the fraud risks your agencies face. Leveraging the Fraud 


Risk Map you have developed (See Play 6), you can now build out additional 


information to help facilitate the risk assessment process. In the below illustration, 


we built out items for identified fraud schemes such as fraud type, channel, 


actor, and fraud entry point questions. However, this can include a number of 


additional items such as likelihood, impact, specific risks related to the fraud 


scheme, internal controls gaps identified, response strategy, etc. based on the 


information you gather as part of the assessment process and how you plan to 


move forward with the collected information.


Illustration
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Play 8 - Rome Wasn't Built in a Day


IDENTIFY AND ASSESS  |  PLAY EIGHT


Sure, you can read about how to conduct a fraud risk assessment all day. But where 


do you start? Starting small and taking an incremental approach to your fraud risk 


assessment will allow you to learn and iterate and it will help you achieve initial successes 


and gain momentum. 


Key 
Points


Why is this important?


• Consider potential approaches for selecting a starting point for 
implementing your fraud risk assessment based on your preferred unit of 
analysis and the strategic goals, priorities, and the fraud exposure (See Play 
1) of your agency. Potential approaches include -


 º Leverage the unit of analysis your agency uses for other 
assessments, such as internal control testing. These assessable units 
are already established and have a wealth of information that can be 
used to better inform the fraud risk assessment process.


 º Assess by program by developing a prioritized list of programs based 
on the inherent fraud risks the programs face (Note: the fraud exposure 
analysis discussed in Play 1 can be leveraged to develop this list). 
The prioritized list can be translated into a plan for your fraud risk 
assessment, starting with one or a small handful of programs. 


 º Start with common, data-rich functions, such as purchase card 
or travel card programs or payroll systems. Starting with a discreet 
financial management functions has the benefit of being more 
targeted as the universe of potential fraud risks is more limited.


• The unit of analysis for your fraud risk assessment is up to you. Generally, 
we recommend starting at the component level and then rolling-up results 
to get an agency level view.


• No matter the approach or starting point, once you have completed the 
first couple of assessments, you will have tangible end-products such as 
a developed process and methodology, tools and templates for carrying 
out a fraud risk assessment and developing the response strategy, which 
can be enhanced and replicated as you expand the assessment.
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 □ Identify your preferred unit of analysis and 
approach (See Key Points above).


 □ Identify your starting point within your preferred 
approach, i.e. the specific program(s) or 
function(s) you plan to assess first.


 □ Conduct a risk assessment for your selected 
starting point (see Play 7).


 □ Review the results of the risk assessment.


 □ Develop response strategies based on the results.


 □ Evaluate the effectiveness of your risk 
assessment and make changes to the process 
based on lessons learned, successes, pitfalls, etc.


 □ Repeat and update this process iteratively as 
you learn and as your efforts mature. Expand 
the risk assessment to other areas based on your 
preferred approach.


 □ Expand the risk assessment to other areas based 
on your preferred approach.


 □ Roll-up results from each area in which you 
conduct a risk assessment to develop an agency 
level view of your fraud risk and identify trends.


IDENTIFY AND ASSESS  |  PLAY EIGHT  (continued)


Play 8 - Rome Wasn't Built in a Day


Success is 
the sum of 


small efforts, 
repeated 


day-in and 
day-out.


Robert 
Collier


"


"


CHECKLIST
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IDENTIFY AND ASSESS  |  PLAY EIGHT  (continued)


Play 8 - Rome Wasn't Built in a Day


The execution of a fraud risk assessment can take on many forms and should 
be uniquely developed to fit the individual needs and circumstances of your 
agency. The below illustration is an example of how the steps described above 
(See Checklist) intertwine and iterate as you continually conduct, repeat, 
and expand the Fraud Risk Assessment process.  


Illustration


• Developed process, tools and templates for carrying out risk 
assessments at the agency.


• Developed response strategy for risks identified through the 
risk assessment


Success Criteria


EvaluateReview & 
Develop


ConductIdentify


Repeat & Expand


Roll Up


32
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Why is this important?


The third phase in your antifraud journey is all about fraud-centric controls. 


Targeted training coupled with analytics can help you prevent and detect 


fraud across your agency, and can be expanded upon as your efforts 


mature. The three plays included within this phase will help you start and 


advance your analytics program and further strengthen antifraud controls 


through targeted training efforts.


Prevent and Detect


What plays are included?


9. Train Your People


10. Look for Quick Wins When Starting Fraud Analytics


11. Stay a Step Ahead
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Play 9 - Train Your People


PREVENT AND DETECT  |  PLAY NINE


Why is this important?
Targeted antifraud training is an incredibly helpful tool for identifying 
blind spots in policies and procedures and enhancing fraud awareness. 
Antifraud training is a tool you can leverage to communicate solutions 
to help prevent fraud, resolve fraud cases more quickly, and more 
effectively deliver your agency’s mission.


• Well-trained employees can better identify suspicious 
activity and feel empowered to take action against 
suspicious behavior.


• Consider who should attend trainings, the frequency and 
length, cultural sensitivities, guidance on how to solve 
ethical dilemmas, and delivery methods that best fit the 
needs of your organization.


• When designing a training program, consider the 
employees’ ability to learn the material and use it in their 
day-to-day work. 


• Training should offer agency-specific (e.g. OIG hotlines) 
and government-wide resources (e.g. Department of 
Justice Fraud Section) for reporting fraud, waste, and 
abuse.


Key 
Points


The Association of Certified Fraud Examiners reports that 
fraud training for employees resulted in a 43 percent 


reduction in median losses from fraud schemes. 
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PREVENT AND DETECT  |  PLAY NINE (continued)


 □ Define training needs by identifying weak areas through interviews, 
fraud risk assessment, audit reports and/or findings, common risks in 
the agency, etc. 


 □ Select the target audience based on the defined training needs.


 □ Develop learning objectives that are specific and measurable, such 
as, “Procurement officials will be able to walk through potential 
scenarios using a four-step approach to identify red flags of 
procurement fraud”.


 □ Select the training method that works best for the target audience, 
such as instructor-led, online courses, webinars, job aids, etc.


 □ Draft content that educates staff about what constitutes fraud, how 
fraud harms everyone in the agency, and how to identify and report 
questionable activity.


 □ Evaluate the effectiveness and impact of the training using an 
established methodology.


CHECKLIST


Play 9 - Train Your People


Resource Call-out
One of the best defenses against fraud is a workforce that is trained in 
prevention and detection. The Fraud Awareness Week Training Guide 
provides useful information and important considerations for developing an 
antifraud training program for your employees.


35



http://www.fraudweek.com/uploadedFiles/Fraudweek/2016/content/fraud-training-program.pdf
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Play 10 - Look for Quick Wins When 
Starting Fraud Analytics


PREVENT AND DETECT  |  PLAY TEN


The Association of Certified Fraud Examiners (ACFE) 2018 Report to the 


Nations found that organizations using data analytics techniques to fight 


fraud reduced the cost of fraud schemes by 52 percent and reduce the 


duration by 58 percent. The benefits are clear, and you don’t need to 


spend a lot of money to see results - starting small and capitalizing on your 


investment is a great starting point.  


Why is this important?


• Data analytics, as it applies to fraud, refers to the use of 
analytics software to identify trends, patterns, anomalies, and 
exceptions within data to identify indicators of fraud.


• Fraud impacts every agency in various ways and while the 
factors that contribute to fraud differ from agency to agency, 
the process by which schemes can be identified follows similar 
steps.  Sharing tools, techniques, and best practices can be very 
effective.


• You don’t have to do it alone. If you don’t have analytics 
capabilities in-house you can leverage outside resources. For 
example, you can leverage government-wide resources such as 
the Do Not Pay Business Center or you can utilize contractors to 
walk you through the process step-by-step. 


• Relevant data can come from numerous sources and take on 
many forms, including accounting and financial data, vendor 
data, or even internal communications and documents. 


Key 
Points



https://s3-us-west-2.amazonaws.com/acfepublic/2018-report-to-the-nations.pdf

https://s3-us-west-2.amazonaws.com/acfepublic/2018-report-to-the-nations.pdf
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• It is simpler to identify the data you need once you have a 
starting point in mind. For example, if you plan to leverage high 
risk areas identified through your fraud risk assessment as your 
starting point, you will then have a clear idea of the type of 
data you have available and the type of data you will need to 
implement analytics specific to that high risk area.


• Combine data across programs and from separate databases 
within the agency and outside the agency to facilitate and inform 
reporting and analytics when possible (See Plays 12, 13, 14, and 
15). 


• Understand that the process is iterative, and should adapt as 
your data analytics efforts mature.


Play 10 - Look for Quick Wins When 
Starting Fraud Analytics


PREVENT AND DETECT  |  PLAY TEN (continued)


• You can clearly answer the following questions -


 º Leveraging high risk areas identified through your fraud risk 
assessment (See Play 7 and Play 8).


 º Targeting common fraud scenarios that all agencies face 
(See Play 6), such as purchase card and payroll fraud as a 
starting point for your initial analytic efforts.


• Consider potential approaches for selecting a starting point for 
implementing analytics. Potential approaches include -


DO THE BEST YOU CAN WITH THE DATA YOU HAVE - 
too often ‘I don’t have the right data’ is put up as a road block to FWA analytics 
– fine, but you’d be amazed by what you can do with the data you do have!


- USDA "
"


37


Key Points (continued)
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PREVENT AND DETECT  |  PLAY TEN (continued)


 □ Identify your starting point (See Key Points).


 □ Identify all available data associated with your starting point. For 
example, if you are targeting purchasing or procurement fraud, you 
may focus on available vendor data.


 □ Identify an analytic model that is best suited for your targeted area. 
Common simple analytic models to consider include -


CHECKLIST


Play 10 - Look for Quick Wins When 
Starting Fraud Analytics


• Rule-based: Detect fraudulent transactions based on known 
behaviors. 


• Anomaly detection: Identify aggregate abnormal patterns that 
don't conform to established normal behaviors. 


You may also consider a common analytics test as part of this process. 
For example, if you are targeting purchasing or procurement fraud, 
you could perform the following analytics test with available data -


• Look for one-time vendors or vendors with expedited payments.


• Compare purchases by ordering clerk for each vendor and 
product to identify vendor preference patterns.


• Compare employee names, addresses, and account information 
to vendor master information to identify potential conflicts of 
interests or hidden relationships.


 □ Implement your chosen analytic model(s) and test(s).


 □ Review the results.



http://www.acfe.com/fraudrisktools-tests.aspx
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Play 10 - Look for Quick Wins When 
Starting Fraud Analytics


PREVENT AND DETECT  |  PLAY TEN (continued)


Success Criteria


 º What data is available?


 º When and how to obtain available data?


 º What tools and techniques are available and/or feasible for your agency?


 º How do you evaluate effectiveness in detecting and preventing fraud?


 º How do you report findings and recommendations?


• You can clearly answer the following questions -


 □ Identify and report findings and recommendations based on the 
results.


 □ Evaluate the effectiveness of your analytic model(s) and test(s) in 
detecting and preventing fraud.


 □ Repeat and update this process iteratively as you learn from your 
analytic model and tests and as your efforts mature.


 □ Expand your analytics to other high risk areas identified through your 
fraud risk assessment and/or by targeting additional common fraud 
scenarios.


CHECKLIST (continued)
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Play 11 - Stay a Step Ahead


PREVENT AND DETECT  |  PLAY ELEVEN


Why is this important?


Your analytics capabilities must evolve with your fraud risk management 


program. You can build on the analytics program you have in an effort to 


evolve your capabilities to help prevent fraud before it occurs. Establishing 


such a program will take you from a pay and chase model to a predictive 


model, investigating and adjudicating instances of potential fraud before 


they even occur. How, you may ask – either by building new and more refined 


business rules and higher quality data into your analytics program or by 


utilizing a shared analytics center that has additional capabilities.


• In evolving your analytics program continually incorporate 
business rules based on the experiences of the agency.


• Use your experiences looking at external data to build the 
higher quality data sets that can help in your analytics program.


• If you need more advanced analytics capabilities but aren’t in a 
position to build your own program, check with other agencies 
who might be able to help or seek out a shared analytics 
service. Often times it is more cost effective to use what is already 
out there than to build something from scratch.


• More developed analytics programs can predict fraud by 
identifying a potential fraud based on the business rules in 
the model. Investigating that potential fraud yields two results: 
preventing payment due to fraud and a new business rule for the 
analytics model.


• Evolving your analytics program is not a solo effort; talk to 
your colleagues across government and learn what tools and 
techniques have and haven’t worked in more advanced programs.


Key 
Points
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PREVENT AND DETECT  |  PLAY ELEVEN (continued)


 □ Utilize existing, free and low-cost analytics options if your agency is resource 
constrained. For example, Microsoft Excel and Microsoft Power BI are two low-cost 
options that most agencies already have access to. Financial institutions that are 
federal purchase card providers sometimes offer dashboarding capabilities to 
help agencies identify suspicious purchases.


 □ Leverage your early analytics efforts and results (see Play 10) to identify a starting 
point for implementing more advanced analytics capabilities, perhaps focusing on 
areas of higher risk, areas with large volumes of available data, or fraud schemes 
or patterns that emerged. 


 □ Identify all available data associated with your starting point. For example, if 
you are targeting purchasing or procurement fraud, you may focus on available 
vendor data.


 □ Determine which analytic model(s) is best suited for your targeted area. More 
evolved analytic models to consider include -


CHECKLIST


Play 11 - Stay a Step Ahead


• Predictive Analytics – As patterns become more complex and criminal 
fraud manifests into organized fraud, predictive analytics can identify 
unobserved attributes that lead to suspicion of fraud based on known 
cases of fraud. For example, the analytic model could automatically 
reject a payment when the existence of a number of known fraudulent 
characteristics is present. Typically predictive analytics are using machine 
learning techniques, rather than flagging transactions for follow up 
investigation. 


• Network / Link Analytics – This technique can be useful uncovering 
organized fraud and associations between fraudsters by using social 
network analytics, looking at linked patterns for investigation and 
discovery. For example, an individual may not be suspicious on his or her 
own, but when submitted to link analysis, his or her known associates 
could be engaged in well-known fraud schemes which would merit further 
scrutiny. 


• Text Analytics – By scraping internet of things (IoT) information into a 
structured form, text analytics can parse reviews and information for red 
flags of fraud looking at text patterns.
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Play 11 - Stay a Step Ahead


PREVENT AND DETECT  |  PLAY ELEVEN (continued)


Success Criteria
• You can clearly answer the following questions -


 º Can my data analytics program identify instances of potential fraud and 
stop fraudulent payments based on tested business rules?


 º Does my data analytics program continually look for business rules to 
incorporate and higher quality data to utilize?


CMS and the Social Security Administration have predictive capabilities 


in their analytics programs based on business rules. These programs have 


taken time to build and have not occurred overnight or just because there 


was funding. These two agencies exemplify the patience and thought 


needed to build such programs and have them succeed. What works for 


other agencies may not work for yours, and discerning between the two is 


the key to making sure you don’t take a step backward in your program. 


According to its website, CMS’s Center for Program Integrity estimates that 


its Fraud Prevention System will result in a 20 percent savings increase over 


the already substantial returns of their predictive analytics capabilities.


Illustration
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Why is this important?


The fourth and final phase in your antifraud journey is all about taking 


action. Analyze internally and externally available data to identify targeted 


next steps to streamline efforts and prioritize leads. The five plays included 


within this phase will help you gain insight from available information and 


demonstrate how to turn that insight into actionable tasks.


Insight into Action


What plays are included?


12. Know Thyself (and They Agency)


13. Sharing is Caring


14. Take What is Theirs and Make it Yours!


15. Establish a Feedback Loop with Your IG


16. Take Action
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Play 12 - Know Thyself (and Thy Agency)


INSIGHT INTO ACTION  |  PLAY TWELVE


Why is this important?


Whether your agency is big or small, centralized 


or decentralized, or works in silos or in a seamless 


manner across all divisions, it is likely that the 


building blocks to your integrity efforts exist in house. 


Previous efforts have identified red flags, bad actors, 


and information that you can leverage across your 


agency to prevent fraudsters from successfully 


targeting your program or agency. Having program 


managers and leadership share information is a 


valuable way to capitalize on previous efforts within 


your agency.


• Internal information sharing can help your agency understand 
what has and hasn’t worked in programs within the agency’s 
culture and resource constraints.


• Other programs may have already identified the identity or 
traits of a fraudster – use that to your advantage and bring 
together those valuable data.


• Sharing information can help you build an agency-wide 
repository for bad actors and the characteristics of fraud. Your 
agency’s antifraud team should be responsible for this (see Play 
4).


• This process helps you at all stages of your antifraud efforts, 
whether a new effort looking to inventory capability or a long 
standing initiative monitoring efforts across your agency.


Key 
Points


Everything 
you were 


looking for 
was right 
there with 


you all 
along.


The Wizard 
of Oz "


"
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INSIGHT INTO ACTION  |  PLAY TWELVE  (continued)


 □ Solicit input from program managers and leadership from 
across the agency on what antifraud efforts and data exists.


CHECKLIST


Play 12 - Know Thyself (and Thy Agency)


 □ Create a space for your colleagues to present potentially 
impactful ideas or initiatives that can affect the entire agency.


 □ Gather input from program managers and leadership from 
across the agency on what antifraud efforts and data exists.


Leveraging data and sharing information from across your agency could 
help prevent fraud. For example, in the case of one large agency that 
handles contracts, benefits, healthcare, and operations, sharing the names 
of individuals who have fraudulently obtained benefits or healthcare would 
help prevent them from obtaining contracts in the future. Additionally, fraud 
that has been perpetrated in the healthcare space may come with certain 
characteristics such as a locality, individual identity, or piece of information 
submitted as part of an application. That information would be valuable to 
know in other programs as well.


Illustration
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Play 13 - Sharing is Caring


INSIGHT INTO ACTION  |  PLAY THIRTEEN


Why is this important?
Intragovernmental forums enable you to learn 
from your colleagues across government and 
share your own experiences in order to help others. 
Further, these forums are valuable opportunities 
to understand what works for you from people 
who are in similar environments. Finally, 
intragovernmental forums can serve to provide 
support for nascent efforts or foster innovation 
for more evolved efforts. Just remember, you can 
either benefit from forums you attend or take the 
initiative and put one on yourself. These forums 
can start small and involve just a few people and 
grow from there.


• Forums can be a valuable resource to learn about 
successes and challenges across government.


• Data analytics programs are better when they draw 
upon the lessons learned across the government instead 
of in just one agency.


• Interaction among colleagues across government can 
bring about new initiatives and support for antifraud 
programs.


Key 
Points


Talent wins games, but 
teamwork and intelligence 


win championships


- Michael Jordan


"
"
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INSIGHT INTO ACTION  |  PLAY THIRTEEN  (continued)


 □ Identify agencies that may add to your efforts, whether those agencies 
are similar to yours or have a different approach to their antifraud 
program or efforts that could complement your current approach.


CHECKLIST


Play 13 - Sharing is Caring


 □ Solicit input on initiatives your agency has implemented in order to 
obtain feedback on challenges and factors for success.


 □ Use this venue to understand what you need to do to start or evolve 
your analytics capabilities by learning from those who have already 
walked down that path.


 □ Create an environment in which you and your colleagues from across 
government feel encouraged to share, see value, and look forward to 
participating in these forums.


You can start by identifying agencies with similar missions and meeting with them to 


discuss ongoing efforts. Additionally, you could look for agencies that have similar 


resources and capabilities and identify ways to enhance your data analytics efforts (see 


Play 10 and Play 11). For example, a group of agencies with science oriented missions 


may consider having a forum to discuss the lessons learned on scientific grant making. 


Another example of an antifraud working group is a government-wide effort on travel and 


purchase cards. All government agencies face challenges in these programs and can 


learn from one another about approaching the issues and effective data analytics tools 


that could help curb the problems. Simple data analytics (see Play 10) could help identify 


purchases made on holidays or weekends, or split purchases intended to hide the true 


amount of an item. These flags can then be used for further investigation. Some agencies 


have already implemented such tools and can help other agencies begin to build those 


capabilities.


Illustration
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Play 14 - Take What is Theirs and 
Make it Yours!


INSIGHT INTO ACTION  |  PLAY FOURTEEN


Why is this important?


Using external data to supplement the resources within your agency is a 


powerful way to access and build your own high quality data set - creating a 


thorough and powerful tool in your fraud risk management arsenal. External 


data can give you information that you didn’t know existed or you never 


thought to ask for, and can therefore add layers to your data analytics 


program that help further prevent and detect fraud. External data can come 


through data sharing agreements, use of shared analytics services such as 


the Do Not Pay Business Center (DNP), other agencies, third party sources 


such as banks, or obtaining access to state and local level data.


• Data sharing agreements are a way to formally share data 
with other agencies.


• Shared analytics services have access to data that you may 
not have access to, providing you with valuable insight from 
multiple data sources.


• State and local level data can be beneficial and also improve 
coordination between federal agencies and state and local 
counterparts.


Key 
Points
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INSIGHT INTO ACTION  |  PLAY FOURTEEN  (continued)


 □ Identify external data sources that may help your agency fight 
fraud within the various missions.


CHECKLIST


Play 14 - Take What is Theirs and 
Make it Yours!


 □ Update your data sources on a routine basis so that you are 
always seeking out new and beneficial data sources to help 
you prevent and detect fraud.


 □ Advocate relevant parties in your agency to move towards 
establishing data sharing agreements or using shared services.


We’ve got to use every piece of data and piece of 
information, and hopefully that will help us be accurate 
with our player evaluation. For us, that’s our life blood.


 
–Billy Beane, General Manager Oakland As, subject of 


Moneyball


"
"
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INSIGHT INTO ACTION  |  PLAY FOURTEEN  (continued)


Play 14 - Take What is Theirs and 
Make it Yours!


Success Criteria
• You can clearly answer the following questions -


 º Do I know what I need to do to get access to the data sources both 
within and outside my agency?


 º Do I understand the statutes surrounding data access and data 
sharing such as the Computer Matching and Privacy Protection 
Act or System of Records Notices?


 º Do I have an inventory of data sources within my agency and a list 
of sources outside the agency that will help in my program(s)?


 º Did I implement new data sharing agreements or taking steps to 
use a shared analytics resource?


50


Financial and non-financial agencies alike use external data to help in their 
missions. For example, U.S. Citizenship and Immigration Services works with 
the Financial Crimes Enforcement Network (FinCEN), the Federal Deposit 
Insurance Corporation (FDIC), and the U.S. Securities and Exchange 
Commission (SEC) to access additional data, and many benefits agencies 
look to state level data to augment their own data resources. Agencies have 
also touted the advantage of having a service such as DNP to help in data 
checks, validation, and identifying potential fraud.


Illustration
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Play 15 - Establish a Feedback Loop 
with Your IG


INSIGHT INTO ACTION  |  PLAY FIFTEEN


Why is this important?


Your IG is a great resource for information related to common fraud schemes 


and fraud indicators across your agency. Developing a feedback loop with 


your IG can provide useful information about closed fraud cases that can 


improve your analytic models and help improve processes and controls to 


prevent, detect fraud. 


• Your IG is responsible for investigating fraud and coordinating 
with law enforcement agencies, when appropriate. (See Play 
4 for more information about roles and responsibilities of the 
antifraud team).


• Each agency IG views the relationship with antifraud teams 
differently and will establish different expectations regarding 
information sharing. Find a model that works for your agency 
and IG. 


• Details of closed fraud investigations can provide valuable 
information for your analytics models. These data points help 
your supervised learning analytics models identify trends and 
patterns more effectively.


• Closed IG investigations can provide valuable information about 
gaps in policies or procedures that program office staff can use 
to strengthen their antifraud controls.


• Closed IG investigations can also provide useful examples, 
fraud schemes, and fraud indicators that can be used for your 
antifraud training (See Play 9). 


Key 
Points







1 2 3 4 5 6* 7 8 9 10 11 12 13 14 15 16


D
R


A F T


52


INSIGHT INTO ACTION  |  PLAY FIFTEEN  (continued)


 □ Establish a feedback loop with your IG to share the results 
of closed fraud investigations with the antifraud and data 
analytics teams (see Play 4 and Play 16).


CHECKLIST


Play 15 - Establish a Feedback Loop 
with Your IG


 □ Invite IG representatives to speak at antifraud training and 
fraud awareness events. 


 □ Share information and lessons learned related to closed fraud 
investigations with the appropriate program offices to help 
improve policies, processes, and controls. 


• Antifraud team should be the primary point of contact 
with the IG. 


While there is a line between the IG and the agency, there are 
ways to share information to better the agency as a whole 
without crossing that line. That balance is something all IGs 


and program offices need to find.


-USDA OIG "
"


52
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Play 16 - Take Action


INSIGHT INTO ACTION  |  PLAY SIXTEEN


Why is this important?
You are now armed with results (See Play 7 and Play 8), analytics (See Play 
10 and Play 11), and insight (See Plays 12, 13, 14, and 15), and it’s time to 
take action. Using the insights gathered from these activities, you can now 
begin to tackle and prioritize identified leads. While it might be difficult to 
measure outcomes as a result of fraud prevention tactics, this step is vital to 
an effective and robust antifraud program and can lead to significant ROI 
(See Case Study below). 


• Insight without action is useless. 


• Leads can take on many forms. For example, you might identify a suspicious 
payment through your analytics efforts. Or you might receive a tip from a 
hotline. No matter the form, each lead is an opportunity to take action.


• Having a plan to respond to, prioritize, and tackle leads as a result of your 
antifraud and integrity activities is a key component to a robust program, 
and is a key component to establishing ‘lessons learned’.


• You can and should leverage identified instances of fraud and fraud trends 
to improve fraud risk management activities on an iterative and consistent 
basis.


• You can and should review and use the results of investigations and 
prosecutions that occur as a result of identified leads to enhance fraud 
prevention and detection at your agency (See Play 15).


• Taking action can act as a strong preventative technique. It increases the 
perception that incidents of potential fraud are not only being identified, but 
are being thoroughly investigated. 


Key 
Points
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INSIGHT INTO ACTION  |  PLAY SIXTEEN (continued)


 □ Develop a plan outlining how you will respond to identified instances of 
fraud. For example, issuing letters to inform providers that each claim 
they submit will be manually reviewed can go a long way towards 
changing improper billing practices.


CHECKLIST


Play 16 - Take Action


 □ Prioritize leads. The prioritization of leads can be done in a number of 
ways. Some examples include –


 □ Identify leads.


 □ Investigate leads. (See Play 15).


• You can prioritize leads based on level of stakeholder interest or 
potential reputational harm, making leads identified in areas 
with high stakeholder interest a higher priority. 


• You can prioritize leads based on level of risk (See Play 7 and 
Play 8), making leads found in areas that have been assessed 
as high risk a higher priority. 


 □ Refer instances of potential fraud to your IG or other appropriate 
parties, such as law-enforcement entities or the Department of Justice, 
for further investigation.


 □ Follow up with the IG (See Play 15).


 □ Identify and disseminate lessons learned to inform and improve fraud 
risk management activities. For example, if through these efforts you 
identify multiple incidents of the same fraud scheme, you should 
communicate the details with relevant parties to ensure processes and 
controls are improved moving forward. Or lessons learned may require 
updates to training (See Play 9) to incorporate and disseminate this 
information to relevant parties.


• This can be done by reviewing the results of your fraud risk 
assessment (See Play 7 and Play 8), analytics activities (See 
Play 10 and Play 11), or insights gathered from collected and 
available information (See Plays 12, 13, 14, and 15).  


• For examples, see ‘Key Points’ above.
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Play 16 - Take Action


INSIGHT INTO ACTION  |  PLAY SIXTEEN (continued)


Veterans Benefits Administration (VBA) established an Incident Team to take a 
more proactive approach to fighting fraud. The Incident Team is a centralized 
group responsible for taking action against potential incidents of fraud, or 
leads. Leads can come in many forms. Primarily, the Incident Team relies 
on program operations staff to identify potential leads in their day-to-day 
work. When a staff member identifies a potential lead, they have a detailed 
Standard Operation Procedure (SOP) available that prescribes the actions 
they should take to escalate the lead to the Incident Team. Once the Incident 
Team receives notice of the lead, they too have an established process for 
taking action to resolve it. The Incident Team prioritizes leads based on pre-
determined factors, such as placing a higher level of priority on cases where 
there is a high indication that fraud has in fact occurred. Upon closure of 
a lead, the Incident Team coordinates with the appropriate program office 
to identify trends and disseminate lessons learned in an effort to improve 
fraud risk management activities across VBA. Since its inception, the team 
has taken action against over 12,000 leads and recovered over $7 million, 
showcasing that taking action can result in big wins.


Case Study


HAVE A PLAN TO DEAL WITH FINDINGS -


its not enough to do a risk assessment - this step is 
crucial, but having a plan to deal with the findings is 


even more important
– VA "


"
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Cc: 
EOP/OMB
Subject: Program Integrity: The Antifraud Playbook Draft for Review - Comments Due August 17,
2018
 

Hello,

(b) (6)

(b) (6)



In collaboration with Federal agencies, The Department of Treasury, Bureau of the Fiscal
Service, is developing a government-wide program integrity playbook, titled “Program
Integrity: The Antifraud Playbook”.  The playbook provides practical guidance to help
agencies design and implement a robust antifraud program that aligns with laws and
regulations.  The playbook also supports the Bureau’s government-wide program integrity
efforts including pre and post-payment reviews, Do Not Pay program, and use and promotion
of advanced data analytics to detect and reduce fraud, waste, and abuse. 

As part of this effort, we are requesting agency input on the attached exposure draft to confirm
that the playbook content is relevant and informative as well as straightforward and easily
understood. The goal is to make the playbook useful for programs that have been around for
12 years or 12 days.

Attached is also an MS Excel workbook to record your comments. Please read the instructions
on the Feedback Instructions tab and input all comments on the Playbook Feedback tab. We
will host drop-in conference calls (similar to a professor’s office hours) during which we will
provide a brief overview of the playbook and allow participants to ask questions and provide
initial feedback. The call in times and dates are as follows (calendar invites will follow):

August 8, 2018, 10:00 am to 11:30am EST, 
August 16, 1:00 pm to 2:30 pm EST, 

Comments are due by August 17, 2018 and should be submitted to .treasury.gov. For
other general questions, contact either .treasury.gov)
or treasury.gov).

We appreciate your participation so far and look forward to hearing from you – thank you!

Thanks, 

Bureau of the Fiscal Service
Office of Financial Innovation and Transformation

Phone:  

Cell:  
.treasury.gov
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From: Council of IGs Liaisons on behalf of Brett Wilson
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Save the date - CIGIE monthly membership meetings Nov 2018 - Dec 2019
Date: Monday, November 5, 2018 12:34:23 PM

Thanks to an observer, the dates for the Jun and July meeting should be noted as 2019 dates!
 
IGs:
 
The following is a list of meeting dates for the monthly CIGIE membership meetings to be held at the

 
November 20, 2018
December 18, 2018

January 22, 2019 (Note the 3rd Tuesday was not available)
February 19, 2019
March 19, 2019
April 16, 2019
May – No meeting since IG Conference is held in May.
June 18, 2019
July 16, 2019
August 20, 2019

September 24, 2019 (Note the 3rd Tuesday was not available)
October – No meeting since the Annual Awards Ceremony is held in October.
November 19, 2019
December 17, 2019
 
 

Brett Wilson
Administrative Officer
Council of the Inspectors General on Integrity and Efficiency
1717 H Street NW, Suite 825
Washington, DC 20006
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From: Council of IGs Liaisons on behalf of 
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Update IG Historical Data
Date: Tuesday, December 18, 2018 3:33:48 PM
Attachments: image001.png

Good Afternoon,
 
Please review the IG Historical Data document(s), specifically, your OIGs information, and provide
me with any updates.  This was last published on July 25, 2017, for the PAS list, and March 15,
2015, for the DFE list.  Below are the links to the two documents:
 
 

PAS IG Historical Data Document -
https://ignet.gov/sites/default/files/files/IG%20History%20(PAS)%20-%207-25-17.pdf

·         DFE IG Historical Data Document - https://ignet.gov/sites/default/files/files/ig-historical-data-march-
15.pdf

 
Thanks,
 

Management Analyst

 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
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From: Council of IGs Liaisons on behalf of 
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Re: Update IG Historical Data
Date: Tuesday, December 18, 2018 3:58:31 PM
Attachments: image001.png

Hello All,
 
Please forward updates to @cigie.gov.
 
Thanks,
 

Management Analyst

 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
 
 
 
 
 
 
 

From:  
Sent: Tuesday, December 18, 2018 3:33 PM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: RE: Update IG Historical Data
 
Good Afternoon,
 
Please review the IG Historical Data document(s), specifically, your OIGs information, and provide
me with any updates.  This was last published on July 25, 2017, for the PAS list, and March 15,
2015, for the DFE list.  Below are the links to the two documents:
 
 

PAS IG Historical Data Document -
https://ignet.gov/sites/default/files/files/IG%20History%20(PAS)%20-%207-25-17.pdf
DFE IG Historical Data Document - https://ignet.gov/sites/default/files/files/ig-historical-data-march-
15.pdf
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Thanks,
 

Management Analyst

 
CONFIDENTIALITY NOTICE
This email and any attachments contain confidential and legally privileged information. The information is intended only for the use of
the individual or entity to whom it is addressed.  Please do not forward this message without permission.  If you are not the intended
recipient, or the employee or agent responsible for delivering it to the intended recipient, you are hereby notified that any disclosure,
copying, distribution or the taking of any action in reliance on the contents of this transmission is strictly prohibited.  If you have received
this transmission in error, please notify me immediately by telephone or return mail and delete and destroy the original email message,
and any attachments thereto and all copies thereof
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Recent Congressional Research Service Reports Relating to the OIG Community
Date: Wednesday, February 4, 2015 5:21:51 PM
Attachments: [Untitled].pdf

[Untitled].pdf

For your information, please find attached two recent CRS reports relating to the IG community,
specifically:

· Office of Inspectors General and Law Enforcement Authority: In Brief (September 8, 2014); and
· Federal Inspectors General: History, Characteristics, and Recent Congressional Actions

(December 8, 2014).

mailto:CIGIE-LIAISONS@LIST.NIH.GOV




























































































































From: Council of IGs Liaisons on behalf of Mike Diavolikis
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Reminder Highlight your OIG"s work on Government Matters (forms are due tomorrow, Friday, August 31)
Date: Thursday, August 30, 2018 2:09:03 PM
Attachments: image003.jpg

image005.jpg
image006.jpg
image007.jpg
image008.jpg
Form - Government Matters.pdf
OIG Appearances on Government Matters as of 08-22-2018.pdf

CIGIE Liaisons,
 
Good afternoon, everyone. Just a friendly reminder that forms are due tomorrow if your IG or other
staff member would like to highlight a recent topic, report, audit, or investigation on Government
Matters. Please share this with your staff.
 
The next IG segment is Tuesday, September 11. If your IG or other staff member isn’t available for
the taping on September 11, the producers will accommodate you for an interview near that date to
air on September 11.
 
If you missed the last three OIG interviews that all took place two weeks ago, please see the clickable
screenshots below. As always, please don’t hesitate to contact me if you have any questions.
Thanks!
 
 

 
 

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=af8980bf247243c38be70b763a29be9d-Mike Diavol
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://govmatters.tv/nsa-inspector-general-lays-out-priorities/








Proposal to appear on the September 11, 2018, segment. Proposals are due by August 31, 2018.


Please fill out this form if you are interested in highlighting an inspector general topic or report on the TV news program 
Government Matters. Do not send your proposal to Government Matters. Click the Submit to CIGIE button below to 
send the completed form to CIGIE, who will then submit all proposals on our members’ behalf to Government Matters. 
See the attached Fact Sheet and Instructions attachments for more information. Required fields (*) are denoted.


Proposed Segment  Category:  Audit    Evaluation/Inspection    Investigation    Law/Legislation    Other


Topic or Report*


Description (2–3 sentences; if the proposal is to discuss a report, please indicate the date it was issued)*


Guest
Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Joint Guest (please fill out the below section with information on another guest if you are appearing jointly)


Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Additional Information


Point of Contact (please fill out the below section if the guest(s) have a preferred OIG point of contact)


Name Title


E-mail Phone (office) Phone (mobile)


Submit to CIGIE Save Print E-mail a Copy


Proposal to Appear on the Inspector 
General Segment of Government Matters



http://govmatters.tv/








What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the 
challenges and issues facing federal managers and highlighting success stories 
within the federal community,” is soliciting IGs and senior OIG staff to appear on 
their program to highlight a recent IG topic or report. IG segments air the second 
Tuesday of every month. The interviews are non-confrontational and will help the 
IG community with public affairs outreach campaigns. Government Matters airs 
weeknights on News Channel 8 at 8:00 p.m. and 11:00 p.m. and on Sundays on ABC7 
at 10:30 a.m. IG segments are typically 5–8 minutes long. You can learn more about 
Government Matters at http://govmatters.tv/.



What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use 
the form supplied by CIGIE and do not send your proposal directly to Government 
Matters. Government Matters will contact you to further discuss interested proposals. 
If you need a form, please e-mail mike.diavolikis@cigie.gov.



What topics or reports can I propose to discuss?
You can propose to discuss any area of IG work, including audits, evaluations, 
inspections, investigations, and legislation.



Who can appear on the IG segment?
Although IGs are the preferred guest(s), Government Matters encourages all senior 
OIG staff to submit proposals, such as Deputy IGs, Assistant IGs for Auditing, and 
Assistant IGs for Investigations. Subject matter experts in other key OIG work areas 
or who have recently completed a notable report or work product are also encouraged 
to submit proposals.



Which IGs have appeared on the show?
To date, the Honorable Michael E. Horowitz (Department of Justice), the Honorable 
Carol Fortine Ochoa (General Services Administration), the Honorable Michael 
J. Missal (Department of Veterans Affairs), the Honorable Kathleen S. Tighe
(Department of Education), the Honorable Paul K. Martin (National Aeronautics
and Space Administration), Glenn A. Fine (Department of Defense), Tammy
L. Whitcomb (U.S. Postal Service), and Robert A. (Bob) Westbrooks (Pension Benefit
Guaranty Corporation) have appeared on the show. Click on any screenshot to view
their video. You can find more interviews with senior OIG staff members at http://
govmatters.tv/search/?q=inspector+general.



When and where is Government Matters taped?
IG segments are taped the morning the show is aired in studios located at 
1100 Wilson Blvd., Arlington, Virginia (less than two blocks away from the Rosslyn 
Metro Station). Click here to open Google Maps for directions. If selected to appear, 
you should arrive at the studios by 9:45 a.m. and expect to remain for about an hour.



Can I appear with another OIG colleague to discuss joint projects or topics?
Yes, but if you would like to appear with OIG collaborators to discuss a topic, please 
limit the total number of proposed guests to no more than three.



Can my OIG submit more than one proposal?
Yes, simply copy the empty form and submit one form for each proposal. 



Who is the host of Government Matters?
“Francis Rose, an award-winning broadcaster and journalist, who has covered all 
branches of government since 1998. He hosted “In Depth with Francis Rose” on 
Federal News Radio from 2008 to 2015. Before joining Federal News Radio, he 
covered the executive and legislative branches as a host/anchor on C-SPAN Radio.”



IG Horowitz discusses cyber 
protections at the FBI



IG Ochoa discusses GSA progress 
regarding DATA Act deadlines



IG Missal discusses his top concerns at 
the Department of Veterans Affairs



IG Westbrooks discusses the 
mission of his office at PBGC



IG Horowitz and Acting IG Whitcomb 
discuss the launch of Oversight.gov



IG Tighe discusses vulnerabilities  
in information security programs



IG Martin discusses NASA’s plans 
for human exploration of Mars



Acting IG Fine discusses the 
principles of highly effective IGs



Fact Sheet about Government Matters  
for the Offices of Inspector General





http://govmatters.tv/doj-oig-fbi-cyber-threat-review-made-progress-still-needs-work/


http://govmatters.tv/inspectors-general-launch-oversight-gov/


https://govmatters.tv/pension-benefit-guaranty-corporation-ig-lays-out-priorities/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/doe-seeks-new-maturity-model-for-information-security/


http://govmatters.tv/the-principles-of-highly-effective-inspectors-general/


http://govmatters.tv/ig-report-nasas-plans-for-human-exploration-of-mars/


https://www.google.com/maps/dir//1100+Wilson+Blvd,+Arlington,+VA+22209/@38.8945631,-77.0723568,17z/data=!4m16!1m7!3m6!1s0x89b7b659863e64c3:0x62fe2ec7e9264f6a!2s1100+Wilson+Blvd,+Arlington,+VA+22209!3b1!8m2!3d38.8945631!4d-77.0701681!4m7!1m0!1m5!1m1!1s0x89b7b659863e64c3:0x62fe2ec7e9264f6a!2m2!1d-77.0701681!2d38.8945631
















This form provides a quick and easy way for you to submit your proposal to discuss on Government Matters 
your IG topic or report. By hovering over fields, you can read some tips about entering information. Be sure to 
read the accompanying Fact Sheet.



Proposed Segment
•	  Select the category appropriate to your topic or report. If your topic or report covers multidisciplinary 



categories, please select all that apply.
•	  Enter the topic or report name and provide a brief description, which are required fields. You may include a 



hyperlink to a report.
•	 If you’re proposing to discuss a report, please indicate the date it was issued.



Guest
•	  Enter the contact information about the guest.
•	  Provide up to four lines of bio text that may be used on-screen during the show. See the examples below or 



click the screenshots to view the video. These four bio lines may be modified or expanded upon later.



Joint Guest (optional)
If you’re proposing a joint guest, enter his or her contact information and bio lines. If you’re proposing a third 
guest, use the Additional Information field to add that information.



Additional Information (optional)
Enter any additional information about the topic or report or about the guest or joint guest you wish to include.



Point of Contact (optional)
If someone is coordinating the proposal on behalf of the guest(s), such as a public affairs staff member or 
administrative assistant, enter his or her contact information.



Submit the Form
Click the Submit to CIGIE button to e-mail the completed form to CIGIE, who will send the proposal to 
Government Matters on your behalf. This button will open your default e-mail program and pre-insert the 
e-mail addresses of CIGIE staff who oversee this process. Do not send the form directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals.



You can also Save the form to your computer or network, Print a hard copy, or E-mail a Copy of the form to 
others for review, coordination, or archiving, such as your public affairs office, legislative office, or senior officials.



Form Instructions to Propose to Appear on 
the IG Segment of Government Matters



IG Horowitz Bio (at 01:45) IG Ochoa Bio (at 01:12) IG Missal Bio (at 01:55)





http://govmatters.tv/senate-passes-2016-inspector-general-empowerment-act/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/











		Fact Sheet: 

		Instructions: 

		Category Audit: Off

		Category Eval: 

		/Inspect: Off



		Category Investigation: Off

		Category Law/Legislation: Off

		Category Other: Off

		Topic or Report: 

		Description: 

		Guest Name: 

		Guest Title: 

		Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Guest E-mail: 

		Guest Phone office: 

		Guest Phone mobile: 

		Guest Bio Line 1: 

		Guest Bio Line 2: 

		Guest Bio Line 3: 

		Guest Bio Line 4: 

		Joint Guest Name: 

		Joint Guest Title: 

		Joint Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Joint Guest E-mail: 

		Joint Guest Phone office: 

		Joint Guest Phone mobile: 

		Joint Guest Bio Line 1: 

		Joint Guest Bio Line 2: 

		Joint Guest Bio Line 3: 

		Joint Guest Bio Line 4: 

		Additional Information: 

		POC Name: 

		POC Title: 

		POC E-mail: 

		POC Phone office: 

		POC Phone mobile: 

		Submit: 

		Save: 

		Print: 

		E-mail: 








Click on any screenshot below to view the video of an IG interview on Government Matters.
Recent IG Appearances on Government Matters


NASA IG Paul Martin discusses NASA’s 
plans for human exploration of Mars.


GSA IG Carol Ochoa discusses GSA 
progress with DATA Act deadlines.


DOJ IG Michael Horowitz discusses 
cyber protections at the FBI.


DOJ IG Michael Horowitz discusses 
the IG Empowerment Act of 2016.


Acting DoD IG Glenn Fine discusses 
the principles of highly effective IGs.


VA IG Michael Missal discusses his 
top areas of concern at the VA.


NSA IG Robert Storch discusses 
the importance of transparency, 
whistleblowers and communication 
at the intelligence organization.


PBGC IG Robert (Bob) Westbrooks 
discusses the mission of his office and 
his priorities to oversee the agency 
responsible for pension benefits.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses Overseas Contingency 
Operations in his role as Lead IG for 
oversight of those missions.


DOJ IG/CIGIE Chair Michael Horowitz 
and NSF IG/CIGIE Vice-Chair Allison 
Lerner discuss CIGIE’s Top Management 
and Performance Challenges report.


Education IG Kathleen Tighe discusses 
the department’s vulnerabilities in 
information security programs.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses a DoD-wide financial 
audit.


USPS IG Tammy Whitcomb and 
DOJ IG Michael Horowitz discuss 
the launch of Oversight.gov.


More OIG Interviews 
Next Page >>


Highlight How Your Agency Benefits Americans and 
Help Commemorate the 40th Anniversary of the IG Act


Michael Horowitz
DOJ


Allison Lerner
NSF


Michael Missal
VA


Kathy Tighe
ED


Tammy Whitcomb
USPS


Glenn Fine
DoD


Paul Martin
NASA


Carol Ochoa
GSA


Bob Westbrooks
PBGC


Robert Storch
NSA


What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the challenges 
and issues facing federal managers and highlighting success stories within the federal 
community,” is soliciting IGs and senior OIG staff to appear on their program to highlight 
a recent IG topic or report. IG segments air the second Tuesday of every month. The 
interviews are non-confrontational and will help the IG community with public affairs 
outreach campaigns. Government Matters airs weeknights on News Channel 8 at 8:00 p.m. 
and 11:00 p.m. and on Sundays on ABC7 at 10:30 a.m. IG segments are typically 5–8 minutes 
long. You can learn more about Government Matters at http://govmatters.tv/.


What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use the 
form supplied by CIGIE and do not send your proposal directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals. If you need a 
form, please e-mail mike.diavolikis@cigie.gov.
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Kelly Tshibaka, Chief Data Officer, USPS 
OIG, discusses using data analytics to 
support audits and investigations.


FRB/CFPB OIG staff discuss practices 
for leaders to encourage employees  
to share views with management.


Norman Brown, Assistant IG for 
Audits, State Department OIG, 
discusses an audit of post allowances.


Charles Brunton, Program Analyst, 
EPA OIG, discusses a report on the 
Flint, Michigan, water crisis.


Troy Meyer, Assistant IG, Auditing, 
DoD OIG, discusses the 2018 open 
recommendations compendium.


Carolyn Hantz, Assistant IG, Audit 
Policy and Oversight, DoD OIG, 
discusses an audit and policy report.


Dermot O’Reilly, Deputy IG for 
Investigations, DoD OIG, discusses the 
Defense Criminal Investigative Service.


Brett Mansfield, Special Assistant 
to the DoD IG, discusses DoD 
management challenges.


Randy Stone, Deputy IG of Policy and 
Oversight, DoD OIG, discusses the 
mission and goals of his office.


Tim Camus, Deputy IG, Investigations, 
TIGTA, discusses work against IRS 
impersonator scams.


Troy Meyer, Principal Assistant IG, 
Auditing, DoD OIG, discusses a report 
of 1,300 open recommendations.


Clay Brown, Special Agent, EPA OIG, 
discusses his agency’s hotlines for 
reporting fraud, waste, and abuse.


Michael Child, Deputy IG for 
Overseas Contingency Operations, 
DoD OIG, discusses his program.


Michael Esser, Assistant IG, Audits,
OPM OIG, discusses the findings 
of the OPM FISMA Audit for FY 2017.


Brett Mansfield, Senior Advisor 
to the DoD IG, discusses top DoD 
management challenges for FY 2018.


Lewis Parker, Deputy Assistant IG,  
Audits, OPM OIG, discusses a 
cybersecurity assessment of OPM’s IT.


John Johanson, Assistant IG, 
Investigations, Intelligence Community 
IG, discusses whistleblower cases.


Recent Senior OIG Staff  
Appearances on Government Matters


Click on any screenshot below to view the video of a senior OIG staff member interview on Government Matters.
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https://govmatters.tv/epa-office-of-inspector-general-releases-flint-water-report/









 
 

 
 
Regards,
Mike Diavolikis
CIGIE Senior Writer/Editor

@cigie.gov
Office: 
Fax: (202) 254-0162
www.ignet.gov
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From: Council of IGs Liaisons on behalf of David Gross
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: REMINDER: OIG Staffing by Metro Area data call
Date: Wednesday, August 8, 2018 3:10:29 PM
Attachments: image001.jpg

image003.jpg
OIG Staff by Metro Area - 2018.xlsx

Hello All:
 
Thanks to those who have already sent in their spreadsheets.  I’m still missing responses from a few
OIGs.  If you haven’t already, please have the appropriate person in your OIG complete and return
the attached spreadsheet to me at @cigie.gov by August 15, 2018.  Thanks!
 
R/

Dave
 
CIGIE Logo

   David R. Gross
   Director, Leadership & Mission Support Academy, CIGIE Training Institute
   1717 H St NW, Ste 825, Washington DC, 20006
    
    (M)
   www.ignet.gov
   www.oversight.gov
   EIG 2015
 
 

From: David Gross 
Sent: Tuesday, June 26, 2018 9:02 AM
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: OIG Staffing by Metro Area data call
 
Hello All:
 
We are collecting information on OIG staffing by metropolitan areas to enable us to better serve our
geographically dispersed community and to make informed decisions regarding regional and virtual
training opportunities.  
 
Please have the appropriate person/office in your OIG complete and return the attached
spreadsheet to me at @cigie.gov by August 3, 2018.
 
This spreadsheet lists the top 50 metropolitan areas and has blank lines for other areas to be
entered, as applicable, for your office.  There are columns to enter Audit, I&E, Investigations, and All

(b) (6)

(b) (6)
(b) (6)

(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:david.gross@cigie.gov
mailto:CIGIE-LIAISONS@LIST.NIH.GOV
http://www.ignet.gov/
http://www.oversight.gov/



Sheet1

		OIG:		Number of OIG Staff by Major Metropolitan Areas										Enter OIG, POC and e-mail in first 3 cells (1A - 3A).

		POC:

		POC e-Mail:

		Metropolitan Areas (Top 50 by Population)		Audit		I&E		Investigations		All Other		Total

		Column1		Column4		Column42		Column5		Column6		Column7

		Atlanta-Sandy Springs-Roswell, GA										0

		Austin-Round Rock, TX										0		Enter number of staff for each category in each metro area where you have offices.  Totals will self-populate.

		Baltimore-Columbia-Towson, MD										0

		Birmingham-Hoover, AL										0

		Boston-Cambridge-Newton, MA-NH										0

		Buffalo-Cheektowaga-Niagara Falls, NY										0

		Charlotte-Concord-Gastonia, NC-SC										0

		Chicago-Naperville-Elgin, IL-IN-WI										0

		Cincinnati, OH-KY-IN										0		Use the blank rows to fill in numbers for other locations.  It is not necessary to report offices of one, but you may do so if desired.

		Cleveland-Elyria, OH										0

		Columbus, OH										0

		Dallas-Fort Worth-Arlington, TX										0

		Denver-Aurora-Lakewood, CO										0

		Detroit-Warren-Dearborn, MI										0

		Hartford-West Hartford-East Hartford, CT										0

		Houston-The Woodlands-Sugar Land, TX										0

		Indianapolis-Carmel-Anderson, IN										0

		Jacksonville, FL										0

		Kansas City, MO-KS										0

		Las Vegas-Henderson-Paradise, NV										0

		Los Angeles-Long Beach-Anaheim, CA										0

		Louisville/Jefferson County, KY-IN										0

		Memphis, TN-MS-AR										0

		Miami-Fort Lauderdale-West Palm Beach, FL										0

		Milwaukee-Waukesha-West Allis, WI										0

		Minneapolis-St. Paul-Bloomington, MN-WI										0

		Nashville-Davidson–Murfreesboro–Franklin, TN										0

		New Orleans-Metairie, LA										0

		New York-Newark-Jersey City, NY-NJ-PA										0

		Oklahoma City, OK										0

		Orlando-Kissimmee-Sanford, FL										0

		Philadelphia-Camden-Wilmington, PA-NJ-DE-MD 										0

		Phoenix-Mesa-Scottsdale, AZ 										0

		Pittsburgh, PA 										0

		Portland-Vancouver-Hillsboro, OR-WA										0

		Providence-Warwick, RI-MA 										0

		Raleigh-Cary, NC 										0

		Richmond, VA 										0

		Riverside-San Bernardino-Ontario, CA										0

		Sacramento–Roseville–Arden-Arcade, CA 										0

		Salt Lake City, UT 										0

		San Antonio-New Braunfels, TX 										0

		San Diego-Carlsbad, CA 										0

		San Francisco-Oakland-Hayward, CA 										0

		San Jose-Sunnyvale-Santa Clara, CA 										0

		Seattle-Tacoma-Bellevue, WA 										0

		St. Louis, MO-IL 										0

		Tampa-St. Petersburg-Clearwater, FL 										0

		Virginia Beach-Norfolk-Newport News, VA-NC 										0

		Washington, DC-Arlington-Alexandria, VA-MD-WV										0

		List any other areas with OIG staff below:

												0

												0

												0

												0

												0

												0

												0

												0

												0

												0

												0

												0

												0

		TOTAL		0		0		0		0		0







Other staffing numbers for each metro area.  The total column will self-populate, as well as the final
totals in row 70
 
The information you provide will be used to identify total OIG populations by metropolitan areas.
 Individual OIG numbers will only be used for calculating these totals and will not otherwise be
shared or made available to the community at large or the public.
 
Authorized strength/FTE numbers are generally preferred, as I realize that actual on-board numbers
fluctuate, are harder to pin down, and only represent a single point in time.  However, if there is a
significant discrepancy between the authorized number and on-board number, please note that and
advise if we should use the on-board number instead. 
 
Let me know if you have any questions.  Thanks.
 
R/

Dave
 
CIGIE Logo

   David R. Gross
   Director, Leadership & Mission Support Academy, CIGIE Training Institute
   1717 H St NW, Ste 825, Washington DC, 20006
    
    (M)
   www.ignet.gov
   www.oversight.gov
   EIG 2015
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Request for Information on S. 579 and Chairman Johnson"s Request Relating to OIG Performing a FOIA Review -

SUSPENSE July 8, 2015
Date: Thursday, July 2, 2015 2:38:58 PM

The following is being sent on behalf of Legislation Committee Chair Kathy Buller.
_____________________________
Colleagues,
There are two follow-up items that we would like to receive your timely views so that we can
provide CIGIE input to the corresponding members of Congress.
Item #1 relates to discussions with the Homeland Security and Governmental Affairs Committee
(HSGAC) regarding S. 579 the IG Empowerment Act. We discussed with HSGAC our concerns

We are asking for your input on the following:
A. 

B.

C. For 2013 and for 2014 how many investigations did the OIG clos, of those how many were at
the grade level of GS 15 and above or equivalent. In providing that number did you use fiscal or
calendar year?
Item #2 relates to HSGAC Chairman Johnson’s request to conduct a FOIA review. 

 We are asking the following:
A. Provide the # of FOIA cases that would need to be reviewed based on the time period
in question 2007-2015.
B. As appropriate, let us know of any other particular issues or circumstances that you

(b) (5)

(b) (5)

(b) (5)

(b) (5)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV


have raised or plan to raise with respect to ability to meet this request. For example we
have already heard that: 

Given the timetables involved we are asking that you please respond by COB Wed. July 8th.
Best regards,
On behalf of IG Kathy Buller,
Joaquin E. Ferrao | Deputy Inspector General & Legal Counsel| 
*: @peacecorps.gov
(: 
È: 
7: 202.692.2901
Peace Corps | Office of Inspector General
1111 20th St. NW | Washington, DC 20526
:: www.peacecorps.gov/OIG

: @PCOIG

(b) (5)

(b) (6)
(b) (6)
(b) (6)

http://www.peacecorps.gov/OIG
https://www.twitter.com/PCOIG


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: RSVP Requested for CIGIE - GAO Annual Coordination Meeting - Friday, March 13, 2015
Date: Wednesday, February 11, 2015 8:31:18 AM

CIGIE Members,
Please RSVP to me if you or a representative(s) from your office is planning to attend the subject
meeting. We will be providing this information to GAO to assist in access to their building. When
RSVPing please provide the following information:

· Name
· Title
· Email address
· Telephone Number

Thanks very much.
Mark

From: Mark Jones 
Sent: Tuesday, February 03, 2015 9:15 AM
To: 'cigie@list.nih.gov'
Cc: 'cigie-liaisons@list.nih.gov'
Subject: CIGIE - GAO Annual Coordination Meeting - Friday, March 13, 2015 (Issues of Interest to be
Provided by February 13, 2014)
CIGIE Members,
The next CIGIE – GAO Annual Coordination Meeting will be held Friday, March 13, 2014, from 8:30
a.m. to noon. GAO has graciously agreed to host this meeting. Once GAO has confirmed the
conference room, I will provide that information.
At this time we are soliciting from each of you any issues of interest that you would like considered
for discussion at this meeting, please provide me that information by Friday, February 13, 2014.
Below is information relating to the meeting.
-------------------------------------------------
DATE: Friday, March 13, 2014
TIME: 8:30 am to 12 noon
LOCATION: U.S. GAO, 441 G Street, N.W., Washington, D.C. 20548
ROOM:
ATTENDEES: All IGs are invited to attend, or a designated representative of the IG if they are
unavailable. GAO's Executive Committee and Team Managing Directors will participate.
-------------------------------------------------
Please let me know if you have any questions.
Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV


From: Douglas Holt
To: CIGIE@list.nih.gov; "CIGIE-liaisons"; CIGIE-Audit@list.nih.gov; CIGIE-Auditliaisons@list.nih.gov
Cc: Jaclyn.Storch@nrc.gov; Mark Jones
Subject: SAVE THE DATE: FAEC 2018 Annual Conference (Sept 4-5) at PTO in Alexandria, VA
Date: Friday, August 10, 2018 1:23:30 PM

CIGIE Colleagues – Please see the following message from Brett Baker regarding the upcoming
FAEC annual conference.
 
Thank you.
 
Doug
 
--------
Hello everyone – The Federal Audit Executive Council will be holding its annual conference on
September 4-5, 2018 at the Patent and Trademark Office in Alexandria, VA. Conference
information, including registration instructions, can be found by clicking on the link below.   
 
Please share this with your staff and save the dates!  
 
https://www.ignet.gov/content/faec-2018-annual-conference
 
Best regards,
 
Brett
 
Dr. Brett M. Baker
Chair, Federal Audit Executive Council
Assistant Inspector General for Audit
U.S. Nuclear Regulatory Commission OIG

--------
 
Doug Holt
Executive Director, Training Institute
Council of the Inspectors General on Integrity and Efficiency
1717 H Street NW., Suite 825
Washington, DC 20006-3900

 (office)
 (cell)

202-254-0162 (fax)
@cigie.gov

 

(b) (6)

(b) (6)
(b) (6)

(b) (6)

mailto:douglas.holt@cigie.gov
mailto:CIGIE@list.nih.gov
mailto:cigie-liaisons@list.nih.gov
mailto:CIGIE-Audit@list.nih.gov
mailto:CIGIE-Auditliaisons@list.nih.gov
mailto:Jaclyn.Storch@nrc.gov
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=08d0b9580dba498eade958f2e28358ab-Mark Jones
https://www.ignet.gov/content/faec-2018-annual-conference


From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Senator Glenn Letter
Date: Tuesday, August 4, 2015 6:24:39 AM
Attachments: IGAccess.JGlennLtr.072315.pdf

Good Morning,

FYI - We wanted to share the attached letter from Senator Glenn regarding the access to records issues.  The letter
was posted on HSGAC's website late yesterday.

Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: SES 2018 Performance Review Board Members - Federal Register Notice
Date: Wednesday, September 19, 2018 9:41:14 AM
Attachments: image005.jpg

image006.jpg
2018 CIGIE PRB Members.pdf

Good Morning,
 
For those OIG offices with Senior Executive Service personnel (Title 5), we wanted to notify you of
the subject notice published in the Federal Register.  Attached is a copy of the Notice for your use.
 
Mark
 
Mark D. Jones
Executive Director
 

                                           

 

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
https://www.ignet.gov/
https://oversight.gov/
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Individuals who use a 
telecommunications device for the deaf 
(TTY–TDD) may call 1–800–833–3722 
between 8:00 a.m. and 8:00 p.m. Eastern 
Time, Monday through Friday. 
SUPPLEMENTARY INFORMATION: The OMB 
is particularly interested in comments 
which: 


• Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of CNCS, including whether 
the information will have practical 
utility; 


• Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions; 


• Propose ways to enhance the 
quality, utility, and clarity of the 
information to be collected; and 


• Propose ways to minimize the 
burden of the collection of information 
on those who are to respond, including 
through the use of appropriate 
automated, electronic, mechanical, or 
other technological collection 
techniques or other forms of information 
technology. 


Comments 
A 60-day Notice requesting public 


comment was published in the Federal 
Register on July 6, 2018 at 83 FR 31531. 
This comment period ended September 
4, 2018. No public comments were 
received from this Notice. 


Title of Collection: AmeriCorps Child 
Care Benefit Forms. 


OMB Control Number: 3045–0142. 
Type of Review: Renewal. 


Respondents/Affected Public: 
AmeriCorps members and child care 
providers for AmeriCorps members. 


Total Estimated Number of Annual 
Responses: 750 members, 1,500 child 
care providers. 


Total Estimated Number of Annual 
Burden Hours: 1,313 hours. 


Abstract: CNCS is soliciting 
comments concerning its Child Care 
application forms. These forms are 
submitted by members of AmeriCorps 
and by the child care providers 
identified by the member for the 
purpose of applying for, and receiving 
payment for, the care of children during 
the day while the member is in service. 
Completion of this information is 
required to be approved and required to 
receive payment for invoices. CNCS also 
seeks to continue using the currently 
approved information collection until 
the revised information collection is 
approved by OMB. CNCS seeks to renew 
the current information collection. The 
information collection will otherwise be 
used in the same manner as the existing 


application. CNCS also seeks to 
continue using the current application 
until the revised application is 
approved by OMB. The current 
application is due to expire on October 
31, 2018. 


Dated: September 12, 2018. 
E. Dahlin, 
Deputy Chief of Program Operations. 
[FR Doc. 2018–20175 Filed 9–17–18; 8:45 am] 


BILLING CODE 6050–28–P 


COUNCIL OF THE INSPECTORS 
GENERAL ON INTEGRITY AND 
EFFICIENCY 


Senior Executive Service Performance 
Review Board Membership 


AGENCY: Council of the Inspectors 
General on Integrity and Efficiency. 
ACTION: Notice. 


SUMMARY: This notice sets forth the 
names and titles of the current 
membership of the Council of the 
Inspectors General on Integrity and 
Efficiency (CIGIE) Performance Review 
Board as of October 1, 2018. 
DATES: This list is current as of October 
1, 2018. 
FOR FURTHER INFORMATION CONTACT: 
Individual Offices of Inspectors General 
at the telephone numbers listed below. 
SUPPLEMENTARY INFORMATION: 


I. Background 


The Inspector General Act of 1978, as 
amended, created the Offices of 
Inspectors General as independent and 
objective units to conduct and supervise 
audits and investigations relating to 
Federal programs and operations. The 
Inspector General Reform Act of 2008, 
established the Council of the Inspectors 
General on Integrity and Efficiency 
(CIGIE) to address integrity, economy, 
and effectiveness issues that transcend 
individual Government agencies; and 
increase the professionalism and 
effectiveness of personnel by developing 
policies, standards, and approaches to 
aid in the establishment of a well- 
trained and highly skilled workforce in 
the Offices of Inspectors General. The 
CIGIE is an interagency council whose 
executive chair is the Deputy Director 
for Management, Office of Management 
and Budget, and is comprised 
principally of the 73 Inspectors General 
(IGs). 


II. CIGIE Performance Review Board 


Under 5 U.S.C. 4314(c)(1)–(5), and in 
accordance with regulations prescribed 
by the Office of Personnel Management, 
each agency is required to establish one 


or more Senior Executive Service (SES) 
performance review boards. The 
purpose of these boards is to review and 
evaluate the initial appraisal of a senior 
executive’s performance by the 
supervisor, along with any 
recommendations to the appointing 
authority relative to the performance of 
the senior executive. The current 
members of the Council of the 
Inspectors General on Integrity and 
Efficiency Performance Review Board, 
as of October 1, 2018, are as follows: 


Agency for International Development 


Phone Number: (202) 712–1150 


CIGIE Liaison—Justin Brown (202) 712– 
1150 


Daniel Altman—Assistant Inspector 
General for Investigations. 


Thomas Yatsco—Assistant Inspector 
General for Audit. 


Jason Carroll—Assistant Inspector 
General for Management. 


Nicole Angarella—General Counsel to 
the Inspector General. 


Alvin A. Brown—Deputy Assistant 
Inspector General for Audit. 


Department of Agriculture 


Phone Number: (202) 720–8001 


CIGIE Liaison—Angel N. Bethea (202) 
720–8001 


Christy A. Slamowitz—Counsel to the 
Inspector General. 


Gilroy Harden—Assistant Inspector 
General for Audit. 


Steven H. Rickrode, Jr.—Deputy 
Assistant Inspector General for Audit. 


Yarisis Rivera Rojas—Deputy 
Assistant Inspector General for Audit. 


Ann M. Coffey—Assistant Inspector 
General for Investigations. 


Peter P. Paradis, Sr.—Deputy 
Assistant Inspector General for 
Investigations. 


Virginia E. B. Rone—Assistant 
Inspector General for Data Sciences. 


Robert J. Huttenlocker—Assistant 
Inspector General for Management. 


Department of Commerce 


Phone Number: (202) 482–4661 


CIGIE Liaison—Clark Reid (202) 482– 
4661 


Allen Crawley—Deputy Inspector 
General. 


E. Wade Green—Counsel to the 
Inspector General. 


Richard Bachman—Assistant 
Inspector General for Audits. 


Carol Rice—Assistant Inspector 
General for Audits. 


Mark Zabarsky—Principal Assistant 
Inspector General. 
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Department of Defense 


Phone Number: (703) 604–8324 


Acting CIGIE Liaison—Brett Mansfield 
(703) 604–8300 


Daniel R. Blair—Deputy Chief of Staff. 
Michael S. Child, Sr.—Deputy 


Inspector General for Overseas 
Contingency Operations. 


Carol N. Gorman—Assistant Inspector 
General for Readiness and Cyber 
Operations. 


Carolyn R. Hantz—Assistant Inspector 
General for Audit Policy and Oversight. 


Glenn A. Fine—Principal Deputy 
Inspector General. 


Janice M. Flores—Assistant Inspector 
General for Investigations, Internal 
Operations. 


Marguerite C. Garrison—Deputy 
Inspector General for Administrative 
Investigations. 


Theresa S. Hull—Assistant Inspector 
General for Acquisition and 
Sustainment Management. 


Kelly P. Mayo—Assistant Inspector 
General for Investigations. 


Troy M. Meyer—Principal Assistant 
Inspector General for Audit. 


Kenneth P. Moorefield—Deputy 
Inspector General for Special Plans and 
Operations. 


Dermot F. O’Reilly—Deputy Inspector 
General for Investigations. 


Michael J. Roark—Assistant Inspector 
General for Contract Management and 
Payment. 


Steven A. Stebbins—Chief of Staff. 
Randolph R. Stone—Deputy Inspector 


General for Policy and Oversight. 
Lorin T. Venable—Assistant Inspector 


General for Financial Management and 
Reporting. 


Jacqueline L. Wicecarver—Deputy 
Inspector General for Audit. 


Department of Education 


Phone Number: (202) 245–6900 


CIGIE Liaison—Keith Maddox (202) 
748–4339 


David Morris—Assistant Inspector 
General for Management Services. 


Bryon Gordon—Assistant Inspector 
General for Audit. 


Aaron Jordan—Assistant Inspector 
General for Investigations. 


Mark Smith—Deputy Assistant 
Inspector General for Investigations. 


Department of Energy 


Phone Number: (202) 586–4393 


CIGIE Liaison—Dustin Wright (202) 
586–1947 


April Stephenson—Principal Deputy 
Inspector General. 


Virginia Grebasch—Counsel to the 
Inspector General. 


Michelle Anderson—Deputy 
Inspector General for Audits and 
Inspections. 


John Dupuy—Deputy Inspector 
General for Investigations. 


Dustin Wright—Assistant Inspector 
General for Investigations. 


Sarah Nelson—Assistant Inspector 
General for Audits and Administration. 


Jennifer Quinones—Assistant 
Inspector General for Audits and 
Inspections—Eastern. 


Bruce Miller—Assistant Inspector 
General for Audits and Inspections— 
Western. 


Jack Rouch—Deputy Assistant 
Inspector General for Audits. 


Debra Solmonson—Deputy Assistant 
Inspector General for Audits and 
Inspections. 


John McCoy II—Deputy Assistant 
Inspector General for Audits. 


Environmental Protection Agency 


CIGIE Liaison—Jennifer Kaplan (202) 
566–0918 


Charles Sheehan—Deputy Inspector 
General. 


Alan Larsen—Counsel to the 
Inspector General and Assistant 
Inspector General for Congressional and 
Public Affairs. 


Kevin Christensen—Assistant 
Inspector General for Audits and 
Evaluation. 


Edward Shields—Assistant Inspector 
General for Management. 


Federal Labor Relations Authority 


Phone Number: (202) 218–7744 


CIGIE Liaison—Dana Rooney (202) 218– 
7744 


Dana Rooney—Inspector General. 


Federal Maritime Commission 


Phone Number: (202) 523–5863 


CIGIE Liaison—Jon Hatfield (202) 523– 
5863 


Jon Hatfield—Inspector General. 


Federal Trade Commission 


Phone Number: (202) 326–2355 


CIGIE Liaison—Andrew Katsaros (202) 
326–2355 


Andrew Katsaros—Acting Inspector 
General. 


General Services Administration 


Phone Number: (202) 501–0450 


CIGIE Liaison—Jennifer Ross (202) 273– 
3042 


Robert C. Erickson—Deputy Inspector 
General. 


Larry L. Gregg—Associate Inspector 
General. 


Edward Martin—Counsel to the 
Inspector General. 


R. Nicholas Goco—Assistant Inspector 
General for Audits. 


Barbara Bouldin—Deputy Assistant 
Inspector General for Acquisition 
Program Audits. 


Brian Gibson—Deputy Assistant 
Inspector General for Real Property 
Audits. 


James E. Adams—Assistant Inspector 
General for Investigations. 


Patricia D. Sheehan—Assistant 
Inspector General for Inspections. 


Department of Health and Human 
Services 


Phone Number: (202) 619–3148 


CIGIE Liaison—Elise Stein (202) 619– 
2686 


Joanne Chiedi—Principal Deputy 
Inspector General. 


Christi Grimm—Chief of Staff. 
Robert Owens, Jr.—Deputy Inspector 


General for Management and Policy. 
Caryl Brzymialkiewicz—Assistant 


Inspector General/Chief Data Officer. 
Chris Chilbert—Assistant Inspector 


General/Chief Information Officer. 
Gary Cantrell—Deputy Inspector 


General for Investigations. 
Les Hollie—Assistant Inspector 


General for Investigations. 
Thomas O’Donnell—Assistant 


Inspector General for Investigations. 
Suzanne Murrin—Deputy Inspector 


General for Evaluation and Inspections. 
Erin Bliss—Assistant Inspector 


General for Evaluation and Inspections. 
Ann Maxwell—Assistant Inspector 


General for Evaluation and Inspections. 
Gregory Demske—Chief Counsel to 


the Inspector General. 
Robert DeConti—Assistant Inspector 


General for Legal Affairs. 
Lisa Re—Assistant Inspector General 


for Legal Affairs. 
Gloria Jarmon—Deputy Inspector 


General for Audit Services. 
Amy Frontz—Assistant Inspector 


General for Audit Services. 
Carrie Hug—Assistant Inspector 


General for Audit Services. 
Brian Ritchie—Assistant Inspector 


General for Audit Services. 


Department of Homeland Security 


Phone Number: (202) 981–6000 


CIGIE Liaison—Erica Paulson (202) 
981–6392 


John Kelly—Acting Inspector General/ 
Deputy Inspector General. 


Jennifer Costello—Chief Operating 
Officer/Acting Assistant Inspector 
General for Inspections and Evaluations. 


Diana Shaw—Assistant Inspector 
General for Legal Affairs. 
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Donald Bumgardner—Deputy 
Assistant Inspector General for Audits. 


Maureen Duddy—Deputy Assistant 
Inspector General for Audits. 


Erica Paulson—Assistant Inspector 
General for External Affairs. 


Sondra McCauley—Assistant 
Inspector General for Information 
Technology Audits/Acting Assistant 
Inspector General for Audits. 


Michele Kennedy—Assistant 
Inspector General for Investigations. 


Dennis McGunagle—Deputy Assistant 
Inspector General for Investigations. 


Thomas Salmon—Assistant Inspector 
General for Integrity and Quality 
Oversight. 


Louise M. McGlathery—Assistant 
Inspector General for Management. 


Department of Housing and Urban 
Development 


Phone Number: (202) 708–0430 


CIGIE Liaison—Michael White (202) 
402–8410 


Nicholas Padilla—Assistant Inspector 
General for Investigation. 


Robert Kwalwasser—Deputy Assistant 
Inspector General for Investigation. 


Frank Rokosz—Deputy Assistant 
Inspector General for Audit. 


John Buck—Deputy Assistant 
Inspector General for Audit. 


Kimberly Randall—Deputy Assistant 
Inspector General for Audit. 


Laura Farrior—Deputy Assistant 
Inspector General for Management. 


Christopher Webber—Deputy 
Assistant Inspector General for 
Information Technology. 


Jeremy Kirkland—Counsel to the 
Inspector General. 


Brian Pattison—Assistant Inspector 
General for Evaluation. 


Department of the Interior 


Phone Number: (202) 208–5635 


CIGIE Liaison—Karen Edwards (202) 
208–5635 


Mary Kendall—Deputy Inspector 
General (Acting). 


Steve Hardgrove—Chief of Staff. 
Kimberly McGovern—Assistant 


Inspector General for Audits, 
Inspections and Evaluations. 


Matthew Elliott—Assistant Inspector 
General for Investigations. 


Bruce Delaplaine—General Counsel. 
Roderick Anderson—Assistant 


Inspector General for Management. 


Department of Justice 


Phone Number: (202) 514–3435 


CIGIE Liaison—John Lavinsky (202) 
514–3435 


William M. Blier—Deputy Inspector 
General. 


Michael Sean O’Neill—Assistant 
Inspector General for Oversight and 
Review. 


Jason R. Malmstrom—Assistant 
Inspector General for Audit. 


Mark L. Hayes—Deputy Assistant 
Inspector General for Audit. 


Eric A. Johnson—Assistant Inspector 
General for Investigations. 


Margaret Elise Chawaga—Deputy 
Assistant Inspector General for 
Investigations. 


Nina S. Pelletier—Assistant Inspector 
General for Evaluation and Inspections. 


Gregory T. Peters—Assistant Inspector 
General for Management and Planning. 


Cynthia Lowell—Deputy Assistant 
Inspector for Management and Planning. 


Department of Labor 


Phone Number: (202) 693–5100 


CIGIE Liaison—Luiz A. Santos (202) 
693–7062 


Larry D. Turner—Deputy Inspector 
General. 


Dee Thompson—Counsel to the 
Inspector General. 


Elliot P. Lewis—Assistant Inspector 
General for Audit. 


Debra D. Pettitt—Deputy Assistant 
Inspector General for Audit. 


Laura B. Nicolosi—Deputy Assistant 
Inspector General for Audit. 


Cheryl Garcia—Assistant Inspector 
General for Investigations—Labor 
Racketeering and Fraud. 


Leia Burks—Deputy Assistant 
Inspector General for Investigations— 
Labor Racketeering and Fraud. 


Thomas D. Williams—Assistant 
Inspector General for Management and 
Policy. 


Charles Sabatos—Deputy Assistant 
Inspector General for Management and 
Policy. 


Luiz A. Santos—Assistant Inspector 
General for Congressional and Public 
Relations. 


Jessica Southwell—Chief Performance 
and Risk Management Officer. 


National Aeronautics and Space 
Administration 


Phone Number: (202) 358–1220 


CIGIE Liaison—Renee Juhans (202) 358– 
1712 


George A. Scott—Deputy Inspector 
General. 


Frank LaRocca—Counsel to the 
Inspector General. 


James R. Ives—Assistant Inspector 
General for Investigations. 


James L. Morrison—Assistant 
Inspector General for Audits. 


Ross W. Weiland—Assistant Inspector 
General for Management Planning. 


National Archives and Records 
Administration 


Phone Number: (301) 837–3000 


CIGIE Liaison—John Simms (301) 837– 
3000 


Jewel Butler—Assistant Inspector 
General for Audit. 


Jason Metrick—Assistant Inspector 
General for Investigations. 


National Labor Relations Board 


Phone Number: (202) 273–1960 


CIGIE Liaison—Robert Brennan (202) 
273–1960 


David P. Berry—Inspector General. 


National Science Foundation 


Phone Number: (703) 292–7100 


CIGIE Liaison—Lisa Vonder Haar (703) 
292–2989 


Megan Wallace—Assistant Inspector 
General for Investigations. 


Mark Bell—Assistant Inspector 
General for Audits. 


Alan Boehm—Assistant Inspector 
General for Management. 


Ken Chason—Counsel to the Inspector 
General. 


Nuclear Regulatory Commission 


Phone Number: (301) 415–5930 


CIGIE Liaison—Judy Gordon (301) 415– 
5913 


David C. Lee—Deputy Inspector 
General. 


Rocco J. Pierri—Assistant Inspector 
General for Investigations. 


Brett M. Baker—Assistant Inspector 
General for Audits. 


Office of Personnel Management 


Phone Number: (202) 606–1200 


CIGIE Liaison—Kevin T. Miller (202) 
606–2030 


Norbert E. Vint—Deputy Inspector 
General/Acting Inspector General. 


Michael R. Esser—Assistant Inspector 
General for Audits. 


Melissa D. Brown—Deputy Assistant 
Inspector General for Audits. 


Lewis F. Parker, Jr.—Deputy Assistant 
Inspector General for Audits. 


Drew M. Grimm—Assistant Inspector 
General for Investigations. 


Thomas W. South—Deputy Assistant 
Inspector General for Investigations. 


James L. Ropelewski—Assistant 
Inspector General for Management. 


Nicholas E. Hoyle—Deputy Assistant 
Inspector General for Management. 


Gopala Seelamneni—Chief 
Information Technology Officer. 
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Peace Corps 


Phone Number: (202) 692–2900 


CIGIE Liaison—Joaquin Ferrao (202) 
692–2921 


Kathy Buller—Inspector General 
(Foreign Service). 


Joaquin Ferrao—Deputy Inspector 
General and Legal Counsel (Foreign 
Service). 


United States Postal Service 


Phone Number: (703) 248–2100 


CIGIE Liaison—Agapi Doulaveris (703) 
248–2286 


Elizabeth Martin—General Counsel. 
Gladis Griffith—Deputy General 


Counsel. 
Mark Duda—Assistant Inspector 


General for Audits. 


Railroad Retirement Board 


Phone Number: (312) 751–4690 


CIGIE Liaison—Jill Roellig (312) 751– 
4993 


Patricia A. Marshall—Counsel to the 
Inspector General. 


Heather Dunahoo—Assistant 
Inspector General for Audit. 


Louis Rossignuolo—Assistant 
Inspector General for Investigations. 


Small Business Administration 


Phone Number: (202) 205–6586 


CIGIE Liaison—Sheldon R. Shoemaker 
(202) 205–0080 


Mark P. Hines—Assistant Inspector 
General for Investigations. 


Andrea Deadwyler—Assistant 
Inspector General for Audits. 


Social Security Administration 


Phone Number: (410) 966–8385 


CIGIE Liaison—Walter E. Bayer, Jr. (202) 
358–6319 


Gale Stallworth Stone—Deputy 
Inspector General/Acting Inspector 
General. 


Steven L. Schaeffer—Chief of Staff. 
Rona Lawson—Assistant Inspector 


General for Audit. 
Kimberly Byrd—Deputy Assistant 


Inspector General for Audit. 
Joseph Gangloff—Chief Counsel to the 


Inspector General. 
Michael Robinson—Senior Advisor to 


the Inspector General for Law 
Enforcement. 


Jennifer Walker—Deputy Assistant 
Inspector General for Investigations/ 
Acting Assistant Inspector General for 
Investigations. 


Joscelyn Funnié—Deputy Assistant 
Inspector General for Communications 
and Resource Management/Acting 


Assistant Inspector General for 
Communications and Resource 
Management. 


Special Inspector General for the 
Troubled Asset Relief Program 


Phone Number: (202) 622–1419 


CIGIE Liaison—Kevin Gerrity (202) 622– 
8670 


Christopher Bosland—Deputy Chief of 
Staff. 


Department of State and the 
Broadcasting Board of Governors 


Phone Number: (571) 348–3804 


CIGIE Liaison—Sarah Breen (571) 348– 
3992 


Emilia DiSanto—Deputy Inspector 
General. 


Michael H. Mobbs—General Counsel. 
Norman P. Brown—Assistant 


Inspector General for Audits. 
Sandra J. Lewis—Assistant Inspector 


General for Inspections. 
Michael T. Ryan—Assistant Inspector 


General for Investigations. 
Cathy D. Alix—Assistant Inspector 


General for Management. 
Karen J. Ouzts—Assistant Inspector 


General for Enterprise Risk 
Management. 


Kevin S. Donohue—Deputy General 
Counsel. 


Gayle L. Voshell—Deputy Assistant 
Inspector General for Audits. 


Tinh T. Nguyen—Deputy Assistant 
Inspector General for Audits, Middle 
East Region Operations. 


Lisa R. Rodely—Deputy Assistant 
Inspector General for Inspections. 


Jeffrey D. Johnson—Deputy Assistant 
Inspector General for Inspections. 


Brian Grossman—Deputy Assistant 
Inspector General for Investigations. 


Donna J. Butler— Deputy Assistant 
Inspector General for Management. 


Department of Transportation 


Phone Number: (202) 366–1959 


CIGIE Liaison—Nathan P. Richmond: 
(202) 493–0422 


Mitchell L. Behm—Deputy Inspector 
General. 


Brian A. Dettelbach—Assistant 
Inspector General for Legal, Legislative, 
and External Affairs. 


Dr. Eileen Ennis—Assistant Inspector 
General for Administration and 
Management. 


Michelle T. McVicker—Principal 
Assistant Inspector General for 
Investigations. 


Max Smith—Deputy Assistant 
Inspector General for Investigations. 


Joseph W. Comé—Principal Assistant 
Inspector General for Auditing and 
Evaluation. 


Charles A. Ward—Assistant Inspector 
General for Audit Operations and 
Special Reviews. 


Matthew E. Hampton—Assistant 
Inspector General for Aviation Audits. 


Barry DeWeese—Assistant Inspector 
General for Surface Transportation 
Audits. 


Louis C. King—Assistant Inspector 
General for Financial and Information 
Technology Audits. 


Mary Kay Langan-Feirson—Assistant 
Inspector General for Acquisition and 
Procurement Audits. 


David Pouliott—Deputy Assistant 
Inspector General for Surface 
Transportation Audits. 


Anthony Zakel—Deputy Assistant 
Inspector General for Aviation Audits. 


Department of the Treasury 


Phone Number: (202) 622–1090 


CIGIE Liaison—Rich Delmar (202) 927– 
3973 


Richard K. Delmar—Counsel to the 
Inspector General. 


Tricia L. Hollis—Assistant Inspector 
General for Management. 


John L. Phillips—Assistant Inspector 
General for Investigations. 


Jerry S. Marshall—Deputy Assistant 
Inspector General for Investigations. 


Deborah L. Harker—Assistant 
Inspector General for Audit. 


Pauletta Battle—Deputy Assistant 
Inspector General for Financial 
Management and Transparency Audits. 


Lisa A. Carter—Deputy Assistant 
Inspector General for Financial Sector 
Audits. 


Donna F. Joseph—Deputy Assistant 
Inspector General for Cyber and 
Financial Assistance Audits. 


Treasury Inspector General for Tax 
Administration/Department of the 
Treasury 


Phone Number: (202) 622–6500 


CIGIE Liaison—David Barnes (Acting) 
(202) 622–3062 


Thomas Carter—Deputy Chief 
Counsel. 


Gladys Hernandez—Chief Counsel. 
James Jackson—Deputy Inspector 


General for Investigations. 
Gregory Kutz—Acting Deputy 


Inspector General for Inspections and 
Evaluations/Assistant Inspector General 
for Audit (Management Services & 
Exempt Organizations). 


Nancy LaManna—Assistant Inspector 
General for Audit (Management, 
Planning & Workforce Development). 


Russell Martin—Assistant Inspector 
General for Audit (Returns Processing & 
Account Services). 


Michael McKenney—Deputy 
Inspector General for Audit. 
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Randy Silvis—Assistant Inspector 
General for Investigations (Field 
Divisions). 


George Jakabcin—Chief Information 
Officer. 


Danny Verneuille—Assistant 
Inspector General for Audit (Security 
and Information Technology Services). 


Matthew Weir—Assistant Inspector 
General for Audit (Compliance and 
Enforcement Operations). 


Department of Veterans Affairs 


Phone Number: (202) 461–4720 


CIGIE Liaison—Jennifer Geldhof (202) 
461–4677 


Roy Fredrikson—Deputy Counselor to 
the Inspector General. 


Brent Arronte—Deputy Assistant 
Inspector General for Audits and 
Evaluations. 


John D. Daigh—Assistant Inspector 
General for Healthcare Inspections. 


Dated: September 12, 2018. 
Mark D. Jones, 
Executive Director. 
[FR Doc. 2018–20243 Filed 9–17–18; 8:45 am] 


BILLING CODE 6820–C9–P 


DEPARTMENT OF EDUCATION 


[Docket No. ED–2018–ICCD–0096] 


Agency Information Collection 
Activities; Comment Request; High 
School and Beyond 2020 (HS&B:20) 
Base-Year Field Test Sampling and 
Recruitment 


AGENCY: National Center for Education 
Statistics (NCES), Department of 
Education (ED). 
ACTION: Notice. 


SUMMARY: In accordance with the 
Paperwork Reduction Act of 1995, ED is 
proposing a new information collection. 
DATES: Interested persons are invited to 
submit comments on or before 
November 19, 2018. 
ADDRESSES: To access and review all the 
documents related to the information 
collection listed in this notice, please 
use http://www.regulations.gov by 
searching the Docket ID number ED– 
2018–ICCD–0096. Comments submitted 
in response to this notice should be 
submitted electronically through the 
Federal eRulemaking Portal at http://
www.regulations.gov by selecting the 
Docket ID number or via postal mail, 
commercial delivery, or hand delivery. 
Please note that comments submitted by 
fax or email and those submitted after 
the comment period will not be 
accepted. Written requests for 
information or comments submitted by 


postal mail or delivery should be 
addressed to the Director of the 
Information Collection Clearance 
Division, U.S. Department of Education, 
550 12th Street SW, PCP, Room 9086, 
Washington, DC 20202–0023. 
FOR FURTHER INFORMATION CONTACT: For 
specific questions related to collection 
activities, please contact Kashka 
Kubzdela, 202–245–7377 or email 
NCES.Information.Collections@ed.gov. 
SUPPLEMENTARY INFORMATION: The 
Department of Education (ED), in 
accordance with the Paperwork 
Reduction Act of 1995 (PRA) (44 U.S.C. 
3506(c)(2)(A)), provides the general 
public and Federal agencies with an 
opportunity to comment on proposed, 
revised, and continuing collections of 
information. This helps the Department 
assess the impact of its information 
collection requirements and minimize 
the public’s reporting burden. It also 
helps the public understand the 
Department’s information collection 
requirements and provide the requested 
data in the desired format. ED is 
soliciting comments on the proposed 
information collection request (ICR) that 
is described below. The Department of 
Education is especially interested in 
public comment addressing the 
following issues: (1) Is this collection 
necessary to the proper functions of the 
Department; (2) will this information be 
processed and used in a timely manner; 
(3) is the estimate of burden accurate; 
(4) how might the Department enhance 
the quality, utility, and clarity of the 
information to be collected; and (5) how 
might the Department minimize the 
burden of this collection on the 
respondents, including through the use 
of information technology. Please note 
that written comments received in 
response to this notice will be 
considered public records. 


Title of Collection: High School and 
Beyond 2020 (HS&B:20) Base-Year Field 
Test Sampling and Recruitment. 


OMB Control Number: 1850—NEW. 
Type of Review: A new information 


collection. 
Respondents/Affected Public: 


Individuals or Households. 
Total Estimated Number of Annual 


Responses: 4,836. 
Total Estimated Number of Annual 


Burden Hours: 2,721. 
Abstract: The High School and 


Beyond 2020 study (HS&B:20) will be 
the sixth in a series of longitudinal 
studies at the high school level 
conducted by the National Center for 
Education Statistics (NCES), within the 
Institute of Education Sciences (IES) of 
the U.S. Department of Education. 
HS&B:20 will follow a nationally- 


representative sample of ninth grade 
students from the start of high school in 
the fall of 2020 to the spring of 2024 
when most will be in twelfth grade. The 
study sample will be freshened in 2024 
to create a nationally representative 
sample of twelfth-graders. A high school 
transcript collection and additional 
follow-up data collections beyond high 
school are also planned. The NCES 
secondary longitudinal studies examine 
issues such as students’ readiness for 
high school; the risk factors associated 
with dropping out of high school; high 
school completion; the transition into 
postsecondary education and access/ 
choice of institution; the shift from 
school to work; and the pipeline into 
science, technology, engineering, and 
mathematics (STEM). They inform 
education policy by tracking long-term 
trends and elucidating relationships 
among student, family, and school 
characteristics and experiences. 
HS&B:20 will follow the Middle Grades 
Longitudinal Study of 2017/18 
(MGLS:2017) which followed the Early 
Childhood Longitudinal Study, 
Kindergarten Cohort of 2011 (ECLS– 
K:2011), thereby allowing for the study 
of all transitions from elementary school 
through high school and into higher 
education and/or the workforce. 
HS&B:20 will include surveys of 
students, parents, students’ math 
teachers, counselors, and 
administrators. Students will also 
receive assessments in mathematics and 
reading, and be given a 2-minute vision 
test and a 10-minute hearing test. This 
request is to conduct, beginning in 
January 2019, state, school district, 
school, and parent recruitment 
activities, including collection of 
student rosters and selection of the base- 
year field test sample in preparation for 
the HS&B:20 base-year field test, 
scheduled to take place in the fall of 
2019. Approval for the base-year field 
test data collection and base-year full- 
scale sampling and recruitment 
activities will be requested in a separate 
submission in early 2019. 


Dated: September 13, 2018. 


Kate Mullan, 
Acting Director, Information Collection 
Clearance Division, Office of the Chief Privacy 
Officer, Office of Management. 
[FR Doc. 2018–20216 Filed 9–17–18; 8:45 am] 
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From: Council of IGs Liaisons on behalf of M. P. Leary
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Solicitation of Strategic Planning Working Group Members (Inspector General Level)
Date: Monday, December 3, 2018 3:09:11 PM
Attachments: image001.gif

All:
            With the adoption of the 2019 CIGIE Performance Plan this month, one of the early -
and critical – tasks before us is to establish a Strategic Planning Working Group (SPWG). 
 This WG will be an essential part of the “planning cycle” I have spoken to you about.  We
are seeking to comprise the working group of 10 to 12 Inspectors General representing as
broad a diversity of  IG offices as possible and not currently represented on the Executive
Council (EC). 
            The broad responsibilities of the WG will be to act as a principal forum for seeking
ways and means to implement the vision, goals and objectives embodied in the current
CIGIE Five Year Strategic Plan.  These ways and means will be translated into
recommendations for the Executive Council to consider and further pass on to the full
membership as they see appropriate. 
             The WG will have direct influence on the strategic direction in which CIGIE moves
by potentially offering adjustments to the current Five Year Plan and its attendant annual
Performance Plans, in addition to shaping the content of the next Five Year Plan.   
             The WG will meet periodically as it determines, but at a minimum, 4 times a year to
include a March half day "offsite" that will precede, and provide specific strategic input in
the form of recommendations into, the Executive Council offsite in April of each year. 
             Beyond the WG appointing a Chair and Vice Chair, the WG will be self-organizing
and self-driven.  It will be supported and facilitated by the CIGIE Strategic Planner.  It is
also anticipated that it will have a close relationship with the EC, to include receiving
ongoing feedback and guidance, and possibly providing updates and presentations on
progress at regular EC meetings.  
              

An initial meeting of the WG is set for January, 2019, with the details to be provided
at a later date once we have identified the members.  If you have an interest or wish to
speak further on possible participation, please contact me directly at the email and number
below.  In order to meet in January we will need to set the WG members before the 18th of
December. 

Thanks,
 
r/
 
/mpl/
 
Michael P. Leary
Executive for Strategic Planning
Council of Inspectors General for Integrity and Efficiency
(CIGIE)

 
(b) (6)

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
mailto:/o=ExchangeLabs/ou=Exchange Administrative Group (FYDIBOHF23SPDLT)/cn=Recipients/cn=4e750e99136a4cbc8478f4b9fbd66939-Michael.lea
mailto:CIGIE-LIAISONS@LIST.NIH.GOV



From: Council of IGs Liaisons on behalf of Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Thank You and the Best to You
Date: Monday, December 31, 2018 12:03:03 PM
Attachments: image002.jpg

image004.jpg

Good Afternoon,
 
As some of you may know, I am retiring today.  It has been a pleasure and an honor to have
had the opportunity to work with many of you over the past several years during my career
with CIGIE, as well as with USDA OIG and USDA’s Animal and Plant Health Inspection Service.  I
have met so many wonderful and talented professionals during my career, which I believe is a
testament to the cadre of folks that are drawn to public service.  As I move on to the next
chapter in my life, I will miss the extremely important work of the OIG community and more
importantly all of you who are contributing to better government. 
 
I wish all of you the best.
 
Mark
 
Mark D. Jones
Executive Director
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From: Council of IGs Liaisons on behalf of Mike Diavolikis
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Two new OIG appearances on Government Matters and a call for interview proposals
Date: Wednesday, August 15, 2018 3:58:41 PM
Attachments: image002.jpg
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Form - Government Matters.pdf
OIG Appearances on Government Matters as of 08-15-2018.pdf

CIGIE Liaisons,
 
Good afternoon, everyone. If your IG or other staff member would like to highlight a recent topic, report,
audit, or investigation on Government Matters, please complete the attached form. Please share this with
your staff.
 
The next IG segment is Tuesday, September 11. Therefore, please return the form by Friday, August 31. If
your IG or other staff member isn’t available for the taping and airing on September 11, he or she is welcome
to schedule another day, just let me know what days are convenient for your official. The non-confrontational
interviews on Government Matters are an easy way to advance your public affairs campaigns.
 
This past week, two OIG officials appeared on the program to highlight recent publications from their office.
You can click on the screenshots below to view their interview.
 
On Sunday, August 12, Troy Meyer, Assistant IG of Audit at the DoD OIG, discussed the more than 1,500 open
recommendations in DoD OIG’s 2018 open recommendations compendium. Yesterday, Charles Brunton,
Program Analyst at EPA OIG, discussed a report on management weaknesses during the Flint, Michigan, water
crisis. Please view their interviews to learn more.
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Proposal to appear on the September 11, 2018, segment. Proposals are due by August 31, 2018.


Please fill out this form if you are interested in highlighting an inspector general topic or report on the TV news program 
Government Matters. Do not send your proposal to Government Matters. Click the Submit to CIGIE button below to 
send the completed form to CIGIE, who will then submit all proposals on our members’ behalf to Government Matters. 
See the attached Fact Sheet and Instructions attachments for more information. Required fields (*) are denoted.


Proposed Segment  Category:  Audit    Evaluation/Inspection    Investigation    Law/Legislation    Other


Topic or Report*


Description (2–3 sentences; if the proposal is to discuss a report, please indicate the date it was issued)*


Guest
Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Joint Guest (please fill out the below section with information on another guest if you are appearing jointly)


Name Title


Agency OIG


E-mail Phone (office) Phone (mobile)


Bio (please provide up to 4 bulleted items)
•
•
•
•


Additional Information


Point of Contact (please fill out the below section if the guest(s) have a preferred OIG point of contact)


Name Title


E-mail Phone (office) Phone (mobile)


Submit to CIGIE Save Print E-mail a Copy


Proposal to Appear on the Inspector 
General Segment of Government Matters



http://govmatters.tv/








What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the 
challenges and issues facing federal managers and highlighting success stories 
within the federal community,” is soliciting IGs and senior OIG staff to appear on 
their program to highlight a recent IG topic or report. IG segments air the second 
Tuesday of every month. The interviews are non-confrontational and will help the 
IG community with public affairs outreach campaigns. Government Matters airs 
weeknights on News Channel 8 at 8:00 p.m. and 11:00 p.m. and on Sundays on ABC7 
at 10:30 a.m. IG segments are typically 5–8 minutes long. You can learn more about 
Government Matters at http://govmatters.tv/.



What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use 
the form supplied by CIGIE and do not send your proposal directly to Government 
Matters. Government Matters will contact you to further discuss interested proposals. 
If you need a form, please e-mail mike.diavolikis@cigie.gov.



What topics or reports can I propose to discuss?
You can propose to discuss any area of IG work, including audits, evaluations, 
inspections, investigations, and legislation.



Who can appear on the IG segment?
Although IGs are the preferred guest(s), Government Matters encourages all senior 
OIG staff to submit proposals, such as Deputy IGs, Assistant IGs for Auditing, and 
Assistant IGs for Investigations. Subject matter experts in other key OIG work areas 
or who have recently completed a notable report or work product are also encouraged 
to submit proposals.



Which IGs have appeared on the show?
To date, the Honorable Michael E. Horowitz (Department of Justice), the Honorable 
Carol Fortine Ochoa (General Services Administration), the Honorable Michael 
J. Missal (Department of Veterans Affairs), the Honorable Kathleen S. Tighe
(Department of Education), the Honorable Paul K. Martin (National Aeronautics
and Space Administration), Glenn A. Fine (Department of Defense), Tammy
L. Whitcomb (U.S. Postal Service), and Robert A. (Bob) Westbrooks (Pension Benefit
Guaranty Corporation) have appeared on the show. Click on any screenshot to view
their video. You can find more interviews with senior OIG staff members at http://
govmatters.tv/search/?q=inspector+general.



When and where is Government Matters taped?
IG segments are taped the morning the show is aired in studios located at 
1100 Wilson Blvd., Arlington, Virginia (less than two blocks away from the Rosslyn 
Metro Station). Click here to open Google Maps for directions. If selected to appear, 
you should arrive at the studios by 9:45 a.m. and expect to remain for about an hour.



Can I appear with another OIG colleague to discuss joint projects or topics?
Yes, but if you would like to appear with OIG collaborators to discuss a topic, please 
limit the total number of proposed guests to no more than three.



Can my OIG submit more than one proposal?
Yes, simply copy the empty form and submit one form for each proposal. 



Who is the host of Government Matters?
“Francis Rose, an award-winning broadcaster and journalist, who has covered all 
branches of government since 1998. He hosted “In Depth with Francis Rose” on 
Federal News Radio from 2008 to 2015. Before joining Federal News Radio, he 
covered the executive and legislative branches as a host/anchor on C-SPAN Radio.”



IG Horowitz discusses cyber 
protections at the FBI



IG Ochoa discusses GSA progress 
regarding DATA Act deadlines



IG Missal discusses his top concerns at 
the Department of Veterans Affairs



IG Westbrooks discusses the 
mission of his office at PBGC



IG Horowitz and Acting IG Whitcomb 
discuss the launch of Oversight.gov



IG Tighe discusses vulnerabilities  
in information security programs



IG Martin discusses NASA’s plans 
for human exploration of Mars



Acting IG Fine discusses the 
principles of highly effective IGs



Fact Sheet about Government Matters  
for the Offices of Inspector General





http://govmatters.tv/doj-oig-fbi-cyber-threat-review-made-progress-still-needs-work/


http://govmatters.tv/inspectors-general-launch-oversight-gov/


https://govmatters.tv/pension-benefit-guaranty-corporation-ig-lays-out-priorities/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/doe-seeks-new-maturity-model-for-information-security/


http://govmatters.tv/the-principles-of-highly-effective-inspectors-general/


http://govmatters.tv/ig-report-nasas-plans-for-human-exploration-of-mars/


https://www.google.com/maps/dir//1100+Wilson+Blvd,+Arlington,+VA+22209/@38.8945631,-77.0723568,17z/data=!4m16!1m7!3m6!1s0x89b7b659863e64c3:0x62fe2ec7e9264f6a!2s1100+Wilson+Blvd,+Arlington,+VA+22209!3b1!8m2!3d38.8945631!4d-77.0701681!4m7!1m0!1m5!1m1!1s0x89b7b659863e64c3:0x62fe2ec7e9264f6a!2m2!1d-77.0701681!2d38.8945631
















This form provides a quick and easy way for you to submit your proposal to discuss on Government Matters 
your IG topic or report. By hovering over fields, you can read some tips about entering information. Be sure to 
read the accompanying Fact Sheet.



Proposed Segment
•	  Select the category appropriate to your topic or report. If your topic or report covers multidisciplinary 



categories, please select all that apply.
•	  Enter the topic or report name and provide a brief description, which are required fields. You may include a 



hyperlink to a report.
•	 If you’re proposing to discuss a report, please indicate the date it was issued.



Guest
•	  Enter the contact information about the guest.
•	  Provide up to four lines of bio text that may be used on-screen during the show. See the examples below or 



click the screenshots to view the video. These four bio lines may be modified or expanded upon later.



Joint Guest (optional)
If you’re proposing a joint guest, enter his or her contact information and bio lines. If you’re proposing a third 
guest, use the Additional Information field to add that information.



Additional Information (optional)
Enter any additional information about the topic or report or about the guest or joint guest you wish to include.



Point of Contact (optional)
If someone is coordinating the proposal on behalf of the guest(s), such as a public affairs staff member or 
administrative assistant, enter his or her contact information.



Submit the Form
Click the Submit to CIGIE button to e-mail the completed form to CIGIE, who will send the proposal to 
Government Matters on your behalf. This button will open your default e-mail program and pre-insert the 
e-mail addresses of CIGIE staff who oversee this process. Do not send the form directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals.



You can also Save the form to your computer or network, Print a hard copy, or E-mail a Copy of the form to 
others for review, coordination, or archiving, such as your public affairs office, legislative office, or senior officials.



Form Instructions to Propose to Appear on 
the IG Segment of Government Matters



IG Horowitz Bio (at 01:45) IG Ochoa Bio (at 01:12) IG Missal Bio (at 01:55)





http://govmatters.tv/senate-passes-2016-inspector-general-empowerment-act/


http://govmatters.tv/eight-key-steps-to-implement-the-data-act/


http://govmatters.tv/oversight-at-the-department-of-veterans-affairs/











		Fact Sheet: 

		Instructions: 

		Category Audit: Off

		Category Eval: 

		/Inspect: Off



		Category Investigation: Off

		Category Law/Legislation: Off

		Category Other: Off

		Topic or Report: 

		Description: 

		Guest Name: 

		Guest Title: 

		Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Guest E-mail: 

		Guest Phone office: 

		Guest Phone mobile: 

		Guest Bio Line 1: 

		Guest Bio Line 2: 

		Guest Bio Line 3: 

		Guest Bio Line 4: 

		Joint Guest Name: 

		Joint Guest Title: 

		Joint Guest Agency OIG: [<Select from the drop-down list button on the far right>]

		Joint Guest E-mail: 

		Joint Guest Phone office: 

		Joint Guest Phone mobile: 

		Joint Guest Bio Line 1: 

		Joint Guest Bio Line 2: 

		Joint Guest Bio Line 3: 

		Joint Guest Bio Line 4: 

		Additional Information: 

		POC Name: 

		POC Title: 

		POC E-mail: 

		POC Phone office: 

		POC Phone mobile: 

		Submit: 

		Save: 

		Print: 

		E-mail: 








Click on any screenshot below to view the video of an IG interview on Government Matters.


Recent IG Appearances on Government Matters


NASA IG Paul Martin discusses NASA’s 
plans for human exploration of Mars.


GSA IG Carol Ochoa discusses GSA 
progress with DATA Act deadlines.


DOJ IG Michael Horowitz discusses 
cyber protections at the FBI.


DOJ IG Michael Horowitz discusses 
the IG Empowerment Act of 2016.


Acting DoD IG Glenn Fine discusses 
the principles of highly effective IGs.


VA IG Michael Missal discusses his 
top areas of concern at the VA.


Education IG Kathleen Tighe discusses 
the department’s vulnerabilities in 
information security programs.


PBGC IG Robert (Bob) Westbrooks 
discusses the mission of his office and 
his priorities to oversee the agency 
responsible for pension benefits.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses Overseas Contingency 
Operations in his role as Lead IG for 
oversight of those missions.


DOJ IG/CIGIE Chair Michael Horowitz 
and NSF IG/CIGIE Vice-Chair Allison 
Lerner discuss CIGIE’s Top Management 
and Performance Challenges report.


Principal Deputy IG Glenn Fine, DoD 
OIG, discusses a DoD-wide financial 
audit.


USPS IG Tammy Whitcomb and 
DOJ IG Michael Horowitz discuss 
the launch of Oversight.gov.


More OIG Interviews Next Page >>


What is Government Matters?
Government Matters, “a multi-platform news program focused on exploring the challenges 
and issues facing federal managers and highlighting success stories within the federal 
community,” is soliciting IGs and senior OIG staff to appear on their program to highlight a 
recent IG topic or report. IG segments air the second Tuesday of every month. The interviews 
are non-confrontational and will help the IG community with public affairs outreach 
campaigns. Government Matters airs weeknights on News Channel 8 at 8:00 p.m. and 11:00 
p.m. and on Sundays on ABC7 at 10:30 a.m. IG segments are typically 5–8 minutes long. You
can learn more about Government Matters at http://govmatters.tv/.


What is the process for submitting proposals to appear on Government Matters?
Every month, CIGIE will e-mail a form to its members to collect proposals. Please use the 
form supplied by CIGIE and do not send your proposal directly to Government Matters. 
Government Matters will contact you to further discuss interested proposals. If you need a 
form, please e-mail mike.diavolikis@cigie.gov.
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Kelly Tshibaka, Chief Data Officer, USPS 
OIG, discusses using data analytics to 
support audits and investigations.


FRB/CFPB OIG staff discuss practices 
for leaders to encourage employees  
to share views with management.


Norman Brown, Assistant IG for 
Audits, State Department OIG, 
discusses an audit of post allowances.


Charles Brunton, Program Analyst, 
EPA OIG, discusses a report on the 
Flint, Michigan, water crisis.


Troy Meyer, Assistant IG, Auditing, 
DoD OIG, discusses the 2018 open 
recommendations compendium.


Carolyn Hantz, Assistant IG, Audit 
Policy and Oversight, DoD OIG, 
discusses an audit and policy report.


Dermot O’Reilly, Deputy IG for 
Investigations, DoD OIG, discusses the 
Defense Criminal Investigative Service.


Brett Mansfield, Special Assistant 
to the DoD IG, discusses DoD 
management challenges.


Randy Stone, Deputy IG of Policy and 
Oversight, DoD OIG, discusses the 
mission and goals of his office.


Tim Camus, Deputy IG, Investigations, 
TIGTA, discusses work against IRS 
impersonator scams.


Troy Meyer, Principal Assistant IG, 
Auditing, DoD OIG, discusses a report 
of 1,300 open recommendations.


Clay Brown, Special Agent, EPA OIG, 
discusses his agency’s hotlines for 
reporting fraud, waste, and abuse.


Michael Child, Deputy IG for 
Overseas Contingency Operations, 
DoD OIG, discusses his program.


Michael Esser, Assistant IG, Audits,
OPM OIG, discusses the findings 
of the OPM FISMA Audit for FY 2017.


Brett Mansfield, Senior Advisor 
to the DoD IG, discusses top DoD 
management challenges for FY 2018.


Lewis Parker, Deputy Assistant IG,  
Audits, OPM OIG, discusses a 
cybersecurity assessment of OPM’s IT.


John Johanson, Assistant IG, 
Investigations, Intelligence Community 
IG, discusses whistleblower cases.


Recent Senior OIG Staff  
Appearances on Government Matters


Click on any screenshot below to view the video of a senior OIG staff member interview on Government Matters.
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As always, please don’t hesitate to contact me if you have any questions. Thanks!
 
 
Regards,
Mike Diavolikis
CIGIE Senior Writer/Editor

@cigie.gov
Office: 
Fax: (202) 254-0162
www.ignet.gov
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: U.S. GAO - Results-Oriented Management: OPM Needs to Do More to Ensure Meaningful Distinctions Are Made in

SES Ratings and Performance Awards
Date: Wednesday, February 25, 2015 9:59:17 AM

For your information, we are sharing the below.  Additionally, there was a Government Executive article published
yesterday that was based on the findings of GAO's report - http://www.govexec.com/pay-benefits/2015/02/are-there-
too-many-outstanding-senior-executives/105969/?oref=govexec_today_nl

-----Original Message-----
From: Shih, Stephen T. [mailto: @opm.gov]
Sent: Tuesday, February 24, 2015 9:56 PM
To: Horowitz, Michael E.(OIG)

Hello Michael,

Would you please share this report with all CIGIE members:

http://www.gao.gov/products/GAO-15-189

Thanks!

Steve Shih
Deputy Associate Director
Senior Executive Services
    and Performance Management
U.S. Office of Personnel Management
Tel. 

(b) (6)

(b) (6)
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Updated CIGIE Charter - Version 2
Date: Friday, March 6, 2015 9:35:29 AM
Attachments: Council Charter - Draft Update V.2 - 3-6-15.doc

CIGIE Members,
Based on the additional feedback received regarding the Charter updates, I have made a few
additional tweaks to the last draft version of the Charter that was provided to you last month. We
are providing to you for a last review for any fatal flaws prior to finalizing and issuing, as discussed
and approved during the February CIGIE Monthly teleconference.
Please let me know if you see any fatal flaws with the Charter updates by Friday, March 13.
Thanks
Mark
Mark D. Jones
Executive Director
Council of the Inspectors General
on Integrity and Efficiency

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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Charter 

XXXXXXXX, 2015 




Name  

The Council of the Inspectors General on Integrity and Efficiency (Council or CIGIE)  


Authority  

Section 11 of the Inspector General Act of 1978 (5 U.S.C. app. 3.), as amended (IG Act). 

Mission  

The mission of the Council shall be to address integrity, economy, and effectiveness issues that transcend individual Government agencies; and increase the professionalism and effectiveness of personnel by developing policies, standards, and approaches to aid in the establishment of a well-trained and highly skilled workforce in the Offices of Inspectors General (OIG).


Membership  

· All Inspectors General (IGs) whose offices are established under either section 2 or section 8G of the IG Act, or pursuant to other statutory authority (e.g., the Special IGs for Iraq Reconstruction, Afghanistan Reconstruction, and Troubled Asset Relief Program).

· The IGs of the Intelligence Community and the Central Intelligence Agency.


· The IGs of the Government Printing Office, the Library of Congress, the Capitol Police, the Government Accountability Office, and the Architect of the Capitol.

· The Controller of the Office of Federal Financial Management.

· A senior level official of the Federal Bureau of Investigation (FBI) designated by the Director of the FBI.

· The Director of the Office of Government Ethics.

· The Special Counsel of the Office of Special Counsel.

· The Deputy Director of the Office of Personnel Management.

· The Deputy Director for Management of the Office of Management and Budget (OMB).

At the option of the Chairperson, after considering advice from the Executive Council, representatives of other Government organizations may be invited to attend, observe, or contribute to Council meetings and activities.  


Officers and Executive Council  

Executive Chairperson - The Deputy Director for Management of OMB shall serve as the Executive Chairperson.  The Executive Chairperson shall preside over Council meetings; provide to the heads of agencies and entities represented on the Council summary reports of Council activities; and provide to the Council such information relating to the agencies and entities represented on the Council as assists the Council in performing its functions.


Chairperson - The Council shall elect, for a two year term, a Chairperson from among the IGs established under either section 2 or section 8G of the IG Act or from the IGs of the Intelligence Community or the Central Intelligence Agency.  The term of the Chairperson shall run from January of every odd numbered year.  The Chairperson, in consultation with the Executive Council, shall develop procedures for conducting elections.  Candidates for Chairperson may be nominated by any member of the Council or self-nominated.  


The Chairperson shall convene meetings of the Council and, in the absence of the Executive Chairperson, preside over meetings; appoint the Vice Chairperson; exercise the functions and duties of the Council; oversee the administrative and business functions of the Council; establish standing committees of the Council (in consultation with the membership); serve as an ex officio member of each of the standing committees; and prepare and transmit an annual report to the President and the Congress on the activities of the Council.

Vice Chairperson - The Chairperson shall appoint a Vice Chairperson from among the IGs established under either section 2 or section 8G of the IG Act or from the IGs of the Intelligence Community or the Central Intelligence Agency, except that the Vice Chairperson must be appointed from a category of the IG Act different from the category under which the Chairperson was appointed.  The Vice Chairperson shall assist the Chairperson in carrying out the functions of the Council and act in the absence of the Chairperson.  If the Chairperson cannot fulfill his or her term, the Vice Chairperson will fulfill the duties of the Chairperson.  If the Vice Chairperson cannot for any reason act in this capacity, the Executive Council will decide whether to appoint a new Chairperson or to hold an election for a new Chairperson to serve for the remainder of the Chairperson’s term.

Executive Council - There shall be an Executive Council of the Council consisting of the Chairperson and the Vice Chairperson of the Council, the chairs of each of the standing committees, the immediate past Chairperson and Vice Chairperson of the Council, and at the discretion of the Chairperson an at-large member selected by the Chairperson in consultation with the Executive Council.  The Chair of the Integrity Committee (IC) is not a member of the Executive Council but may be consulted by the Chairperson or the Executive Council as deemed appropriate.  The Executive Council assists the Chairperson in governance of the Council.  The Executive Council will meet monthly, to the extent possible, and will provide members with a summary of these meetings.  

Functions and Duties of the Council 

· Continually identify, review, and discuss areas of weakness and vulnerability in Federal programs and operations with respect to fraud, waste, abuse, and mismanagement;


· Develop plans for coordinated, government wide activities that address these problems and promote economy and efficiency in Federal programs and operations, including interagency and inter-entity audit, investigation, inspection, and evaluation programs and projects to deal efficiently and effectively with those problems concerning fraud and waste that exceed the capability or jurisdiction of an individual agency or entity;

· Develop policies that will aid in the maintenance of a corps of well-trained and highly skilled OIG personnel;


· Maintain an internet website and other electronic systems for the benefit of all IGs as the Council determines are necessary or desirable;


· Maintain a Training Institute with one or more academies for the professional training of auditors, investigators, inspectors, evaluators, and other OIG personnel; 


· Submit recommendations of individuals to the appropriate appointing authority for any IG appointment under either section 2 or section 8G of the IG Act, or any other open IG appointment, as appropriate; 

· Make such reports to Congress as the Chairperson determines are necessary or appropriate; and


· Perform other duties within the authority and jurisdiction of the Council, as appropriate.

Council Strategic Planning

The Council will, in accordance with the Government Performance Results Act (GPRA) of 1993 and GPRA Modernization Act of 2010, Public Law 111-352 (2010), and Office of Management and Budget Circular A-11, prepare, not later than the first Monday in February of any year following the year in which the term of the president commences, a strategic plan setting forth CIGIE’s mission, vision, goals, objectives, and performance measures.  The strategic plan will cover a period of not less than 4 years following the FY submitted.  Additionally, each year CIGIE will update a one-year operational plan setting forth approaches and measures to address CIGIE operational issues, all of which will be designed to enable CIGIE to meet its strategic plan.  


Council Meetings and Decision-Making

While the Council will meet monthly to the extent possible, meetings shall be held at least six times a year, and may be called more frequently than monthly at the discretion of the Chairperson.  The Chairperson will set the final agenda after considering recommendations from the Vice Chairperson, Executive Council, and Executive Director.  

In order for decisions of the Council to be made during its meetings, there must be a quorum present.  A quorum for the Council exists if the number present of members plus authorized substitutes for absent members (as discussed below) equals two-thirds of the total number of Council members.  Council staff will be responsible for preparing minutes of all Council meetings.  


Decisions of the Council will be made by consensus when possible.  When consensus is not possible, any two members (a proposer and a second) may call for a vote on an issue.  For an election or motion to be considered decided, it must have the agreement of a majority of the membership present.  At the option of the Chairperson, elections and votes may be held by a show of hands, recorded vote, electronic vote, or by secret ballot.  If a member is unable to attend a Council meeting, an authorized substitute for that member may attend and vote in the stead of the member, or the member may designate another member to act as their proxy for voting.  If necessary, electronic voting may be held between Council meetings.  

Funding

The Council is authorized through section 1105(a)(33) of title 31, United States Code, to have a separate appropriations account.


Additionally, and in accordance with section 11 of the IG Act, as amended, and notwithstanding section 1532 of title 31, United States Code, or any other provision of law prohibiting the interagency funding of activities, the Executive Chairperson may authorize the use of interagency funding for Government-wide training of OIG employees, Integrity Committee (IC) functions, or any authorized purpose determined by the Council.  Upon the Executive Chairperson’s authorization, any department, agency, or entity of the executive branch which has a member on the Council shall fund or participate in the funding of such activities.


If necessary in the absence of other funding, the Chairperson, in consultation with the Executive Council, will determine an assessment for each OIG member (prorated based on the member’s appropriation or funding level) to cover the anticipated annual costs of the Council.  This prorated assessment will be presented to the Council membership for concurrence.    

The Council may establish in the U.S. Treasury a revolving fund entitled the “Inspectors General Council Fund” or enter into an arrangement with a department or agency to use an existing revolving fund.  Any amounts in the fund shall remain available to the Council until expended, without any fiscal year limitation.

CIGIE Administrative Support

The Council will maintain its own permanent staff, which will be hired and managed under the provisions of Title 5 of the U.S. Code.  Permanent Council staff will be headed by an Executive Director who reports to the Chairperson or the Vice Chairperson, in the absence of the Chairperson.  The Executive Director will provide oversight to the staff.  Payment for staff costs will be funded through monies available to the Council for such purpose.  Council staff will be responsible for supporting the activities of the Council, including, but not limited to, drafting Council reports such as the annual report, maintaining the Council’s website and archives, and additional functions as identified.  


Budgeting


Annually, the Chairperson, in coordination with the Executive Council, will present a proposed operating budget to the Council for approval.  The Chairperson will, through the office of the Executive Director, execute and maintain all appropriate budget processes and documents of Council operations in accordance with governing laws, regulations, and principles.  The Executive Director, under the direction and approval of the Audit Committee, will contract for an independent financial audit of the Council’s financial statements and operations at the conclusion of each fiscal year.  The Audit Committee will receive all audit reports and coordinate the activities of the independent auditor with the CIGIE staff. 


Committees

Integrity Committee (IC) - The Council shall maintain an IC as required by section 11 of the IG Act, as amended.  The IC will be chaired by the FBI official serving as a member of the Council, who shall maintain the records of the IC.  The Council Chairperson will appoint four IC members from among the IGs appointed under section 11(d)(2)(B) of the IG Act, as amended.  Each appointed member will serve a term of 4 years.  Appointments will be staggered so that one member will be appointed every year.  The Special Counsel of the Office of Special Counsel and the Director of the Office of Government Ethics will also serve as members of the IC.  The Chief of the Public Integrity Section of the Criminal Division of the Department of Justice, or designee, shall serve as the IC’s legal adviser.  In conjunction with the Chairperson of the Council, the IC will develop its own policies and procedures, which will be submitted to the congressional committees of jurisdiction.   


Standing Committees - The Council maintains the following standing committees, including but not limited to:

· Audit


Provides leadership to and serves as a resource for the Federal IG audit community.  Sponsors and coordinates audits that address multi-agency or Government-wide issues, maintains professional standards for OIG audit activities, and administers the audit peer review program.  Provides input to the CIGIE Professional Development Committee and the Training Institute on the training and the development needs of the CIGIE audit community, and advice to the Chairperson, Vice Chairperson, and Executive Director regarding CIGIE’s contracts for audit services.

· Budget Committee

Provides leadership in the development of the Council’s annual congressional appropriation request by coordinating a transparent process to assess current CIGIE activities and, in consultation with the Chairperson, Vice Chairperson, and Executive Council, presenting a proposed budget to the membership for discussion and adoption.  In addition, the Committee serves as the IG Community’s lead in coordinating with the Office of Management and Budget and relevant congressional committees to establish and maintain a direct annual appropriation to fund Council activities.

· 

 

· Information Technology


Facilitates effective OIG information technology (IT) audits, evaluations, reviews, and investigations, and provides a vehicle for expressing the IG community’s perspective on Government-wide IT operations.   

· Inspection and Evaluation

Provides leadership for the CIGIE inspection and evaluation community’s effort to improve agency program effectiveness by maintaining professional standards; leading the development of protocols for reviewing management issues that cut across departments and agencies; promoting the use of advanced program evaluation techniques; and fostering awareness of evaluation and inspection practice in OIGs.   The Committee provides input to the CIGIE Professional Development Committee and the Training Institute on the training and development needs of the CIGIE inspection and evaluation community.

· Investigations


Contributes to improvements in program integrity, efficiency, and cost effectiveness government-wide by providing analysis of investigative issues common to federal agencies.  Provides the CIGIE community with guidance, support, and assistance in conducting high quality investigations.  Provides input to the CIGIE Professional Development Committee and the Training Institute on the training and development needs of the CIGIE investigations community. Actively engages the Assistant Inspector General for Investigations Committee to assist in carrying out the Investigations Committee’s goals and strategies.


· Legislation

Ensures that CIGIE is kept abreast of matters in the Congressional arena that are of interest to the IG community.  Develops, coordinates, and represents the official IG community positions on legislative issues.

· Professional Development


Provides educational opportunities, through the Training Institute, for members of the IG community and ensures the development of competent personnel.  Receives input from the Audit, Investigations, and Inspections and Evaluation Committees on the training and development needs of the CIGIE community.  Seeks opportunities to improve training methods, enhance the development of OIG staff, and establish training to meet continuing educational requirements.

The Chairperson, in consultation with the members of the Council, may establish additional standing or ad hoc committees, redefine their purposes and responsibilities, or abolish existing committees as the Chairperson determines best meets the needs of the Council and the IG community.  Elections for the Chairs of these committees will be held in the spring of every odd numbered year.  The Chairs of these committees may be elected from among all IGs on the Council.  Members of the Committees will be selected by the Committee Chairs in consultation with the Council Chairperson.  Members of each committee must include, at a minimum, IGs appointed under both section 2 and section 8G of the IG Act.  Members serve a two-year term and may serve consecutive terms.  Vice Chairs for these committees will be selected by the Chairs from among members appointed under a category of the IG Act different from the category under which the Chair is elected.  Committee Chairs and Vice Chairs will serve for two years.  In the event a Committee Chair resigns during the term, the Vice Chair becomes the Committee Chair and may appoint a new Vice Chair. The committees generally have the authority to act within their areas of jurisdiction; however, the issuance of any community-wide report or guidance, other than the Council’s annual report, which the Chairperson approves and issues, shall require a vote of the full Council.  Additionally, the Chairperson must approve any expenditure of Council funds.  The Committee Chairs will provide the Chairperson and the Council with regular reports on their committee activities.

Amendment of the Charter  

This Charter may be amended at any time by a two-thirds vote of the entire Council, provided such proposed amendment shall first have been submitted to Council members reasonably in advance of the vote.  Any member may have an authorized substitute or proxy holder vote in the stead of the member.   


Fiscal Year  

The fiscal year of the Council shall be October 1 through September 30.
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From: Council of IGs Liaisons on behalf of Beth Leon
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Updating the CIGIE "Directory of Member Organizations"
Date: Wednesday, July 18, 2018 12:25:03 PM
Attachments: image002.png

Dear CIGIE Liaisons,
 
Might I make a friendly request for you to check your OIG’s information as currently listed in the
Directory to make sure that it is accurate and current?  Many of us actively use the Directory in
conducting our work and having the correct contact information is important.
 
Your assistance is greatly appreciated!
 
 

Beth León
CIGIE

@cigie.gov
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From: Mark Jones
To: CIGIE-LIAISONS@LIST.NIH.GOV
Subject: Vacancy Announcement - CIGIE Executive Director for the Training Institute, ES-0301
Date: Monday, July 27, 2015 10:56:16 AM

Good Morning,
As many of you know, Tom Caulfield has announced that he is planning to retire September 30,
2015. Being that this is the case, we have moved forward to announce his position. We are sharing
this with your offices, so that you can assist in spreading the word to folks that may have an interest
in applying for such position. Below is a link to the announcement, which is scheduled to close
August 12, 2015.

https://www.usajobs.gov/GetJob/ViewDetails/409858600
I appreciate your assistance in getting the word out on this announcement.
Thanks
Mark

mailto:CIGIE-LIAISONS@LIST.NIH.GOV
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